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Abstract

These Application Notes describe the configuration steps required for Resource Software
International (RSI) Shadow Real-Time Dashboard (RTD) to interoperate with Avaya Aura®
Application Enablement Services and Avaya Aura® Communication Manager. RSI Shadow
RTD is a computer telephony solution that uses the DMCC interface of Avaya Aura®
Application Enablement Services to provide real-time monitoring of skilled hunt groups and
agents activities (i.e. calls handled, agent status, wait times, etc). The RSI Shadow RTD
Triggers feature can be utilized to deliver event notification messages either to the user’s
browser window or via email/SMS when specific user defined conditions are met.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Resource Software
International (RSI) Shadow Real-Time Dashboard (RTD) to interoperate with Avaya Aura®
Application Enablement Services and Avaya Aura® Communication Manager.

RSI Shadow RTD is a CTI application that can monitor one or a complex array of mission-
critical communication systems that require uncompromised performance and availability. The
solution is a browser based, real-time console that can monitor and analyze skilled Hunt Groups
and Agent’s call data from an Avaya Aura® Communication Manager telephone system.

Shadow RTD provides supervisors with instantaneous metrics about the health of their
communication facilities and offers call center agents immediate feedback. Triggers can be
defined to highlight and alert on a system overload, inactivity, or a security breach. Managers
can view statistics for multiple communication facilities from one browser or be alerted via
email, text message, audible alarm, screen flash, and/or network broadcast.

The Shadow RTD server will operate on any computer running on a Microsoft Windows
operating system (Windows XP or greater). The Shadow RTD Server contains its own web
server and database. As a result, it does not require Microsoft IIS or MS SQL. Users can connect
to the RTD Shadow Server using a browser from any desktop computer connected to the same
network.

2. General Test Approach and Test

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute for full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying the following:

¢ Handling of real-time data from Avaya Aura® Application Enablement Services and Avaya
Aura® Communication Manager, and the use of that data to provide real-time updates
within the RST Shadow RTD widgets via a browser.

¢ Handling of trigger conditions (i.e. verifying when a trigger criteria was met, the proper
alerts were sent).

The serviceability testing focused on verifying the ability of RSI Shadow Real-Time Dashboard
Server to recover from adverse conditions, such as disabling/re-enabling the network connection
to the RSI Shadow Real-Time Dashboard server.
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2.2. Test Results

All test cases were executed and passed with the following observations:

Only an Expert Agent Selection (EAS) environment is support by RSI Shadow RTD.
EAS must be enabled on Avaya Aura® Communication Manager and only skilled hunt
groups should be monitored by RSI Shadow RTD.

The values displayed on the RSI Shadow RTD widgets (such as the number of calls
abandoned/waiting/handled, call wait/talk times, agent state durations, etc.) are not values
that are computed by or passed from the Avaya Aura® components in the solution.
Rather, the widget data values are calculated by RSI based on various event messages
that RSI receives from the Avaya Aura® components. Compliance testing focused the
interface between Avaya and RSI to ensure RSI was capable of monitoring entities (e.g.
hunt groups, VDN, etc.), and receiving events. While visual checks of the widget data
were done by Avaya on very low call volumes during compliance testing, RSI is
responsible for ensuring the accuracy of the data shown within the widgets.

o Since RSI Shadow RTD depends on receiving events for their widget data, any
outages, such as a network outage that causes one or more events to not be
received, can impact the accuracy of the data. For example, if the connection
between Avaya Aura® Application Enablement Services and RSI Shadow RTD is
lost, since RSI will not receive any events for calls/Agents during the outage, the
widget data cannot be updated to reflect any new calls that occurred during the
outage or any changes to existing calls during the outage.

2.3. Support

Technical support on the RSI Shadow Real-Time Dashboard can be obtained through the
following:

e Phone: (905) 576-4575
e Email: support@telecost.com
e Web: www.telecost.com
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3. Reference Configuration

The RSI Shadow Real-Time Dashboard solution consists of the RSI Shadow Real-Time Server
running on a Windows PC / Server (Windows XP or greater). The Shadow RTD Server contains
its own web server and database. The Shadow RTD Server uses the DMCC interface of Avaya
Aura® Application Enablement Services to provide real-time monitoring of skilled hunt groups
and agents activities. Users (such as a Supervisor as shown in the figure below) can connect to
the RTD Shadow Server using a browser from any desktop computer connected to the same

network.

Avaya Aura® Session Manager
{10.64.21.31)

Avaya Aura® System Manager

e o] i
e ™= 1

Avaya Aur Application
Enablement Services
(10.64.21.46)

Avaya Aura®
Communication Manager on
a S8300D Server with a

G450 Media Gateway
(10.64.21.41)

Avaya 6200
Series Analog
Telephones

Avaya 2400
Series Digital
Telephones
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya S8300D Server with an Avaya

G450 Media Gateway

Avaya Aura® Communication Manager 6.3
(R0O16x.03.0.124.0), Patch 20850

Dell™ PowerEdge™ R610 Server

Avaya Aura® System Manager 6.3 FP2
Build No. - 6.3.0.8.5682-6.3.8.1627
Software Update Revision No: 6.3.2.4.1399

Dell™ PowerEdge™ R610 Server

Avaya Aura® Application Enablement Services
6.3 (6.3.0.0.212-0)

HP Proliant DL360 G7

Avaya Aura® Session Manager 6.3.2
(6.3.2.0.632023)

Avaya 9600 Series IP Telephones
* 96x0 (H.323)

Avaya one-X® Deskphone Edition 3.2.1

e 96x0 (SIP) Avaya one-X® Deskphone Edition 2.6.10

e 96x1 (H.323) Avaya one-X® Deskphone Edition 6.2.2

e 96x1 (SIP) Avaya one-X® Deskphone Edition 6.3
Avaya 6210 Analog Phone -

Avaya 2420 Digital Phone

Windows Server 2008 R2 Enterprise

RSI Shadow Real-Time Dashboard 2.1.3.28
(Avaya CM Diriver 1.0.0.18)
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5. Configure Avaya Aura® Communication Manager

The configuration of connectivity between Avaya Aura® Communication Manager and Avaya
Aura® Application Enablement Services, and the administration of contact center devices
(VDNSs, hunt groups, Agents, stations) is outside the scope of this document. This document
assumes a working environment consisting of Communication Manager and Application
Enablement Services is already in place with an established TSAPI CTI link.

Refer to the reference [1] in Section 10 for details on administering Communication Manager.

6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services to enable
integration with RSI Shadow RTD.

The procedures in the sections below include the following areas:

¢ Launch OAM interface
e Obtain Tlink name

® Administer user

e Edit CTI User

The configuration of connectivity between Avaya Aura® Application Enablement Services and
Avaya Aura® Communication Manager is outside the scope of this document. This document
assumes a working environment consisting of Communication Manager and Application
Enablement Services is already in place with an established TSAPI CTTI link.

Refer to the reference [2] in Section 10 for details on administering Application Enablement
Services.
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6.1. Launch OAM Interface

Access the OAM web-based interface by using the URL “https://ip-address” in an Internet
browser window, where “ip-address” is the IP address of the Application Enablement Services
server.

The Please login here screen is displayed. Log in using the appropriate credentials.

Management Console

Please login here:

The Welcome to OAM screen is displayed next.

AVAVA Application Enablemen.t Services Foshan

er Date and Time: Fri Oct (4 1¢

7 MDT 2013

Home Home | Help | Logout

» Communication Manage: Welcome to OAM

Interface
} Licensing The AE Servives Cperalivns, Adiinstration, and Management (OAM) Web provides you wils lools fur maisging Uie AE Server. OAM spans e fullowing
P — administrative domains:

» Networking ® AE Services - Use AE Services to manage all AE Services that you are licensed to use o1 the AE Szrver.
_ = Communication Mansger Interface - Uss Communication Mansger [nterface t» manzge witch zonnecsion and dislplan.
® Mairtsnancs - Lca Maintenancs to manans the rootine rra va tacle
3 [atus

 networking - Use Networking ta maiage the network interfaces and ports,

» User Management + Security - Use Security to manage Linux ucer sccounts, certificate, hast authentication znd authorization, corfigure _inLx-PAM (Pluggable Authentication
— Modles for Lirux) and so on.
b Utilities * Status - Usz Status to obain server stetus infernztions.

* User Mznagement - Use User Managerrent to manage Ak Services users and Ak Services user-related resources.
= Utilitiss - Ucs Utilities to carry out basic connactivity teets.
* Help - Use Help to obtain a few tips for using the DAM Help systsm

» Help

Depanding on your businsss requirements, these administrative domains san be served by one admiristrator for all domains, or a separate administrator for each
domain,

Copyright ® 2008-2013 Avays Inc. All Rights Recervad,
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6.2. Obtain Tlink Name

A Tlink represents a link between an Application Enablement Services server and a
Communication Manager. When a communication channel (i.e. switch connection) is
provisioned between Application Enablement Services and Communication Manager, a Tlink is
created dynamically by the TSAPI service running on the Application Enablement Services
server.

To view the list of Tlinks available, select Security = Security Database = Tlinks from the
left pane. The Tlinks screen shows a list of the Tlink names. Locate the relevant Tlink, and
make a note of the switch connection name (the second field delimited by #).

For example, the Tlink name “AVAYA#CM2141#CSTA#AES2146” below represents the link
used during compliance testing and the switch connection name is CM2141. The switch
connection name as well as the IP address of the Application Enablement Services server (the IP
address for AES2146 from the Tlink name) will be used during the configuration of RSI Shadow
RTD.

Welcome: User craft
Last login: Fri Oct 4 14:24:07 2013 from 10.10.103.187
N

AVAyA Application Enablement Services

Management Console

e: VIRTUAL_APPLIANCE_ON_SP
ion: 6.3.0.0.212-0
ate and Time: Fri Oct 04 14:45:54 MDT 2013

Security | Security Database | Tlinks Home | Help | Logout

» AE Services

Communication Manager Tlinks
Interface
} Licensing Tlink Name
» Maintenance @ AVAYA#CM1067#CSTA#AES2146
} Networking © AVAYA#CM10672CSTA-S£AES2146
) AVAYA#CM12562#CSTA#AES2146

¥ Security

) AVAYA#CM12562#CSTA-SEAES2146

Account Management _
@ AVAYA#CM2141#CSTAZAES2146

Audit .
© AVAYAZCM21412CSTA-S#AES2146

Certificate Management -
Enterprise Directory

Host AA

PAM

Security Database
= Contral

CTI Users

= Devices

» Device Groups

= Tlinks

= Tlink Groups

» Worktops
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6.3. Administer User

Create a CTI user for the RSI Shadow RTD application. Select User Management - User
Admin = Add User from the left pane, to display the Add User screen in the right pane.

Enter desired values for User Id, Common Name, Surname, User Password, and Confirm
Password. For CT User, select “Yes” from the drop-down list. Retain the default value in the
remaining fields. Click Apply at the bottom of the screen (not shown below).

Wecome: User cral
Last login: Fri Oct 4 0 2013 from 10.10.103.187

1]

DevConnect -

None A

User Admin

= Crange User Password

iModify Defauit Users Css Home
CT User Yes v

Deparlrienl Nurnber

Display Name
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6.4. Edit CTI User

Provide the newly created user with unrestrictive access (note, more restrictive configurations
are possible, but not shown). Select Security Database = CTI Users - List All Users from
the left pane, to display the CTI Users screen in the right pane. Select the CTI User configured
in the previous section and click Edit.

Application Enablement Services

AVAYA

Home | Help | Logout

ni

oD JcommoMame —— [WorkiopName — Joeviemn |
| |

acrl
| © aespos # rione |vons
ascps aespct NONE NONE
Certficate Management
H ‘NDNE

Security Database

2 CTT lisers | © semry ety ‘NDNE
. list All lisers
- it =
- —

Application Enablement Services
Management Console

Home | Help | Logout

il

Ccommunlication Manager EditC11 User
Bl Usar Profile: Ussr ID DavConnect
Camman Name DevConnert
Waorktap Hame NONE -
» Networkin
9 Unirestricled Access
~ Security
————
Account Managemert Call and Devivz Canbiuls Call Grigination/Ternmination and Dev ue Slalus Nore
Audit
Call and Devicz Manitorirg: Levice Meniterin None
Certficate Management ¢ 9
Calls On A Device Monitorin None
Enterprise Diractory o
Call Monitoring
Husl AA
PAM Routing Contrel: Allow Routing on Listed Devices None
Szl s Apply Changes | | Cancel Changes
= Centrol
2 CTT lisers
= lList All lisers
= Search lsers
N -
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7. Configure RSI Shadow Real-Time Dashboard

This section provides the procedures for configuring the RSI Shadow Real-Time Dashboard
Server. The procedures include the following areas:

e RSI Shadow RTD Configuration Console
¢ Administer Shadow RTD Server

7.1. RSl Shadow RTD Configuration Console

From the PC where RSI Shadow Real-Time Dashboard is installed, select Start = All
Programs - RSI - SHADOW RTD - SHADOW RTD Console. The SHADOW RTD
Configuration Control Panel is displayed. Enter the following values for the fields specified
below:

Under the Server Setup section:
e Web Server Port: “8081”
e Admin Password: enter appropriate credentials for the Shadow RTD “admin’ user

Under the Data Connection tab:
¢ Data Source: select “Avaya CM” from the drop-down menu
e Avaya CM Name: enter the name for the appropriate “Switch Connection” configured
on Avaya Aura® Application Enablement Services (refer to Section 6.2).

e P Address: enter the IP address of Avaya Aura® Application Enablement Services (e.g.

“10.64.21.467).

e Username: enter the CTI User name configured on Avaya Aura® Application
Enablement Services (refer to Section 6.3).

e Password: enter the CTI User password configured on Avaya Aura® Application
Enablement Services (refer to Section 6.3).

¢ Hunt Groups/VDNs Exts: enter the skilled hunt group and VDN extensions to be
monitored by Shadow RTD.
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#.5 Shadow RTD Configuration Console - Registered

Shadow RTD

Configuration Control Panel

Server Status

@ Server iz currently not running

ey

Server Setup

Admin Pazsword: I“““““

[rata Connection I Advanced I

Weh Server Park: IEEIE1 Port iz currently available

[T PBur server as a service ™ Show debug window

P =T B

Diata Source: I.-'l‘-.'-.-'a_l,la Chd
Breaya O Hame: IEM21 41
AES IP Address: [10.64.21.46
zermarne; IDevEunnect
Password: Ixxxxxxxxxxxxxx

Hunt GroupA/DM Exts: IEEIEIEIEI, 50507, 50504, 50506,

.
)

Save Setlings

Under Server Status at the top, click the red button to start the Server.
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The button will turn green (as shown below), and a link will be provided to connect to the server.
Click the link.

#4 Shadow RTD Configuration Console - Registered =

Shadow RTD

Configuration Control Panel

Server Statusz

@ Server iz currently running, to connect go here:
hitpe /41 0.64.107.102: 8031

oy

Server Setup

Wieh Server Pork: IEEIB1 Port iz currently available

Adrin Pazsward: I’““““‘

[T Run server as a service ™ Show debug window

Drata Connection I Advanced I

Data Source: I.ﬂ.vaya Ch j
Avaya CM M ame: IEI'-.-121 41

AES IP Address: [10.64.21.46 \@
Uszemame: |DevE|:unnect

Password: Ixxxxxxxxxxxxxx

Hunt GroupAYDH Ests: IEEIEIEIEI, A0R01, BOG04, BOR0E,

Save Settingz

7.2. Administer Shadow RTD Server

Continuing from the previous section, enter the “admin” user credentials for the Shadow RTD
Server, at the login screen.

Login

Llsername |

Password |
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The following Welcome screen is displayed.

(= SHADOW RTD (admin) - Windows Internet Explorer,

[EN[ETES
G@v - ‘E, hitp:if10.64.21 .65:5080/user conkrolpansl?username=admin VHEH‘__,l ‘z‘ |-:| Google HEE|
File Edit Wiew Favorites Tools Help ‘ x Eonage B &
i Favorites ‘ s @8 suggested Sites = B Free Hotmail 8] b Slice Gallery =
| {& SHADOW RTD (admin) =]

[ - [ o= - Page+ Safety~ Toos- @+
Welcome!

Use the menu on the left to navigate and configure the
various options.

Broadcast

[]
Settings
¢

Done

€ Internet Sy v Hi0% v -

MIJH; Reviewed: Solution & Interoperability Test Lab Application Notes
SPOC 11/25/2013

14 of 18
©2013 Avaya Inc. All Rights Reserved.

RSI_RTD_AES



Configure Shadow RTD as desired. Refer to the Shadow RTD documentation (Section 10,
reference [3]) for details. The example screen below shows some Widgets created and used
during compliance testing.

All Widgets

Widgets are the charts and graphs that regular users will see when
logging in.

Click here to create a new widget.

Widget Name Type
Current Agent Details grid
Current Queue Details grid
Current Total Calls Waiting  counter
AES Connection Status counter
CM Connection Status counter
Current Longest Call Waiting counter

Daily Percent Serviced speedometer

Daily Total Incoming Calls counter
Daily Total Abandoned Calls  counter
Daily Average Talk Time counter

Daily Average Wait Time counter

helhelhelhelh=1h TR 1R Tk TR TR TR e]

00X XXX

Daily Calls Stats pie-small

All Triggers

Triggers are added to widgets to throw warnings when certain
0 conditions are met.

Click here to create a new trigger.

Description Widget Name Condition Statement Severity Edit Delete
1 call in queue Current Queue Details CallsWaiting >= 1 Warning ‘,»J x
2 calls in queue Current Queue Details CallsWaiting >= 2 Urgent pel x
3 calls in queue Current Queue Details CallsWaiting >= 3 Critical pel b4

Triggers

5577
¢
Theme

v

Broadcast
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8. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Aura® Application Enablement Services and Avaya Aura® Communication Manager and RSI

Shadow Real-Time Dashboard.

Connect to the RSI Shadow RTD server as shown in Section 7.2. Enter valid user credentials at

the Login screen.

Login

Lzername |

FPassword |

All the configured widgets will be displayed in the browser. Rearrange the widgets as desired.

.l

wi'e
AES Connection Status -0Ox CM Connection Status -0 % __ Daily Average Talk Time -Oox
Connected Connected 00:00:00
Daily Average Wait Time Oox Current Longest Call Waiting (=4

00:00:00

00:00:00

Daily Calls Stats

50504 Hunt Group 4 0

Daily Total Abandoned Calls — O X Daily Total Incoming Calls -Ox Current Total Calls Waiting - O X
Current Agent Details ox
Agentld Hunt Group Station Extension State Duration Logged On Talk State Work Mode
54501 Hunt Group 4 53004 Mot Ready 04:19:55 Logged On Idle Aux Work
Current Queue Details
Extension Hunt Group Available CallsWaiting LoggedInAgents

0 1
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Place a few calls and verify the appropriate widgets for each call are updated in real-time
accordingly.

o
v/’ .
AES Connection Status -0Ox CM Connection Status -0Ox Daily Average Talk Time -Oox
Connected Connected 00:00:46
u ]
Daily Average Wait Time -0Ox Current Longest Call Waiting -0OX
00:00:07 00:00:00
| | | u |
Daily Total Abandoned Calls _ 0O X Daily Total Incoming Calls -Oox Current Total Calls Waiting - O X

8 15 0

Current Agent Details

Agentld Hunt Group Station Extension  State Duration - Logged On Talk State Work
54501 Hunt Group 4 53004 Ready 00:00:12 Logged On Idle Auto In

Abandoned ” Calls Handl
Current Queue Details i
-
9. Conclusion

These Application Notes describe the configuration steps required for RSI Shadow Real-Time
Dashboard to successfully interoperate with Avaya Aura® Application Enablement Services and
Avaya Aura® Communication Manager with the observations noted in Section 2.2.

Extension Hunt Group Available CallsWaiting LoggedInAgents
50504 Hunt Group 4 1 o 1

10. Additional References

This section references the product documentation relevant to these Application Notes.

1. Administering Avaya Aura® Communication Manager, Release 6.3, Document ID 03-
300509, Issue 9, October 2013, available at http://support.avaya.com.

2. Avaya Aura® Application Enablement Services Administration and Maintenance Guide,
Release 6.3, Issue 2, October 2013, available at http://support.avaya.com.

3. Resource Software International Ltd. Shadow Real-Time Dashboard (RTD) Installation &
Users Guide, available as part of RSI Shadow Real-Time Dashboard installation.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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