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Abstract

These Application Notes describe the procedure to configure Dialogic® BorderNet™ 2020
Integrated Media Gateway to interoperate with Avaya Aura® Session Manager and Avaya
Aura® Communication Manager as an ISDN PRI/SIP gateway using SIP trunking.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure to configure Dialogic® BorderNet™ 2020
Integrated Media Gateway to interoperate with Avaya Aura® Session Manager and Avaya Aura®
Communication Manager as an ISDN PRI/SIP gateway using SIP trunking.

Dialogic® BorderNet™ 2020 Integrated Media Gateway combines integrated media and
signaling, IP and TDM gateway capabilities with session border controller functionality in a
compact 1U form factor appliance.

The compliance testing of the Dialogic® BorderNet™ 2020 Integrated Media Gateway focused
on its ISDN PRI/SIP gateway functions.

2. General Test Approach and Test Results

The interoperability compliance test included feature and serviceability. During the test, various
call scenarios were exercised to verify call and feature interoperability of BorderNet 2020 and
Avaya products. Network and server outage conditions were used to verify serviceability of the
joint solution.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The primary focus of the feature testing was to verify SIP trunking interoperability between an
Avaya SIP-based network and BorderNet 2020. Test cases were selected to verify the following
areas.

Basic Interoperability:
e PSTN calls from and to Avaya IP/SIP telephones via BorderNet 2020. Some sample
testing with traditional analog and Avaya digital phones were also performed.
e Multiple codecs support, e.g. G.711MU and G.729AB
e Various PTSN dialing plans including national and international calling, toll-free, and
direct inward dialed calling
e SIP transport using UDP

Advanced Interoperability:
e Codec negotiation
e Quality of Service
e Telephony supplementary features, such as Hold, Blind Transfer, Attended Transfer,
Conference, and Call Forwarding
e DTMF Support using RFC 2833
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T.38 Fax support

Voicemail Coverage and Retrieval

Calling Number Block

Direct IP-to-IP Media (also known as “Shuffling”) over SIP Trunk. Direct IP-to-IP media
allows a RTP path to be established directly between Avaya phones and BorderNet 2020
gateway and release media processing resources on the Avaya Media Gateway

The serviceability testing focused on verifying the ability of the solution to recover from adverse
conditions, such as network failures and BorderNet 2020 reboot.

2.2. Test Results

All test cases were executed and verified. The following observation was made during the
compliance test:

Initially, the RFC 2833 method of passing DTMF digits did not work for both inbound and
outbound calls when shuffling was enabled on the SIP trunk. Dialogic provided a patch with the
version 2.2 SP2 b1561, which is slated to be part of 2.2 SP3.

2.3. Support
Technical Support on Dialogic BorderNet 2020 can be obtained through the following phone
contacts:

e Phone: +1 781 433 9600

e E-mail: americas.support@dialogic.com
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3. Reference Configuration
The reference configuration consists of Communication Manager, Session Manager, System

Manager, Messaging, BorderNet 2020, and a number of Avaya telephones. BorderNet 2020 is
used as a SIP/ISDN gateway for PSTN access. The Session Manager in the right block, managed
through the System Manager in the same block, routes the calls between the different entities
using SIP Trunks. The management interface of BorderNet 2020 has to be on a different subnet
from the signaling and media interfaces. The Messaging server resides in another subnet and is
connected to Communication Manager via a different Session Manager (not shown).
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Figure 1 — Sample configuration for Dialogic® BorderNet™ 2020 with Avaya Aura®
Communication Manager and Avaya Aura® Session Manager using Sip Trunking
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Version
Avaya Aura® Communication Manager running on 6.3 SP1
Avaya S8300D Server '
Avaya G450 Media Gateway
MGP HW 1 FW 31.20.0
MM711AP (ANA) HW 27, FW 073
Avaya Aura® Session Manager 6.3.3
Avaya Aura® System Manager 6.3.3
Avaya Aura® Messaging 6.2
Avaya 96x0 Series IP Telephones (H.323) 315
- Avaya one-X Deskphone Edition o
Avaya 96x0 Series IP Telephones (SIP) 26
- Avaya one-X Deskphone Edition SIP '
Avaya 96x1 Series IP Telephones (H.323) 6.2
- Avaya one-X Deskphone Edition o
Avaya 96x1 Series IP Telephones (SIP) 6.2.1
- Avaya one-X Deskphone Edition SIP o
Avaya 2420 Digital Telephone NA
Dialogic® BorderNet™ 2020
Integrated Media Gateway 2.2 SP2 b1561
Dialogic® WebUI 2.2 SP2
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5. Configure Avaya Aura® Communication Manager
This section provides the procedures for configuring Communication Manager. The procedures
include the following areas:

Verify Avaya Aura® Communication Manager License
Configure IP Node Names

Configure IP Codec Set

Configure IP Network Region

Configure SIP Trunks with Session Manager
Configure Route Pattern

Configure Public Unknown Numbering

Administer ARS Analysis

Administer Feature Access Code

Throughout this section the administration of Communication Manager is performed using a
System Access Terminal (SAT). Some administration screens have been abbreviated for clarity.
These instructions assume that Communication Manager has been installed, configured, licensed
and provided with a functional dial plan. In these Application Notes, Communication Manager
was configured with 5-digit extension 21xxx for IP stations and 7-digit extension 538xxxx for
SIP stations. Other numbers on PSTN (accessible from BorderNet 2020) were reachable via the
ars table with the use of feature access code 9.

These Application Notes will focus on the configuration of the SIP trunk and related call routing.
It is assumed that the following administration is already in place and will not be described in
this section.

H.323 and SIP stations
Routing to SIP stations
Voice Mail server connectivity
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5.1. Verify Avaya Aura® Communication Manager License

Enter the display system-parameters customer-options command. Navigate to Page 2 and
verify that there is sufficient remaining capacity for SIP trunks by comparing the Maximum
Administered SIP Trunks field value with the corresponding value in the USED column. If
there is insufficient capacity of SIP Trunks or a required feature is not enabled, contact an Avaya
representative to make the appropriate changes.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12000 50

Maximum Concurrently Registered IP Stations: 18000 3

Maximum Administered Remote Office Trunks: 12000 O

Maximum Concurrently Registered Remote Office Stations: 18000 O

Maximum Concurrently Registered IP eCons: 414 0

Max Concur Registered Unauthenticated H.323 Stations: 100 0

Maximum Video Capable Stations: 41000 O

Maximum Video Capable IP Softphones: 18000 O

Maximum Administered SIP Trunks: 24000 1

5.2. Configure IP Node Names

All calls from and to Communication Manager are signalled over a SIP trunk to Session
Manager. The signalling interface on Session Manager is provided by the SM100 security
module. Use the change node-names ip command to add the Name and IP Address for the
SM100 security module of Session Manager. SM1 and 10.64.30.32 was used in this example.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
default 0.0.0.0
procr 10.64.30.10
procrb HH
sml 10.64.30.32

5.3. Configure IP Codec Set

Use the change ip-codec-set n command to specify G.711MU and G.729AB codecs under
Audio Codec where n is the codec set used in this configuration. Retain the default values for
the remaining fields.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
2: G.729AB n 2 20
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To configure fax support, navigate to Page 2 and change FAX to t.38-standard. Use default

values for all other fields.

change ip-codec-set 1 Page
IP Codec Set

Allow Direct-IP Multimedia? y

Maximum Call Rate for Direct-IP Multimedia: 384:Kbits
Maximum Call Rate for Priority Direct-IP Multimedia: 384:Kbits
Mode Redundancy
FAX t.38-standard 0 ECM: n
Modem off 0
TDD/TTY Us 3
Clear-channel n 0

2 of 2

5.4. Configure IP Network Region

Use the change ip-network-region n command where n is the number of the network region
used. Set the Intra-region IP-1P Direct Audio and Inter-region IP-IP Direct Audio fields to
yes. For Codec Set, enter the codec set configured in Section 5.3. Set the Authoritative
Domain to a domain name, e.g. avaya.com in this case. Retain the default values for the

remaining fields.

change ip-network-region 1 Page
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: avaya.com
Name : Stub Network Region: n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y

UDP Port Max: 3329

1 of 20
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5.5. Configure SIP Trunk with Session Manager

To administer a SIP Trunk on Communication Manger, two intermediate steps are required,

creation of a signaling group and trunk group.

5.5.1. Configure Signaling Group

Use the add signaling-group n command, where n is an available signaling group number, and

fill in the indicated fields. Default values can be used for the remaining fields:

e Group Type: sip
e Transport Method: tls
e Near-end Node Name: procr
e Far-end Node Name: Session Manager node name from Section 5.2
e Near-end Listen Port: 5061
e Far-end Listen Port: 5061
e Far-end Network Region: Network Region configured in Section 5.4
e Far-end Domain: Authoritative Domain configured in Section 5.4
e DTMF over IP: rtp-payload (or in-band, see note in Section 2.2)
add signaling-group 91 Page 1 of 2
SIGNALING GROUP
Group Number: 91 Group Type: sip
IMS Enabled? n Transport Method: tls
Q-SIP? n
IP Video? n Enforce SIPS URI for SRTP? vy

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers?
Remove '+4+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers?

Near-end Node Name: procr Far-end Node Name: sml
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Secondary Node Name:
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP-IP Direct Media? n
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5.5.2. Configure SIP Trunk Group

Add the corresponding trunk group controlled by the above signaling group via the add trunk-
group n command, where n is an available trunk group number and fill in the indicated fields.

e Group Type:

e Group Name:

e TAC:

e Service Type:

e Signaling Group:

e Number of Members:

sip

A descriptive name (e.g. SM1)

An available trunk access code (e.g. 191)

tie

Number of the signaling group added in Section 5.5.1 (i.e. 91)
The number of SIP trunks to be allocated to calls routed to
Session Manager (must be within the limits of the total trunks
available from licensed verified in Section 5.1)

add trunk-group 91

Group Number: 91
Group Name: SM1
Direction: two-way
Dial Access? n
Queue Length: 0
Service Type: tie

Page 1 of 21
TRUNK GROUP

Group Type: sip CDR Reports: y
COR: 1 TN: 1 TAC: 191
Outgoing Display? n
Night Service:

Auth Code? n
Member Assignment Method: auto
Signaling Group: 91
Number of Members: 48

Navigate to Page 3 and change Numbering Format to public. Use default values for all other

fields.

add trunk-group 91
TRUNK FEATURES
ACA Assignment? n

Page 3 of 21

Measured: none
Maintenance Tests? y

Numbering Format: public

UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? N
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5.6. Configure Route Pattern

Configure a route pattern to correspond to the newly added SIP trunk group. Use change route
pattern n command, where n is an available route pattern. When changing the route pattern,
enter the following values for the specified fields, and retain the default values for the remaining
fields.

e Grp No: The trunk group number from Section 5.5.2
e FRL: Enter a level that allows access to this trunk, with 0 being least
restrictive
change route-pattern 91 Page 1 of 3
Pattern Number: 91 Pattern Name:
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 91 0 n user
2: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01 2M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
2: yyyyyn n rest none

5.7. Configure Public Unknown Numbering

Use the change public-unknown-numbering 0 command to assign number presented by
Communication Manager for calls leaving for Session Manager. Add an entry for the extensions
configured in the dialplan. Enter the following values for the specified fields, and retain default
values for the remaining fields.

e Extlen: Number of digits of the extension i.e. 5

e Ext. Code: Leading digits of the extension number, i.e. 2

e Total CPN Len: Total number of digitsi.e. 5

Repeat the procedure for seven-digit extensions with Ext Len 7, Ext. Code 5, CPN Prefix 303,
and Total CPN Len 10.

change public-unknown-numbering 0 Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT
Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len
Total Administered: 2

5 2 5 Maximum Entries: 9999

7 5 303 10
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5.8. Administer ARS Analysis

This section shows a sample Auto Route Selection (ARS) entry used for routing calls with dialed
digits beginning with 1720. Use the change ars analysis 1720 command to add an entry and
specify how to route calls. Enter the following values for the specified fields and retain the

default values for the remaining fields.
e Dialed String:  Dialed prefix digits to match on, in this case 1720
e Total Min: Minimum number of digits, in this case 11
e Total Max: Maximum number of digits, in this case 11
e Route Pattern:  The route pattern number from Section 5.6, i.e. 91
e Call Type: hnpa

Note that additional entries may be added for different number destinations.

change ars analysis 1720 Page 1 of
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: O
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
1720 11 11 91 hnpa n

5.9. Administer Feature Access Code

Use the change feature access code command to define a feature access code for Auto Route

Selection (ARS). In the test, 9 was used.

change feature-access-codes Page 1 of
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 8
Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager, assuming it has been
installed and licensed. The procedures include the following items:

e Specify SIP Domain

e Add Locations

e Add SIP Entities

e Add Entity Links

e Add Routing Policies

e Add Dial Patterns

It is assumed that the following items that are required for SIP stations configuration has been
configured and not described in this section:

e Communication Manager as an Application

e Application Sequence Configuration

e Users for SIP stations

Configuration is accomplished by accessing the browser-based GUI of System Manager, using
the URL http://<ip-address>, where <ip-address> is the IP address of System Manager. Log in
with the appropriate credentials. The menu shown below is displayed. Click on Elements -
Routing.

AVAVA Avaya Aura®System Manager 6.3 Last Logged on st Dacambar 2, 2013 1133 DM
Help | About | Change Password | Log off admin
Home
Administrators Communication Manager Backup and Restore
Manage Administrative Users Manage Communication Manager 5.2 Backup and restore System Manager
Directory Synchronization and higher elements database
Synchronize users with the enterprise Communication Server 1000 Bulk Import and Export
directory Manage Communication Server 1000 Manage Bulk Import and Export of
Groups & Roles elements Users, User Global Settings, Roles,
Manage groups, roles and assign roles Conferencing Elements and others
to users Manage Conferencing Multimedia Configurations
User Management Server objects Manage system wide configurations
Manage users, shared user resources IP Office Events
and provision users Manage IP Office elements Manage alarms,view and harvest logs
Meeting Exchange Geographic Redundancy

Manage Meeting Exchange and Avaya Manage Geographic Redundancy

Aura Conferencing 6.0 elements Inventory

Messaging Manage, discover, and navigate to
Manage Avaya Aura Messaging, elements
Communication Manager Messaging, Licenses
and Modular Messaging View and configure licenses
pre:e"ce Replication
s Track data replication nodes, repair
Routing replication nodes
Session Manager Routing Sehedules
Administration Schedule, track, cancel, update and
Session Manager delete jobs
Session Manager Administration, S "
= £ ecurit
Status, Maintenance and Performance Manayge Security Certificates
Management
Shutdown

Shutdown System Manager Gracefully

Software Management
Upgrade and Patch Management for
Communication Manager devices and
1P Office

Templates
Manage Templates for Communication
Manager, Messaging System and IP
Office elements
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6.1. Specify SIP Domain
Add the SIP domain for which the communications infrastructure will be authoritative. Select
Domains on the left and click the New button on the right (not shown). The following screen
will be shown. Fill in the following fields and click Commit.
e Name: The authoritative domain name configured in Section 5.4 (e.g. avaya.com)
o Type Select sip
e Notes: Descriptive text (optional)

AVAVA Avaya Aura® System Manager 6.3 Lost Logged on st December 2, 2013 1133 M
Help | About | Change Password | Log off admin
Routing *| Home
Routing [l Home /Elements / Routing / Domains
. Help 2
Domains
= Domain Management Commit Cancel
Locations
Adaptations
SIP Entities
ESLTE b 1Item Refresh Filter: Enable
Time Ranges
Name Type Notes
Routing Policies
* |avaya.com| sip v
Dial Patterns
Regular Expressions
Defaults
Commit Cancel

6.2. Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside, for
the purpose of bandwidth management. A single location is added to the configuration for
Communication Manager and BorderNet 2020. To add a location, select Locations on the left
and click on the New button on the right (not shown). The following screen will be shown. Fill in
the following fields:

Under General:
e Name: A descriptive name
e Notes: Descriptive text (optional)

Under Location Pattern:
e |IP Address Pattern: A pattern used to logically identify the location. In these
Application Notes, the pattern represented the networks involved,
i.e. 10.64.30.* and 10.64.31.*.
e Notes: Descriptive text (optional)

The screen below shows addition of the Site 2 location, which includes all the components of the
compliance environment. Click Commit to save.
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AVAYA

Home
e — . S e
Routing PiElements / Routing / Locations
=lp ?
Domains e
Location Details Commit
R
Adaptations
General
SIP Entities N
* Neme:  |Site 2
Entity Links
Notes |
Time Ranges
Routing Policies
Sy Dial Plan Transparency in Survivable Mode
i
Regular Expressions Ensbled: [
Defaults Listed Directory Number
Associsted CM SIP Entity: | 5=
Overall Managed Bandwidth
Mansged Bandwidth Units:  Kbisec
Totsl Bandwidth: | ]
| |
Audio Calls Can Take Multimedia Bandwidth: i
Per-Call Bandwidth Parameters
i i (Intra- e
atieay 1000| Kbit/See
(Inter- | Jorncts
Locstion) | 000 KBit/Sec
* Mini imedi i | 54/ Kbit/See
* Default Audio | a ](b;{,;eciiv
Alarm Threshold
Overall Alarm Threshold: 50 - %
Multimedis Alarm Threshold: 50 - %
* Latency before Overall Alarm Triggen: \ 5 Minutes
* Latency before Multimedia Alarm Triggen | 5 Minutes
Location Pattern
2Mtems  Rafresh Filter: Enabi=
[| 1P Address Pattemn . Notes

Avaya Aura * System Manager 6.3

Last Loggad on at Dacampar 2, 2013 1:33 A4

Help |About | Changs Passward | Log off admin

‘ Routing *

O +1064.30° ] [

O + 106431

Sefect: All, None
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6.3. Add SIP Entities

A SIP Entity must be added for Session Manager and for each SIP-based telephony system
connected to it using SIP trunks. In the sample configuration, a SIP Entity is added for
Communication Manager, BorderNet 2020, and Session Manager.

6.3.1. Adding Avaya Aura® Communication Manager

Select SIP Entities on the left and click on the New button on the right (not shown). Fill in the
following fields.

Under General:

e Name: A descriptive name

e FQDN or IP Address: IP address of the procr interface of Communication Manager,
i.e. 10.64.30.10

e Type: Select CM

e Location: Select the location defined in Section 6.2

e Time Zone: Time zone for this entity

Defaults can be used for the remaining fields. Click Commit to save the SIP Entity definition.
The following screen shows the configuration of the Communication Manager SIP Entity.

‘sv‘s A AVaya Aura® System Manager 6.3 Last Logged on at December 2, 2013 1:33 PM
Help | About | Change Password | Log off admin
Routing *| Home
Routing il Home /Elements / Routing / SIP Entities
& Help 2
Domains
SIP Entity Details Commit || Cancel
Locations . [gt:
Adaptations General
SIP Entities * Name: |CM-virtual
Entity Links * FQDN or IP Address: 10.64.30.10

Time Ranges Type: CM

Routing Policies
Notes:
Dial Patterns
Regular Expressions Adaptation: =
Defaults .
Location: Site2 ~
Time Zone: America/Denver v
Override Port & Transport with DNS SRV:
* SIP Timer B/F (in seconds): 4
Credential name:

Call Detail Recording: none ~

Loop Detection
Loop Detection Mode: Off v

SIP Link Monitoring
SIP Link Monitoring: Use Session Manager Configuration v
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6.3.2. Adding Dialogic BorderNet 2020
Select SIP Entities on the left and click on the New button on the right (not shown).

Under General:
e Name:
e FQDN or IP Address:

A descriptive name

IP address of the signaling interface of BorderNet 2020, i.e.
10.64.31.212

Select SIP Trunk

Select the location defined in Section 6.2

Time zone for this entity

e Type:
e Location:
e Time Zone:

Defaults can be used for the remaining fields. Click Commit to save the SIP Entity definition.
The screen below shows the configuration of the BorderNet 2020 SIP Entity.

® Last Logged on a ecember 2, 2013 1:33 PN
AVAyA AVaya Aura SyStem Manager 63 Help | About \éh;nge tF‘assword | Lo; off admi‘n
Routing *| Home
- Help 2
Domains s
otions SIP Entity Details Commit || Cancel
Adaptations General
SIP Entities * Name: Dialogic BorderNet 2020
Entity Links * FQDN or IP Address: 10.64.31.212
Time Ranges Type: |SIP Trunk
Routing Policies
Notes:
Dial Patterns
Regular Expressions Adaptation: =
Defaults > =
Location: Site2 v
Time Zone: America/Denver v
Override Port & Transport with DNS SRV: []
* SIP Timer B/F (in seconds): 4
Credential name:
Call Detail Recording: egress ~
Loop Detection
Loop Detection Mode: Off v
SIP Link Monitoring
SIP Link Monitoring: Use Session Manager Configuration v
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6.3.3. Adding Avaya Aura® Session Manager
Select SIP Entities on the left and click on the New button on the right (not shown).

Under General:

e Name: A descriptive name

e FQDN or IP Address: IP address of the Session Manager signaling interface i.e.
10.64.30.32

o Type: Select Session Manager

e Location: Select the location defined in Section 6.2

e Time Zone: Time zone for this entity

Create three Port definitions for TLS, TCP, and UDP. Under Port, click Add, and edit the fields
in the resulting new row as shown below:

e Port: Port number on which the system listens for SIP requests
e Protocol: Transport protocol to be used to send SIP requests
e Default Domain The domain used (e.g., avaya.com)

Defaults can be used for the remaining fields. Click Commit to save the SIP Entity definition.
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® ast Logged on at December 2, 2013 1:33 PM
AVAyA Avaya Aura SyStem Manager 6.3 Help 1About | Change Password | Log of f admin
Routing | Home
-
Routing fl= /Elements / Routing / SIP Entities
_ Help ?
Domains
SIP Entity Details Commit Cancel
e ((Cancel ]
Adaptations General
SIP Entities * Name: |smisip
Entity Links * FQDN or IP Address: |10.64.30.32
e Hamges Type: Session Manager v
Routing Polici
outing Policies —
Dial Patterns
Regular Expressions Location: Site2 w
Defaults
e Outbound Proxy: v
Time Zone: America/Denver v
Credential name:
SIP Link Monitoring
SIP Link Monitoring: Use Session Manager Configuration
Entity Links
Remove
0 Items Refresh Filter: Enable
SIP Entity 1 Protocol Port SIP Entity 2 Port Connection Policy Deny New Service
Port
TCP Failover port:
TLS Failover port:
=)
3 Items Refresh Filter: Enable
] | Pert Protocol  Defsult Domsin Notes
5060 P o svays.com o
[ |sosd TP avays.com o
5061 TS iy sveys.com o

6.4. Add Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity link. To
add an Entity Link, select Entity Links on the left and click on the New button on the right (not
shown). Fill in the following fields in the new row that is displayed:

Name:
SIP Entity 1:
Protocol:

Port:
SIP Entity 2:
Port:

A descriptive name
Select the SessionManager SIP Entity from Section 6.3.3

Select the transport protocol to align with the far end. In these
Application Notes TLS was used for Communication Manager and
UDP for BorderNet 2020.
Port number to which the far end system sends SIP requests
Select the name of the far end system
Port number on which the far end system receives SIP requests

Click Commit to save each Entity Link definition. The following screen illustrates adding the
Entity Link for Communication Manager.
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. st Logged on at December 2, 2013 6:10 PM
AVAYA Avaya Aurs®System Marager 6.3 e A R e T S S

Routing *| Home

Routing il Home /Elements / Routing / Entity Links
S Help 2

Domains
- ity Links

ocations
Adaptations
SIP Entities
S AL 1ltem Refresh Filter: Enable

Time Ranges
- Connection | Denv

Routing Policies [] Name SIP Entity 1 Protocol | Port SIP Entity 2 Port Poli ew Notes
eV Service

DUELGED * [smisip_CM-vitual_{ * smisip + TS v *[s5061 * CM-virtual - *[s061 trusted v B
Regular Expressions

Select : All, None
Defaults

® S —
AVA A Avaya Aura® System Manager 6.3 Last Logged on st December 2, 2013 €110 PM
Help | About | Change Password | Log off admin
Routing *| Home
Routing Ll Home /Elements / Routing / Entity Links
Help ?
Domains it
Entity Links Commit Cancel

e ty [ Commit ] Cancel ]
Adaptations
SIP Entities
HfilyEi= 1Item Refresh Filter: Enable
Time Ranges

= Connection = Denv
Routing Policies || Name SIP Entity 1 Protocol  Port SIP Entity 2 Port Policy New Notes

Service

Dial Patterns * [sm1sip_Dialogic Bor, * smisip v UoP ~  *[5060 * Dialogic BorderNet 2020 ~  * 5060 trusted  ~ ]
Regular Expressions

Select : All, None
Defaults

6.5. Add Routing Policies

Routing policies describe the condition under which calls will be routed to the SIP Entities
specified in Section 6.3. Two routing policies were added: one for Communication Manager and
another for BorderNet 2020. To add a routing policy, select Routing Policies on the left and
click on the New button on the right (not shown). The following screen is displayed. Fill in the
following fields:

Under General:
e Enter a descriptive name in Name
Under SIP Entity as Destination:
e Click Select, and then select the appropriate SIP entity to which this routing policy
applies
Under Time of Day:
e Click Add, and select the time range configured. In these Application Notes, the
predefined 24/7 Time Range is used

Defaults can be used for the remaining fields. Click Commit to save each Routing Policy
definition. The following picture shows the Routing Policy for Communication Manager.
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AVAYA Avaya Aura® System Manager 6.3 T —

Help | About | Change Password | Log off admin

[ Routing *| Home

Routing il Home / Elements / Routing / Routing Policies
= Help ?
Domains
Routing Policy Details Commit || Cancel
Yo uting Policy Detai
Adaptations
General
SIP Entities -
* Name: to_CM_Virtual
Entity Links

- Disabled: [
Time Ranges

s o= * Retries: |0
Routing Policies b S |

Dial Patterns Rotes:

Regular Expressions
Defaults SIP Entity as Destination

Name [ FQDN or IP Address { Type 1 Notes 1
CM-virtual 10.64.30.10 cM

Time of Day
[Remove] [View Gaps/overlaps]

1Item Refresh

Filter: Enable

0 |nankmg - | Name | Mon | Tue | Wed ‘ Thu ‘ Fri | sat | Sun ‘ Start Time End Time | Notes
B o ] 24/7 00:00 23:59

Time Range 24/7

Select : All, None
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The following screen shows the Routing Policy for BorderNet 2020.

A\/A A Avaya Au ra® System Manager 6.3 Last Logged on at December 2, 2013 8:12 PM
Help | About | Change Password | Log off admin
‘ Routing *| Home
Routing il Home / Elements / Routing / Routing Policies
?
Domains bHelp:2
Routing Policy Details Commit || Cancel
P 9 Policy [cancel]
Adaptations
General
SIP Entities T > =
* Name: to Dialogic
Entity Links
= Disabled: [’
Time Ranges -
R . * Retries: 0
Routing Policies =
Dial Patterns Notes: |
Regular Expressions
Defaults SIP Entity as Destination
Name FQDN or IP Address Type Notes
Dialogic BorderNet 2020 10.64.31.212 SIP Trunk
Time of Day
lRemove] [View Gaps/oveﬂaps]
1Item Refresh Filter: Enable
[ Ranking -~  Name | Mon Tue Wed Thu Fri | Sat | Sun | StartTime End Time  Notes
B o | 24/7 00:00 23:59 Time Range 24/7
Select : All, None
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6.6. Add Dial Patterns

Dial patterns must be defined that will direct calls to the appropriate SIP Entity. To add a dial
pattern, select Dial Patterns on the left and click on the New button on the right (not shown).
Fill in the following fields as specified for the dial pattern that routes calls to Communication

Manager:

Under General:
e Ppattern:
e Min:
e Max:

Dialed number or prefix, 21

Minimum length of dialed number, 5
Maximum length of dialed number, 5

e SIP Domain: Select domain from Section 6.1.

Under Originating Locations and Routing Policies, click Add, and then select the appropriate
location and routing policy from the list. Default values can be used for the remaining fields.
Click Commit to save the dial pattern. The following screen shows the configured dial pattern.

®
AVAVA Avaya Aura® System Manager 6.3 Last Logged on at December 2, 2013 8:12 PH
Help | About | Change Password | Log off admin
Routing *| Home
Routing il Home / Elements / Routing / Dial Patterns
Domains He2
Tocations Dial Pattern Details Commit || Cancel
Adaptations
Pt General
SIP Entities
* pattern: 21
Entity Links
= * Min: 5
Time Ranges
* 5
Routing Policies Max: s
Dial Patterns Emergency Call: []
Regular Expressions Emergency Priority: 1
Defaults Emergency Type:
SIP Domain: | avaya.com E}
Notes: to CM_30_10
Originating Locations and Routing Policies
(aa)
1Item Refresh Filter: Enable
o 2 s S Routing = = = +
sl : a Originating Routing Policy " Routing Policy Routing Policy
Ogmnting Lncation Hawe Location Notes Name Rani D;oa‘ll:;:d Destination otes
[l -ALL- to_CM_Virtual CM-virtual
Select : All, None
Denied Originating Locations
Add | |Remove
0 Items Refresh Filter: Enable
Originating Location Notes
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Repeat the process to add one or more dial patterns for routing calls to PSTN numbers via
BorderNet 2020. Fill in the following fields as specified that routes calls to BorderNet 2020:

Under General:
e Pattern:
e Min:
e Max:
[ ]

Dialed number or prefix, 1
Minimum length of dialed number, 11
Maximum length of dialed number, 11

SIP Domain: Select -ALL-

Under Originating Locations and Routing Policies, click Add, and then select the appropriate
location and routing policy from the list. Default values can be used for the remaining fields.
Click Commit to save the dial pattern. The following screen shows the configured dial pattern.

AVAYA

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

Avaya Aura®System Manager 6.3

il Home / Elements / Routing / Dial Patterns

Dial Pattern Details

General
* pattern: |1
* Min: |11
* Max: 11
Emergency Call: [
Emergency Priority: 1

Emergency Type:

SIP Domain: |-ALL-

Notes:

Originating Locations and Routing Policies

1Item Refresh

Originating

Originating Location Name - Location Notes

-ALL-

Select : All, None

Denied Originating Locations

@ Remove

0 Items Refresh

Originating Location

Routing Policy
Name

to Dialogic

Commit

Routing
Rank Policy
Disabled

Last Logged on at December 2, 2013 8:12 PM
Help | About | Change Password | Log off admin
Routing *| Home
Help ?
Filter: Enable
Routing Policy Routing Policy
Destination Notes
Dialogic BorderNet
2020
Filter: Enable
Notes

During the compliance test, additional dial patterns were also created for other destinations (e.g.
011 for international calls).
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7. Configure Dialogic® BorderNet™ 2020 Integrated Media

Gateway

For the compliance test, two trunking interfaces were configured on BorderNet 2020. A SIP
trunk interface was used to connect to Session Manager and an ISDN PRI interface was used to
connect to PSTN. This section focuses on the configuration at the SIP side which enabled
BorderNet 2020 to interoperate with Session Manager.

It is assumed that basic administration such as IP addresses, Default Gateways, and VLAN IDs
for the SIP signaling and media interfaces, Serial number, Security ID, and Packet Facility have
been configured during installation.

It is also assumed that the PSTN trunk has been properly configured, which includes the ISDN
PRI interface, TDM Profile, associated Channel Group, and the underlining T1 interface.

This section provides the procedures for configuring BorderNet 2020, assuming it has been
installed and licensed. The procedures include the following items:
e Launch Management Interface
Configure BN2020 Node
Configure Profiles
Configure External Network Element
Configure Routing Configuration
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7.1. Launch Management Interface

BorderNet 2020 is administered using a built-in web based management user interface. To access
the interface, enter http://<ip-addr> as the URL in a Firefox web browser where <ip-addr> is
the IP address of the Dialogic management port. Currently Firefox and Internet Explorer are the
only officially supported web browsers for BorderNet 2020. Enter the appropriate credentials to
log in. The following screen is displayed.

File Configuration Management Help

/%% Logged in as dialogic (Logout)
Configuration - Avaya_DevConnect.dat Dialogic
! g Dialogic
- ﬂ BN2020: Node0 - ID: 0
ﬁ License Info
ﬁ IP Network
ﬁ Facility
= ﬁ Signaling
ﬁ ISDN
ﬁ SIP
ﬁ SFTP Server
ﬁ SSH Server

ﬁ Timing Synchronization Priority List
@ Time Zone Setting
ﬁ Media
& ﬁ Profiles
ﬁ IP Profiles
ﬁ SIP Profiles
E TDM Profiles

« ﬁ External Network Elements
@ External Gateways
- @ Routing Configuration

@ Channel Groups Object Table Event View

ﬂ Routing Tables
Administration

Configuration Name: Avaya_DevConnect.dat

Page 1 of1 [
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7.2. Configure BN2020 Node

From the configuration tree in the left pane, navigate to Dialogic - BN2020 Node0 ->
Signaling. If a SIP object is already present, skip the rest of this section and continue on Section
7.3. Otherwise, right click Signaling and select New SIP. The SIP screen is displayed. For IP
Operation Mode, select Multiple IP from the dropdown menu. Keep the default values for the
remaining fields. The following shows the completed SIP screen.

Note: For the compliance test there is only one IP address defined on this SIP screen. But it is a
recommended practice to set the IP Operation Mode field to Multiple IP to allow another SIP
address to be added in the future without having to perform a major reconfiguration.

File Configuration Management Help
/‘% Logged in as dialogic (Logout)
Configuration - Avaya_DevConnect.dat SIP
4 Dialogic
Compact Header: Disable Y
“ ﬁ] BN2020: Node0 - ID: 0
Message Restriction Setting: Default A
ﬁ License Info
>~ UserName (AOR): DIALOGIC-BDNO
IP Network
Authentication User Name:
Q Facility
Authentication Password:
“ E Signaling
SIP-T Enabled: No A
ISDN
SIP-T Behavior: Not Used D
siP
1P Operation Mode: Multiple IP M
SFTP Server
Retry-After (# of Seconds):
@ SSH Server
Seconds: 5

Ea Timing Synchronization Priority List

Right click Dialogic = BN2020 Node0O -> Signaling = SIP and select New SIP IP Address.
The SIP IP Address screen is displayed. For IP Address, select the signaling IP address from
the dropdown menu. Set Transport Type to UDP and Port to 5060. Please note that the
transport type and port should match the configured SIP Entity Link in Section 6.4. Keep the
default values for the remaining fields. The following shows the completed SIP IP Address
screen.

File Configuration Management | Help

74 % & Logged in as dialogic ~ (Logout)
Configuration - Avaya_DevConnect.dat SIP IP Address: 10.64.31.212
= ﬂ Dialogic
P Type: Pv4 ¥
% ﬁ BN2020: Node0 - ID: 0
1P Address: 10.64.31.212 X
Q License Info
Transport Type: upp Y
m IP Network
Port: 5060
ﬂ Facility
TLS Port: 5061
- ﬁ Signaling
DNS Client: Not Used a8
ISDN
DNS Query Mode: MIX v
4 ﬂ SIP
Secure Profile: Not Used L
Y] s Address: 106431212
Default Secure Profile: Not Used X
ﬁ SFTP Server
Fully Qualified Domain Name:
m SSH Server
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7.3. Configure Profiles

7.3.1. Configure IP Profiles

From the configuration tree in the left pane, right click Dialogic = Profiles = IP Profiles and
select New IP Profile. The IP Profile screen is displayed. Enter a descriptive name in the Name
field. For Digit Relay, select DTMF Packetized to use the RFC 2833 method (or select DTMF
In-band for in-band DTMF, see note in Section 2.2). For Fax Mode, select Enable Relay
(T.38). For Digit Relay Packet Type, select a proper value. Keep the default values for the
remaining fields. The following shows the completed IP Profile screen.

File Configuration Management Help

P\ 4
Configuration - Avaya_DevConnect.dat

4 E Dialogic
4 @ BN2020: Node0 - ID: 0
@ License Info
ﬁ IP Network
@ Facility
4 @ Signaling
@ ISDN
4 @ SIP
ﬁ SIP IP Address: 10.64.31.212
EI SFTP Server
T ssH server

@ Timing Synchronization Priority List
ﬁ Time Zone Setting
Media
4 Eg Profiles
o @ IP Profiles

IP Profile: IP_G711_G729
@ IP Profile: IP_G711_G729_Q0S

@ SIP Profiles
@ TDM Profiles

YTC; Reviewed:
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1P Profile: IP_G711_G729_Q0S

Logged in as dialogic (Logout)

Name: P_G711_G729_QOS
Silence Supression: Disable D4
Echo Cancellation: Enabled (NLP Enabled) Ag
RTP Redundancy: No Redundancy i
RTP Payload Type for Redundancy: | Not Used i
Digit Relay: DTMF Packetized Dt
Fax Mode: Enable Relay (T.38) Ag
Fax Bypass Codec: G711 ulaw i
Fax Packet Redundancy: No Redundancy X
Initial Media Inactivity Timer: Disable Y -
Initial Media Inactivity Timer Value:
Seconds: 181

= | Media Inactivity Timer: Disable ¥

Media Inactivity Timer Value:
Seconds: 30
Digit Relay Packet Type: 127 Y
Modem Behavior: Bypass G
Source Port Validate: Enable i
High Jitter: Disable i -
Solution & Interoperability Test Lab Application Notes 28 of 40

©2014 Avaya Inc. All Rights Reserved. DialogicSMCM63



7.3.1.1Configure IP Codecs in IP Profile

From the configuration tree in the left pane, right click the newly created IP Profile and select
New Vocoder Profile. The Vocoder Profile screen is displayed. For Payload Type, select
G711 ulaw. Keep the default values for the remaining fields. The following shows the completed

Vocoder Profile screen.

File Configuration
I
2
Configuration - Avaya_DevConnect.dat
4 @ Dialogic
4 ﬁ BN2020: Nodeo - ID: 0
ﬁ License Info
IP Network
@ Facility
A @ Signaling
¥ ison
4 @ SiP
E SIP IP Address: 10.64.31.212
@ SFTP Server
ﬁ SSH Server
ﬁ] Timing Synchronization Priority List
ﬁ Time Zone Setting
E Media
4 @ Profiles

4 IP Profiles
@ IP Profile: IP_G711_G729

Management Help

A ﬁ IP Profile: IP_G711_G729_Q0S

E] Vocoder Profile: G711 ulaw

Vocoder Profile: G711 ulaw

Payload Type:

Preferred Payload Size (ms):

Minimum Payload Size (ms):

Maximum Payload Size (ms):

Default Payload Type:
Annex B Support:

m

G711 ulaw
20

10

30

Not Used
Not Used

Logged in as dialogic (Logout)

Repeat the procedure for the G.729 codec and set Annex B Support to Yes.

File Configuration Management Help

P2k 2
Configuration - Avaya_DevConnect.dat
o) ﬁ Dialogic
4 m BN2020: Node0 - ID: 0
ﬁ License Info
E IP Network
ﬁ Facility
4 ﬂ Signaling
¥ sson
o ﬂ SP
ﬁ SIP IP Address: 10.64.31.212
ﬂ SFTP Server
ﬁ SSH Server
ﬂ Timing Synchronization Priority List
@ Time Zone Setting
ﬂ Media
- ﬁ Profiles
4 @ IP Profiles

@ IP Profile: IP_G711_G729
4 ﬂ IP Profile: IP_G711_G729_Q0S
ﬁ Vocoder Profile: G711 ulaw

ﬁ Vocoder Profile: G729
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Vocoder Profile: G729

Payload Type:

Preferred Payload Size (ms):

Minimum Payload Size (ms):

Maximum Payload Size (ms):

Default Payload Type:
Annex B Support:

Annex B Ingress:

G729

20

10

80

Not Used
Yes

Disabled
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7.3.1.2Configure TOS Settings in IP Profile

From the configuration tree in the left pane, right click the newly created IP Profile and select
New TOS Settings. The TOS Settings screen is displayed. For the Precedence, Delay,
Reliability, and Cost fields, select CRITIC/ECP, Low Delay, High Reliability, and Normal
Cost respectively. The following shows the completed TOS Settings screen.

File Configuration Management Help

/;ﬁ‘ Logged in as dialogic (Logout)
Configuration - Avaya_DevConnect.dat TOS Settings

4 g Dialogic

4 @ BN2020: Node0 - ID: 0

Delay: Low Delay X
@ License Info

Reliability: High Reliabili i
ﬁ IP Network d o

@ Faciity Cost: Normal Cost o
2 g Signaling
@ ISDN
4 ﬁ SiP
EI SIP IP Address: 10.64.31.212
@ SFTP Server
@ SSH Server
ﬁ Timing Synchronization Priority List =
Time Zone Setting
@ Media
- Profiles
4 IP Profiles
IP Profile: IP_G711_G729
! @ IP Profile: IP_G711_G729_Q0S

Precedence: CRITIC/ECP ¥

@ Vocoder Profile: G711 ulaw
@ Vocoder Profile: G729

@ TOS Settings Object Table Event View
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7.3.2. Configure SIP Profiles

From the configuration tree in the left pane, right click Dialogic = Profiles = SIP Profiles and
select New SIP Profile. The SIP Profile screen is displayed. Enter a descriptive name in the
Name field. For Codec Priority, select Remote. This gives the codecs in the far end higher
priority during codec negotiation. Keep the default values for the remaining fields. The following
shows the completed SIP Profile screen.

Fil

| / i%i @9 Logged in as dialogic (Logout)
Configuration - Avaya_DevConnect.dat SIP Profile: SIP_Remote_Codec

A, @ Dialogic A

e Configuration Management Help

¥ @ T — Name: SIP_Remote_Codec
ﬁ s PRACK Support: Disabled v
@ S PRACK Timer (s): 150 i
ﬁ _— Precondition Support: Disabled R
o @ e Codec Priority: Remote 24
@ i 3XX Redirect Support: Enabled Y,
> @ % Loop Detection: Enabled i
ﬁ SIP IP Address: 10.64.31.212 S i poicader =
@ —— INVITE Retransmission Attempts: Retransmit All v
Eﬁ _ Trusted: Enabled Y
=|| Privacy: Disabled i
E Timing Synchronization Priority List
ﬁ SR— PAID RPID Display Name: When none received send user part of URI v
@ i INFO Keep-Alive Support: Disabled v
2 s Outbound Delayed Media: Disabled St
3 @ e SRTP Mode: Disabled il
@ N T GT2S 180 Ringing Behavior: Send 183 Progress w/SDP ¥
. @ IP Profile: IP_G711_G729_Q0S
Eg Vocoder Profile: G711 ulaw
@ Vocoder Profile: G729
& TOS Settings Object Table Event View
= ﬁ SIP Profiles
ﬁ SIP Profile: SIP Default
@ SIP Profile: SIP_Remote_Codec
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7.4. Configure External Network Element

From the configuration tree in the left pane, right click Dialogic = External Network Elements
- External Gateways and select New External Gateway. The ExternalGateway screen is

displayed (not shown). Enter a descriptive name in the Name field such as

Avaya_Session_Manager. For Protocol, select SIP. For IP Address, enter the IP address of the
Session Manager signaling interface. For Profile, select the SIP Profile configured in Section
7.3.2. For OPTIONS Keep Alive, select Enable to enable sending SIP Options messages. Keep
the default values for the remaining fields. The following shows the completed
ExternalGateway screen for Avaya_Session_Manager.

File Configuration Management Help

2
Configuration - Avaya_DevConnect.dat
) @ Signaling
ISDN
= @ siP
ﬁ SIP IP Address: 10.64.31.212
E SFTP Server
@ SSH Server
E Timing Synchronization Priority List
Eﬂ Time Zone Setting
E Media
2 ﬁ Profiles
“ @ IP Profiles

ﬁ IP Profile: IP_G711_G729
7 @ IP Profile: IP_G711_G729_Q0S
@ Vocoder Profile: G711 ulaw

@ Vocoder Profile: G729

@ TOS Settings
2 @ SIP Profiles

SIP Profile: SIP Default
@ SIP Profile: SIP_Remote_Codec
Eﬂ TDM Profiles
2 @ External Network Elements
~ @ External Gateways

Eﬂ Avaya_Session_Manager
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Avaya_Session_Manager

Name:
Protocol:
Address Type:
IP Type:

IP Address:

Allowed Gateway Subnet Prefix:

HostName:
Transport Type:
Transport Port:

Registration Required:

Registration Interval:

Profile:

Secure Profile:

OPTIONS Keep Alive:

Object Table || Event Viey

Avaya_Session_Manager
SIP

1P Address

Pv4

10.64.30.32

32

upp

Port: 5060

No

Seconds: 3600
ID: 1 - SIP_Remote_Codec
Not Used

Enable

Increment:

Increment:
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7.5. Configure Routing Configuration

7.5.1. Configure Channel Group

From the configuration tree in the left pane, right click Dialogic = Routing Configuration -
Channel Groups and select New Channel Group. The ChannelGroup screen is displayed (not
shown). Enter a descriptive name in the Name field such as SIP_SessionManager. For
Signaling Type, select SIP. For Incoming IP Profile and Outgoing IP Profile, select the IP
Profile configured in Section 7.3.1. Keep the default values for the remaining fields. The
following shows the completed ChannelGroup screen for SIP_SessionManager.

File Configuration

sBe

Management Help

Logged in as dialogic (Logout)

Configuration - Avaya_DevConnect_1031.dat SIP_SessionManager - ID: 1
4 ﬁ Dialogic = 4
D: 1 v
4 Y3 B2020: Node - D: 0
Name: SIP_SessionManager
@ License Info
Trunk Direction: Incoming/Outgoing e
@ IP Network
Signaling Type: SIp i
ﬁ Facility
Route Table: None &
s ﬁ Signaling
Cause Code Table: None D
3 rson
Incoming IP Profile: 1P_G711_G729_QO0S N
4 ﬂ SP = 7200
Outgoing IP Profile: IP_G711_G729_QO0S i
Y] s Address: 106431212
Incoming Treatment: Release w/Cause Y
@ SFTP Server
Outgoing Treatment: Release w/Cause e
ﬁ SSH Server
Incoming Translation Table: None N
@ Timing Synchrenization Priority List
Qutgoing Translation Table: None e
ﬁ Time Zone Setting
@ ol = | Hunting Options: Round Robin Clockwise v
g a
Ingress Side will Play Call Progress False i
: @ Profiles Tones: E
“¥3 prrofies Re-Attempt Cause Code: Not Used 2
49  profie: P_G711_6729 000 - Reserved
ﬁ 001 - Unallocated
Vocoder Profile: G711 ulaw
002 - No Route to Specified Transit Network
ﬂ Vocoder Profile: G729 003 - No Route to Destination -
Y e profie: P_G711_G729_00S Support Digit A to F: ey =
4
ﬁ AR Rofles: Channel Transfer: Not Used Y.
E SIP Profile: SIP Default Overlap Enable: Disabled e
ﬁ SIP Profile: SIP_Remote_Codec Termination Digit: Not Used v
4
Y Tou profies Minimum # of Digits: Not Used %
ﬁ T1 Profile: T1_Profile_1 Inter SAM Timeout (Seconds): 4 Y.
4
Q Routing Configuration Total Overlap Timeout (Seconds): | 6 X
4 .
Y] Routing Tables Multi-Level Precedence and Not Used X
@ DevConnect_Routes - ID: 5 Preemption (MLPP) Support:
4 ﬁ Channel Groups CPN/CPC retrieval via INR/INF: Disabled v L
4 B
ﬁ FON.ESTN -0 Object Table | Event View
ﬁ ISDN Circuits: Span ID: 0 CID: 0 - Spi
= E SIP_SessionManager - ID: 1
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Right click the newly configured Channel Group in the left pane and select New IP Network
Element. The NetworkElement screen is displayed (not shown). For IP Network Element,
select the External Gateway configured in Section 7.4. The following shows the completed

NetworkElement screen.

File Configuration Management Help

Configuration - Avaya_DevConnect.dat
4 ﬁ SIP Profiles
E SIP Profile: SIP Default
SIP Profile: SIP_Remote_Codec
E TDM Profiles
4 E External Network Elements
o E External Gateways
Avaya_Session_Manager
- Routing Configuration
- Channel Groups
@ ISDN_PSTN - ID: 0
2 SIP_SessionManager - ID: 1

4 @ GW: Avaya_Session_Manager L

< 1 »

m

Logged in as dialogic (Logout)

GW: Avaya_Session_Manager

1P Network Element: GW: Avaya_Session_Manager X

Delete Descendants

Object Table || Event View

Page 1 of1 [

Right click the newly configured IP Network Element in the left pane and select New Node
Association. The Node Assoc screen is displayed. For Node, Service IP Address, and Media
Packet Facility, select proper values. Keep the default values for the remaining fields. The
following shows the completed Node Assoc screen.

Please note that packet facility was pre-configured and is not shown in this document.
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7.5.2. Configure Routing Tables

From the configuration tree in the left pane, right click Dialogic - Routing Configuration -
Routing Tables and select New Routing Table. The Table screen is displayed (not shown).
Enter a descriptive name in the Name field. Keep the default values for the remaining fields. The
following shows the completed Table screen.
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Right click the newly configured Routing Table in the left pane and select New Route Element.
The Element tab is displayed. For Route Criteria Type, select Channel Group. For In
Channel Group, select the channel group configured in Section 7.5.1. For Outgoing Channel
Group, select the channel group pre-configured for the ISDN PRI interface. Keep the default
values for the remaining fields. The following shows the completed Element tab.
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Repeat the above procedure for a second Route Element which routes calls from the ISDN PRI
channel group to the Session Manager channel group.
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Bring up the Channel Group configured in Section 7.5.1 by right clicking Dialogic = Routing
Configuration > Channel Groups = SIP_SessionManager. For Route Table, select the
Route Table configured above. The following shows the updated ChannelGroup screen for

SIP_SessionManager.
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Repeat the above procedure for the Channel Group pre-configured for the ISDN PRI interface.
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8. Verification Steps

This section provides the verification steps that may be performed to verify that Avaya Aura
enterprise network can establish and receive calls with BorderNet 2020.

®

8.1. Verify Signaling Group Status on Avaya Aura® Communication
Manager

Enter the command status signalling-group n, where n is the signalling group configured in
Section 5.5.1, to ensure that the Group State is in-service.

status signaling-group 91
STATUS SIGNALING GROUP

Group ID: 91
Group Type: sip

Group State: in-service

8.2. Verify Entity Link Status on Avaya Aura® Session Manager

To verify connectivity to BorderNet 2020, click Session Manager on the Home page of System
Manager web interface. Navigate to Session Manager = System Status = SIP Entity
Monitoring. Locate and click the SIP Entity for BorderNet 2020 under All Monitored SIP
Entities (not shown). Both the Conn. Status and Link Status fields should display UP.

®
AVAVA Avaya Aura® System Manager 6.3 Last Logged on at December &, 2013 10:59 AM
Help | About | Change Password | Log off
admin
Session Manager *| Home
Session Manager 'ill Home / Elements / Session Manager / System Status / SIP Entity Monitoring
Dashboard Help 2
Sescion Manager SIP Entity, Entity Link Connection Status
Admintstration This page displays detailed connection status for all entity links from all
Communication Profile Session Manager instances to a single SIP entity.
Editor . . . . .
All Entity Links to SIP Entity: Dialogic BorderNet 2020
Network Configuration
Device and Location Status Details for the selected Session Manager:
Conflguration [ summary view |
Application
Configuration 1 Items Refresh Filter: Enable
System Status " } =
Session Manager Name ;’P Elnm; P 4  Port Proto. Deny (S::;" (?i:son I;tm:“
SIP Entity Monitoring LY us e atus
Managed Bandwidth O smisip 10.64.31.212 5060 UDP FALSE up 200 OK up
Usage
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9. Conclusion

These Application Notes describe the configuration steps required for Dialogic ® BorderNet™
2020 Integrated Media Gateway to successfully interoperate with Avaya Aura® Session Manager
and Avaya Aura® Communication Manager. All feature and serviceability test cases were
completed with an observation noted in Section 0.

10. Additional References

Avaya references are available at http://support.avaya.com
[1] “Administering Avaya Aura® Session Manager”, Release 6.3, Issue 4, June 2014
[2] “Administering Avaya Aura® Communication Manager”, Document Number 03-
300509, Issue 9.0, Release 6.3, October 2013

Dialogic® BorderNet™ 2020 Integrated Media Gateway references are available on
http://www.dialogic.com/en/products/session-border-controllers/bordernet-2020.aspx.
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their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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