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Configuring SIP Trunks between Avaya Aura™ Session
Manager, Avaya Aura™ Communication Manager 5.2.1,
and Avaya IP Office Release 5.0 — Issue 1.0

Abstract

These Application Notes present a sample configuration for a network that uses Avaya Aura™
Session Manager to connect Avaya Aura™ Communication Manager 5.2.1 and Avaya IP
Office using SIP trunks. Session Initiated Protocol (SIP) is a standard based communication
protocol capable of supporting voice, video, instant messaging and other multi-media
communication. These Application Notes will outline a solution for using SIP as a trunk

protocol between Avaya Aura™ Session Manager, Avaya Aura™ Communication Manager
5.2.1 and Avaya IP Office.
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1 Introduction

These Application Notes present a sample configuration for a network that uses Avaya Aura™
Session Manager to connect Avaya Aura™ Communication Manager 5.2.1 and Avaya IP Office
using SIP trunks. Session Initiated Protocol (SIP) is a standard based communication protocol
capable of supporting voice, video, instant messaging and other multi-media communication.
These Application Notes will outline a solution for using SIP as a trunk protocol between Avaya
Aura™ Session Manager, Avaya Aura™ Communication Manager 5.2.1 and Avaya IP Office.

As shown in Figure 1, the Avaya 96xx IP Telephone (H.323) and 2420 Digital Telephone are
supported by Communication Manager which serves as an Access Element within the Avaya
Aura™ Session Manager architecture. The Avaya 5610 and 1608 IP Telephones (H.323) and
54xx Digital Telephones are supported by Avaya IP Office 500. SIP trunks are used to connect
these two systems to Avaya Aura™ Session Manager, using its SM-100 (Security Module)
network interface. All inter-system calls are carried over these SIP trunks. Avaya Aura™
Session Manager can support flexible inter-system call routing based on dialed number, calling
number and system location, and can also provide protocol adaptation to allow multi-vendor
systems to interoperate. It is managed by a separate Avaya Aura™ System Manager, which can
manage multiple Avaya Aura™ Session Managers by communicating with their management
network interfaces. Avaya 9620 IP Telephones configured as SIP users utilizes the Avaya
Aura™ Session Manager User Registration feature and require Communication Manager Feature
Server. Communication Manager as a feature server only supports IMS-SIP users that are
registered to Avaya Aura™ Session Manager. The Communication Manager Feature Server is
connected to Session Manager via an IMS-enabled SIP signaling group and associated SIP trunk

group.

For the sample configuration, Avaya Aura™ Session Manager runs on an Avaya S8510 Server,
and Avaya Aura™ Communication Manager 5.2.1 runs on an Avaya S8730 Server with Avaya
G650 Media Gateway. The results in these Application Notes should be applicable to other
Avaya servers and media gateways that support Avaya Aura™ Communication Manager 5.2.1
and Avaya IP Office on the 500 platform.

These Application Notes will focus on the configuration of the SIP trunks and call routing.
Detailed administration of Session Manager, Communication Manager Feature Server,
Communication Manager Access Element and the endpoint telephones will not be described (see
the appropriate documentation listed in Section 9).
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Figure 1 — Sample

Configuration

2 Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Hardware Component

Software Version

Avaya S8510 Server

Avaya Aura™ Session Manager Release 5.2
(Build 520011)

Avaya Aura™ System Manager, Release 5.2
(5.2.7.0)

Avaya S8730 Servers with G650 Media Gateway

Avaya Aura™ Communication Manager
Release 5.2 (R015x.02.1.016.4)

Avaya S8300C Server with G450 Media Gateway

Avaya Aura™ Communication Manager
Release 5.2 (R015x.02.1.016.4)

Avaya 9630 IP Telephone (H.323) 2.0
Avaya 9630 IP Telephone (SIP) 2.5.5.17
Avaya 2420 Digital Telephone NA
Avaya IP Office Server Release 5.0 (8)
Avaya 5410 & Avaya 5420 Digital Telephones NA
Avaya 1608 IP Telephone (H.323) hal608ual_2110.bin
Avaya 5610 IP Telephone (H.323) 2.9
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3 Configure Avaya IP Office

This section provides the procedures for configuring Avaya IP Office. The procedures include
the following areas:

o Verify IP Office license

e Obtain LAN IP address

e Configure Network Topology

e Administer SIP Registrar

e Administer Codec Preference

e Administer SIP Trunk

e Administer Short Code

e Configure Incoming Call Route
e Configure Users SIP Names

3.1 Verify IP Office License

From a PC running the Avaya IP Office Manager application, select Start > Programs > IP
Office > Manager to launch the Manager application. Select the proper IP Office system, and
log in with the appropriate credentials.

The Avaya IP Office Manager screen is displayed. From the configuration tree in the left pane,
select License > SIP Trunk Channels to display the SIP Trunk Channels screen in the right
pane. Verify that the License Status is “Valid”.

i Avaya IP Office RS Manager - IPO500 [5.0(8)] [Administrator(Administrator]]

File  Edit  ‘iew  Tools  Help

. o ) 5 | | 3 ﬂ | V. IPOE00 = License = [SIP Trunk Channels -
IP Offices B SIP Trunk Channels

R B00TP(3)
1% Operator (3)
(=S IPOS00
29 System (1)
T4 Line (6) License Type | SIP Trunk Channels
<2 Cantral Unit (3)
Ay Extension (12) License Status | alid
§ User(14)
ﬂ HunbGroup {0}
B Short Code (613 Expiry Date s
B service (0)
A RAS (1)
@@ Incoming Call Route (2)
#8 WanPart (0)
a#m Directary (01
f.“ Time Profile (0
@- Firewsall Profile (13
BB IF Route (2)
g Account Code (0}
% Tunnel {0)
<. Logical LaM {0}
ﬂ; User Rights (8)
¢ ARS (1)
# RAS Location Request (0)
fw E911 System (1)

Licenses

License Key ¥nNF4ZoCatdfhhLyYqGxj1N_al8xysds

Instances 255
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3.2 Obtain LAN IP Address

From the configuration tree in the left pane, select System to display the IPO500 screen in the
right pane. Select the LANZ2 tab, followed by the LAN Settings sub-tab in the right pane. Make
a note of the IP Address, which will be used later to configure SIP trunks. Note that IP Office
can support SIP trunks on the LAN1 and/or LANZ interfaces, and the sample configuration used
the LAN2 interface.

(] Avaya IP Office RS Manager - IPO500 [5.0(8)] [Administrator(Administrator])]

File: Edit Wiew Tools  Help

P9 - | ] :l | o - |i Posm = System - |Pos0n -

R BOOTR (3)

> Lanz o z . N -
% Operator (3 System | LANL ‘ |DNS Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning || WCM CCR
B IPOS00 LAN Settings " woIP | Metwork Topology | SIP Registrar

==y IP Address 33 51
£+ Linz (6)

<= Conkrol Unit (3) IF Mask. 255 255 255 o
4y Extension (12} Primary Trans, IP Address 33 1 1 254
§ user(1®)
g HunkGroup (0} Firewall Profile | <Mone = v |
X Short Code (61) | |
@ service (1) RIP Mode Mone -
g RAS (1) [ Enable NAT
Incoming Call Route (23
£8) warPort (0} Hurnber OF DHCP TP Addresses
am Directory (0) DHCP Mode

f:.“ Time Profile (0)
@ Firewall Profile (1) O server 2 Client O Dialin (%) Disabled
Bl 1P Route (23

| Account Code {0)

W License (69)

W& Tunnel (0}

" Logical LaM (0}
a 3 User Rights (3}
S ARS (1)

«# RAS Location Request {0}
= ES11 System (1)

3.3 Configure Network Topology

From the configuration tree in the left pane, select System to display the IPO500 screen in the
right pane. Select the LANZ2 tab, followed by the Network Topology sub-tab in the right pane.
Configure Firewall/NAT Type to “Open Internet”. Configure Binding Refresh Time to “5”.
Click OK.

"] Avaya IP Office RS Manager - IPO500 [5.0(B)] [Administrator{Administrator]]
File Edt Wew Tools Help

. M= Wi ,j | ' - |} 1Poso = System = IPOSO0 -
IP Offices B IPO500

[=-%=p IPOS00 ~
-5 System (1) 3 System | LAML | LANZ2 |DNS voicemail | Telephory | Directory Services | System Events | SMTR | SMDR || T

“a0 IPOS00 LAM Settings | WoIP | Hetwark T0D0|ng | SIP Regiskrar

=
=14 Line (7) Mebwork Topology Discovery

1
e STUM Server IP Address | 69 . 90 . 168 . 13 | STUN Fort 478 =

713

14 Firewall/MAT Type |Open Internet - |
e, 17 Binding Refresh Time s s

w15 (secs) et

" 19 Public IF address | o a a i} |

“2 Control Unit {3

A8 Extension (1(2)) Public Port Cancel

2§ User (14)
: MolJser |:| Run STUM on startup
: F.ematelManager
& 211 Daffy
&~ 212 Donald
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3.4 Administer SIP Registrar

Select SIP Registrar sub-tab in the right pane. Enter a valid Domain Name. Make a note of the
Layer 4 Protocol and TCP Port and UDP Port numbers. These will be used later to configure
SIP trunks. Click OK.

(i} Avaya IP Dffice RS Manager - IPO500 [5.0(8)] [Administrator,(Administrator)]
File  Edit

Wiewe  Tools  Help

. == Nl ol = | |} roson * System - TPOS00 -

R BOOTR(3)
2 LANZ
¢ Operator (3) System | LAN1 | |DN5

‘Woicemail | Telephony | Directory Services || System Events | SMTP || SMDR. | Twinning | ¥CM || CCR

[=)-5=p IPOS00 LAN Settings | YoIP || Metwork Topology | SIP Registrar “
[=-#3p System (1)
iy IPOS00 | Drarnain MName |avaya.c0m |

4 Line (6}

<2 Control Unit (3) Layer 4 Protocol

Both TCP & UDP |

A Extension (12) TCP Part 5060 e
a User {14}
28 HuntGroup (0) LUDP Part 5060 e

B short Code (61)
@ Service {0}
ol RAS (1)
@ Incoming Call Route (2)
@ ‘WanPort {00
a4 Directory (0)
f:.“‘ Time Profile {0}

Challenge Expiry Time (secs)

Auto-create ExtnflUser

3.5 Administer Codec Preference

From the configuration tree in the left pane, select System to display the IPO500 screen in the
right pane. Select the Telephony tab. Configure Automatic Codec Preference to “G.711
ULAW 64K”. Click OK.

] Avaya IP Office RS Manager, - IPO500 [5.0(8)] [Administrator,(Administrator)]

PV; Reviewed:
SPOC 01/31/2010

Solution & Interoperability Test Lab Application Notes

©2010 Avaya Inc. All Rights Reserved.

File  Edit ‘Wiew Tools Help
. N o m | - |i Posoo ~ System ~ IPOS00 -
IP Offices B IPO500
& BOOTP(3)
> ] - ([Telenh I ] ; -
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g: 211 Daffy Dial Delay Time (secs) 4 e [ pss status
212 Donald
§ 203 Extnz03 Dial Delay Count Auto Hold
§ 204 Extn204
) 5 = .
a 205 Extnz0s Default Mo Answer Time (secs) = Dial By Mame
§ 208 Extiz06 Hald Timeout (secs) 120 3 Show Account Cade
§ 207 Extnz07
§ 208 Extnzos Park Timeout (secs) 00 %
&= 210 Gooffy
: 5 = P
a 202 Jerry Ring Delay (secs) = [ nhibit OFf-Switch Forwardf Transfer
i 209 Mickey Call Priority Promaotion Time (secs)  [Disabled
& 201 Tom
u HuntGroup {00 Default Currency uso [ reskrict Mebwork Interconneck
g :2:\::;?:3)8 1 [1 Drop External ©nly Impromptu Conference
il RAS (1) Aukomatic Codec Preference |G.?11 LILAW 64K v| [ wisually Differentiate External Call
@ Incoming Call Route (2)
$2 wanPort (0}
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3.6 Administer SIP Trunk

From the configuration tree in the left pane, right-click on Line and select New > SIP Line to
add a new SIP Trunk. Enter the “IP address for Session Manager” in ITSP IP Address field.

Make a note of the Line Number. Select Layer 4 Protocol as “TCP” and Send Port “5060”.
Select “LANZ2” in the Use Network Topology Info. Retain default values for all other fields.

Click OK.

] Avaya IP Office RS Manager - IPO500 [5.0({8)] [Administrator(Administrator)]

File  Edit ‘iew Tools Help

IP Offices

|} 1Posoo -~ Line - 17 -
B SIP Line - Line 17

K BOOTP (3) ’—|
SIP Ling
.:::‘ cperator (3) SIF URI|WoIP | T35 Fax
=% IPOS00 | Line Mumber 17 = | Registration Required [
[=)-#3p Syskem (1)
sy IPOSO0 ITSP Domain Mame | | In Service
=T Line (6)
™ pi ITSP IP Address [ s0 100 . 24 | Use Tel URI E
]
iz Primary Authentication Mame: | |
T3
T4 Primary Authentication Password | |
w, 17
. 18 Primary Registration Expiry (mins) &0 E |

[+

2 Control Unit (3)

' Secondary Authentication Mame | |
Ay Extension (12)

a User (14) Secondary Authentication Passward | |
a8 HuntGroup (0}

¢ short Code (61) Secondary Registration Expiry {mins)
@ Service (0) Send Caller ID |N0ne hd |

AL RAS (1)

% L:;Dnrggf (CD?" Rt (2) Metwork Configuration
a4 Directory (07 Layer 4 Probocal |TCP v | Send Port |5060 - |
L7 Time Profile (0}
@. Firewsall Profile (1) Use Metwork Topology Info |LP.N z A | | |
El IF Route (2)

@ Account Code (0)

Select the SIP URI tab, and click on Add... radio button. In the Incoming Group and Outgoing
Group enter the “Line Number” from the above step. Retain default values for all other fields.
Click OK.

Mew Channel
Yia 33.1.1.51

Local URI |Llse Authentication MNarme w |

Contack |Llse Authentication Marne R |

Display Mame |Use Authentication Marme w |

Reqgiskration | Primary W

Incoming Group 7

Cukgoing Group 7

L

Mazx Calls per Channel
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3.7 Administer Short Code

From the configuration tree in the left pane, right-click on Short Code, and select New. Enter
the dialing string that will be used to call the users on Communication Manager in the Code
field. Select “Dial” from the drop down menu for Feature and enter the phone number appended
with “@<ip-address of Session Manager>" in the Telephone Number. Select SIP trunk
administered in Section 3.6 in the Line Group Id. Shown below are two short code which were
added for the sample configuration.

i Avaya IP Office RS Manager -

File Edit Yiew Toaols Help

W AEEA
IP Offices

K BOOTR (3)
47 Cperator (3}
(=)= IPOS00
(=559 System (1)
Sy IPOS00
=T+ Line (6)
1
e
T3
1 4
.y, 17
o, 15
<= Conkrol Unit (3)
A Extension (12)
§ user(14)
@ Huntsroup (03
1 Short Code (610
@ Service {07
ale RAS (1)

L T —

IPO500 [5.0(8)] [Administrator [Administrator)]

i 1pOSO0 T Shork Code T BEGENNK -
=] 6664xxx: Dial

m|
Code [Bond |
Feature [ Dial v
Telephone Mumber  [B664N'@10.60,100.24" |
Line Group Id |1? w |
Locale | v

Farce Account Code [

7" Avaya IP Office R Manager - IPO500 [5.0(8)] [Administrator (Administrator]]

File Edit Vi Tools Help

i 2 - F R E A e

IP Offices

GE
¢
oy, 17
Yy, 18
<2 Control Unit (3
Ay Extension (12)
= ﬂ User (14}
: Mollser
: RemoteManager
& z11 Daffy
&~ 212 Donald
203 Exknz03
204 Extnz04
205 Exknz05
206 Extnz0g
207 Exknz07
208 Exknz205
& 210 Gooffy
a 202 Jerry
&= 209 Mickey
2 =201 Tom
u- HuntGroup {00
-} 4 Short Code (61)
Lo -

PV; Reviewed:
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>

IPCOS00 = Short Code - GEETNEK -
B 6663xxx: Dial

W|
Code |eaans |
Feature |ial v
Telephone Mumber  [6663N"@10.60,100,24" |
Line Group Id [17 v
Lacale | v

Force Account Code [ ]
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3.8 Configure Inc
From the configuration t

oming Call Route
ree in the left pane, right-click on Incoming Call Route, and select

New. Under the Standard tab, enter the SIP trunk administered in Section 3.6 in the Line

(i} Avaya IP Office RS Manager - IPO500 [5.0(B)] [Administrator{Administrator)]
Fil= Edit Wisw Tools Help
. I = | =] | - |} 1Poson ~  Incoming Call Route - 17 -
IP Offices ;=] 17

BTy ::EI???EDD b Standard |'\.-'D|ce Recording | Destinations
TH1 E=arer Capability |n.ny wWoice - |
TR =2
] | Line Group Id |1? v| |
:[;: T? Incorming Mumber | |
e, 13 Incoming Sub Address | |
-y, 19

<z Conkrol Unik (30 Incoming CLT | |

Ay Extension (12)

= i Ulser (143 Locale | v|
g mobser Friority | 1 - Low - |
; RemokteManager
&~ =11 Daffy Tag [ |
§n212Dona|d el b S |S " = v|
& =203 Extnzos o usic Source wskermn Source
& =204 Extnzo4
& =0SExtnzos
& 206 Extnz06
& =207 Extnz07
& 208 Extnz0g
T 71N mAAFFw

Under the Destination tab, enter “.” as the Default VValue. This will enable all incoming calls to
be routed to any extension.

[ir] Avaya |P Office R5 Manager - IPO500 [5.

0(8)] [Administrator{Administrator}]

Fle Edit ‘View Tools Help

X Dol 2l Iy

IP Offices

IPOS00

T Incoming Call Route

e - X | v <>

29 [POSO0

Standard | Yoice Recording| Destinations |

E-F4 Lne (7)
i
T2
T3
4
o, 17

3.9 Configure

TimeProfile Destination Fallback Extension

» Default Value

SIP User Names

From the configuration tree in the left pane, right-click on User and select SIP tab. Modify the
SIP Name to be the same as the user’s extension number. The other fields can be left as default.

Repeat this for all users.

] Avaya IP Office RS Manager, - IPO500/[5.0(8)] [Administrator(Administrator)]

Fle Edt ‘ew Took Help

P25l EAEE
IP Offices

R BooTR (3)

i+ Operator (3)

[y IPOS00
(= System (1)

a7 TPOSO0

T4 Line (7)
<2 Conkrol Unik (3)
Ay Extension (12)
VWl User (14)

ﬂ Huntaroup (0%

PV; Reviewed:
SPOC 01/31/2010

} 1Pos0
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gh- X|v[<|>
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| SIP Name )

Contact |Mickey |
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3.10 Save Configuration
Select File > Save Configuration to save and send the configuration to the IP Office server.

4 Configure Avaya Aura™ Session Manager

This section provides the procedures for configuring Avaya Aura™ Session Manager. The
procedures include adding the following items:

e SIP domain

e Logical/physical Locations that can be occupied by SIP Entities

e SIP Entities corresponding to the SIP telephony systems and Avaya Aura™ Session
Manager

e Entity Links, which define the SIP trunk parameters used by Avaya Aura ™ Session

Manager when routing calls to/from SIP Entities

Time Ranges during which routing policies are active

Routing Policies, which control call routing between the SIP Entities

Dial Patterns, which govern to which SIP Entity a call is routed

Session Manager, corresponding to the Session Manager Server to be managed by Avaya

Aura™ System Manager.

Configuration is accomplished by accessing the browser-based GUI of Avaya Aura™ System
Manager, using the URL “http://<ip-address>/IMSM”, where “<ip-address>" is the IP address of
Avaya Aura™ System Manager. Log in with the appropriate credentials and accept the
Copyright Notice. The menu shown below is displayed. Expand the Network Routing Policy
Link on the left side as shown. The sub-menus displayed in the left column below will be used
to configure all but the last of the above items (Sections 4.1 through 4.7).

wielcorne, admin Last Logged on at Des, 10, 2009 3:37
AVAyA Avaya Aura™ System Manager 5.2 Help | Log

Home [ Metwork Routing Policy

» Asset Management Introduction to Network Routing Policy (NRP)

Communication System

Management Metwork Routing Policy consists of several NRP applications like "Domains”, "Locations", "SIP Entities", etc.
e eegilananemeant The recommended arder to use the NRP applications (that means the averall NRP workflow) to configure your netwaork canfiguration is as
» Monitoring follows:

-

Step 1: Create "Domains" of type SIP {(other KNRP applications are referring domains of type SIP).
Adaptations
Dial Pattems Step 2: Create "Locations
Entity Links Step 3: Create "Adaptations"

Locations
Step 4! Create "SIP Entities"
Regular Expressions

Raouting Palicies - SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"

SIP Domains - Create all "other SIP Entities" {Session Manager, CM, SIP/PSTH Gateways, SIP Trunks)
SIP Entities

R - Assign the appropriate "Locations", "Adaptations" and "Outbound Proxies

Personal Settings Step 5: Create the "Entity Links"

» Security
- Between Session Managers

» Applications

b Settings - Between Session Managers and "other SIP Entities"

» Session Manager

Step 6: Create "Time Ranges"

Shortcuts - align with the tariff information received from the Service Providers

Change Password Step 7: Create "Routing Policies"

Landing Page
Help for Impart &1l Dats - Assign the appropriate "Routing Destination” and "Time Of Day"
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4.1 Specify SIP Domain

Add the SIP domain for which the communications infrastructure will be authoritative. Do this
by selecting SIP Domains on the left and clicking the New button on the right. The following
screen will then be shown. Fill in the following:

e Name: The authoritative domain name (e.g., “avaya.com”)
e Notes: Descriptive text (optional).
Click Commit.

wrelcome, admin L

Avaya Aura™ System Manager 5.2

¢ { SIP Domains

» Asset Management Domain Management

Communication System

v Management MNew

} User Management

» Monitoring

1 Item | Refresh
¥ Network Routing Policy

. Name Type Default MNotes
Adaptations U

Dial Patterns O avaya.com sip ]

Entity Links Select : &ll, Mone { O of 1 Selected )

Locations
Regular Expressions

Routing Paolicies

SIP Domains

SIP Entities
Time Ranges

Personal Settings

4.2 Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside, for
purposes of bandwidth management. For the sample configuration, Locations are added for the
Communication Manager Feature Server, Communication Manager Access Element and IP
Office.

To add a location, select Locations on the left and click on the New button on the right. The
following screen will then be shown. Fill in the following:

Under General:
e Name: A descriptive name.
e Notes: Descriptive text (optional).

Under Location Pattern:

e |P Address Pattern: A pattern used to logically identify the location.
e Notes: Descriptive text (optional).
PV; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 46
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The screen below shows the information for IP Office. Click Commit to save.

AVAYA

Avaya Aura™ System Manager 5.2

ocation Details

Welcome, admin Last Logged on at Dec,
2:51 PM

Help |

p Asset Management

Communication System
Management

¢ User Management

» Monitoring

~ Network Routing Policy

Adaptations

Dial Patterns

Entity Links

Regular Expressions
Routing Policies

SIP Domains

SIP Entities

Tirme Ranges

Personal Settings

» Security

» Applications
» Settings

» Session Manager

Shortcuts

Location Details

General

* Name

Managed Bandwidth:
* Average Bandwidth per Call:

* Time to Live (secs):

Location Pattern

1 Item  Refresh

MNotes:

Ceemmi )

: 1PO 500 |

| |
L 1

EID| |Kbit,-fsec V|

Filter:

™ | | IP Address Pattern

| Notes

a

*[33.1.1.% |

Select : all, Mone [ O of 1 Selected )

* Input Required

Ceemmi )

The following screen shows the updated Locations after all the three locations are added.

AVAYA

Avaya Aura™ System Manager 5.2

Welcome, admin Last Lo
3:44 PM

} Asset Management

N Communication System
Management

} User Management

» Monitoring

* Network Routing Policy

Adaptations

Dial Patterns

Entity Links
Locations

Fegular Expressions
Routing Policies

SIP Domains

SIP Entities

Time Ranges

Personal Settings

PV; Reviewed:
SPOC 01/31/2010

Location
Mew Mare Actions = ] [ Commit
5 Items  Refresh
1 ‘ Mame ‘ Motes
[0 |10 20 100 CM Feature Server
O 10 80 111 CM Access Element
[ Cisco subnet 192 45 130 CUCM
0 (o0
[ HNortel-CSi000e
Select : all, Mone ( 0 of 5 Selected )
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4.3 Add SIP Entities

A SIP Entity must be added for Avaya Aura™ Session Manager and for each SIP-based
telephony system supported by it using SIP trunks. In the sample configuration a SIP Entity is
added for the ASM, the C-LAN board in the Avaya G650 Media Gateway, and Avaya IP Office.
To add a SIP Entity, select SIP Entities on the left and click on the New button on the right.
The following screen is displayed. Fill in the following:

Under General:
e Name:
e FQDN or IP Address:

e Type:

e Location:
e Time Zone:

Under SIP Link Monitoring:
e SIP Link Monitoring:

A descriptive name.

IP address of the ASM or the signaling interface on

the telephony system.

“Session Manager” for Avaya Aura™ Session
Manager,

“CM” for Communication Manager Access Element,
“CM” for Communication Manager Feature Server, and
“SIP Trunk” for Avaya IP Office.

Select one of the locations defined previously.

Time zone for this location.

Select “Use Session Manager Configuration” for
Communication Manager Access Element,
Session Manager and Avaya IP Office.

Select “Link Monitoring Enabled” for
Communication Manager Feature Server,

Defaults can be used for the remaining fields. Click Commit to save each SIP Entity definition.

PV; Reviewed: Solution & Interoperability Test Lab Application Notes
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The following screen shows addition of Avaya Aura ™ Session Manager. The IP address used is
that of the SM-100 Security Module.

AVAYA

Avaya Aura™ System Man

ity Details

ager 5.2

Welcorne, admin Last Logged on at Dec. 10, 2009

Help |

} Asset Management

Communication System
Management

» User Management

» Monitoring

- Metwaork Routing Policy

Adaptations

Dial Patterns

Entity Links
Locations

Regular Expressions
Routing Policies

SIP Domains

Time Ranges

Personal Settings

b Security

SIP Entity Details

General

* Name: ASM1-DR [»

* FQDN or IP Address: [10,80.100,24 |

Type:

Notes: ‘ASM in Wesminster SIL Lab |

Location: | 10_80_100 Sali
Outbound Proxy:

Time Zone: ‘AmerlcafDenver v

Credential name:

SIP Link Monitoring

SIP Link Monitoring: ‘ Use Session Manager Configuration ¥

The following screen shows addition of Avaya IP Office.

AVAYA

Avaya Aura™ System Manager 5.2

(e )|

welcorme, admin Last Logged on at Dec. 10, 2009

Help |

[ » Asset Management

Communication System
Management

» User Management

» Monitoring

¥ Network Routing Policy
Adaptations
Dial Patterns
Entity Links
Locations
Regular Expressions
Routing Policies
SIP Domains
Time Ranges
FPersonal Settings

b Security

» Applications

» Settings

» Session Manager

PV; Reviewed:
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SIP Entity Details
General
* Name

* FQDM or IP Address

: [Iro 500 IC

s [33.1.1.51 |

Type:

MNotes

Adaptation:

Location:

Time Zone

Override Port & Transport with DNS SRY:
* SIP Timer BSF (in seconds):
Credential name:

Call Detail Recording:

SIP Link Monitoring
SIP Link Monitoring

: [IPD in WM |

IFPO 500 il

: |Amerlca,-’Denver -

O

egress ¥

: |Use Session Manager Configuration
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The following screen shows addition of Communication Manager Access Element. The IP
address used is that of the C-LAN board in the Avaya G650 Media gateway.

Help |

iy welcome, admin Last Logged on at Dec, 10, 2009
AVAyA Avaya Aura™ System Manager 5.2 -

IP Entity Details

» Asset Management SIP Entity Details |

Communication System
Management General

» User Management * Name: |SS73D-1 |’

» Monitoring

* FQDN or IP Address: [10.80.111.15 |

¥ Network Routing Policy

Adaptations Type:

Dial Patterns Notes: |887’3D Pair CLAN-1 |
Entity Links

Locations

Adaptation:
Regular Expressions .
Location: | 10_80_111 it

Routing Paolicies

Time Zone: |Amer\cafDenver “

SIP Domains

SIP En s
Time Ranges * GIP Timer BSF (in seconds):

Personal Settings

Override Port & Transport with DNS SRv: [

Credential name: |

Call Detail Recording:

b Security
» Applications

» Settings

SIP Link Monitoring

} Session Manager

SIP Link Monitoring: |Use Session Manager Configuration %

The following screen shows addition of Communication Manager Feature Server. The IP
address used is that of the S8300C server.

iy welcorne, admin Last Logged on at Dec, 10, 200¢
AVAYA Avaya Aura™ System Manager 5.2

Help

P Entity Details

b Asset Management SIP Entity Details

» Communication System
Management General

» User Management

* Name: |SHI00-G4G0-FS [»

» Monitoring

* FQDN or IP Address: [10.80,100.51 |

~ Network Routing Policy

Adaptations Type:

Dial Patterns Notes: ‘CM 521 |

Entity Links

Regular Expressions .
Location: | 10_g0_100 v|»

Routing Policies

; Time Zone: ‘America;‘Denver &
SIP Domains

SIP Entities Owerride Port & Transport with DNS SRY: []

Time Ranges * SIP Timer B/F (in seconds):

Personal Settings

Credential name: ‘

Call Detail Recording:

» Security

» Applications

baatiing: SIP Link Monitoring
pecce onilanatey SIP Link Monitoring: ‘Link Monitoring Enabled v
Shortcuts * Proactive Monitoring Interval (in seconds):
Change Password * Reactive Monitoring Interval (in seconds):
Help for SIP Entity Details figlds M .
Number of Retries:

Help for Committing
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4.4 Add Entity Links

A SIP trunk between Avaya Aura™ Session Manager and a telephony system is described by an
Entity link. To add an Entity Link, select Entity Links on the left and click on the New button
on the right. Fill in the following fields in the new row that is displayed:

e Name: A descriptive name.

e SIP Entity 1: Select the Avaya Aura™ Session Manager.

e Port: Port number to which the other system sends SIP requests
In the sample configuration, TCP Protocol was used.

e SIP Entity 2: Select the name of the other system.

e Port: Port number on which the other system receives SIP
requests

e Trusted: Check this box. Note: If this box is not checked, calls

from the associated SIP Entity specified in Section 4.3
will be denied.

Click Commit to save each Entity Link definition. The following screens illustrate adding the
three Entity Links for:

1. Avaya IP Office

2. Communication Manager Access Element

3. Communication Manager Feature Server

Welcome, admin Last Logged on at Dec, 10, 2009 4:49 PM
AVAYA Avaya Aura™ System Manager 5.2 i Lo

v / Entity Links

b Asset Management Entity Links Cancel

Communication System
Management

» User Management

¥ Monitoring

~ Network Routing Policy 1 Item  Refresh . . . . Filter: Enable
e Name | sIP Entity 1 _Protocol | Port | SIP Entity 2 | Port | Trusted  Nates
BiSlPatterme *|[aSM1-DR_IPO 500 * |asM1-OR ¥ [tece ¥ *[5080 *[1p0 500 ¥ *[50e0
Locations
Regular Expressions * Input Required Cancel
Routing Policies
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Welcome, admin Last Logged on at Dec, 10, 2009 4:49
AVAYA Avaya Aura™ System Manager 5.2 Help | Log

ork Routing Policy / Entity Links

b Asset Management Entity Links Can

Communication System
Management

» User Management

» Monitoring

F g 1Item | Refresh Filter: Enab

~ Network Routing Policy

Adaptations Name ‘ SIP Entity 1 | Protocol | Port | SIP Entity 2 ‘ Port Trusted Notes

Dial Patterns * [a5M1 to 58730 * [aSM1-DR v * 5080 *[58730-1 ~|  *[s080

Entity Links

Locations

Regular Expressions * Input Required CCan

Routing Policies

Welcome, admin Last Logged on at Dec, 10, 2009 4:43 PM
™ 2

/—\\/A\//—\ Avaya Aura™ System Manager 5.2 Vi i
Home / ork Routing Policy / Entity Links

b Asset Management Entity Links Cancel

Communication System
KManagement

» User Management

» Monitoring

~ Network Routing Policy iteniitest Filter: Enable
Adaptatiors Name | SIP Entity 1  Protocol | Port | SIP Entity 2 Port | Trusted | Notes
Dial Patterns * [A5M-to-58300 * | ASM1-DR v [tepv| *[5os0 | *|s@ao0-G4soFs v *[506D |
Locations
Regular Expressions * Input Required m e

Routing Policiss

SIP Domains

4.5 Add Time Ranges

Before adding routing policies (see next section), time ranges must be defined during which the
policies will be active. In the sample configuration, one policy was defined that would allow
routing to occur at anytime. To add this time range, select Time Ranges, and click on the left
and click on the New button on the right. Fill in the following:

Name: A descriptive name (e.g., “Anytime”).

Mo through Su
Start Time
End Time

Click Commit to save this time range.

PV; Reviewed:
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Enter 00:00.
Enter 23:59
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Welcorne, admin Last Logged an at Dec, 10, 2009 4:49 PM

Avaya Aura™ System Manager 5.2 Helo | Log off

Time Ranges

b Asset Management Time Ranges

Communication System
Management hew More Actions - | [_Commit

» User Management

» Monitoring

1Item ' Refresh Filter: Enable
* Network Routing Policy
adaptations " | Name ‘ Mo ‘ Tu ‘ We ‘ Th | Fr | Sa ‘ Su | Start Time End Time Notes
Dial Patterns O 24/7 00:00 23:59 Time Range 24/7
iy LS Select : &ll, Mone { O of 1 Selected )
Locations

Regular Exprassions
Routing Policies

SIP Domains

SIP Entities

Personal Settings
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4.6 Add Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 4.3. Two routing policies must be added — one for IP Office, one for
Communication Manager Access Element. To add a routing policy, select Routing Policies on
the left and click on the New button on the right. The following screen is displayed. Fill in the
following:

Under General:
Enter a descriptive name in Name.

Under SIP Entity as Destination:
Click Select, and then select the appropriate SIP entity to which this routing policy applies.

Under Time of Day:
Click Add, and select the time range configured in the previous section.

Defaults can be used for the remaining fields. Click Commit to save each Routing Policy
definition.

The following screens show the Routing Policy for IP Office.

Welcome, admin Last Logged on at Dec, 14, 2009

Avaya Aura™ System Manager 5.2 3L P
Help | Log off

Routing Policy Details

} Asset Management Routing Policy Details

Communication System
Management
} User Management General
} Monitoring * Name: |to IPO 500
¥ Network Routing Policy Disabled: []
Adaptations Notes:
Dial Patterns
Entity Links ) . )
) SIP Entity as Destination
Locations
Regular Exprassions
Routing Policies Name FQDMN or IP Address Type MNotes
SIP Domains IPO 500 33.1.1.51 SIP Trunk IPO in WM
SIP Entities
Tire Ranges Time of Day
Persanal Settings [ Remove ] [ View Gaps/Overlaps ]
} Security
}» Applications 1Item Refresh Filter: Enable
paceiing: ] ‘ Ranking 1 -~ ‘ Name 2 . ‘ Mon Tue | Wed ‘ Thu  Fri @ Sat  Sun BLagk ‘ e ‘ Notes ‘
" Time Time
} Session Manager Time R
O o 2447 00:00 23:59 2:'?? ange
Shortcuts
Select @ All, Mone { O of 1 Selected )
Change Password
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The following screens show the Routing Policy for Communication Manager Access Element.

Wielcorne, admin Last Logged on at Dec. 14, 2009
AVAyA Avaya Aura™ System Manager 5.2 251 PM

Help | Log off

Routing Policy Details

» Asset Management Routing Policy Details Cancel

N Communication System
Management

» User Management General
} Monitoring * Name: |to S8730 CM
~ Network Routing Policy Disabled: []

Adaptations

Motes:
Dial Patterns

Entity Links . . .
. SIP Entity as Destination
Locations

Regular Expressions

Routing Policies Name FODN or IP Address Type Notes

SIP Domains 55730-1 10.50.111.16 cM 55730 Pair CLAN-1

SIP Entities

Time Ranges Time of Day

Personal Settings [ Remove ] [ View Gaps/Overaps
} Security
¢ Applications 1 Item | Refresh Filter; Enahle
» Settings | Ranking 1 =  Name 7 . Mon Tue Wed Thu Fri Sat | Sun Etank End Notes

. Time Time
} Sescion Manager T R
O o 2447 a0:00 23150 211"??3 ange

Shortcuts

Select : All, Mone { O of 1 Selected )
Change Password

Lmbin £ Dm bime Flmlicg Ped =il

No Routing Policy is required for Communication Manager Feature Server, as these phones are
registered directly to Session Manager.

4.7 Add Dial Patterns

Define dial patterns to direct calls to the appropriate SIP Entity. 7-digit extensions beginning
with “6664” reside on Communication Manager Access Element, and 3-digit extensions
beginning with “2” reside on Avaya IP Office. To add a dial pattern, select Dial Patterns on the
left and click on the New button on the right. Fill in the following, as shown in the screen below,
which corresponds to the dial pattern for routing calls to Avaya Aura™ Communication
Manager Access Element:

Under General:

e Pattern: Dialed number or prefix.

e Min Minimum length of dialed number.
e Max Maximum length of dialed number.
e SIP Domain SIP domain specified in Section 4.1
e Notes Comment on purpose of dial pattern.

Under Originating Locations and Routing Policies:
Click Add, and then select the appropriate location and routing policy from the list.
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In the sample configuration, all calls originating from endpoints connected to Avaya IP Office
dial “666-xxxx” where “4xxx” is the 4-digit extension on Communication Manager Access

Element.

AVAYA

Avaya Aura™ System

al Pattern Details

Manager 5.2

welcome, admin Last Logged on at Dec. 14, 2009
3:51 PM

Help | Log off

» Asset Management

Communication System
Management

} User Management

» Monitoring

* Metwork Routing Policy
Adaptations
Enftity Links
Locations
Regular Expressions
Routing Policies
SIP Domains
SIP Entities
Time Ranges
Personal Settings

» Security

» Applications

» Settings

» Session Manager

Shortcuts

Dial Pattern Details

General

* pattern:

* Min;

* Max:
Emergency Call:
SIP Domain:

MNotes:

66564

7

7

[}

to SBY30 CM

Originating Locations and Routing Policies

1 Item | Refresh Filter: Enahle
Originating Routing Routing Routing Routing
[ ] Originating Location Mame 1 . Location Policy Rank Z . Policy Policy Policy
Notes Name Disabled Destination Notes
-ALL- ny Locations = -
L] ALL Any Locat F:UMSE73EI u} S6730-1

Select @ 2ll, None { O of 1 Selected )

In the sample configuration, all calls originating from endpoints connected to Communication
Manager Access Element or Feature server dial “2xx” where “2xx” is the 3-digit extension on

Avaya IP Office.

AVAYA

Horme /M

Avaya Aura™ System Manager 5.2

work Routing Policy f Dial Patterns f Dial Pattern Details

welcomne, admin Last Logged on st Dec, 14, 2009

3:51 PM

Help | Log off

» Asset Management

Communication System
Management

» User Management

» Monitoring

* Network Routing Policy
Adaptations
Entity Links
Locations
Regular Expressions
Routing Policies
SIP Domains
SIF Entities
Time Ranaes
Personal Settings

» Security

» Applications

» Settings

» Session Manager

Shortcuts
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Dial Pattern Details

General
* Pattern:
* Min:
* Max:
Emergency Call:
SIP Domain:

Motes:

Originating Locations and Routing Policies

1 Item Refresh

Filter: Enahle

Originating Routing Routing Routing Routing
- Originating Location Name 1 . Location Policy Rank 2 . Policy Policy Policy

Notes Name Disabled Destination Notes
0 -ALL- Any Locations ;‘:‘DD& o IFO 500

Select : All, None ( O of 1 Selected )

Solution & Interoperability Test Lab Application Notes

©2010 Avaya Inc. All Rights Reserved.

23 of 46
ASM-CM-IPO



PV; Reviewed: Solution & Interoperability Test Lab Application Notes 24 of 46
SPOC 01/31/2010 ©2010 Avaya Inc. All Rights Reserved. ASM-CM-IPO



5 Configure Avaya Aura™ Communication Manager Access

Element

This section describes configuring Avaya Aura™ Communication Manager Access Element in
the following areas. Some administration screens have been abbreviated for clarity.

o Verify Communication Manager license

e Administer system parameters features

e Administer IP node names

e Administer IP interface

e Administer IP codec set and network region

e Administer SIP trunk group and signaling group

e Administer SIP trunk group members and route patterns
e Administer private numbering

e Administer dial plan and AAR analysis

51 Verify Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Communication Manager license
has proper permissions for features illustrated in these Application Notes. Use the “display
system-parameters customer-options” command. Navigate to Page 2, and verify that there is
sufficient remaining capacity for SIP trunks by comparing the Maximum Administered SIP
Trunks field value with the corresponding value in the USED column. The difference between
the two values needs to be greater than or equal to the desired number of simultaneous SIP trunk
connections.

The license file installed on the system controls the maximum permitted. If there is insufficient
capacity or a required feature is not enabled, contact an authorized Avaya sales representative to
make the appropriate changes.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES
IP PORT CAPACITIES SED
Maximum Administered H.323 Trunks: 500
Maximum Concurrently Registered IP Stations: 18000
Maximum Administered Remote Office Trunks: O
Maximum Concurrently Registered Remote Office Stations: O
Maximum Concurrently Registered IP eCons: 0O
Max Concur Registered Unauthenticated H.323 Stations: 100
Maximum Video Capable Stations: O
Maximum Video Capable IP Softphones: 0
Maximum Administered SIP Trunks: 50

NOOOOOOAMOC

o
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5.2 Configure System Parameters Features

Use the “change system-parameters features” command to allow for trunk-to-trunk transfers.
Submit the change.

This feature is needed to be able to transfer an incoming/outgoing call from/to the remote switch
back out to the same or another switch For simplicity, the Trunk-to-Trunk Transfer field was
set to “all” to enable all trunk-to-trunk transfers on a system wide basis. Note that this feature
poses significant security risk, and must be used with caution. For alternatives, the trunk-to-
trunk feature can be implemented using Class Of Restriction or Class Of Service levels. Refer to
the appropriate documentation in Section 9 for more details.

change system-parameters features Page 1 of 18
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y
Music/Tone on Hold: none

5.3 Configure IP Node Names

Use the “change node-names ip” command to add entries for the C-LAN that will be used for
connectivity, and Avaya Aura ™ Session Manager and Avaya IP Office. The actual node names
and IP addresses may vary. Submit these changes.

change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
8730-1 10.80-.111.11
8730-2 10.80.111.12
ASM1 10.80.100.24
CLAN-1 10.80.111.16
CLAN-2 10.80.111.17
1PO 33.1.1.51
VAL 10.80-.111.18
XFire 10.80.111.13
default 0.0.0.0
gatewayl 10.80.111.1
procr 0.0.0.0
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5.4 Configure IP Interface for C-LAN

Add the C-LAN to the system configuration using the “add ip-interface 1a03” command. The
actual slot number may vary. In this case, “1a03” is used as the slot number. Enter the C-LAN
node name assigned from Section 5.3 into the Node Name field.

Enter proper values for the Subnet Mask and Gateway Node Name fields. In this case, “24”
and “Gateway001” are used to correspond to the network configuration in these Application
Notes. Set the Enable Interface and Allow H.323 Endpoints fields to “y”. Default values may
be used in the remaining fields. Submit these changes.

add ip-interface 1a03 Page 1 of 3
IP INTERFACES

Type: C-LAN
Slot: 01A03 Target socket load and Warning level: 400
Code/Suffix: TN799 D Receive Buffer TCP Window Size: 8320
Enable Interface? y Allow H.323 Endpoints? y
VLAN: n Allow H.248 Gateways? y
Network Region: 1 Gatekeeper Priority: 5

1PV4 PARAMETERS
Node Name: CLAN-1
Subnet Mask: /24
Gateway Node Name: gatewayl

5.5 Configure IP Codec Sets and Network Regions

Configure the IP codec set to use for calls to the Avaya IP Office. Use the “change ip-codec-set
n” command, where “n” is an existing codec set number to be used for interoperability. Enter
the desired audio codec type in the Audio Codec field. Retain the default values for the
remaining fields and submit these changes.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet

Codec Suppression Per Pkt Size(ms)
1: G.711MU n 2 20
2: G.729 n 2 20
3:

Media Encryption

1: none
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In the test configuration, network region “1” was used for calls to the Avaya IP Office via Avaya
Aura ™ Session Manager. Use the “change ip-network-region 1” command to configure this
network region. For the Authoritative Domain field, enter the SIP domain name configured
for this enterprise network (See Section 3.4). This value is used to populate the SIP domain in
the From header of SIP INVITE messages for outbound calls. It is also must match the SIP
domain in the request URI of incoming INVITEs from other systems. For the Codec Set field,
enter the corresponding audio codec set configured above in this section. Enable the Intra-
region IP-1P Direct Audio, and Inter-region IP-1P Direct Audio. These settings will enable
direct media between Avaya IP telephones and the far end. Retain the default values for the
remaining fields, and submit these changes.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name:
MEDIA PARAMETERS Intra-region IP-I1P Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 16585
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26change

5.6 Configure SIP Signaling Group and Trunk Group

5.6.1 SIP Signaling Group

In the test configuration, trunk group “10” and signaling group “10” were used to reach Avaya
Aura™ Session Manager. Use the “add signaling-group n” command, where “n” is an available
signaling group number. Enter the following values for the specified fields, and retain the
default values for all remaining fields. Submit these changes.

e Group Type: “sip”

e Transport Method: “tcp”

e Near-end Node Name: C-LAN node name from Section 5.3.

e Far-end Node Name: Avaya Aura™ Session Manager node name from Section 5.3.
e Near-end Listen Port: “5060”

e Far-end Listen Port: “5060”

e Far-end Network Region: Avaya network region number “1” from Section 5.5.

e DTMF over IP: “rtp-payload”

Note: Leave the Far End Domain as blank.
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add signaling-group 10 Page 1 of 1
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tcp
IMS Enabled? n

IP Video? n
Near-end Node Name: CLAN-1 Far-end Node Name: ASM1
Near-end Listen Port: 5060 Far-end Listen Port: 5060

Far-end Network Region: 1
Far-end Domain:

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over 1P: rtp-payload Direct IP-1P Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 10

5.6.2 SIP Trunk Group

Use the “add trunk-group n” command, where “n” is an available trunk group number. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Group Type: “sip”

e Group Name: A descriptive name.

e TAC: An available trunk access code.

e Service Type: “tie”

e Number of Members: The number of SIP trunks to be allocated to calls

routed to Session Manager (must be within the limits
of the total trunks configured in Section 5.1).

add trunk-group 10 Page 1 of 21
TRUNK GROUP

Group Number: 10 Group Type: sip CDR Reports: y

Group Name: SIP trunk to ASM1 COR: 1 TN: 1 TAC: #10
Direction: two-way Outgoing Display? y

Dial Access? n Night Service:

Queue Length: O

Service Type: tie Auth Code? n

Signaling Group: 10
Number of Members: 10

Navigate to Page 3, and enter “private” for the Numbering Format field as shown below. Use
default values for all other fields.
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add trunk-group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Navigate to Page 4, and enter “101” for the Telephone Event Payload Type field as shown
below. Use default values for all other fields. Submit these changes.

add trunk-group 10 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phone?

Prepend "+* to Calling Number?

Send Transferring Party Information?
Network Call Redirection?

Send Diversion Header?

Support Request History?

Telephone Event Payload Type:

P 5 555X

5.7 Configure Route Pattern

Configure a route pattern to correspond to the newly added SIP trunk group. Use the “change
route-pattern n” command, where “n” is an available route pattern. Enter the following values
for the specified fields, and retain the default values for the remaining fields. Submit these
changes.

e Pattern Name: A descriptive name.
e Grp No: The trunk group number from Section 5.6.2.
e FRL: Enter a level that allows access to this trunk, with 0 being least restrictive.
e No. Del Dgts:  Enter “3”. For the sample configuration, the user dials *233-2xx”,
however “233” will be deleted and only “2xx” will be sent to Session Manager via the SIP
trunk.
change route-pattern 15 Page 1 of 3
Pattern Number: 15 Pattern Name:
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 10 0 3 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4W Request Dgts Format
Subaddress
1: yyyyyn n rest none
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5.8 Configure Private Numbering

Use the “change private-numbering 3” command, to define the calling party number to be sent to
Avaya IP Office. Add an entry for the trunk group defined in Section 5.6.2 to reach Avaya IP
Office endpoints. In the sample configuration, all calls originating from endpoints connected to
Communication Manager Access Element dial “233-2xx” where “2xx” is the 3-digit extension
on Avaya IP Office. The call will be routed over the SIP trunk defined in Section 5.6.2. Submit
these changes.

change private-numbering 3 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total

Len Code Grp(s) Prefix Len

6 233 10 233 6 Total Administered: 5

7 666 10 303 10 Maximum Entries: 540
7 6664 2 7

7 6665 10 7

7 6664003 10 7

5.9 Administer Dial Plan and AAR Analysis

This section provides sample Automatic Alternate Routing (AAR) used for routing calls with
dialed digits 233-2xx to Avaya IP Office. Note that other methods of routing may be used. Use
the “change dialplan analysis” command, and add an entry to specify use of AAR for routing of
digits 233-2xx. Enter the following values for the specified fields, and retain the default values
for the remaining fields. Submit these changes.

e Dialed String: Dialed prefix digits to match on, in this case “2”.

e Total Length: Length of the full dialed number, in this case “6”

e Call Type: “aar”

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
0 1 attd
1 2 dac
2 6 aar
400 7 ext
500 5 ext
522 7 ext
666 7 ext
71 5 aar
777 7 ext
8 1 fac
9 1 fac
* 3 fac
# 3 dac
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Use the “change aar analysis 233” command, and add an entry to specify how to route the calls
to Avaya IP Office endpoints. Enter the following values for the specified fields, and retain the
default values for the remaining fields. Submit these changes.

e Dialed String:  Dialed prefix digits to match on, in this case “233”.
e Total Min: Minimum number of digts.
e Total Max: Maximum number of digits.
¢ Route Pattern: The route pattern number from Section 5.7.
e Call Type: “aar”
change aar analysis 233 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
233 6 6 15 aar n
3 7 7 999 aar n
4 7 7 999 aar n
5 7 7 999 aar n
522 7 7 20 aar n
6 7 7 10 aar n
6663 7 7 20 aar n
6665000 7 7 20 aar n
7 7 7 2 levO n
8 7 7 999 aar n
9 7 7 999 aar n
5.10 Save Translations
Configuration of Communication Manager Access Element is complete. Use the “save
Translations command to save these changes.
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6 Configure Avaya Aura™ Communication Manager Feature

Server

This section covers the administrative steps to route calls between SIP endpoints registered to
Session Manager and Avaya IP Office via the SIP trunk. Avaya 9620 IP Telephones configured
as SIP users utilizes the Avaya Aura™ Session Manager User Registration feature and require
Communication Manager Feature Server. Communication Manager as a feature server only
supports IMS-SIP users that are registered to Avaya Aura™ Session Manager. The
Communication Manager Feature Server is connected to Session Manager via an IMS-enabled
SIP signaling group and associated SIP trunk group. Actual administration for SIP endpoints is
not covered in this document.

This section describes configuring Avaya Aura™ Communication Manager Feature Server in the
following areas. Some administrative screens are not shown in this section, as they might be
similar to Section 5.

o Verify Communication Manager license

e Administer system parameters features

e Administer IP node names

e Administer IP interface

e Administer IP codec set and network region

e Administer SIP trunk group and signaling group

e Administer SIP trunk group members and route patterns
e Administer private numbering

e Administer dial plan and AAR analysis

6.1 Verify Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Communication Manager license
has proper permissions for features illustrated in these Application Notes. Use the “display
system-parameters customer-options” command. Navigate to Page 2, and verify that there is
sufficient remaining capacity for SIP trunks by comparing the Maximum Administered SIP
Trunks field value with the corresponding value in the USED column. The difference between
the two values needs to be greater than or equal to the desired number of simultaneous SIP trunk
connections. The license file installed on the system controls the maximum permitted. If there is
insufficient capacity or a required feature is not enabled, contact an authorized Avaya sales
representative to make the appropriate changes.

6.2 Configure System Parameters Features

Use the “change system-parameters features” command to allow for trunk-to-trunk transfers
as shown in Section 5.2.
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6.3 Configure IP Node Names

Use the “change node-names ip” command to add entries for Avaya Aura ™ Session Manager
and Avaya IP Office. The actual node names and IP addresses may vary. Submit these changes.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
ASM1 10.80.100.24
default 0.0.0.0
procr 10.80.100.51
1PO 33.1.1.51

6.4 Configure SIP Signaling Group and Trunk Group

6.4.1 SIP Signaling Group

In the test configuration, trunk group “10” and signaling group “10” were used to reach Avaya
Aura™ Session Manager. Use the “add signaling-group n” command, where “n” is an available
signaling group number. Enter the following values for the specified fields, and retain the
default values for all remaining fields. Submit these changes.

e Group Type: “sip”

e Transport Method: “tcp”

e |IMS Enabled: “y”

e Near-end Node Name: procr

e Far-end Node Name: Avaya Aura™ Session Manager node name from Section 6.3.
e Near-end Listen Port: “5060”

e Far-end Listen Port: “5060”

e DTMF over IP: “rtp-payload”

e Enable Layer 3 Tests: “y”

Note: Leave the Far End Domain as blank.

add signaling-group 10 Page 1 of 1
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tcp
IMS Enabled? y

IP Video? n
Near-end Node Name: procr Far-end Node Name: ASM1
Near-end Listen Port: 5060 Far-end Listen Port: 5060

Far-end Network Region: 1
Far-end Domain:

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over 1P: rtp-payload Direct IP-1P Audio Connections? Y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Direct IP-1P Early Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 10
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6.4.2 SIP Trunk Group

Use the “add trunk-group n” command, where “n” is an available trunk group number. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Group Type: “sip”

e Group Name: A descriptive name.

e TAC: An available trunk access code.

e Service Type: “tie”

e Number of Members: The number of SIP trunks to be allocated to calls

routed to Session Manager

add trunk-group 10 Page 1 of 21
TRUNK GROUP

Group Number: 10 Group Type: sip CDR Reports: y

Group Name: SIP trunk to ASM1 COR: 1 TN: 1 TAC: #10
Direction: two-way Outgoing Display? y

Dial Access? n Night Service:

Queue Length: O

Service Type: tie Auth Code? n

Signaling Group: 10
Number of Members: 10

Navigate to Page 3, and enter “private” for the Numbering Format field as shown below. Use
default values for all other fields. Submit these changes.

add trunk-group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
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6.5 Configure Route Pattern

Configure a route pattern to correspond to the newly added SIP trunk group. Use the “change
route-pattern n” command, where “n” is an available route pattern. Enter the following values
for the specified fields, and retain the default values for the remaining fields. Submit these
changes.

e Pattern Name: A descriptive name.

e Grp No: The trunk group number from Section 6.4.2.

e FRL: Enter a level that allows access to this trunk, with 0 being least restrictive.
e No. Del Dgts:  Enter “3”. For the sample configuration, the user dails “233-2xx”,

however “233” will be deleted and only “2xx” will be sent to Avaya IP Office via the SIP

trunk.
change route-pattern 15 Page 1 of 3
Pattern Number: 15 Pattern Name:
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 10 0 3 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4W Request Dgts Format
Subaddress
1: yyyyyhn n rest none

6.6 Configure Private Numbering

Use the “change private-numbering 3” command, to define the calling party number to be sent to
Avaya IP Office. Add an entry for the trunk group defined in Section 6.4.2 to reach Avaya IP
Office endpoints. In the sample configuration, all calls originating from endpoints connected to
Communication Manager Access Element dial “233-2xx” where “2xx” is the 3-digit extension
on Avaya IP Office. The call will be routed over the SIP trunk defined in Section 6.4.2. Submit
these changes.

change private-numbering 3 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total

Len Code Grp(s) Prefix Len

7 5 10 7 Total Administered: 3

7 6 10 7 Maximum Entries: 540

6 233 10 233 6
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6.7 Administer Dial Plan and AAR Analysis

This section provides sample Automatic Alternate Routing (AAR) used for routing calls with
dialed digits 233-2xx to Avaya IP Office. Note that other methods of routing may be used. Use
the “change dialplan analysis” command, and add an entry to specify use of AAR for routing of
digits 233-2xx. Enter the following values for the specified fields, and retain the default values
for the remaining fields. Submit these changes.

e Dialed String: Dialed prefix digits to match on, in this case “2”.
e Total Length: Length of the full dialed number, in this case “6”
e Call Type: “aar”
change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
0 1 attd
1 2 dac
2 6 aar
# 3 dac

Use the “change aar analysis 233” command, and add an entry to specify how to route the calls
to Avaya IP Office endpoints. Enter the following values for the specified fields, and retain the
default values for the remaining fields. Submit these changes.

e Dialed String:  Dialed prefix digits to match on, in this case “233”.
e Total Min: Minimum number of digts.
e Total Max: Maximum number of digits.
e Route Pattern: The route pattern number from Section 6.5.
e Call Type: “aar”
change aar analysis 233 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
233 6 6 15 aar n
522 7 7 10 aar n
666 7 7 10 aar n
7 7 7 10 aar n

6.8 Save Translations

Configuration of Communication Manager Feature Server is complete. Use the “save
Translations command to save these changes.

Note: After a change on Communication Manager Feature Server which alters the dial plan,
synchronization between Communication Manager Feature Server and Session Manager needs to
be completed and SIP phones must be rebooted. To force synchronization, execute “stop -s sm-
mgmt” followed by “start -s sm-mgmt” on Session Manager command line interface.
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7 Verification Steps

This section provides the tests that can be performed on Avaya IP Office, Communication
Manager and Session Manager to verify proper configuration of these systems.

7.1 Verify Avaya Aura™ Communication Manager

Verify the status of the SIP trunk group by using the “status trunk n” command, where “n” is the
trunk group number administered in Section 5.6 and Section 6.4. Verify that all trunks are in the
“in-service/idle” state as shown below. Perform this on both Communication Manager Access
Element and Feature Server.

status trunk 10
TRUNK GROUP STATUS

Member Port Service State Mtce Connected Ports
Busy

00107001 TOO024 in-service/idle no
0010/002 T00025 in-service/idle no
00107003 T0O0026 in-service/idle no
00107004 TO0027 in-service/idle no
00107005 TO0O028 in-service/idle no
00107006 T0O0029 in-service/idle no
00107007 TOO030 in-service/idle no
0010/008 TO0031 in-service/idle no
00107009 T0O0032 in-service/idle no
00107010 TOO033 in-service/idle no

Verify the status of the SIP signaling groups by using the “status signaling-group n” command,
where “n” is the signaling group number administered in Section 5.6 and Section 6.4. Verify the
signaling group is “in-service” as indicated in the Group State field shown below. Perform this
on both Communication Manager Access Element and Feature Server.

status signaling-group 10
STATUS SIGNALING GROUP

Group ID: 10 Active NCA-TSC Count: O
Group Type: sip Active CA-TSC Count: O
Signaling Type: facility associated signaling
Group State: in-service
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Make a call between the Avaya 9600 Series IP Telephone and the Avaya IP Office 500 IP
Telephone. Verify the status of connected SIP trunks on Communication Manager Access
Element SAT terminal by using the “status trunk x/y”, where “x” is the number of the SIP trunk
group from Section 5.6.2 to reach Avaya Aura™ Session Manager, and *“y” is the member
number of a connected trunk. Verify on Page 1 that the Service State is “in-service/active”. On
Page 2, verify that the IP addresses of the C-LAN and Avaya Aura™ Session Manager are
shown in the Signaling section. The Audio Connection will be “ip-direct”. The Near-end IP
address will be the IP address of the 9620 IP Telephone and the Far end IP address will be the IP
address of the Avaya IP Office.

status trunk 10/7 Page 1 of 3
TRUNK STATUS
Trunk Group/Member: 0010/007 Service State: in-service/active
Port: TOOO30 Maintenance Busy? no

Signaling Group ID: 10
IGAR Connection? no

Connected Ports: S00009

status trunk 10/7 Page 2 of 3
CALL CONTROL SIGNALING

Near-end Signaling Loc: 01A0317

Signaling IP Address Port
Near-end: 10.80.111.16 : 5060
Far-end: 10.80.100.24 : 5060
H.245 Near:
H.245 Far:
H.245 Signaling Loc: H.245 Tunneled in Q.931? no
Audio Connection Type: ip-direct Authentication Type: None
Near-end Audio Loc: Codec Type: G.711MU
Audio IP Address Port
Near-end: 10.80.50.38 : 10106
Far-end: 33.1.1.51 : 49156
Video Near:
Video Far:
Video Port:
Video Near-end Codec: Video Far-end Codec:

Make a call between the Avaya 9600 Series IP Telephone registered to Session Manager and the
Avaya IP Office 500 IP Telephone. Verify the status of connected SIP trunks on
Communication Manager Feature Server SAT terminal by using the “status trunk x”, where “x”
is the number of the SIP trunk group from Section 6.4.2.

Note: Two ports on the trunk will be used for this call.
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status trunk 10
TRUNK GROUP STATUS

Member Port Service State Mtce Connected Ports
Busy

00107001 TOOO06 in-service/active no TO0O008
00107002 TO0O007 in-service/idle no
00107003 TOO008 in-service/active no TO0O006
00107004 TO0009 in-service/idle no
0010/005 TO0014 in-service/idle no
00107006 TO0015 in-service/idle no
00107007 TO0043 in-service/idle no
00107008 TO0044 in-service/idle no
00107009 TO0045 in-service/idle no
00107010 TO0O046 in-service/idle no

Issue “status trunk x/y”, where “x” is the number of the SIP trunk group to reach Avaya Aura™
Session Manager, and “y” is the member number of a connected trunk. Verify on Page 1 that the
Service State is “in-service/active”. On Page 2, verify that the IP addresses of the S8300C
Media Server and Avaya Aura™ Session Manager are shown in the Signaling section. The
Audio Connection will be “ip-direct”. The IP address will be the IP address of the 9620 IP
Telephone and the IP address of Avaya IP Office in the Audio section. In the screen below,
10.80.50.41 is the IP address of the 9620 IP Telephone registered to Session Manager.

status trunk 10/1 Page 1 of 3
TRUNK STATUS
Trunk Group/Member: 0010/001 Service State: in-service/active
Port: TOOO0O06 Maintenance Busy? no

Signaling Group ID: 10
IGAR Connection? no
Connected Ports: T0O0008

status trunk 10/01 Page 2 of 3
CALL CONTROL SIGNALING

Near-end Signaling Loc: 01A0017

Signaling IP Address Port
Near-end: 10.80.100.51 : 5060
Far-end: 10.80.100.24 = 5060
H.245 Near:
H.245 Far:
H.245 Signaling Loc: H.245 Tunneled in Q.931? no
Audio Connection Type: ip-direct Authentication Type: None
Near-end Audio Loc: Codec Type: G.711MU
Audio IP Address Port
Near-end: 33.1.1.51 : 49156
Far-end: 10.80.50.41 : 5004
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Issue “status trunk x/y”’, where “x” is the number of the SIP trunk group to reach Avaya Aura™
Session Manager, and “y” is the member number of a connected trunk. Verify on Page 1 that the
Service State is “in-service/active”. On Page 2, verify that the IP addresses of the S8300C
Media Server and Avaya Aura™ Session Manager are shown in the Signaling section. The IP
address will be the IP address of the 9620 IP Telephone and the IP address of Avaya IP Office in
the Audio section. In the screen below, 10.80.50.41 is the IP address of the 9620 IP Telephone

registered to Session Manager.

status trunk 10/3 Page 1 of
TRUNK STATUS
Trunk Group/Member: 0010/003 Service State: iIn-service/active
Port: TOOO08 Maintenance Busy? no

Signaling Group ID: 10
IGAR Connection? no
Connected Ports: TO0006

status trunk 10/3 Page 2 of
CALL CONTROL SIGNALING

Near-end Signaling Loc: 01A0017

Signaling IP Address Port
Near-end: 10.80.100.51 = 5060
Far-end: 10.80.100.24 : 5060
H.245 Near:
H.245 Far:
H.245 Signaling Loc: H.245 Tunneled in Q.931? no
Audio Connection Type: ip-direct Authentication Type: None
Near-end Audio Loc: Codec Type: G.711MU
Audio IP Address Port
Near-end: 10.80.50.41 : 5004
Far-end: 33.1.1.51 : 49156
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7.2 Verify Avaya Aura™ Session Manager
Expand the Session Manager menu on the left and click SIP Entity Monitoring.

AVAyA Avaya Aura™ System Manager 5.2 gy SO e e pee 12

Help Log

1P Entity Monitoring

esehllanaoement SIP Entity Link Monitoring Status Summary
Communication System
Management

This page provides a summary of Session Manager SIP entity link monitoring status.

User Management Entity Link Status for All Session Manager Instances

Monitoring
MNetwork Routing Policy
Security Session Manager Entity Links Entity Links SIP Entities - Monitoring SIP Entities - Mot
— Name Down fTotal Partially Down Not Started Monitored
Applications
ASMI1-DR 1f7 [1} ] ]

» Settings

* Session Manager

Session Manager
Administration

Hetwork Configuration

Device and Location
Configuration

All Monitored SIP Entities

o 5 7 Items Filter: Enable
Application Configuration

System Status SIP Entity Name

. Syctem State IPO 500

Adrinistration Nortel-Node Server

- [STP Entity Monftoring |

. Managed Bandwidth 58300-G450-F§
Usage 88730-1

= Segcurity Module Status

= Data Replication Status 56730-2

= RegistrationSummary SIL-DR-MAS1

= User Registrations vPMS

Swstem Tnnls

Select the corresponding SIP Entity and verify that the links are up as shown below for Avaya IP
Office.
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AVAYA

on Manager / Sy

» Asset Management

N Communication System
Management

» User Management

» Monitoring

» Metwork Routing Policy
» Security

» Applications

» Settings

* Session Manager

Session Manager
Administration

Metwork Configuration

Device and Location
Configuration

Lpplication Configuration

System Status

- System State
Adrministration

Avaya Aura™ System Manager 5.2

stem Status / SIP Entity Monitoring f SIP Entity Link Status

SIP Entity, Entity Link Connection Status

This page displays detailed connection status for all entity links from all Session Manager instances to a single SIP entity,

All Entity Links to SIP Entity: IPQ 500

welcome, admin Last Logged on at Dec, 14, 2009
10:55 PM

Help Log off

= [SIP Entity Monitoring

. Managed Bandwidth

Usage

= Security Module Status
= Data Replication Status
= RegistrationSummary

= lser Registrations

System Tools

7.3 Verify Avaya IP Office

IP Office can be debugged with the System Status Application. Log into the IP Office Manager
PC and select Start > Programs > IP Office > System Status to launch the application. Log into
the application using the appropriate credentials.

[ Refresh ] [ Summary View ]

1 Item Filter: Enable
N E‘t;sr::ln Manager ;S;P Entity Resolved | I | — gg:tr:ls Es::nn ;:tr:;us
Show ASMI1-DR 33.1.1.51 s060  TCP up 200 Ok Up

In the left panel, double-click on the Trunks entry and select SIP trunk created in Section 3.6.

Press the Trace All button. The messages on the line are displayed.
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1 1P Office RS System Status - IP0500 (33.1.1.51) - IP500 5.0 (B)

AVAyA IP Office System Status

Help Snapshot LogQFf Exit  About

SIP Trunk Summary
Peer Damain Mame: sipf/10,60.100.24
Gateway Address; 10,50.100,24
Line Mumber: 17
humber af Administered Channels: 10
humber af Channels in Use! 1
IP Networking Administered Compression: Auto
5llence Suppression: off
SIP Trunk Channel Licences: Unlimited . -
SIP Trunk Channel Licences in Use: 1

SIP Device Features:

Time: in lemote RTP Codec  Cornection  Caller IDor  Other Party Direction Round Trip
nE Dialed of Cal Delay

()48 | Cormected | 00542 | 1050.50.38 G7LL..| RTP Relay Extn 209, Mickey Qutgoing
z e 2 days 031,
3 e |2daysOi..

Trace Output - Al Channels:

1241109 11:07.04 AM-631ms Line =17, Channel = 1, 5P Message = Invite, Call Ref = 48, Direction = From Switch, From = Mickey@33.1.1 .51, To = 6664003@10.80.100.24

1211009 11:07:04 AM-E66ms Line =17, Channel = 1, SIP Message = Response, Call Ref = 45, Direction = To Switch, Fram = Mickey@33.1 1 .51, To = 6664003@10.80.100.24, Response = 100 Trying
1211009 11:07:04 AM-EESms Call Ref = 48, Criginator State = Dialing, Type = User, Destination State = Dialing, Type = Trunk

120103 11:07:04 AM-TFms Line =17, Channel = 1, 5P Message = Respanse, Call Ref = 48, Direction = To Switch, Fram = Mickeyi@33.1 1 .51, To = B664003@10 80.100.24, Responze = 180 Ringing
120109 11:07:04 AM-773ms Call Ref = 48, Alerting, Line =17, Channel = 1

1211009 11:07:04 AM-F74ms Call Ref = 45, Criginator State = Ringback, Type = User, Destination State = Outgaing Alerting, Type = Trunk

1211009 11:07:07 AM-903ms Line =17, Channel = 1, SIP Message = Response, Call Ref = 48, Direction = To Switch, Fram = Mickey@33.1 1 51, To = B664003@10 .50.100.24, Responze = 200 Ok
120103 11:07:07 &M-906ms Line =17, Channel = 1, 5P Message = Ack, Call Ref = 48, Direction = From Switch, From = Mickeyi@33.1.1.51, To = 666400331 0.80.100.24

120103 11:07.07 &M-311ms Call Ref = 48, Criginstor State = Connected, Type = User, Destination State = Connected, Type = Trunk

1211009 11:07:07 AM-911ms Call Ref = 45, Answered, Line =17, Channel =1

1211009 11:07:07 AM-9E6ms Line =17, Channel = 1, SIP Message = Invite, Call Ref = 48, Direction = To Switch, From = BEE4003@10.80.100.24, To = Mickey@33.1.1.51

120103 11:07:07 2M-969ms Line =17, Channel = 1, 5P Message = Response, Call Ref = 48, Direction = From Switch, From = 66640031 0.80.100.24, To = Mickey®33.1.1 51, Respanse = 100 Tryiny
1241109 11:07.07 &M-972mz Line =17, Channel = 1, 5P Message = Response, Call Ref = 48, Direction = From Switch, From = 6664003@&10.80.100.24, To = Mickeyi@33.1.1 51, Response = 200 Ok
1211109 11:07:08 AM-105ms Line =17, Channel = 1, SIP Message = Ack, Cal Ref = 48, Direction = Ta Switch, From = 6664003@10.80.100 24, To = Mickey@33.1.1.51

7.4 Verification Scenarios

Verification scenarios for the configuration described in these Application Notes included the
following. Proper display of the calling and called party name and number information was
verified for all calls.
¢ Place a call from an extension on the Avaya IP Office to an extension on Communication
Manger Access Element. Answer the call and verify talkpath.
e Repeat previous case in the opposite direction.
e Place a call from an extension on the Avaya IP Office to an extension on Communication
Manger Feature Server. Answer the call and verify talkpath.
¢ Repeat previous case in the opposite direction.
Verify that calls can be transferred from an extension on Avaya IP Office to an extension on
Communication Manager.
o Verify that calls can be transferred from an extension on Communication Manager to an
extension on Avaya IP Office.
o Verify that extensions on Avaya IP Office can conference in extensions on Communication
Manager.
¢ Verify that extensions on Communication Manager can conference in extensions on Avaya
IP Office.
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8 Conclusion

These Application Notes describe how to configure a sample configuration for a network that
uses Avaya Aura™ Session Manager to connect Avaya Aura™ Communication Manager 5.2.1
and Avaya IP Office using SIP trunks. Interoperability testing included verification of successful
bi-directional calls among several types of endpoints with various features including transfer,
and conference.

9 Additional References
This section references the product documentation relevant to these Application Notes.

Session Manager:

[1]  Avaya Aura™ Session Manager Overview, Doc ID 03-603323, available at
http://support.avaya.com.

[2] Installing and Administering Avaya Aura™ Session Manager, Doc ID 03-603324,
available at http://support.avaya.com.

[3] Maintaining and Troubleshooting Avaya Aura™ Session Manager, Doc ID 03-603325,
available at http://support.avaya.com.

Communication Manager:

[4] SIP Support in Avaya Aura™ Communication Manager Running on Avaya S8xxx
Servers, Doc ID 555-245-206, May 2009, available at http://support.avaya.com.

[5] Administering Avaya Aura™ Communication Manager, Doc ID 03-300509, May 20009,
available at http://support.avaya.com.

[6]  Administering Avaya Aura™ Communication Manager as a Feature Server, Doc ID 03-
603479, November 2009, available at http://support.avaya.com

IP Office:
[7]  Avaya IP Office Manager, Doc ID 15-601011, available at http://support.avaya.com.

Avaya Application Notes:
[8] Configuring 96xx SIP Phones on Avaya Aura™ Session Manager Release 5.2,
available at http://www.avaya.com.

PV; Reviewed: Solution & Interoperability Test Lab Application Notes 45 of 46
SPOC 01/31/2010 ©2010 Avaya Inc. All Rights Reserved. ASM-CM-IPO



©2010 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya Solution &
Interoperability Test Lab at interoplabnotes@list.avaya.com
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