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Abstract

These Application Notes describe the procedure to configure an Enterprise network built on
Avaya Aura™ Session Manager, Avaya Aura™ Communication Manager Access Element
and Avaya Aura™ Communication Manager Feature Server to interoperate with Dialogic
IMG1010 Gateway using SIP trunking.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes present a sample configuration for an Enterprise network that Avaya
Aura™ Session Manager, Avaya Aura™ Communication Manager Access Element and Avaya
Aura™ Communication Manager Feature Server as SIP infrastructure to accessing the PSTN
with Dialogic® IMG 1010 Gateway using SIP. The IMG 1010 Integrated Media Gateway is a
carrier-grade VolIP gateway that supports both media and signaling in a single chassis. It
provides any-to-any voice network connectivity and can deliver SIP services into legacy PRI,
CAS, and SS7 networks, as well as [P-to-IP transcoding and multimedia border element
functions, such as SIP mediation for network edge applications. Its compact 1U high-density
design features integrated SS7 termination across multiple gateways, GUI-based management,
and software licensing for in-service capacity expansion.

1.1. Interoperability Compliance Testing

The primary focus of testing is to verify SIP trunking interoperability between an Avaya Aura™
SIP-based network and Dialogic® IMG 1010 Gateway using SIP. Test cases are selected to
exercise a sufficiently broad segment of functionality to have a reasonable expectation of
interoperability in production configurations.

Basic Interoperability:

e PSTN calls delivered via the IMG 1010 to an Enterprise endpoint

e PSTN calls sent via the IMG1010 from an Enterprise endpoint

e Calling with various Avaya telephone models including IP/SIP models as well as
traditional analog and digital TDM phones

e Verify ITU-T codecs: G.711A G.711MU G.729A G.729B support

e Various PTSN dialing plans including national and international calling, toll-free,
operator, directory assistance and direct inward dialed calling

e SIP transport using UDP

Advanced Interoperability:

e Codec negotiation

e Telephony supplementary features, such as Hold, Call transfer, Conference Calling and
Call Forwarding
DTMF Tone Support
T.38 Fax support
Voicemail Coverage and Retrieval
Direct IP-to-IP Media (also known as “Shuffling”) over SIP Trunk. Direct IP-to-IP media
allows compatible phones to reconfigure the RTP path after call establishment directly
between the Avaya phones and the IMG 1010 Gateway and release media processing
resources on the Avaya Media Gateway
e EC500 for Avaya Aura™ Communication Manager
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1.2. Support

Technical Support on Dialogic IMG 1010 Gateway can be obtained through the following phone
contacts:
e Phone: +1 781 433 9600

e E-mail: americas.support@dialogic.com
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2. Reference Configuration

As shown in Figure 1, the Avaya enterprise network uses SIP trunking for call signaling
internally and with the Dialogic IMG 1010 Gateway in order to access the PSTN. The IMG 1010
is managed by using the Dialogic Inc. GateControl Element Management System (GCEMS) and
ClientView running on a Linux server. Session Manager, with its SM-100 (Security Module)
network interface, routes the calls between the different entities using SIP Trunks. All inter-
system calls are carried over these SIP trunks. Session Manager supports flexible inter-system
call routing based on the dialed number, the calling number and the system location; it can also
provide protocol adaptation to allow multi-vendor systems to interoperate. Session Manager is
managed by System Manager via the management network interface.
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Figure 1 — Sample configuration for Avaya Aura'" Communication Manager and Avaya
Aura"™ Session Manager with Dialogic IMG 1010 using Sip Trunking
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For the sample configuration shown in Figure 1, Session Manager runs on an Avaya S8510
Server, Communication Manager Access Element runs on an Avaya S8730 Server with an
Avaya G650 Media Gateway, and Communication Manager Feature Server runs on an Avaya
S8300D inside an Avaya G450 Media Gateway. For the Communication Manager Access
Element, the results in these Application Notes are applicable to other Communication Manager
Server and Media Gateway combinations. These Application Notes will focus on the
configuration of the SIP trunks and call routing. Detailed administration of the endpoint
telephones will not be described. Refer to the appropriate documentation in Section 10.
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3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Product / Hardware Platform

Software Version

Avaya Aura ' Session Manager on Avaya
S8510 Server

Avaya Aura ' Session Manager 5.2
5.2.1.1.521012 - 5.2.1 SP1

Avaya Aura 'V System Manager Template
running on Avaya System Platform

Avaya Aura " System Manager 5.2
5.2.1.0.521001 - 05 02 GA 01 Decl0

Avaya Aura ' System Platform on Avaya
S8510 Server

Avaya Aura ' System Platform
Version 1.1.1.0.2

Avaya Aura ' Communication Manager -
Access Element — Avaya Media Server S8730

Avaya Aura ' Communication Manager 5.2.1
R015x.02.1.016.4 — patch 17959

Avaya Aura ' Communication Manager —
Feature Server — Avaya Media Server S8300C

Avaya Aura ' Communication Manager 5.2.1
R015x.02.1.016.4 — patch 17959

Avaya Media Gateway G450

Firmware 30 .11 .3

Avaya G650 Media Gateway

e [PSI(TN2312BP) e TN2312BP HW28 FW050

e C-LAN (TN799DP) e TN799DP HWO01 FWO037

e [P Media Resource 320 (TN2602AP) e TN2602AP HW08 FWO053

e Analog (TN2793B) e TN2793B 000005

e Digital line (TN2214CP) e TN2214CP HW10 FWO015
Avaya IP Telephones:

e 9630 & 9620 (SIP) e Avaya one-X"™ Deskphone SIP 2.5.0

e 9620 (H323) e Avaya one-X ™ Deskphone S3.1

e 1616 (H323) e Release 1.2.2

e 4621 (H323) e Release R2.9 SP1

e Avaya Digital Telephones (2420) e N/A

e Avaya Analog (2500) e N/A
Fax Machine Canon FAX JX500 N/A

Dialogic Inc.

Product /Hardware Platform

Software Version

Dialogic® IMG 1010 Integrated Media
Gateway

Dialogic® IMG System Software 10.5.3
BUILD 119

Dialogic® Gate Control Element Management
System

GCEMS 10.5.3 BUILD 94
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4. Configure Avaya Aura™ Communication Manager Access
Element

This section provides the procedures for configuring Communication Manager as an Access
Element. The procedures include the following areas:
e Verify Avaya Aura™ Communication Manager License
Configure IP Node Names
Verify/List IP Interfaces
Configure IP Codec Set
Configure IP Network Region
Administer SIP Trunks with Session Manager
Configure Route Pattern
Configure Public Unknown Numbering
Administer AAR Analysis
Administer ARS Analysis
Save Translations

Throughout this section the administration of Communication Manager is performed using a
System Access Terminal (SAT), the following commands are entered on the system with the
appropriate administrative permissions. Some administration screens have been abbreviated for
clarity. These instructions assume that the Communication Manager has been installed,
configured, licensed and provided with a functional dial plan. Refer to the appropriate
documentation as described in Reference [1] and [2] for more details. In these Application
Notes, Communication Manager was configured with 4 digit extention 30xx for stations, sip
endpoints administrated by Session Manager 35xx reacheble with aar. Diaplan analysis can be
verified with the display dialplan analysis command.

display dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE

Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
30 4 ext
35 4 aar
8 3 dac
9 1 fac

Other numbers on PSTN (accessible from the IMG 1010 Gateway) are reachable via ars table
with the use of feature access code 9.
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4.1. Verify Avaya Aura™ Communication Manager License

Use the display system-parameters customer-options command. Navigate to Page 2 and
verify that there is sufficient remaining capacity for SIP trunks by comparing the Maximum
Administered SIP Trunks field value with the corresponding value in the USED column. The
difference between the two values needs to be greater than or equal to the desired number of
simultaneous SIP trunk connections. Verify highlighted value, as shown below.

display system-parameters customer-options Page 2 of 10
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 100 0
Maximum Concurrently Registered IP Stations: 18000 2
Maximum Administered Remote Office Trunks: O 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: 0 0
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 100 0
Maximum Video Capable IP Softphones: 100 9

Maximum Administered SIP Trunks: 1000 300

If there is insufficient capacity of SIP Trunks or a required feature is not enabled, contact an
authorized Avaya sales representative to make the appropriate changes.

4.2. Configure IP Node Names

All calls from and to Communication Manager are signalled over SIP trunks with Session
Manager. The signalling interface on Session Manager is provided by the SM100 security
module, therefore in configuring SIP trunks its is required to have the SM100 IP interfacace in
the node-names table. Use the change node-names ip command to add the Name and IP
Address for the Session Manager. SM100 and 193.120.221.154 was used in this example.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address

Gateway001 193.120.221.129

SM100 193.120.221.154

clan 193.120.221.132

default 0.0.0.0

mpro 193.120.221.133

procr 0.0.0.0

Note: In the example, some other values (CLAN, MedPro) have been already created as per
installation and configuration of Communication Manager.
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4.3. Verify/List IP Interfaces

Use the list ip-interface all command and note the C-LAN to be used for SIP trunks between
Communication Manager and Session Manager.

list ip-interface all
IP INTERFACES

Net
ON Type Slot Code/Sfx Node Name/ Mask Gateway Node Rgn VLAN
IP-Address
y C-LAN 01A02 TN799 D clan /25 Gateway001 1 n
193.120.221.132
y MEDPRO 01A03 TN2602 mpro /25 Gateway001 1 n

193.120.221.133

4.4. Configure IP Codec Set

Use the change ip-codec-set n command where n is the codec set used in the configuration. A
list of supported interoperability compliance tests is presented in Section 1.1.The ITU G.711A-
law is described here. Configure the IP Codec Set as follows:

e Audio Codec Set G.711A

Retain the default values for the remaining fields.

change ip-codec-set 1 Page 1 of 2

IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711Aa n 2 20
2:
33

To configure fax support, navigate to Page 2 and change FAX to t.38-standard. Use default
values for all other fields. Submit these changes.

change ip-codec-set 1 Page 2 of 2

IP Codec Set

Allow Direct-IP Multimedia? n

Mode Redundancy
FAX t.38-standard 0
Modem off 0
TDD/TTY us 3
Clear-channel n 0
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4.5. Configure IP network Region

Use the change ip-network-region n command where n is the number of the network region
used. Set the Intra-region IP-IP Direct Audio and Inter-region IP-IP Direct Audio fields to
yes. For the Codec Set, enter the corresponding audio codec set configured in Section 4.4. Set
the Authoritative Domain to the SIP domain. Retain the default values for the remaining fields,
and submit these changes.

Note: In the test configuration, network region 1 was used. If a new network region is needed
or an existing one is modified, ensure to configure it with the correct parameters.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: avaya.com
Name: Enterprise
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
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4.6. Administer SIP Trunks with Avaya Aura™ Session Manager

Two SIP trunks are needed for the configuration presented in these notes: one for calls within the
Enterprise and another one for calls with Dialogic IMG Gateway. To administer a SIP Trunk on
Communication Manger, two intermediate steps are required, creation of a signaling group and
trunk group.

4.6.1. Add SIP Signaling Group for Calls within the Enterprise

Use the add signaling-group n command, where n is an available signaling group number, for
one of the SIP trunks to the Session Manager, and fill in the indicated fields. Default values can
be used for the remaining fields:

Group Type:
Transport Method:

Near-end Node Name:

Far-end Node Name:

Near-end Listen Port:

Far-end Listen Port:
Far-end Domain:
DTMF over IP:

Submit these changes.

sip

tls

C-LAN node name from Section 4.2 (i.e., clan).

Session Manager node name from Section 4.2 (i.e. SM100).
5061

5061

avaya.com

rtp-payload

add signaling-group 3

Group Number: 3

Page 1 of 1
SIGNALING GROUP

Group Type: sip

Transport Method: tls

IMS Enabled? n

Near-end Node Name:
Near-end Listen Port:

IP Video? n

clan Far-end Node Name: SM100
5061 Far-end Listen Port: 5061

Far-end Network Region: 1

Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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4.6.2. Configure a SIP Trunk Group for Calls within the Enterprise

Add the corresponding trunk group controlled by this signaling group via the add trunk-group
n command, where n is an available trunk group number and fill in the indicated fields.

e Group Type: sip

¢ Group Name: A descriptive name (i.e. to AuraSM)

e TAC: An available trunk access code (i.e. 803)

e Service Type: tie

¢ Signaling Group: The number of the signaling for outbound calls (i.e. 3)

e Number of Members: The number of SIP trunks to be allocated to calls routed to

Session Manager (must be within the limits of the total
trunks available from licensed verified in Section 4.1)

add trunk-group 3 Page 1 of 21
TRUNK GROUP

Group Number: 3 Group Type: sip CDR Reports: y
Group Name: To AuraSM COR: 1 TN: 1 TAC: 803
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Signaling Group: 3
Number of Members: 30

Navigate to Page 3 and change Numbering Format to public. Use default values for all other
fields.

add trunk-group 3 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y
Numbering Format: public
UUI Treatment: service-provider
Replace Restricted Numbers? n
Replace Unavailable Numbers? n
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4.6.3. Add SIP Signaling Group for Dialogic IMG1010 Gateway

To accept inbound calls from the IMG 1010 Gateway, it is necessary to configure a sip signalling
group. Use the add signaling-group n command, where n is an available signaling group
number, for one of the SIP trunks to the Session Manager, and fill in the indicated fields. Default
values can be used for the remaining fields:

e Group Type: sip
e Transport Method: tls
e Near-end Node Name: C-LAN node name from Section 4.2 (i.e. clan)
e Far-end Node Name:  Session Manager node name from Section 4.2 (i.e. SM100)
e Near-end Listen Port: 5061
e Far-end Listen Port: 5061
¢ Far-end Domain: Leave it blank
e DTMF over IP: rtp-payload
add signaling-group 2 Page 1 of 1
SIGNALING GROUP
Group Number: 2 Group Type: sip

Transport Method: tls
IMS Enabled? n
IP Video? n

Near-end Node Name: clan Far-end Node Name: SM100
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain:

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 15
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4.6.4. Configure a SIP Trunk Group for Dialogic IMG1010 Gateway

Add the corresponding trunk group controlled by this signaling group via the add trunk-group
n command, where n is an available trunk group number and fill in the indicated fields.

e Group Type: sip

¢ Group Name: A descriptive name (i.e. GWInbound)

e TAC: An available trunk access code (i.e. 804)

e Service Type: tie

e Signaling Group: Number of the signaling group added in Section 4.6.3 (i.c. 4)

e Number of Members: The number of SIP trunks to be allocated to calls routed to

Session Manager (must be within the limits of the total trunks
available from licensed verified in Section 4.1)

Note: The number of members determines how many simulataneous calls can be processed by
the trunk through Session Manager.

add trunk-group 4 Page 1 of 21
TRUNK GROUP

Group Number: 4 Group Type: sip CDR Reports: y
Group Name: GWInbound COR: 1 TN: 1 TAC: 804
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Signaling Group: 4
Number of Members: 10

Navigate to Page 3 and change Numbering Format to public. Use default values for all other
fields. Submit these changes.

add trunk-group 4 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
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4.7. Configure Route Patterns

Configure two route patterns to correspond to the newly added SIP trunk groups. Use change
route pattern n command, where n is an available route pattern. When changing the route
pattern, enter the following values for the specified fields, and retain the default values for the
remaining fields. Submit these changes.

e Pattern Name: A descriptive name (i.e., toSessionManager)

e Grp No: The trunk group number from Section 4.6.2
e FRL: Enter a level that allows access to this trunk, with 0 being least
restrictive
change route-pattern 3 Page 1 of 3
Pattern Number: 3 Pattern Name: toSessionManager
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 3 0 n user
28 n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering
LAR
01 2M4wW Request Dgts Format
Subaddress
l: yyyyyn n unre none
2: yyyyyn n rest none

4.8. Configure Public Unknown Numbering

Use the change public-unknown-numbering 0 command to assign number presented by
Communication Manager for calls leaving Session Manager. Add an entry for the Extensions
configured in the dialplan. Enter the following values for the specified fields, and retain default
values for the remaining fields. Submit these changes.

e Ext Len: Number of digits of the Extention i.e. 4

e Ext. Code: Digits beginning the Extention number, i1.e. 30

e Trk Group: Leave it blank (meaning any trunk)

e CPN Prefix: Leave it blank

e Total CPN Len Number of digits i.e. 4
change public-unknown-numbering 0 Page 1 of 2

NUMBERING - PUBLIC/UNKNOWN FORMAT
Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len
Total Administered: 1
4 30 4 Maximum Entries: 9999
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4.9. Administer AAR Analysis

This section provides sample Automatic Alternate Routing (AAR) used for routing calls with
dialed digits 35xx corresponding to SIP endpoint registered on Session Manager. Use the change
aar analysis 0 command and add an entry to specify how to route calls to 35xx. Enter the
following values for the specified fields and retain the default values for the remaining fields.
Submit these changes.

e Dialed String:  Dialed prefix digits to match on, in this case 35

e Total Min: Minimum number of digits, in this case 4

e Total Max: Maximum number of digits, in this case 4

¢ Route Pattern: The route pattern number from Section 4.7 i.e. 3

e C(Call Type: aar

change aar analysis 0 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
35 4 4 3 aar
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4.10. Administer ARS Analysis

This section provides sample Auto Route Selection (ARS) used for routing calls with dialed
digits beginning with 0 corresponding to national numbers accessible via the IMG 1010. Use the
change ars analysis 0 command and add an entry to specify how to route calls. Enter the
following values for the specified fields and retain the default values for the remaining fields.
Submit these changes.

e Dialed String:  Dialed prefix digits to match on, in this case 0
e Total Min: Minimum number of digits, in this case 3
e Total Max: Maximum number of digits, in this case 25

Route Pattern: The route pattern number from Section 4.7 i.e. 3
e C(Call Type: pubu

Note that additional entries may be added for different number destinations.

change ars analysis 0 Page 1 of 2
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
0 3 25 3 pubu n

4.11. Save Translations

Configuration of Communication Manager is complete. Use the save translations command to
save these changes.

save translation
SAVE TRANSLATION
Command Completion Status Error Code

Success 0
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5. Configure Avaya Aura’™ Communication Manager Feature

Server

This section shows the configuration in Communication Manager. All configurations in this
section are administered using the System Access Terminal (SAT). These Application Notes
assumed that the basic configuration has already been administered. For further information on
Communication Manager, please consult with References [10] and [13]. The procedures include
the following areas:

Verify Avaya Aura™ Communication Manager License
Administer System Parameters Features
Administer IP Node Names

Administer IP Network Region and Codec set
Administer SIP Signalling Group and Trunk Group
Administer Route Pattern

Administer Private Numbering

Administer Dial Plan and AAR analysis
Administer ARS analysis

Administer Feature Access Codes

Save Changes

5.1. Verify Avaya Aura'™ Communication Manager License

Use the display system-parameter customer options command to verify whether the
Maximum Administered SIP Trunks field value with the corresponding value in the used
column. The difference between the two values needs to be greater than or equal to the desired
number of simultaneous SIP trunk connections.

Note: The license file installed on the system controls the maximum features permitted. If there
is insufficient capacity or a required feature is not enabled, contact an authorized Avaya sales
representative to make the appropriate changes.

display system-parameters customer-options Page 2 of 10

OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 100 0
Maximum Concurrently Registered IP Stations: 450 0
Maximum Administered Remote Office Trunks: O 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: 0 0
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 100 0
Maximum Video Capable IP Softphones: 100 0
Maximum Administered SIP Trunks: 100 50
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5.2. Administer System Parameters Features

Use the change system-parameters features command to allow for trunk-to-trunk transfers.
This feature is needed to allow for transferring an incoming/outgoing call from/to a remote
switch back out to the same or different switch. For simplicity, the Trunk-to-Trunk Transfer
field was set to all to enable all trunk-to-trunk transfers on a system wide basis.

Note: This feature poses significant security risk and must be used with caution. As an
alternative, the trunk-to-trunk feature can be implemented using Class Of Restriction or Class Of
Service levels.

change system-parameters features Page 1 of 18
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? y
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n

Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20

AAR/ARS Dial Tone Required? y
Music/Tone on Hold: none
Music (or Silence) on Transferred Trunk Calls? no
DID/Tie/ISDN/SIP Intercept Treatment: attd
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n
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5.3. Administer IP Node Names

Use the change node-names ip command to add entries for Communication Manager and
Session Manager that will be used for connectivity. In the sample network, the processor
Ethernet interface procr and 193.120.221.180 are entered as name and IP Address for the
signalling in Communication Manager running on the Avaya S8300 Server. In addition, SM100
and 193.120.221.154 are entered for Session Manager.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
default 0.0.0.0
procr 193.120.221.180
sml100 193.120.221.154

5.4. Administer IP Network Region and Codec Set

Use the change ip-network-region n command, where n is the network region number to
configure the network region being used. In the sample network ip-network-region 1 is used. For
the Authoritative Domain field, enter the SIP domain name configured for this enterprise and a
descriptive Name for this ip-network-region. Set Intra-region IP-IP Direct Audio and Inter-
region IP-IP Direct Audio to yes to allow for direct media between endpoints. Set the Codec
Set to 1 to use ip-codec-set 1.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name: Enterprise
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6

Audio 802.1lp Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n

H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5

Keep-Alive Count: 5
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Use the change ip-codec-set n command where n is codec set used in the configuration. A list of
supported by the interoperability compliance testing is presented in Section 1.1 The ITU
G.711A-law is described here. Configure the IP Codec Set as it follows:

e Audio Codec: Set G.711A

Retain the default values for the remaining fields.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711Aa n 2 20
2
3:
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5.5. Administer SIP Trunks with Avaya Aura™ Session Manager

In the test configuration, Communication Manager acts as a Feature Server in this case, trunks
with Session Manager must be IMS enabled. Two SIP trunks are needed for the configuration
presented in these notes: one for calls with IMG1010 and another one for calls within the
Enterprise. To administer a SIP Trunk on Communication Manger, two intermediate steps are
required, creation of a signaling group and trunk group

5.5.1. Add SIP Signaling Group for Calls within the Enterprise

Use the add signaling-group n command, where n is an available signaling group number, for
one of the SIP trunks to the Session Manager, and fill in the indicated fields. Default values can
be used for the remaining fields:

e Group Type: sip
e Transport Method: tls
e IMS Enabled: y
e Near-end Node Name: procr
e Far-end Node Name:  Session Manager node name from Section 5.3 (i.e. sm100)
e Near-end Listen Port: 5061
e Far-end Listen Port: 5061
e Far-end Domain: avaya.com
e DTMF over IP: rtp-payload
add signaling-group 1 Page 1 of 1
SIGNALING GROUP
Group Number: 1 Group Type: sip

Transport Method: tls
IMS Enabled? y
IP Video? n

Near-end Node Name: procr Far-end Node Name: sml00
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 30
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5.5.2. Configure a SIP Trunk Group for Calls within the Enterprise

Add the corresponding trunk group controlled by this signaling group via the add trunk-group
n command, where n is an available trunk group number and fill in the indicated fields.

e Group Type: sip

¢ Group Name: A descriptive name (i.e. with-SessionManager)

e TAC: An available trunk access code (i.e. 101)

e Service Type: tie

e Signaling Group: The number of the signaling group associated (i.e. 1)

e Number of Members: The number of SIP trunks to be allocated to calls routed to

Session Manager (must be within the limits of the total
trunks available from licensed verified in Section 5.1)

add trunk-group 1 Page 1 of 21
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y
Group Name: with-SessionManager COR: 1 TN: 1 TAC: 101
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Signaling Group: 1
Number of Members: 20

Navigate to Page 3 and change Numbering Format to private. Use default values for all
other fields.

add trunk-group 1 Page 3 of 21

TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y
Numbering Format: private

UUI Treatment: service-provider

Replace Restricted Numbers? n

Replace Unavailable Numbers? n
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5.5.3. Add SIP Signaling Group for IMG 1010

Use the add signaling-group n command, where n is an available signaling group number, for
one of the SIP trunks to the Session Manager, and fill in the indicated fields. Default values can
be used for the remaining fields:

Group Type:
Transport Method:
IMS Enabled:

Near-end Node Name:

Far-end Node Name:

Near-end Listen Port:

Far-end Listen Port:
Far-end Domain:
DTMF over IP:

sip

tls

y

procr

Session Manager node name from Section 5.3 (i.e. sm100)
5061

5061

Leave it blank

rtp-payload

add signaling-group 3

Group Number: 3

Page 1 of 1
SIGNALING GROUP

Group Type: sip

Transport Method: tls

IMS Enabled? y

IP Video? n

Near-end Node Name: procr Far-end Node Name: sml00
Near-end Listen Port: 5061 Far-end Listen Port: 5061

Far-end Domain:

Far-end Network Region: 1

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 30
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5.5.4. Configure a SIP Trunk Group for IMG1010

Add the corresponding trunk group controlled by this signaling group via the add trunk-group
n command, where n is an available trunk group number and fill in the indicated fields.

e Group Type: sip

¢ Group Name: A descriptive name (i.e. OUTSIDE CALL)

e TAC: An available trunk access code (i.e. 103)

e Service Type: tie

e Signaling Group: The number of the signaling group associated (i.e. 3)

e Number of Members: The number of SIP trunks to be allocated to calls routed to

Session Manager (must be within the limits of the total
trunks available from licensed verified in Section 5.1)

Note: The number of members determines how many simulataneous calls can be processed by
the trunk through Session Manager.

add trunk-group 3 Page 1 of 21
TRUNK GROUP

Group Number: 3 Group Type: sip CDR Reports: y
Group Name: OUTSIDE CALL COR: 1 TN: 1 TAC: 103
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Signaling Group: 3
Number of Members: 30

Navigate to Page 3 and change Numbering Format to private. Use default values for all
other fields. Submit these changes.

add trunk-group 3 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
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5.6. Configure Route Patterns

Configure two route patterns to correspond to the newly added SIP trunk groups Use change
route pattern n command, where n is an available route pattern.

5.6.1. Route Pattern for Enterprise Calls
When changing the route pattern, enter the following values for the specified fields, and retain
the default values for the remaining fields. Submit these changes.

e Pattern Name: A descriptive name (i.e. toSessionManager)

e Grp No: The trunk group number from Section 5.5.2
e FRL: Enter a level that allows access to this trunk, with 0 being least
restrictive
change route-pattern 1 Page 1 of 3
Pattern Number: 1 Pattern Name: toSessionManager
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 1 0 n user
2: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering
LAR
01 2M4W Request Dgts Format
Subaddress
l: yyyyyn n unre none
2: yyyyyn n rest none
none

5.7. Administer Private Numbering

Use the change private-numbering command to define the calling party number to be sent out
through the SIP trunk. In the sample network configuration below, all calls originating from a 4-
digit extension (Ext Len) beginning with 35 (Ext Code) will result in a 4-digit calling number
(Total Len). The calling party number will be in the SIP “From” header.

change private-numbering 0
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp (s) Prefix Len
4 35 4 Total Administered: 1
Maximum Entries: 540
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5.8. Administer Dial Plan and AAR analysis

Configure the dial plan for dialing 4-digit extensions beginning with 30 to stations registered
with Communication Manager Access Element . Use the change dialplan analysis command to
define Dialed String 350 as an aar Call Type.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
1 3 dac
30 4 aar
35 4 ext
9 1 fac
w 1 fac

Use the change aar analysis n command where n is the dial string pattern to configure an aar
entry for Dialed String 30 (Extensions on Communication Manager Access Element) to use
Route Pattern 1 (defined in Section 5.6.1).

change aar analysis 0 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
30 4 4 1 aar n
35 4 4 1 aar n
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5.9. Administer ARS Analysis

This section provides sample Auto Route Selection (ARS) used for routing calls with dialed
digits beginning with 0 corresponding to national numbers accessible via the IMG 1010. Use the
change ars analysis 0 command and add an entry to specify how to route calls. Enter the
following values for the specified fields and retain the default values for the remaining fields.
Submit these changes.

e Dialed String: Dialed prefix digits to match on, in this case 0

e Total Min: Minimum number of digits, in this case 3

e Total Max: Maximum number of digits, in this case 25

¢ Route Pattern: The route pattern number from Section 5.6.1 i.e. 1
e C(Call Type: pubu

Note that additional entries may be added for different number destinations.

change ars analysis 0 Page 1 of 2
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
0 3 25 1 pubu n

5.10. Administer Feature Access Code

Configure a feature access code to use for AAR routing. Use the change feature access code
command to define an Auto Alternate Routing (AAR) Access Code and for Auto Route
Selection (ARS). In these notes, 9 and * were used.

change feature-access-codes Page 1 of 8
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code:

Abbreviated Dialing List2 Access Code:

Abbreviated Dialing List3 Access Code:

Abbreviated Dial - Prgm Group List Access Code:

Announcement Access Code:

Answer Back Access Code:

Attendant Access Code:

Auto Alternate Routing (AAR) Access Code:

Auto Route Selection (ARS) - Access Code 1: Access Code 2:

Automatic Callback Activation: Deactivation:

©

*

5.11. Save Changes

Use the save translation command to save all changes.

save translation
SAVE TRANSLATION
Command Completion Status Error Code
Success 0
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6. Configure Avaya Aura'™ Session Manager

This section provides the procedures for configuring Session Manager, assuming it has been
installed and licensed as described in Reference [3]. The procedures include adding the
following items:
e Specify SIP Domain
Add Locations
Add Adaptations
Add SIP Entities
Add Entity Links
Add Routing Policies
Add Dial Patterns
Add Session Manager
Add Communication Manager as Feature Server
Add Users for Sip Phones

Configuration is accomplished by accessing the browser-based GUI of System Manager, using
the URL http://<ip-address>/SMGR, where <ip-address> is the IP address of System
Manager. Log in with the appropriate credentials and accept the Copyright Notice. The menu
shown below is displayed. Expand the Network Routing Policy Link on the left side as shown.

Wakome, aamin Lait Lo on ac Mac. 25, 2010 L 25 aM
AVAyA fyaya sura™ Systemn Manager 5.2 Helo  Log aF

Hame } Netwark Rauting Palicy

b Asget Managensent Introduction to Network Routing Policy {NRP}
, Communication System
Hanagement Metwork Routing Policy cansists of several MRP applications like "Domains", "Locations", "SIP Entities", ete,

b Uaer Managenent The recemmended order to use the MRP applications (that means the overall NRP workflaw) to configure yeur network configuration is a5 follows:

b Manitaring
Step 1: Create "Domains” of type SIP (ather MRP applications are referring domains of type SIP),
Maplalans Step 2: Create "Locations”
Cial Palleins Step 31 Create "Adaptations”
Loty (s Step d: Create "SIP Entitias"
Lacatanz

- SIP Entities that are uzed as "Outhound Proxies" e.9. 3 certain "Gateway" or "SIP Trunk"
Reguk Exprezsans
Rauiing Palces - Create all "sther SIP Entities" (Session Manager, CM, SIP/PSTN Gateways, SIP Trunks)
SIP Damainz - fizsign the appropriate "Locations", "Adaptations” and "Cutbound Proxies”

SIP Enliles Stap S5t Create the "Entity Links"
T Ran
e B - Between Session Managers
Paizanal Fallings
. - Between Session Managers and "other SIP Entities"
b Security

b Applications Step 6: Create "Time Ranges"

» Settings - Align with the tariff information received from the Service Providers

b Seszian Marager

Step Ti Create "Routing Policies"

Shartcuts - Assgign the appropriate "Routing Destination” and "Time Of Day"
Change Pazswaia (Time OF Day = assign the appropriate “Time Range" and define the “Ranking®)
Langing Page

Step 8i Create "Dial Pattern”
Help far fmpart &l Dala

Help fa1 Expar &1l Dats
Help lay Cammitting canliguiatian Step i Create "Reqular Expressions”

- Assign the appropriate "Locations" and "Routing Policies" to the "Dial Pattern"

hangex - Aizsign the appropriate "Routing Policies" to the "Regular Expressions”
Each "Routing Policy” defines the "Routing Destination” (which is a "SIP Entity") as well as the "Time of Day" and its associated "Ranking",
IMPORTAMT: the appropriate dial patterns are defined and azsigned afterwards with the help of NRP application "Dial pattern”, That's why thiz overall NRP workflow can be interpreted az
*Dial Pattem driven approach to define routing policies™
That means (with regard to steps listed above):

Step T: "Routing Polices" are defined

Step &: "Dial Pattern” are defined and assigned to "Routing Policies” and "Locations" (one step)

Step 9t "Regular Expressions" are defined and assigned to "Routing Policies” (one step)
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6.1. Specify SIP Domain

Add the SIP domain for which the communications infrastructure will be authoritative. Do this
by selecting SIP Domains on the left and clicking the New button on the right. The following
screen will then be shown. Fill in the following fields and click Commit.

e Name:
e Type
e Notes:

The authoritative domain name (e.g. avaya.com)
Select sip
Descriptive text (optional)

AVAYA

R.outing

¢ Asset Management

Communication System
Management

¢ User Management

¢ Monitorng

* Network Routing Policy

Adaptations

Cial Patterns

Entity Links=
Locations

Fegular Expressions
Routing Policies

SIP Domains

SIP Entities

Time Ranges

Welcarne, admin Last Logaged on at Mar, 26,

Avaya Aura™ System Manager 5.2 czoiniziesaw

Help | Log off

ZIP Domains

Domain Management

Commitl Cancel |

1 Itermn | Refresh Filter: Enable

MName | Type | Default | Notes
#favaya.conm | sip - [l

* Input Required

e
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6.2. Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside, for
purposes of bandwidth management. A single location is added to the configuration for
Communication Manager Access Element, Feature Server and Dialogic IMG 1010 Gateway.

To add a location, select Locations on the left and click on the New button on the right. The
following screen will then be shown. Fill in the following:

Under General:
e Name: A descriptive name
¢ Notes: Descriptive text (optional)
e Managed Bandwidth: Leave the default or customize as described in [5]

Under Location Pattern:

e IP Address Pattern: A pattern used to logically identify the location. In these
Application Notes, the pattern selected defined the networks
involved e.g. 193.120.221.* for referring the Enterprise network
and 208.209.43.* for IP network where the IMG 1010 Gateway
resides.

e Notes: Descriptive text (optional)

The screen below shows addition of the Enterprise location, which includes all the components
of the compliance environment. Click Commit to save.

WWelcome, admin Last Logged on at &pr, 14,
AVAVA Avaya Aura™ System Manager 5.2 zoisiooomm

Help | Log off

k Routing Polic oca =/ Location Details

b Asset Management Location Details Cancell

Communication System
Management
General

¢ User Management

» Monitoring * Name:

¥ Network Routing Policy Notes:
Adaptations
Cial Patterns Managed Bandwidth:

Entity Links * Awerage Bandwidth per Call: 50| | Kbit'sec ;I

* Time to Live (secs): 3600
Regular Expressions

Routing Palicies

S Brecefing Location Pattern

SIP Entities Addl Remo-.-el
Tirne Ranges 2 Ttermns | Refresh Filter: Enabla

Paersonal Settings

I IP Address Pattemn Notes
} Security
+ Applications r
) sattngs r
Beasionliiananes Select : All, Mone [ 0 of 2 Selected )
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6.3. Add Adaptations

In order to maintain digit manipulation centrally on Session Manager, an adaptation module can
be configured with numbering plan offered from the PSTN Service Provider. Alternatively the
numbering plan translation can be implemented in the Dialogic IMG 1010 Gateway. Note that
the Digit Conversion for Outgoing Calls from SM will modify the P-Al field in the SIP invite,
requiring the IMG 1010 privacy setting as described in Section 7.2.3. To add an adaptation,
under the Network Routing Policy select Adaptations on the left and click on the New button
on the right. The following screen will then be shown. Fill in the following:

Under General:
Name: A descriptive name, i.e. IMG_DigitConversionAdapter
Module Name: From the dropdown list select DigitConversionAdapter

Module Parameter: Leave it blank

Under Digit Conversion for Incoming Calls to SM:

Matching Pattern: The dialed number from the PSTN

Min/Max: Minimum/Maximum number of digits
Delete: Digits to be deleted
Insert Digits: Digit to be added

Address to modify: Select destination

Under Digit Conversion for Outgoing Calls from SM:

The screen below is the Adaptation detail page. Click Commit to save the changes.

Matching Pattern: The dialed number from enterprise network

Min:/ Max: Minimum/ Maximum number of digits
Delete: Digits to be deleted
Insert Digits: Digit to be added

Address to modify: Select origination
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AVAYA

» Asset Management

, Communication System
Management

} User Management
» Monitoring
~ Network Routing Policy
Dial Patkerns
Entity Links
Locations
Regular Expressions
Routing Policies
SIP Domains
SIP Entitiss
Tirme Ranges
Personal Settings
» Security

» Applications

» Settings

} Session Manager

Shortcuts

Change Passward

Help for Adaptation Details
fields

Help for Committing
configuration changes

Avaya Aura™ System Manager 5.2

Adaptation Detai

Adaptation Details

General

# Adaptation name: 6MG_DigitConversmnAdapter ]

Module name: tConversionAdapter

Module parameter:

Egress URI Parameters:

MNotes:

(Digit Conversion for Incoming Calls to SM]

ﬂl Rermoue

1 Itemn | Refresh

Welcome, admin Last Logazd on at Apr. 14, 2010
10:00 &AM

Help | Log off

canal

Filter: Enable

r ‘ Matching Pattern | Min | Man ‘ Delete Digits | Insert Digits

‘ Address to modify | Notes ‘

(nl O O O

destination = | m odifies Tot on Inboud 1)

Select ¢ &ll, Hone (0 of 1 Selected )

{Digit Conversion for Outgoing Calls from SM)

A_ddl Rermnoue

1 Itemn | Refresh

Filter: Enable

r ‘ Matching Pattern - | Min | Man ‘ Delete Digits | Insert Digits

Address to modify | Notes ‘

- Ge * o #

arigination = |

madifies P-ALt on Outbound ']

Select : &ll, Hone (0 of 1 Selected )
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6.4. Add SIP Entities

A SIP Entity must be added for Session Manager and for each SIP-based telephony system
supported by it using SIP trunks. In the sample configuration, a SIP Entity is added for the
Session Manager, the C-LAN board in the Avaya G650 Media Gateway for the Communication
Manager Access Element, the Proc interface for the Communication Manager Feature Server and
the Dialogic IMG 1010 Gateway on the Service Provider.

6.4.1. Adding Avaya Aura"™ Communication Manager Access Element SIP
Entity
To add a SIP Entity, navigate Network Routing Policy = SIP Entities on the left and click on
the New button on the right.
Under General:
e Name: A descriptive name (i.e. CM-AE)
e FQDN or IP Address: IP address of the signaling interface of CLAN board in the
G650 Media gateway, i.e. 193.120.221.132

e Type: Select CM
e Location: Select one of the locations defined previously i.e. Enterprise
e Time Zone: Time zone for this entity

Defaults can be used for the remaining fields. Click Commit to save SIP Entity definition. The
following screen shows addition of Communication Manager Access Element.

Welcarme, admin Last Logged on at Mar, 26,
AVAyA Avaya Aura™ System Manager 5.2 20101205 am

Help | Log off

SIP Entity Details

» Asset Management SIP Entity Details {Cornrmit] Cancell
Communicaton System
Management General
¢ User Management * Name: {CM-AF b
k Monitoring
* FQDM or IP Address: {195,170.221.132
' Metwork Routing Policy
Type: { CM -
Adaptations ¥F - _I
Dial Patterns Hotes:
Entity Links
Locations= Adaptation: ;I
Regular Expressions Location: L
Routing Policies Time Zone: [[Europe/Cublin =1
SIP Dornains Override Port & Transport with DNS r
5 SR¥:
5IP Entities
Tirne Ranges * SIP Timer B/F (in seconds): |4
Personal Settings Credential name:

b Security Call Detail Recording: |none ;I

¢ Applications

b Settings SIP Link Monitoring
F Session Manager SIP Link Monitoring: |Use Session Manager Configuration ;I
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6.4.2. Adding Avaya Aura™ Communication Manager Feature Server SIP
Entity

To add a SIP Entity, navigate Network Routing Policy > SIP Entities on the left and click on
the New button on the right.

Under General:

e Name: A descriptive name (i.e. CM-FS)

e FQDN or IP Address: IP address of the Proc interface of S8300 Server, i.e.
193.120.221.180

e Type: Select CM

e Location: Select one of the locations defined previously i.e. Enterprise

e Time Zone: Time zone for this entity

Defaults can be used for the remaining fields. Click Commit to save SIP Entity definition. The
following screen shows addition of Communication Manager Feature Server.

Welcome, admin Last Logged on at Mar, 28,
™M
AVA\/A Avaya Aura™ System Manager 5.2 2010 12125 AM
Help | Log off
SIP Entity Details
» Asset Management SIP Entity Details Cancell
Communication Sysbtem
Management General
¢ User Management * Mame: {CM-F5 o
b bMonitorin
9 * FQDN or IP Address: |(93,120.721.160
* Metwork Routing Policy
Type: {EE ) -
Adaptations ¥P _I
Dial Patterns MNotes:
Entity Links
Locations Adaptation: ;I
Regular Expressions Location: (Enterprise - [
Routing Policies Time Zone: JEurope/Cublin =]
SIP Domains DOverride Port & Transport with DNS r
SIP Entities SRV:
Tirme Ranges * SIP Timer B/F (in seconds): |4
Personal Settings credential name:

b Security Call Detail Recording: |none ;I

» Applications

b Settings SIP Link Monitoring
F Session Manager SIP Link Monitoring: |Jse Session Manager Configuration ;I
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6.4.3. Adding Dialogic IMG 1010 Gateway SIP Entity

Navigate Network Routing Policy - SIP Entities on the left and click on the New button on
the right.

Under General:

e Name: A descriptive name (i.e. Gateway)

e FQDN or IP Address: [P address of the signaling interface of IMG 1010 Gateway, i.e.
208.209.43.59

e Type: Select Gateway

e Adaptation: Select the adaptation created in Section 6.3 i.¢.
IMG_DigitConversionAdapter

e Location: Select one of the locations defined previously i.e. Enterprise

e Time Zone: Time zone for this entity

Defaults can be used for the remaining fields. Click Commit to save SIP Entity definition. The
screen below shows the configuration of the SIP Entity related to Dialogic IMG 1010.

Wealcome, admin Lazt Logged on at &pr. 14, 2010
AVA\/A\ Avaya Aura™ System Manager 5.2 10100 A
Help | Log off
Home / Metwork Routing Policy / SIP Entities / SIP Entity Details
b Asset Managerment SIP Entity Details Cancell
Communication System
Management General
} User Management # Name: b
b Monitorin
a9 * QDN or IP Address: (203.209.43.59
* Nehwork Routing Policy
prm—— vpe =
Dial Patterns Notes:
Entity Links
Leeiiens Adaptation: ﬁMG_DigitConuersionAdapterl vI
Regular Expressions Location: ~|*
Routing Policies Time Zone: {Europe/Dublin | il
sl

SIP Domains

SIP Entities

Tirme Ranges

Override Port & Transport with DNS SRV: [

* SIP Timer B /F (in seconds): 4

Personal Settings Credential name:

F Security Call etail Recording: |none ;I
» Applications

} Settings SIP Link Monitoring

} Session Manager SIP Link Monitoring: |Use Session Manager Configuration ;I
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6.4.4. Adding Avaya Aura™ Session Manager SIP Entity

Navigate Network Routing Policy - SIP Entities on the left and click on the New button on
the right.

Under General:

e Name: A descriptive name, i.e. SessionManager
e FQDN or IP Address: IP address of the Session Manager i.e. 193.120.221.154, the
SM-100 Security Module

e Type: Select Session Manager

e Location: Select one of the locations defined previously

e Outbound Proxy: Select the SIP Entity defined previously for IMG, i.e. Gateway
e Time Zone: Time zone for this entity

Create two Port definitions, one for TLS and one for UDP. Under Port, click Add, and then edit
the fields in the resulting new row as shown below:

e Port: Port number on which the system listens for SIP requests
e Protocol: Transport protocol to be used to send SIP requests
e Default Domain The domain used (e.g., avaya.com)

Defaults can be used for the remaining fields. Click Commit to save each SIP Entity definition.
The following screen shows the addition of Session Manager.

Inlel . admin L. L d Apr, 02, 2010 4:25 AM
AVAyA Avaya Aura™ System Manager 5.2 e admin et eased et

Help | Log off

Horme f Metwork Routing Po 1P Entities / SIP Entity Details

b Asset Management SIP Entity Details Cancall
Communication System
Management General
» User Management # Name: 3
b Monitoring # FQDMN or IP Address: {193,120.221,154 )
T Metwork Routing Policy
Type: =l
Adaptations
Dial Pattarns Notes:
Entity Links
Locations Location: '
Regular Expressions Outbound Proxy: {Gateway =)
Routing Policies Time Zone: {Europe/Cublin =1
S e Credential name:
IP Entities
Time Ranges SIP Link Monitoring

Personal Settings SIP Link Monitoring: |Use Session Manager Configuration = |
} Security
» Applications
}» Settings Entity Links
Entity Links can be modified after SIP Entity is committed.

} Session Manager

Port

Shortcuts (ad) Remwel
Change Password
Help for SIP Entity Details 2 Iterns | Refresh Filter: Enable
fields I~ Port Protocol | Default Domain Notes
Help for Committing
configuration changes r (SDE‘D uce LI a“?"-‘ﬁm;l ]

M {oet TLs =] [svays.com =] )

Select : All, Hone [ 0 of 2 Selected )
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6.5. Add Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity link. To
add an Entity Link, select Entity Links on the left and click on the New button on the right. Fill
in the following fields in the new row that is displayed:

e Name: A descriptive name

e SIP Entity 1: Select the SessionManager entity

e Port: Port number to which the other system sends SIP requests

e SIP Entity 2: Select the name of the other system

e Port: Port number on which the other system receives SIP requests

e Trusted: Check this box, otherwise calls from the associated SIP Entity
specified will be denied

e Protocol: Select the transport protocol between UDP/TCP/TLS to align with the

definition on the other end of the link. In these Application Notes
TLS was used for Communication Manager Access Element and
Feature Server while UDP for Dialogic IMG 1010.

Click Commit to save each Entity Link definition. The following screen illustrates adding the
Entity Link for Communication Manager Access Element.

Welcome, admin Lazt Logged on at Apr. 07, 2010 9:51
AVAyA Avava Aura™ System Manager 5.2 o fresestenee

Help | Log off

twark Routing Policy / Entity Links

» Asset Management Entity Links Cancell

Communication System
Management

¢ User Management

F Monitoring

1 Iterm | Refrezh Filtar: Enable
[ Network R"h"g Policy Name SIP Entity 1 Protocol | Port SIP Entity 2 Port Trusted | Notes
A‘.:laptatlons * #{GessionManager v' {TLs v' * * ;I *
Dial Patterns
Cecstion # Input Required Commitl Cancel |

Regular Expressions

The screen below illustrates adding the Entity Link for Communication Manager Feature Server.

elcome, admin Last Logged on a [ i
AVAyA Avaya Aura™ System Manager 5.2 i pesttesaston sefen BT EE B

Help | Log off

Home / Metwork Routing Policy / Entity Links

» Asset Management Entity Links Cancell

Communication System
Management

» User Management

¥ Monitoring

1 Itern | Refrash Filter: Enable
¥ Network Routing Policy
. Name SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted Notes
Al “Gwows ) | (oo s) (s o) @) - o e ®
Dial Patterns
Lecillens #* Input Required Comm\tl Cancell
Regular Expressions
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The screen below illustrates adding the Entity Link Dialogic for IMG 1010 Sip Entity.

el . admin L L d Apro 14, 2010 10000
AVAyA Avaya Aura™ System Manager 5.2 Ay admin Fask Fogesdon atApr

Help | Log off

[ — Entity Links Cance\l

Communication System
Management

User Management

Monitoring 1 Itern | Refresh Filter: Enable

¥ Network Routing Policy

Name | SIP Entity 1 | Protocol | Port | SIP Entity 2 | Port | Trusted | Motes
Adaptations

#{sm-ima1010 || *{SessionManager =] {UbP o) *{G0e0]) *{Gateway =D *{oeo (i)
Dial Patterns
Locations ) | |
* Input Required Comrmit | Cancel

FRegular Expressions

The screen below summarizes the Entity Links view after the insertion of the three Entity Links.

el . admin L. L d &pr, 14, 2010 10000
AVAyA Avaya Aura™ System Manager 5.2 pag B et Lesaze en ax Aer

Help | Log off

} Asset Management Entity Links

Communication System

3
Management EditI NewI Duplicate Delete More Actions -| Carnrmit
} User Management

} Monitoring

3 Items | Refresh Filter: Enable
* Metwork Routing Policy
e r | Name | SIP Entity 1 | Protocol | Port | SIP Entity 2 Port Trusted Notes
Dial Pattarns l_ SM-CMAE SeszionManager TCR S060) CM-AE S060) [¥
Entity Links I_ SM-CMFS SeszionManager TLS S061 CM-F5 S061
Locations I_ SM-1ME1010 SeszionManager uocp S060 Gateway S060 ]

R lar E i
SISy EAprsEions Select ¢ All, Nore [ 0 of 3 Selected ]
Routing Policies
SIP Domains
SIP Entities

Tirme Rangas

Personal Settings
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6.6. Add Routing Policies

Routing policies describe the condition under which calls will be routed to the SIP Entities
specified in Section 5.3. Two routing policies must be added: one for Communication Manager
Access Element and one for the IMG 1010 Gateway. To add a routing policy, select Routing
Policies on the left and click on the New button on the right. The following screen is displayed.
Fill in the following:

Under General:
e Enter a descriptive name in Name
Under SIP Entity as Destination:
e C(Click Select, and then select the appropriate SIP entity to which this routing policy
applies
Under Time of Day:
e Click Add, and select the time range configured. In these Application Notes, the
predefined 24/7 Time Range is used

Defaults can be used for the remaining fields. Click Commit to save each Routing Policy
definition. The following picture shows the Routing Policy for Communication Manager Access
Element.

Welcome, admin Last Logged on at Apr, 07, 2010 51
™
/—\\/A\//—\ Avaya Aura™ System Manager 5.2 F
Help | Log off
Home / Metwork Routing Policy £ Routing Policies / Routing Policy Details
b Asset Management Routing Policy Details Cancell
Communication System
Managemeant |
¢ User Management Genera
} Monitoring # Mame: {P-to-CM-AE
¥ Metwork Routing Policy Disabled: [
Adaptations Notes: Routes to CM
Dial Patterns
Entity Links R R .
SIP Entity as Destination
Locations
Regular Expressions
Routing Policies Name FOQDN or IP Address Type MNotes
SIP Dormains CM-AE 193,120,221.,132 M
SIP Entities
Tirme Ranges Time of Day
Perzonal Settings Remouel View Gaps/Overlaps

F Security

» Applications 1 Itern | Refresh Filter: Enable
b Settings o Ranking 1. Name 2 . Mon Tue Wed Thu Fri Sat Sun Start Time End Time MNotes

EaSessionhlanacsy r o [~ [~ 4 ¥ F = [~ 00:00 23159 Always Active

Shortcuts Select : All, Mone [ 0 of 1 Selected )

Change Passward
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The following screen shows the Routing Policy for Dialogic IMG 1010.

AVAYA

Asset Management

Communication System
Management

User Management

Monitoring

Network Routing Policy

Adaptations
Dial Patterns
Entity Links
Locations

Regular Expressions

Routing Policies

Avavya Aura™ System Manager 5.2

Routing Policy Details

Routing Policy Details

General

Welcome, admin Last Logged an at &pr, 14,

2010 10:00 AR

* Name: {RP—to—Gateway]

Disablad: l-

Notes: |

SIP Entity as Destination

Help | Log off

Cancell

Name FQDHN or IP Address Type Notes
SIP Domnains ':Gatewan,ll 208.209.432.59 Gateway
SIP Entities
Tirme Ranges Time of Day
Personal Settings . Remouel View Gaps/Cuerlaps
Security
Applications 1 Item | Refresh Filter: Enable
Sertnoc 'l Ranking 1 =  Mame? . Mon @ Tue Wed Thu Fri Sat  Sun ‘_Srtart (2l Notes
e Time
Session Manager |
C b P W PP F B B oo o her
Shortcuts
Select : All, Mone [ O of 1 Selected )
Change Passward
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6.7. Add Dial Patterns

Dial patterns must be defined that will direct calls to the appropriate SIP Entity. In the sample
configuration, 4-digit extensions beginning with 30 reside on Communication Manager Access
Element, and numbers beginning with 0 with 3 to 25 digits reside on the Dialogic IMG 1010. To
add a dial pattern, select Dial Patterns on the left and click on the New button on the right. Fill
in the following, as shown in the screen below, which corresponds to the dial pattern for routing

calls to Communication Manager Access Element:

Under General:

Pattern:
Min:
Max:

Dialed number or prefix i.e. 30
Minimum length of dialed number i.c. 4
Maximum length of dialed number i.e. 4
SIP Domain: Select ALL

Under Originating Locations and Routing Policies, click Add, and then select the appropriate
location and routing policy from the list. Default values can be used for the remaining fields.
Click Commit to save this dial pattern. The following screen shows a sample dial pattern
definition for Communication Manager Access Element.

Welcome, admin Last Logged on st Apr, 07, 2010 9151
/—\\/AW\ Avaya Aura™ System Manager 5.2
Help | Log off
. Routing Policy / Dial Patterns / Dial Pattern Details
b Asset Management Dial Pattern Details Can:all
, Communication System
R ——
General
} User Management
} Monitoring * Pattarm:
~ Natwork Routing Policy * Min: @)
Adaptations + Max: @
Emergency Call: [~
Entity Links
Locations SIP Domain: [-ALL" B
Regular Expressions Notes:
Routing Policies
SIP Dormaing Originating Locations and Routing Policies
31 Entities
add]| Rermoue
Time Ranges
1 Itern Refresh Filkar: Eratle
Personal Settings
b Securi iginath o RS Routing . i .
L7 [~ | Originating Location Name 1 E"‘-":‘j‘“",‘f . z‘“‘"“‘-‘ Policy Rank 2 Policy 2"““;“9‘? olicy E";f"“,‘-f‘ .
Q= e ocation Notes ame R estination olicy Notes
» Settings I -aw- Any Locations RP-to-CM-AE o - CM-AE Routes to CM
+ Session M,
=i Lendgs Selact 1 All, Mane [ 0 of 1 Seleckad )
shortcuts
Change Password Denied Originating Locations
Help for Disl Pattern Details add | Ramoue
flalds
Hel for Location and Rauting 0 Iterns  Refresh Filter: Erable
Policy Lists I~ originating Location Motes
Help for Denied Location
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Repeat the process adding one or more dial patterns for the PSTN numbers that should be
reached from the Dialogic IMG 1010. Fill in the following, as shown in the screen below, which
corresponds to the dial pattern for routing calls to Dialogic IMG 1010:

Under General:

e Pattern: Dialed number or prefix i.e. 0
e Min: Minimum length of dialed number i.e. 3
e Max: Maximum length of dialed number i.e. 24

e SIP Domain: Select ALL

Under Originating Locations and Routing Policies, click Add, and then select the appropriate
location and routing policy from the list. Default values can be used for the remaining fields.
Click Commit to save this dial pattern. The following screen shows a sample the dial pattern
definition for PSTN reachable with Dialogic IMG 1010.

Wel . admin L L d Apr. 14, 2010 10:00 AR
AVAyA Avaya Aura™ System Manager 5.2 sleome, admin Last Logged on 3t Apr

Help | Log off

Horne / Metwork Routing Palicy / Dial Patterns / Dial Pattern Details

b Asset Management Dial Pattern Details Cancel

, Communication System
Managerent

[TV — General

[T — * Pattern: @
~ Network Routing Policy # mine {3
Adaptstions “ Max: @)

Dial Patterns
Emergency Call: [~

Entity Links
Locations SIP Domain: =

Regular Expressions Notes:

Routing Palicies

SIP Domaing Originating Locations and Routing Policies

SIP Entiti
nifies Remeve

Tirne Ranges
1 Itern | Refresh Filter: Enable
Personal Settings

} Securi Routing
L Rank 2 - Policy

Disabled
} Settings I o-aw- Any Locations RP-to-Gateway) 0 - Gateway

Reuting Policy Routing Policy

o ) _ Originating Location Routing Policy
» Applications B EEmmmloEmRem ame Destination Notes

} Session Manager

Selact : All, Mone ( 0 of 1 Selected )
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6.8. Add Avaya Aura™ Session Manager

To complete the configuration, adding the Session Manager will provide the linkage between
System Manager and Session Manager. Expand the Session Manager menu on the left and
select Session Manager Administration. Then click Add, and fill in the fields as described
below and shown in the following screen:

Under General:

SIP Entity Name:

Description:

Descriptive comment (optional)

Management Access Point Host Name/IP:
Enter the IP address of the Session Manager management interface

Under Security Module:

Select the name of the SIP Entity added for Session Manager

Network Mask: Enter the network mask corresponding to the IP address of the
SM100 interface (i.e., 255.255.255.128)
Default Gateway:  Enter the IP address of the default gateway for SM100 interface

(i.e., 193.120.221.129)

Use default values for the remaining fields. Click Commit to add this configuration to Session
Manager.

MB; Reviewed:

Welcarne, admin Last Logged on st Feb, 09, 2010
MAW\ Avaya Aura™ System Manager 5.2 5130 Fi
Help Log off
1 Manager on Manager Administration / Edit Session Manager
F Asset Management
Communication System Add Session Manager CLCE\I
Management
» User Management
L General | Security Module | Monitoring | COR | Personal Profile Manager (PPM) - Connection Settings | Event Server |
» Monitoring Expand all| Collapse all
» Network Routing Policy
» Security General =
» Settings Description
~ Session Manager w N
Management Access Point Hos!
ession Manager Name /1P 1593.120.221.153
Administration
Metwork Configuration *Direct Routing to Endpoints |Enable j
Device and Location
Configuration
Application Configuration )
Security Module =
Systern Status
Systern Tools SIP Entity IP Address [193.120.221.154
*Network Mask [255.255.255.128
Shortcuts
*pefault Gateway {193.120.221.129
Change Password
*
Help for Session Manager Call Control PHB (46
Adrinistration *Q0S Priority |6
Help for Page Fields +“Speed & Duplex |Auto j
YLAN ID
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6.9. Add Avaya Aura™ Communication Manager as a Feature Server
In order for Communication Manager to provide configuration and Feature Server support to SIP

phones when they register to Session Manager, Communication Manager must be added as an
application.

6.9.1. Create an Application Entry

Expand Application menu, select Entities on left, click on New (not shown). Enter the
following fields and retain defaults for the remaining fields.

Under Application:
e Name: Enter a descriptive name i.e. CM-featureServer
e Type: Select CM
e Node: Select Other.. and enter the IP address for CM SAT access i.e.

Welcarme, admin Last Logged an at Apr, 09,
AVAy/-\ Avaya Aura™ System Manager 5.2 zoin4zsam
Help | Log off
an Managernent / Applications Details
¢ Asset Management
S - - : Cornrmit
Communicaton System —_
P Management New CM Instance el
} User Management -
¢ Monitoring
. . " Application 1 PortAccess Point | Attributes)

P AT Expand All) Collapse All
¢ Security
* mpplications Application =

Seszrzion Manager 5.2 * Namne

Other Applications

SIP A5 8.0

Description
¢ Settings
¢ Session Manager
* Node =l
Shortcuts
MB; Reviewed: Solution & Interoperability Test Lab Application Notes 45 of 82
SPOC 4/28/2010 ©2010 Avaya Inc. All Rights Reserved. SM-AEFS-IMG



Navigate to the Attributes section and enter the following:
e Login: Login used for SAT access
e Password: Password used for SAT access
e Confirm Password: Password used for SAT access

Retain default values for the remaining fields. Click Commit to save.

{Attributes =]

Fassword srneen -]

fﬂnﬁrrn Password (ssssss )

Is S5H Connection [
* Port (5022
Alternate IP Address
RS A 55H Fingerprint (Primary IP)
R5A 55H Fingerprint (Alternate IP)
Is ASG Enabled [
ASG Key
Confirm ASG Key

Location

* Required Cornmit) Cancell
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6.9.2. Create a Feature Server Application

Navigate to Session Manger > Application Configuration > Applications on the left menu.
Click on New (not shown). Enter following fields and use defaults for the remaining fields:

e Name

A descriptive name

e SIP Entity Select the CM SIP Entity defined in Section 6.4.2

Click on Commit to save.

b Asset Management

Communication System

Management

b User Management

F Monitoring

} Network Routing Policy

b Security
» Applications
} Settings

¥ Session Manager

Session Manager
Adrministration

Configuration

Metwark Caonfiguration

Device and Location

Welcome, admin Last Logged on at Apr, 09, 2010

Avaya Aura™ System Manager 5.2 4128 AM

zonfiguration / Application Editor

Application Editor

Application Editor

* Name App-FeatureServer

*SIP
Entity

DescHption

Application Attributes {optional)

Nama | ¥alue

.

Application Configuration

= Application Sequences

Application Handle

URI Parameters

Help Log off

cancel]
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6.9.3. Create a Feature Server Application Sequence

From the left menu, navigate to Application Sequences under Session Manager Application
Configuration. Click on New (not shown). Enter a descriptive Name. Click on the + sign next
to the appropriate Available Applications and they will move up to the Applications in this

Sequence section. Click on Commit to save.

AVAYA

b Asset Management

Communication System
Management

} User Management

} Monitoring

b Metwork Routing Policy
} Security
» Applications

} Settings

¥ Session Manager

Session Manager
Administration

Metwark Configuration

Cevice and Location
Configuration

Application Configuration

= Applications

sl Application Sequences

= Irnplicit Users
Systemn Status

Systarn Taols

Shortcuts

Change Passwaord

Help for Application
Sequences

Help for Page Fields

Avaya Aura™ System Manager 5.2

prlication $equence Editor

Application Sequence Editor

Sequence Mame

* Name

Description

AppSeqg-FeatureServer

Applications in this Sequence

Move First |

Move Last I

Remove

1 Item

Sequence

-
last)

Order (first to

Name

SIP Entity

Welcome, admin Last Logged on at &pr, 09, 2010

4138 AM

mMandatory

Help Log off

e

Description

[ & = x

Select ! All, Mone [

‘ App-FeatureServer I

0 of 1 Selected )

Available Applications

1 Item | Refresh

‘._J Name

CM-FE

SIP Entity

~

Filter: Enable

Description

i+: | App-FeatureServer

CM-FS
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6.9.4. Synchronize Avaya Aura™ Communication Manager Data

Select Communications System Management - Telephony on the left. Select the appropriate

Element Name. Select Initialize data for selected devices, then click on Now. This may take
some time.

el . admin L. L d Apr, 09, 2010 &:17
AVAyA Avaya Aura™ System Manager 5.2 a e R basteasdon ot fer

Help | Log off

\ Management / Telephony

» Asset Management Synchronize CM Data and Configure Options
. Communication System
Management
Synchronize CM DatafLaunch Element Cut Through | Configuration Gptions |
= Call Conter Expand Al Collapse All
B Caverage
@ Groups Synchronize CM Data/Launch Element Cut Through =
& Metwork
& Parametars 1Item Rafrash Filter: Enable
@ Stations
& Systerm ird ‘ Element Name | FQDN/IP Address | Last Sync Time Sync Type Sync Status Location Softvrare Yersion

Ternplates April 9, 2010
'7 CM-featureServer| 193.120,221.180 400: 21 AM Incremental Completed ROL1SH02,1.016.4

Mezzaging +01:00
L =enanagemeant Select 1 All, None ( 1 of 1 Selected )
} Monitoring

+ Network Routing Paolicy

F Security {-ﬁ Initislize data for selected dauice;,l

} Applications © Incramental Sync data for selected devices

} Settings

} Session Manager e

shorteuts Schedule| _Gancel ELEC“:f”:
Throug

Change Passward

Use the menus on the left under Monitoring - Scheduler to determine when the task is
complete.

6.10. Add Users for SIP Phones

Users must be added via Session Manager and the details will be updated on the CM. Select
User Management - User Management on the left. Then click on New (not shown). Enter a
First Name and Last Name.

el . admin L. Lt d Apr, 09, 2010 6117
AVAyA Avaya Aura™ System Manager 5.2 ag T S ask Losged an at A

Help | Log off

} Asset Management

T New User Profile comenit | _cancl

Management

 User Management

General | Identity | Cormmunication Profile | Rales | Override Permizsions | Group Memberszhip | attribute Sets) Default Contact List) Private
Manage Roles Cantacts!

User Management Expand All) Collapse All

Glabal User Settings

General =
Group Management

} Monitoring * Last Name:
} Network Routing Policy * First Name: {Bloggs

» Security Middle Name:

» Applications

} Settings

Description:

} Session Manager

l_ administratar
Shortcuts r o

cormmunication_user

Change Pazeward [ agent
Help for Create Usar userType: [ supervisor
Help for Mew Private Contact [ tacident_expert
Help for Edit Private Contact I serice_technician
Help for Delete Private [ labby_phone
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Navigate to the Identity section and enter the following and use defaults for other fields:

e Login Name The desired phone extension number (@domain.com where domain
was defined in Section 6.1
e Password Password for user to log into SMGR

e Shared Communication Profile Password
Password to be entered by the user when logging into the phone

Identity =
* Login Name:

* Authentication Type: |Basic ;I

S$MGR Login Password:
* Password:
* Confirm Password:
Shared Communication Profile Passvrord:
Confirm Password:

Localized Display Name:
Endpoint Display Name:

Honorific :

Language Preference: ;I
Time fone: ;I
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Navigate to and click on the Communication Profile section to expand. Then click on
Communication Address to expand that section. Enter the following and defaults for the

remaining fields:
e Type

e SubType
e  Fully Qualified Address

Click on Add.

Select SIP
Select username

Enter the extension number i.e. 3500

{éummunicatinn Profile = j

Hew| Delete I DoneI Cancell

Manue

G' Primary

Select : Mone

* Name: [Primary

Default :

(E:ummunicatiun Address "]

ﬂl ﬂl Deletel
r SubType Handle
Mo Recards found
Type:
SubType: |
* Fully Qualified Address: @ | avaya.com ;I
Cancell
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Navigate to and click on the Session Manager section to expand. Select the appropriate Session
Manager server for Session Manager Instance. For Origination Application Sequence and
Termination Application Sequence select the application sequence created in Section 6.9.3.
Click on Station Profile to expand that section. Enter the following fields and use defaults for
the remaining fields:

e System: Select the CM Entity

e Extension: Enter a desired extension number i.e. 3500

e Template: Select a telephone type template

e Port: Select IP

(¥ Session Manager *)

* Session Manager Instance (-SE!SSiDnManagE!I’ LI-]

Origination Application Sequence (AppSeq—FEaturESEr\p‘EF vI I

Termination Application Sequence (AppSeq—FEaturESEr\p‘EF LI]

{§& Station Profile =7)

* Sysbem (_CM-FeatureSeruer;I-]

Use Existing Stations I_

* Extension {Q 3500
* Template { DEFAULT_96305IF =

Set Type J6305IP

Security Code

Delete Station on Unassign of Station r
from User

Click on Commit to save (not shown).
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7. Dialogic IMG 1010 Configuration

This section displays the configuration for enabling the IMG to interoperate with Session
Manager. The IMG is administered using the Dialogic Gate Control Element Management
System (GCEMS) and ClientView running on a Linux server. Refer to [15], [16] and [17]. Note
that this section displays the provisioning that was utilized for this sample configuration, and
does not show exhaustive procedures for administering an initial configuration. For example, the
screens for adding “new” elements to this sample configuration are not shown. However, the
sequence of these procedures is relevant, as the configuration was administered in the order
presented. Refer to the on-line help available on the Dialogic website regarding
procedures/commands to administer an initial configuration. Figure 2 illustrates the main
window of the ClientView application that was utilized to provision the IMG. The following

panes appear in the main window:

e The Configuration Tree, which is located in the top-left portion of the main window.
This pane contains all of the items that can be configured. Right-click an item to access
additional configuration items. Creating an entry in the Configuration Tree opens the
corresponding Configuration Pane.

e The Configuration Pane, which is located in the top-right portion of the main window.
This pane shows the properties of the selected object. This pane is used to view and edit
the configuration.

o The column titled As-Configured, shows the current configuration for
parameters, as defined by the Property column. Enter or edit values in the User-

Specified column.
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7.1. IMG Configuration Name

A default configuration file named “default” is created when ClientView connects to GCEMS.
To save the configuration file with a new name, select the Filename property in the
Configuration pane, and enter a new name.

Ohject HName: Time of Day Tables

State:

Unknown

% T Configuration default

Enter a descriptive name in the Filename field in the Configuration Pane. To save the changes,
right-click Configuration Avaya_DevConnect, and select Commit. The picture below shows

the actions performed on IMG 101

0
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7.2. Profiles

Configure a Profile object by right-click Dialogic IMG EMS in the Configuration Tree, and

select Profile.

Eell & Profiles

| ’ gur

% T Configuration Avaya_DevConnact Property
¢ ¥ Dialogic IMG EMS

o ¥ Logical IMG Avaya_DevConn| |

o ¥ External Metwork Elements
o ¥ Routing Configuration :

1
i) [ Profiles

|as-Configured

7.2.1. DS1 Profiles

Configure the T1 or E1 Physical Span for properties as follows;
e Right-click the Profile in the Configuration Tree, and select New T1 or E1 Profile.

(A single profile can be used for many DS1 spans that all use the same configuration.)

e Enter a name for the profile i.e. T1_ESF_B8ZS

e Select Clear Channel from the drop down list for the Signaling field in the

Configuration Pane.

Note: Clear Channel is used for ISDN-PRI or SS7 spans.
e Configure remaining settings to match network configuration.

e Create additional profiles as needed.

The picture below shows the actions performed on IMG 1010

BE2OE ¢
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7.2.2. IP Bearer Profiles

Configure an IP Bearer Profile corresponding to Session Manager as follows:
e Right-click Profiles in the Configuration Tree, and select New IP Bearer Profile.
e Enter a descriptive name for the IP Bearer Profile in the IP Bearer Profile Name field in
the Configuration Pane.
e Select the settings for remaining fields as appropriate.

The picture below shows the results after the configuration of IP Bearer Profile has executed on
IMG 1010
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7.2.2.1 New IP codec in Bearer Profile

Assign one or more codec’s to the IP Bearer Profile as follows:

To save the changes, right-click Profile: 1 - Entry:0, and select Commit.
Note: if using G.729A on Communication Manager, set Annex B to No in Bearer Profile.

MB; Reviewed:
SPOC 4/28/2010

File Edit View Communications Tools Help

Right-click the IP Bearer Profile in the Configuration Tree, and select New Supported
Vocoders.
Select a codec from the drop down list for the Payload Type field in the Configuration
Pane.
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7.2.3. SIP Profiles

The SIP profile is optional and allows unique Signaling requirements for SIP gateways to be
configured. Multiple gateways can use the same profile, or each gateway can have a unique

profile as needed. To configure a SIP Profile:

e Right-click Profiles in the Configuration Tree, and select New SIP SGP.
e Enter a descriptive name for the SIP Profile in the Configuration Pane.

e Select the settings for remaining fields as appropriate.

Note: if needed P-Al provide from Session Manager, set SIP Privacy to On
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7.2.4. Logical IMG
Create a logical IMG as follows:

e Right-click Dialogic IMG EMS in the Configuration Tree, and select New Logical
IMG.

Object Name: Profiles

State: Configured
e E] Configuration Avaya_DevConnect
¢ ¥ Dialogic IMG EMS

e Enter a descriptive name for the logical IMG in the Name ﬁeld in the Configuration
Pane.

To save the changes, right-click Logical IMG Avaya-IMG, and select Commit.
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7.2.4.1 Physical IMG
Create a physical IMG as follows:

e Right-click the logical IMG in the Configuration Tree, and select New Physical IMG.
e Enter a descriptive name for the physical IMG in the IMG Name field in the

Configuration Pane.

e Enter the IP address of the physical IMG in the IP Address field. This is the same IP
address assigned via DHCP or the SD card to the CTRL 0 port on the back of the IMG.

e Use default settings for remaining fields.

To save the changes, right-click IMG Name: Avaya-IMG - ID:0, and select Commit.
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7.2.4.1.1 Network Interfaces
Create an object for Network Interfaces as follows:

e Right-click the physical IMG in the Configuration Tree, and select New Network
Interfaces.

To save the changes, right-click Network Interfaces, and select Commit. The resultant
provisioning is shown below.

[' Dialogic® ClientView Version 10.5.3.93 - IP Network (USER - [admin] ROLE - [Monitor / Provision / Cont /= |8 |
File Edit View Communications Tools Help
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Object Name: IP Network 1
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7.2.4.1.2 Network Interface VolP module

Create a Network Interface corresponding to VoIP Module 0: Port 0 as follows:
e Right-click IP Interfaces in the Configuration Tree, and select New IP Address.
e Select VoIP Module 0: Port 0 from the drop down list for the Physical Interface field
in the Configuration Pane.
¢ Administer settings for module’s IP network configuration in the IP Address, Subnet
and Default Gateway fields respectively.
e Use default settings for remaining fields.

To save the changes, right-click VoIP Module 0: Port 0, and select Commit. Repeat this step
for VoIP module 1 if needed.

Note: this IP Address will be used for the media.

File Edit View Communications Tools Help
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7.2.4.1.3 Network Interface CPU

Network Interface corresponding to the CPU is an optional IP address that can later be used for
things such as SIP Signaling, H.323 Signaling, DNS, Radius, and to interface with other external
network elements. To create a Network Interface corresponding to the CPU as follows:

Right-click Network Interfaces in the Configuration Tree, and select New Network
Interface.

Select CPU from the drop down list for the Physical Interface field in the Configuration
Pane.

Administer settings for IP network configuration in the IP Address, Subnet and Default
Gateway fields respectively.

To save the changes, right-click CPU, and select Commit.
Note: this IP Address will be used for SIP signalling with Session Manager.
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7.2.4.1.4 Facilities (DS1 and VoIP)
Create an object for a Facility as follows:

Right-click the physical IMG in the Configuration Tree, and select New Facility.

To save the changes, right-click Facility, and select Commit.
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7.2.4.1.5 VoIP Facilities
Configure VolIP Facilities as follows:

e Right-click Facility in the Configuration Tree, and select New Bearer - IP.
e Use default settings for all fields.

To save the changes, right-click VoIP Resource 1, and select Commit. Repeat this step for VoIP
module 1 if needed.

Note: The Network IP Address field is populated from the configuration provided for VoIP
Module 0: Port 0 in Section 7.3.

\" Dialogic® ClientView Version 10.5.3.93 - VoIP Resource 1 (USER - [admin] ROLE - [Monitor / Provision /= |5 |
File Edit View Communications Tools Help

BOE00 “ L

Object Name: VoIP Resource 1

State: Configured | [ VoIP Resource 1

s 'E] Configuration Avaya_DevConnect Fropert i User-Specified
e | Dialogic IMG EM5 1
o ¥ Profiles VoIP Maodule 1
) 0cd:208.209.43.60
v gg::‘é'mc A‘_’a:a'De‘;;"G””elg_ . iLBC Prafile (4 Picassa)
T EIE ARG = IRE 11072
o= 'ﬁ IP Metworle

? 'E] Facility Mumber of Channels Config...

'E] Bearer Spans

o 'E] Signaling i

¥ Time Zone Setting UTC - 4:

¥ DNS Client 0d:208.209.43.

L ﬁ] External Metwork Elements :
o ﬁ Fouting Configuration

e T T

| Create Tree " Query All Tags " Validation Report ” Help " Update Status

r(Ol:ljet:tTal:lle | Object Status | System Status | Socket Activity |

5@ IMG Mame VolP Module IP Address ETF Fort Status
3 | Avaya MG 1 0c:208.209.4... |11072 In Service Idle -
3 |[Avaya MG 1 0c:208.209.4... 11078 In Service Idle =]
<] I [ Tv] i |Avaya_IMG 1 0d:208.209.4... [11080 In Service Idle
rClient / Server Monitor—— §§ Avvaya_IMG 1 0cd:208.209.4.. |11084 In Service Idle
3 |[Avaya MG 1 0c:208.209.4... 11088 In Service Idle
Qutgaing Traffii“mﬂuﬂmmmmwuum”muuu §§ Avaya_IMG 1 0d:208.209.4... |11092 In Service Idle
) ) | | ””” ”l | 2| [Avaya_IMG 1 0c:208.209.4... 11098 In Service Idle
Incoming Traffi | [avaya_mg 1 00°208.209.4_ [11100 In Service Idle ||
Bwtes to Proces l Logana MG 1 O 208 200G 4 11104 In Servire |rla -
STATUS: SwitchMgr config completed..
MB; Reviewed: Solution & Interoperability Test Lab Application Notes 63 of 82

SPOC 4/28/2010 ©2010 Avaya Inc. All Rights Reserved. SM-AEFS-IMG



7.2.4.1.6 DS1 Facilities

Configure a TDM DSI1 T1 or E1 as follows:
e Right-click Facility in the Configuration Tree, and select New TDM Spans.
e Select Bearer or Signaling spans.
e In the configuration pane select the DS1 span and select the profile for that span.

TDM spans will be brought in service and if the network is also in service then the span status
will show in service. If the network is not in service the span status will show receiving remote
alarm. To save the changes, right-click on the Bearer or Signaling span object, and select
Commit.
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7.2.4.1.7 IMG Signaling (ISDN, SS7, SIP, H.323)

Create an object for Signaling with right-click the physical IMG in the Configuration Tree, and

select New Signaling. To save the changes, right-click Signaling, and select Commit. The
resultant provisioning is shown below.
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7.2.4.1.8 SIP Signaling
Configure SIP Signaling as follows
e Right-click Signaling in the Configuration Tree, and select New SIP.

e Administer settings in the Configuration Pane that enable SIP connectivity between the
IMG and other SIP User Agents as follows:

o Enter the IP address assigned to the IMG in the SIP Signaling IP Address field.
o Enter values in the Local SIP Port and Default Transport.

Use default settings for remaining fields. To save the changes, right-click SIP Signaling, and
select Commit.
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7.2.4.1.9 ISDN Signaling

Create an object for ISDN as follows with right-click Signaling in the Configuration Tree, and
select New ISDN. To save the changes, right-click ISDN D Channels, and select Commit.

"- Dialogic® ClientView Version 10.5.3.93 - ISDN D Channels (USER - [admin] ROLE - [Monitor / Provision

File Edit View Communications Tools Help

BEBOE e @ [

Object Name: ISDN D Channels

L]
State: Configured g ISDN D Channels
¢ T4 Configuration Avaya_DevConnect i| [Property [as-Configured [User—specified
¢ T Dialogic IMG EMS :
> ¥ Profiles
T bl Logical IMG Avaya_DevConnect
? T MG Name: Ayvaya MG - 1D: 0
=¥ IP Network
= ¥ Facility
? bl Signaling
1 sIP signaling
Ll & |SDN D Channels

7.2.4.1.9.1 ISDN D Channel
Configure an ISDN D Channel as follows:

e Right-click ISDN D Channels in the Configuration Tree, and select New ISDN D
Channel.

¢ Administer settings for the Primary Interface, Channel, and Base Variant.

Use default settings for remaining fields. To save the changes, right-click the ISDN D channel,
and select Commit.
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¥ IMG:0-Bearer - ID
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7.2.4.1.10

SS7 Signaling

Configure SS7 Signaling as follows:

e Right-click the Signaling in the Configuration Tree, and select New SS7.

To save the changes, right-click New SS7, and select Commit.

File Edit View Communications Tools Help

State: Configured

¢ T Dialogic IMG EMS
o ¥ Profiles

7 ¥ Configuration Avaya_DevConnact

B @O E e - oa

Object Name: S57 StandAlone i

?

¥ Logical IMG Avaya_DevConnact
¢ ¥ IMG Name: Avaya_IMG - ID: O
= T P Network
L2 Facility
s bl Signaling
¥ SIP Signaling
o ¥ ISDN D Channels
o= S \on

Jone

¥ H3232 Signaling DIALOGI] -

As-Configured

Active

User-Specified

StandAlone

Secondary State

[Not Applicakle
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Configure SS7 Stack, Linkset, Links,

& Routes as follows:

Right-click SS7 in the Configuration Tree, and select New SS7 Stack.

Configure fields to match SS7 Network:

e Right-click SS7 Stack and add New SS7 Linkset.
e Right-click SS7 Linkset and add New SS7 Route.
e Right-click SS7 Linkset and add New SS7 Link.

File Edit View Communications Tools Hel

2R eE

Object Name: S57 Link 0
State: Configured
¢ E Configuration Avaya_DewvConnect
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o T Profiles
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& ¥ s57 stack 1

k| [ SS7 Link 0
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o
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o ¥ External Network Elements
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7.2.5. External Network Elements

Create an object for External Network Elements as follows:

e Right-click Dialogic IMG EMS in the Configuration Tree, and select New External
Network Elements.

To save the changes, right-click External Network Elements, and select Commit.

|'- Dialogic® ClientView Version 10.5.3.93 - External Network Elements (USER - [admin] ROLE - [Monitor /
File Edit View Communications Tools Help

B EBeE1t e l I

Object Name: External Network Elements
State: Configured 4 fExternaI Network Elements |

¢ ¥ Configuration Avaya_DevConnect Froperty |&s-Configured [User-specified
¢ T Dialogic IMG EMS :
= ¥ Profiles

DevConnect

- 71 Fouting Config

7.2.5.1 External Gateways

Create an object for External Gateways as follows:
¢ Right-click External Network Elements in the Configuration Tree, and select New
External Gateways.

To save the changes, right-click External Gateways, and select Commit.

|'- Dialogic® ClientView Version 10.5.3.93 - External Gateways (USER - [admin] ROLE - [Monitor / Provisio
File Edit View <Communications Tools Help

sEBeE i ln E

Object Name: External Gateways i
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7.2.5.1.1 External Gateway

Configure an External Gateway:
e Right-click External Gateways in the Configuration Tree, and select New External

Gateway.
Enter a descriptive name for the Gateway in the Name field in the Configuration Pane.
Select SIP from the drop down list for the Gateway Signaling Protocol field.

Select Address Type and choose IP or Host Name from the drop down list.

Enter the remaining fields to match the remote gateway.

To save the changes, right-click on the external gateway, and select Commit.

‘.- Dialogic® ClientView Version 10.5.3.93 - Avaya SessionManager (USER - [admin] ROLE - [Monitor / Pro

File Edit View Communications Tools Help

s vem 1

Object Name: Avaya_SessionManager
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rClient / Server Monitor
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7.3. Routing configuration

Create an object for Routing Configuration as follows:
e Right-click Dialogic IMG EMS in the Configuration Tree, and select New Routing
Configuration.

To save the changes, right-click Routing Configuration, and select Commit.

E9 Dialogic® ClientView Version 10.5.3.90 - Routing Configuration (USER - [admin] ROLE - [Monitor / Provisii=
File Edit View Communications Tools Help

BlalRlE ¢y mla I8
Object Name: Routing Configuration
State: Configured :E fRoutlng Configuration |
¢ T Configuration Avaya_DevConnect Property [as-Configured [User-specified
? | Dialogic IMG EMS ;
o ¥ Profiles

o 'ﬁ Logical IMG Avaya_DevConnect
o ¥ External Network Elements
Bl @ Routing Configuration

.

| Create T- " Query Al- " idati " Help " Downloa- " Resourc— " Incomin- " GWID T- " Verify R=

rClient / Server Monitor
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Incaming Traffi

Bywtes to Proces 5
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7.3.1. Channel Groups

Create an object for Channel Groups as follows:
¢ Right-click Routing Configuration in the Configuration Tree, and select New Channel
Groups.

To save the changes, right-click Channel Groups, and select Commit.

- Dialogic® ClientView Version 10.5.3.93 - Channel Groups (USER - [admin] ROLE - [Monitor / Provision / EEE
File Edit View Communications Tools Help
@@ e| ¥ e l [
Object Name: Channel Groups i
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7.3.1.1 Channel Group (ISDN)

Configure an ISDN Channel Group:

e Right-click Channel Groups in the Configuration Tree, and select New Channel
Group.

e Enter a descriptive name for the Channel Group in the Name field in the Configuration
Pane.

e Select ISDN from the drop down list for the Signaling Type field.

e Select a hunt algorithm that selects B-channels inverse to the provisioning on the network
from the drop down list for the Hunting Options field.

Use default settings for remaining fields. Note: The administration for the Route Table and
Translation table fields are displayed in this screen, although the tables have not been created.
When providing the IMG with an initial configuration, create a Channel Group first, then create
a Route Table and optional Translation Table, then edit the Channel Group to include these
tables. This note applies to all channel groups. To save the changes, right-click on the channel
group, and select Commit.
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7.3.1.1.1 Assign ISDN D channel to Channel group

Assign a D-Channel configured under the Physical IMG to the Channel Group as follows:
e Right-click the Channel Group created in the Configuration Tree, and select New ISDN

Group.

e Select the ISDN D channel. A single channel group can control 1 or more ISDN D

Channels.

e Configure the other settings to match the network requirements.

To save the changes, right-click ISDN Group and select Commit.
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File Edit View Communications Tools Help

Ohject Nam ISDN IMG:0 - Beatet - ID:0- Ch
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7.3.1.1.2 Assign ISDN B channels to the ISDN Group

Assign B-Channels to the ISDN Channel Group corresponding to PSTN provider as follows:
e Right-click the ISDN Group in the Configuration Tree, and select New ISDN Circuits.
e Select the Start span, Start channel, End span, and End channel.

To save the changes, right-click on the Channel group, and select Commit.
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7.3.1.2 Channel Group (SIP)

Configure a Channel Group corresponding to each External Gateway as follows:

[ ]

Group.
[ ]

Pane.
[ ]

Select SIP from the drop down list for the Signaling Type field.

To save the changes, right-click on the Channel group, and select Commit.

Right-click Channel Groups in the Configuration Tree, and select New Channel

Enter a descriptive name for the Channel Group in the Name field in the Configuration
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7.3.1.3 Channel Group with SIP Gateway

Assign a SIP Gateway to the Channel Group corresponding to each External Gateway previous:

e Right-click the Channel Group in the Configuration Tree, and select New IP Network
Element.

e Select the External Gateway from the drop down list for the IP Network Element field.

To save the changes, right-click IP Network Element, and select Commit.

7.4. Routing

The following diagram shows the process the IMG goes through to route a call, and the
ClientView GUI panes you use to configure various routing elements. Grey boxes represent
ClientView configuration panes.

Create IP Bearer . Route List points to Outgoing
Incoming Profiles for VolP Create Incoming multiple Channel aroups Create Outgoing Call
Ccall Codecs T"?F'*:_‘:“‘Tl:auﬁ and indicates the Translation Table,
: s:Ie;;Ieei: outgoing channel group. . Table is me‘n @
Channel Group A Create Route : selectable in y_T_\
Check IP List ! Channel Group B Insert IP  ||Sent Out as
Parameters i Parameters [| E1orT1
| I
Yes ; Yes
Call enters IMG O
Incoming Digits . Call is sent to
%gﬁi"r' e Vopcarste ¥ 1Y nslated. || Routing |—#| gaieres | [Ghannel Group| - @ No
{Incoming) (Optional) (Optional) B. (Outgoing)
: Create T1/E1 i 1
; Profiles Create Service Create Channel
Create Channel Route Table Create Route Group
Grol H
up F— O, Vel el Individual Channel Groups
Individual Channel Groups ! H then Route can be configured for $57,
can be configured for $87, Service Route | | Service Time Table Entry ISDN, SIP, H.323, or CAS.
ISDN, SIP, H.323, or CAS. Table Of Day Table Route Action Type — How routing

is accomplished is dependant on
the Route Action Type field in
each the Route Table Entry.

Service Route and Service
Time Of Day are used to
play an announcement
before routing call

Create an object for Routing Tables as follows:

e Right-click Routing Configuration in the Configuration Tree, and select New Routing
Tables.
To save the changes, right-click Routing Tables, and select Commit.

|m Mew Channel Groups

Mew Incoming Translation Tables
Mew Routing Tables

Mew Time of Day Tables

Mew Route Lists

Mew Outgoing Translation Tables
Mew Cause Code Tables

Mew Service Routing Tables

Mew Vocabulary index Files

Mew Treatment Tables

Mew IP Traffic Management
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7.4.1. Route Entry

Add route entries to the Route Table as follows:
e Right-click the Route Table in the Configuration Tree and select Add Route Entry.

e Select the options for the different routing criteria and enter data to determine how the
call is routed

e Select the Channel Group from the drop down list for the Outgoing Channel Group
field.
Note: This is displayed below under the Route Action List column.

Click OK in the New Entry dialog box.

7.5. Additional configuration

Other optional configuration objects can be configured as needed.
e Incoming Translation tables/Outgoing Translation tables

Route Lists

DNS

Radius

SNMP
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8. Verification Steps

This section provides the verification steps that may be performed to verify that Avaya Aura' ™
enterprise network can establish and receive calls with Dialogic IMG 1010.

8.1. Verify Avaya Aura™ Communication Manager Access Element
Trunk Status
On Communication Manager Access Element, ensure that all the signalling groups are in-service

status by issuing the command status signalling-group n where n is the signalling group
number.

status signaling-group 3
STATUS SIGNALING GROUP
Group ID: 3 Active NCA-TSC Count: O
Group Type: sip Active CA-TSC Count: O
Signaling Type: facility associated signaling
Group State: in-service

status signaling-group 4
STATUS SIGNALING GROUP
Group ID: 4 Active NCA-TSC Count: 0
Group Type: sip Active CA-TSC Count: 0
Signaling Type: facility associated signaling
Group State: in-service
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8.2. Verify Avaya Aura™ Communication Manager Feature Server
Trunk Status

On Communication Manager Feature Server, ensure that all the signalling groups are in-service
status by issuing the command status signalling-group n where n is the signalling group

number.

status signaling-group 1

Group ID:

Group Type:
Signaling Type:
Group State:

STATUS SIGNALING GROUP

2
sip

Active NCA-TSC Count: O
Active CA-TSC Count: O

facility associated signaling

in-service

status signaling-group 3

Group ID:

Group Type:
Signaling Type:
Group State:

STATUS SIGNALING GROUP

3
sip

Active NCA-TSC Count: O
Active CA-TSC Count: O

facility associated signaling

in-service

8.3. SIP Monitoring on Avaya Aura"™ Session Manager

Expand the menu on the left and navigate Session Manager—> System Status - SIP Entity
Monitoring. Verify that none of the links to the defined SIP entities are down, indicating that
they are all reachable for call routing.

Avaya Aura™ System Manager 5.2

SIP Entity Monitoring

Welcome, admin Last Logged on at &pr. 14, 2010

XS0 PM

Help Log off

¢ Asset Management

Communication System
Management

¢ User Management

¥ Monitoring

} Network Routing Policy
b Security

¢ Applications

} Setlings

¥ Session Manager

Session Manager
Adrninistratian

Hetwork Configuration

Device and Lacation
Configuration

Application Configuration

System Status

. Systerm State
Adrministration

+ (T TRy MomTtortog)
Managed Bandwidt

" zage

SIP Entity Link Monitoring Status Summary

This page prowvides a summary of Session Manager SIP entity link monitoring status,

Entity Link Status for All Session Manager Instances

Refresh I

Session Manager Entity Links
Name Doven/ Total

SessionManager 03

All Monitored SIP Entities

Refresh I

2 Items

SIP Entity Name
CM-AE

CHM-FS
Gateway

Entity Links Partially
Down

Filter: Enabla

SIP Entities - Monitoring Not
Started

u]

5IP Entities - Mot
Monitored

u]
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9. General Test Approach

The interoperability compliance test included feature and serviceability. The feature testing
focused on verifying the following:
Basic Interoperability:
e PSTN calls from and to Avaya IP endpoint
e (alling with various Avaya telephone models including IP/SIP models as well as
traditional analog and digital TDM phones
e Support G.711A/MU G.729A/B
e Various PTSN dialing plans including national and international calling, toll-free,
operator, directory assistance and direct inward dialed calling
e SIP transport using UDP and TCP

Advanced Interoperability:
e Codec negotiation
e Telephony supplementary features, such as Hold, Call transfer, Conference Calling and
Call Forwarding
DTMEF Tone Support
Voicemail Coverage and Retrieval
Direct IP-to-IP Media
EC500 for Avaya Aura'"' Communication Manager

The serviceability testing focused on verifying the ability of solution to recover from adverse
conditions, such as network failures.

9.1. Test Results and Remarks

All test cases were executed. During the compliance testing, it has been noted that Dialogic IMG
1010 does not recognize rtp-events originated from H323 endpoints if shuffling is enabled on the
signaling trunk group. A workaround is available by disabling shuffling on the trunk used.

10. Conclusion

As illustrated in these Application Notes, Dialogic® IMG 1010 Gateway can successfully offer
access to PSTN to an enterprise telephony network built on Avaya Aura™ Session Manager,
Avaya Aura™ Communication Manager Access Element and Avaya Aura™ Communication
Manager Feature Server.Avaya Aura' .
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11.

Additional References

Avaya references, available at http://support.avaya.com

[1]
[2]
[3]
[4]
[3]
[6]

[7]
[8]

[9]

[10]
[11]
[12]
[13]

[14]

“Avaya Aura™ Session Manager Overview”, Document Number 03-603323, Issue 2,
Release 5.2, November 2009

“Installing and Upgrading Avaya Aura™ Session Manager”, Document Number 03-
603473, Issue 2, Release 5.2, November 2009

“Administering Avaya Aura™ Session Manager”, Document Number 03-603324, Issue
2, Release 5.2, November 2009

“Avaya Aura™ Session Manager Case Studies”, Document Number 03-603478, Issue
2, Release 5.2, November 2009

“Maintaining and Troubleshooting Avaya Aura™ Session Manager, Document Number
03-603325, Issue 2, Release 5.2, November 2009

“Installing and Configuring Avaya Aura™ System Platform”, Release 1.1, November
2009

“Installing and Upgrading Avaya Aura™ System Manager”, Release 5.2, January 2010
“Avaya Aura™ Communication Manager Overview”, Document Number 03-300468,
Issue 6, Release 5.2, May 2009

“Administering Avaya Aura™ Communication Manager”, Document Number 03-
300509, Issue 5.0, Release 5.2, May 2009

“Avaya Aura™ Communication Manager Feature Description and Implementation”,
Document Number 555-245-205, Issue 7.0, Release 5.2, May 2009

“Administering Network Connectivity on Avaya Aura™ Communication Manager”,
Document Number 555-233-504, Issue 14, May 2009

“SIP Support in Avaya Aura™ Communication Manager Running on Avaya S8xxx
Servers”, Document Number 555-245-206, Issue 9, May 2009

“Administering Avaya Aura™ Communication Manager as a Feature Server",
Document Number 03-603479, Issue 1.2, Release 5.2, January 2010

“Configuring 9600-Series SIP Phones with Avaya Aura™ Session Manager Release 5.2
— Issue 1.0”, Application Note

Dialogic® Integrated Media Gateway (IMG) references are available on
http://www.dialogic.com

[15]
[16]

[17]

“IMG 1010 - Quick Start Guide” Doc ID 07-728-05, March 2010

“IMG 1010/1004 Integrated Media Gateway Upgrading System Software,” November
2009 Application Note

“Dialogic” IMG 1010 Integrated Media Gateway WebHelp” Release: 10.5.3 ER1
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