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Abstract

These Application Notes describe how to configure Avaya Communication Server 1000E
(software release 6.0) to interwork with Frox Communications Atiras R7.0 as a system
management platform. Atiras network management system is a modular software package with
which everyday telephone tasks can be automated and system data can be extracted to allow
optimization of system functions.

Information in these Application Notes has been obtained through DevConnect Compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. General Test Approach and Test Results

These Application Notes describe the test configuration for Frox Communications Atiras R7.0
with an Avaya Communication Server 1000E R6.0. Atiras is a client/server based all-in-one
service application platform running on Microsoft Windows operating systems. Atiras provides
effective Communication Server 1000E configuration management, i.e., telephone configuration,
route management, network management, call costs retrieval and report generation. A PC based
attendant position (with a web client for directory lookup) is included as well as traffic analysis
and fault data reporting. The Atiras server software is installed on a dedicated server platform;
client software can be installed in multiple desktops. A web based client is also available
(Internet Explorer and Firefox are supported). Atiras can manage multiple systems in a single
network, or multiple systems on multiple networks. Atiras provides significant benefits to end
users with large numbers of deployed installations who require a sophisticated multi system
management tool.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise voice network using a
Communication Server 1000E Network Routing Server (NRS) and two Communication Server
1000E systems, each connected to the NRS via SIP trunks. All SIP traffic was routed by the
NRS. See Figure 1 for a network diagram.

Atiras uses multiple interfaces to connect to an Avaya Communication Server 1000E system.
The Atiras server requires a LAN connection which routes to the Communication Server 1000E
T-LAN. This is used to collect system data, access maintenance overlays and perform user data
updates. A Lantronix terminal server is used to allow the Communication Server 1000E serial
port data to be retrieved remotely via an Ethernet connection. This is necessary to retrieve call
detail recording data and traffic reports. The terminal server connects to the T-LAN and to the
Communication Server 1000E #2 com port 1; Atiras is then configured to access Communication
Server 1000E via the terminal server for specific applications.

Atiras contains a software based Attendant answering position; which interfaces to the
Communication Server 1000E by controlling an Avaya 2250 Attendant Console. This allows
remote display of the Avaya 2250 functions. The connection between the Avaya 2250 and Atiras
is RS232; a USB to Serial converter is used as often serial ports are not available on modern
Servers.

A variety of Avaya telephones were installed and configured on each Communication Server
1000E. The NRS was configured to route calls between the two Communication Server 1000E’s.
The Atiras client was installed on the same server as the Atiras Server, but can be installed on a
separate machine if required.

GOR; Reviewed: Solution & Interoperability Test Lab Application Notes 2 of 54
SPOC 7/8/2011 ©2011 Avaya Inc. All Rights Reserved. atiras70 CS1KR6



2.1. Interoperability Compliance Testing
The compatibility tests included the following:

2.2,

Retrieve and synchronize all telephone data from Communication Server 1000E
Perform basic telephone management (add new phones, change existing phones, move a
phone to a different line card)

Perform enhanced phone settings management (add system speed call lists, change
PLDN’s, delete TSP’s, run batch jobs)

Retrieve Corporate Directory information from the Communication Server 1000E
Retrieve Call Detail Recording data from the Communication Server 1000E
Charge calls to accounts and verify the charges are recorded

Monitor system messages over the serial port to detect alarms

Answer incoming calls on the Attendant answering position

Perform Communication Server 1000E access security tests

UNP Network handling

NRS handling

Test Results

The following observation was made during Atiras R7.0 testing.

Not Possible to upload Corporate Directory files to Communication Server 1000E using
Atiras R7.0

Atiras R7.0 attempts to send Corporate Directory files to the Communication Server 1000E, but
is unable to do this as it is not able to access the correct folder on Communication Server 1000E.
A workaround is to manually upload the files using secure FTP.

2.3.

Support

For technical support on Frox Communications products, please use the following web link.
http://www.frox.com/en/10052/Contact.html
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3. Reference Configuration

The following Figure 1 shows the network configuration used for all test cases in the test plan.
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Figure 1: Test Configuration for Avaya Communication Server 1000E and Frox
Communications Atiras R7.0
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment

Software / Firmware Version

Avaya Communication Server 1000E

Avaya Communication Server 1000E 06.00R /
6.00.20.00
(PSWYV 100 with latest Patches and Deplist)

Avaya Communication Server 1000E
Media Gateway

CSP Version: MGCC AOO01
MSP Version: MGCM ABO1
APP Version: MGCA AAQ07
FPGA Version: MGCF AA15
BOOT Version: MGCB AL60
DSP1 Version: DSP1 ABO1
DSP2 Version: DSP2 ABO1

Avaya 1100 series IP Telephones
o 1140e
o 1120e

Avaya M3900 series Telephones
o M3904

Avaya Attendant console
e 2250

0625C7M (UniStim 4.2)
0624C7M (UniStim 4.2)

Version: AA93

Frox Communications Equipment

Software / Firmware Version

Frox Communications Atiras Server

Atiras R7.0Ma P01

Lantronix Terminal Server EDS2100

V5.2.0.0 R20
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5. Configure Avaya Communication Server 1000E NRS

This section describes the steps required to configure Communication Server 1000E Network
Routing Service (NRS) prior to testing with Atiras R7.0. The general installation and
configuration of Communication Server 1000E NRS and UCM is presumed to have been
previously completed and is not discussed here. The function of the NRS is to route SIP traffic
between two or more Communication Server 1000E systems, NRS configuration requires the
following actions:

e Logon to Avaya Unified Communications Management and Network Routing Services

Manager and configure System Wide Settings

e Administer SIP, L1 and LO domains

¢ Administer SIP Endpoints

e Administer Routing Entries

For detailed information on installing and configuring Communication Server 1000E NRS, see
item [2] in Section 10 of this document.

5.1. Unified Communications Management (UCM), Network Routing
Services Manager (NRSM) and System Wide Settings

Access UCM using a Web Browser by entering http://<FQDN >/, where <FQDN> is the fully

qualified domain name of the UCM server. Log in using appropriate credentials (not shown) and

the Home page will be presented with menu options shown below. Scroll down and select
NRSM on cores2 from the Elements list.

NERTEL UNIFIED COMMUNICATIONS MANAGEMENT Helo | Logout
NQ“EID”" ; Host Mame: dpp-ucm.galcliab.com  Software Version: 02.10.0029.01(3780)  User Name admin

C3 1000 Serices

Corporate Directory Elements

e : Mew elements are registered into the security framewark, or may ke added as simple hyperlinks. Click an element name to launch its management service. You can optionally filter the
Numbering Groups list by entering a search term
Patches
SMIMP Profiles e I
Search || Reset
el T [  FEE [
Software Depleyment
Subscriber Manager Add... ‘ | [E 2 &
User Senvices
- ~
A e [ Element Name Element Type Release Address Sslsr‘cﬁrmuon
External Authentication =[] coresl.aalciab.com (member) Linux Base 7.0 47.166.92.208 Base 05
Password element
Security =[] dop-ucm.galctiah.com (primary] Linux Base 7.0 47.166.92.202 Base 08
Roles element.
Palicies - [] coresZ.galctiab.com (member) Linux Base 5.0 47.166.92.197 Base 0§
Certificates e — § L o g
Active Sesslons s [ 172.18.20.16 Wedia Gateway Contraller 6.0 172182016 ::\gmem
Lo <[] 172182017 Wedia Gatswsy Controller 50 172182017 New
Logs element
Data [ 17218.20.3 Media Gateway Controller 6.0 172.18.20.3 Mew
element
w0 172.18.20.15 Media Gateway Controller 7.0 172.18.20.15 MNew
element
| MNRSM on sps % Metwork Routing Service 7.0 172.18.20.13 MNew
element
| MNRSM on cores2 Metwork Routing Service 6.0 172.18.20.12 Mew
GOR; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 54

SPOC 7/8/2011 ©2011 Avaya Inc. All Rights Reserved. atiras70 CS1KR6



The Network Routing Service Manager (NRSM) page will open in a new window (see following
screenshot). Click on the Edit button (not shown), the Edit Server Configuration window
opens. The following settings are required to be configured:

e Hostname, this is the primary NRS network name

e Primary TLAN IP address, the primary NRS [P address

e Secondary TLAN IP address, IP address of a secondary NRS (if required)
Secondary server host name, secondary NRS network name
UDP Transport enabled, checkbox must be ticked
Primary server UDP IP, same as Primary TLAN IP address
Primary server UDP port, must be set to 5060
Secondary server UDP IP, same as Secondary TLAN IP address (if required)
Secondary server UDP port, must be set to 5060 (if required)
TCP Transport enabled, checkbox must be ticked
Primary server TCP IP, same as Primary TLAN IP address
Primary server TCP port, must be set to 5060
Secondary server TCP IP, same as Secondary TLAN IP address (if required)
Secondary server TCP port, must be set to 5060 (if required)
TLS Transport enabled, checkbox must be ticked
Primary server TLS IP, same as Primary TLAN IP address
Primary server TLS port, must be set to 5061
Secondary server TLS IP, same as Secondary TLAN IP address (if required)
Secondary server TLS port, must be set to 5061 (if required)

GOR; Reviewed: Solution & Interoperability Test Lab Application Notes 7 of 54
SPOC 7/8/2011 ©2011 Avaya Inc. All Rights Reserved. atiras70 CS1KR6



When finished, click on the Save button.

NETWORK ROUTING SERVICE MANAGER

«UCM Network Services Manag 172.18.20.12
- System System » MRS Server » Eclit
MRS Senver
Datahase
Systermn Wide Seftings
- Numbering Plans NRS Setting
Domaing

milen Prirmary TLAN IP address: [47.166.02198 |«

Netwaork PostTranslation

Collaborative Servers Secondary TLAM IP address: |47 1B6.92187 |
- Tools Secondary server host narme: ’cnreaz—‘* T

SIP Phone Context

- Routing Tests Control priority: |40
HoZd Server mate communication port: |5005
=1l

Backup Realm name-l?a\mrsmne—*
Restore Server role:

GKINRS Data upgrade
H.323 Gatekeeper Settings

Edit Server Configuration

i

Lacation request (LRG) response timeout:

[(Seconds)

SIP Server Settings

Fuhblic name for non-trusted nebworks: |unknown
Public number for non-trusted networks: |000-000

UDP Transport enabled:

Primary server UDP P |47 166.92.1498

Primary server UDP por: | 5060

Secondary server UDP IP: |47 166.92.1497
Secondary server UDP port: | 5060

TCP Transpott enabled:

Primary server TGP P: 47 16602198

Primary server TGP port: | 5080

Secondary server TGP [P |47 166.92.197

Secondary server TGP port: [S060

&

B3

TLS Transpott enabled:

Primary server TLS IP: |47 166.92.198
Primary server TLS port |5061
Secandary server TLS IP: | 47.166.92.197

Secondary server TLS part. | 5061

Transport Layer Security {TLS) Settings
Maximum session cache: | 2048000
Session cache timeout:

Renegotiation in byte: | 2048000

il

X509 Certificate authentication: [
Client authentication: []

Network Connection Server {NCS) Settings =

Primary NCS port: | 16500

{ Mote: Ary modification of NRS Server corfiguration would not take effect until you restart all the services. )

153

* Required value.

Cancel
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Select System Wide Settings from the side menu, the System Wide Settings page will appear
(see the following screenshot). Configure the following values:

Sip registration time to live timer, set to 3600 seconds

H.323 gatekeeper time to live timer, set to 30 seconds

H.323 alias name, set to dppsps in this example

Auto backup time, the NRS automatic backup script runs at this time

Click on the Save button when finished.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Network Services Managing: 172.18.20.12

- System System » System Wide Settings
MRS Server - -
Database System Wide Settings
System Wide Seftings

- Numbering Plans % 2IP registration time to live timer:| 3600 Seconds)
Domains
Endpoints H.323 gatekeeper registration time 1o live Umer. 3 00 Seconds)
Routes H.323 alias ﬂame.w
Network Fost-Translation Aulo backup tme:[2348 | aan

Collaborative Servers
Auta backup to secure FTP site enabled: []

- Tools
SIF Phone Context Auto backup to secure FTP site’s IP address.:I
i Rou:r;gg‘;esls Auto backup secure FTP site’s path.lzl
sIp Auto backup secure FTP user name: l:l
Backup Luto backup securs FTP nasswnm':I
Restore

GK/MNRS Data upgrade

* Required value. Save Cancel

5.2. Administer SIP Service Domain, L1 and L0 domains

Ensure the Managing Standby database radio button is checked. Click on Domains from the
left hand side menu, the Edit Service Domain page appears. Enter the required Domain name
and an (optional) Domain description. Click on the Save button when finished.

Logout

NQORTEL NETWORK ROUTING SERVICE MANAGER Help

«UCM Network Services
Active databas
- System — 172.48.20.12

MRS Server @® standby database ing Plans » Domains » Service Domains
Database
System Wide Settings Edit Service Domain
- Numbering Plans
__Eo;namf Domain name: |dpp.norel *
ndpoints

Routes
Metwark Post-Translation
Collaborative Servers

- Tools
SIP Phone Context * Requirsd valus. [% Save Cancel

DPP LAB
Domain description
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The Service Domain page now reappears with three tabs. Ensuring the Managing Standby
database radio button is checked, click on the L.1 tab (not shown) and select the service domain
previously configured from the Filter by Domain drop down box (not shown). Enter the
Domain name (UDP in the example) in the Edit L1 Domain page (see the following
screenshot). Ensure Endpoint authentication enabled is set to authentication off. The
remaining parameters can be set to values appropriate for the installation. Click on the Save
button when completed.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Network Services o) s
-~ System Managing: O setive dataass 172.18.20.12
MRS Server ® standby database Numbering Plans » Domains » L1 Demain
Database _ _
System Wide Settings Edit L1 Domain ( dpp.nortel )
- Numbering Plans
Endpoints
Routes .
Metwork Post-Translation Domain description:
Collaborative Servers
- Tools Endpoint authentication enahled: | Authentication off »
e uthentication passwor [%
H323 Ef64countrycode:| |
8P
Tres E.164 area code l:l
Restore E.164 international dialing access code: l:l
GKI/NRS Dat: d
A= HRgrace E 184 international dialing code length l:l (0-9
E.164 national dialing access code: l:l
E. 164 national dialing code length: l:l (0-8 b |
E.164 local (subscriber) dialing access code: l:l
E.164 local (subscriber) dialing code length l:l (0-9
Private L1 demain (UDP location) dialing access code:
~
% Required value Cancel
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Ensure the Managing Standby database radio button is checked. Click on the L0 tab (not
shown), the Edit L0 Domain page appears. Select the configured service domain from the Filter
by Domain drop down box (not shown) and then the previously configured L1 domain from the
Filter by L1 Domain drop down box (not shown). Enter the Domain name (CDP in the
example shown); ensure Endpoint authentication enabled is set to Not configured (see
following screenshot). The remaining parameters can be set to values appropriate for the
installation. Click on the Save button when completed.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Melp | Logout

«UCM Hetwork Services 3
s Managing: & Active database 72482042
MRS Server O] Standby database Numbering Plans » Demains » L0 Domain
Database
System Wide Settings Edit LO Domain ( dpp.nortel / udp)
- Numbering Plans
Domain name:
Endpoints
Routes
Network Post-Translation Damain description
Collaborative Servers

- Tools Endpoint authentication enabled: | Mot configured v

SIP Phone Context

|

cdp

Authentication password:

= bt L 1
H.323 I Et64countrycode: [ |
sIP
Tea E 164 area code: l:l
Restare Private ungualified number abel: |PrivateUnknown

GK/NRS Data upgrade _ 3
E 164 international dialing access code

E.164 international dialing code lenath:
E.164 national dialing access code:
E.164 national dialing code length:

E.164 |ocal (subscriber) dialing access code:

UL

E.164 lacal (subscriber) dialing code length:

* Requirad valus Save Cancel

This completes the NRS Domain configuration. The next screenshot is an example of the fully
configured SIP Service Domain, L.1 and L0 domains.

NERTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Network Services © Active databes
- Ssystem Managing: SR 172.18.20.12
NRS Server @ standoy database Humbering Plans » Domains
Database
System Wide Settings Domai
- Numbering Plans Domains eitablish the basic structure of your converged network, defined by Service domains, L1 (UDP} and L0 (CDP} domains
Domains
Endpoints z 2 = 2
S | Service Domains (1) L1 Domains (UDP) (1) ‘ L0 Domains (CDP) (1) | |

Network Post-Translation F\IterbyDomain:lA” service domains Vl i ‘AH L1 domains V‘

Collaborative Servers

- Tools Al Delete ! Refresh

SIP Phone Context

- Routing Tests O Da Description # of Gateway Endpoints # of Routing Entries Context
= : z
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5.3. Administer SIP Endpoints

SIP endpoints must register with the NRS before sending or receiving SIP traffic. Endpoints are
typically Communication Server 1000E systems, but may also be SIP telephones or third party
SIP proxies. Ensure the Managing Standby database radio button is checked. Click on the
Endpoint entry in the left hand side menu and in the resulting page select the previously
configured SIP, L1 and LO domains from the Limit results to Domain suite of drop down lists
(not shown). The following screenshot shows the previously entered SIP, L1 and LO domains
highlighted.

NEORTEL NETWORK ROUTING SERVICE MANAGER Helo | Logout

«UCM Network Services T
System Managing: ASDCATIRED 172.18.20.12

NRS Server @ standby database Numbering Plans » Endpoints

Database

System Wide Setti 5

Dk R Search for Endpoints Hide

Mumbering Plans

Domains

:;ﬂ; = Enter an endpoint ID (use * for all) and click Search.You may narrow the search by specifying a particular domain.

Network Post-Translation =

Collaborative Servers EndpointID:|
Tools ; g o

SIF Phone Context Limit results to Domain: | 9PP-nortel | f[uop ¥ r]odp |

Routing Tests S

H323 Results per page I,Eﬂ,:l Search
3P
Backup | . | =
User Endpoints (0
i Gateway Endpoints (6) p (0)
GKINRS Data upgrade ‘ Dalete | SIP phone context ‘ Refresn

When drop down lists have been populated with the correct values, the Add button is then
activated and a new endpoint can be added. Click on the Add button and enter the endpoint data.
See the highlighted area in the following screenshot for information.
¢ End point name (cores2 in this example) must match that configured later in Section 6.4
Description is typically some text to describe the endpoint
Trust Node must be checked
Tandem gateway endpoint name is set to Not Applicable
Endpoint Authentication enabled is set to Authentication off
SIP Support must be set to Dynamic SIP endpoint
SIP Mode must be set to Proxy
SIP TCP transport enabled checkbox must be ticked
SIP TCP port must be 5060
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The remaining values will be specific to the particular location and endpoint being configured,
examples of typical values are shown, and the correct values must be entered before the endpoint
is brought into service. Click on the Save button to confirm the settings.

ERTEL NETWORK ROUTING SERVICE MANAGER Heip |
«UCM Network § o i
. Sysleme sk Managing: O Active database S
NRS Server @ Standby databaze Mumbering Plans » Endpoints » Gateway Endpoint
Database
System Wide Setings Edit Gateway Endpoint ( dpp.nortel / udp / cdp )

- MNumbering Plans

Domains End pointname: |cores2 e a
Endpoints
Routes cores?2
Metwork Post-Translation Desdipfion
Collaborative Servers
- Tools Trust MNode:

IR Tandem gateway endpoint name:

- Routing Tests l%

H.323 Endpoint authentication enabled: | Authentication off v N |

s Authentication password: l:l

Backup

Restore E.164 country code:
GK/NRS Data upgrade E 164 area code:

E. 164 international dialing access code:

E.164 international dialing code length:

(0-99

E.164 national dialing access code:

E.164 national dialing code length: D
E.164 lecal (subscriber) dialing access code: D

Private L1 domain (UDP location) dialing access
Routes code

Metwork Post-Translation
Collaborative Servers

Enupuins

(0-88)

Private L1 domain (UDP location) dialing code length:

- Tools Private Special number 1 l:l
SIP Phone Context
- Routing Tests Private Special number 1 dialing code length, l:| (0-31)
H323 Private Special numper2:[ |
sIP " . -
Backup Private Special number 2 dialing code lengath: l:l (0-31)

Restare Static endpoint address type

GK/NRS Data upgrade Static endpeint address:

H.323 support: | RAS H 323 endpaint bt
SIF support: | Dynamic SIP endpoint %

& Proxy Mode
O Redirect Mode

|

(&2

SIP Mode

SIP TCP transport enabled:

SIP Phone Context SIP TCF port |5060

- Routing Tests
H.323 SIP UDP transport enabled: []
SiP SIP UDP port. 5080
Backup
Restore SIP TLS transport enabled: []

GK/MNRS Data upgrade SIP TLS port: | 5081

Persistent TCP support enabled []

End to end security support: []

Metwork Connection Server enabled: []

Redundancy enabled: | Mot Configured |+
IMain endpoint name: | Mot Applicable v
Redundant endpoint name: | Not Applicable v

* Required valus
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5.4. Administer Routing Entries

Routing entries are telephone numbers associated with an endpoint. When a telephone number is
dialed, the NRS searches the endpoint database to find a match and then directs the call to the
endpoint with the first returned match. Endpoints can be entered as a range of telephone numbers
(e.g., 756*, which matches all numbers beginning with 756) or as a list of unique numbers.
Unique listings reduce unnecessary SIP messaging, but require significantly more effort to setup
and maintain. Atiras manages system data associated with telephone numbers by automatically
populating the NRS database when a telephone is added to a Communication Server 1000E and
removing the data when a telephone is deleted. The following screenshot shows the routing
entries initially setup on the Communication Server 1000E.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Hetwork Services © Active datab
- System Managing: b 172.18.20.12
MRS Server ® Standby database Humbering Plans » Routes
Database
System Wide Setti " &
HEREAT BRI Search for Routing Entries Hide
- MNumbering Plans
Domains
Eaduointy Enter a DnPrefix and Dn Type (use * for all) and click Search.You may narrow the search by specifying a particular domain
) 3 i " B
’ ; ’ di
Metwork Post-Translation =
Caollaborative Servers DN Prefix | DN Type: ‘A” DN Types "l
- Tools
SIP Phene Context Limit results 1o Dumam.‘A” service domains V| i ‘AH L1 domains V| 1 |A\I L0 domains V‘
- Routing Tests
H.323 Endpoint Name: | All gateway endpoints (v
8P
Backup Results perpage.
Restore
GK/NRS Data upgrade
| RoutingEntries (71) | Default Routes (0)
J Copy... J J Import,,,J Expnrt,,,J Routing test. J Delete J Refresh
| DN Prefix~ DN Type Route Cost SIP URI Phone Context Context o
=[] 2500 Eﬂ”;s{e 7 Sl P By 1 cdp.udp dpp.nortel f udp / cdp / cores2 T
-0 2501 Eg';zfe Ievel0 edlonal (GDF:sleerna 1 cdp.udp dpp.nortel / udp / cdp / cores2
[ 2800 En”ﬂzt\e el OrzglonaliehE steeting 1 cdp.udp dpp.nortel / udp / cdp / cores?2
~,
1-50 of 71 Routing Entry(ies) Page 1072 First] Frevious| Next| @%
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To add a new routing entry, ensure the Managing Standby database radio button is checked.
Click on the Routes entry in the left hand side menu and in the resulting page select the
previously configured SIP, L1 and L0 domains from the Limit results to Domain suite of drop
down lists. When drop down lists have been populated with the correct values, the Add button is
activated (not shown) and a new route can be added. Click on the Add button and enter the route
data:

e Sclect Private level 0 regional (CDP steering code) from the DN type drop down list

e DN prefix is a four digit telephone number.

¢ Route cost is set to 1.

Click on the Save button when finished. The following screenshot shows an example routing
entry.

NECRTEL NETWORK ROUTING SERVICE MANAGER Helo | Logout
«UCM Hetwork Services s
-~ System Managing: © Active database 172.18.20.12
NRS Server @ standby database Humbering Plans » Routes » Routing Entry
Database
System Wide Settinas Edit Routing Entry ( dpp.nortel /udp / cdp / cores2 )
- Numbering Plans
Homens DN type ‘Pri\;ate level 0 regional (CDP steering code) V‘
Endpoints
DN prefic | 2500 *
MNetwork Past-Translation
Route cost |1 % (1-255
Collaborative Servers &
- Tools
SIP Phone Context
- Routing Tests
H323 * Required valus. Save Cancal

This completes the Communication Server 1000E NRS setup. To add more endpoints, repeat
Sections 5.3 and 5.4.
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6. Configure the Avaya Communication Server 1000E

This section describes the steps required to configure Communication Server 1000E SIP trunks
and the necessary configuration for terminals (digital, analog, attendant and IP phones). SIP
trunks are established between Communication Server 1000E and the NRS and are used for all
off switch calls. To reach telephone numbers on other Communication Server 1000E systems,
calls are placed via the NRS, which proxies SIP messages. The general installation of the Avaya
Communication Server 1000E, NRS and UCM is presumed to have been previously completed
and is not discussed further here.

6.1. Confirm System Features

The keycode installed on the Call Server controls the maximum values for system attributes. If a
required feature is not enabled or there is insufficient capacity, contact an authorized Avaya sales
representative to add additional capacity. Use the Communication Server 1000E system terminal
and manually load overlay 22 to print the System Limits (the required command is SLT), and
verify there are sufficient Traditional Telephones, IP Users, Basic IP Users and SIP Access
Ports to meet requirements.

Overlay 22 - system Limits (SLT) Printout

System type is - Communication Server 1000E/CPPM Linux
CPPM - Pentium M 1.4 GHz

IPMGs Registered: 1
IPMGs Unregistered: 0
IPMGs Configured/unregistered: 0

TRADITIONAL TELEPHONES 32767 LEFT 32764 USED 3
DECT USERS 32767 LEFT 32767 USED 0
IP USERS 32767 LEFT 32744 USED 23
BASIC IP USERS 32767 LEFT 32761 USED 5
TEMPORARY IP USERS 32767 LEFT 32767 USED 0
DECT VISITOR USER 10000 LEFT 10000 USED 0
ACD AGENTS 32767 LEFT 32752 USED 15
MOBILE EXTENSIONS 32767 LEFT 32767 USED 0
TELEPHONY SERVICES 32767 LEFT 32767 USED 0
CONVERGED MOBILE USERS 32767 LEFT 32767 USED 0
NORTEL SIP LINES 32767 LEFT 32765 USED 2
THIRD PARTY SIP LINES 32767 LEFT 32761 USED 6
SIP CONVERGED DESKTOPS 32767 LEFT 32767 USED 0
SIP CTI TR87 32767 LEFT 32767 USED 0
SIP ACCESS PORTS 32767 LEFT 32752 USED 15
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Load overlay 21, and confirm the customer is setup to use ISDN trunks (see below).

Overlay 21 Customer Network Data
REQ: prt
TYPE: net
TYPE NET DATA
CUST O

TYPE NET DATA

CUST 00

OPT RTD

AC1 INTL NPA SPN NXX LOC
AC2

FNP YES

ISDN YES

6.2. Configure System Node Information
Use Communication Server 1000E Element Manager to configure the system node properties.
Navigate to the System = IP Networks = IP Telephony Nodes = Node Details and click on
the Add button (not shown), the node details page appears (see following screenshot). Fill in the
following settings:

e Node ID, a unique numerical value to identify the node
Call Server IP Address, IP address of the Communication Server 1000E call processor
Telephony LAN (TLAN) Node IP Address, a unique IP address for the node
Telephony LAN (TLAN) Subnet Mask, the TLAN network Subnet Mask
Embedded LAN (ELAN) Gateway IP Address, the node ELAN gateway IP address
Embedded LAN (ELAN) Subnet Mask, the ELAN network Subnet Mask

Click on the Save button when finished.

NKRTEL CS 1000 ELEMENT MANAGER

_UCM Network Services Managing: 172.18.20.12 Username: admin
e System » IP Network » P Telephony Nedes » Node Detailz
— Links Node Details (ID: 1 - SIP Line, LTP S, PD, Gateway ( SIPGw, H323Gw)
=Virtual Terminals - R
- System Node 1D 1 _l * (0-9999 d
Alarms i —
il‘-\-1aintenance Call Server IP Address: [172.18.20.12 |~
+ Core Equipment Telephony LAN (TLAN) Embedded LAN [ELAM)
- Peripheral Equipment I — - — %
_IP Metwork MNode IP Address: |4 09 _I : Gateway IP address: |
-1 - g 1 i
T || subnet Mask: 255 255 255 224 Ik Subnet Mask: 255 255 255 128 1
= iEim IP Telephony Node PropertiesApplications (click to edit configuration)
-Zones
- Host and Route Tables
- Network Address Translation (N, + Voice Gateway (VGW] and Codecs + SIP Line
:Sgi;ﬁ;?%hiro;;ines * Quality of Senvice (QoS) + Tarminal Dravi Qanar (TDRY M
S *Required Value.
- Engineered Values 2 £ s
+Emgergency.swces Associated Signaling Servers & Cards
Software _——
—{;ustomers |Select to add f’l Make Leader Print | Refresh
- Routes and Trunks [] Hostname~ Type Deploved Applications ELAN IP TLANIF Role
= EUé‘tneaSnﬁgldsm'”ks [ cores2 Signaling Server SIF Line, LTPS, Gateway, PD 172.18.20.12 47.166.92.197 Leader
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6.3. Configure System Codecs

Communication Server 1000E uses codecs to convert digital and analog telephone speech into a
format suitable for SIP trunks. Before SIP trunks can be utilised, system codecs must be selected.
Using the Communication Server 1000E element manager sidebar, click on Nodes: Servers,
Media Cards and navigate to the TP Network = IP Telephony Nodes - Node Details 2>
VGW and Codecs property page and configure the Communication Server 1000E General
codec settings as in the next screenshot. The values highlighted are required for correct
operation.

NERTEL CS 1000 ELEMENT MANAGER

- UCM Hetwork Services Managing: 172.18.20.12 Username: admin
-Home System » IP Network » P Telephony Nodes » Node Details » WGV and Codecs
-Links } Node ID: 1 - Voice Gateway (VGW) and Codecs
= Virtual Terminals z
General | Voice Codecs INRESR
- System
+Alarms Concral 2
- Maintenance —
+(“30re Equipment Echa Cancellation ¥ Use canceller. with tail delay'@ﬁ v|
=S A B | Dynamic attenuation
- IP Metwork 5 8 E
~ Nodes: Servers. Media Cards Voice Activity Detection Threshold:|-17 (-20 - +10 DBM)
- Maintenance and Reports Idle Noise Level: -65 p (-327 - 327 DBM)
- Media Gateways E 3 : = *
_Zones Signaling Options: [¥IDTMF Tone Detection
- Host and Route Tables [Low latency mode
- Metwork Address Translation (M [“IRemove DTMF delay (squelch DTMF from TDM ta IP) M
7 SSiI:;TSDTrDEJgSGrieS FIModem/Fax pass-through
- Unicode Name Directory [¥1V 21 Fax Tone Detection
* E]terfaces i Voice Codecs
- Engineered Values 5
+E|T1gergenc:y Shvms Codec G711: | Enabled (required)
+Software Voice payload Size:[milliseconds per frame)
- Customers i E e
- Routes and Trunks WVoice Playout {jitter buffer) delay:|40 .V a0 .v {milliseconds)
—Routes and Trunks Nominal Iaximum
- D-Channels Maximum delay may be automatically adjusted based on MNominal settings.
- Digital Trunk Interface I Fnin ok i b ki nn IR TW 2]
Scroll down to the bottom of the page and click on the Save button (not shown).
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6.4. Virtual Trunk Gateway Configuration

The next screenshot shows the SIP Virtual Trunk Gateway configuration. To successfully setup
Virtual trunks, the Virtual Trunk Gateway (i.e., the application that registers with the NRS to
route call traffic) settings must be configured correctly. The majority of settings on this page will
match those previously used when setting up the NRS properties because the gateway needs to
be in the same SIP domain as the NRS and use known aliases and ports. Navigate to System >
IP Network - IP Telephony Nodes = Node Details = Virtual Trunk Gateway
Configuration and fill in the highlighted areas with the following settings.

e Vitrk Gateway Application, select SIPGw and H.323Gw application
e SIP Domain name, must be same value as configured in Section 5.2
e Local SIP Port, must be set to 5060 as in Section 5.2

e Gateway endpoint name, must be endpoint name in Section 5.3

e H.323 ID, must be as in Section 5.3

NERTEL CS 1000 ELEMENT MANAGER

- UCM Network Services Managing: 172,18.20.12 Username: admin
- Home System » IP Network » [P Telephony Nodes » Node Detaile » Virtual Trunk Gateway Configuration
-U_“__“nﬁ Terminal Node ID: 1 - Virtual Trunk Gateway Configuration Details
2 ;;slt;; bk General | SIP Gateway Seftings | SIP Sateway Senvices | H.223 Gateway Seftings
+Alarms Virk Gateway Application:[Z]Enable gateway service on this Node &
- Maintenance
+ Core Equipment General Virtual Trunk Network Health Monitor
- Peripheral Equipment
- IP Network S T W " 1
- Modes: Servers. Media Cards Vitrk Gateway Application |S|PG"’ and H 323Gu v| [IManitar IP Addresses (listed below)
- Maint d Report i -ldp . L . .
_|:.12|dni:gzl?;:.:;s s SIP Domain name: |dpp.nortel | Infarmation will be captured for the IP addresses listed below
-Zones 5060 | = (168838 Manitar [P- Add
- Host and Route Tables Local SIP Port | |4 553t ) | | [ l
- Metwork Address Translation (M — 4 L i g
— QoS Threshalds Gateway endpoint name: |Cores2 | Manitor addresses:
- Personal Directories ) e | i
- Unicode Mame Directory Gataway password”
+Interfaces Remove
-Engineered Values H.323 ID:|cores2 * -
+Emergency Senices )
+Software Enable failsafe NRS:[J
- Customers
¥ Rfémets ﬂﬂdng““Ki SIP Gateway Settings
- Routes and Trunks . ey
- D-Channels TLS Security:| Security Disabled
- Digital Trunk Interface Dnr-[E0R1 1 sezac s
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Scroll down the page and enter the Proxy or Redirect Server (i.e., the NRS) settings. In the
following screenshot:
e Primary TLAN IP Address, set to the value used in Section 5.1
Secondary TLAN IP Address, set to the value used in Section 5.1
Port setting should match the setting in Section 5.1
Transport protocol was set to TCP
Options Support registration checkbox must be ticked

These settings configure the Virtual Trunk Gateway to allow successful registration with the
NRS.

NERTEL CS 1000 ELEMENT MANAGER

- UCM Network Services Managing: 172.18.20.12 Username: admin

- Home System » IP Network » [P Telephony Nodes » Node Detailz » Virtual Trunk Gatsway Configuration
-Lic_'l‘_tﬁ erming Node ID: 1 - Virtual Trunk Gateway Configuration Details
e General | SIP Gateway Seftings | SIP Gateway Senices | H.323 Gateway Settings
+Alarms Port:[5061 | (1-es525) A
- Maint:
+ (VEEIr: eEr;Ti];r?nent Mumber of Byte Re-negotiation:
- Peripheral Equipment Options:CIClient Authentication
- IP Netwark ) X509 certificate authority
-Modes: Servers, Media Cards e
- Maintenance and Reports Proxy Or Redirect Server:
- Media Gateways . &
~Zones Primary TLAN IP Address:[47.166.92 198 | igzondgw TLANIP 47 166.92.197
- Host and Route Tables : I
- Network Address Translation (N Port:[5060 | (1-6s535) Port:|5060 | (1-gs83g)
- Q08 Thresholds . '
- F'el_'sonal Diredor_ies Tra.nsport DI’OtOC0|. Transport protocol:
- Unicode Mame Directory Optmns:SL!pport registration Options: Support registration
+Interfaces OPrimary CDS Proxy ClSecondary COS Proxy
-Engineered Values ecandary raxy
uoauces CLID Presentation:
+ Software 5
T b s Country code (CCC):|
- Routes and Trunks : e e
S Area code_I | NPA in Morth America
- D-Channels MNumber Translation: Strip: Prefix: CLID Display Format:
- Digital Trunk Interface " " b
GOR; Reviewed: Solution & Interoperability Test Lab Application Notes 20 of 54
SPOC 7/8/2011 ©2011 Avaya Inc. All Rights Reserved. atiras70 CS1KR6



Scroll down the page to the H.323 Gatekeeper Settings. Use the following settings:

e Primary gatekeeper (TLAN) IP Address, same as used in Section 5.1
Alternate gatekeeper (TLAN) IP Address, same as used in Section 5.1
Primary Network Connect Server (TLAN) IP Address, same as Section 5.1
Alternate Network Connect Server (TLAN) IP Address, same as Section 5.1
Primary Network Connect Server Port number is set to 16500
Alternate Network Connect Server Port number is also 16500
Primary Network Connect Server timeout is set to 10 seconds

Click on the Save button when finished.

NEQRTEL CS 1000 ELEMENT MANAGER

- UCM Hetwork Services Managing: 172.18.20.12 Username: admin
- Home System » IP Network » [P Telephony Nodes » Node Detailz » Virtual Trunk Gateway Configuration
-Li{}!li_tﬁ Terminal Node ID: 1 - Virtual Trunk Gateway Configuration Details
. ;yvslt:; AU General | SIP Gateway Settings | SIP Gateway Senices | H.323 Gateway Seflings
+Alarms Hud FEITUVE :
- Maintenance ] Auto Mumber Auto Mumber Use Insert Number
+ Core Equipment
- Peripheral Equipment
- IP Metwark
- Modes: Servers. Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
- Host and Route Tables
- Metwork Address Translation (M
SERE T RS H.323 Gateway Settings
- FPersonal Directories i :
- Unicode Name Directory Primary gatekeeper (TLAN) IP Address: 47 166.92 198
5 'Eme'ffaﬁeﬁ v Alternate gatekeeper (TLAN) IP Address: 47.166.92.197
- Engineered Values :
+Emergency Senvices Primary Network Connect Server (TLAN) IP Address: |47.166.92.198
+ Software Primary Network Connect Server Port number: 16500 (1-65535)
JEletomers Alternate Network Connect Server (TLAN) IP Address:|47.166.92.197
- Routes and Trunks
- Routes and Trunks Alternate Network Connect Server Port number: 16500 (1 - 65535) %
-D-Channels Primary Network Connect Server timeout: 10 1-20)
- Digital Trunk Interface 5 b
- Dialing and Numbering Plans . : Note: Changes made on this page will NOT be transmited until the Node i alko saved. y
- Electronic Switched Netwoark SELLTEELR
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6.5. Configure Bandwidth Zones

Bandwidth Zones are used for alternate call routing between IP telephones and for call
Bandwidth Management. SIP trunks require a unique zone, and best practice dictates that IP
Trunks, IP telephones and Media Gateways are placed in separate zones. Use Element Manager
to define bandwidth zones as in the following highlighted example. Select Zones from the side
menu and navigate to Zones = Bandwidth Zones and add new zones as required. The
following screenshot shows an example Virtual Trunk zone configuration.

e Zone Number must be a unique non zero value.

¢ Intrazone Bandwidth is usually set to the network speed (10, 100 or 1000 M/bS)

Intrazone Strategy sets the preferred codec quality for in zone calls

Interzone Bandwidth is usually set to the network speed (10, 100 or 1000 M/bS)
Interzone Strategy sets the preferred codec quality for zone to zone calls
Resource Type can be set to Shared

Zone Intent defines the function; in this case it is used for VTRK (Virtual Trunks)

Click on the Submit button when completed.

Help | Logout

CS 1000 ELEMENT MANAGER

—UCM Network Services
—Home
~Links
~Virtual Terminals
— System
+Alarms
- Maintenance
+Core Equipment
- Peripheral Equipment
—IP Netwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gataways
- Zones
- Haost and Route Tables
- Network Address Translation
- Q08 Thresholds
- Personal Directaries
- Unicade Mame Directory
+Interfaces
— Engineered Values
+Ermergency Services
+ Software
—Customers
—Routes and Trunks
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SPOC 7/8/2011

| Managing: 172,18.20.12  Username: admin

ystem = IP Metwork » Zones » Bandwidth Zones » Bancwidth Zones 1 » Zone Basic Property and Bandwicth Management

Zone Basic Property and Bandwidth Management

Zone Number (ZONE): | 1

Input Description Input Value
T

Intrazone Bandwidth {INTRA_BW):
Intrazone Strategy (INTRA_STGY):
Interzone Bandwidth (INTER_BW):

Interzone Strategy (INTER_STGY): | Best Qualiy (BT~ |

Resource Type (RES_TYPE): ed (SHARED) + |

Zane Intent (ZBRN): | VTRK (VTRK) & |

Description (ZDES): |

submit | [ Refresh | [ Delete | [ cancel |
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6.6. Configure SIP Trunks

Communication Server 1000E virtual trunks will be used for all inbound and outbound calls.
Four separate steps are required to configure Communication Server 1000E virtual trunks:-
e Configure a D-Channel Handler (DCH); configure using the Communication Server
1000E system terminal and overlay 17.
e Configure a SIP trunk Route Data Block (RDB); configure using the Communication
Server 1000E system terminal and overlay 16.
e  Configure SIP trunk members; configure using the Communication Server 1000E
system terminal and overlay 14.
o Configure a Route List Block (RLB); configure using the Communication Server 1000E
system terminal and overlay 86.

The following is an example DCH configuration for SIP trunks. Load overlay 17 at the
Communication Server 1000E system terminal and enter the following values. The highlighted
entries are required for correct SIP trunk operation. Exit overlay 17 when completed.

Overlay 17 D-Channel Handler Configuration
ADAN DCH 50

CTYP DCIP
DES VIR TRK
USR ISLD
ISLM 4000
SSRC 1800
OTBF 32
NASA YES
IFC SL1
CNEG 1
RLS ID 5
RCAP ND2
MBGA NO
H323

OVLR NO

OVLS NO
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Next, configure the SIP trunk Route Data Block (RDB) using the Communication Server 1000E
system terminal and overlay 16. Load overlay 16, enter RDB at the prompt, press return and
commence configuration. The value for DCH is the same as previously entered in overlay 17.
The value for NODE should match the node value in Section 6.2. The value for ZONE should
match that used in Section 6.5. The remaining highlighted values are important for correct SIP
trunk operation.
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Next, configure virtual trunk members using the Communication Server 1000E system terminal
and overlay 14. Configure sufficient trunk members to carry expected incoming and outgoing
call levels. The following example shows a single SIP trunk member configuration. Load overlay
14 at the system terminal and type new X, where X is the required number of trunks. Continue
entering data until the overlay exits. The RTMB value is a combination of the ROUT value
entered in the previous step and the first trunk member (usually 1). The remaining highlighted
values are important for correct SIP trunk operation.

Configure a Route List Block (RLB) in overlay 86. Load overlay 86 at the system terminal and
type new. The following example shows the values used. The value for ROUT is the same as
previously entered in overlay 16. The RLI value is unique to each RLB.
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Next, configure Special Prefix Number(s) (SPN) which users will dial to reach PSTN numbers.
Use the Communication Server 1000E system terminal and overlay 90. The following are some
example SPN entries used. The highlighted RLI value previously configured in overlay 86 is
used as the Route List Index (RLI); this is the default route to the NRS.

6.7. Configure Analog, Digital, Attendant and IP Telephones

A variety of telephone types were used during the testing, the following is the configuration for
the Avaya 1140e Unistim IP telephone. Load overlay 20 at the system terminal and enter the
following values. A unique four digit number is entered for the KEY 00 and KEY 01 value.
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Digital telephones are configured using the overlay 20; the following is a sample 3904 digital set
configuration. Again, a unique number is entered for the KEY 00 and KEY 01 value.
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Analog telephones are also configured using overlay 20; the following example shows an analog
port configured for Plain Ordinary Telephone Service (POTS) and also configured to allow T.38
Fax transmission. A unique value is entered for DN, this is the extension number. DTN is
required if the telephone uses DTMF dialing.
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Attendant Consoles (Avaya 2250) are configured using overlays 12 and 15; the following
example shows the 2250 configuration used. In overlay 15 (see following table), the Call
Waiting queue Update feature (CWUP) must be set to YES. CWCL (Call Waiting Call Limit) is
set to appropriate values, as is CWTM (Call Waiting Time). Finally, CWBZ (Call Waiting
Buzz) is set to NO YES to provide two second buzz to alert operators to the arrival of a new call.
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In overlay 12, QTHM (Queue Thermometer) value is set to YES when entering 2250
configuration data, the NUL parameter setting means no ICI key assignments are entered.
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6.8. Configure Call Detail Recording Serial Port

A serial port (TTY) must be configured on the Communication Server 1000E which Atiras can
use to retrieve Call Detail Recording data. Use overlay 17 to configure a new TTY port as in the
following example. User must be CTY.

This completes the configuration required for the Communication Server 1000E. Repeat the
procedures in Section 6.2 through Section 6.8 for subsequent Communication Server 1000E

systems.
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7. Configure Atiras System Management Platform

Atiras R7.0 is a client/server system management solution; the client user graphical interface is
similar to the desktop environment used in many Operating Systems. Managed systems and
elements are presented as objects that may be dragged and dropped to effect changes. The server
software must be installed on a Windows server (2003, 2008, XP Professional and Vista are
supported). The client only supports Windows Operating Systems, but a lightweight web based
version is available. Please refer to the Atiras installation guide for further details, see item [7] in
Section 10 of this document. For the purposes of these Application Notes, it is assumed Atiras
R7.0 has been installed on a server connected to the Communication Server 1000E T-LAN and
the client software has been installed on a Laptop which has the ability to connect remotely to
the Communication Server 1000E T-LAN. This section describes the steps necessary to
configure Atiras R7.0 to operate with Communication Server 1000E. The following procedures
are discussed:

e Atiras design philosophy and data structure organization
Configure the Communication Server 1000E elements as managed objects.
Configure the Atiras Attendant Console
Configure the Lantronix terminal server
Configure the Communication Server 1000E NRS

7.1. Atiras design philosophy and data structure organization

Launch the Atiras 7.0 client by double clicking on the desktop shortcut or by selecting the
application from Start = Programs = Atiras = Atiras Desktop. Login with a valid user id
and password (not shown). The following screenshot shows the Atiras client desktop.

The area on the left (highlighted) contains management and configuration wizards which can be
used to generate reports, manage background jobs, monitor system alarms and events and access
to system elements using terminal emulators. The main desktop area contains icons which
represent Atiras objects. There are four object classes; System Objects (green), System
Applications (blue), Folders (red) and User Folders (yellow). Examples of System Objects are
telephones, users and Communication Server 1000E systems. Examples of System applications
are alarm displays, call detail records and traffic data. Folders are used to group system
applications and system objects into a common group or a hierarchical display. User folders
contain private user data. Objects can be dragged and dropped into folders or placed on the
desktop as shortcuts. The primary focus of these application notes is with System applications
and objects as related to Communication Server 1000E configuration and operation.
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7.2.

Configure Lantronix Terminal Server

Atiras uses a serial RS232 connection to retrieve Communication Server 1000E Call Detail
Records and traffic data. In situations where Atiras is managing remotely located
Communication Server 1000E’s, a terminal server is connected at the remote Communication
Server 1000E and Atiras connects to the terminal server to access the remote system. The
Lantronix terminal server must be configured before Atiras attempts to use it; the following
procedure shows the necessary steps. Connect a serial cable to one of the Lantronix serial ports
and connect a terminal or a PC running a terminal emulator with the com port settings 9600
baud, 8 bits, no parity, 1 stop bit and no flow control.

Power off the Lantronix terminal server.

While holding down the TEST button, power on the Lantronix terminal server
Wait 20 seconds (still holding the TEST button)

Release the TEST button, the Lantronix resets

Hold down the terminal or terminal emulator ! key

Type xyz within five seconds to gain access to the device command line

The Lantronix is now reset to factory defaults and powers up in auto configuration mode.
Configure the device with the following settings:

IP Address, the address to be used for the Lantronix (e.g. 47.166.92.189)
Network Mask, corresponding subnet mask (e.g. 255.255.255.224)

Default Gateway, gateway ip address (e.g. 47.166.92.222)

Hostname, a name that the Lantronix will be known as (e.g. lantronix)

Access Port, the port number that will be used to access the Lantronix (e.g. 2001)
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Remove the terminal or terminal emulator and connect the serial cable to the Communication
Server 1000E TTY port configured in Section 6.8. Next, configure Atiras to use the Lantronix to
connect to the Communication Server 1000E. Double click on the System Objects folder, this
displays the contents as a list of objects; see the next screenshot for details. Double click on the
Terminal Server folder.

™ Suztem objects
File Edit Wiew Help

o (B | €| F] | SGo 2o 3 | e
M arme Type kModified on
'ij User groups User groups 09.12.1999 07:06:56
'i[:] Feople Feople 09.12.1999 070700
'If:] Accessones Accessornes 03.12.1993 070700
1 Accounts Accounts 3012003 10:16:24
i Sites Sites 200720010 17:1222
i PEx FE= 09.12.1993 070700
i Directories Directories 09.12.1999 07:06:56
'{:] Interface boxes Interface boxes 09.12.1999 07:07:00
i Modems rodermns 03.12.1333 070700
|'i[:| Terminal zerver Terminal zerver 039.12.1393 07:07:00
'i]:] Server Sermer 09.12.1999 07:07:00
{j FRemote devices Remote devices 0393.12.1993 070700
i Templates Templates 09.12.19933 O07:07:00
Readw PR
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A new Terminal Server object window opens (not shown), click on the File menu entry, then
New. A new TCP/IP terminal server property window opens (see the following screenshot).
The following configuration sets up Atiras to use the Lantronix terminal server to access the
Communication Server 1000E serial port previously configured in Section 6.8:

e Name can be any descriptive test

e For Server, select the Atiras Server from the list

e [P address should be the Lantronix IP address, as configured previously

e Number of ports should be set to 1

e TCP/IP ports should be set to 2001

TCPAP terminal server @

Properties | He:!erﬁml:esi Infun‘natiml

Name: |Lantronix

Seqver. Lﬁ.tiras Server _]
|P address: [47.166.92.189 il

Mugnber of pots; F1

TCP/P parts: 200 <not connected: A

110 1]

¥

!

oK Abbrachen | ehenen | Hike

7.3. Configure Avaya Communication Server 1000E elements

Double clicking on the System Objects folder displays the contents as an object list; see the
previous System Objects screenshot for details. Double click on the PBX folder; this opens the
PBX objects explorer. The following screenshot shows some example PBX objects.

W PBx

File Edit Wiewr Help
e [P | 3| F) S0 co-pa PRl @
[ ame Type k odified on
ke 5.5 Aeegpa CS51000 16.12.2001011:27:30
ﬁ cores1. galctlab. com Aerapa C57000 28102010 09:19:28
@ cores2. galctlab. com Seeayga C51000 2071220010 03:03:48
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To configure a new PBX object, click on the File menu and select New (not shown), a PBX
object property sheet opens with six tabs. The first tab contains the Communication Server
1000E system properties. For a new PBX object:

e Category is Avaya CS1000
e Name is a descriptive label for the PBX object
e System ID is the Communications Server 1000E Tape ID (TID)
e IP address or host is the call server IP address or FQDN
e TTYO01 (Rlogin, CM), select ELAN PTYO00 from the list
e TTYO0S5 (FM, TM), select Lantronix for Busy:2001 from the list
Avapa CS1000 - cores2.galctlab.com =)
Categnr}l. - - V -
Marms: L
System 1D EEERESE
|Paddress or host: 172182012
FIB description file [separate files with - ] _ D
[ MIB description management - |
Server: =
Serial interfaces _

[TTvo1 Rlogin.ch) | [ELan PTYOD | &

| T TS [FM_ T ] 7 | Lantroniz for Busy: 2001 [.]

| <hrees | [ =)

[<froe> _ ] =)

i<rree> 7l E]

1@

[ Owerlays. .. ]

Fieady

[ User name/Fassword... |

[—— = T [
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Click on the Apply button (highlighted) and then on the Other Settings tab. This allows the new
PBX object to be added to an existing network of PBX objects if required. This step is important
for correct user management and facilitates drag and drop management of telephones between
grouped Communication Server 1000E systems. In the following screenshot, click on the Insert
button and then on the Apply button to add the new PBX object into the existing group. When
finished, click on the Configuration tab.

Awaya CS1000 - cores2_galctlab.com =)
| Properties | Other Settings | Configuration || Site || References || Information |

Frefixes

For other PEXs in the network:

PE Prefix |
PE_1 | int .

PE_=2 | int.

PEH_Z | int.

55 int.

cores1 . galctlab.com irt.

Bundle

[ Fio Twpe | T arget Carrier prDC | baDC |

[ Insert ] [ Remove ] [ E dit ]

C = == [ o |

Feady
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The Configuration tab sets up Communication Server 1000E access for Atiras. If the system
PDT password has been changed, click on the Change PDT Password button and set it to the
new value. Click on the Password button to set the level 2 password which Atiras uses to
automatically logon to the Communication Server 1000E overlays. For CDR Protocol, select
M1_Release_22 from the list. The FTP user name/password button sets up Atiras to retrieve
files from the Communication Server 1000E call server, click on the button and enter a valid user
name and password combination with sufficient rights to retrieve system files. VM Protocol is
set to CS_1000_55. Click on the Apply button when finished.

Avaya CS1000 - cores2_galctlab.com E]

Properties | Other Settings | kad Corfiguration | Sike References || Information

Configuration kanagement

Type: | EEEE 51000 = [ Change PDT password ]
Softmare release: | 15| [ Fassword 2 ]
User group: |2 1

Default caller id displaw programming for new sets: ¥ Do mok pragran

2 Manually input name

= Generated names

Automatic caller id display prograrmming «alid fromm: é1 122035 23:59:59 v:
[1 &uthorize accounts Range(s]: !

sk Ranges [Examplel: 131 00-3199_ 4001
[1Settime

[] Program pager

Account Performance banagsment = ——
COR protocol | t1_Fielease 22 ~ |

DM classification - private/business access code [example: 3->FP.0->B.->B: ->B

[ FTF user name/password... ]

WM protocal: [cs_1000_s85 ~|

Directony b anagement

[1 Update Corporate Directony

Remote diversion: sequence ""Divert set':
Renote diversion: sequence "Cancel diversion':

Fuarnnles 9999P1 234P 23111 1S mrceSetMastS el 999901 22APH2 3111 1S AanrcaS et

(Heady |:|
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7.4. Configure the Atiras Attendant Console

Atiras 7.0 contains an attendant answering position which remotely controls an Avaya 2250
Attendant Console. The Atiras attendant console must be configured correctly to communicate
with the Avaya 2250 Attendant Console, the following screenshots show the configuration steps.
It is assumed the Avaya 2250 Attendant console is configured as in Section 6.7 and is
operational and in the idle state. Click on the Programs entry in the left hand side menu of the
Atiras desktop (see screenshot in Section 7.1).In the resulting list (not shown), click on the
Display of Subscriber Data icon. The following screenshot shows the subscriber data window.
The Atiras attendant console is located in the bottom left side of the window (highlighted).

& Atiras subsciiber data display / Intemnal phone book [write)
File Edit Options Telephony Wiew Help
i@ iy Bl i wh® 3 &6n @
2 &l Display of subscriber data Fleld Search criterion A | Detal | Mote | Kepwords | Absences | Cost overview
=87 Internal teleph = o =
* |Catchword
W External phone baok (wil | En of walidity from
=] Fiivate diectories Enct of waiily urt
2 Logbook [write] Phone
@ Piivate diector [wite] | Fax
Mobile =)
Typ Hame: First name #hs
< > | >
Status: interrupted Queue:
0 2 4 B 8 10
Statlis Dispiay R Maime: First name Telephone External telephone. Freehiusy absent
ource ]
DOestination 1
Sourcs Destination
Time: Stetus Murmber Diglec! Name Stetus Mumber Name:
Fieady NOM
GOR; Reviewed: Solution & Interoperability Test Lab Application Notes 41 of 54

SPOC 7/8/2011 ©2011 Avaya Inc. All Rights Reserved. atiras70 CS1KR6



Click on the Attendant entry in the upper menu bar, the following configuration window opens.
e For the Telephone Type, select Avaya CS1000 attendant set M2250 from the drop

down list.

¢ In the Environment section, configure the access codes for internal and external dialing,
ensure these match the values used on the Communication Server 1000E.

¢ In the Connection Settings areca, choose a free serial communications port (com port) on
the Atiras server, the rest of the settings can remain at default.

Click on the Apply button when completed. Finally, ensure a suitable serial control cable
(RS232) is connected between the Atiras server and the Avaya 2250 Attendant Console.

Options

T elephone type

E rvironment

Connection zettings

Access code for public iD | Com port | Comd b ! |
D prefis a1l 1]
Iritial digits of telephone numbers
internal 1.2.3.45E6,7.8.9"°.# |
external o |
[ Options... ]
[ Ok ] [ Cancel ]| || Help |
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7.5. Configure the Avaya Communication Server 1000E NRS

Atiras communicates directly with the NRS using Web Services. This requires the NRS
configuration data be entered into the Atiras NRS Job Management property page. On the main
Atiras desktop, click on the Management entry on the left hand side menu (see following
screenshot), then on the Job Management entry.

EEl Atiras Desktop - frox

: File Edit WView Options Help
Pade LB | ML e |
Desktop
Job management Private Logboolk Folder System System objects
i:_”ﬂ directane structurs applications
Event display
Atiras S == = = =
Import/Export/Archive/Restare PBE=_1
o FE=_2 PE 2 cores2. galc... 5.5
Call data invalid tickets
management
= =5
e RS o
Call data pool management PR {3:33
olEe Prograrmrming Synchronizs. . DSC Jobs
.,és
Carrier management
License management
' MRS Jobs Frd Frd
= o
o
rograms
My prog A
‘I',;'Ql Explorer
B
Configuration
3>
Ready PILIPA

A new Job Management window opens with a list of all Atiras background tasks. Use the Type
drop down list to select NRS programming and the listings will reduce to just the NRS jobs (see
next screenshot). Double click on the cores2.galctlab.com object.

I Job management
i File Edit View Help

@H'- "|.'I‘-u-}l;’|'%‘|‘§"

Group: -:_l | Type: ENHS prograriming v| | Status: | w Type: |- :l
Error: VI User. | V| Histary: | V| [ Show all ]

Statug | Successful | “Warhings | Errar | Progress | Lagt activity | Lagt successful [tem | Diner | “Workstation
cores? galctlab.com Ready a4 ] 43 Ofrom1 20122010 081532 fro [
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The Job Management — NRS programming windows opens to allow inputting of NRS
configuration details.

e For NRS name: use the same data as input in Section 5.1 (NRSM_on_cores2)

e [P address: can be the FQDN of the NRS (cores2.galctlab.com)

e User name: must be a valid UCM user with sufficient authorization to access the NRS

e Password: is the credential associated with the applied User name

e Service domain: is the same as entered in Section 5.2

e L1 domain: is the same as entered in Section 5.2

e L0 domain: is the same as entered in Section 5.2

When finished, click on the OK button.

Job management - NBS programming 1]

| Settings I Schedule | Protocol list I Mumber | MRS

MES name; |MRSM_on_cores2

IF address: ;cores.é.'gai;:t-la.b.cu:-m MRS Wersion:

Usger name: igen_l,l Faszword: ;_-o-oooo-o
Service domain: fc-l-pp.nortél DM-Type:

L1 Darnair: |udp [ HLOLC:

L0 Dornait: deP__

MRS databaze

Database status: [raative
St 13.08.201012.28.51
#ctivation messages: :c:utm-'er failed. An internal emor occurred while processing your request. See log file on server for details.
[ Ol _] [ Cancel ] [ Help
Feady
This completes Atiras R7.0 setup.
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8. Verification Steps
To confirm successful Atiras configuration with the Communication Server 1000E perform the
following two actions:

e Right click on a PBX object on the Atiras desktop and then select Telephony functions
- Synchronize... (see the following screenshot). Ensure the data is collected

=l Atiras Desktop - frox

Z File Edit View Options Help
e (I 2 =T =
|
! [#} )
SR s S e s R Private Logbook Folder System System obiects
i: A ﬂ directonm structure applications
Event display
e s | 5 S
Import/Export/Archive/Restore - E .
Synchronize... 5
@ Metwork functions » Call party dizplay programming...
Mame Display Management Inventons TH consistency check...
<> oo o2 Craation of Poy boskn
- Tranzsparent mode. .
Call data invalid tickets A
management Set ppes =
@i’,;' Pr Additional cost tppes. DSC Jobs
e Cut Cirl
Call data pool management Copy CHlC
@ Faste Chrls ,»
B kS
: Delete '1::13}
Multiple entry of telephane s By
=
. 1 Properties ChlP
Ml P
3 L) rograms
¥ prog | e
]2yl Explorer =

L..:‘;;i Management

T Wiewer

Fhonebook

Configuration

Ready MU

e Click on the Programs entry in the left hand side menu of the Atiras desktop (see
screenshot in Section 7.1).In the resulting list (not shown), click on the Display of
Subscriber Data icon. The Atiras attendant will start. Place a call to the 2250 attendant
console, the Atiras attendant status display should change from idle to busy.

9. Conclusion

Atiras is a comprehensive telemanagement system that automates Avaya Communication Server
1000E day to day operational tasks and provides excellent data and report generation facilities.
Intended for larger corporations or customers with significant installations, Atiras R7.0
simplifies the running of complex networks of Avaya Communication Server 1000E systems by
providing a visual interface that emulates the simplicity of a Windows desktop. Operations such
as adding a phone, moving a user from one location to another are handled by background tasks
which eliminate the need to manually delete and input data or use complex scripting.
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10.

Additional References

The following documents and external references may be helpful in understanding operation of
particular Communication Server 1000E features and may provide more detailed information:

1

Information on how to install and configure Linux and Telephony applications:- Avaya
Communication Server 1000E — Documentation Library — Document NN43001-315
(Linux Platform Base and Applications Installation and Commissioning)

Installation procedures and guidelines for CS1000E system installers:- Avaya
Communication Server 1000E — Documentation Library — Document NN43041-310
(Communication Server 1000E Installation and Commissioning).

System Management platform (UCM) provides security, software deployment and other
services to CS1000E elements:- Avaya Communication Server 1000E — Documentation
Library — Document NN43001-116 (Unified Communications Management Common
Services Fundamentals).

For information on configuring and operating SIP Line services on the CS1000E, see the
following document:- Avaya Communication Server 1000E — Documentation Library —
Document NN43001-508 (Configuration SIP Line Fundamentals).

A complete and detailed account of all CS1000E telephony features and services can be
found in the following document :- Avaya Communication Server 1000E —
Documentation Library — Document NN43001-106-B1 through NN43001-106-B6
(Communication Server 1000 Features and Services Fundamentals - Book 1 through
Book 6).

Atiras User Manual, 0201-1001-EN issue 6.1 11/2008. A guide for Atiras users and
system administrators.

Atiras Technical Reference Manual, 0201-1003-E issue 6.1 11/2008. Technical manual
for advanced Atiras users and system installers.
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Linux Base software and installed Applications

Product Release: 6.00.18.00
Base Applications

base 6.00.18
NTAFS 6.00.18
sm 6.00.18
Jboss-Quantum 6.00.18
lhmonitor 6.00.18
kev 6.00.18
dfoTools 6.00.18
cppmUtil 6.00.18
oam-logging 6.00.18
dmWeb 6.00.18.62
baseWeb 6.00.18
ipsec 6.00.18
Snmp-Daemon-TrapLib 6.00.18
tap 6.00.18
EmCentrallogic 6.00.18

Application configuration: CS+SS+NRS+EM

Packages:

CS+SS+NRS+EM

Configuration version: 6.00.18

Cs 6.00.R

dbcom 6.00.18.65
cslogin 6.00.18
sigServerShare 6.00.18.62
csv 6.00.18.65
tps 6.00.18.65
vtrk 6.00.18.65
pd 6.00.18.62
sps 6.00.18.63
ncs 6.00.18
gk 6.00.18.65
nrsm 6.00.18
nrsmWebService 6.00.18
managedElementWebService 6.00.18
emWeb 6-0 6.00.18
csmiWeb 6.00.18
bcec 6-0 6.00.18
ftrpkg 6.00.18
cs1000WebService 6-0 6.00.18
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Installed Linux Base and Application Patches and Service Updates

Product Release: 6.00.18.00
In system patches: 4

PATCH#
2

3

15

16

NAME RPM

p29703 1 nortel-cs1000-shared-ssSubagent-6.00.18-00.1386
p29407 1 nortel-csl000-cs-6.00.R.100-00.1386

p28774 1 nortel-csl000-Jboss-Quantum-6.00.18.00-00.1386
p28797 1 nortel-csl000-Jboss-Quantum-6.00.18.00-00.1386

In System service updates: 21

PATCH#

~ OO

12
13
14
17
22
23
24
25
26
28
30
31
32
34

The following SP is in service: Service Pack Linux 6.00 18 20110104.ntl

NAME

ntp-4.2.4p8-1.el15.pp.1386.000
nortel-csl000-csv-6.00.18.65-04.1386.000
nortel-csl000-1linuxbase-6.00.18.65-03.1386.001
nortel-csl1000-patchWeb-6.00.18.65-01.1386.001
nortel-csl000-bcc_6-0-6.00.18.65-02.1386.000
nortel-csl000-cs1000WebService 6-0-6.00.18.65-02.1386.
nortel-csl000-ftrpkg-6.00.18.65-02.1386.000
nortel-csl000-sps-6.00.18.63-00.1386.000
nortel-cs1000-gk-6.00.18.65-01.1386.000
nortel-csl1000-tps-6.00.18.65-19.1386.000
nortel-csl1000-vtrk-6.00.18.65-76.1386.000
nortel-csl000-shared-general-6.00.18.62-00.1386.000
nortel-csl000-shared-pbx-6.00.18.62-00.1386.000
nortel-csl000-emWeb 6-0-06.00.18.63-01.1i386.001
nortel-csl1000-pd-6.00.18.62-00.1386.000
nortel-csl1000-nrsm-6.00.18.62-00.1386.000
nortel-csl000-dmWeb-6.00.18.62-00.1386.001
nortel-csl000-csmWeb-6.00.18.62-00.1386.001
nortel-cs1000-auth-6.00.18.62-00.1386.000
nortel-csl1000-ISECSH-6.00.18.62-00.1386.000
nortel-cs1000-dbcom-6.00.18.65-01.1386.001
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Installed call server dependency lists

VERSION 4121

RELEASE 6

ISSUE 00 R +

DepList 1: core Issue: 02 (created: 2011-01-10 09:38:29 (est))

IN-SERVICE PEPS

PAT# CR # PATCH REF # NAME DATE FILENAME
SPECINS

000 Q02033000 ISSl:1ofl p28736_ 1 04/02/2011 p28736_1l.cpl
001 Q02071451 ISS1:10F1 p29164 1 04/02/2011 p29164 1.cpl
002 Q02129706 ISS1:10F1 p29842 1 04/02/2011 1p29842 1l.cpl
003 wi00826342 ISS2:10F1 p30471 2 04/02/2011 p30471 2.cpl
004 002093188 ISS1:10F1 p29352 1 04/02/2011 p29352 1l.cpl
005 Q02097405 ISS1:10F1 p24463 1 04/02/2011 p24463 1.cpl
006 Q01987279-02 ISS1:10F1 p28416 1 04/02/2011 p28416 1.cpl
007 002076740 ISS1:10F1 p29154 1 04/02/2011 p29154 1l.cpl
008 002029209 ISS1:10F1 p28469 1 04/02/2011 p28469 1l.cpl
009 Q02024455-01 ISS1:10F1 p28717 1 04/02/2011 p28717 1l.cpl
010 001983521-04 ISS1:10F1 p27616_1 04/02/2011 p27616 1l.cpl
011 002035822-01 ISS1:10F1 p29212 1 04/02/2011 p29212 1l.cpl
012 001986974-05 ISS1:10F1 p28821 1 04/02/2011 p28821 1l.cpl
013 002049121-01 ISS1:10F1 p28819 1 04/02/2011 p28819 1l.cpl
014 Q02097631 ISS1:10F1 p28328 1 04/02/2011 p28328 1l.cpl
015 0Q02064793-06 ISS1:10F1 p27947 1 04/02/2011 p27947 1l.cpl
016 Q01976701-01 ISS1:10F1 p28211 1 04/02/2011 p28211 1.cpl
017 002092223 ISS1:10F1 P29343 1 04/02/2011 p29343 1l.cpl
018 002043398 ISS1:10F1 p28869 1 04/02/2011 p28869 1l.cpl
019 002038440 ISS1:10F1 p28674 1 04/02/2011 p28674 1l.cpl
020 002100965 ISS1:10F1 p29450 1 04/02/2011 p29450 1.cpl
021 Q02040015 ISS1:10F1 p28657 1 04/02/2011 p28657 1l.cpl
022 0Q02102219-01 ISS1:10F1 p29464 1 04/02/2011 p29464 1.cpl
023 002035396 ISS1:10F1 p28675 1 04/02/2011 p28675 1l.cpl
024 Q02020734-02 ISS1:10F1 p28668 1 04/02/2011 p28668 1.cpl
025 002077909 ISSl:1ofl p29272 1 04/02/2011 p29272 1l.cpl
026 002064503 ISS1:10F1 p29196 1 04/02/2011 p29196 1l.cpl
027 002041981 p28695 1 p28719 1 04/02/2011 p28719 1l.cpl
028 002122052 ISS1:10F1 p29726 1 04/02/2011 p29726 1l.cpl
029 02135191 ISS1:10F1 p29935 1 04/02/2011 p29935 1l.cpl
030 Q02041702 ISS1:10F1 p28698 1 04/02/2011 p28698 1l.cpl
031 002041385-02 ISS1:10F1 p29032 1 04/02/2011 p29032 1l.cpl
032 002086333 ISS1:10F1 p29262 1 04/02/2011 p29262 1l.cpl
033 0©02077848-01 ISS1:10F1 ©29320 1 04/02/2011 p29320 1l.cpl
034 002034783-01 p28596 p28594 1 04/02/2011 p28594 1l.cpl
035 002156053 ISS1:10F1 p30176_ 1 04/02/2011 p30176 1l.cpl
036 Q02007476 ISS1:10F1 p28031 1 04/02/2011 p28031 1l.cpl
037 Q02134312-01 ISS1:10F1 p30123 1 04/02/2011 p30123 1l.cpl
038 (©02017013-01 ISS1:10F1 p28313 1 04/02/2011 p28313 1l.cpl
039 Q02114752 ISS1:10F1 p29718 1 04/02/2011 p29718 1.cpl
040 002110973 ISS1:10F1 P29690 1 04/02/2011 p29690 1l.cpl
041 Q02107402 ISSl:1ofl p29512 1 04/02/2011 p29512 1.cpl
042 002100914 ISS1:10F1 p28597 1 04/02/2011 p28597 1l.cpl
043 002036885-02 ISS1:10F1 p28857 1 04/02/2011 p28857 1l.cpl
044 Q02096711 ISS1:10F1 p29714 1 04/02/2011 p29714 1.cpl
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045
046
047
048
049
050
051
052
053
054
055
056
057
058
059
060
061
062
063
064
065
066
067
068
069
070
071
072
073
074
075
076
077
078
079
080
081
082
083
084
085
086
087
088
089
090
091
092
093
094
095
096
097
098
099
100

002079849
002024135-04
©01782930-01
002031323-01
002100456-01
002033139
002032955-02
002043226-02
002039427-02
002095838
002119261
002058567-01
Q02027777
002034835
002038482
002077171
002028560-04
002039217-01
002129264
002022264
002097948
001938235-05
002031502
002109161
002159328-01
002007976-03
002019323
002048680
002043669
002092594
002065521
002011613-01
002024749-02
Q02033951
002093256-03
002031118
002083027
Q02031359
©00349046-03
002031959
002058296-04
002020526
002029228-01
002124953
002038675
002084339-02
002055997
002043231
002021470-02
Q02035555
002105638-01
002044341
002172404
Q02073690
Q02096318
Q02030977
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ISS1:10F1
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ISS1:10F1
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ISS1:10F1
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p28776 1
p28814 1
P29675 1
p28957 1
p30357 1
p29208 1
p29423 1
p28507 1
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04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
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p29238 1.
p28381 1.
p24964 1.
p28546 1.
p29755 1.
p28582_ 1.
p28529 1.
p29125 1.
028849 1.
p28852 1.
p29613 2.
p28965 1.
028471 1.
p28569 1.
p28682 1.
p29169 1.
p28564 1.
028760 1.
029827 1.
p28486 1.
p29443 1.
p28418 2.
p28832 1.
p29536_1.
p30223 1.
p28028 1.
p28551 1.
p28983 1.
p28771 1.
p27830 1.
p29218 1.
p28108 1.
p29680 1.
p28579 1.
p29354 1.
p28680 1.
p29233 1.
p28725 1.
p17588 1.
p28728 1.
p28956 1.
p28537 1.
p28681 1.
p29744 1.
p28665 1.
p29137 1.
p28895 1.
p28712 1.
028776 1.
p28814 1.
029675 1.
028957 1.
p30357 1.
029208 1.
p29423 1.
p28507 1.
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113 Q02109731-02 ISS1:10F1 p29694 1 04/02/2011 p29694 1l.cpl
114 Q02071739 ISS1:10F1 p29096 1 04/02/2011 p29096 1.cpl
115 Q02058669-01 ISS1:10F1 p30124 1 04/02/2011 p30124 1l.cpl
116 wi00820216 Issl:1lofl p30447 1 04/02/2011 p30447 1l.cpl
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125 002111317 ISS1:10F1 p29844 1 04/02/2011 p29844 1.cpl
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138 Q01925518-06 ISS2:10F1 p29491 2 04/02/2011 p29491 2.cpl
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157
158
159
160
161
162
163
164
165
166
167
168
169
170
171
172
173
174
175
176
177
178
179
180
181
182

MDP>LAST SUCCESSFUL MDP REFRESH
MDP>USING DEPLIST ZIP FILE DOWNLOADED

wi00734106
002170814
Q02157937
wi00830941
002120030
wi00732114
wi00730573
002155346-01
wi00833809
wi00795545
002168320
002122642
001994258-03
wi00835128
Q02079612-02
002157822-01
002116276-01
wi00826065
002155698
002167838
wi00821858
002136557
WI00824134
002062971
wi00834380
wi00819538

GOR; Reviewed:
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ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:

10F1
10F1
10F1
10F1
10F1
10F1

p29355

ISS3:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:
ISS1:

10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1

p29830

ISS1:
ISS2:
ISS1:
ISS1:
ISS1:

10F1
10F1
10F1
10F1
10F1

p30085

p30421 1
p30345 1
p30218 1
p30461 1
p29713 1
p30398 1
p30416 1
p30074 1
p30540 1
p30336_ 1
p30346 1
p29732 1
p30303 1
p30554 1
p29191 1
p30197 1
p29723 1
p30452 1
p30172 1
p30324 1
p30243 1
p29899 2
p30456 1
p29028 1
p30548 1
p30527 1

04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011
04/02/2011

:2011-01-10 17:38:55(Local

p30421 1.cpl
p30345 1.cpl
p30218 1.cpl
p30461 1.cpl
p29713 1.cpl
p30398 1.cpl
p30416 1.cpl
p30074 1.cpl
p30540 1.cpl
p30336_1.cpl
p30346_1.cpl
p29732 1.cpl
p30303 1.cpl
p30554 1.cpl
p29191 1.cpl
p30197 1.cpl
p29723 1.cpl
p30452 1.cpl
p30172 1.cpl
p30324 1.cpl
p30243 1.cpl
p29899 2.cpl
p30456 1.cpl
p29028 1.cpl
p30548 1.cpl
p30527 1.cpl

Time)

:2011-01-10 09:38:29 (est)
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Installed call server patches and plug-ins

14/02/11 13:58:36
TID: 46379

VERSION 4121

System type is - Communication Server 1000E/CPPM Linux
CPPM - Pentium M 1.4 GHz

IPMGs Registered: 1
IPMGs Unregistered: 0
IPMGs Configured/unregistered: 0

RELEASE 6

ISSUE 00 R +

IDLE SET DISPLAY R1s6 CoRes?2

DeplList 1: core Issue: 02 (created: 2011-01-10 09:38:29 (est))
MDP>LAST SUCCESSFUL MDP REFRESH :2011-01-10 17:38:55(Local Time)
MDP>USING DEPLIST ZIP FILE DOWNLOADED :2011-01-10 09:38:29 (est)
SYSTEM HAS NO USER SELECTED PEPS IN-SERVICE

LOADWARE VERSION: PSWV 100

INSTALLED LOADWARE PEPS : O

ENABLED PLUGINS : 1

PLUGIN STATUS PRS/CR_NUM MPLR NUM DESCRIPTION

206 ENABLED Q00954846 MPLR19491 PI:Connected party number

inserted at the tandem node
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Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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