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Abstract

These Application Notes describe a compliance-tested configuration consisting of the
Rauland-Borg Responder® 5 solution, Avaya Aura® Session Manager and Avaya Aura”
Communication Manager R6.0.1.

The Rauland-Borg Responder®™ 5 solution is a complete nurse call system with associated Staff
Management applications, ensuring calls for assistance from patient rooms are immediately
routed to the proper staff for response.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a compliance-tested configuration consisting of the Rauland-
Borg Responder”™ 5 solution, Avaya Aura® Session Manager and Avaya Aura® Communication
Manager R6.0.1.

The Responder solution is a complete nurse call system with associated Staff Management
applications, ensuring calls for assistance from patient rooms are immediately routed to the
proper staff for response. It should be noted that the solution involves the use of a third party
Brekeke SIP Server which is a standard element of any solution involving SIP PBX integrations.

Calls from a patient room could be initiated by a patient (pain, assistance needed, etc.), or
hospital staff (room cleaning, linens, etc.) with the push of a button. Staff using Avaya phones
can be incorporated into the system so that calls to talk to a nurse would route through Session
Manager to Communication Manager, and to be able to call the patient room in return. This adds
the benefit of staff having access to other resources in the hospital using Avaya endpoints.

Hospital staff members who are responsible for direct communication with patient rooms
generally roam using wireless phones. The Compliance Test used a variety of wireless devices,
including 3600 series SIP and IP wireless sets, Avaya oneX" Mobile SIP for Apple iOS devices
(iPhone and iPad), and Avaya Desktop Video Devices (A175) as well as several stationary
desksets.

The solution was tested in parallel with Avaya Aura® SIP Enablement Services and Avaya Aura®
Communication Manager R5.2.1. Application Notes covering the SIP Enablement Services
Interoperability Test are published separately under the title Application Notes for Configuring
Rauland-Borg Responder® 5 to Interoperate with Avaya Aura®™ SIP Enablement Services and
Avaya Aura®™ Communication Manager R5.2.1.

2. General Test Approach and Test Results

The compliance test focused on the ability for Rauland Responder® 5 endpoints to initiate and
receive calls to and from Avaya Aura® Session Manager and Avaya Aura® Communication
Manager.

2.1. Interoperability Compliance Testing

The compliance test validated the ability of Responder to route calls to and from patient rooms to
Avaya endpoints. Additionally, testing validated the ability for the Responder solution to recover
from common outages such as network outages and server reboots.

Responder endpoints are designed for purpose with limited functionality. Responder endpoints
are not designed for multi-line functions like Hold, Conference and Transfer. These functions
were successfully carried out on Avaya devices registered to Session Manager and
Communication Manager while connected to calls with Responder endpoints.
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2.2. Test Results

The objectives described in Section 2.1were verified.
Two observations were made in the course of this testing.

One-way audio was observed in certain conditions:

® The Responder Branch Regional Controller media processing unit (BRC) sends audio
(RTP) on a different port than it listens on (asymmetric). For example, if a session is
established with the Session Description Protocol (SDP) indicating the Responder BRC
will be listening on port 5004 for RTP packets, it will send the RTP to the Avaya Media
Gateway from a different port (50957 for example).

® The Avaya G450 Media Gateway, and TN2602 (Crossfire) Media Resource boards
implement security in the Digital Signal Processing (DSP) firmware which blocks audio
sent asymmetrically. Note that TN2302 Media Processing boards do not implement this
security and thus no conflicts were observed when using this board for media processing.

e Since NAT or Firewall implementations expect RTP to be sent and received on the same
port (5004 in the above example), packets sent from the BRC are not passed through to
other endpoints. This could impact not only the Avaya Media Resources, but also any
intervening NAT or Firewall traversal devices between the two solutions.

Two workarounds were tested to resolve this conflict.
e VoIP DSP firmware on the G450 Media Gateway, and TN2602 IP Media Resource
boards was modified. This is not recommended for two reasons:

o The VoIP firmware settings are used for security reasons, thus alternative network
security would need to be implemented to block denial of service type attacks on
the boards.

o The settings are not well publicized due to the security implications, thus
implementations relying on this workaround method could be delayed.
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e The second workaround involved using the Brekeke SIP Server as a Media Relay.
o Using this method, all calls connected through the Brekeke server rather than
directly between the Responder BRC and the Avaya Media Gateways.
o The impact of this workaround is that additional processing power is used to
accommodate the media processing.
o Rauland engineers should be consulted to ensure adequate hardware resources are
planned based on expected call traffic.

The second observation is that the Responder Branch Regional Controller (BRC) media
processing unit does not support media shuftling.

o Attempts by the Avaya Media Gateway, or Media Resource/Processing boards to offer
direct connections between IP endpoints and the BRC failed.
o The impact of this was that additional DSP resources were required on the Avaya
Media Gateways and Media Resource/Processing boards to accommodate
connections to Responder endpoints.
o Avaya engineers should be consulted to ensure adequate VoIP resources are
planned based on expected call traffic.

2.3. Support

Information, documentation and technical support for Rauland-Borg products can be obtained at:
— Phone: 1-847-590-7130
— Web: http://www.rauland.com/
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3. Reference Configuration

Figure 1 illustrates the compliance test configuration consisting of:
e Avaya Aura® Communication Manager R6.0.1
Avaya Aura” Session ManagerR6.1
Avaya Aura® System Manager R6.1
Various IP, SIP and Digital endpoints. Note that most endpoints were wireless.
Brekeke SIP Server
Responder® 5 Branch Regional Controller
e Responder® 5 Communication Endpoints

Note that while the test configuration illustrates two Communication Manager platforms, these
Application Notes focus on the Communication Manager R6.0.1 test which was performed in
parallel with Communication Manager R5.2.1.

Calls routed to and from the Communication Manager R6.0.1 system used SIP trunks between
the Brekeke SIP server and Session Manager, and in turn SIP trunks between Session Manager
and Communication Manager. In parallel, calls destined to the other Communication Manager
were routed through SIP Enablement Services and are described separately in [3].
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Figure 1 — Rauland-Borg Responder® 5Compliance Test Configuration
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4. Equipment and Software Validated

The following equipment and version were used in the reference configuration described above:

Equipment

Version

Avaya S8800 Server and G450 Media
Gateway

Avaya Aura® Communication Manager R6.0.1
SP6

Avaya S8800 Server

Avaya Aura” Session Manager R6.1

Avaya Phones
3641/3645 Wireless IP Phones
9600 Series IP Phones
96x1 Series IP Phones
Avaya A175 Desktop Video Device

1.056 H.323/2.8.26.0 SIP

Avaya oneX" Deskphone 3.110b IP/2.6.4 SIP
Avaya oneX" Deskphone 3.110b IP/2.6.4 SIP
A175-IPT-SIP-R1 1 0-122211

Apple iPad 2
Apple iPhone 4

Avaya oneX" Mobile SIP for iOS 1.0.1-9

Responder 5 endpoints and media
gateway (BRC)

R5

Dell Laptop with Windows 2003 Server

Responder”™ 5 Applications

Windows 2008R2 Server

Brekeke SIP Server R2.4.7.3

Following are illustrations of Avaya endpoints used in the compliance test.

Avaya 3641 & 3645 WiFi Avaya oneX  Mobile Avaya 96x1 Series Avaya 9600 Series
SIP/IP Phones SIP on Apple iPhone SIP/IP Phones SIP/IP Phones
and iPad2
Avaya Desktop
Video Device
(A175)
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5. Configure Avaya Aura® Communication Manager

Configuration of Communication Manager required standard station administration which will
not be covered in these Application Notes. In addition, routing was configured to enable calls
originating from Communication Manager and Session Manager registered endpoints to be able
to reach the Responder endpoints.

5.1. Configure Communication Manager Details

Calls were routed to Rauland endpoints using a 4 digit 75xx pattern. All calls routed via SIP
trunk between Communication Manager and Session Manager using TCP transport. Existing SIP
Trunks were in place in the environment, the steps below outline modifications made to
accommodate the Responder solution. Therefore, some details required for SIP trunks may be
omitted.

Administration for the solution required the following steps:
e Confirm Licensing
e Add node-names
e Add SIP Signaling Group
e Add SIP Trunk Group
e Change Route Pattern
e Change AAR Analysis
e Confirm IP codecs

\ Step \ Description
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Step

Description

Confirm Licensing

Using the display system-parameters customer-options command, confirm that the
system has capacity for additional SIP Trunks. If additional licenses are required,
contact an authorized Avaya Sales or Reseller representative.

Add node-names

Communication Manager uses the node-names ip table as a host lookup table. Host
names used in subsequent steps will refer to these. Using the change node-names ip
command, entries were added for Session Manager (SM) and the processor Ethernet
interface on Communication Manager (procr).
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Step

Description

Add SIP Signaling Group
A signaling group was added using the add signaling group 30 command with the
following settings (settings not highlighted are default):

Group Type:sip

Transport Method:zcp

Near-endNode Name:procr

Far-end Node Name:SM

Near-endListen Port:5060

Far-endListen Port:5060

Far-end Domain:avaya.com (Match the domain on Session Manager).

Direct IP-IP Audio Connections:n.(Responder does not support media shuffling).
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Step

Description

Add SIP Trunk Group
Using the add trunk-group 30command, trunk group 30 was created with the following
settings (settings not highlighted are default):

Group Type: sip

Group Name: o SM/Rauland
TAC: *030

Direction: two-way

Service Type: tie

Signaling Group: 30
Number of Members: 10
Numbering Format: public
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Step

Description

Change Route Pattern

Route Pattern 30 was configured to use Trunk Group 30 for calls to Responder and
Session Manager registered endpoints using the change route-pattern 30 command
with the following settings (settings not highlighted are default):

Pattern Name: SM

Grp No: 30 (This specifies the Trunk Group to use)

FRL: 0 (This can be used as a security setting to restrict access to trunks based on Class
Of Restriction, 0 is least restrictive).

Change AAR Analysis

Using the change aar analysis 0 command, dialed strings of 4 digits beginning with a
75 were instructed to use the Route Pattern 30 configured in the previous step. Note all
Responder endpoints used a 3 digit 5xx extension, a 7 was appended in Communication
Manager in order to avoid conflicts with other uses of dial patterns starting with 5.
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Step Description
7. Confirm IP codecs
Use the change ip-codec-set n command to add or change RTP codecs. In the test
environment, codec set 1 was used for all endpoints and trunks. G.711MUwas used for
all calls with responder endpoints, the Responder BRC does not support G.729. As the
media gateway was required to be connected to all calls, the gateways were able to
transcode RTP enabling different codecs to be used for each leg of the call.
change ip-codec-set 1 Page 1 of 2
IP Codec Set
Codec Set: 1
Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
2: G.729 n 2 20
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6. Configure Avaya Aura® Session Manager

Session Manager is administered via the System Manager web interface. In a browser, navigate
to https//:<hostname>/ and login with appropriate credentials. Use the hostname or IP Address
of the System Manager server in the URL.

« C [ bters/fsmor2Lavaya.com /s

" AVAYA

Avaya Aura® System Manager 6.1

Log On

This system is restricted solely to authorized

users for legitimate business purposes only. The
actsal or attempted unauthorized access, use, or

modification of this system s strictly prohibited

Unauthorzed users are subject to company
disciplinary procedures and or criminal and civil

penalties under stale, federal, or other applicable

domestic and foreign laws.

The use of this system may be monitored and

recorded for administrative and security reasons.

Anyone accessing this system exp Y

consents to such monitoring and recording, and

is advised that if it reveals possible evidence of

criminal activity, the evidence of such aclivity may

be provided o law enforcement officials

All users must comply with all corporate
instructions regarding the protection of
information assets.

User ID: admin

Password: =

All navigation is performed by clicking links in the navigation links on the System Manager
landing page as demonstrated below.

FAVAYA

Administrators
Manage Administrative Users

Groups & Roles
Manage groups, roles and assign
roles to users

Synchronize and Import
Synchronize users with the
enterprise directory, import users
from file

User Management
Manage users, shared user
resources and provision users
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Elements

Application Management
Manage spplications and
application certificates
Communication Manager
Manage Communication Manager
objects
Conferencing
Conferencing
Inventory
Manage, discover, and navigate to
elements, update element software
Messaging
Manage Messaqging System objects
Presence
Presence

Routing
MNetwark Routing Policy
Session Manager
Session Manager Element Manager

SIP AS 8.1
SIP AS 8.1

Help | About

Backup and Restore
Backup and restore System
Manager database

Configurations

Change Password  Log off admin

Manage system wide configurations

Events
Manage alarms,view and harvest
logs
Licenses
View and configure licenses
Replication
Track data replication nodes,
repair replication nodes
Scheduler
Schedule, track, cancel, update
and delete jobs
Security
Manage Security Certificates
Templates
Manage Templates for
Commmunication Manager and
Messaging System objects
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6.1. Configure Session Manager Details

Administration for the solution required the following steps:
e Add a SIP Entity
e Add a SIP Entity Link
e C(Create an Adaptation Rule
e Create a Routing Policy
e C(reate a Dial Pattern

1. Add a SIP Entity

Navigate to Routing > SIP Entities and click New to add a new SIP Entity for the
Brekeke SIP Server. In the illustration below, the entities for Communication Manager
(TR18300) and the Brekeke SIP Server (Rauland) are illustrated:

AVAyA Avaya Aura® System Manager 6.1 Help | about | Change Passverd | Log off admin 3

Routing *| Home

Routing MlHome f Elements / Routing / SIP Entities - SIP Entities

Halp ?

LEEAT SIP Entities
Locations

P D [Duplicats] [Deletd [More Actions =)

Entity Links 21 Iterns Refresh Filter: Enable
Time Ranges Name FQDN or IP Address Type MNotes
Routing Policies | Rauland 192.168.27.225 Other Brekeke SIP Server
Dial Pattermns 1 10.64,20.31 Seggion Manager rernote SM (zubner 20)
Regular Expressions | 1 10.64,21.31 Sesszion Manager local SM (subner 21)
Defaults ] r i r 10.64.21.71 Other

i 10.64.21.73 Other

10.64.10.67 (=)

Select 1 All, None
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Add a SIP Entity(Continued)

On the SIP Entity Details screen which appears when the New button is pressed above,
enter the following:
e Name: Enter a descriptive name for the entity (Rauland).
e FQDN or IP Address:792.168.27.225 was the address used by the Brekeke SIP
server in the test configuration.
e Type: Other
e Notes: useful for quick glance identification on other screens.
e Adaptation: This was modified in a subsequent step with the adaptation called
Rauland created in Step 3 below but is described in this step for brevity.
e SIP Link Monitoring: This was set to Link Monitoring Disabled. The Brekeke
SIP Server does not use link monitoring.
e Entity Links: This was added in a subsequent edit to the Entity record using the
Add button but is described here for brevity purposes. See Step 2 for how the
Entity Link was created.

Click Commit to complete the entries on this screen.

A\/AyA Avaya Aura® System Manager 6.1 Melp About| Change Paszvard | Log off admin =

Routing * Home

)

Help ?
SIP Entity Details [Commit [Cancel
General
* Name: Rauland
* FOQDNor IP Address: |192.168.27.225
Time Ranges Type: | Other
Reriing Rolcles Notes: [Brekeke SIP Server
Dial Pattemns
Regular Expressions Adsptation: [Rasiend
Defaults
Location:
Time Zonae: | AmericalDenver
Dverride Port & Transport with DNS SRV: [ ]
* S$IP Timer B/F (in seconds): 4

Credential name:

Call Detail Recording:

SIP Link Manitoring

SIP Link

* Proactive Monitorng Interval (in seconds):
* Reactive Monitoring Interval (in seconds): 12
* Number of Retries:

Entity Links

Bdd Removd

[]  sipEntity 1 Protocol  Port

O [sm_z213:1 »| [Tep »  +[soso

Select 1 all, None

* Input Required
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Add a SIP Entity Link
Navigate to Routing > Entity Links and click New to add a new Entity Link to the
Brekeke SIP Server (not shown).

Enter the following to create the Entity Link:

e Name: SM21 31 Rauland- A Descriptive name for the Entity Link.

e SIP Entity 1: SM_21 31 - Select the existing Session Manager SIP Entity.

e SIP Entity 2:Rauland — Select the newly created SIP entity.

e Protocol: TCP. Brekeke SIP Server does not currently support TLS, use TCP for
the transport protocol.

e Port:5060 — Port 5060 is the standard listen port for the TCP SIP transport
protocol.

Click Commit to save the entries.

A\/AyA Avaya Aura® System Manager 6.1 Melp About| Change Paszvard | Log off admin

Routing * Home

-

MlHome / Elements / Routing / Entity Links - Entity Links

Entity Links

SIP Entities
1 Item Rafrash
Entity Links
Time Ranges Name SIP Entity 1 Protacal  Part SIP Entity 2
Routing Policies *|8M 21_31 Rauland| *|5M_21_31 % TCP % * 5060 | % Rauland
Dial Pattermns <
Reqular Expressions
Defaults

* Input Required Commit [Cancel

w
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3. Create an Adaptation Rule

Session Manager used an Adaptation rule for two purposes. First, domains in the To and
From headers were modified to reconcile differences in the Avaya domain used on
Session Manager and Communication Manager, and the [P Address of the Brekeke SIP
Server used as the domain on that side of the call flow.

Navigate to Routing > Adaptations and click New (not shown) to add an Adaptation
rule. For this rule, the following entries were made:

e Adaption Name: Rauland — Any Descriptive name.

e Module name:DigitConversionAdapter — Selected from the list.

e Module Parameter:fromto=true iodstd=avaya.com iosrcd=avaya.com
osrcd=10.64.21.31 odstd=192.168.27.225—this defines a rule to modify domains
in SIP headers. See product documentation [2] for more information on the use
of Adaptation Rules.

e Digit Conversion for Outgoing Calls from SM: This defined a rule to remove
1 digit from the destination address for four digit dialed numbers starting with 7.
Communication Manager users, in order to avoid conflicting dial plans used a
7xxx dial plan to dial Responder endpoints. This rule removed the 7 and sent 5xx
to the Brekeke SIP server in order to match dial plans on that side of the solution.

Click Commit to save the changes, then add the adaptation rule to the SIP Entity form
as illustrated in Step 1 above.

AVAyA Avaya Aura® System Manager 6.1

outing
MlHome / Elements / Routing / Adaptations - Adaptation Details

Adaptation Details

General

SIP Entities
Entity Links

* Adaptation name: Rauland

Module name: | DigtConve
Tima Ranges

Madula + fromto=true iodstd
Routing Policies odule P

Dial Patterns Egress URIT Parameters:
Regular Expressions Notes:
Defaults

Digit Conversion for Incoming Calls to SM
Bdd Eemeovd
0 Items Refresh

Matching Patterm Min Max Phone Context Delete Digits

Digit Conversion for Outgoing Calls fram SM

Bdd Eemoud

1 Item Rafrash
[ Matching Pattem - Min
O =+ +[4

Salact : All, Hona

* Input Required
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4. Create a Routing Policy

Routing Policies require definition of a Routing Policy, and definition of Dial Patterns.
A new Routing Policy is created first, leaving the Dial Pattern undefined, then a Dial
Pattern is defined, then the Dial Pattern is applied to the Routing Policy.

Navigate to Routing > Routing Policies and click the New button (not shown). On the
Routing Policy Details page, provide a Name and Notes as desired for the policy. Click
the Select button to select the SIP Entity as Destination (not shown). The Rauland SIP
Entity was selected as the Destination.

Click Commit to save the entries.

Note that the Dial Patterns shown below was added when the Dial Pattern was defined
in Step Sbut is shown here for brevity.

A\/AyA Avaya Aura® System Manager 6.1 Help | About | Ghange Passvord | togoff admin (i

Home

suti
MlHome / Elements / Routing / Routing Policies - Routing Policy Details

Help 7

Routing Policy Details

Adaptations Genearal

SIP Entities * Name: Rauland
Entity Links
ty Disabled: []

Time Ranges
Hotes: Rauland

Routing Policies

Dial Pattermns

Regular Expressions SIP Entity as Destinatior

Dafaults
am
aulan

FQDN or IP Address Notes
4 192.168.27.225 Brekeke SIP S

Time o f Day
Bdd Famove [iaw Gaps/Ovarlaps
1 Itern Refresh Filter: Enable

[]  Ranking 1 Mame 2 Mon Tuw Start Time End Time Notes
O e 24/7 00:00 23159 Tiene Range 24/7

Salact : All, Nona

Dial Patterns
add Removel
1 Itern Refresh

[ Pattem Originating Location
0O s - - “ALL-

Selact : All, Hone

Reqular Expressions
[add
0 Itams Rafrash

Pattern

* Input Required
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5. Create a Dial Pattern
To create a Dial Pattern, navigate to Routing > Dial Patterns and select New (not
shown).

Enter the following:
e Pattern: 75 — the leading digits to match on the To header for SIP messages.
e Min and Max:4— The number of digits in the dialed number to match.
e SIP Domain:All — The SIP Domain can be used to implement domain based
routing rules, this option was not used in the compliance test.
e Originating Locations and Routing Policies: See the next page for details of
this step.

Click on the Commit button to save the entries after the step on the following page is
completed.

AVAyA Avaya Aura® System Manager 6.1

Dial Pattern Details

General

* Pattern: 75
Entity Links
* Min: 4
Time Ranges
Routing Policies *Max: 4
Dial Patterns Emargency Call: [ ]
Regular Expressions £IP Damaln: | ALL-

Defaults
Notes:

oOriginating Locations ) Palicies
[dd

1 Item Refresh

0 Location
] -aw-

Salact 1 All, None

Denied Originating Locations

* Input Required
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Create a Dial Pattern (Continued)
When the Add button is clicked on the Originating Locations and Routing Policies
section for the Dial Pattern Detail page, the following will appear.

The Originating Location can be defined as any location that originates a SIP request.
In the compliance test, location based routing was not used so the Apply The Selected
Routing Policies to All Originating Locations option was selected.

The Rauland policy defined is Step 4 was selected in the Routing Policies section.
Click the Save button (not shown) to save these changes and return to the Dial Pattern
Details page.

A\/AyA Avaya Aura® System Manager 6.1 Help | About| Change Passward | Log off admin =

Routing * Home

WlHome / Elements / Routing / Dial Patterns - Driginating Location and Routing Policy List
Originating Location and Routing Policy List Ealadd

Adaptations

SIP Entities g 1 " .
Originating Location

Entity Links

2] Apply The Selected Routing Policies to All Originating Locations

Time Ranges
Routing Policies 8 Itams Refrash Filter: Enable
Hame

.20 Subnet

Dial Pattarms
Regular Expressions

Defaults -21 826 Subnets

-22 Subnet

D4aH2E Chung's 383000 CM
DevConnect Service Broker FMC-Service Broker
IBMSUTLIte

TestRooml

Wireless

Select : &ll, None

Routing Policies
20 Itams Rafrash Filtar: Enable

[ mame Destination

AAM_21_T2 ARM_21_72

Allwors Allwars 63

AlpineMAS alpinemas i

cM_20_40 cM_20_40

cm_z1_z211 cmM_21_111

cM_21_d40 cM_21_40

CM_21_41 cM_21_41

cMzz_12 cM_22_12

cM_d0_24 cM_s0_24 Route to 58720
cM_41_21 cM_s1_21 Route to ACM 41,21
CM-G430_10_10 CM-G430_10_10

FasServer_21_200 FanServer_21_200

IBMSUT IBMSUTLite

PSTH Via TR18300 TR12300

EO000000000000o0o

Rauland Rauland
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7. Configure Responder® 5

The Responder solution is typically implemented by Rauland engineers or their resale partners.
When integrated with a third party SIP PBX, it is always deployed with a Brekeke SIP server
which serves two purposes. First, Brekeke SIP server is commonly deployed with a variety of
SIP capable PBX solutions giving the Responder equipment a common and predictable SIP
interface that is adaptable to many environments. Second, the Brekeke SIP Server is capable of
providing registrar services without requiring provisioning for each Responder endpoint, thus
significantly reducing the implementation and ongoing administration of the solution.

The Responder equipment will be provisioned completely by Rauland engineers based on site
requirements, and will be configured to use the Brekeke SIP server for all calls destined to
endpoints outside of the Responder endpoints.

The focus of this section will be on administration of the Responder applications, and
configuration of the Brekeke SIP Server to properly route SIP calls and RTP.
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7.1. Responder 5Configuration Details

Step

Description

1.

Configure Endpoints

Typically, hospital staff uses wireless phones to enable instant communications with
staff and patient rooms. In the tested confirmation, a variety of IP and SIP wireless
devices which were previously configured on Communication Manager and Session
Manager were administered in the Responder applications to associate the endpoints
with the hospital staff.

The Responder applications are accessed from the Windows PC used by a staff
administrator and/or at nurse stations throughout the hospital. These PCs are used by
staff to clock in and manage patient room assignments. The applications are launched
from Start>All Programs>Responder 5 Applications.

In the top left corner is a drop down list that navigates to the various applications. Each
requires an appropriate login (not shown). Select Administration — Devices in the upper
left drop down list (not shown) to add or modify phones. Enter the appropriate
DeviceName/Extension, Type, and a Description. The illustration below shows a
number of devices used in the test environment, extensions 6xx were IP and SIP devices
administered on Communication Manager and Session Manager.

Click OK at the bottom of the screen to com:lete edits on this screen.
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Step Description

2. Assign Endpoints to Users

Select Administration — Devices in the upper left drop down list (not shown) to add or
modify users and to assign devices to the users. This task is only necessary for statically
assigned device assignments. Users who share devices are able to enter the device they
are using for a shift when they login as described in Step 3.

Users can be created or modified on the User — Creation tab (user creation is beyond
the scope of these application notes, see Responder documentation for details of this
task). Devices (phones) are created on the User — General tab as shown below.

In the illustration below, devices were selected from a list of phones (from the list in
Step 1 above) in the PermanentDevice column for each user.

Click OK to complete edits on this screen.
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Step

Description

3.

User Login and Device Assignment

At the beginning of a shift, or return to duty from breaks, users will scan their Hospital
ID badge bar code with a scanner connected to the PC which will automatically log
them in to the My Profile screen.

From this screen, a Wireless Phone and/or Pager number can be entered, duty status
update, and break status entered. The My Assignments and My Preferences tabs are
available for staff to review the patient rooms they are assigned to and modify user
preferences. The details of these tasks are beyond the scope of these Application Notes.

Click Update or Update and Exit to commit the changes.

Responder 5 Applications
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Step Description
4. Assign Staff to Patient Rooms
This task is typically performed by shift supervisors. Staff can be assigned to patient
rooms on the Staff Assignment screen which is accessed from the drop down menu at
the upper left of the Responder 5 Applications. In the illustration below, GA (Gertrud
Andrag) is assigned to room 501-1 by clicking on the Staff name in the left column,
then clicking on the assignment space below the patient name. The staff members
initials (GAin this case) will appear as below when the staff member has been
successfully assigned to a patient.
y— b =18] ]
[~) Staff Assig
Staff: 5 East Search Beds — . "
LPN  Andrag, Gertrud 1D 10043 &0t § |GEE i i
Andrews, Roy Ward, Ann ' Pekelaar, Andre
W sCal W ¢Sev O @Umgt — . : .
Phone =l Lioyd, Abby Tiffin, Sarah ¥ Butcher, Alan 1
11 = .
§ Sparg, Liz t Coglowski, Renata t Hancock, G 1
SO ;B : g
Close &, Haper, W ¥ Cleaver, Gai ¥ Hewitt, M 4
RN Behr, Karina 5081 - . B9 -
Aide Bryden,J Kirkham, Kechl ¥ Voget, Caroline + Brink, Bernard 1
LPN  Cox, Fran o) . o .
Nur.. Deering, Peter Seier, Jurgen ¥ ibury, Anne ¥ Paznanovich, Ches t
Uni.. Payton,J - v - -
Nur... Sauerborn, Ursula Meals, Rhian 1 Ming, Chris t Sievers, Elmans t
LPN Van Zyl, Fred
LPN  Woods, Christine T H L.;J:m i Fa',:,w' . i
all Aide Sog;all, Jack ¥ Dei, Ken f w.'l.nnlaun,i{mm ¥
all Bed Control
all EVS 2 . : :
ST — Shand, Mike 1 Coulson, Jeri ¥ Stoddar, Bridget T
'::sﬁmibau B | DA -were st |[# Responder 5 Appheate. E] Document -Worbed | o P A, 1{_{):;0:
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Step

Description

5.

Configure Brekeke SIP Server SIP Properties
The following SIP settings were pre-configured for the test environment.

All administration is performed via web browser by navigating to the hostname or IP
Address of the Brekeke server.

brekeke
RESTART/ SERVER LoG ouT

SHUTDOWN STATUS
Configuration M

System =) RTP  Datsbase/Radius Domains  Mirroring  Heartbeat  Advanced

Configuration > SIP

SIP exchanger

Session Limit (-1=unlimited) A1
Local Port 5060
BZB-UA mode an ¥
NAT traversal

Keep address/port mapping off
Interval (ms) 12000
Add ‘rport’ parameter (Send) on %
Add ‘rport’ parameter (Receive) an ¥
Authentication

REGISTER off v
INVITE off ¥

Realm (2x: domain name)

Auth-user=user in "To:" (Register) | no »

Auth-user=user in "From:* no ¥

FQODM only no ¥

Nonce Expires (seconds) )

Upper Registration

OnfOff off v

Register Server

Protocol UDP

Thru Registration

OnyOff on ¥

Timeout (0=unlimited)

Ringing Timeout (ms) 240000

Taking Timeout (ms) 259200000

Upper /Thru Timeout(ms) 30000

Miscellaneous

100 Trying any requests b

ServerMser-Agent *advanced Edition Only
cp

TCP-handling on ¥ | *TCP inactive in Personalfacadermic Editions

Queus Size 50

UDFP Failover off v
Performance Optimization (Proxy)

Initial threads *advanced Edition Only
Maximum Sessions per thread *achvanced Edition Only
Performance Optimization

(Registrar)

Initial threads *advanced Edition Only
Maximum Sessions per thread *advanced Edition Only

Save

‘four changes will be in effect after restart.
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Step Description
6. Configure RTP Relay settings
The tested configuration required that all media (RTP) send to and from Rauland
endpoints be connected through the Brekeke SIP Server. This was required in order to
overcome an incompatibility between Rauland and Avaya media servers as described in
Section 2.
On the Configuration>RTP screen, set RTP Relay to on, RTP relay (UA on this
machine) to auto, Port mapping to source port and click Save to complete entries.
Note, the Minimum and Maximum Port range settings should be sufficient to handle
the maximum number of concurrent RTP sessions between systems.
: . Rexgrstiened O thve Saso o Condiguration hl.' i "-i
System S 1R Datsbasefadis Domains Mimorng Heartboat Advanced
Configuration > RTP
RTP mochanger
RTP relyy on ¥
RTP reday (LA of Sk mschire) ayto
Minirum Port SO000
Wasimiin Port LE000
MinirUm Port(Videa) 0
Mt Porb{Video') ]
Fort mapping soUEe pod
Tmeout (0=unlinited)
RTF Session Timeout (ms) 0000
L e | our dhargis will be r effect sfer ristart
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Step

Description

7. Configure Dial Plan Routing rules

SIP

Several Dial Plan rules were used as illustrated below. For calls routing to Session
Manager, the Avaya CM6 rule was used. The other rules were used to route calls to the

Enablement Services system covered in the alternate Application Notes previously

mentioned.

Hew Rule Import Rules  Export Rules View Alias Mew Alias Import Alias Export Alias

Dial Plan > View Rules
[¥] Hide Disabled Rules

Priority Name Matching Patterns Deploy Patterns

1 Avaya CM6_650 EL?:;?Z-UAL%IE ?:::i;ﬁﬁ;cloummm IR
2 Avaya SES 28 s:::;;{z;jn)gﬁ f;ﬁ;ﬁ%ﬁ%.éuo.ﬂ OBR
3 Avaya SES g;?:;?z;&l%ﬁ ?;r::i;ﬁtl;i%m.-m.dl o ﬁj %
4 Avaya CM6 ELTEETEALN;;}TE ?Lr::i;ﬁtliﬂs%.ﬁzl.!}l oK
5 To_WsM S SEE R e CHR
7 To_Outside_Thruwsm EL?:;SF;AL%TE ?:f:isn‘?i;tlgcl%z.ms.zr.zu OBR
9 CiscoCM L To=sip:%1@10.1.2,100 Pedvpd

Apply Rules

All rules were identical except for the values for the Matching Patterns and Deploy
Patterns. In the screenshot below, calls to number patters starting with 60 were routed
to Session Manager at 10.64.21.31.

Click Save to commit the changes on this screen.
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Dial Plan

Wiew Rules  New Rule Import Rules ExportRules  View alias New Alias Import Alias Export Alias

Dial Plan > Edit Rule
Enter the details of your rule below.

Rule name  Avaya CME_B50

Description
Priority 1
[ Disabled
Matching Patterns: NG Deploy Patherns: ROG
‘$request="INVITE ) [$transport=tcp
To=sip: (20.+) 8 To=sip:%1010.64.21.31

Variable Walue Wariable Yalue
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8. Verification Steps

Calls were placed to and from Responder endpoints, and two-way audio was confirmed. The
nature of these devices is simple, one-way communications with Hospital staff, complex calls
like transfer and conference are not supported on the patient room devices, but Avaya endpoints
were tested to confirm conference and transfer functionality.

On the Brekeke SIP Server, the Registered Clients>View Clients screen will confirm if
Responder endpoints are successfully registered as shown below.

New Client
Show Filter
Unragister
] User
5%501
O
5*501*1
O
5*501*101
O
S5*501*102
O
5*502
O
5*502*1
O
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Registered Clients > View Clients

Contact URI

$ip:S*S01@192.168.27,125:5064

5ip:5*501* 1@192.168.27,125:5064

sip:5*S01*101@192.168.27.125:5064

$ip:5*S01*102@192.168.27.125:5064

$ip:S*S02@192.168.27,.125:5064

5ip:5*502* 1@192.168.27,125:5064

Detail

Expires 1 3600

Priceity 1 1000

Uzer Agent ©

Requester : 192.168.27,125:5064

Time Update : Wed Nov 09 20:28:96 CST 2011

Expires : 3600

Priority 1 1000

User Agent :

Requester 1 192.168.27,125:5064

Time Update : Wed How 09 20:28:46 C5T 2011

Expires : 3600

Priority 1 1000

User Agent :

Requester : 192,168.27,125:5064

Time Update : Wed Mow 09 20:28:46 CST 2011

Expiras 1 3600

Pricrity : 1000

User figent :

Requester : 152,168.27.125:5064

Tirme Update @ Wed Mow 09 20:28:46 CST 2011

Expires 1 3600
Priceity : 1000

User Agent :

Requester : 192,165.27,125:5064

Time Update : Wed Mo 09 20:28:46 CST 2011

Expires : 3600

Pricrity 1 1000

Liger Agent :

Requester 1 192,168.27,125:5064

Tire Update : Wed Mow 09 20:28:46 CST 2011
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9. Conclusion

These Application Notes describe the procedures required to configure Rauland-Borg
Responder® 5 to interoperate with endpoints registered to Avaya Aura® Session Manager and
Avaya Aura® Communication Manager using a Brekeke SIP Server as a SIP registrar and Proxy
for the Responder 5 side of the solution.

Caution is advised to pay particular attention to the observations noted in Section 2 above when
planning to implement this solution.

10. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com.

Avaya

[1] Administering Avaya Aura™ Communication Manager, Doc # 03-300509, Release 6.0, Issue
6.0, June 2010.

[2] Administering Avaya Aura® Session Manager, Doc # 03-603324, Release 6.1, November
2010.

[3] Application Notes for Configuring Rauland-Borg Responder®™ 5 to Interoperate with Avaya
Aura® SIP Enablement Services and Avaya Aura® Communication Manager R5.2.1.

Rauland-Borg
Product information for Rauland-Borg products can be found at http://www.rauland.com/.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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