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Abstract

These Application Notes describe how to configure an Avaya Communication Server 1000E
R7.0 to interface with Trio Enterprise R3.0, which is operating as an attendant answering
position. Trio Enterprise is a software application installed on a Windows server that interfaces
with Avaya Communication Server 1000E using Qsig trunks and provides users with the call
functions of an attendant console without having to install a hardware attendant position.

Information in these Application Notes has been obtained through DevConnect Compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the test configuration for Avaya Communication Server 1000E
R7.0 with Trio Enterprise R3.0. Trio Enterprise is a client/server application running on
Microsoft Windows operating systems. Trio Enterprise provides users with an attendant
answering position for Communication Server 1000E that does not need attendant telephony
hardware (e.g., 2250 attendant console). Trio Enterprise connects to the Communication Server
1000E using Qsig trunks and calls are made over these trunks to PSTN destinations as well as
internal Communication Server 1000E users. Trio Enterprise can perform the usual range of
attendant call functions, i.e., centralized answering position, extending PSTN calls to users,
placing PSTN calls on behalf of internal users, and performing internal telephone directory
lookups. In addition, Trio Enterprise uses Intercept Computer Protocol (ICP) as a tool to manage
user absences, by allowing Communication Server 1000E users to forward their telephones to the
Trio Enterprise attendant position with an absence reason code which is displayed on the
attendant screen.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise voice network using a
Communication Server 1000E Network Routing Server (NRS) and a Communication Server
1000E system, connected via SIP trunks. The Trio Enterprise server connects to the
Communication Server 1000E call server via Qsig trunks. SIP traffic was routed by the NRS,
Qsig traffic was routed by the call server. See Figure 1 for a network diagram.

A basic Distance Steering Code configuration (DSC) was configured on the Communication
Server 1000E to route all calls to the Trio attendant position. An Avaya 1140E IP telephone was
used as the Trio attendant telephony device.

During tests, calls are placed to a four digit number which is associated with the Trio attendant
position. The Communication Server 1000E call server routes all calls destined for the Trio
Enterprise server over the Qsig trunk connection, the Trio Enterprise server then automatically
places a call to the telephone the attendant is using for answering purposes. When the attendant
answers the call, the Trio server bridges the two calls. When the attendant extends the call to
another phone, Trio Enterprise server performs a Qsig path replacement and the caller and the
called user are now directly connected. It is possible to have multiple Trio attendant positions on
a Communication Server 1000E system, only limited by the number of Qsig trunks available.

A variety of Avaya telephones were installed and configured on the Communication Server
1000E. The NRS was configured to route SIP calls. The Trio attendant client was installed on the
same server as the Trio Server, but can be installed on a separate platform if required.
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2.1. Interoperability Compliance Testing
The compatibility tests included the following:

e NRS configuration

e SIP trunk configuration

e (Qsig trunk configuration and operation

e Attendant answers direct call

e Supervised and unsupervised transfer with answer

¢ Directing calls to busy extensions

e Call queuing and retrieval

e Loop detection for busy and unanswered extensions

2.2. Test Results

Trio Enterprise R3.0 passed the compliance test successfully with no observed failures or
limitations.

2.3. Support

For technical support on Trio products, please use the following web link.
http://www.trio.com/web/Support.aspx

For support on Avaya products, please use the following web link:
http://support.avaya.com
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3. Reference Configuration

The following Figure 1 shows the network configuration used for all test cases in the test plan.
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Figure 1: Test Configuration for Avaya Communication Server 1000E and Trio Enterprise
R3.0
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided.

Avaya Equipment

Software / Firmware Version

Avaya Communication Server 1000E

Avaya Communication Server 1000E
07.00Q /7.00.20 (PSWV 100
with latest Patches and Deplist)

Avaya Communication Server 1000E Media

Gateway

CSP VERSION: MGCC BDO01
MSP VERSION: MGCM ABO1
APP VERSION: MGCA BAO7
FPGA VERSION: MGCF AA18
BOOT VERSION: MGCB BAO07
DSP1 VERSION: DSP1 AB03
DSP2 VERSION: DSP2 AB03
DSP3 VERSION: DSP3 AB03
DSP4 VERSION: DSP4 AA01
DSP5 VERSION: DSP5 AAO1

Avaya 1100 series IP Telephones
e 1140e
o 1120e

Avaya M3900 series Telephones
e M3904

0625C8A (UniStim 5.0)
0624C8A (UniStim 5.0)

Version: AA93

Trio Equipment

Software / Firmware Version

Trio Enterprise Server platform

Trio Enterprise 3.0
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5. Configure Avaya Communication Server 1000E NRS

This section describes the steps required to configure Communication Server 1000E Network
Routing Service (NRS) prior to testing with Trio Enterprise 3.0. The general installation and
configuration of Communication Server 1000E NRS and UCM is presumed to have been
previously completed and is not discussed here. The function of the NRS is to route SIP traffic
between the Communication Server 1000E system and the Trio Enterprise server. NRS
configuration requires the following actions:.

e Logon to Avaya Unified Communications Management and Network Routing Services

Manager and configure System Wide Settings

e Administer SIP,L1 and LO domains

e Administer SIP Endpoints

e Administer Routing Entries

For detailed information on installing and configuring Communication Server 1000E NRS, see
item [3] in Section 10 of this document.

5.1. Unified Communications Management (UCM), Network Routing
Services Manager (NRSM) and System Wide Settings

Access UCM using a Web Browser by entering http://<FQDN >/, where <FQDN> is the fully

qualified domain name of the UCM server. Log in using appropriate credentials (not shown) and

the Home page will be presented with menu options shown below. Scroll down and select
NRSM on sps from the Elements list.

NERTEL UNIFIED COMMUNICATIONS MANAGEMENT Helo | Logout
NQ“EID”" ; Host Mame: dpp-ucm.galctlab.com  Software Version: 02.10.0029.01(3780)  User Name admin

C3 1000 Serices

Corporate Directory Elements

e : Mew elements are registered into the security framewark, or may ke added as simple hyperlinks. Click an element name to launch its management service. You can optionally filter the
Numbering Groups list by entering a search term
Patches
SMIMP Profiles e I
Search || Reset
el T [  FEE [
Software Deployment
Subscriber Manager Add... ‘ | [E 2 &
User Senvices
- ~
A e [ Element Name Element Type Release Address Sslsr‘cﬁrmuon
External Authentication =[] coresl.aalciab.com (member) Linux Base 7.0 47.166.92.208 Base 05
Password element
Security =[] dop-ucm.galctiah.com (primary] Linux Base 7.0 47.166.92.202 Base 08
Roles element.
Palicies - [] coresZ.galctiab.com (member) Linux Base 5.0 47.166.92.197 Base 0§
Certificates e — § L o g
Active Sesslons s [ 172.18.20.16 Wedia Gateway Contraller 6.0 172182016 ::\gmem
Lo <[] 172182017 Wedia Gatswsy Controller 50 172182017 New
Logs element
Data [ 17218.20.3 Media Gateway Controller 6.0 172.18.20.3 Mew
element
w0 172.18.20.15 Media Gateway Controller 7.0 172.18.20.15 MNew
element
| MNRSM on sps % Metwork Routing Service 7.0 172.18.20.13 MNew
element
| MNRSM on cores2 Metwork Routing Service 6.0 172.18.20.12 Mew
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The Network Routing Service Manager (NRSM) page will open in a new window. Click on the
Edit button (not shown), the Edit Server Configuration window opens (see following
screenshot). The following settings are required to be configured:

e Hostname, this is the primary NRS network name

e Primary TLAN IP address, the primary NRS IP address

e Secondary TLAN IP address, [P address of a secondary NRS (if required)

e Secondary server host name, secondary NRS network name

e UDP Transport enabled, checkbox must be ticked

e Primary server UDP IP, same as Primary TLAN IP address

e Primary server UDP port, must be set to 5060

e Secondary server UDP IP, same as Secondary TLAN IP address (if required)

e Secondary server UDP port, must be set to 5060 (if required)

e TCP Transport enabled, checkbox must be ticked

e Primary server TCP IP, same as Primary TLAN IP address

e Primary server TCP port, must be set to 5060

e Secondary server TCP IP, same as Secondary TLAN IP address (if required)

e Secondary server TCP port, must be set to 5060 (if required)

e TLS Transport enabled, checkbox must be ticked

e Primary server TLS IP, same as Primary TLAN IP address

e Primary server TLS port, must be set to 5061

e Secondary server TLS IP, same as Secondary TLAN IP address (if required)

e Secondary server TLS port, must be set to 5061 (if required)

When finished, click on the Save button.
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NERTEL

NETWORK ROUTING SERVICE MANAGER

«UCH Network Services Managing:  172.18.20.12
- System System » MRS Server » Edit
MRS Server =
Citatass Edit Server Configuration
System Wide Seftings
- Numbering Plans NRS Setting fad
Domains IR T — |
Endpoints Hostname: HostName e
Routes Primary TLAN IP address: 4716692188 |x i
Metwork Post-Translation T 1 |
Collaborative Servers Secondary TLAN IP address: [47.166.82.187 |« |
e ——— =
- Tools Secondary server host name: cores2 1%
SIF Phone Context - .
- Routing Tests Control priority. ____0 |
H323 Server mate ¢ ication port 5005 |
SIP : |
Backup Realm name; realmName = %
Restore Semverrole: | Secondary Vi
GKINRS Data upgrade z
H.323 Gatekeeper Settings
Location request (LRQ) response imeout: 3_V | (Seconds)
SIP Server Settings
Public name for non-trusted networks: unknown ! )
Public number for non-trusted networks: 000-000 |
UDP Transport enabled: [7]
Primary server UDF IP: | ﬂ 155 92 198
Primary server UDP port | 5080 = |
Setandary semver UDP IP: 47.166.92.197 |
Secondary server UDP port: 5060 | Il
TCP Transport enabled: [#]
Primary server TCP IP: |47.166.92.198 I
Primary server TCP port | SUGIJ |
Secondary server TCP IP: 4? 16692197 |
Secondary semver TCP port (5060 |
TLE Transport enabled: [7] pdi
Primary server TLS IP: | [47.166.92.198
Primary server TLS port |5061 |
Secondary server TLS IP:[47.166.92197 |
Secondary server TLS port 3_-3061 _|
Transport Layer Security (TLS)
Maximum session cache: ;Easuna |
Session cache imeout 600 _]
Renegotiation in byte: [2048000 |
®508 Certificate authentication: [ |
Client authentication: [7] |
HNetwork Connection Server (NCS) Settings !
Primary NCS port: 16500 ] 2|
{ Note; Any modification of NR'S Server configuration would not take effect until you restart all the services. )
* Required value.
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Select System Wide Settings from the side menu, the System Wide Settings page will appear
(see the following screenshot). Configure the following values:

Sip registration time to live timer, set to 3600 seconds

H.323 gatekeeper time to live timer, set to 30 seconds

H.323 alias name, set to dppsps in this example

Auto backup time, the NRS automatic backup script runs at this time

Click on the Save button when finished.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Network Services Managing: 172.18.20.12

- System System » System Wide Settings
MRS Server - -
Database System Wide Settings
System Wide Seftings

- Numbering Plans % 2IP registration time to live timer:| 3600 Seconds)
Domains
Endpoints H.323 gatekeeper registration time 1o live Umer. 3 00 Seconds)
Routes H.323 alias ﬂame.w
Metwork Post-Translation Auto backup I\me.’T‘ M

Collaborative Servers
Auta backup to secure FTP site enabled: []

- Tools
SIF Phone Context Auto backup to secure FTP site’s IP address.:I
i Rou:r;gg‘;esls Auto backup secure FTP site’s path.lzl
sIp Auto backup secure FTP user name: l:l
Backup Auto backup secure FTP nasswnm':I
Restore

GK/MNRS Data upgrade

* Required value. Save Cancel

5.2. Administer SIP Service Domain, L1 and L0 domains

Ensure the Managing Standby database radio button is checked. Click on Domains from the
left hand side menu, the Edit Service Domain page appears. Enter the required Domain name
and an (optional) Domain description. Click on the Save button when finished.

NQORTEL NETWORK ROUTING SERVICE MANAGER Help | Logout

«UCM Network Services
Active databas
- System — 172.48.20.12

MRS Server @® standby database ing Plans » Domains » Service Domains
Database
System Wide Settings Edit Service Domain
- Numbering Plans
Domain name: |dpp.norel *
ndpoints

Routes
Metwark Post-Translation
Collaborative Servers

- Tools
SIP Phone Context * Requirsd valus. [% Save Cancel

DPP LAB
Domain description
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The Service Domain page now reappears with three tabs. Ensuring the Managing Standby
database radio button is checked, click on the L1 tab (not shown) and select the service domain
previously configured from the Filter by Domain drop-down box (not shown). Enter the
Domain name (UDP in the example) in the Edit L1 Domain page (see the following
screenshot). Ensure Endpoint authentication enabled is set to authentication off. The
remaining parameters can be set to values appropriate for the installation. Click on the Save
button when completed.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Network Services o) s
-~ System Managing: O setive dataass 172.18.20.12
MRS Server ® standby database Numbering Plans » Domains » L1 Demain
Database _ _
System Wide Settings Edit L1 Domain ( dpp.nortel )
- Numbering Plans
Endpoints
Routes .
Metwork Post-Translation Domain description:
Collaborative Servers
- Tools Endpoint authentication enahled: | Authentication off »
e uthentication passwor [%
H323 Ef64countrycode:| |
8P
Tres E.164 area code l:l
Restore E.164 international dialing access code: l:l
GK/MNRS Data upgrade
B E 184 international dialing code length l:l (0-9
E.164 national dialing access code: l:l
E. 164 national dialing code length: l:l (0-8 b |
E.164 local (subscriber) dialing access code: l:l
E.164 local (subscriber) dialing code length l:l (0-9
Private L1 demain (UDP location) dialing access code:
~
% Required value Cancel
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Ensure the Managing Standby database radio button is checked. Click on the L0 tab (not
shown), the Edit L0 Domain page appears. Select the configured service domain from the Filter
by Domain drop-down box (not shown) and then the previously configured L1 domain from the
Filter by L1 Domain drop-down box (not shown). Enter the Domain name (CDP in the
example shown); ensure Endpoint authentication enabled is set to Not configured (see
following screenshot). The remaining parameters can be set to values appropriate for the
installation. Click on the Save button when completed.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Melp | Logout

«UCM Hetwork Services 3
s Managing: & Active database 72482042
MRS Server O] Standby database Numbering Plans » Demains » L0 Domain
Database
System Wide Settings Edit LO Domain ( dpp.nortel / udp)
- Numbering Plans
Domain name:
Endpoints
Routes
Network Post-Translation Damain description
Collaborative Servers

- Tools Endpoint authentication enabled: | Mot configured v

SIP Phone Context

|

cdp

Authentication password:

= bt L 1
H.323 I Et64countrycode: [ |
sIP
Tea E 164 area code: l:l
Restare Private ungualified number abel: |PrivateUnknown

GK/NRS Data upgrade _ 3
E 164 international dialing access code

E.164 international dialing code lenath:
E.164 national dialing access code:
E.164 national dialing code length:

E.164 |ocal (subscriber) dialing access code:

UL

E.164 lacal (subscriber) dialing code length:

* Requirad valus Save Cancel

This completes the NRS Domain configuration. The next screenshot is an example of the fully
configured SIP Service Domain, L1Domains (UDP) and L0 Domains (CDP).

NERTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Network Services © Active databes
- Ssystem Managing: SR 172.18.20.12
NRS Server @ standoy database Humbering Plans » Domains
Database
System Wide Settings Domai
- Numbering Plans Domains eitablish the basic structure of your converged network, defined by Service domains, L1 (UDP} and L0 (CDP} domains
Domains
Endpoints z 2 = 2
S | Service Domains (1) L1 Domains (UDP) (1) ‘ L0 Domains (CDP) (1) | |

Network Post-Translation F\IterbyDomain:lA” service domains Vl i ‘AH L1 domains V‘

Collaborative Servers

- Tools Al Delete ! Refresh

SIP Phone Context

- Routing Tests O Da Description # of Gateway Endpoints # of Routing Entries Context
= : z
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5.3. Administer SIP Endpoints

SIP endpoints must register with the NRS before sending or receiving SIP traffic. Endpoints are
typically Communication Server 1000E systems, but may also be SIP telephones or third party
SIP proxies.

Ensure the Managing Standby database radio button is checked. Click on the Endpoint entry
in the left side menu and in the resulting page select the previously configured SIP, L1 and LO
domains from the Limit results to Domain suite of drop-down lists (not shown). The following
screenshot shows the previously entered SIP, L1 and LO domains highlighted.

NEQRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout

«UCM Hetwork Services & s qinase
System Managing: GRS 172.48.20.42

NRS Server ® standby database MNumbering Plans » Endpoints

Database

System Wide Setti =

et bl Search for Endpoints e

Numbering Plans

Domains

i Enter an endpoint 1D (use * for all) and click Search You may narrow the search by specifying a particular domain

oute

MNetwork Post-Translation = ‘

Collaborative Senvers s, 2
Tools ; i T

SIP Phone Context Limit results to Domain: | dPpP-nortel ] [udp ¥ i |edr ~]

Routing Tests P—

H.323 Results per page: |_5_G_1‘ Search
sIP
Backup | = | .
User Endpoints (0
EaEe Gateway Endpoints (6) P (0)
GK/NRS Data upgrade ‘ Delete | SIP phone context... ‘ Refresh

When drop-down lists have been populated with the correct values, the Add button is then
activated and a new endpoint can be added. Click on the Add button and enter the endpoint data.
See the highlighted area in the following screenshot for information.

e End point name (coresl in this example) must match that configured later in Section 6.4

e Description is typically some text to describe the endpoint

e Trusted Node must be checked

¢ Tandem gateway endpoint name is set to Not Applicable

e Endpoint Authentication enabled is set to Authentication off

e SIP Support must be set to Dynamic SIP endpoint

e SIP Mode must be set to Proxy

e SIP UDP transport enabled checkbox must be ticked

e SIP UDP port must be 5060
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The remaining values will be specific to the particular location and endpoint being configured,
examples of typical values are shown, and the correct values must be entered before the endpoint
is brought into service. Click the Save button to confirm the settings.

NERTEL

«UCM Network Services
- System
NR2 Server
Database
Systermn Wide Settings
- Numbering Plans
Domains
Endpuoints
Routes
Metwark Post-Translation
Collaborative Servers
- Tools
EIF Phone Context
~ Routing Tests
H.323

Massiinng O Active database

(& standoy database

NETWORK ROUTING SERVICE MANAGER

172.18.2012
Numbering Plans » Endpoints » Gateway Endgoint

Help | Logout

Edit Gateway Endpoint ( dpp.nortel / udp ( cdp )

End point name: |cores *

|

coresl
Description:

Trust Node:

Tandem gateway endpaintname: | Not Applicable +
Endpoint authentication enabled: | Authentication off

I

3IP

|

Authentication password.
Backup

Restore E 164 country code -
GK/NRS Data upgrade E.164 area code -
E.164 international dialing access code:
E.164 international dialing coede length: 0-99)
69
1 (0-

E.164 national dialing access code:
E.164 national dialing code length: 99)
E.164 local (subscriber) dialing access code:

Private L1 demain (UDP location) dialing access
porel I

Private L1 domain (UDP location} dialing cade length: (0-89)

|

Private Special number 1
Private Special number 1 dialing code length: l:l (0-31)
Private Special number 2:

Frivate Special number 2 dialing code length: l:l {0-31)
Static endpoint address type: | P version 4 +| i
Static endpoint address:

H.323 support ’m‘

SIP support | Dynamic SIP endpoint & T

@ Proxy Mode
SIP Mode i
O Redirect Made

|

|

SIP TCP transpert enabled: []

SIP TCP part: | 5060

SIP UDP transpert enabled:

SIP UDP port | 5060

SIP TLS transport enabled: []

8IF TLS port: | 5061

Persistent TCP support enabled [

End to end security suppert []

Netwark Connection Server enabled: []
Redundancy enabled
Iain endpaint name: I@
Redundant endpoint name: | Mot Applicable

* Raquirsd valus Cancel

3
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5.4. Administer Routing Entries

Routing entries are telephone numbers associated with an endpoint. When a telephone number is
dialed, the NRS searches the endpoint database to find a match and then directs the call to the
endpoint with the first returned match. Endpoints can be entered as a range of telephone numbers
(e.g., 756*, which matches all numbers beginning with 756) or as a list of unique numbers.
Unique listings reduce unnecessary SIP messaging, but require significantly more effort to setup
and maintain. The following screenshot shows the routing entries initially setup on the
Communication Server 1000E.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Hetwork Services © Active datab
- System Managing: NGRS 172.18.20.12
MRS Server ® standby database Humbering Plans » Routes
Database
System Wide Setti " &
HEREAT BRI Search for Routing Entries Hide
- MNumbering Plans
Domains
Endpoints 5 ‘
Enter a DnPrefix and Dn Type (use * for all) and click Search.You may narrow the search by specifying a particular domain.
Metwork Post-Translation =
Collaborative Servers Ll | RN e ‘AH DR Eypes vl
- Tools
SIP Phene Context Limit results 1o Dumam.‘A” service domains V| i ‘AH L1 domains V| 1 |A\I L0 domains V‘
- Routing Tests
H.323 Endpoint Name: | All gateway endpoints (v
8P
Backup Results perpage.
Restore
GK/NRS Data upgrade
| RoutingEntries (71) | Default Routes (0)
] Copy... ] ] Import._. 1 Expﬂrt,,,] Routing test. ] Delete ] Refresh
| DN Prefix~ DN Type Route Cost SIP URI Phone Context Context o
=[] 2500 Eg;:t\e 7 Sl P By 1 cdp.udp dpp.nortel f udp / cdp / cores2 A
)
-0 2501 E'Dr"ﬂ“'zfe Ievel0 edlonal (GDF:sleerna 1 cdp.udp dpp.nortel / udp / cdp / cores2
s[] 2600 Eﬂrl;‘zte [ RELEREIceng 1 cdp.udp dpp.nortel f udp / cdp / cores2
~,
1-50 of 71 Routing Entry(ies) Page 1072 First| Previous| Next| @%
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To add a new routing entry, ensure the Managing Standby database radio button is checked.
Click on the Routes entry in the left side menu and in the resulting page select the previously
configured SIP, L1 and L0 domains from the Limit results to Domain suite of drop-down lists.
When drop-down lists have been populated with the correct values, the Add button is activated
and a new route can be added. Click on the Add button and enter the route data:

e Seclect Private level 0 regional CDP steering code from the DN type drop-down list

e DN prefix is a four digit telephone number.

¢ Route cost is set to 1.

Click on the Save button when finished. The following screenshot shows an example routing
entry.

NEIRTEL NETWORK ROUTING SERVICE MANAGER Help | Logout
«UCM Hetwork Services S— =

- System Managing: (0 Active datsbase 172482012

NRS Server O standby catabase Humbering Plans » Routes » Routing Entrv

Database

System Wide Settings Edit Routing Entry ( dpp.nortel / udp / cdp / cores1)
- Numbering Plans

Domains DM type: | Priva e : 3

Endpoints

DN prefix | 2025 3
MNetwork Post-Translation g
Route cost |1 % (1-255

Collaborative Servers -
- Tools

SIF Fhone Context

- Routing Tests
H.222 * Requirsd valus. Cancel

To add more endpoints, repeat Sections 5.3 and 5.4.

This completes the Communication Server 1000E NRS setup.
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6. Configure the Communication Server 1000E

This section describes the steps required to configure Communication Server 1000E SIP trunks
and the necessary configuration for terminals (digital, analog, attendant and IP phones). SIP
trunks are established between Communication Server 1000E and the NRS and are used for all
off-switch calls. To reach telephone numbers on other Communication Server 1000E systems,
calls are placed via the NRS, which proxies SIP messages. The general installation of the Avaya
Communication Server 1000E, NRS and UCM is presumed to have been previously completed
and is not discussed further here.

6.1. Confirm System Features

The keycode installed on the Call Server controls the maximum values for system attributes. Ifa
required feature is not enabled or there is insufficient capacity, contact an authorized Avaya sales
representative to add additional feature/capacity. Use the Communication Server 1000E system
terminal and manually load overlay 22 to print the System Limits (the required command is
SLT), and verify there are sufficient Traditional Telephones, Traditional Trunks, IP Users, Basic
IP Users and SIP Access Ports to meet requirements.

Overlay 22 - system Limits (SLT) Printout

System type is - Communication Server 1000E/CPPM Linux
CPPM - Pentium M 1.4 GHz
IPMGs Registered: 2IPMGs Unregistered: 0IPMGs

Configured/unregistered: 0

TRADITIONAL TELEPHONES 32767 LEFT 32764 USED 9
TRADITIONAL TRUNKS 32767 LEFT 32677 USED 90
DECT USERS 32767 LEFT 32767 USED 0
IP USERS 32767 LEFT 32744 USED 12
BASIC IP USERS 32767 LEFT 32761 USED 7
TEMPORARY IP USERS 32767 LEFT 32767 USED 0
DECT VISITOR USER 10000 LEFT 10000 USED 0
ACD AGENTS 32767 LEFT 32752 USED 2
MOBILE EXTENSIONS 32767 LEFT 32767 USED 0
TELEPHONY SERVICES 32767 LEFT 32767 USED 0
CONVERGED MOBILE USERS 32767 LEFT 32767 USED 0
NORTEL SIP LINES 32767 LEFT 32765 USED 2
THIRD PARTY SIP LINES 32767 LEFT 32761 USED 6
SIP CONVERGED DESKTOPS 32767 LEFT 32767 USED 0
SIP CTI TR87 32767 LEFT 32767 USED 0
SIP ACCESS PORTS 32767 LEFT 32752 USED 30
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Load overlay 21, and confirm the customer is setup to use ISDN trunks (see below).

Overlay 21 Customer Network Data
REQ: prt
TYPE: net
TYPE NET DATA
CUST O

TYPE NET DATA

CUST 00

OPT RTD

AC1 INTL NPA SPN NXX LOC
AC2

FNP YES

ISDN YES

6.2. Configure System Node Information
Use Communication Server 1000E Element Manager to configure the system node properties.
Navigate to the System = IP Networks = IP Telephony Nodes = Node Details and click on
the Add button (not shown), the node details page appears (see following screenshot). Fill in the
following settings:

e Node ID, a unique numerical value to identify the node

e Call Server IP Address, IP address of the Communication Server 1000E call processor

e Embedded LAN (ELAN) Gateway IP Address, the node ELAN gateway IP address

e Embedded LAN (ELAN) Subnet Mask, the ELAN network Subnet Mask

e TLAN address type, click on the [Pv4 only radio button

e Telephony LAN (TLAN) Node IP Address, a unique IP address for the node

e Telephony LAN (TLAN) Subnet Mask, the TLAN network Subnet Mask

Click on the Save button when finished.

NEIRTEL CS 1000 ELEMENT MANAGER

— UCM Network Services Managing: 172.18.20.11 Username: gerry

- Flomic System » IP Network » |P Telephony Modes » Node Details
= ke MNode Details (ID: 2 - SIP Line, LTPS, PD, Gateway ( SIPGw, H323Gw ))
= Virtual Terminals
- System
ENarnS |There is @ warning message
- Maintenance
+ Core Equipment Mode 1D |- ’i (0-959% =
- Peripheral Equipment L
—IP Metwaork ’ Call server IP address: [172.15.20.11 | = TLAM address type: & |Pvd only
-klodes: Servers, Media Cards 2 =
- Maintenance and Reports O IPv4 and IPvB
- Media Gateways
—Zones Embedded LAM (ELAN) Telephony LAM (TLAN)

—Host and Route Tables

—Metwork Address Translation (M.
- QoS Thresholds -
-Personal Directories Spbnetmask [

Gateway IP address: I1?-2 1“8- iCl_1 Mode IPv4 address: ':1? 1G_G§li-2tl-? -! 4

Subnetmask: [255 255 255 224]

- Unicode Mame Directory
+Interfaces [ |

- Engineered Values L |
- Customers ” " .
oniles s Tk Associated Signaling Servers & Cards

= goé';easngz:jsﬂ“nks Warning: There are no more Signaling Servers availakble to add to the current node, please add more Signaling Servers to the parent C31000

jor CS1000-HS systems via Deployment Manager.

— Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
—Incoming Digit Translation

Print | Refresh

ostname Type Deploved Applications ELAN IP TLAM IPv4 Role
SIP Line, LTPS, Gateway, PD

% 'fq.';';:;,ates [ corest signaling_Server Presence Publisher, IF Media 172.18.20.11 47.166.92.208 Leader
- Reports Services
= Views Show:
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6.3. Configure System Codecs

Communication Server 1000E uses codecs to convert digital and analog telephone speech into a
format suitable for SIP trunks. Before SIP trunks can be utilized, system codecs must be selected.
Using the Communication Server 1000E element manager sidebar, click on Nodes: Servers,
Media Cards and navigate to the IP Network = IP Telephony Nodes = Node Details =
VGW and Codecs property page and configure the Communication Server 1000E General
codec settings as in the next screenshot (see highlighted area).

e Voice payload size must be set to 20

e Voice playout (jitter buffer) delay, set to 40 and 80

NERTEL CS 1000 ELEMENT MANAGER

_ UCM Hetwork Services Managing: 172.18.20.11 Username: gerry
TR System » IP Network » IP Telephony Nodes » Node Details » WGV and Codecs
- Finhe Node ID: 2 - Voice Gateway (VGW) and Codecs
- Virtual Terminals
s General | Yoice Codecs | Fax
+ Alarms 2 G
- Maintenance General e
tgz:;ﬁ;ﬁfgi?émem Echo cancsllation: [F] Use canceller, with tail delay:[ 126 v |
- IP Network Dynamic attenuation
-Modes: Servers, Media Cards S MR
- Maintznance and Reports oice activity detection threshald: |-1? | (-20 - +10 DBM}
- Media Gateways
,Z"ﬂnes i Idle noise level: |-65 (-327 - +327 DBM)
-Hostand Route Tables : : e : -
Signaling options: [#] DTMF tone detection
- Netwark Address Translation (M: G
- QoS Thresholds [[] Low latency mode
- Personal Directories Remave DTMF delay (squelch DTMF fram TOM ta 1P}
—Unicode Name Directory
+Interfaces Modem/Fax pass-thraugh
- Enginesred Values V.21 Fax tone detection
+Emergency Services
+ Software [ R factor calculation
- Customers Voice Codecs
— Routes and Trunks x
e Gl T Codec G711: Enabled (require
- D-Channels foi -
“oice payload size: | 20 d= per frame
- Digital Trunk Interface i3 |4 e 5
- Dialing and Numbering Plans Voice olavout fiitter buffert delav-| 40~ |[ &0 ds e
- Electranic Switched Metwork % ] MNote: Changes made on this page will HOT be Save Cancel
- Flexible Code Restriction et nas transmitted until the Node is alse saved. u
Inmnrmine Pinit Tranclatinn

Scroll down to the bottom of the page and click on the Save button.
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6.4. Virtual Trunk Gateway Configuration

The next screenshot shows the SIP Virtual Trunk Gateway configuration. To successfully setup
Virtual trunks, the Virtual Trunk Gateway (i.e., the application that registers with the NRS to
route call traffic) settings must be configured correctly. The majority of settings on this page will
match those previously used when setting up the NRS properties because the gateway needs to
be in the same SIP domain as the NRS and use known aliases and ports. Navigate to System >
IP Network > IP Telephony Nodes > Node Details = Virtual Trunk Gateway
Configuration and fill in the highlighted areas with the following settings

e Vtrk gateway application, select SIPGw and H.323Gw

e SIP domain name, must be same value as configured in Section 5.2

e Local SIP port, must be set to 5060 as in Section 5.2

e Gateway endpoint name, must be endpoint name in Section 5.3

e H.323 ID, must be as in Section 5.3

e Application node ID, must be the same as the Node ID configured in Section 6.2

NERTEL CS 1000 ELEMENT MANAGER

~ UCHM Network Services Managing: 172.18.20.11 Username: gerry
—Home System » IP Network » P Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration
_ Links Node ID: 2 - Virtual Trunk Gateway Configuration Details
- \irtual Terminals
- Yol General | SIP Gateway Seftings | SIP Galewav Serices | H.323 Gateway Setting
T eneral | ateway Setlings | ateway Services | eway Seftings
- Maintenance Wirk gateway application: Enable gateway senvice on this node 2
+ Core Equipment
- Peripheral Equipment
- IP Metwaork General Mirtual Trunk Metwork Health Monitor
- Modes: Servers, Media Cards
_Maintenance andyRepDns Virk gateway appllcatlon'; SIPGw and H.323Gw %
- Media Gateways \ )
—Zvones way S R |dpp nortal | . Menitor IP addresses (listed below)
—Host and Route Tables . Information will be captured for the |P addresses listed
- Network Address Translation (N, Local SIP port: 5060 | *01-ess28 below
- QoS Thresholds - WMonitor IP-
- Personal Directories ;. :
Cricods N ity Gateway endpoint name- |cores1 |

+Interfaces IMonitor addresses:

- Engineered Values Gateway password: | | o

+Emergency Services

s SoAs H.323 1D [coresT &

- Customers

- Routes and Trunks o Ty (VR
S i e FLaes Application node 1D |2 (0-2999)

- D-Channels
- Digital Trunk Interface Enakble failsafe MRS: [

- Dialing and Numbering Plans B
- Electronic Switched Metwork - ol Mote: Changes made on this page will HOT be Save Cancel
— Flexible Code Restriction Rt Vet transmitted unti the Node is alse saved.
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Scroll down the page and enter the Proxy or Redirect Server (i.e., the NRS) settings. In the
following screenshot:

e Primary TLAN IP Address, set to the value used in Section 5.1

e Port setting should match the setting in Section 5.1

e Transport protocol was set to TCP

e Options Support registration checkbox must be ticked

These settings configure the Virtual Trunk Gateway to allow successful registration with the
NRS.

NERTEL CS 1000 ELEMENT MANAGER

_UCHM Network Services Managing: 172.18.20.11 Usemame_: gerry _ ) _
ST System » IP Network » IP Telephony Hodes » Node Details » Wirtual Trunk Gateway Configuration
— Links Node ID: 2 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals
- System o = e—— = . : prer—
e General | SIP Gateway Seftings | SIP Gateway Services | H.323 Gateway Seftings
- Maintenance 2 i
B e S\PGalewaj_l Settings
- Peripheral Equipment TLS Security:| Security Disabled
- IP Metworlk o —
-Nodes: Servers, Media Cards Part. |3061 (1-65535 =
- Maintenance and Reports . - |
_Media Gateways Mumber of byte re-negotiation: |
-Zones Options: | | Client authentication
-Hostand Route Tables i i
— Metwork Address Translation (M X509 certificate authority
- Qs Thresholds
—Personal Directories Proxy Or Redirect Server:
- Unicode Name Directory Proxy Server Route 1t
+Interfaces e
- Engineered Values Frirmary TLAM IP address: [47.166.92 193
+Emergency Services The IP address can have either IPv4 or IPvE format based on the value of "TLAN
+ Software address type
- Customers -
- Routes and Trunks Fort. 5060 allichEs
- Routes and Trunks
— O-Channels Transport protocol: | TCP »
- Digital Trunk Interface 3 = %
Options: Support registration
- Dialing and Mumbering Plans ¥ ot
- Electronic Switched Network . 2t Note: Changes made on thiz page will HOT be Save Cancel
- Flexible Code Restriction i i tranzmitted until the Node iz also saved.
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Scroll down the page to the H.323 Gatekeeper Settings. Use the following settings:
e Primary gatekeeper (TLAN) IP address, same as used in Section 5.1

Alternate gatekeeper (TLAN) IP address, same as used in Section 5.1

Primary network connect server (TLAN) IP address, same as Section 5.1

Primary network connect server port number is set to 16500

Alternate network connect server (TLAN) IP address, same as Section 5.1

Alternate network connect server port number is also 16500

Primary network connect server timeout is set to 10 seconds

Click on the Save button when finished.

NEORTEL CS 1000 ELEMENT MANAGER

_ UCM Metwork Services Managing: 172.18.20.11 Username: gerry
System » [P Network » |P Telephony Modes » Mode Details » Virtual Trunk Gateway Configuration

- Home
ke Node ID: 2 - Virtual Trunk Gateway Configuration Details
=Virtual Terminals
SRR General | SIF Gateway Settings | SIP Gateway Services | H.323 Gateway Seftings
e eneral | 5 atewa: ngs | atewa ces | 323 Gatewa! il
= = e e
- Maintenance 2

+ Core Equipment
- Peripheral Equipment
- IP Metwaork
-Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Host and Route Tables

- Network Address Translation (N [ 1 305 Gateway Settings
- Qo5 Thresholds _— —
- Personal Directories Frimary gatekeeper (TLAN]IP address: |47.166.92.198 |
- Unicode Name Directo T
+Interfaces C Alternate gatekeeper (TLAN) IP address: |;1?.1GG.E|2.1EI? |
TR Primary networlk connect server (TLAMN) IP address: |Er 166.92.198 |
+Emergency Senvices e e
+Software Primary network connect server port number: I16500 {1 - 65535)
- Customers ’ ! ; . -
 Roulos o Tramies Alternate netwark connect server (TLAN) IP address !4?,156,92 187
-Routes and Trunks Alternate network connect server port number. i15500 (1-65535
-D-Channels P
- Digital Trunk Inteface Primary network connect server timeout. {10 | £1-30) -
- Dialing and Numbering Plans —_— i
-Elelomic SWICHGTNWONK e v
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6.5.

Configure Bandwidth Zones

Bandwidth Zones are used for alternate call routing between IP telephones and for call
Bandwidth Management. SIP trunks require a unique zone, and best practice dictates that IP
Trunks, IP telephones and Media Gateways are placed in separate zones. Use Element Manager
to define bandwidth zones as in the following highlighted example. Select Zones from the side
menu and navigate to Zones - Bandwidth Zones and add new zones as required. The
following screenshot shows an example Virtual Trunk zone configuration.

e Zone Number must be a unique non zero value.

e Intrazone Bandwidth is usually set to the network speed (10, 100 or 1000 Mb/S)

e Interzone Bandwidth is usually set to the network speed (10, 100 or 1000 Mb/S)

e Intrazone Strategy sets the preferred codec quality for in zone calls (BQ in this

example)

e Interzone Strategy sets the preferred codec quality for zone to zone calls (BQ in this

example)

e Resource Type can be set to Shared
e Zone Intent defines the function; in this case it is used for VITRK (Virtual Trunks)

Click on the Submit button when completed.

Help | Logout

CS 1000 ELEMENT MANAGER

—UCM Network Services
—Home
~Links
~Virtual Terminals
— System
+Alarms
- Maintenance
+Core Equipment
- Peripheral Equipment
—IP Netwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gataways
- Zones
- Haost and Route Tables
- Network Address Translation
- Q08 Thresholds
- Personal Directaries
- Unicade Mame Directory
+Interfaces
— Engineered Values
+Ermergency Services
+ Software
—Customers
—Routes and Trunks

GOR; Reviewed:
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| Managing: 172,18.20.12  Username: admin

System = IP Network » Zones » Bandwidth Zones » Bancwicth Zones 1 » Zone Basic Property and Bandwicth Management

Zone Basic Property and Bandwidth Management

Input Description Input Value
T

Zone Number (ZONE): | |

Intrazone Bandwidth (INTRA_BW):
Intrazone Strategy (INTRA_STGY):
Interzone Bandwidth (INTER_BW): IC
estavaly 83) v
Shared (SHARED) |+ |

Interzone Strategy (INTER_STGY):
Resource Type (RES_TYPE):
Zane Intent (ZBRN): | VTRK (VTRK) & |

Description (ZDES): |

submit | [ Refresh | [ Delete | [ cancel |
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6.6. Configure SIP Trunks

Communication Server 1000E virtual trunks will be used for all inbound and outbound calls.
Four separate steps are required to configure Communication Server 1000E virtual trunks: -
e Configure a D-Channel Handler (DCH); configure using the Communication Server
1000E system terminal and overlay 17.
e Configure a SIP trunk Route Data Block (RDB); configure using the Communication
Server 1000E system terminal and overlay 16.
e  Configure SIP trunk members; configure using the Communication Server 1000E system
terminal and overlay 14.
e Configure a Route List Block (RLB); configure using the Communication Server 1000E
system terminal and overlay 86.

The following is an example DCH configuration for SIP trunks. Load overlay 17 at the
Communication Server 1000E system terminal and enter the following values. The highlighted
entries are required for correct SIP trunk operation. Exit overlay 17 when completed.

Overlay 17 SIP D-Channel Handler Configuration
ADAN DCH 79

CTYP DCIP
DES VIR TRK
USR ISLD
ISILM 4000
SSRC 1800
OTBF 32
NASA YES
IFC SL1
CNEG 1
RLS ID 5
RCAP ND2
MBGA NO
H323

OVLR NO

OVLS NO
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Next, configure the SIP trunk Route Data Block (RDB) using the Communication Server 1000E
system terminal and overlay 16. Load overlay 16, enter RDB at the prompt, press return and
commence configuration. The value for DCH is the same as previously entered in overlay 17.
The value for NODE should match the node value in Section 6.2. The value for ZONE should

match that used in Section 6.5. The remaining highlighted values are important for correct SIP
trunk operation.
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Next, configure virtual trunk members using the Communication Server 1000E system terminal
and overlay 14. Configure sufficient trunk members to carry both incoming and outgoing PSTN
calls. The following example shows a single SIP trunk member configuration. Load overlay 14
at the system terminal and type new X, where X is the required number of trunks. Continue
entering data until the overlay exits. The RTMB value is a combination of the ROUT value

entered in the previous step and the first trunk member (usually 1). The remaining highlighted
values are important for correct SIP trunk operation.

Configure a Route List Block (RLB) in overlay 86. Load overlay 86 at the system terminal and
type new. The following example shows the values used. The value for ROUT is the same as
previously entered in overlay 16. The RLI value is unique to each RLB.
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6.7. Configure Qsig Trunks

Communication Server 1000E ISDN Qsig trunks will be used for all inbound and outbound calls
to the Trio enterprise server. Four steps are required to configure Communication Server 1000E
Qsig trunks:-
e Configure a D-Channel Handler (DCH); configure using the Communication Server
1000E system terminal and overlay 17.
e Configure a Qsig trunk Route Data Block (RDB); configure using the Communication
Server 1000E system terminal and overlay 16.
o Configure Qsig trunk members; configure using the Communication Server 1000E
system terminal and overlay 14.
e Configure a Route List Block (RLB); configure using the Communication Server 1000E
system terminal and overlay 86.

The following table shows the D-channel handler configuration for Qsig trunks. Load overlay 17
at the Communication Server 1000E system terminal and enter the following values. The
highlighted entries are required for correct Trio Qsig trunk operation.

e ADAN DCH must be a unique value, 58 in this example

e Card Type (CTYP) is Multi-purpose Serial Data Link (MSDL)

¢ Group (GRP) isusually 0

e Device Number (DNUM) is a unique number

e Designation (DES) is any descriptive text of maximum seven characters

e User (USR) must be PRI

e Interface (IFC) must be ISGF

e PINX CUST must be the customer number (usually 0)

Exit overlay 17 when completed.

Overlay 17 Qsig D-Channel Handler Configuration
ADAN DCH 58
CTYP MSDL
GRP 0
DNUM 6
PORT 1
DES TRIO
USR PRI
DCHL 5
OTBF 32
PARM RS422 DTE
DRAT 64KC
CLOK EXT
IFC ISGF
PINX CUST 0
ISDN MCNT 300

Configure the Qsig trunk Route Data Block (RDB) using the Communication Server 1000E
system terminal and overlay 16. Load overlay 16, enter RDB at the prompt, press return and
commence configuration.
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e ROUT is the same value as previously entered in overlay 17 for DCH
e TKTP must be TIE

e RCLS is internal (INT)

e VTRK is NO (this is a Qsig trunk)

e DTRKis YES

e DGTP is PRI2 (this is a 2Mb/S Digital Trunk)
e ISDN must be YES

e MODE is Primary Rate Access (PRA)

e IFC s ISGF (ITU ISGF interface standard)

e PNI must be 00001

e ICOG must be IAO (incoming and outgoing)
e SIGO must be STD (standard signaling)

The remaining values can be default for Qsig trunk operation.
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Configure Qsig trunk members using the Communication Server 1000E system terminal and
overlay 14. Configure sufficient trunk members to carry both incoming and outgoing calls. The
following example shows a single Qsig trunk member configuration. Load overlay 14 at the
system terminal and type new X, where X is the required number of trunks. Continue entering
data until the overlay exits.

TYPE is TIE

TRK must be type PRI2 (2 Mb/S)

PCML is the Communication Server 1000E system law, usually A for Europe

RTMB value is the ROUT value from overlay 16 and the first trunk member (1)

The remaining settings are default.

Configure a Route List Block (RLB) in overlay 86. Load overlay 86 at the system terminal and
type new. The following example shows the values used. The value for ROUT is the same as
previously entered in overlay 16. The RLI value is unique to each RLB.
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6.8. Configure Trio Enterprise Attendant Distance Steering Code

To automatically send calls to the Trio attendant, a Distance Steering Code (DSC) needs to be
configured to route calls to the attendant contact number over the Qsig trunks to Trio Enterprise
Server. Load overlay 87 and configure the following:

e DSC is the attendant contact number (5001 in this example)

e FLEN is the number of digits in the attendant number

e RLI is the value used in overlay 87 for the RLB associated with the Qsig trunk route

Other values are set to default.

Overlay 86
CUST 0
FEAT dsc
DSC 5001
FLEN 4

DSP DN
RRPA NO
RLI 20
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6.9. Configure Analog, Digital and IP Telephones

A variety of telephone types were used during the testing, the following is the configuration for
the Avaya 1140e Unistim IP telephone. Load overlay 20 at the system terminal and enter the
following values. A unique four digit number is entered for the KEY 00 and KEY 01 value.
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Digital telephones are configured using the overlay 20; the following is a sample 3904 digital set
configuration. Again, a unique number is entered for the KEY 00 and KEY 01 value.
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Analog telephones are also configured using overlay 20; the following example shows an analog
port configured for Plain Ordinary Telephone Service (POTS) and also configured to allow T.38
Fax transmission. A unique value is entered for DN, this is the extension number. DTN is
required if the telephone uses DTMF dialing.
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6.10. Configure Intercept Computer Protocol (ICP) serial port

A serial port (TTY) must be configured on the Communication Server 1000E which Trio
Enterprise uses to retrieve ICP data. Use overlay 17 to configure a new TTY port as in the
following example. User must be ICP.

This completes the configuration required for the Communication Server 1000E.
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7. Configure Trio Enterprise Server

The primary purpose of Trio Enterprise is to provide an attendant position to Communication
Server 1000E systems. Trio Enterprise overcomes the installation limitation of 1000 feet from
the call server by using a Qsig trunk connection to the Communication Server 1000E call server.
This allows the Trio attendant to be located anywhere in the building or offsite if required. The
Trio server consists of a Windows PC running Microsoft XP or Server 2003/2008 with the Trio
Enterprise R3.0 software installed. An Ethernet connection to the Communication Server 1000E
T-LAN is required, as is a serial connection to a call server serial port, configured to support
Intercept Computer Protocol.

This section describes the steps necessary to configure Trio Enterprise 3.0 to operate with
Communication Server 1000E. The following procedures are discussed.

e Configure Trio Enterprise to use Qsig trunks

e Configure Trio Attendant
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7.1. Configure Trio Enterprise to use Qsig Trunks

Trio Enterprise must be connected to Communication Server 1000E call server before it can
process calls. This section shows how to configure Trio Enterprise Qsig trunks with the
Communication Server 1000E call server Qsig trunks. The installation of the Trio Enterprise
software is assumed to be completed and the Trio services are up and running. Stop the Trio
Televoice service by selecting Start 2 Run, then type services.msc into the command line.
Press return. When the standard services window opens, locate the Trio TeleVoice service and
stop the service running. Launch the Trio configuration application by selecting it from Start -
Programs - Trio Enterprise > Line Interface and clicking on the Config entry (not shown).
The configuration application starts up and presents the following screen. Ensure the NMS
boards entry in the Connections area is checked. Click on Next when ready.

ji Trio Enterprise LI Config 1 I o] |

Telephony system ‘
-

Conmeckions —————— Wiehich tvpes of telephony:
= NMSI:::::ards connections do you have?
[~ sip
ik
Mext = I Zancel
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The next screenshot is for information only; it reports the onboard configuration of the hardware
Qsig trunks installed in Trio Enterprise Server. Click on Next when ready.

i':fu Trio Enterprise LI Config

MMMS board overview

These MMS boards will now be configured:
Board 0; AG_4040; 1 krunk

Wi

< Back

Zancel |
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The next page of Qsig Settings opens up. In the following screenshot ensure the Nortel
CS1000/Meridian radio button is checked. Click on Next when ready.

i:-.E‘ Trio Enterprise LI Config

Telephony board settings - Board 0(AG_4040) - Trunk 1{1)

-

Board O{AG_4040) - Trunk 101}

Select which PABX this
trunk will be connected ta,

" GEMERIC " LUCENT If wou don't know, select
GEMERIC and later rmodify

MO 10M%-0ME i~ SIEMEMS the configuration in
kelevoice.cfg.

" PHILIPS i CIsco

=" portel 510007 Meridian;

" ALCATEL4200
" ALCATEL4300

™ ALCATEL4400

i

< Back I Mexk = I Zancel

Ensure the QSIG radio button is selected, click on the Next button.

ﬁ_% Trio Enterprise LI Config ] ;IEIEI

Telephony board settings - Board 0(AG_4040) - Trunk 1{1)

-
Board O(AG_4040) - Trunk 101}
‘hich protocol do wou want on
Ehis Erunk?
" DPMSS
W
< Back I Nexk = I Zancel
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Trio Enterprise is ready to save and activate the Qsig configuration. Click on the Continue
button when ready.

i:'-% Trio Enterprise LI Config e Pl

Ready to create the configuration files

Click Zontinue to create the configuration Files.,

IF wou wank bo review or change any of your configuration settings, click Back. Click Cancel
to exit the wizard.

i

Cancel |

< Back

If the configuration wizard completes successfully, the following screen appears. Ensure the
Start TeleVoice service when finished option is checked. Click on the Finish button to
complete the configuration procedure. This concludes Trio Enterprise Qsig configuration.

i:-.a Trio Enterprise LI Config | X

Wizard Completed

The Setup Wizard has successfully configured the Line
Interface. Click Finish to exit the wizard,

Moke! You hawve to activate the configuration in EMC Far some
of the changes to take effect,

@TRIO

[V Start Televoice service when Finished: = Back I Einish I Zancel
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7.2. Configure Trio Attendant

Trio attendant is a separate application that can run concurrently on the same platform. The
attendant uses a regular Communication Server 1000E telephone to make and receive calls,
which are directed to the phone by Trio Enterprise server using SIP messaging.

Launch Trio attendant by clicking on Start - Programs - Trio Enterprise > Contact
Centre = Agent Client. The following window opens. Enter a valid User ID and Password.
For Extension, select the Communication Server 1000E telephone number that will be used as
the agent’s audio device (number 3032 in this example). Ensure the correct Trio Enterprise
server is selected if there is more than one on the network (default is the current Trio server).
Confirm Phone type is set to Standard phone. Click on the OK button when finished.

Trio Agent - Login _5]

Trio Enterprise®

User 1D: Idefault

Pazeword: | |

Extension: |3032

Server I trinserver, galctlab. com j

Phone type: iSlandard phane LI

[T Attach with Contact Center privileges
[T Attach with Attendant privileges

0K I Guest | Cancel |

Wersion 3.0.37.105
©1998-2010 Trio Enterprise AB ((l TRIO
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The Trio Agent window appears. Select Ready from the drop-down box (confirm the traffic light
goes green in the small icon to the right of the drop-down box).

— (0} Trio Agent - Default Default {Mormal) @ 3032 : = |EI|5|

File YWew Insert Tools Help

[ Reaty Z|OBfS - | o@D | BB &5 -2y !

Ic I Service I Phone no I Time I Job no I -

0 |Maw 0:00, Average: 0:00

Ready for call Marmal Mothing booked |I:T| |I:|K

This completes configuration of the Trio attendant.
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8. Verification Steps

To confirm successful Trio Enterprise configuration with the CS 1000E perform the following
two actions:

e Click on Start - Programs - Trio Enterprise > Line Interface and then select the
Telestatus entry. A new window opens, showing the Qsig trunk channel status as a series
of green squares with the first and sixteenth squares grayed out (these are the D-Channel
and resync timeslots. Confirm the Qsig trunk channels except the 2 D-Channels are all in
the idle state (unfilled green squares).

Tz 0 - TeleStatusLite _[i ]
RN 00000 0000o0ooRo00ogoooogoogod

e Click on Start > Programs - Trio Enterprise - Contact Centre > Agent Client.
The Trio attendant window opens, log in with a valid user ID and password (as in
Section 7.4) and click on the Tools > Dial entry (not shown). A new Addressbook
window opens (see the following screenshot). Make a call to a known telephone number
and confirm the call completes normally. Place a call to extension 5001and confirm the
Trio client displays an incoming call and the telephone alerts.

[E& Addressbook i IDI.?SJ

Wiew  Tools
G- £ | TCEE| G628
|

Bl e Daps Hours Minutes Seconds
List: IAGENTS 'I Seaich: |3453 ™| Zocumulate queie tine [T Topeson [0 (= [E: il vl 0 =
I™ Setpio Low ¥ = Tosewice |0 = 0 | 0 ‘I 0 |E
Number: [3032 = [ o |

First name Categor Number IMobile

Default

Last name Absence E-mail

9. Conclusion

As illustrated in these application notes Avaya Communication Server 1000E and Trio
Enterprise R3.0 can be configured to interoperate successfully. This solution provides Avaya
Communication Server 1000E users with the capability to have an attendant answering position
connected to the system via Qsig trunks rather than traditional digital signaling.
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10.

Additional References

The following documents and external references may be helpful in understanding operation of
particular CS1000 features and may provide more detailed information:

1

Information on how to install and configure Linux and Telephony applications - Avaya
Communication Server 1000E — Documentation Library — Document NN43001-315
(Linux Platform Base and Applications Installation and Commissioning)

2 Installation procedures and guidelines for CS1000E system installers - Avaya
Communication Server 1000E — Documentation Library — Document NN43041-310
(Communication Server 1000E Installation and Commissioning)

3 System Management platform (UCM) provides security, software deployment and other
services to CS1000E elements - Avaya Communication Server 1000E — Documentation
Library — Document NN43001-116
(Unified Communications Management Common Services Fundamentals)

4 For information on configuring and operating SIP Line services on the CS1000E, see the
following document - Avaya Communication Server 1000E — Documentation Library —
Document NN43001-508
(Configuration SIP Line Fundamentals)

5 A complete and detailed account of all CS1000E telephony features and services can be
found in the following document - Avaya Communication Server 1000E —
Documentation Library — Document NN43001-106-B1 through NN43001-106-B6
(Communication Server 1000 Features and Services Fundamentals - Book 1 through
Book 6)

6 The Trio Enterprise Installation guide:- Standard configuration of Trio Enterprise 3.0
with Avaya CSIK 7.0, published February 2011 (.Public version)
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Appendix A: Linux Base software and installed Applications
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Appendix B: Installed Linux Base and Application Patches and
Service Updates
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Appendix C: Installed call server dependency lists
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Appendix D: Installed call server patches and plug-ins
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