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Avaya Solution & Interoperability Test Lab

Application Notes for Avaya Aura® Conferencing 7.2 and
Radvision SCOPIA Elite MCU - Issue 1.0

Abstract

These Application Notes describe the configuration of Avaya Aura® Conferencing 7.2 and
Radvision SCOPIA Management 8.0.
e Avaya Aura® Conferencing 7.2 communicates with Radvision SCOPIA Management
via a SIP trunk and Avaya Aura® Session Manager.
e The administration of a SIP trunk between Session Manager and SCOPIA
Management.
e The administration of Subscriber data between Avaya Aura® Conferencing and
Radvision SCOPIA components.
e The administration of Radvision SCOPIA Management with Avaya Aura®
Conferencing

These Application Notes provide information for the setup, configuration, and verification of
the call flows on this solution.
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1. Introduction

These Application Notes describe the administration tasks required to implement interoperability
between Avaya Aura® Conferencing and Radvision SCOPIA.

Additional subscriber provisioning is not required on SCOPIA Management. Optionally, you can
provision Avaya Aura® Conferencing subscribers as users on SCOPIA Manager. You can
provision each of these subscribers with a unique virtual room.

Integration of Avaya Aura® Conferencing is a feature of SCOPIA Management. To configure
interoperability between Avaya Aura® Conferencing and Radvision SCOPIA, you must perform
several tasks.

Note: This document assumes that Avaya Aura® Conferencing, Avaya Aura® System Manager,
Avaya Aura® Session Manager, Avaya Aura® Communication Manager, and all Radvsion
servers are network configured, administered and online.

2. Interoperability Testing

Interoperability testing is out of scope for this Application Note. This Application Note describes
how to configure the SIP Link between Avaya Aura® Conferencing and Radvsion Scopia Elite
MCU. Verification of The actual Interoperability Testing is covered in the following Application
Note:

Application Notes for Radvision Scopia® XT 5000 Series Endpoint with Multi Avaya
Aura® Communication Manager and Multi Avaya Aura® Session Manager Integration

2.1. Test Description and Coverage
e See Section 11 Use Cases
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3. Reference Configuration

The diagram below Figure 1 shows Interoperability between Avaya Aura® and Radvision
SCOPIA and illustrates how Avaya Aura® Conferencing connects with Radvision SCOPIA. The
endpoints are displayed in the figure for display purposes only.
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Figure 1: Interoperability between Avaya Aura® Conferencing and Radvision SCOPIA
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® Conferencing 7.2

MCP Platform Release Level : 17.0.6 (via
patching)

Linux Kernel Version: 2.6.18-308.24.1.el5

Version: MCP_17.0.4.00_2013-01-19-1429

Avaya Aura® Session Manager on
Avaya S8800 server

Release 6.2 FP2 - 6.3.2.0.84005

Avaya Aura® System Manager on
System Platform

Release 6.2 FP2 - 6.3.2.3.1275
System Platform — 6.3.0.0.17001

Avaya Aura® Communication Manager
Evolution Server on System Platform

Release R016x.03.0.123.0
System Platform — 6.3.0.0.18002

SCOPIA Management/iView

Release 8.0.1.0.6.5

SCOPIA Elite MCU 5110 Release 7.7.3.9.0
Radvision XT4200 (H.323) Release 3.01.01.0035
Radvision XT5000 (H.323) Release 3.01.01.0035
Avaya Flare® Experience on iPad (SIP) | Release R1.1

Avaya Flare® Experience on Windows Release R1.1

SIP

,(Ava))/a Desktop Video Device Release 1.1.2

Version: SIP_A175 1 1 2 020002

Avaya one-X® Communicator (SIP)

Release 6.1.7.04-SP7-39506

Avaya 96x1 (SIP)

6.3.0.54
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5. Configure Avaya Aura® Session Manager

This section describes the procedures for configuring a SIP trunk between Avaya Aura® Session
Manager and SCOPIA Management. These procedures describe the administration steps through
System Manager. Depending on the configuration of your system, values of the parameters
might differ.

Configuration is accomplished by accessing the browser-based GUI of Avaya Aura® System
Manager, using the URL “http://<ip-address>/SMGR”, where “<ip-address>" is the IP
address of Avaya Aura® System Manager. Log in with the appropriate credentials.

AVAYA Avaya Aura ® System Manager 6.3

Home / Log On

Log On

This system is restricted solely to authorized users for
legitimate business purposes only. The actual or
atterpted unauthorized access, use, or modification of
this system is strictly prohinited

Unauthaorized users are subject to company disciplinary User ID: admin
procedures and or criminal and civil penalties under
state, federal, or other applicable domestic and foreign

Password: sessssssss

laws

The Use of this system may ke maonitored and recorced

for administrative and security reasons. Anyane | Logon |
accessing this system expressly consents to such Supported Browsers: Internet Explarer 83, 83 or 105 or Firefox 150,160 ar 17.0

monitoring and recording, and is acvised that if it
reveals possible evidence of criminal activity, the
evidence of such activity may be provided to [z
enforcement officials.

All users must comply with all corporate instructions
regarding the protection of information assets
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5.1. Adding a SIP Entity for Avaya Aura® Session Manager

To add a SIP Entity, expand Elements - Routing and select SIP Entities from the left
navigation menu (not shown).

Press New (not shown). In the General section, enter the following values and use default values
for remaining fields.

¢ Name:

e FQDN or IP Address:

e Type:

e Location:
Time Zone:

Press Commit to save SIP Entity definition.

The following screen shows the SIP Entity defined for Session Manager.

Enter an identifier for new SIP Entity. In the sample

configuration “silasm3” was used.
Enter FQDN or IP address of the signaling interface for

Session Manager.
Select “Session Manager”.

Manager.

Select the applicable Location for Session Manager.
Enter the Time Zone of the location of Session

Credential name:

SIP Link Monitering
SIP Link Monitoring:

Use Session Manager Configuration E|

AVAyA AVaya Au ra® S\/Stem Ma nager 6.3 Last Lagged on st March 25, 2018 1,34 PM
Help | &bout | Change Password | Log off admin
Routing *| Home
O Home / Elements / Routing / SIP Entities
Domains Help 2
Py— SIP Entity Details
Adaptations General
[* Name: |silasm3 |
Entity Links * FQDN or IP Address: 192.168.1.3 |7
Time Ranges |Typ9: [Sassion Manager -] |
Routing Policies Notes: AAC SM
Dial Patterns
Regular Expressions | Location: |SIL LAB SITE A |z| |
Defaults Outbound Proxy: — E|
|Time Zone: America/Denver E[ |
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5.2. Adding a SIP Entity for SCOPIA Management

To add a SIP Entity, expand Elements - Routing and select SIP Entities from the left
navigation menu (not shown).

Press New (not shown). In the General section, enter the following values and use default values

for remaining fields.

e Name: Enter an identifier for new SIP Entity. In the sample
configuration “Scopia iView B2BUA” was used.
e FQDN or IP Address: Enter FQDN or IP address of the signaling interface for
Scopia Management.
Type: Select “SIP Trunk”.
e Location: Select the applicable Location for Scopia Management.
Time Zone: Enter the Time Zone of the location of Scopia

Management.

Press Commit to save SIP Entity definition.

The following screen shows the SIP Entity defined for Scopia Management.

AVAYA

]
Avaya Aura” System Manager 6.3 et oot e e

admin

Routing * Home

MiHome / Elements / Routing / SIP Entities

Domains Help 2
ocations SIP Entity Details | Cancel|
Adaptations General
* Name: |Scopia iview B2BUA
Entity Links * FQDN or IP Address: |192,168.1.2
Time Ranges | Type: | SIP Trunk [~]
Routing Policies Notes:
Dial Patterns
Regular Expressions Adaptation: E|
Defaults Location: | SIL Lab B
Time Zone: 'Amer\ca;‘Denver IZI |
Override Port & Transport with DNS &
SRV:
* SIP Timer BfF (in seconds): |4
Credential name:
Call Detail Recording: | egress B
Loop Detection
Loop Detection Mode: | Off [=]
SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration IZ|
TJM; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 37
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5.3. Adding a SIP Entity Link for SCOPIA Management

A SIP link between Session Manager and Scopia Management is described by an Entity
Link. In the sample configuration, a SIP Entity Link was added between Avaya Aura® Session

Manager server and Scopia Management server.

To add an Entity Link, expand Elements - Routing and select Entity Links from the left

navigation menu.

Press New (not shown). Enter the following values.
e Name Enter an identifier for the SIP entity link.
In the sample configuration,
“silasm3_Scopia iView” was used.
e SIPEntity 1
Section 5.1 from the drop-down menu.

Select the SIP Entity for Session Manager defined in

e SIP Entity 2 Select the SIP Entity for Scopia Management defined in
Section 5.2 from the drop-down menu.

e Protocol After selecting both SIP Entities, verify “TCP” is selected
as the required Protocol.

e Port Verify Port for both SIP entities is “5060”.

e Policy Select “Trusted” from the drop-down menu.

Press Commit to save Entity Link definition.

The following screen shows the Entity Link defined between Avaya Aura® Session Manager

server and Scopia Management server.

Domains Entity Links

Locations

Adaptations

SIP Entities 11Item Refresh
Entity Links

‘NVZN A AVaya Aura® System Manager 6.3 Last Logged on st March 25, 2013 1134 PI
Help | About | Change Password | Log off admin
Routing * Home
Routing M Home / Elements / Routing / Entity Links

Filter: Enable

Time Ranges [] | Name SIP Entity 1 Protocol  Port SIP Entity 2 port  Commect s?weer:fuy Not
Routing Policies ] silasm3_Scapia iview * [ silasma =] |[Ter [= * [5060 * [ Scopia iview BZBUA [=]| [* 5060 trusted =] [
Dial Patterns d t L L U_ LL L L LL L b
Regular Expressions Select : all, None
Defaults
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6. Configure Radvision SCOPIA Management Release 8.0

This section provides the procedures for configuring the interoperability between Avaya Aura®
Conferencing and Radvision Scopia Management. The procedures include the following areas:

e Login to SCOPIA Management

o Configure the Avaya Aura® Conferencing integrations settings

o Configure the meeting types

e Configure the Session Manager SIP Entity Link on Scopia Management

e Configure the Subscriber Virtual Room

e Configure the Virtual Conference Room Prefix Translation

e Configure the Avaya Aura® Conferencing and Radvision Scopia Media Trunk Label
e Configure the Avaya Aura® Conferencing and Radvision Scopia Roster Label
e Configure the conference default domain

e Configure DNS on Radvision Elite MCU

e Enable the SIP P-Asserted-ldentity header

6.1. Logging in to SCOPIA Management

To log in to SCOPIA Management, in the browser address bar, enter the SCOPIA Management
Release 8.0 IP Address or FQDN in the following format:

http://<IP_or_FQDN_of _iVIEW>:<port>/iview
Enter a valid User Name and Password. Press Sign In.

I RADVISION®

SCOPIA Management Administration

Sign in to configure and manage your vid rencing deployment.

User Narme:  admin

Password:  eewws| |

7] Keep me signed in

Copyright © 2013 Avaya Inc. all Rights Reserved.

TJM; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 37
SPOC 5/29/2013 ©2013 Avaya Inc. All Rights Reserved. AAC72_Radvision



6.1.1.Configure the Avaya Aura® Conferencing Integration Settings
From the options on the top of the administrator console, select the Settings tab.

®
ERADVISION
. DET L ET Meetings Endpoints Devices Reports Logs & Events Settings
Calls and meetings in progress Information
. - |
Meetings Participants P2P Calls

0 0 0

1D Name Participants MCU x

Mo Meetings

To add Avaya Aura® Conferencing details, click Unified Communications - Avaya Aura and
select the Enable Avaya Aura Conferencing Integration check box.

Enter the following values.

e AACSIP URI: Enter the SIP URI for Avaya Aura® Conferencing. In the
sample configuration “79001@dr.avaya.com” was used.

e Address: Enter the IP address of the Avaya Aura® Conferencing
Collaboration Agent server.

e Port: Enter the Port of the Avaya Aura® Conferencing

Collaboration Agent server.
Press Apply.

The following screen shows the Avaya Aura® Conferencing integration settings.

= RADVISION®

Dashboard Meetings Endpoints Devices Reports Logs & Events Settings

Palicias I Enahble Avaya Aura Conferencing Intagratmnl
Meeting Types
Auto-Attendant 79001@dr.avaya.com
-
—r— 192.168.1.9|
Policies L 8043
Profiles [C] Translate virtual meeting ID prefix
w Unified Communications
Microsoft Lyno/O0CS
¥ Lag
Log Level
- Careite [
TJIM; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 37
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6.1.2.Configure the Meeting Types

Perform this procedure to configure the Avaya Aura® Conferencing integration for a meeting
type. With this procedure, you can enable automatic dial out from a Radvision SCOPIA
conference to an Avaya Aura® Conferencing conference for a selected meeting type.

From the options on the top of the administrator console, select the Settings tab.

&
ERADVISION
. DET L ET Meetings Endpoints Devices Reports Logs & Events Settings
Calls and meetings in progress Information
Meetings Participants P2P Calls [

0 0 0

1D Name Participants MCU x

Mo Meetings

To add Meeting Types, select Meetings - Meeting Type and select the appropriate Name of
the Meeting Type of interest. In this sample configuration “SIL FST - Radvision Conference”
was selected

Note: The Meeting Types listed are not created here but created directly on the Radvision Scopia
Elite MCU and pushed here via the Synchronize button and is out of the scope for this
Application Note.

The following screen shows the Meeting Types.

B RADVISION'

NA Point to Posnt

71 Defaylt Service

P es b
orolles g | ([T SIrSTRasviTee Conterenze ¢y 7 SILFST - Radvision Conference Video 2048 ]
¥ Unified Communications 7 SILAAC MCU Vadeo 12040
Avays Aura 8 SILMCUY 6000 Conference Video 40%¢
Microsoft Lyne/OCS SIL MCU 6000 AAC Conference Video 4096
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After selecting the relevant Meeting Type from the previous screen the Meeting Type Details are
displayed. Select the Enable Avaya Aura Conferencing check box.

Press Apply.

1] :
IERADVISION
DET GET Meetings Endpoints Devices Reports Logs & Events Settings
¥ Meetings Meeting Type Details
Falicies Marne: SIL FST - Radvision Conference *
Meeting Types Prefiz: T
Auto-Attendant Description: SIL FST - Radvision Conference
o Media: Video
Invitations Maximur Bandwidth (Kbps): 2048
¥ Users Default Connection Rate (Kbps): 2048 E
Policies [] Auto-Attendant Support
Profiles £ Enable Avaya Aura Conferencing |

¥ Unified Communications SILMCU 6140
MCUs

Avaya Aura SILMCU 5110

Microsoft Lync/OCE

¥ Log
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6.1.3.Configure Session Manager SIP Entity Link on SCOPIA Management

With this procedure you can create a SIP entity link between SCOPIA Management and Session
Manager.

From the options on the top of the administrator console, select the Devices tab = Devices by
Type - SIP Server.to add a new SIP server entry.

IERADVISION’

Dashboard Meetings Endpoints Devices Reports Logs & Events Settings

¥ Devices by Location SIP Servers (3)

All pr
‘ L Search by name e I 4
CMd i

CM7

IP Address Location
CME

Radvision Resouroes @ AsM3 Other Model 135.9.228.26 CMA

SIL LAE SITE & @ AsM4 Other Model 135.9.88.62 Radvision Resources

F Devices by Type I

Gatekeepers
MCUs
Gateways

Press Add. Enter the following values.

]|
0
]
il

@ AsM7 Other Model 135.9.88.113 CME

e Name: Enter an identifier for the Session Manager instance.
In the sample configuration,
“ASM3” was used.
IP Address/FQDN: Enter the IP address of the Session Manager SIP service.
e Port: Enter the Port of the Session Manager SIP service.
Transport Type: Enter the Transport Type to connect to the Session
Manager SIP service.
e Model: Select “Other Model”.
e SIP Domain: Enter the SIP Domain of Avaya Aura® Conferencing.
e Use Outbound Proxy: Select the check box.
Press OK.
TJIM; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 37

SPOC 5/29/2013 ©2013 Avaya Inc. All Rights Reserved. AAC72_Radvision



The following screen shows the SIP server details.

= RADVISION'

* Devices by Location

| rodify s1P Server
A

Basic Settings
CHd
CHT Illlmua'. AZMI ]
CHE —
- |_IP Address/FOON: 192.168.1.2 ] - |Port: 5040 Transport Types  TCP =
R advidein Beddurcas
SIL LAB SITE & | Model: Cthae Modsl TI Location: TME :-
LT A I SIP Domaen; dr.avara.com ]
Gatekaspers
[7] Use Gutbound Froxy
MCUs
Gatemays
Desktop Servers Registrar Setting
Pathfinders Use R -
58 Registrar
Ragestration User Hame: Usn the "Auto Aftendant’ numbser a5 the registration name
Refresh Rate (Seconds):
Uss Althenteation
LIS Tiaiioe ! Password!

6.1.4.Configure the Subscriber Virtual Room

This procedure describes the steps to add a new user and configure a virtual room for the user.
With a dedicated virtual room, Radvision SCOPIA users can avoid dialing a steering code or a
prefix. Ensure that the virtual room number of each user corresponds to the Avaya Aura®
Conferencing participant security code of the user.

Do not use the moderator code for a virtual room number.

From the options on the top of the administrator console, select the Users tab - Users from
Local Directory - All.

The following screen shows all of the Users.

Signed In: admin
Sign Out | Help

I RADVISION’

Dashboard Meetings Users Endpoints Devices Reports Logs & Events

Settings b %

w Users from Active Directory Users (7) Pro Licenses (1/5) Mobile Licenses (1/25)

ol | | ‘ L Search by name

I:I_ Wtust oo [emat ___Juserprofie _Jarous ___Jewdoont |

Group

Users from Local Directory

41820 AAC 241820 41820aac@avaya.com Meeting Organizer
D 41821 AAC 241821 aac41821@avaya.com Meeting Organizer
g 51015 AAC 2510158 AaarS1015@avava.cnm | Mastina Ornanizer

Press Add. Enter the following values.
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e LoginID: Enter a unique Login ID.

e First Name: Enter the First Name.

e Last Name: Enter the Last Name.

e Password: Enter a password

e Confirm Password: Enter the password again.

e Email: Enter a valid email address.

e User Profile: Use the default value “Meeting Organizer”.

e Time Zone: Select the appropriate Time Zone.

e Location Preference: Use the default value “Auto”.

e Account Status: Use the default value “Enabled”.
Press Apply.

The following screen shows the Users details.

ERADVISION'

¥ Users from Active Directory
Al
Group

¥ Users from Local Directory

Iwn 1D I 4182000¢
Group sessssssssnsssnns Confirm Password|sesssssssssssssse
41820sac@avaya.com *

Telephone (Office):

AAC

Telephone (Mobie):
Personal endpoint:

Groups:

I Meeting Organizer =

GMT-07:00 Mourtan Standard Tene (America/Denver) -l

Time Zone:

Auto vl

e

o YRy ][ caneel |
Select the Virtual Room tab.
Enter the following values.
e Virtual Room Number: Enter the virtual room number for the user.
¢ Virtual RoomName: Enter the Name for the virtual room.
e Meeting Type: Select the Meeting Type that was configured in Section

6.1.2.

Note:
Ensure that the virtual room number corresponds to the Avaya Aura® Conferencing participant
security code of the subscriber.
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Depending on the dial plan requirements, a prefix may need to be added to the virtual room
number. If the dial plan requires a prefix, ensure that the value of the Virtual Room Number
field contains the prefix.

Press Apply.

The following screen shows the User’s Virtual Room details.

Signed In: admin

I RADVISION’ Sign Out | Help

Dashboard Meetings Users Endpoints Devices Reports Logs & Events Settings "(v

¥ Users from Active Directory

All
Virtual Room

1|

Group

¥ Users from Local Directory Select: Create New Virtual Room ... -

Group Virtual Room Number: (241820 *
Virtual Room Name: | 241820 Virtual Room *

Description:

76 - SIL FST - Radvision Conference

Maximum participants: Ne Limit

EE]

Moderator PIN:
|:| Protect meeting with a PIN:
o) Use permanent PIN:

Use one-time PIN for each meeting

[¥] Allow instant meetings
DAIways record meetings

Place participants in & 'waiting room' until the moderator joins the meeting

Select endpoints

6.1.5.Configure the Virtual Conference Room Prefix Translation
Perform this procedure to enable translation of dialed digits when accessing a Radvision

SCOPIA Virtual Room conference. Radvision SCOPIA applies the prefix translation to the digits
in the outgoing call to Avaya Aura® Conferencing.

From the options on the top of the administrator console, select the Settings tab - Meetings >
Policies.

Enter the following values.
o Default Meeting Type: Select the appropriate Default Meeting Type.
In the sample configuration “76” was used, which is the
Meeting Type defined in Section 6.1.2.
e Meeting ID Length: Enter the number of digits in the Meeting ID.
e Virtual Meeting ID Prefix: Enter the Prefix digits.

Press Apply.
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The following screen shows the Meeting Policies details.

ERADVISION’

Dashboard Meetings

Policies
Meeting Types
Auto-Attendant
Invitations

¥ Users
Policies

Profiles

4

Unified Communications
Avaya Aura
Microsoft Lync/OCS
¥ Log
Log Level
¥ Security
Password Policies
Certificates
¥ Servers
LDAP Servers
Email Server
¥ Alarm
Trap Servers
Alarms
Alert Recipients
¥ Address Book
Corporate Address Book
¥ Advanced
Customization
CDR Settings
Branding
¥ Topology

Locations

TJM; Reviewed:
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m

Logs & Events Settings

General

| Default Meeting Type: | 76 |z|
Fallback Meeting Type: Select |z|
| Meeting 1D Length: I 5
I Virtual Meeting ID Prefix: I 2
Allow Cascaded Meetings
Cascading Priority: Delay |z|

Reserved ports for dynamic cascading: 1
Scheduled Meetings

Default Duration: 30 Minutes

Dial-out Dial-in

Default Dialing Mode:

Termination: At scheduled time, alert minutes before meeting ends
10 minutes after all participants have left the meeting
Maximum Recurring Meetings Duration 730 days

Launch Meetings g Minute(s) Before Scheduled Start Time

[7] waiting Room Timeout Minute(s) After The Waiting Room Start

Meeting Auto Extend Length 10 Minutes
Maximum Length of Meeting Extension 10 Days |z|
Delete meetings older than 730 days

Instant Meetings

Maximum participants Mo Limit |z|

Allow endpoint initiated Point to Point calls

V| Allow endpoint initiated multipoint calls

[] allow only endpaint initiated Virtual Room meetings

Default duration of instant meetings 30 Minutes

Termination Policy: instant meetings are terminated when all participants have left the meeting
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6.1.6.Configure the Media Trunk Label

Perform this procedure to change the name that Radvision endpoints display for the video stream
from Avaya Aura® Conferencing.

From the options on the top of the administrator console, select the Tools icon on the top right
corner. Select Advanced Parameters.

Signed In: admin|

I RADVISION® Sign Ot | Help)

Dashboard Meetings Users Endpoints Devices Reports Logs & Events Settings “('

f Licensing and Registration
¥ Now (Live) All Ongoing Meetings (0)
! arameters
4

All

Meetings

Point-to-Point Calls
¥ Past

A - Simple Redundancy

Today : Restart

Yesterday

Last Week
¥ Future

All

Tomorrow

Next Week

Enter the following values.

e Property Name: Enter vnex.vcms.core.aac.displayName This is the
variable used for the media trunk label.
e Property Value: Enter the display name to represent the link to Avaya

Aura® Conferencing. In this sample configuration “AAC
Trunk” was used. The default value of this field is Audio

Link.
Press Apply.
Press Close.
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The following screen shows the Advanced Parameters details.

Advanced Parameters X

[u Caution: nall property walue will delete the propertcy! ]

Add Property

» Enter property name and walue

T
| > Property Marne: vnex.weoms.core.aac.displayMame | E‘ Save to File

| > Property Yalue: IF\AC Trunk |

Core Properties 5_,
e T S
com. radvision. icw. datasyne. isServer none g ﬁ
com.radvision.icwm. doeiproxy. server. .xmlapi.alias scheduler [ ﬁ
com.radvision. icw. deiproxy. server keystore ..fcertificatessds.keystore [, ﬁ
com.radvision.icm. doiproxy. server _keystore_hasE true g ﬁ
com.radvision.icm. deiproxy. serwver keystorePassn radvision [ ﬁ
com_radvision.icm. deiproxy. serwver._ trustEeystore .. focertificatessds keystore g ﬁ
com.radvision.icw. doeiproxy. server.trustEeystore radvision e, ﬁ
com.radvision.icw. doeiproxy. server. xmlapi keystc .fconffiview. keystore et ﬁ
com._radvision.icm. doiproxy. server.xmlapi keystc radvision S ﬁ
com._radvision.icm. deiproxy. server. xmlapi truscE . Sfoconfifiview kEeystore g ﬁ
com._radvision.icm. deiproxy. serwver. xmlapi truscE radvision [ ﬁ -
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6.1.7.Configure the Roster Label

Perform this procedure to change the name that Avaya Aura® Conferencing displays to represent
the conference link to Scopia Elite MCU in the Collaboration Agent roster.

A httpsi/l =5

ation Agent

Active Speakers

Participants

From the options on the top of the administrator console, select the Tools icon on the top right
corner. Select Advanced Parameters.

Signed In: admin|

‘ RADVIS%ON“ Sign Out | Help|

Dashboard Meetings Users Endpoints Devices Reports Logs & Events Settings “(v

f censing and Registration
* Now (Live) All Ongoing Meetings (0)
& a

All

Meetings

Point-to-Point Calls
¥ Past Restore

All . Simple Redundancy

Today : Restart

Yesterday

Last Week
¥ Future

All

Tomorrow

Next Week
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Enter the following values.

e Property Name: Enter vnex.vcms.core.aac.assertldentityGlobalName
This is the variable used for the roster label.
e Property Value: Enter the display name to represent the link to Scopia Elite

MCU on the Avaya Aura® Conferencing roster.

Press Apply.
Press Close.

The following screen shows the Advanced Parameters details.

Advanced Parameters X

[ﬂ Caution: mll property value will delete the property! ]

Add Property

» Enter property name and value

| » Property Mare: wnex.woms.core aac.assertldentityGlabalMarne Save to File

| > Property VYalue: IMCU Trunk | Apply

Core Properties

radvision.icwm. datasyne.isferver none
comn.radvision.icm. doiproxy.server. . xmlapi.alias scheduler g, U
com_radvision.icm. deiproxy. server _keystore .. focertificate/=sds_keystore & ﬁ

com_radvision.icm. doiproxy.serwver keystorePassu radvision g, ﬁ
con.radwvision.icm. deiproxy. server. trustEeystore .. foertificate/sds _keystore g, ﬁ
com.radvision.icm. doiproxy. server. trustFeystore radyision &, ﬁ
comn.radvision.icm. doiproxy.server. xmlapi. keystc .foonffiview keystore Y ﬁ
com_radvision.icm. dociproxy.server. xmlapi_keystc radvision & ﬁ
com.radwvision. icm. deoiproxy.server. xmlapi.trustE - foconflfiview keystore g ﬁ
com.radwvision. icm. deoiproxy.server. xmlapi. trustE radwision g, ﬁ 57
o
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6.1.8. Administer the Conference Default Domain

Perform this procedure to administer the SIP domain name that Scopia Elite MCU uses when
dialing in to the Avaya Aura® Conferencing conference.

From the options on the top of the administrator console, select the Tools icon on the top right
corner. Select Advanced Parameters.

IIRADVISION' i

Dashboard Meetings Users Endpoints Devices Reports Logs & Events Settings “('

f Licensing and Registration
¥ Now (Live) All Ongoing Meetings (0)
4

All

Meetings

Point-to-Point Calls
¥ Past

A - . Simple Redundancy
Today No Results. Restart

Yesterday

Last Week
¥ Future

All

Tomorrow

Next Week

Enter the following values.

e Property Name: Enter vnex.vcms.core.conference.defaultDomain
This is the variable used for the conference default domain.
e Property Value: Enter the SIP domain name for calls to Avaya Aura®

Conferencing.

Press Apply.
Press Close.
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The following screen shows the Advanced Parameters details.

Advanced Parameters X

[{’ Caution: rmll property walue will delete the property! ]

Add Property

» Enter property name and vwalue

| . -
|> Property Mame: vnex.vcms.core.conference.defaultDomain Save to File
| > Property Yalue: dr.avava.com I @
Core Properties 5_,
. -
Property ¥alue Operation
com. radvision. icm. datasynco. isSerwver nomne
com. radvision.icw. deiproxy.server. .xmlapi.alias scheduler
com. radvision.icwm. deiproxy. server keystore .. foertificatessds_keystore

com. radvision.icm. deiproxy. server keystore_ hasE true

R R R e R o
8468888688

com. radvision.icw. dociproxy. server keystorePassw radvision

com. radvision.icm. doeiproxy. server . trustHeystore .. foertificatefsds_keystore

com. radvision.icw. deiproxy. server. trustEeystore radwvision

com. radvision.icwm. deiproxy. server.  xmlapi_Eeystc . foconffiview keystore

com. radvision. icw. deiproxy. server. xmlapi keystc radvision

com. radvision.icm. deiproxy. server. xmlapi. trustE . foconffiview keystore

com. radvision.icm. deiproxy. server. xmlapi. trustcE radwision -
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6.2. Logging in to SCOPIA Elite MCU

To log in to SCOPIA Elite MCU, in the browser address bar, enter the SCOPIA Elite MCU IP

Address or FQDN in the following format:
http://<IP_or_FQDN_of iVIEW>

Enter a valid User name and Password. Press Go.

Bd RADVISION® | scopiaElite 5110

Delivering the Visual Experience™ Adrinistrator login

ooeee
English =

Conference management

User name: |a|:|rr|in |

|F‘assw-:nrl:|: Tl |

Create and manage a conference
and control its characteristics:

Create/Manage »

6.2.1.Administer DNS on SCOPIA Elite MCU
Perform this procedure to enable the DNS search on Scopia Elite MCU.

The DNS search resolves addresses of SIP headers and fields that contain FQDNSs.

From the options on the top of the Scopia Elite 5000 MCU Web-based interface, select
Configuration - Setup.

Enter the following values.

e DNS server 1: Enter the IP address of the primary DNS server
e DNS server 2: Enter the IP address of the secondary DNS server
TJM; Reviewed: Solution & Interoperability Test Lab Application Notes
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Press Apply (not shown).

ACIL 5110

in as: admin | Help | Logout

Frotocols Conferences Customization

Basics

> Default user interface language English El
2 Product identifier RADVISION SCOPIA MCU 511
2 Date and time 2013-03-28 10:04:40 AM

@ Set manually

Get local time

Date M 3 /D | 28 M| 2013 =

Tirme H o |10 M1 s [3a] [ am [+]

() Set NTP server

IP address 192.5.41.209
Tirme zone GMT
Network M Advanced IP Configuration
> working Mode IPva El
> IPv4 Address
Primary IP address 00.00.00.00
Router IF 00.00,00).254
Subnet mask 255.255.255.0

> IPv6 Address
@ Auto

Set manually

Primary IP address HH1)

Router IP HH)
> DNS suffix silfst.dr.avaya.com
> DNS server 1 [ oot e
> DNS server 2 YLV

= B T B B ==

7. Advantages

With the Avaya Aura® Conferencing and Radvision Scopia interoperability configuration, users
can:
e Connect to a Radvision Scopia conference through Avaya Flare Experience.
Note:
The Flare Experience user only receives video. The roster and content sharing is not yet
integrated with Flare Experience.
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e Automatically connect an Avaya Aura® Conferencing video conference with a Radvision
Scopia conference.

e Use the room systems and video endpoints connected to Scopia Elite MCU to connect to
an Avaya Aura® Conferencing conference.

e Use the Avaya endpoints, such as Flare Experience, one-X® Communicator, desk
phones, to connect to a Scopia Elite MCU conference.

8. Limitations

The Avaya Aura® Conferencing and Radvision Scopia interoperability configuration has the
following limitations:
e Conference participants cannot use the Avaya Aura® Conferencing moderator security
code to join a conference from a Scopia endpoint.

o Ifan Avaya Aura® Conferencing conference owner joins a conference from a Scopia
endpoint, the conference owner must use the participant security code or the Virtual Room
number.

o Participants can use the moderator conference controls of an Avaya Aura® Conferencing
conference only through Collaboration Agent.

e The Avaya Aura® Conferencing conference and Radvision Scopia conference roster and
conference controls are not integrated between these conferences.

o The Avaya Aura® Conferencing Collaboration Agent and TUI conference controls impact
only the Avaya Aura® Conferencing conference.

The Radvision Scopia conference control APl impacts only the Radvision Scopia conference.
The operator conference controls are not integrated between Avaya Aura® Conferencing and
Radvision Scopia conferences. Administrators must separately configure the Avaya Aura®
Conferencing and the Scopia Elite MCU operator conference controls. The operators must
access the conference controls using independent TUI commands.

o The Radvision Scopia conference participants cannot use TUI conference controls to
moderate the Avaya Aura® Conferencing conference. The conference participants must use
Collaboration Agent to use the moderator conference controls.

o Conference participants cannot use the Avaya Aura® Conferencing conference TUI controls
through DTMF on the Scopia endpoints.

e The Avaya Aura® Conferencing conference does not automatically connect to the Scopia

conferencing if:
o The MeetMe conference does not have any participants.

o Scopia Desktop starts the conference in the Presentation-only mode.
o Scopia endpoints are connected to the waiting room.
e The SIP trunk between the Avaya Aura® Conferencing conference and Radvision Scopia
conference does not support continuous presence. A single participant video stream is
shared between the Avaya Aura® Conferencing conference and the Radvision Scopia

conference.
o The SIP trunk to Scopia Elite MCU is processed as a participant for bandwidth usage
monitoring.

o If the trunk from Scopia Elite MCU to Avaya Aura® Conferencing is not established, the
trunk to Avaya Aura® Conferencing fails without any notification.

o The moderator does not receive a notification that the trunk to Avaya Aura® Conferencing is
not available. An administrator can view the trunk failure in the Scopia Elite MCU or the
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Scopia Management logs. Scopia Desktop users can view the failure of the trunk to Avaya
Aura® Conferencing in the conference roster.

o The SIP trunk between Avaya Aura® Conferencing does not support the PSTN overflow
because there is no mechanism to provide the Avaya Aura® Conferencing access code.

o The SIP trunk between Avaya Aura® Conferencing and Scopia Elite MCU does not support
TLS and SRTP.

e The Dial out feature of Avaya Aura® Conferencing cannot dial out to the Scopia
endpoints.

e The conference participants can share data from the Avaya Aura® Conferencing
conference to the Scopia Elite MCU endpoints using a physical connection, such as a
video cable, between a computer running Collaboration Agent and a Scopia endpoint.

¢ Avaya Aura® Conferencing does not monitor the bandwidth usage between Scopia Elite
MCU and Scopia endpoints.
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9. Feature Integration
The following table lists the integration status of the key interoperability features:

Feature Avaya Aura® | Radvision Integration
Conferencing | Scopia
Audio Yes Yes Yes
bridging
Videq| Yes Yes Yes, only Active Speaker
bridging
Content Yes Yes No, a Scopia subscriber must log in to
sharing Avaya Aura® Conferencing Collaboration
Agent to view and share content in the
Radvision Scopia conference by sharing
the Collaboration Agent display through
the Presenter mode in Scopia Desktop.
Participant | Yes Yes MNo, the moderators of the Avaya Aura®
controls Conferencing conference or the Radvision
Scopia conference can perform limited
management of the other conference,
which is processed as a participant. The
moderators cannot perform management
tasks on individual participants in
conferences.
High Yes Yes The video resolution depends on the
definition Avaya Aura® Conferencing
video administration.
» [n Avaya Aura® Conferencing
Release 7.0, using H.264 SVC, Avaya
Aura® Conferencing and Radvision
Scopia subscribers view each other in
the 360p resolution.
 [n Avaya Aura® Conferencing
Release 7.0, using H.264 AVC with
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720p resolution, Avaya Aura®
Conferencing and Radvision Scopia
subscribers view each other in the
720p resolution. Avaya endpoints that
support only the SVC video codec do
not receive video.

 In Avaya Aura® Conferencing
Release 7.2, using SVC without inter-
layer prediction, Avaya Aura®
Conferencing subscribers view the
Radvision Scopia subscribers in the
360p resolution while Radvision
Scopia subscribers view Avaya Aura®
Conferencing subscribers in the 720p
resolution. Avaya endpoints that
support only the SVC video codec
also receive video.

10.

Conference Controls

Conference controls are not integrated between Avaya Aura® Conferencing and Radvision

Scopia.

11.
11.1.

The moderator conference controls from a Radvision Scopia endpoint or a Web-based
user portal impact only the Radvision Scopia conference.

The Avaya Aura® Conferencing moderator conference controls from an Avaya Aura®
Conferencing endpoint or Collaboration Agent impact only the Avaya Aura®
Conferencing conference.

An Avaya Aura® Conferencing subscriber hosting a conference from a Radvision Scopia
endpoint must use Collaboration Agent to moderate the Avaya Aura® Conferencing
conference.

The Avaya Aura® Conferencing Mute All moderator control mutes only the participants
of the Avaya Aura® Conferencing conference. You can mute the participants of the
Radvision Scopia conference only from a Scopia endpoint or a Web-based user portal.

Use Cases

Scopia Endpoint User Joins a Conference as a Participant

Prerequisites
e The Avaya Aura® Conferencing MeetMe conference number is 79001.

e User A is an Avaya Aura® Conferencing subscriber with the 123456 participant
security code and the 654321 moderator code.

e User B is a Radvision Scopia subscriber using a Scopia endpoint.
e The Virtual Meeting ID prefix is 76, the Meeting ID length is 5.
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e Avaya Aura® Conferencing Integration is enabled for the provisioned Scopia
Default Meeting Type

Actions
1) User A dials the 79001 Avaya Aura® Conferencing MeetMe conference number
and joins the conference using the 654321 moderator code.

2) User B dials 76123456 from the Scopia endpoint.

Results
1) User A enters the Avaya Aura® Conferencing conference as a moderator.
2) User B enters the 76123456 Scopia Elite MCU Instant Meeting room.
3) A call is automatically initiated from Scopia Management to connect the Scopia
Elite MCU Instant Meeting to the Avaya Aura® Conferencing conference with
the 123456 embedded access code.

4) User A and User B can hear and see each other.

Variations
If User B arrives before User A:
e The Avaya Aura® Conferencing MeetMe conference starts automatically.

e The conference functions as a Fast Start conference.

11.2. Scopia Endpoint user Joins a Conference as a Moderator
Prerequisites
e The Avaya Aura® Conferencing MeetMe conference number is 79001.
e User A is a Radvision Scopia subscriber using a Scopia endpoint.
e User B is an Avaya Aura® Conferencing subscriber using an Avaya Flare client.
e The Virtual Meeting ID prefix is 76, the Meeting ID length is 5.

e Avaya Aura® Conferencing Integration is enabled for the provisioned Scopia
Default Meeting Type

Actions
1) User A dials 76123456 from the Scopia endpoint.
2) User B dials the 79001 Avaya Aura® Conferencing MeetMe conference number
and joins the conference using the 123456 participant security code.

Results
1) User A enters the 88123456 Scopia Elite MCU Instant Meeting room.

2) A call is automatically initiated from Scopia Management to connect the Scopia
Elite MCU Instant Meeting to the Avaya Aura® Conferencing conference with the
123456 embedded access code.

3) User B enters the Avaya Aura® Conferencing conference.

4) User A and User B can hear and see each other.
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Note:

The moderator code is not required in this scenario. The connection of the Scopia Elite
MCU trunk to the Avaya Aura® Conferencing conference starts the conference
automatically.

Variations
If User B connects before User A, User B can join the conference even if User A has not
enabled the Fast Start feature.

11.3. Avaya Aura® Conferencing User Hosts a Conference from a
Scopia Endpoint
Prerequisites

The Avaya Aura® Conferencing MeetMe conference number is 79001.

User A is an Avaya Aura® Conferencing subscriber with the 123456 participant
security code and the 654321 moderator code.

User B is a Radvision Scopia subscriber using a Scopia endpoint.
User C is an Avaya Aura® Conferencing subscriber using an Avaya Flare client.

The Virtual Meeting ID prefix is 76, the Meeting ID length is 5.
Avaya Aura® Conferencing Integration is enabled for the provisioned Scopia
Default Meeting Type

Actions

1)

2)
3)

User A dials the 76123456 prefix and the participant security code from a Scopia
endpoint.

User B dials 76123456 from the Scopia endpoint.

User C dials the 79001 Avaya Aura® Conferencing MeetMe conference number
and joins the conference using the 123456 participant security code.

Results

1)
2)

3)
4)
5)
6)

Note:

User A enters the 76123456 Scopia Elite MCU Instant Meeting room.

A call is automatically initiated from Scopia Management to connect the Scopia
Elite MCU Instant Meeting to the Avaya Aura® Conferencing conference with the
123456 embedded access code.

User B enters the 76123456 Scopia Elite MCU Instant Meeting room.
User A and User B can hear and see each other.

User C enters the Avaya Aura® Conferencing conference.

Users A, B, and C can hear and see each other.
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The moderator code is not required in this scenario. The connection of the Scopia Elite
MCU trunk to the Avaya Aura® Conferencing conference starts the conference
automatically.

Variations
e If User C arrives before User A and User B, User C can only join the conference if
User A has enabled the Fast Start feature.
o If User B arrives first, User C can join the conference even if the Fast Start feature
IS not enabled.

Collaboration Mgent

%

Default Settings
For Future Conferences

Continuation

12. Verification Steps

12.1. Verify Avaya Aura® Session Manager Configuration

Step 1: Verify Avaya Aura® Session Manager is Operational

Expand Elements - Session Manager and select Dashboard to verify the overall system status
for both of the Session Manager servers.

Specifically, verify the status of the following fields as shown below:

e Tests Pass v
e Security Module Up
Accept
. MNew
e Service State Service
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e Data Replication v

=]
AVAYA Avaya Aura”System Manager 6.3 e oS TSR AL S S

x *®

Session Manager Conferencing Home

il Home / Elements / Session Manager
Help ?
Dashboard [u]

Sesslon Manager Session Manager Dashboard

This page providss the averall status and health summary of sach

Administration administered Session Manager.

Communication Profile .
Session Manager Instances

Editor

Network Configuration Service State = ] [Shutdnwn System ~ | As of 1:34 PM

Device and Location

Configuration 8 Items Refresh Show ALLE| Filter: Enable
icati . , . . Active
Application | Secsnm Type Tests Pass Alarms BRIl | CertiEn | Ediy call Registrations =~ Data Version
. . Manager Module State Menitoring Replication
Configuration Count
Accept
System Status [ | silasm3 Core o 1485/11/328 Up New 4/10 0 12/13 v £.3,2.0,84005
Service
System Tools Accept
71 silasm4 Care v 11/495/725 up New 4713 0 13/13 v 6.3.2.0.84005
Performance Service
Accept
[ silasms Core o 15/2/396 up New 6/9 0 343 v £.2.3.0.62300¢6
Service

Step 2: Verify SIP Entity Link Status

Navigate to Elements - Session Manager - System Status - SIP Entity Monitoring to
view more detailed status information for the specific SIP Entity Links used.

Select the SIP Entity for Communication Manager Evolution Server from the All Monitored
SIP Entities table (not shown) to open the SIP Entity, Entity Link Connection Status page.

In the All Entity Links to SIP Entity: silasm3 table, verify the Conn. Status and Link Status
for both links is “Up” for Scopia iView B2BUA.

Click Show to view more information associated with the selected Entity Link.

Note: IP addresses and additional fields have been partially hidden for security.

=]
AVAYA Avaya Aura”System Manager 6.3 e SR R LI 5 B S

*® x

Session Manager Conferencing Home

[l Home / Elements / Session Manager / System Status / SIP Entity Monitoring

?
Dashboard Help 2

T —— Session Manager Entity Link Connection Status
Adminlzoation This page displays detailed connection status for all entity links from a
Communication Profile  Session Manager,

Editor

All Entity Links for Session Manager: silasm3
Network Configuration

Device and Location Status Details for the selected Session Manager:
contiouretion [summary view |
Application
Configuration 1Items Refresh Filter: Disable, apply, Clear
System Status Conn.
SIP Entity Name SIP Entity Resohed IP Port Proto. Deny Stat 3 Reason Code Link Status
SIP Entity Monitoring e
[Scopia || 0 I | I || \

Managed Bandwidth

Usage () |Scopia iView B2BUA 135 I 5060 TCP FALSE up 200 OK up |

Security Module
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13. Conclusion

These Application Notes describe the integration of Avaya Aura® Conferencing feature of
Scopia Management which allows for configuring interoperability between Avaya Aura®
Conferencing and Radvision Scopia.

Enterprise customers require a dedicated video conferencing solution along with a unified
communications solution. By installing Avaya Aura® Conferencing and Scopia Elite MCU,
customers can choose the optimal solution for conferencing and collaboration and leverage the
features of both these products.

Avaya Aura® Conferencing Release 7.2 and Radvision Scopia Release 8.0 are the releases
involved in the first phase of the integration between these products. The products are integrated
through a transparent bridging of the audio and video stream and the Avaya Aura® Conferencing
conference with Scopia Elite MCU.

14. Additional References
The following documentation may be obtained from http://support.avaya.com.

Avaya Aura® Conferencing
1) Avaya Aura® Conferencing 7.2 Overview and Specification
2) Avaya Aura® Conferencing 7.2 Planning and Design
3) Avaya Aura® Conferencing 7.2 Security
4) Avaya Aura® Conferencing 7.2 Accounting Records Reference
5) Avaya Aura® Conferencing 7.2 Alarms and Logs Reference
6) Avaya Aura® Conferencing 7.2 Operational Measurements Reference
7) Avaya Aura® Conferencing Collaboration Agent Quick Reference
8) Deploying Avaya Aura® Conferencing 7.2
9) Administering Avaya Aura® Conferencing 7.2
10) Maintaining and Troubleshooting Avaya Aura® Conferencing 7.2
11) Using Avaya Aura® Conferencing Collaboration Agent

Avaya Aura® Session Manager
1) Avaya Aura® Session Manager Overview, Doc ID 100068105.
2) Installing and Configuring Avaya Aura® Session Manager, Doc 1D 03-603473.
3) Avaya Aura® Session Manager Case Studies, Doc ID 03-603478.
4) Maintaining and Troubleshooting Avaya Aura® Session Manager, Doc ID 03-603325.
5) Administering Avaya Aura® Session Manager, Doc ID 03-603324.

Avaya Aura® Communication Manager
1) SIP Support in Avaya Aura® Communication Manager Running on Avaya S8xxx
Servers, Doc ID 555-245-206.
2) Administering Avaya Aura® Communication Manager, Doc ID 03-300509.
3) Administering Avaya Aura® Communication Manager Server Options, Doc ID 03-
603479.
4) Implementing Avaya Aura Communication Manager, Doc ID 03-603558.
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http://support.avaya.com/

Avaya Application Notes

1) Application Notes for Radvision Scopia® XT 5000 Series Endpoint with Multi Avaya
Aura® Communication Manager and Multi Avaya Aura® Session Manager Integration —
Issue 1.0

2) Application Notes for Configuring Avaya Aura® Conferencing 7.0 Application Server,
Media Server, and Web Conferencing Server with Avaya Aura® Communication
Manager 6.2 and Avaya Aura® Session Manager 6.2 - Issue 1.0

3) Application Notes for Configuring Avaya Flare® Experience on iPad device with Avaya
Aura® Communication Manager 6.2 and Avaya Aura® Session Manager 6.2 — Issue 1.0

4) Application Notes for Configuring Avaya Flare® Experience for Windows with Avaya
Aura® Communication Manager 6.2 and Avaya Aura® Session Manager 6.2 — Issue 1.0
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