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Abstract

These Application Notes describe the procedures for configuring Sagemcom XMediusFAX
Service Provider (SP) Edition with Avaya Aura® Session Manager and Avaya Aura®
Communication Manager.

XMediusFAX is a software based fax server that sends and receives fax calls over an IP
network. In the configuration tested, XMediusFAX interoperates with Avaya Aura® Session
Manager and Avaya Aura® Communication Manager to send/receive faxes using SIP trunks
and the T.38 fax protocol between XMediusFAX and the Avaya SIP infrastructure.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Sagemcom XMediusFAX
Service Provider (SP) Edition with Avaya Aura® Session Manager and Avaya Aura®
Communication Manager using SIP trunks.

XMediusFAX is a software based fax server that sends and receives fax calls over an IP network.
In the configuration tested, XMediusFAX interoperates with Avaya Aura® Session Manager and
Avaya Aura® Communication Manager to send/receive faxes using SIP trunks and the T.38
protocol between XMediusFAX and the Avaya SIP infrastructure. The compliance testing
focused on fax calls to and from the XMediusFAX fax server using various page lengths,
resolutions, paper sizes, and fax data speeds.

2. General Test Approach and Test Results

This section describes the general test approach used to verify the interoperability of Sagemcom
XMediusFAX SP Edition with the Avaya SIP infrastructure (Session Manager and
Communication Manager). This section also covers the test results.

The interoperability compliance test included feature and serviceability test. The feature test
cases were performed manually. Fax calls to and from XMediusFAX were made. The faxes
were sent and received using the XMediusFAX web interface and an analog fax machine at the
PSTN.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to XMediusFAX and rebooting the XMediusFAX server.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The general test approach was to make intra-site and inter-site fax calls to and from the
XMediusFAX fax server. The compliance tested configuration contained two sites. Site 1 served
as the main enterprise site and Site 2 served as a simulated PSTN or a remote enterprise site.
Inter-site calls and simulated PSTN calls were made using SIP trunks and ISDN-PRI trunks
between the sites. Faxes were sent with various page lengths, resolutions, paper sizes, and at
various fax data speeds. For capacity testing, 100 2-page faxes were continuously sent between
the two XMediusFAX fax servers. Serviceability testing included verifying proper
operation/recovery from network outages, unavailable resources, and Communication Manager
and XMediusFAX restarts. Fax calls were also tested with different Avaya Media Gateway
media resources to process the fax data. This included the TN2302 MedPro circuit pack and the
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TN2602 MedPro circuit pack in the Avaya G650 Media Gateway; and the integrated VoIP
engine of the Avaya G450 Media Gateway.

The test focused on fax transmission using the T.38 standard. However, a subset of the test cases
were also executed using the G.711 pass-through fax mode.

2.2. Test Results

XMediusFAX successfully passed compliance testing with the following observations noted:
=  When shuffling is enabled, fax machine to/from fax server calls between two
Communication Managers do not work unless the “Initial IP-IP Direct Media” parameter
is on for all the signaling groups on the second Communication Manager.
=  When shuffling is enabled, fax server to fax server calls between two Communication
Managers do not work unless the “Initial IP-IP Direct Media” parameter is also on for all
the signaling groups on the call path.

2.3. Support

For technical support on XMediusFAX, contact Sagemcom at:
=  Web: http://xmediusfax.sagemcom.com/support/
= Phone: (888) 766-1668
=  Email: xmediusfax.support.americas @sagemcom.com
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3. Reference Configuration

Figure 1 illustrates the reference configuration used during testing. In the reference
configuration, the two sites are connected via a direct SIP trunk and an ISDN-PRI trunk. Faxes
were sent between the two sites using either of these two trunks, as dictated by each individual

test case.
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Figure 1: XMediusFAX with Session Manager and Communication Manager

Site 1 consists of the following equipment:

= Communication Manager with Avaya G650 Media Gateway: The media resources
required are provided by the IP Media Processor (MedPro) circuit packs. Two versions
of the IP MedPro circuit pack were tested in the configuration: the TN2302AP and the
TN2602AP.

= System Manager: System Manager provides management functions for Session
Manager.

= Session Manager.

=  XMediusFAX running on a Windows Server 2008 R2 Enterprise SP1 64-bit.

= Analog fax machine.

= Various Avaya IP endpoints (not all shown).

Site 2 consists of the following equipment:
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= Communication Manager in an Avaya G450 Media Gateway: The signaling and media
resources needed to support SIP trunks are integrated directly on the media gateway
processor.

= System Manager: System Manager provides management functions for Session
Manager.

= Session Manager.

=  XMediusFAX running on a Windows 2008 R2 Enterprise Server (SP1) 64-bit.

= Analog fax machine

= Various Avaya IP endpoints (not all shown).

Although the IP endpoints (H.323 and SIP telephones) are not involved in the faxing operations,
they are present at both sites to verify that VoIP telephone calls are not affected by the FolP
faxing operations and vice versa.

Outbound fax calls originating from the XMediusFAX fax server are sent to Session Manager
first, and then from Session Manager to Communication Manager via SIP trunks. Based on the
dialed digits, Communication Manager will either direct the calls to the local fax machine, or to
the other site via an ISDN-PRI or SIP trunk. Inbound fax calls terminating to the XMediusFAX
fax server are sent from the local fax machine or from the remote site are received by
Communication Manager. The calls are then directed to Session Manager for onward routing to
the XMediusFAX fax server via SIP trunks.
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4. Equipment and Software Validated

The following equipment and software were used for the reference configuration:

Equipment/Software Version
Site 1
Avaya Aura® Communication Manager 6.3 SP2 (patch 21106)
running on VMWare virtual machine with
Avaya G650 Media Gateway:
IP MedPros — TN2302AP HW 20, FW 120
IP MedPros — TN2602AP HW 04, FW 063
Avaya Aura® System Manager running 6.3.0 FP2
on Dell PowerEdge R610 Server e
Avaya Aura® Session Manager running 6.3
on HP Proliant DL360 G7 Server o
XMediusFAX fax server (Windows R7S
Server 2008 R2 Enterprise SP1 64-bit) '
Fax Machine -
Various Avaya SIP and H.323 endpoints -
Site 2

Avaya Aura® Communication Manager
Duplex running on Dell PowerEdge R610
Servers with Avaya G450 Media Gateway

6.3 SP1 (patch 20850)

MGP HW 1 FW 33.13.0
MM711AP Analog Module HW 27, FW 073
MM710AP T1 Module HW 04 FW 022
Avaya Aura® System Manager running 633
on HP ProLiant DLL360 G7 Server e
Avaya Aura® Session Manager running 633
on HP ProLiant DL360 G7 Server o
XMediusFAX fax server (Windows R75

Server 2008 R2 Enterprise SP1 64-bit)

Fax Machine

Various Avaya SIP and H.323 endpoints
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5. Configure Communication Manager

This section describes the Communication Manager configuration at Site 1 to support the
network shown in Figure 1. Although not shown is this document, a similar Communication
Manager configuration would be required at Site 2.

The configuration of Communication Manager was performed using the System Access
Terminal (SAT). After the completion of the configuration, perform a save translation
command to make the changes permanent.

Step Description

1. | License

Use the display system-parameters customer-options command to verify that the
Communication Manager license has proper permissions for features illustrated in
these Application Notes. Navigate to Page 2, and verify that there is sufficient
remaining capacity for SIP trunks by comparing the Maximum Administered SIP
Trunks field value with the corresponding value in the USED column.

The license file installed on the system controls the maximum permitted. If there is
insufficient capacity, contact an authorized Avaya sales representative to make the
appropriate changes.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12000 O
Maximum Concurrently Registered IP Stations: 18000 0O
Maximum Administered Remote Office Trunks: 12000 0
Maximum Concurrently Registered Remote Office Stations: 18000 O
Maximum Concurrently Registered IP eCons: 414 0
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 41000 O
Maximum Video Capable IP Softphones: 18000 0

Maximum Administered SIP Trunks: 24000 100
Maximum Administered Ad-hoc Video Conferencing Ports: 24000 0
Maximum Number of DS1 Boards with Echo Cancellation: 522 0
Maximum TN2501 VAL Boards: 128 2
Maximum Media Gateway VAL Sources: 250 0
Maximum TN2602 Boards with 80 VoIP Channels: 128 0
Maximum TN2602 Boards with 320 VoIP Channels: 128 1
Maximum Number of Expanded Meet-me Conference Ports: 300 0
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Step Description
2. | IP network region

Use the display ip-network-region command to view the network region settings.

The values shown below are the values used during compliance testing.

* Authoritative Domain: avaya.com This field was configured to match the
domain name configured on Session Manager. The domain will appear in the
“From” header of SIP messages originating from this IP region.

= Name: Any descriptive name may be used (if desired).

* Intra-region IP-IP Direct Audio: yes
Inter-region IP-IP Direct Audio: yes
By default, IP-IP direct audio (media shuffling) is enabled to allow audio traffic to
be sent directly between IP endpoints without using media resources in the Avaya
Media Gateway. Shuffling can be further restricted at the trunk level on the
Signaling Group form.

= Codec Set: I The codec set contains the list of codecs available for calls within
this IP network region.

display ip—network-region 1 Page 1 of 20

IP NETWORK REGION
Region: 1

Location: Authoritative Domain: avaya.com
Name : Stub Network Region: n

MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes

Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1lp Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
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Step Description
3. Codecs
IP codec set 1 was used during compliance testing. Multiple codecs can be listed in
priority order to allow the codec used by a specific call to be negotiated during call
establishment. The example below shows the values used during compliance testing.
display ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet

Codec Suppression Per Pkt Size(ms)

1: G.711MU n 2 20
On Page 2, set the FAX Mode field to t.38-standard and the ECM field to n. The
Modem Mode field should be set to off.
Leave the FAX Redundancy at its default value of 0.
A subset of the test cases were also executed with the FAX Mode field set to pass-
through.
display ip-codec-set 1 Page 2 of 2
IP Codec Set
Allow Direct-IP Multimedia? n
Mode Redundancy

FAX t.38-standard 0 ECM: n

Modem off 0

TDD/TTY Uus 3

Clear-channel n 0

4. Node Names
Use the change node-names ip command to create a node name for the IP address of
Session Manager. Enter a descriptive name in the Name column and the IP address
assigned to Session Manager in the IP address column.
change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
CM_101_12 10.64.101.12
CM_30_10 10.64.30.10
Gateway 10.64.22.1
SM 21 31 10.64.21.31
default 0.0.0.0
procr 10.64.101.12
procr6 HE
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Step

Description

Signaling Group

Signaling group 91 was used for the signaling group associated with the SIP trunk

group between Communication Manager and Session Manager. The signaling groups

and trunk groups between the two sites of the reference configuration is assumed to

already be in place and not described in this document. Signaling group 91 was

configured using the parameters highlighted below.

*  Group Type: sip

* Transport Method: #Is

= Peer Detection Enabled: y

* Near-end Node Name: procr This node name maps to the IP address of
Communication Manager processor interface.

* Near-end Listen Port: 5061

» Far-end Node Name: SM_21_31 This node name maps to the IP address of
Session Manager.

* Far-end Listen Port: 5061

* Far-end Network Region: I This defines the IP network region which contains
Session Manager.

» Far-end Domain: avaya.com This domain is sent in the “To” header of SIP
messages of calls using this signaling group.

* Direct IP-IP Audio Connections: y This field must be set to y to enable media
shuffling on the SIP trunk.

= [Initial IP-IP Direct Media: y This field must be set to y. See Section 2.2 for more
information.

display signaling-group 91 Page 1 of 2
SIGNALING GROUP

Group Number: 91 Group Type: sip
IMS Enabled? n Transport Method: tls
Q-SIP? n
IP Video? n Enforce SIPS URI for SRTP? y
Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n

Near—-end Node Name: procr Far—-end Node Name: SM 21 31
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1

Far—-end Domain: avaya.com
Bypass If IP Threshold Exceeded?
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise?
DIMF over IP: rtp-payload Direct IP-IP Audio Connections?
Session Establishment Timer (min): 3 IP Audio Hairpinning?
Enable Layer 3 Test? y Initial IP-IP Direct Media®?
H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec):

oK DK BB
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Step

Description

Trunk Group

Trunk group 91 was used for the SIP trunk group between Communication Manager

and Session Manager. The signaling groups and trunk groups between the two sites of

the reference configuration is assumed to already be in place and not described in this

document. Trunk group 91 was configured using the parameters highlighted below.

*  Group Type: sip

» TAC: 191 Enter an valid value consistent with the Communication Manager dial
plan

= Member Assignment Method: auto

= Signaling Group: 91 This field is set to the signaling group shown in the previous
step.

* Number of Members: 50 This field represents the number of trunk group
members in the SIP trunk group. It determines how many simultaneous SIP calls
can be supported by the configuration.

display trunk-group 91 Page 1 of 21
TRUNK GROUP

Group Number: 91 Group Type: sip CDR Reports: y
Group Name: to_SM_21_ 31 COR: 1 TN: 1 TAC: 191
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n
Member Assignment Method: auto
Signaling Group: 91
Number of Members: 50

On Page 3:

* The Numbering Format field was set to private. This field specifies the format of
the calling party number sent to the far-end.

» The default values may be retained for the other fields.

display trunk-group 91 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Modify Tandem Calling Number: no
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Step Description
7. | Private Numbering
Private Numbering defines the calling party number to be sent to the far-end. In the
example shown below, all calls originating from a 5-digit extension beginning with 3
and routed across any trunk group will be sent as a 5-digit calling number. The calling
party number is sent to the far-end in the SIP “From” header.
display private—numbering 0 Page 1 of 2
NUMBERING - PRIVATE FORMAT
Ext Ext Trk Private Total
Len Code Grp(s) Prefix Len
5 3 5 Total Administered: 1
Maximum Entries: 540
8. | Automatic Alternate Routing
Automatic Alternate Routing (AAR) was used to route calls either to Session Manager
or to the Communication Manager at the other site. Use the change aar analysis
command to create an entry in the AAR Digit Analysis Table. The example below
shows numbers that begin with 39 and are 5 digits long use route pattern 91 (to Session
Manager). Numbers that begin with 2 and are 5 digits long use route pattern 7, which
routes calls to Communication Manager at the other site via a SIP trunk (route pattern 3
was also used at times to route calls to Communication Manager at the other site via an
ISDN-PRI trunk).
change aar analysis 2 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 0
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
2 5 5 7 aar n
39 5 5 91 aar n
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Step Description

9. | Route Pattern

Route pattern 91 was used for calls destined for the XMediusFAX fax server through

Session Manager. Route patterns 7 and 3 (not shown) were used for calls destined for

the other site in the reference configuration. Route pattern 91 was configured using the

parameters highlighted below.

= Pattern Name: Any descriptive name.

= Grp No: 91 This field is set to the trunk group number defined in Step 6.

= FRL: 0 This field sets the Facility Restriction Level of the trunk. It must be set to
an appropriate level to allow authorized users to access the trunk. The level of 0 is
the least restrictive.

* Numbering Format: lev0-pvt

change route-pattern 91 Page 1 of 3
Pattern Number: 91 Pattern Name:
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw

1: 91 0 n user
23 n user
33 n user
4: n user
5: n user
6: n user

BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR

01 2M4wWwW Request Dgts Format

Subaddress
l: yyyyyn n rest levO-pvt none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5: yyyyyn n rest none
6: yyyyyn n rest none
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager as provisioned at Site 1 in
the reference configuration. Although not shown is this document, a similar Session Manager
configuration would be required at Site 2. All provisioning for Session Manager is performed

via the System Manager web interface.

The following sections assume that Session Manager and System Manager have been installed
and that network connectivity exists between the two platforms.

1. | Login

is shown below.

Access the System Manager administration web interface by entering
https://<ip-addr>/SMGR/ as the URL in an Internet browser, where <ip-addr> is the
IP address of the System Manager server.

Log in with the appropriate credentials. The main page for the administrative interface

AVAYA

Users

Administrators
Manage Administrative Users

Directory Synchronization
Synchronize users with the enterprise
directary

Groups & Roles
Manage groups, roles and assign roles ta
users

User Management
Manage users, shared user resources and
provision users

Avaya Aura® System Manager 6.3

Communication Manager
Manage Communication Manager 5.2 and
higher elements
Communication Server 1000
Manage Communication Server 1000 elements
Conferencing
Manage CanErEnflng Multimedia Server
objects
IP Office
Manage [P Office elements
Meeting Exchange
Manage Meeting Exchange and Avaya Aura
Conferencing 6.0 elements
Messaging
Manage Avaya Aura Messaging,
Communication Manager Messaging, and
tadular Messaging
Presence
Presence
Routing
Session Manager Routing Administration
Session Manager
Session Manager Administration, Status,
Maintenance and Performance Management

Elements

Bulk Import and Export

Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Scheduler

Security
Shutdown

Software Management

Templates

Last Logged on at Decernber 18, 2013 3:53 AN
Help | bout | Change Password | Log off admin

Services

Backup and Restore

Backup and restore System Manager
database

Manage Bulk Import and Export of Users,
User Global Settings, Rales, Elements and
others

Manage system wide configurations

Manage alarms,view and harvest logs
Manage Geographic Redundancy

Manage, discover, and navigate to elements
View and configure licenses

Track data replication nedes, repair
replication nodes

Scheduls, track, cancel, update and delete
jobs

Manage Security Certificates
Shutdown Syster Manager Gracefully

Upgrade and Patch Management for
Communication Manager devices and IP
Office

Manage Templates for Communication
Manager, Messaging System and IP Office
elaments
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2. | Add SIP Domain
The Routing menu contains all the configuration tasks listed at the beginning of this
section.

During compliance testing, one SIP Domain was configured.

Navigate to Routing=>Domains, and click the New button (not shown) to add the SIP
domain with

= Name: avaya.com (as set in Section 5, Step 2)

= Notes: optional descriptive text

Click Commit to save the configuration.

@
AVAYA RuEyE SuEipstem Mapgertd o SR B L S S
Routing ®| Home
Routing ‘
- Help 7
Domains
Domain Management
Locations
Adaptations i
SIP Entities
Entity Links 11tem Refresh Filter: Enahle
Time Ranges 1 nName Type Notes
Routing Policies [0 avaya.com sip
(Bl Pralfimies Select : All, Hone
Regular Expressions
Defaults
3
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3. | Add Location
Locations identify logical and/or physical locations where SIP entities reside. Only one
Location was configured at each site for compliance testing.

Navigate to Routing=>Locations and click the New button (not shown) to add the
Location.

Under General:
= Name: a descriptive name
= Notes: optional descriptive text

Under Location Pattern, click the Add button to add a new line:
= JP Address Pattern: 10.64.101.% and 10.64.21.*

= Notes: optional descriptive text

Click Commit to save the configuration.

®
AVA A Avaya Aura® System Manager 6.3 Lsst Loagad on st Decamber 18, 2013 4137 B
Help | About | Changs Fassword | Log off admin
T
Routing Home
Routing Ml Home / Elements / Routing / Locations
Help 2
Domains &
Location Details Comm
Locations
Adaptations all Admissian Gontrol has been set o ignare SOP. All calls will be counted using the Default Audio Bandwidth. Note: If this setting is disabled, you should return to this form to review
zettings for multimedia banduidth,
SIP Entities See Session Manager -» Session Manager Administration - Global Settings
Entity Links
General
Time Ranges lk

- — * Name: |21 and .101 Subnet
Routing Policies

Dial Patterns Hates:

Regular Expressions

Defanlie Dial Plan Transparency in Survivable Mode

Enabled:
Listed Directory Number:

Associated CM SIP Entity:

Overall Managed Bandwidth

Managed Bandwidth Units: | Kbit/sec (v

Total Bandwidth:

Per-Call Bandwidth Parameters

* Default Audio Bandwidth: | g0| | kbit/sec ]

Alarm Threshold

Audio Alarm Threshold: |z0 [w] o

* Latency before Audio Alarm Trigger: | 5 Minutes

Location Pattern
2 Items  Refresh Filter: Enable
IP Address Pattern - Notes

*10.84.101.*
*|10.84.21.%

Selsct ¢ All,None
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4. | Add Adaptation

An Adaptation was created and applied to the “Fax Server” SIP entity to override the
destination domain as shown below.

The ingressOverrideDestinationDomain (iodstd) Module parameter replaces the
domain in the Request-URI, To Header (if administered), and Notify/message-
summary body with avaya.com for ingress only.

The overrideDestinationDomain (odstd) Module parameter replaces the domain in
the Request-URI, To Header (if administered), Refer-To header, and Notify/message-
summary body with the IP address of the fax server 10.64.101.118 for egress only.

A\/A A Avaya Aura® System Manager 6.3 Last Loggad on #tDecember 18, 2013 4:97 P
Help | Abaut | Change Password | Log off admin
Routing *| Home
Routing PllHome / Elements / Routing / Adaptations
= Help 2
Domains
Adaptation Details
Locations
Adaptations General
SIEMCIES * adaptation name: XMediusFAX Domain 1
R b Module name: | DigitConversionAdapter v
Time Ranges
Module parameter: odstd=avaya.com odstd=10.6
Routing Policies
Egress URI Parameters:
Dial Patterns
Regular Expressions Notes:
Defaults
Digit Conversion for Incoming Calls to SM
0 Items | Refresh Filter: Enable
Matching Pattern | Min Max Phone Context Delete Digits Insert Digits Address to modify Adaptation Data Notes
Digit Conversion for Outgoing Calls from 8M
0 Items Refresh Filter: Enable
Matching Pattern | Min Max Phone Context Delete Digits Insert Digits Address to modify Adaptation Data Notes
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5. | Add SIP Entities

A SIP Entity must be added for Session Manager and for each SIP-based telephony
system supported by it using SIP trunks. During compliance testing, a SIP Entity was
added for the Session Manager itself, Communication Manager, and the XMediusFAX
fax server.

Navigate to Routing=>SIP Entities, and click the New button (not shown) to add a
SIP Entity. The configuration details for the SIP Entity defined for Session Manager
are as follows:

Under General:

= Name: a descriptive name

= FQDN or IP Address: 10.64.21.31 as specified in Figure 1. This is the IP address
assigned to the signaling interface of the Session Manager.

= Type: select Session Manager

Under Port, click Add, then edit the fields in the resulting new row as shown below:

= Port: 5061. This is the port number on which the system listens for SIP requests.

= Protocol: TLS. The TLS transport protocol was used between Session Manager
and Communication Manager.

»  Default Domain: select the SIP Domain created in Step 2.

= Repeat the three bullets above, but select 5060 for Port and TCP for Protocol. The
TCP protocol was used between Session Manager and the XMediusFAX fax
server.

Default settings can be used for the remaining fields. Click Commit to save the SIP
Entity definition.
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Add SIP Entities (continued) — Session Manager
The screens below show the SIP Entity configuration details for the Session Manager.

AVAyA Avaya Aura® System Manager 6.3

Last Logged on at December 18, 2013 4137 PM
Help | About | Change Password | Log off admin

x

Routing Home
Routing fillHome / Elements / Routing / SIP Entities
Help 2
Domaing") s
SIP Entity Details Cammit
Locations
= General
Adaptations .
SIP Entities " Name: |SM_21 a1
Entity Links * FQDN or IP Address: 10.54.21.31
Tinc.Rernoos Type: | Session Manager
Routing Policies Notes:
Dial Patterns
Regular Expressions Location: |.21 and 101 Subnet[v]
Defaults Outbound Proxy: [+l
Time Zone: | America/Denver [»]
Credential name:
S1IP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration (]
15 Items | Refresh Filter: Enable

5IPEntity | | Protocol | Port SIP Entity 2 Port Connection Poli Deny New Service
sm_z131(v| (TP [w]| *5080 | AAM_21_72 +[5080 trusted ¥
sm_21 z1[v] [Tus [w]  *[soen | <M_20_72 *[5081 [trusted  [w]
[sm_zizilw] [T5 [»] *[1s060 FT_21_211 +[5063 [trustad ||
sm_21 51 (%] [TeR [¥] *[50e0 | iuisw * 5060 trustsd  [¥]
[em_z1 31w [T (] *[5081 barbarn *[s061 trustzd  [v]
Select 1 All, None < Previous Page| 1 |of3 Mext =
Port
TCP Failover port:
TLS Failover port:
4 Ttems | Refresh Filter: Enable
Port - Protocol | Default Domain Notes
jsoen | Tep [w] | avayacom [w]
[s0en | uor [w]  [avayacom ¥
soer TLS [w] [svaya.com [¥]
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Add SIP Entities (continued)

The screen below shows the SIP Entity configuration details for the Communication
Manager. Note the CM selection for Type.

AVAYA

Loop Detection

8IP Link Monitoring

Avaya Aura®System Manager 6.3

Time Zone:

Override Port & Transport with DNS SR¥:
* 5IP Timer B/F {in seconds):
Credential name:

Call Detail Recording:
Loop Detection Mode:

SIP Link Monitoring:

't Logged on at December 18, 2013 4137 PM
Help | About | Enanos Paseword | Log off admin

Routing *| Home

MlHome / Elements / Routing / SIP Entities

Routing
Domains Halp:®
SIP Entity Details [Commif
Locations
Adaptations aenthal .
SR * Name: [CM_101_12
Entity Links * FQDN or IP Address: :i_U_ﬁ‘_hl_Ul_lZ
Time Ranges Type: [CM
Routing Policies Notes: |
Dial Patterns
Regular Expressions Adaptation: |
Defaults Location: [~]
America/Denver [w]
4
none  []
off [w]

Use Session Manager Configuration [

The screen below shows the SIP Entity configuration details for the XMediusFAX fax
server. Note the SIP Trunk selection for Type, and the Adaptation created in Step 4

of this section is selected.

AVAYA

Routing

Domains
SIP Entity Details
Locations

= General
Adaptations

SIP Entities b
Entity Links * FQDN or IP Address:
Time Ranges Type:
Routing Policies Notes:
Dial Patterns
Regular Expressions Adaptation:
Defaults Location:
Time Zone:

Override Port & Transport with DNS SRY:

* SIP Timer B/F (in seconds):

call Detail Recording:

Loop Detection
Loop Detection Mode:

SIP Link Monitoring
SIP Link Monitoring:

Avaya Aura® System Manager 6.3

Credential name: |

st Logged on stDecember 18, 2013 4137 FM
Help \Abuut\ Change Fassword | Log off admin

Routing *| Home

Pl Home / Elements / Routing / SIP Entities

Help 2

[sagemcom xMediusFax 1

110.64.101.118

SIP Trunk

®MediusFax Domain 1 ]
[l

America/Denver [v]

egress [v|

[off [v]

Use Session Manager Cenfiguration [v ]
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Add Entity Links

A SIP trunk between Session Manager and a telephony system is described by an
Entity link. Two Entity Links were created: one between Session Manager and
Communication Manger; the other between Session Manager and the XMediusFAX
fax server.

Navigate to Routing=>Entity Links, and click the New button (not shown) to add a
new Entity Link. The screen below shows the configuration details for the Entity Link
connecting Session Manager to Communication Manager.

= Name: a descriptive name

= SIP Entity 1: select the Session Manager SIP Entity.

= Port: 5061. This is the port number to which the other system sends SIP requests.

= SIP Entity 2: select the Communication Manager SIP Entity.

= Port: 5061. This is the port number on which the other system receives SIP
requests.

* Trusted: check this box

= Protocol: select TLS as the transport protocol.

= Notes: optional descriptive text

Click Commit to save the configuration.

®
AVL\ A Avaya Aura® System Manager 6.3 Last Logged an st December 13, 2013 437 I
Help | About | Change Fassword | Log off admin
Routing *|| Home
Routing PMlHome / Elements / Routing { Entity Links
2
Domains el ®
Entity Links
Locations
Adaptations [k
SIP Entities
1 Item | Refresh Filter: Enable
Entity Links
Derv
Time Ranges Name SIP Entity 1 Protocol Port SIP Entity 2 Port New Notes
- i (I | B Service N
Routing Policies *sM_21 31 CM_10| *|SM_21_31 | TS (| *Ene1 *|em 101 12 ~|  *sosi trusted  |w|
Dial Patterns Select : All, Hone
Regular Expressions
Defaults

The Entity Link for connecting Session Manager to the XMediusFAX fax server was
similarly defined as shown in the screen below.

‘NV‘& & Avaya Aura® System Manager 6.3 Last Logged on st December 18, 2013 4:37 PM
Help | About | Change Password | Log off admin
Routing *| Home
Routing Ml Home / Elements / Routing § Entity Links
Domains Relp
Entity Links

Locations
Adaptations

SIP Entities

1 Item Refresh Filter: Enable
Entity Links - -
. . Cannec tion peny
i Ringcs Name SIP Entity 1 Protacol | Port SIP Entity 2 Port . Newr Note:
ey e ) TR | Serviece
Routing Policies *lsm_z1_31_sager] * SM_z1_31[w] |Tcp [»]  *soeo *| sagemcorn AMediusFAx 1 (v | #5060 trusted v

Dial Patterns Select : All,Hone
Regular Expressions

Defaults
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7. | Add Time Ranges

Range:

Before adding routing policies (configured in next step), time ranges must be defined
during which the policies will be active. One Time Range was defined that would
allow routing to occur at anytime.

Navigate to Routing->Time Ranges, and click the New button to add a new Time
Name: a descriptive name

Mo through Su: check the box under each of these headings

Start Time: enter 00:00

End Time: enter 23:59

Click Commit to save this time range. The screen below shows the configured Time

Range.
AVAyA Avaya Aura®5ystem Manager 6.3 Last Lagged on 3t December 18,2013 4:37 PM
Help | AbaLt | Change Password | Log off admin
Routing *| Home
Help 2
Domains
Time Ranges
Locations e
Adaptations d
SIP Entities
= 1 Item Refresh Filter: Enable
Entity Links i z z .. z .. z
Name Mo Tu We Th Fr Sa Su Start Tima End Time Notes
Time Ranges 1
24/7 00:00 23159 Tirne Range 24/7
Routing Policies
Select ¢ all, Nane
Dial Patterns
Regular Expressions
Defaults
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8. | Add Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP
Entities connected to the Session Manager. Two routing policies were added — one for
routing calls to Communication Manager, and the other for routing calls to the
XMediusFAX fax server.

Navigate to Routing->Routing Policies, and click the New button (not shown) to add
a new Routing Policy.

Under General:
= Name: a descriptive name
= Notes: optional descriptive text

Under SIP Entity as Destination
Click Select to select the appropriate SIP Entity to which the routing policy applies
(not shown).

Under Time of Day
Click Add to select the Time Range configured in the previous step (not shown).

Default settings can be used for the remaining fields. Click Commit to save the
configuration.
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Add Routing Policies (continued)
The screens below show the configuration details for the two Routing Policies used

during compliance testing, one for Communication Manager and another for the
XMediusFAX fax server.

AVAyA Avaya Aura® System Manager 6.3 tLaggad on st Dacember 18, 2013 4:37 B

Help | About | £hanae Fasamord | Log off admin

%

Routing Home
Routing Pl Home / Elements / Routing / Routing Policies
?
Domains Hzlp:2
Routing Policy Details
Locations
Adaptations General
SIP Entities * Name: to CM_101_12
Entity Links Disabled:
Time Ranges * Retries: D
Routing Policies :
Notes:
Dial Patterns B
Regular Expressions ) .
SIP Entity as Destination
Defaults
Name FQDN or ID Addrass | Type Notes
CM_101 12 10.64,101,12 M
Time of Day
[wiew Gaps/Overlaps
1 Item Refresh Filter: Enable
| Ranking ~ Name | Mon i Wed The | Fh | sat Sun Start Time End Time Notes i
[ 247 ¢ - + v ’ ’ v 00:00 23159 Time Range 24/7

Select ; All, Mone

mAyA Avaya Aura® System Manager 6.3 ast Logged on at December 18, 2013 4:37 PM

Help |nhuut | Change Password | Log off admin

x

| Rrouting Home
Routing Pl Home / Elements / Routing / Routing Policies
Help 2
Domains s
Routing Policy Details CommA
Locations
Adaptations General
SIP Entities * Name: o sMediusFax 1
Entity Links Disabled:
Time Ranges * Retries: [0
Routing Policies z
Notes:
Dial Patterns ]
Regular Expressions i o
SIP Entity as Destination
Defaults
Name FQDN or IP Address Type Notes
Sagemeom KMediusFAR 1 10.64,101,118 SIP Trunk
Time of Day
[Wiew Gaps/Overlaps
1Item Refresh Filter: Enable
| Ranking - Name  mon Tue wed | Thu | P | sat sun Start Time End Time Notes |
| 247 - ’ ’ ’ B

L4 00:00 23:59 Tirne Range 24/7
Select : All, Mane

YTC; Reviewed: Solution & Interoperability Test Lab Application Notes 24 of 40
SPOC 12/29/2013 ©2013 Avaya Inc. All Rights Reserved. Sagemcom_SM63




Add Dial Patterns

Dial Patterns define digit strings to be matched against dialed numbers for directing
calls to the appropriate SIP Entities. 5-digit extensions beginning with “2” were routed
to Communication Manager for onward routing to Site 2. 5-digit extensions beginning
with “31” were routed to local Communication Manager endpoints at Site 1. 5-digit
extensions beginning with “39” were routed to the XMediusFAX fax server at Site 1.
Therefore 3 Dial Patterns were created accordingly.

Navigate to Routing=>Dial Patterns, click the New button (not shown) to add a new
Dial Pattern.

Under General:

» Pattern: dialed number or prefix

*  Min: minimum length of dialed number

* Max: maximum length of dialed number

=  SIP Domain: select the SIP Domain created in Step 2 (or select —ALL~ to be less
restrictive)

= Notes: optional descriptive text

Under Originating Locations and Routing Policies
Click Add to select the appropriate originating Location and Routing Policy from the
list (not shown).

Default settings can be used for the remaining fields. Click Commit to save the
configuration.

The screens below shows the configuration details for the Dialed Pattern defined for
routing calls to Site 2 via Communication Manager.

AVAVA Avaya Aura® System Manager 6.3 Lase Laggad an st December 18, 2015 4537 P11
Help | About | Change Passwor d | Log off admin
» x
Routing Home
Routing FillHome / Elements / Routing / Dial Patterns
Help 2
Domains ERes
Dial Pattern Details
Locations
Adaptations General
SIP Entities + pattern: 2
Entity Links i B
Time Ranges
Max: 5
Routing Policies
Emergency Call:

Dial Patterns

Emergency Priority: |1
Regular Expressions
Defaults Emergency Type:

SIP Domain: | -ALL- I£3]

Notes:

originating Locations and Routing Policies
1 Item Refresh Filter: Enable
Routing
Palicy
| I | Disabled |
-ALL- to CM_101_12 CM_101_1%7

e s Originating Location Routing Policy Routing Policy Routing Policy
Orinabnglacatonibams S8 e Narma Dastination Notas

Select : All, None
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Add Dial Patterns (continued)
The screens below shows the configuration details for the Dialed Patterns defined for
routing calls to local Communication Manager endpoints.

A\\/a A Avaya Aura®System Manager 6.3 Lsst Loggad on t December 1, 2013 4:37 P
Help | About [ Change Password | Log off admin
Routing *|| Home
Routing MllHome / Elements / Routing / [@il Patterns
= Help 2
Domains
Dial Pattern Details
Locations
Adaptations General
SIP Entities * pattern: 31
Entity Links iin: B
Time Ranges
* Max: 5
Routing Policies
Emergency Call:
Dial Patterns
Emergency Priority: 1
Regular Expressions
Defails Emergency Type:
SIP Domain: |-ALL- [v]
Notes: |
Originating Locations and Routing Policies
1 Item  Refresh Filter: Enablz
Originating Location Name - 0riginating Location Routing Palicy i R")’:I:’("‘rg Routing Policy Routing Policy
N Name Di Destination Notes
isabled
-ALL- to CM_101_12 cM_101_12
Select : All,Hone

The screen below shows the configuration details for the Dialed Pattern defined for
routing calls to the XMediusFAX fax server.

®
AVAVA Avaya Aura® System Manager 6.3 LastLogged on t Dacember 18, 2013 4:37 PH
Help | About [ Change Password | Log off admin
| Routing *| Home
Routing Pl Home / Elements / Routing / Dial Patterns
Help 2
Domains 2R
Dial Pattern Details Commi
Locations
Adaptations General
SIP Entities * Pattern: 39
Entity Links —
Time Ranges 2
* Max: |5
Routing Policies
Emergency Call: |
Dial Patterns
. Emergency Priority: 1
Regular Expressions
BeToil: Emergency Type:
SIP Domain: | -ALL- [»]
Notes: |
Originating Locations and Routing Policies
1 Item | Refresh Filter: Enabls
ST e = = = Routing 5 = = E
A S Originating Location Routing Policy b Routing Policy Routing Policy
Originating Location Name - 0% R | Rank | Palicy D tiaias Ntes
| Disabled -
-ALL- to HMediusFAX 1 f"gemmm KMediusFAK
Select ; All, None
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7. Configure Sagemcom XMediusFAX

This section describes the configuration of XMediusFAX. It assumes that the application and all
required software components have been installed and properly licensed. The number of
channels supported by the XMediusFAX server is controlled via an XMediusFAX server license
file. For instructions on sending and receiving faxes, consult the XMediusFAX Administrator
Guide [3] and User Guide [5].

The examples shown in this section refer to Site 1. Unless specified otherwise, the same steps
also apply to Site 2 using values appropriate for Site 2 from Figure 1.

Step Description
1. Launch the Application
On the XMediusFAX server, launch the XMediusFAX application from the Windows
Start Menu. Navigate to Start = All Programs 2 XMediusFAX - XMediusFAX.
A login screen appears. Log in with proper credentials. Click the OK button.
Administrator Login |
Marne: I fdministrator
Passwiord; ||
SErver: I Sagemcaml
—Login As
¥ System Administratar
© Site Administrator
ite Mame: I
(8] 4 I Cancel
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Step

Description

Configure Driver Properties
On the main screen, navigate to XMediusFAX - System Configuration > Hosts =
SAGENCOMI - Driver in the left hand tree menu. Right-click on Driver and select

Properties (not show

T2 XMediusFAY - [XMediusFAX]

Fle ‘Action Wiew Help

n).

e zl=HE

B £} System Configuration
=" Hosts
= % SAGEMCOMI
| Config Manage:
1= Fax Manager
[+ - Driver
=1 Raskerizer
Fax Folder Med
Fax Archive
CoConfig
8 Fault Tolerance
SMTF Gateway
i XML Gateway
) Proxy
3 Directories Inkegration
2 Site Lookup Table
-&E Incoming Routing Table
Hz] LCR Table
&_La Load Balancing
Modification Table
2 administrakars
@ Deletion Policy
| Reports
] General Settings
Q@- Sharing
e @ Systemn Monitor

&l | ©

Marne I

i sites

Tk System Configuration
@System Monitor
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Step

Description

3. General Options

On the Driver Properties screen, select the Options tab. Set the Maximum Number
Of Channels and Preferred Number Of Channels fields under FoIP Channel
Configuration to the number of simultaneous faxes to be processed.

]|

Driver Properties
Options |FoP | SIP | SIP Security | H.323 | Dial Plan | Peer List | ety | ¥ |
—options
Murnber of Channels:
Log Size (MB); I 0
Information Logaging Lesvel |Infu:urmatiu:un LI

¥ Enable Log Archiving

Archive Retention {in days): I 15

[ Debug

{1 Log Warning Messages In Event Viewer

Display Mame: | SAGEMCOMI

—FoIP Channel Configuration

Maximum Mumber Of Channels:* l 24
Preferred Mumber OF Channels: I 24

*Changes ko properties marked with an asterisk will take effect when the
service is restarted,

Ik I Cancel
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Step

Description

T.38 Parameters

On the Driver Properties screen, select the FoIP tab. Configure the fields as follows:

= Received Document Encoding — Set this field to the highest encoding allowed.
For the compliance test, this value was set to Group 3 (1d).

= Terminal Resolution Capacity — Set this field to the highest resolution allowed for
incoming calls. For the compliance test, this value was set to Ultra (400x400).

Driver Properties

‘Options FolP | stp | 51p Security | H.323 | Dial Plan | Peer List | metv 4| ¥
—Opkions

™ Enable ECp*

Received Document Encoding ™ !Gru:uup 3(1d) ;]

Tetminal Resolution Capacity ILIII:ra (40040070 ;I

Binding Interface:* l 0.0.0.0

Call Delay {(seconds): I 1]

*Changes to properties marked with an asterisk will take effect when the
seryice is restarted,

Ik I Zancel
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Step

Description

SIP Parameters

On the Driver Properties screen, select the SIP tab. Configure the Local SIP TCP
Port field to match the first Port field of the fax server SIP Entity Link entry
configured in Section 6, Step 6. During compliance testing, TCP was used as the

transport layer protocol by the XMediusFAX fax server.

le.'er Properties

‘options | FalP SIP | 51P Security | H.323 | Dial Plan | Peer List | ety 4| ¥

|

—fiaeneral

Local SIP LIDP Port:* COED

Local SIP TCP Pork:* | 5060
Local SIP TLS Pork:* | 5061

[ “Wait For DTMF Code Input
Masirnun [elay Between DTME sianals (seconds); I 10

[ Print SIF Messages

YIA and COMNTACT Headers Host Mame Owverride ™ |

service is restarted,

*Changes to properties marked with an asterisk will take effect when the

o]

Cancel
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Step

Description

Peer List

On the Driver Properties screen, select the Peer List tab. To add a new SIP peer,
select the Add SIP Peer button and enter the values shown in Step 7 below. To view
an existing peer, highlight the peer in the list and click Properties. The example below
shows the peer list after the Session Manager interface, 10.64.21.31, and the
Communication Manager processor interface, 10.64.101.12, have been added to the list.

Note: The Communication Manager processor interface is needed to support G.711

pass-through fax mode. For T.38 fax mode, the entry is not required.

Driver Properties

‘options | F&1P | 51 | SIP Security | H.323 | DialPlan Peer List | sty 4 | ¥ |

=5

—Peer
Peer List
Host Mame | Pratocol | add 5IP Peer
10.64.21.31 SIP
10.64.101.12 sSIP &dd H.323 Peer

Femove

Propetties

[ Use Peer List For Inbound Security

Default SIP Properties, ., |

Default H323 Properties. .. |

Cancel
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Step Description

7. Peer Properties for Session Manager

On the Peer Properties screen, configure as follows:

= Host Name — Set this field to the IP address of Session Manager.

= Transport - Set this field to TCP. During compliance testing, TCP was used as the
transport layer protocol by the XMediusFAX fax server.

= Port - Set this field to 5060.

= Media Type — Set this field to T.38 Fax Relay for the T.38 fax mode, or G.711
Passthrough for the pass-through fax mode.

Peer Projperties | x| |

Gereral |1.38 | G711 | Codecs |

—Opkions
Host: Mame: | 10.64.21.31
Transpork: TCF -
Part: | S060
Media Tvpe: lT.SEi Fax Relay j
Delay Before Call Completion {seconds); Il_
Yoice Call Timeout {seconds): I"rIII_

"user" parameker in SIF URI; Iphu:une "I

[ v.34 Enabled

[ Use Proxy

Host fanme:

—5IP Fram Header Details

Display Mame: I |
Iser: I $SenderFaxt
Host: | $LocalHostIPE

Ik I Zancel

The Peer Properties entry for Communication Manager uses the same values except the
Host Name field where the IP address of Communication Manager should be used.
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Step Description

8. Codec

On the Peer Properties screen, select the Codec tab. To add a codec for the SIP peer,
select the Add button and select the values from the drop-down menu. To view an
existing codec, highlight the codec in the list and click Properties. The example below
shows that the default codec list is supported by the newly added SIP peer.

Peer Properties E

‘General | T.38 | G711 Codess |

—Options [:.,\-‘5
Supported Codecs
Supported Codecs | add
@, 711 p-Law 8 kHz
G711 A-Law 8 kHz Remove
Mowve Lip
Mewe Down
Properties

If the selected media bype is "5.711 passthrough, at least one G.711 codec
must be in the lisk and all codecs that are not 5,711 will be ignored.

(0] 4 I Zancel
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Step Description

9. Dial Plan

On the Driver Properties screen, select the Dial Plan tab. To add a new entry to the
dial plan, select the Add button and enter the values shown in Step 10. To view an
existing entry, highlight the entry in the list and click Properties to get the Number
Pattern Properties screen. The example below shows the dial plan after the entry for
* (any value) has been added to the list.

Driver Properties |

“Options | FoIP | 2GRS | 5P Security | H.323  Dial Plan | peer List | retv 4| ¥

—Dial Plan
Dial Plan
Murnber Pakkern | Peers | add
* 10.64.21.31
Remowve
Move Lip
Mave Down
Properties

Ik I Cancel

Note: no entry is needed for the Communication Manager SIP peer.
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Step Description

10. Number Pattern Properties

On the Number Pattern Properties screen, configure as follows:

= Number Pattern — Set this field to the pattern to match. In this example, the value
of * indicates any dialed number is acceptable.

= Peer — Click the Add button. In the Peer Properties window that appears (not
shown), enter the Peer IP Address and Preference value of 1 and click OK. In this
example, only one peer is configured.

gumber Pattern Properties I

—Dial Plam

Murmber Patkern;

Peers
Peer | Preference | Add
10.64.21.31 1 {Highet)
Remove
Properties

Ik I Cancel

Lastly, click OK on the Driver Properties screen shown in Step 9, to accept the
Driver Configuration.
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Step Description
11. Once all the driver properties have been configured, go to Start - Control Panel 2>
Administrative Tools - Services to stop and start the XMFaxDriver service to make
the changes take effect.
=
File  Action View Help
e |mlHoE | HE > 8w
+: Services (Local) £} Services (Local)
XMFaxDriver MName = | Description | Status | Startup Type | Log On As | :l
i Windows Firewall Windows Fi... Started Automatic Local Service
Stop the service 24 Windows Font Cac... Optimizes ... Started Automatic (D...  Local Service
Restart the seoice S Windows Image Ac...  Providesim... Manual Local Service
£ Windows Installer Adds, modi... Manual Local System
Description: : L Windows Managem... Providesa ... Started Automatic Local System
XMediusFAX Fax Driver “Windows Modules I...  Enables ins... Manual Local System
S Windows Process A... The Windo... Started Manual Local System
S Windows Remote M,.. Windows R... Started Automatic (... Metwork 5.,
S Windows Time Maintains d... Manual Local Service
£ Windows Update Enables th... Started Automatic (D... Local System
S WIinHTTP Web Prox... WinHTTP ... Manual Local Service
£ Wired AutoConfig The Wired ... Manual Local System
S5 WMI Performance ... Provides p... Manual Local System
o Workstation Createsan... Started Automatic Netwark 5...
SWorld Wide Web P...  Provides W... Started Automatic Local System
£ XMCoConfig ¥MediusFA... Started Automatic Local System
S XMConfigManager ¥MediusFA... Started Automatic Local System
£ XMDocumentRaster,.. XMediusFA.., Started Automatic JAdminist...
S XMFaultTolerance ¥MediusFA... Started Automatic Local System
£ XMFaxArchive ¥MediusFA... Started Automatic Local System
*1% el ¥MediusFA... Started Automatic
. XMFaxManager ¥MediusFA... Started Automatic Local System
s XMProxy ¥MediusFA... Started Automatic Local System
L XMSMTPGateway ¥MediusFA... Started Automatic Local System
L XMYMLGateway ¥MediusFA... Started Automatic Local System -
Extended A4 Standard /
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Step Description
12. Configure Channels
On the main screen, navigate to XMediusFAX - System Configuration > Hosts 2
SAGEMCOM1 - Driver > Channels in the left hand tree menu. Right-click on
each channel in the right pane to set the Mode to Send, Receive or Both. During
compliance testing, 11 channels were set to Send and 13 channels were set to Receive.
L] xMediusAx - [¥MediusFAX" System Configuration'Hosts, SAGEMCOML' Driver,Channels]
File  Action View Help
@ %m o= Hm E
[l ¥MediusFa =il Channels 24 Iten
= (il sites — . ]
= J:; System Configuration Al M L
=l 5 Hosts vy Send Enabled
5 1§ saGEMCOMI Ez Send Enabled
] Config Manager w3 Send Enabled
* Fax Manager &4 Send Enabled
= zgg.,i Diriver &5 Send Enabled
Modification Table o Send Enabled
5 channels &7 Send Enabled
=} Rasterizer & Send Enabled
Fax Folder Mediation o Send Enabled
Fau Archive 10 Send Enabled
“oConfig 11 Send Enabled
@ Fault Tolerance &1z Receive Enabled
TP Gatenay &13 Receive Enabled
:‘5 Erll.)(jatewav 14 Receive Enabled
'3 Directories Integration 15 Receive Frpbied
D Site Lookup Table 16 Receive Enabled
=8 Incoming Routing Table E i; Eece?ve Enaz:ej
1 LR Table ! eceive nable
Lfﬂ Load Balancing lgl/19 Receive Enabled
Modification Table lao Receive Enabled
administrators &zt Receive Enabled
@ Deletion Paolicy Wzz Receive Enabled
| Reports i) Receive Enabled
E| General Settings — | I Enabled
[ -Q‘%:'— Sharing _I
1 (el Combmrn Plmmibne =
| |
S
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8. Verification Steps

The following steps may be used to verify the configuration:

e Using System Manager, navigate to Session Manager->System Status—=>SIP Entity
Monitoring, and click on the appropriate SIP Entities to verify that the Entity Links to
Communication Manager and the fax server are up.

¢ From the Communication Manager SAT, use the status signaling-group x command to
verify that the SIP signaling group is in-service (where x is the signaling group number
associated with the trunk between Communication Manager and Session Manager).

¢ From the Communication Manager SAT, use the status trunk-group y command to
verify that the SIP trunk group is in-service (where y is the trunk group number for the
trunk between Communication Manager and Session Manager).

e Verify that fax calls can be placed to/from the XMediusFAX fax server at each site.

¢ From the Communication Manager SAT, use the list trace tac command to verify that
fax calls are routed over the expected trunks.

9. Conclusion

Sagemcom XMediusFAX passed compliance testing with two observations noted in Section 2.2.
These Application Notes describe the procedures required to configure Sagemcom XMediusFAX
to interoperate with Avaya Aura® Session Manager and Avaya Aura® Communication Manager
to support the network shown in Figure 1.

10. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Release 6.3, Issue 9, October 2013,
Document 03-300509
[2] Administering Avaya Aura® Session Manager, Release 6.3, Issue 3, October 2013

Product documentation for XMediusFAX 7.5 may be obtained from Sagemcom.
[3] Sagemcom XMediusFAX Administrator Guide, Version Number 7.5.0.28, October 2013

[4] Sagemcom XMediusFAX Installation Guide, Version Number 7.5.0.28, October 2013
[5] Sagemcom XMediusFAX User Guide, Version Number 7.5.0.28, October 2013
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