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Abstract

These Application Notes describe the interoperability compliance testing of three different
Real Soft software packages with Avaya Interactive Response (IR). Real Soft Remote Admin
(Version 4.1.1) is a Windows-based GUI tool that provides remote administration capabilities
for Avaya Interactive Response. Real Soft OneManage (Version 4.0) is a client-server
package that provides a Windows-based GUI interface for deploying and managing IVR
applications on multiple Avaya Interactive Responses. Real Soft NetWatch SNMP Monitor
(Version 4.0) provides fault reporting, configuration, and monitoring capabilities for one or
more Avaya Interactive Responses using the industry standard SNMP protocol.

The interoperability test included installation and testing of the three products in a simulated
distributed call center environment. Configuration of a firewall in this test environment is also
covered. Testing concluded that all three Real Soft products; Remote Admin, OneManage,
and NetWatch SNMP Monitor successfully interoperate with Avaya Interactive Response 1.2.
Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DeveloperConnection
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

Integration of Avaya Interactive Response with Real Soft Remote Admin, OneManage, and
NetWatch SNMP Monitor mitigates the complexities of administering, managing, and
monitoring multiple instances of Avaya Interactive Response. These solutions work when
multiple Avaya Interactive Responses are in one large contact center, or even when they are
disbursed over multiple, geographically distributed contact centers.

For Interoperability Compliance Testing, the configuration shown in Figure 1 was used. This
test configuration has two local Avaya Interactive Responses set up in a typical contact center
environment where they are administered, managed, and monitored locally. This test
configuration also has two remote Avaya Interactive Responses set up in a typical distributed

contact center environment where there are two firewalls (with possible NATing) between the
local and remote sites.

Local Avaya IRs Renote Avaya IRs

Real Soft
Remote Admin
OneManage
NetWatch SNMP
10001
(I S
(—
. Corporate Firewall
S 216113229.10
192.45120.15
Avaya G650 Vedia Gateway
——— 19245120101 141.150.155.82
[ > | T Internet
LK ﬁnm‘ ' -
Avaya P333T-PWR .
. Lucent AccessPoirt AP-450
Power over Ethermet Switch | 1o Firevll
Avaya 4600 Series IP telephones
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Figure 1: Test Configuration for Remote Admin with Avaya Interactive Response 1.2

In the test configuration, the two remote Avaya IRs resided at a remote corporate site behind a
corporate firewall. The firewall allowed ping, SNMP, RSH, and TCP port 7000 traffic through.
The two local Avaya IRs were located on two different class C subnets behind a Lucent
AccessPoint 2.0 firewall. The Windows-based PC was configured on one of those two class C
subnets. The major part of the network configuration was setting up the Lucent AccessPoint as a
firewall to NAT the Windows-based PC and the primary OneManage IR. See Appendix B for
the specifics on the configuration of this firewall.

To understand the test environment, it is necessary to follow the communication flows for each
of the three Real Soft products. For Remote Admin, all communication is initiated by the
Windows-based PC and goes between this PC and each Avaya IR. There is no communication
between Avaya IRs, nor is there any traffic initiated by any of the Avaya IRs to the PC.

For NetWatch SNMP Monitor, SNMP traffic is initiated by the different Avaya IRs and goes
between the Avaya IRs and the Windows-based PC loaded with the SNMP manager. Again, no
NetWatch related traffic goes between the Avaya IRs.

For OneManage things are a little more complex. The Windows-based PC client initiates traffic
to all of the Avaya IRs. In addition, the one primary Avaya IR initiates traffic to each of the
secondary Avaya IRs. This means that in the test configuration where a local network using
private IP address that contains a single local Windows-based PC hosting all three Real Soft
programs along with a local primary Avaya IR (for OneManage), two different IP addresses
must be NAT’ed to public IP addresses and passed by the firewall. (Note that in the test
configuration all three Real Soft products were installed on the same Windows-based PC. Each
product could have been installed on a different PC, as they do not interact with each other.
However, doing so would have added the need for NATing these two additional PCs to two
additional public IP addresses.)

2. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Interactive Response 1.2 on SunFIRE 250. R1.2
Avaya Interactive Response 1.2 on SunBlade 120 R1.2
Avaya S8500 Media Server with Communication Manager 2.1
Avaya G650 Media Gateway (R012x.01.0.411.7)
Avaya P333T-PWR 3.12.1
Avaya 4600 Series IP telephones (46201P & 4624I1P) 1.8.1
Lucent AccessPoint AP450 V2.2.1 R2
Real Soft Remote Admin 4.1.1
Real Soft OneManage 4.0
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| Real Soft NetWatch SNMP Monitor 4.0

3. Installation

Remote Admin installs on both a Windows-based PC and the Solaris-based Avaya IR.
OneManage has a client that installs on a Windows-based PC and a server that installs on the
Solaris-based Avaya IR. NetWatch SNMP Monitor requires a third party SNMP manager that
typically installs on a Windows-based PC along with the Real Soft server that installs on the
Solaris-based Avaya IR. The third party SNMP manager used in the test configuration was
SNMPc from Castle Rock (http://www.castlerock.com).

The minimum specifications for the Windows-based PC are:
e Pentium I11-500mhz with 512 MB RAM, 10GB disk space, 48x CD-ROM drive, an
Ethernet adapter, and a 15” VGA monitor.
e Windows XP, or 2000.

All three products can be installed on the same Windows-based PC.

3.1 Remote Admin

Installing and configuring Remote Admin for Avaya IR can be broken into four main parts:
installing the software on Avaya IR, installing the software on the Windows-based PC, adding
the Avaya IR machine names and IP addresses to the /etc/hosts file, and creating a new map file
upon starting Remote Admin. After these four parts are complete, some sample commands can
be issued to each Avaya IR to verify the program has been installed and configured correctly.
These sample commands are covered in Section 5 of this document, Verification.
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3.1.1 Installation on Avaya Interactive Response

# Installation Procedure

1 | The Avaya IR part of Remote Admin is distributed as a package to be installed via the Solaris
pkgadd command. The distribution package file is called RSIradm.pkg. This file must first be

made accessible to Avaya IR by either copying the file to Avaya IR via ftp, or by inserting the
distribution CD-ROM into the Avaya IR CD-ROM drive.
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After the RSIradm.pkg package file is on Avaya IR, the command:

pkgadd —d <device>RSIradm.pkg
will install the package. <device> is either /cdrom/cdrom/ for the CD-ROM drive, or the full
path name of the directory where the RSIradm.pkg file was copied to by ftp.
The pkgadd command will also run a post install script that completes the installation. A screen
capture of the pkgadd command is shown below.

Realsoft — Remote Admin
Czparcr 4.1.6
Using <-opt-REI> as the package hase directory.
it Processing package information.
#t## Processing system information.
4 package pathnames are already properly installed.
#t#t Uerifying disk space reguirements.
###t Checking for conflicts with packages already installed.
#t#t Checking for setuidssetgid programs.

This package contains scripts which will be executed with super—user
permission during the process of installing this package.

Do you want to continue with the installation of <{R8Iradm> [y.n.?1 vy

Installing Realsoft — Remote Admnin as <REIradm>

#t Executing preinstall script.
##t Installing part 1 of 1.
sopt /RS cfg/nuoam.cfyg
sopt/RSI./0amn NUOAMReinit
Aopt/RSI/0amn/HUOAMStart
soptsRSI 0am-NUOAMStatus
soptsRSI. 0amn NUOAMStop
soptsRSI 0amn-HUQamAgent
soptsRSI. 0am 0AMLic

sopt R8I 0amn-bandr.res
soptsREI . 0amsnuasaichan.sh
sopt-RE] soansnuaszaidom.zh
sopt RS Aoansnuwasaistat.zh
sopt RS Aoansnuaszaiver.zh
soptRE] Afoansnuass

sopt RS 1 Aoamnsnubhus . sh
soptsRSI/0am/nuchansvc.sh
soptsRSI/0am/nucuslrpt.sh
sopts/RSI/0am/nucusZrpt.sh
sopts RSl 0amsnucus3rpt.sh
soptsRSI 0amnucusdrpt.sh
sopts RSl 0amnucusSrpt.sh
soptsREI 0am nudhbh.sh

sopt RSl 0am nudispsvc.sh
sopt R8I oamnnuegqpoptcard.sh
sopt/RE] foamnsnugetcmd.sh
sopt /RS Aoansnugetmzg.sh
sopt RS Aoansnuhlist_sh
sopt RS Aoansnuhost._sh
sopt/RES1 Aoansnumsg.zh
sopts/RSI0am/numsgadm.sh
soptsRSI/0am/nunumsvuc.sh
sopts/RSI/0amn/nuoam.sh
Aopt/RSI/0am/nuoamcmd.dat
sopt RSl 0amsnuostart
sopts RSl 0amnurenum.sh
sopts RSl 0amn-nusdlc.sh
soptsRSI 0am nuspfunc.sh
sopt RSl 0am nustream.sh
sopt /R8I oamn nutker.sh

sopt REI soamsnuusstat.sh
sopt /RS Aoansnuustopimm.zh
soptRE] Aoansnuuxml.sh
sopt/RE] Afoanspostinstall_sh
sopt ARSI /0am/preremove.sh
susrslocalsbinAnuwoamenu

[ verifying class <nonex 1
##t Executing postinstall script.

Installation of <RSIradm> was successful.
devconir28@(root 2 i
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Refer to Appendix A for how to remove remote Admin from Avaya IR, if necessary.

3.1.2 Installation on Windows-based PC

# Installation Procedure

1 | The Windows-based PC portion of Remote Admin is distributed on a CD-ROM. Insert this
CD-ROM in the CD-ROM drive of the Windows-based PC. If autorun is enabled, the setup

program will start automatically. If not, browse to the CD-ROM drive, and select and run
the setup.exe file.

2 | A splash screen will appear for a few seconds, followed by the welcome screen shown
below. Click on the “Next” button to continue.

:ﬁ‘ Remote Admin

Hemote Admin

Remote Admin

Remote Admin 4.0

‘Welcome to Remote Admin

Developed by RealSaft, Inc.

< Back MNext > [ I Cancel

ifRstart |J T |J & )hccessPaint AP45D-edge .u”@Remute Admin e W 103:am
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3 | A destination screen as shown below will appear. Choose the destination folder for this
installation. If the default folder is not acceptable, browse to the desired folder. Click on
the “Next” button to perform the actual install.
[remoteadein
Remote Admin

Remote Admin
Choose Destination Location
Select folder where Setup will install files.

Setup will install Remate Admin in the following folder.

Tainstall to this folder, click Mext. To install to a different folder, click Browse and select
another folder.

Destination Folder

’7 C:4Program FileshReal3oft Inc\Remote Admin', Browse... |

IristallShisld

< Back Next>£ I Cancel |

#hstart |J ] & 3 |J 4 |AccessPoink AP450-edge m”gkemnte Admin EE30 s
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4 | Progress screens will be displayed as files are copied and installed. Upon successful
completion, a finish screen as shown below will appear. Click on the “Finish” button to
complete the installation process.

Hemote Admin

InstallShield Wizard Complete

Setup has finished instaling Remote Admin on your computer.

il start |J o & 5 H & Yaccesspaint ap4st-edse ... |[ENRemate Admin B0 sm

3.1.3 Editing the /etc/hosts file

Remote Admin uses the /etc/hosts file for the IP addresses of the Avaya IRs it can administer.
The /etc/hosts file is a plain text file containing a list of computer name and IP address pairs.
This file is primarily used for address resolution on machines that either do not have DNS or
WINS services available to them, or for lookups that are required before these services are
started or available. In a Unix environment, the file’s full path name is /etc/hosts. In a Windows
environment, the full path name depends upon the version of Windows. For Windows 2000, the
file is \WINNT\system32\drivers\etc\hosts. The file can be edited with Window’s Notepad. Add
a new line at the bottom of the file for each Avaya IR machine. Each line should start with a
dotted quad IP address, followed by white space (spaces or tabs), and end with the machine
name. In the screen shot below, the following four Avaya IRs were added:

devconnectivr (192.45.120.51), devconivr280 (192.45.100.200), maverickl (216.113.229.27),
and maverick2 (216.113.229.28).
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ERemute Admin -R5I Inc = IEILE

File  Vigh pog
— [B ) E =10 5['
j @ File Edit ‘iew Favorites Tools  Help i
Mew M
“Back v = v [£] | Q) search "E;Folders ®| EE X o | EH-
Address |D CUWINNTsystem32idriversiete j @GD
Folders .
lél D system3z o
-] adobe hosts Imhosts nietworks
-] catRoot
C’ Com - -
| config E @
~(0 dhep protocol services
B0 drivers
; 1 disdn
4] ete & hosts - Notepad k
-1 oTClog File Edit Format Help
g export # Copyright (c) 1993-199%9 Microsoft Corp. a
jas #— Tl
(0 inetsry # This is a sample HosTS file used by Microsoft TCP/IP for windows.
N #
-1 Mirosoft # This file contains the mappings of IP addresses to host names. Each
B mui # entry should be kept on an individual 1ine. The IP address should
i
~Crpp # be placed in the first column followed hg the corresponding host name.
1 NemsDat # The IP address and the host name should be separated by at least one
o # space.
B os2 3
T ras # Additiana11¥, comments (such as these) may be inserted on indiwvidual
7 rocket # 1ines or following the machine name denoted by a '#' sym
#
(0 rpeproxy # For example:
| Setup # i
7 shellEst # 102.594.94.97 rhina. acme. com # source server
# 38.25.63.10 *. acme. Com # x client host
Type: File Size: 843 bytes
-~ - 127.0.0.1 Tacalhost

Remote Admin Yersion 4.1

152.45.120.51 devconnectivr
152.45.100.200 devconir280
216.113.229.27 maverickl
216.113.229.28 maverickz

il start |J o & 3 |J - Remate Admin -RS Inc | [dJete “@hosts—Notepad EE S0 1237

3.1.4 Creating a new map

Once Remote Admin has been installed and the /etc/hosts file has been updated with the Avaya
IR machine(s), a new map file can be created in Remote Admin. The map file provides a
collapsible tree display of each Avaya IR that can be administered and monitored by Remote

Admin.

The following steps were used to create a new map for the test configuration:

#

Creating a new map

1 | Start the Remote Admin program by clicking through the following sequence:
Start->Programs->Remote Admin->Remote Admin
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2 | A Real Soft splash screen will appear while the program is loading, followed by the
authentication screen shown below. The default user name Admin. Enter a password and
click on the OK button to continue.

Bremote Admin -RSI Inc . i
File “iew Help

i <9

~iEE
Mew Map Open Map Save Map

Close Map Edib Map

3 :-a‘v

CGommand  Export

5

Help About Exit

PLEASE ENTER YOUR USERNAME 1

| PLEASE EMTER YTILIR LISERNAME:

|admin

| PRIDRITY: | Adrministrator

PLEASE ENTER YOUR PASSWORD:

] PLEASE EMTER ¥MLIR PASSWIORD:

Ium1

Remate Admin Version 4.1 4

ﬁstar;l“ 8 5 |J >Remote Admin -RSI Inc B0 1zeem
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Upon completing the login screen, Remote Admin will display a main window that is
empty. To proceed, click on the New Map link on the tool bar. The main window will be
split into three sub panes. Click on the Edit Map link on the tool bar. An “Edit Remote
Admin Map” window will open similar to the screen shot below.

[
= File

nfiguration  Help
i3 v | = B #*
Command  Export Help About Exit

73 o
New Map Open Map Save Map

Close Map  Edit Map

Edit Remote Admin Map |

I Site: Marne :

I Machine Mame devcanirZ00
I Add k! I Delete | | Cancel |

Enter machine name to be added]deleted. Empty machine will add site or delete site |WORKS: admin (ADMIMISTRATOR)

#start||| 1) @ 53 | |[ >Remote Admin -RSIn...

4 | Enter a Site Name (in the test case, local was used) and choose an Avaya IR machine name
from the pull down menu (the menu is populated with machine names from the /etc/hosts
file updated in section 3.1.3. Click on the Add button to add this machine to the map. A
new computer icon will appear in the upper left hand corner of the upper left pane. The icon

will be labeled with the Site Name that was entered.

3.2 OneManage
Installation of Real Soft One Manage can be broken into three parts; installation of the
OneManage client on a Windows-based PC, installation of the One Manage server on Avaya IR,
and adding the Avaya IR machine names and IP addresses to the /etc/hosts file. The One Manage

program is distributed on two CD-ROMs, one for the client and one for the server.

12 of 39
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3.2.1 Client

# Installation Procedure
1 | The One Manage client is distributed on a CD-ROM. Insert this CD-ROM in the CD-ROM
drive of the Windows-based PC. If autorun is enabled, the setup program will start
automatically. If not, browse to the CD-ROM drive, and select and run the setup.exe file.
2 | ARSI splash screen will appear for a few seconds, followed by a small dialog box as shown
below. Click on the “OK” button to continue.
T
Stark OneManage 4.1 Install Shield Setup?
Cancel |
iastart”] M @ =i HW EBE U vorm
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The One Manage InstallShield Wizard will appear. Click on the “Next” button to continue

with the install.

M CCESERVER

nts Remote Admin

OneManage - Installshield Wizard

OneManage

‘wielcome To Onebanage 4.1 setup

< Back Mext » I Cancel

i;startl“ @ a I‘_;;] H WinZip SeIF-Extractor-OneM...l @Dner‘lanageflnstalls...

EE$M  womm
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4 | A destination screen as shown below will appear. Choose the destination folder for this
installation. If the default folder is not acceptable, browse to the desired folder. Click on
the “Next” button to continue the installation.

MECCESERVER

a B

My = Remote Admin

OneManage - InstallShield Wizard
Choose Destination Location

Select folder where zetup will install files.

Setup will install Onetdanage in the following folder.

To install ko this folder, click Next. To install to a different folder, click Brovese and select
anather folder

Destination Falder

’7 C:\Program Files\RealS oft IncbOnebdanageh Browse.. |

IristallS Higld

< Back Next > I Cancel |

Eastart”J = @ |J 'WinZip Self-Extractor - OneM. ., I@DneManage - Installs... .%(ﬂ @ 4:10 PM
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5 | A Select Program Folder screen as shown below will appear. Choose the Program Folder
for this installation. For the test configuration the default folder, OneManage, was used.
Click on the “Next” button to start the actual install.

I CCESERYER

& B

ke Admin

DneManage - Installshield Wizard
Select Program Folder

Please select a program falder,

Setup will add program icons to the Program Folder listed below. You may twpe a new folder
name, or select one from the existing folders list. Click Mexst to cantinue,

Program Falder:

Iristall5 hield

Cancel

M start |J ] & &3 |j Win2ip Sef-Extractor - Onzt... | [ENOneManage - Tnstalls... 20 a3
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6 | Progress screens will be displayed as files are copied and installed. Upon successful
completion, a finish screen as shown below will appear. Click on the “Finish” button to

complete the installation process.

PECCESERVER

uments Remote Admin

OneManage - InstallShield Wizard

InstallShield Wizard Complete

Setup has finished instaling Onebdanage on your computer.

e e

ifljstart “ [ & <3 |J Winip Self-Extrartor - GneM... | | ETloneManage - Installs...

3.2.2 Server

Installation Procedure

The Avaya IR part of OneManage is distributed as a package to be installed via the Solaris
pkgadd command. The distribution package file is called RSlomg.pkg. This file must first be
made accessible to Avaya IR by either copying the file to Avaya IR via ftp, or by inserting the
distribution CD-ROM into the Avaya IR CD-ROM drive.
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After the RSlomg.pkg package file is on Avaya IR, the command:

pkgadd —d <device>RSlomg.pkg
will install the package. <device> is either /cdrom/cdrom/ for the CD-ROM drive, or the full
path name of the directory where the RSlomg.pkg file was copied to by ftp.
There are a large number of files that are installed during the pkgadd command, the following
screen shot shows a partial listing of them.

AtmpsHl—OneManage hinAfuncs/ProcessDBTables
AtmpsHil—OneManage hinAfuncs/ProcesszDataBase
AtmpsHl—0OneManage hinAfuncs/ProcesszDepend
AtmpsHl—-0OneManage binAfuncs/ProcessPhraseList
AtmpsHl—-0OneManagebinsfuncs ProcessSpeech
AtmpsH-0neManagebinAfuncs ProcessSpeechFile
AtmpsH-0neManagebinAfuncs ProcessTalkFileFromSpeechPool
AtmpsMil—-0OneManagebinsfuncsProcesslersionInfo
AtmpsHil—-OneManagebinsfuncs SearchipeechComp
AtmpsMil—0OneManagebinsfuncssUpdatefctivelersion
AtmpsHU-0OneManage ~hinAfuncs/UploadToTarget
StmpsHU-0OneManage ~hinsfuncs-UJalidateRemovellersion
AtmpsHU-0OneManage hinsfuncs-lalidatelersion
StmpsHU-0neManage ~hinsfuncsUalidatelersionForll

AtmpsHl—OneManage binAfuncs tmp
AtmpsH—-0neManage bin/isConf ig0k.sh
AtmpsH-0neManagebin/nuccmsenv
AtmpsH-0OneManagebinsomsetup.sh
AtmpsH-0OneManagebinsrunftp.sh
AtmpsHil—-OneManage<hinssh
AtmpsMil—-0OneManage binstestcems.sh
AtmpsHil—-OneManagehinstrarpt.sh
sStmpsHU-0OneManage ~hinstrasum.zh
AStmpsHU-0OneManage hinAsunassignUiMLch.sh
StmpsHUl-0OneManage hinAunassignch.sh
StmpsHUl-0OneManage /chk-checklicense

Auspr <conflicting pathname not installed>
[ verifying class <none> 1

##t Executing postinstall script.

The Installation is not complete

Run the setup script

The fullpath is —

Do not rebhoot machine

Installation of <RS5Iomg»> was successful.
devconir2B8@Croot i
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Unlike the installation of Remote Admin, the pkgadd command for OneManage does not

automatically run the post install script. For OneManage, the post install script requires license

information and must be run manually. The command is
/tmp/NW-OneManage/bin/omsetup.sh

This command installs the product in the following directory
/voicel/onemanage

The license key is based on either the network IP address or the hostname of the Avaya IR, and
should be obtained from Real Soft.

devconir2B8@<rooti#f Atmp HU-OneManage binsomzetup.szh
JuE-3nE-eE-JoE-Jof- - -eE-oE-JoE-Jof-Jof - eE-ef-Jef-Jof et -Jf~nf-ef-Jof-Jof-Jnf-eE-ToE-ToE-ToE- - E-E-

Initial Setup for One Manage
3mE-3nE-JoE-JoE-Jof - - o -oE-JoE-JoE-Jof-Jof - JoE-JeE-Jof-Jof It -Jf-3nf-Jef-Jof-Jof - Jef-eE-JoE-ToE-JoE- o E-E-
Please enter the license key:

Please enter "rzil23" as the passwd for rsiomg login

Mew password:
Re—enter new password:
passwd (S¥STEM»: passwd successfully changed for rsiomg

Pleasze indicate the type of Avaya IR system
1. Primary

2. Secondary

Please indicate vyour choice.[2]1=2>2

Make sure Avaya IR is loaded on this system
This is your Secondary system for RSI OneManage

Starting REI OneManage Agent

MWOneManageAgent has heen started successfully.
Thank vou for choosing OneManage from Heal Soft.Inc.
devconir2BACroot 3
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4 | The pkginfo tool can be used to verify the installation of the OneManage package on Avaya IR.
The format is shown in the screen shot below.

=

= =
B

EM# ppa ealen )

rafiy]

There is one final step to complete the installation of OneManage on Avaya IR. Different
releases of Avaya IR are built on different releases of the Solaris operating system, which have
different default enabled/disabled settings for some TCP and UDP services. The OneManage
program requires that the TCP echo service is enabled for it to work. The file /etc/services
contains the default settings for the various network services on the Avaya IR box. In this file
each service has its own line, and if the line for a particular service starts with a # (the pound or
number sign), then that service is disabled. The line must not start with a pound sign for the
service to be enabled. Edit this file with a text editor to ensure the entry for echo does not start
with a pound sign as shown below.

# All rights reserved.
it

## Network services,
it

Internet style

tCpmux
echo

"sepuices"

1-tcp
Prtop
Prudp
?s/tep
2/udp
11/tep
13-/tcp
13-/udp
15-tcp
12-tcp
12-udp
28/tcp
21/tcp
23/tep
25/tcp
[Read onl

1 118 lines,

zink null
zink null

ttytst source
ttytst source

mail
3914 characters

3.2.3

Editing the /etc/hosts file

Like Remote Admin, OneManage uses the /etc/hosts file for the IP addresses of the Avaya IRs it
administers. However, unlike Remote Admin, the /etc/hosts file is the only source of Avaya IR
IP addresses for OneManage. If an Avaya IR is not listed in the /etc/hosts file on the
OneManage machine, OneManage will not be able to connect to it.
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If OneManage is being installed on the same client PC as Remote Admin, then the /etc/hosts file
has already been updated (refer to section 3.1.3). If OneManage is being installed on a different
client PC, entries for each Avaya IR machine must be added to the /etc/hosts file. Follow the
instructions in section 3.1.3 to accomplish this.

3.3 NetWatch SNMP Monitor

NetWatch SNMP Monitor is a server program that installs on the Solaris-based Avaya IR that
communicates with a third party SNMP manager typically installed on a Windows-based PC.
There are numerous third party SNMP managers available and Real Soft has tested their
application with SNMP managers from Castle Rock, HP OpenView, and IBM Tivoli. For the
test configuration, the third party SNMP manager used was SNMPc from Castle Rock
(http://www.castlerock.com).

3.3.1 Client

The Castle Rock SNMPc manager is available as an evaluation download from their website
mentioned above. The program is installed by running the downloaded .exe file
snmpc700eval.exe

The installation defaults will work for this application.

Run 2 x|

Type the name of a program, Folder, document, or
Internet resource, and Windows will open it For wou,

Qpen: I CHsnmpc700eval exe j

There are five .mib files that must be installed on the client PC for the SNMP manager to accept
SNMP natifications from Avaya IRs. These five .mib files are distributed on the Real Soft
NetWatch SNMP Monitor CD-ROM. Copy these files to the following directory:

C:\Program Files\SNMPc Network Manager\mibfiles
The five .mib files are:
e host.mib

e NetWatch.mib
e netwatch-v3.mib
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e nwnms.mib
e nwremote.mib

Once SNMPc has been installed, start two of its services using the SNMPc Task Setup program.
Check the System Server and the History Agent boxes and then click on the Add button.

B SNMPc Task Setup... x|
¥ Auto Startup [ Fun SHMPe Tasks as Sevices View Emors.. |
¥ Auto Login User: I.-’-'-.dministratu:ur Pazswd: I
Frogram Description | Status | "Window Mame | Frogram Mame | Args |
System Server Funning SHMPC Management Server CIZEMY, BHE
D Pualling Agent SHMPC AutoDizcoveny Agent dizcagh exe
Higtary Agent Running SHMMPC History Agent hizt32. exe
D Backup Server SHMMPE Backup Serer blzer. exe
Login... | Start All Stop Al Add... Delete Edit... Done
3.3.2 Server

Installation Procedure

The Avaya IR part of NetWatch SNMP Monitor is distributed as a package to be installed via the
Solaris pkgadd command. The distribution package file is called rsinwfms.pkg. This file must first be
made accessible to Avaya IR by either copying the file to Avaya IR via ftp, or by using a copy on a CD-
ROM.
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After the RSInsfms.pkg package file is on Avaya IR, the command:
pkgadd —d <device>RSInwfms.pkg
will install the package. <device> is either /cdrom/cdrom/ for the CD-ROM drive, or the full path
name of the directory where the RSInwfms.pkg file was copied to by ftp. During the install it is possible
the following warning message may be generated:
The following files are already installed on the system....
Do you want to install these conflicting files [y,n,?,q]
Answer this question with n to not re-install the files and then enter a y to continue the installation.
There are a large number of files that are installed during the pkgadd command; the following screen
shot shows a partial listing of them.

devconir28@8{root># pkgadd —d RSEInufms.pkg

The following packages are available:
1 RSInwfms Avaya IR 1.2 System — MetWatch SMMP Monitor
{gparc) 4.0.8

Select package<s? you wish to process C(or ‘all’ to process
all packages?>. {default: ql:

Processing package instance <RSInufms> from {/RSInwfms.pkg>
Avaya IR 1.2 System — HNetWatch SNMP Monitor
a.8

{C> Copyright 2003-2884 Real Soft. Inc.
All rights reserved.

Postal: Real Soft. Inc.
2548 Route 138 North. Suite 118
Cranbury, NJ 88512
usna

: +1 607 487 3636
: +1 609 409 3637

: supportl@realsoftinc.com"
: http:/vww.realsoftinc.com”

Using </opts/RSI> as the package bhase directory.
il Processing package information.
it Processing system information.
7 package pathnames are already properly installed.
it Verifying disk space reguirements.
it Checking for conflicts with packages already installed.

The following files are already installed on the system and are heing
used by another package:
susprslocal {attribute change only>

* — gonflict with a file which does not belong to any package.

Do you want to install these conflicting files [y.n.7,.gql n

Do you want to continue with the installation of <RS8Inwfms> [y.n.?1 vy
it Checking for setuid/setgid programs.

This package contains scripts which will bhe executed with super—user
permission during the process of installing this package.

Do you want to continuwe with the installation of <RSInwfms> [y.n.?]1 wu
it Processing package information.
#it Processing system information.

Installing Avaya IR 1.2 System — NetWatch SNMP Monitor as <{RSInufms>

it Executing preinstall script.

#it Installing part 1 of 1.
.origcfg/NUMONms g
.origofg/MUMONmsg.sh
.origefgs/logHUMON.. h
.origefgsnu.cfy
.origcfgsnu_site.cfy
origofg/nu_trap.cfyg
origofgsnua.cfg

sopt-HEL-MU-FMS./.origcfg-nua_heep.cf
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After the RSInsfms.pkg package has been installed on Avaya IR, the command:

pkgadd —d <device>RSInwfms_expires_Xx.x.X.pkg
will install the necessary license information. <device> is either /cdrom/cdrom/ for the CD-ROM
drive, or the full path name of the directory where the RSInwfms_expires_x.x.x.pkg file was copied to
by ftp. This file is provided by Real Soft and is typically installed by a Real Soft technician. During
the install it is possible the following warning message may be generated:

The following files are already installed on the system....

Do you want to install these conflicting files [y,n,?,q]

Answer this question with n to not re-install the files and then enter a y to continue the installation.

Edit the following file with a text editor such as vi or emacs:
[opt/RSI/NW-FMS/cfg/snmp/snmpd.cnf

In the snmpTargetAddrEntry section, on approximately line #171, there is an entry that has default IP

addresses for the SNMP management PC. Modify this IP address to reflect the address of the

Windows-based PC that the SNMPc management program was installed. A copy of the relevant

section of this file is shown below. Port number 162, which is the standard SNMP trap port, is used

after a colon after the IP address.

fEntry type: snmplargetAddrEntry

fFormat: snmplargetAddrMame <(textl
snmplargetAddrTDomain  <snmpUDPDomain, snmplPADomain, etc.2?
snmplargetAddrTAddress (transport address.i.e. 172_147_142_254:0>
snmplargetAddrTimeont <Cinteger?
snmplargetAddrRetryCount {integer?
snmplargetAddrTagLizt <(text?
snmplargetAddrParams <(text>
snmplargetAddrStorageType <nonlUolatile. permanent, readOnly
snmplargetAddrTMazsk <(transport mask, i.e. 2055 _255_255_255:0>
snmplargetAddrMME <Cinteger)

snmplargetAddrEntry staeZ snmpUDPDomain (KPEFEEIPIERERETER 100 3 ngrd stpel

nonUolatile B.8.8_.0:8 2048

snmplargetAddrEntry staed snmpUDPDomain 192 _168_8_227:162 18080 3 mgrld stpel
nonUolatile B.8.8_.0:8 2048

snmplargetAddrEntry staed snmpUDPDomain 192168 _8_228:-162 100 3 mgrld stpel
nonUolatile B.8.8_.0:8 2048

snmplargetAddrEntry stae5 snmpUDPDomain 192 _168.5_1168:162 100 3 mgrl stpel
nonUolatile B.8.8_.0:8 2048

#Entry tupe: snmplargetParamsEntry

HFormat: snmplargetParamzMame <text>

i snmplargetParamsMPModel {integer?
"snmpd.cnf" [Modified] line 171 of 20804 —83x——
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The package is installed in the /opt/RSI/NW-FMS directory. In this install directory there is a
subdirectory named bin. Change directory to this bin directory. Three script files are in this bin
directory:

NWStatus  (prints the status of the numerous NetWatch agents)

NWStart  (starts the NetWatch agent processes running)

NWStop (stops the NetWatch agent processes running)

Run the NWStatus script to verify the NetWatch agents are currently not running. Run the NWStart
script to start the NetWatch agents. A screen snapshot of these commands is given below.

=3 Wy

JJA; Reviewed: Solution & Interoperability Test Lab Application Notes 25 of 39
SPOC 12/27/2004 ©2004 Avaya Inc. All Rights Reserved. RealSoft_IR.doc




The pkginfo tool can be used to verify the installation of the NetWatch SNMP Monitor package on
Avaya IR. The format is shown in the screen shot below.

devconnectivri{root?#t pkginfo -1 RSInwfms

PEGINST :
NAME =
CATEGORY :
ARCH:
UERSION:
BASEDIR:
UENDOR:

2. USA

PSTAME:
INSTDATE:
EMAIL:
STATUS:
FILES:

REInuwfms

Avaya IR 1.2 System — MetWatch SHHMF Monitor

applicat
sparc
4.8.8
soptsRE1
Real Sof

ion

t, Inc.,. 2548 Route 138 MWorth,. Suite 118, Cranbury. HJ B851

B5.-28.84

Sep 20 2

B84 15:87

supportP@realzoftinc.com

complete
135

devconnectivri{root2i

ly installed
installed pathnames
shared pathnames
directories
executabhles

blocks used <Capprox)

4. Verification

4.1

Remote Admin

To verify Remote Admin has been correctly installed and configured on a Windows-based PC,
the following procedure can be used to add an Avaya IR to the map and attempt to run any of the
Unix commands.

Click on the Edit Map button on the toolbar. Enter a name for the site, such as local. Choose
one of the Avaya IRs from the pull down list (these are populated from the /etc/hosts file edited
in Section 3.1.3). Click on the Add button to add the site and the machine to the upper left hand
window. Now expand the tree in this upper left hand window by double clicking on the site
name, and then double clicking on the machine name. Expand the Unix table to show the Unix
commands. Click on the Filesystems tab to run the Unix command df —k on the remote Avaya
IR. The results will be displayed in the bottom window as shown below.
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ERemote Admin - local - devconnectivr - [Remote Admin Mapl]

! |[ ] @ 3
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4.2 OneManage

To verify OneManage is installed correctly installed on a Windows-based PC, start OneManage
and attempt to add an Avaya IR to the managed window. Opening a new map file will display
the Add Avaya IR window. Select an Avaya IR name and enter its IP address. Alternatively,
an Avaya IR and its IP address can be selected from the list if the machine has an entry in the
/etc/hosts file. Click on Add Avaya IR to complete the process. OneManage will attempt to
establish a connection to this Avaya IR. This process can take a while, between one and two
minutes is typical. If it succeeds an IR icon is added to the map with a green background. If it
fails, the IR icon will be added with a red background.

Boroorose o —— Ioix]

File Edit “iew Options Tools Help

DEEECEEL L e
I

Avaya IR Mame Desgcription :

I maverickz

Avaya IR IP Address

= ofae L 3L [229 . 28 |

devconir280 | 192.45100.200

devconnective | 192.45.120 51 Add New Site ;| rsi

Hosts Name IP Address @
C
r
C
r
C

localhost 127.0.0.1 Select Site rsi -

maverickl 21611322827

maverick 21611322828

E=) Addavava R v X cancel |
Caonnecting to maverick? at 216.113.229.28 on site rsi |‘§

iastart”J @ & Iﬂﬂ “ B8 Command Prompt (2)

| B8 command Prompt (2) - tel..." -»0DneManage - testb

L. z25em
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Bl oneManage - tests
File Edit iew Options Toolz Help

D= N alsles =iy

ompt
iaﬁtartm m a8 Iﬁ |J BEA Command Prompt (2) | BEA Command Prompt (2] - tel...“--:_)l:lneManage - testb .%‘ﬂ @ 2156 P

4.3 NetWatch SNMP Monitor

NetWatch is designed to capture and display SNMP traps generated by the Avaya IRs it is
monitoring. When this program is installed on Avaya IR, a demo test script is installed with it.
The demo test script is called demo.sh and is installed in the /opt/RSI/NW-FMS/demo/ directory.
Running this test script will generate 10 different SNMP alarms, waiting for the user to enter a
carriage return between each alarm generation. By running this demo test script, ten different
SNMP alarms will be generated on Avaya IR. If NetWatch has been correctly installed and
configured, these ten alarms should be displayed on the SNMPc¢ management screen monitoring
this Avaya IR.

The following screen snapshot shows this verification step in progess. The left and rear
command window contains a telnet session to a remote Avaya IR on which the demo test script
was just run. The right and front screen is the SNMPc console screen, which shows the ten
SNMP alarms along with the red background around the Avaya IR icon in alarm.
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2 = &0
This will send traps to all conf ==

This will not send any page or el SNMPc Management Console K
File Edit Wiew Insert Manage Tools Config Window Help

Demo For card. log bl o] [a [ W] 51| 2] 5] | =] mm| 6| freveici =] [Systeirts i ==

Pleaze Hit Enter to Send Trap. -} Custom Menus ==Root Subnet
-3 Manage
=0 Tools
=3 Help

Demo for cpu.log

Please Hit Enter to Send Trap.

Demo for dial.log

Please Hit Enter to Send Trap.

Demo for fzhlk.log
Hit Enter to Send Trap.

finwe]

devoonir280

Demo for fzino.log

Please Hit Enter to Send Trap.

Demo for mem.log Milmmlml Manul

Please Hit Enter to Send Trap.

= | Hajor 8972472004 |14:37:53 |maverick1 |Changed state from INSERU to BROKEN. B CA TR H

Demo for paging.log

Hit Enter to Send Trap.

Demo for phrase.log

Flease Hit Enter to Send Trap. W . 5 qr 89/24/2004 |14:37:5% |maverickl |Failed to access File /home2/vfs/talkfiles/8/6

Demo for pst.log

Please Hit Enter to Send Trap.

Demo for swap.log

Hit Enter to Send Trap. [ A [m ] Current A History A Custom 1 Custom 2 Custom 3 Custom 4 Custom 5 Custom 6 Custom 7 Custom &

| o . sl fosbos o

5. Interoperability Compliance Testing

5.1 General test Approach

The scope of DevConnect Compliance Testing is to verify these Real Soft products operate
properly with the Avaya IR system in a typical call center environment. Since the Real Soft
product literature highlights the products’ abilities to work with both local and remote Avaya
IRs, the test environment was designed to simulate distributed call centers with multiple Avaya
IRs. Two different locations, each with two Avaya IRs, local internal networks, and firewalls
with NAT to the Internet were set up to simulate two geographically separate call centers. The
three Real Soft products were installed on a Windows-based PC and used to administer, manage,
and monitor both the local and remote Avaya IRs.

Real Soft Remote Admin allows users to perform the day-to-day administration of one or more
Avaya IR systems through a user-friendly graphical interface. These administrative functions
were tested on both the local and remote Avaya IRs.

Real Soft OneManage allows one Avaya IR (the primary IR) to act as a distribution point to
deploy and manage IVR applications on one or more additional Avaya IRs (the secondary IRs).
The ability to deploy, assign, and start an I'VVR application from a local primary Avaya IR to both
another local secondary Avaya IR and to a remote secondary Avaya IR was tested.

JJA; Reviewed: Solution & Interoperability Test Lab Application Notes 30 of 39
SPOC 12/27/2004 ©2004 Avaya Inc. All Rights Reserved. RealSoft_IR.doc



Real Soft NetWatch SNMP Monitor allows one or more Avaya IRs (local and/or remote) to be
monitored from a local SNMP management screen. The ability to monitor local and remote
Avaya IRs from the SNMP management screen was tested.

5.2 Test Results

Real Soft Remote Admin- Version 4.1.1 successfully passed all interoperability compliance tests
with Avaya IR 1.2.

Real Soft OneManage- Version 4.0 successfully passed all interoperability compliance tests with
Avaya IR 1.2.

Real Soft NetWatch SNMP Monitor- Version 4.0 successfully passed all interoperability
compliance tests with Avaya IR 1.2.

6. Support
Support for Real Soft products is available by:

e phone between 9:00 am and 5:30 pm(EST) at 732 — 735 - 0310.
e email at:
support@realsoft.com

Support for Avaya IR is available by contacting:
support@conversant.com

7. Conclusion

All three Real Soft products; Remote Admin, OneManage, and NetWatch SNMP Monitor
successfully interoperate with Avaya IR.

Real Soft Remote Admin (Version 4.1.1), a Windows-based GUI tool, successfully interoperates
with Avaya IR 1.2.

Real Soft OneManage (Version 4.0), a client-server package providing a Windows-based GUI
interface, successfully interoperates with Avaya IR 1.2.

Real Soft NetWatch SNMP Monitor (Version 4.0), a monitoring tool that interfaces to a third
party industry standard SNMP manager, successfully interoperates with Avaya IR 1.2.
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8. Additional References

User manuals for Real Soft products are provided in electronic format on the product media
(CD-ROM). Copies of these manuals are also available from the Real Soft website at:

e “User Manual: Remote Admin — Version 4.1 — Avaya IR 1.0/1.2”, is available on Real
Soft’s website at:
http://www.realsoftinc.com/pr_va_remoteadmin.html
e “User Manual: One Manage — Version 4.0 — Avaya IR 1.0/1.2”, is available on Real
Soft’s website at:
http://www.realsoftinc.com/pr_va_onemanage.html
e “User Manual: NetWatch SNMP Monitor — Version 4.0 — Avaya IR 1.0/1.2”, is available
on Real Soft’s website at:
http://www.realsoftinc.com/pr_va_metwatch.html
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Appendix A: Uninstalling Programs.

The Solaris package tool pkgrm can be used to uninstall Remote Admin from the Avaya IR, if
necessary. The format of the command is:

Pkgrm RSlradm
This command will not only remove all of the files, but will also kill any running Remote Admin
processes. A screen shot of the output of this command is found below.

The following package is currently installed:
REIradm Realzoft — Remote Admin
Czparc) 4.1.6

Do you want to remove this package? y

## Removing installed package instance <REIradm>

This package contains scripts wvhich will bhe executed with super—user
permission during the process of removing this package.

Do you want to continue with the removal of this package [v.n.?7.ql v
it Verifying package dependencies.
##f Processing package information.
it Executing preremove script.
Stopping Metlatch OAM Agents
Kill WWQamAgent process: 828

## Removing pathnames in class <none’
susr/localshin/nwoamenu
alsbin <shared pathname not removed>
sJoamsreports
soamspreremove .sh
soamspostinstall.sh
Aoamsnuuxml.ch
soamsnuustopimm.sh
soamsnuvsstat.sh
soamsnutkr.ch
soamsnustream.sh
soamsnuwspfunc.sh
soamsnusdlc.sh
soamsnurenum.sh
soamsnuostaprt
soamsnuoancmd - dat
soamsnuwoam.sh
soamsnununsuc .sh
soamsnumsgadm.sh
soamsnumsg.sh
soamsnuhost.sh
soamsnuhlist_sh
Aoamsnugetmsg.sh
soamsnugetcmd.sh
soamsnuegpoptcard.zh
soamsnuwdispsve.sh
soamsnudb.sh
soamsnucusbhrpt.sh
soamsnuwcusdrpt.sh
soamsnucus3rpt.sh
soamsnucus2rpt.sh
soamsnucuslvrpt.sh
soamsnuchansuc.sh
soamsnwbhus.ch
AOAamANUass
soamsnuasaiver.zh
soamsnuasaistat.sh
soamsnuasaidon.sh
soamsnuwasaichan.sh
soam/log <non—empty directory not removed>
soamsbhandyr . res
soam~0AMLic
soamsHUQamAgent
soamsMUOAMStop
soam-NUWOAMEtatus
soamsHUOAMEtart
soamsMUOAMReinit
#oam <shared pathname not removed>
sefgsnwoam.cfg
scfg {shared pathname not removed>

stem information.
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Remote Admin can be uninstalled using the Windows Add/Remove Programs capability from
Settings->Control Panel. Clicking on the Remote Admin entry under the list of programs will
bring up an Install Wizard that allows Remote Admin to be modified, repaired, or removed.
Selecting the Remove radio button and clicking on the Next button will remove Remote Admin
from the PC. A screen shot of this process is shown below.

5@\ @ £ Control Panel 0l
Ed;

|Fi|a Edit ‘Wiew Favorites  Tools  Help

ments Remate Admin

| fmBack ~ = - 2] | @iSearch [hFoders 4| B3 B X oy | FE-
~inix
=[]

Currently installed programs: Sort bY:I Iame :l' a pqu
) i
@ Adobe Acrobat 5.0 Size 79.8M18 J trative  DakefTime
) Avaya CTECS Driver Size 2.32MR pls

ﬁ Avaya CT Telephony Services Size 1.06MB ﬂ o

ﬁ Birieve Workstation i

ﬁl Mechfes VirusScan Er - Welcome

& Microsoft Internet tadify, repair, o remove the program.

A Micrasoft Office 200

) OneManage

) Remote Admin  Modi
Click here far suppc

To change this progi
computer, click Char

{E SNMPC Hetwork Mar @ Reinstall all program features installed by the previous setup.
VI vNC 4.0

InstallShield Wizard

‘welcome ta the Remate Admin Setup Maintenance program. This program lets pou madify the
curnent installation. Click one of the options below.

v

Select new program features ko add or select currently installed features to
TEMOYVE.

" Repair

Remove all inctalled features %

Iristall Shigld

Instals and remoy

;astart”J & 2 |J B iy, | -'DOneMan.‘.l o aumpe .. | {EHubvie. .. | @ et

<-Back | Mext > I Cancel

| (4] Contral | T AddiRe. . | EV1nstalls... B2 izisem
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The Solaris package tool pkgrm can be used to remove NetWatch SNMP Monitor from the
Avaya IR, if desired. The command format is:

pkgrm RSInwfms

The output of this command is given below.

devconir28@(root >t pkgrm

The following package
REInwfms

Avaya IR

RS Inwfms

currently installed:
1.2 System — MetlWatch SHMP Monitor

is

Czparc) 4.8_8

Do you want to remove
### Removing installed

This package contains
permission during the

thisz package? y
package instance <REInufms>

scripts which will he executed with super—user
process of removing this package.

Do you want to continue with the removal of this package [y.n.7?.ql vy
it Uerifying package dependencies.
###f Processing package information.
#if Executing preremove script.
Stopping NetWatch Agents
Kill HWWAgent process:
Kill HWBeep process: 2782
Kill hostagt process: 2763
Kill netwatchagt process: 2734
Kill snmpdm process: 72
Kill nwnmsagt process: 2776
Kill nuremoteagt process: 2789
#### Removing pathnames in class <editfile’
### Removing pathnames in class <nonel>
susrslocalsbhinsnuweny
suzr/localshin <shared pathname
susr/local <shared pathname not
sopt/RELNU-FMS . zample mypgm.zh
Aopt /REL/NU-FMS “sample/mypgm.c
sopt/RELNU-FMS . zamplesmakefile
Sopt /REL-NU-FMS - sample
sopt/REL /NU-FMS /reports trarpt
Aopt /REL/NU-FMS /reports megrpt <non—empty directory not removed>
sopt/REIL HU-FMS /reports./customd
Sopt /REL/NU-FMS /reports/custom3
sopt/REILNU-FMS /reports./custom2
Sopt /REL/NU-FMS /reports/customl
sopt/REL /NU-FMS  reports/cdsrpt
Sopt /REL/NU-FMS /reportsscddrpt
Aopt/REIL /NU-FHMS /reports/ccarpt
Sopt /REL/NU-FMS /reports <non—empty directory not removed>
Aopt/REL-NU-FMS-1og <non—empty directory not removed>
Sopt/REL/NW-FMS -1lib-1libnwa.a
sopt-REI-NW-FMS-1ih
Aopt /REL/NU-FMS 7inc ludenuxx_type . h
Aopt/REL NUW-FMS ~include nwxox_trap.h
Sopt /REL/NUW-FMS.inc lude  nuxx_proto.h
Aopt/REIL NUW-FHMS 7include nuwxx_mesg.h
Jopt /REL/NU-FMS . inc ludenuxx_lic.h
Aopt/REI NUW-FMS ~include nwxx_hash.h
Jopt /REL/NU-FMS #inc ludenuxx_extn.h
Aopt/REI NUW-FMS ~include nwo_eror.h
Jopt /REL/NU-FMS #inc ludenuxx_conf . h

2687

not removed>
removed?

Aopt /REI NU-FMS /demo ~phrasze. log
sopt /RS /NU-FMS vdemo~paging. log
Aopt /REL /NU-FMS /deno/mem. log

sopt /RS /NU-FMS vdemo~fzino.log

Aopt /REL /NU-FME /demo Fshlk.lo
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Appendix B: Firewall Configuration.

# Configuration of AccessPoint

1 | The Lucent AccessPoint can be configured by either a terminal connected to its serial port, or by
a browser connected to its network port (assuming the IP address has already been configured).

2

In the test configuration, IP3 was configured to the Ethernet card in slot 4 and was assigned to
the private internal network using IP address 192.45.120.101 as shown below.

; AccessPoint AP450-edge - Microsoft Internet Explorer

_[ol x|
File Edit Wiew Favorites Tools Help ﬁ
Bk - = - d | Qizearch  [ElFavorites Mediz (4 | - S - =
Address I@ hitp:ff192,45, 120, 101 fxedia,html j 6o ‘ Links >

Bl
Udniascmiohs Mol [
- ©L 1 Private Netwarks
-_1CEQ IP 3 CONFIG
v |20 Global
-wo-be Dl Contral
{7 slob21 [ATM DS3 Driver) MTT 2 |1500 bytes
L0 st 31 [Ethernet Driver) s D Tr 2 bled -l
= shat 4.1 [Ethernet Diriver] Feon g rienane
{ chg.3 Aﬁaj?l
L1 ethz :
e ] Primary Addy? 19245120101
[T Help i =
et Sommany Negotiate Addr + |disabled l
2 Appl Reset
o T =
b |1 Counters
ke Ot Counters
b Extensions
{1 Address Table
Backup Instances
(1 1GMP
_1D¥MRP
- 1PIM
{1 Multicast
L1 virtual [ Wirtual Tunnel Transport]
L virtual [ Wirtual Tunnel Transpart]
-\L] Reference: AccessPoint Configuration €
-]
=
|E:| Dane lili lilo Internet v
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3 | IP7 was configured to the Ethernet card in slot 3 and was assigned to the public external network
using IP address 141.150.155.82, as shown below.

<2} AccessPoint AP450-edge - Microsoft Internet Explorer —|ol x|

F|‘e‘ Edit Wiew Favarites Tools  Help ﬁ

Back - = - ) at | @search  [GFavorites  (fMedia % | By S -

Address [&] http:ff192.45,120. 101 fxeddia, ] x| e |Lir|l<s =
Management Navigator Joad
TR

Ot Driver Counters
-k Ethemet Courters IP 7 CONFIG
Ethemet Collision Counters

Advanced Ethemet In Counters

-k Advanced Ethernet Dut Counters MTT » I1 500 bytes
— Meagotiated-Config s D
awn Trap? Ienabled 'I
{1 #RP Cache 2 e
L1 4RP Config Alias: |

k- Callision Counts Table

Primary Addr? I'I 41.150.156.82
Negotiate Addr » Idisahled 'I
Apply | Reset |

Out Counters
L Estensions
{1 Address Table
| Backup Instances
-1 1GMP
-1 DVMRP
L1 PIM
{1 Mukicast
1 slot4.1 [Ethemet Driver|
Q wvirtual [ Virtual Tunnel Transport]

LelLe

[
[ pone [ [ [
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The NAT menu was used to bind the two internal private IP addresses to two external public IP
addresses, as shown below.

/3 AccessPoint AP450-edge - Microsoft Internet Explorer =181x]

File Edit Wew Favorkes Tools Help ﬁ

daBack - = - 7l | Qzearch [Favortes Fmeda (4 | S -5

Address |g‘| http:f192.45. 120,101 /xedia, html | Peo |Links »
e Sratus
S Inte&:e Layers Status Actions

B
M Fd nt Navig Eﬂdﬂ' !’oad
= [ Sustem
-1 Device Baot Removesl | PRI ADDR FPROTOCOL |Type
Y- Sub System Feset P ks
- File Transfer Table

| A Hep NAT BINDINGS
] Storage reas [ = 192.45.120.15[0 [141.150.155.81 0 o fstae [0 o

REG
PORT

Sessions
Out »

Sessions
In »

FRI
FORT » REG ADDR ¢

. Summary
Ewents

E- NyRAM Configuration File
T Hardbvare [ = 152.45 120500 [141 150,155 88 o b static [0 b
-1 Scheduler
-1 Services
1P

Y- Frame Relay
| Bridaing
ATM
2 Nat

Ee Summany

: Baifim

Address Translation Pools

-0

«

|31 KR

S Kl

‘@ Done ’7 ’7 ’7 |. Internet
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