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Avaya Solution & Interoperability Test Lab

Application Notes for MESSAGEmanager IP Fax Server
Software 10.1 with Avaya Aura® Communication Manager
6.0.1 and Avaya Aura® Session Manager 6.1 via SIP
Trunking — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for MESSAGEmanager 1P
Fax Server Software to interoperate with Avaya Aura® Communication Manager and Avaya
Aura® Session Manager. MESSAGEmanager IP Fax enables users of Multifunction Devices,
Email, Desktop applications, CRM and ERP applications to send and receive facsimiles (fax)
over Avaya IP networks. MESSAGEmanager IP Fax communicates with Session Manager via
SIP Trunking.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration used to enable MESSAGEmanager IP Fax
Server Software to interoperate with Avaya Aura® Communication Manager and Avaya Aura®
Session Manager. MESSAGEmanager [P Fax allows facsimiles (fax) to be sent/received to/from
both local and PSTN fax endpoints, and be subsequently printed or archived.

2. General Test Approach and Test Results

The compliance testing of the MESSAGEmanager IP Fax solution was performed manually.
The tests were all functional in nature, and no performance testing was done. The test method
employed can be described as follows:

Communication Manager was configured to support various local IP telephones and
analog fax machines, as well as a SIP Trunking connection to Session Manager.
Session Manager was configured to connect to both Communication Manager and
MESSAGEmanager IP Fax via SIP trunks.

MESSAGEmanager IP Fax was configured to connect to Session Manager.

2.1. Interoperability Compliance Testing
The following tests were performed as part of the compliance testing:

Sending of multi-page faxes to local and PSTN fax machines using T.38 fax protocol.
Receiving of multi-page faxes from local and PSTN fax machines using T.38 fax
protocol.

Sending of faxes with different page layouts (Letter, Legal, A4).

Sending and receiving of faxes with different resolutions (Standard, Fine).

Sending and receiving of faxes at different transmission rates (14400bps, 9600bps).
Verification of correct Transmitting Subscriber Identification (TSID) composition for
sent and received fax messages.

Sending and receiving of faxes using G.711 pass-through mode.

Verifying its ability to recover from interruptions during fax transmission.

Verifying its ability to recover from reboots to MESSAGEmanager IP Fax server and
Communication Manager.

Verifying its ability to recover from interruptions to the LAN connection between
MESSAGEmanager IP Fax server and the network.

2.2. Test Results

All test cases specified in Section Error! Reference source not found. were tested successfully.
The following behaviors were noted:

1.

Avaya G430, G450 Media Gateways and TN2602AP IP Media Processor board support a
fixed 9600bps for the T.38 fax protocol, while Avaya G250, G350, G700 Media
Gateways and TN2302AP IP Media Processor board support a fixed 14400bps for the
T.38 fax protocol.
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2.3. Support
For support on MESSAGEmanager IP Fax, contact MESSAGEmanager as follows:

Web: http://www.mmanager.com/support.aspx
Email: support@mmanager.com

Fax: +61 2 8448 8840

Phone: +61 2 8448 8870

3. Reference Configuration

Figure 1 shows the test configuration used for compliance testing. An Avaya S8800 Server
running Avaya Aura® Solution for Midsize Enterprise provided the required SIP-enabled
communication platform, which included Avaya Aura® Communication Manager, Avaya
Aura® System Manager and Avaya Aura® Session Manager. The Avaya G430 and G650 Media
Gateways provided the connections to the analog fax machines and ISDN-BRI trunks to the
PSTN. MESSAGEmanager IP Fax was installed on a Windows 2003 Server and was configured
to interface to Session Manager through a SIP Trunk.

Avaya SB800 Server running Avaya Aura®
Solution for Midsize Enterprise

SIP Avaya Aura® Communication Manager: .10

m Avava Aura® System Manager: (25
Avaya Aura® Session Manager: .24

Avaya G43M) Media Gateway N
with EM200 Expansion Module m
1L1.440.11 — I

e I TR el Fax Machine 1
CCTTTTTT TTITIC] : Fax Machine 3
Avayn 4548GT-PWR Ethernet Ext 40010 P
Routing Switch / Layer 3 Router

10.1.40.0/24

MESSAGEmanager

IP Fax Server E
10.1.10.126 =

bl

=

[ 1]
Fax Machine 2
Ext 40011
Avaya G650 Media Gateway
Figure 1: Test Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya S8800 Server running Avaya Aura® Avaya Aura® Communication Manager
Solution for Midsize Enterprise 6.0.1

(Service Pack 3 00.1.510.1-19009)

Avaya Aura® System Manager
6.1 Service Pack 2

Avaya Aura® Session Manager
6.1 Service Pack 2
(6.1.2.0.612004)

Avaya G650 Media Gateway

HWI15 FW054

- TN2312BP IP Server Interface

- TN799DP C-LAN Interface (x 2) HWO01 FW040

- TN2602AP IP Media Processor HWO02 FW059

- TN2302AP IP Media Processor HW20 FW121

- TN2793B Analog Line 000013
Avaya G430 Media Gateway 31.19.2

- MM722AP BRI MM HWO01 FWO008

- MM711AP Analog MM HW31 FW095
Avaya 4548GT-PWR Ethernet Routing V5.4.0.008
Switch
Brother MFC5840CN All-In-One Printer -
Canon MultiPASS L90 Fax/Printer -
MESSAGEmanager IP Fax Server Software 10.1

5. Configure Avaya Aura® Communication Manager

The configuration and verification operations illustrated in this section were all performed using
the Communication Manager System Access Terminal (SAT).

Only those configuration details concerning the SIP interface to Session Manager and
MESSAGEmanager IP Fax are shown within this section.
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5.1. Verify system-parameters customer-options

Use the display system-parameters customer options command to verify that Communication
Manager is configured to meet the minimum requirements to support MESSAGEmanager IP
Fax. Those items shown in bold indicate required values or minimum capacity requirements. If
these are not met in the configuration, please contact an Avaya representative for further
assistance.

Parameter Usage
Maximum Administered SIP Trunks The number of available licensed SIP trunks must be
Stations (Page 2) sufficient to accommodate the number of trunk

members assigned to the trunk group used to
interface to Session Manager in Section 5.6.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12000 O
Maximum Concurrently Registered IP Stations: 18000 2
Maximum Administered Remote Office Trunks: 12000 O
Maximum Concurrently Registered Remote Office Stations: 18000 O
Maximum Concurrently Registered IP eCons: 128 0
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 18000 O
Maximum Video Capable IP Softphones: 250 0

Maximum Administered SIP Trunks: 12000 255

Maximum Administered Ad-hoc Video Conferencing Ports: 12000 0
Maximum Number of DS1 Boards with Echo Cancellation: 522 0
Maximum TN2501 VAL Boards: 10 1
Maximum Media Gateway VAL Sources: 250 1
Maximum TN2602 Boards with 80 VoIP Channels: 128 0
Maximum TN2602 Boards with 320 VoIP Channels: 128 1
Maximum Number of Expanded Meet-me Conference Ports: 250 0

5.2. Node Names

Use the change node-names ip command to configure the node name for Session Manager.

Parameter Usage

Name / IP Address Enter an appropriate name to identify Session Manager, along with the
IP address.
change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
CLAN-1a02 10.1.50.21
MEDPRO-1a07 10.1.50.31
MEDPRO-1a09 10.1.50.33
PNl-router 10.1.50.1
SM 10.1.40.24
default 0.0.0.0
procr 10.1.40.10
procrb6 38
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5.3. Dialplan

Use the change dialplan analysis command to configure the dial plan using the parameters
shown below.

Dialed String Total Usage
Length
4 5 Extension range for fax machines and MESSAGEmanager IP
Fax.
# 3 Trunk Access Code used in the SIP trunk group defined in
Section 5.6.
change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
0 1 attd
4 5 ext
9 1 fac
&3 3 fac
# 3 dac

5.4. Configure IP-Codec

Use the change ip-codec-set 1 command to configure the audio codecs which will be used to
communicate with Session Manager. The G.711MU and G.711A codecs were used to set up the
initial audio call prior to the T.38 fax protocol negotiation between Communication Manager and
MESSAGEmanager IP Fax.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
2: G.711A n 2 20
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On Page 2, set FAX to t.38-standard to enable T.38 fax protocol negotiations. If G.711 pass-

through mode is preferred, then set FAX to off.

change ip-codec-set 1 Page
IP Codec Set
Allow Direct-IP Multimedia? y

Maximum Call Rate for Direct-IP Multimedia: 2048:Kbits
Maximum Call Rate for Priority Direct-IP Multimedia: 2048:Kbits

Mode Redundancy
FAX t.38-standard 0
Modem off 0
TDD/TTY off 0
Clear-channel n 0

of 2

5.5. Configure Network Region

Use the change ip-network-region command to assign an appropriate Authoritative Domain to
be used by Communication Manager. This name is also used in Section 6.1.1. Set Codec Set to

the IP Codec defined in Section 5.4.

change ip-network-region 1 Page
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name: LOCAL
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6

of 20

Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n

H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5

Keep-Alive Count: 5

JC; Reviewed: Solution & Interoperability Test Lab Application Notes
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5.6. Configure SIP Interface to Session Manager

Use the add signaling-group command to configure the Signaling Group parameters for the SIP
trunk group. Assign values for this command as shown in the following table.

Parameter Usage
Group Type Enter the Group Type as “sip”.
Transport Method Enter “tls”.

Near-end Node Name

Enter “procr” to designate the Processor Ethernet interface.

Near-end Listen Port

Enter “5061”.

Enter the node name assigned to the Session Manager configured in

Far-end Node Name Section 5.2.

Far-end Listen Port Enter “5061”.

Far-end Network Region | Enter the Network Region configured in Section 5.4.

. Enter the domain name assigned to the network region in Section
Far-end Domain

54.

Direct IP-IP Audio Enter “y” to turn on “shuffling”.

Connections

add signaling-group 3 Page 1 of 1

SIGNALING GROUP

Group Number: 3
IMS Enabled? n
Q-SIP? n

IP Video? y Priority Video? y
Peer Detection Enabled? n Peer Server: SM

Group Type: sip
Transport Method: tls
SIP Enabled LSP? n
Enforce SIPS URI for SRTP? vy

Far-end Node Name: SM
Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Secondary Node Name:

Near-end Node Name: procr
Near-end Listen Port: 5061

Far-end Domain: avaya.com
Bypass If IP Threshold Exceeded?
RFC 3389 Comfort Noise?
Direct IP-IP Audio Connections?
IP Audio Hairpinning?
Initial IP-IP Direct Mediav?
Alternate Route Timer (sec) :

Incoming Dialog Loopbacks: eliminate
DTMF over IP: rtp-payload

Session Establishment Timer (min): 3
Enable Layer 3 Test? n

H.323 Station Outgoing Direct Media? n

oK B 3B
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Use the add trunk-group command to configure the SIP Trunk Group to Session Manager.
Assign values for this command as shown in the following table.

Parameter

Usage

Group Type (Page 1)

Specity the Group Type as “sip”.

Group Name (Page 1)

Select an appropriate name to identify the device.

TAC (Page 1)

Specify a trunk access code that can be used to provide dial access to the
trunk group.

Service Type (Page Designate the trunk as a “tie” line to a peer system.

1))

Signaling Group Enter the number assigned to the SIP signaling group defined above.
(Page 1)

Number of Members | Specify sufficient number of members to support the maximum
(Page 1) simultaneous connections required.

Numbering Format Enter “private”.

(Page 3)

add trunk-group 3

Group Number: 3

Page 1 of 21
TRUNK GROUP

Group Type: sip CDR Reports: y

Group Name: SIP Trunk to SM COR: 1 TN: 1 TAC: #03

Direction: two-way

Dial Access? n
Queue Length: 0
Service Type: tie

Outgoing Display? n
Night Service:

Auth Code? n
Member Assignment Method: auto
Signaling Group: 3
Number of Members: 255

add trunk-group 3
TRUNK FEATURES

Page 3 of 21

ACA Assignment? n Measured: internal

Maintenance Tests? y

Numbering Format: private

UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Modify Tandem Calling Number: no

Show ANSWERED BY on Display? y

DSN Term? n

JC; Reviewed:
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5.7. Call Routing to MESSAGEmanager IP Fax

Use the change uniform-dialplan 0 command. Assign values for this command as shown in the

following table.

Parameter

Usage

Matching Pattern

For this testing, the extension range assigned to MESSAGEmanager
IP Fax is 40050 to 40059. So enter “4005” as the Matching Pattern.

Len

Enter the length of the extensions assigned to MESSAGEmanager
IP Fax.

Net

Enter “aar”.

change uniform-dialplan 0
UNIFORM DIAL PLAN TABLE

Matching
Pattern Len Del
4005 5

Page 1 of 2
Percent Full: O
Insert Node

Digits Net Conv Num
aar n

Use the change aar analysis 0. Assign values for this command as shown in the following table.

Parameter Usage
. . Enter the leading digits of the extensions assigned to
Dialed String MESSAGEmanager IP Fax
Min / Max Enter the length of the extensions assigned to MESSAGEmanager

IP Fax.

Route Pattern

Enter the number of the route pattern described on the next page.

Call Type

Enter “aar”.

change aar analysis 0

Page 1 of 2
AAR DIGIT ANALYSIS TABLE

Location: all Percent Full: 0

Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
4005 5 5 3 aar n
JC; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 27
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Use the change route-pattern n command, where n is the route pattern to route calls destined
for MESSAGEmanager [P Fax from Communication Manager to Session Manager. Assign
values for this command as shown in the following table.

Parameter Usage
Pattern Name Enter a descriptive name to identify the route pattern.
Enter the number of the SIP trunk which connects to Session
Grp No

Manager, which is defined in Section 5.6.

FRL

least restrictive level.

Set the Facility Restriction Level (FRL) field to a level that allows
access to this trunk for all users that require it. The value of 0 is the

change route-pattern 3 Page 1 3
Pattern Number: 3 Pattern Name: SIP Trunk
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 3 0 n user
28 n user
g n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01 2M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: y yyyyn n rest none
5: yyyyyn n rest none
6: yyyyyn n rest none
JC; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 27
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6. Configure Avaya Aura® Session Manager

This section illustrates relevant aspects of the Avaya Aura® Session Manager configuration used
in the verification of these Application Notes. Session Manager is managed via Avaya Aura®
System Manager. Using a web browser, access “https://<ip-addr of System Manager>/SMGR”.
In the Log On screen, enter appropriate User ID and Password and press the Log On button.

AVAyA Avaya Aura® System Manager 6.1

Log On

This system is restricted solely to authorized
users for legitimate business purposes only. The
actual or attempted unauthorized access, use,
or modification of this system is strictly
prohibited.

User ID:
Unauthorized users are subject to company
disciplinary procedures and or criminal and civil
penalties under state, federal, or other
applicable domestic and foreign laws.

Password:

Ty

The use of this system may be monitored and
recorded for administrative and security

Once logged in, a Home Screen is displayed.

Avaya Aura® System Manager 6.1

Help | About | Change Password | Log off
admin

AVAYA

R O T

Administrators
Manage Administrative Users

Groups & Roles
Manage groups, roles and
assign roles to users

Synchronize and Import
Synchronize users with the
enterprise directory, import
users from file

Application Management
Manage applications and
application certificates

Communication Manager
Manage Communication
Manager objects

Conferencing
Conferencing

Inventory

Backup and Restore
Backup and restore System
Manager database

Configurations
Manage system wide
configurations

Events
Manage alarms,view and
harvest logs

User Management Manage, discover, and navigate Licenses
Manage users, shared user to elements, update element View and configure licenses
resources and provision users software Replication
Messaging Track data replication nodes,
Manage Messaging System repair replication nodes
objects Scheduler
Presence Schedule, track, cancel,
Presence update and delete jobs
Routing Security
Network Routing Policy Manage Security Certificates
Session Manager Templates

Session Manager Element

Manage Templates for

Manager Communication Manager and
SIP AS 8.1 Messaging System objects
SIP AS 8.1

6.1. Routing

JC; Reviewed:
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When Routing is selected, the right side outlines a series of steps.

Routing 1
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

JC; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 27
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The sub-sections that follow are in the same order as the steps outlined under Introduction to
Network Routing in the abridged screen shown below. In these Application Notes, all these
steps are illustrated with the exception of Steps 3 and 9, since “Adaptations” and “Regular
Expressions” were not used.

Introduction to Network Routing Policy

Metwork Routing Policy consists of several routing applications like "Domains", "Locations", "SIP Entities", etc.

The recommended order to use the routing applications (that means the overall routing workflow) to configure your network configuration
is as follows:

Step 1: Create "Domains" of type SIP (other routing applications are referring domains of type SIP).
Step 2: Create "Locations"
Step 3: Create "Adaptations”
Step 4: Create "SIP Entities"

- SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"

- Create all "other SIP Entities" (Session Manager, CM, SIP/PSTN Gateways, SIP Trunks)

- Assign the appropriate "Locations", "Adaptations” and "Outbound Proxies"
Step 5: Create the "Entity Links"

- Between Session Managers

- Between Session Managers and "other SIP Entities"
Step 6: Create "Time Ranges"

- Align with the tanff information received from the Service Providers
Step 7: Create "Routing Policies"

- Assign the appropriate "Routing Destination” and "Time Of Day"

(Time Of Day = assign the appropriate "Time Range" and define the "Ranking")
Step 8: Create "Dial Patterns”

- Assign the appropriate "Locations" and "Routing Policies" to the "Dial Patterns”
Step 9: Create "Regular Expressions”

- Assign the appropriate "Routing Policies” to the "Regular Expressions”

Each "Routing Policy" defines the "Routing Destination” (which is a "SIP Entity") as well as the "Time of Day" and its associated "Ranking".

IMPORTANT: the appropriate dial patterns are defined and assigned afterwards with the help of the routing application "Dial patterns”.
That's why this overall routing workflow can be interpreted as
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6.1.1. Domains

To view or change SIP domains, select Routing > Domains. Click on the checkbox next to the
name of the SIP domain and Edit to edit an existing domain, or the New button to add a domain.
Click the Commit button after changes are completed. The domain name to be configured
should be the same as was configured for the Communication Manager network region in
Section 5.4.

The following screen shows the list of configured SIP domains.

AVA\/A\ Avaya Aura® System Manager 6.1 Help | About | Change Password | Log off
admin
Routing *| Home
Routing PllHome / Elements / Routing / Domains - Domain Management
. Help ?
| R Domain Management
Locations
Adaptations Edit Duplicate Delete
SIP Entities
Entity Links 1 Item Refresh Filter: Enable
R Roe=: D | Mame : Type | Default [ Motes
Routing Policies Mg = 7
[ avaya.com sip El

Dial Patterns

Regular Expressions Select : All, None

Defaults

6.1.2. Locations

To view or change locations, select Routing > Locations. The following screen shows an
abridged list of configured locations. Click on the checkbox corresponding to the name of a
location and Edit to edit an existing location, or the New button to add a location. Click the
Commit button after changes are completed. Assigning unique locations (based on IP Network
Address) can allow Session Manager to perform location-based routing, bandwidth management,
and call admission control.

AVAyA Avaya Aura® System Manager 6.1 Help | About | Change Password | Log off
admin
Routing *| Home
Routing Pl Home / Elements / Routing / Locations - Location
: Help ?
ATUTES Location
Locations
Adaptations Edit Duplicate Delete
SIP Entities
Entity Links 1Item Refresh Filter: Enable
Time Ranges ] T ol T Notes

Routing Policies I .
g [[] Testlocation

Dial Patterns
Select : All, None

Regular Expressions
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6.1.3. SIP Entities

To view or change SIP elements, select Routing > SIP Entities. Click the checkbox
corresponding to the name of an element and Edit to edit an existing element, or the New button
to add an element. Assign values for this command as shown in the following table.

Parameter Usage
Name Enter an appropriate name to identify the SIP entity.
FQDN or IP Address Enter the MESSAGEmanager IP Fax Server IP address.
Type Select SIP Trunk from the drop-down menu.
. Select the location defined in Section 6.1.2 from the drop-down
Location
menu.
Time Zone Select the proper time zone from the drop-down menu.

Click the Commit button after changes are completed.

AVAYA

Avaya Aura® System Manager 6.1

Help | About | Change Password | Log off

admin

Routing *| Home

Ml Home / Elements / Routing / SIP Entities - SIP Entity Details

Routing
5 Help ?
Domains =
SIP Entity Details
Locations
Adaptations General
SIP Entities * Name: MESSAGEmanager Fax Server
Entity Links * FQDN or IP Address: [10.1.10.126
e R Type: |SIP Trunk
Routing Policies
Notes:
Dial Patterns
Regular Expressions Adaptation: [ [<]
Defaults - -
Location: TestLocatlonB
Time Zone: |Asia/Singapore E|
Override Port & Transport with DNS &
SRV
* SIP Timer B/F (in seconds): |4
Credential name:
Call Detail Recording: [none  [+]
SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration E|
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6.1.4. Entity Links

To view or change Entity Links, select Routing > Entity Links. Click on the checkbox
corresponding to the name of a link and Edit to edit an existing link, or the New button to add a
link. Assign values for this command as shown in the following table.

Parameter

Usage

Name

Select the SIP entity for MESSAGEmanager IP Fax Server created
in Section 6.1.3 from the drop-down menu.

SIP Entity 1 / Protocol /

Port

Select the SIP entity for Session Manager, with the appropriate
protocol and port. For this testing, the Entity Link is configured for
UDP with Port 5060.

SIP Entity 2 / Port

Select the SIP entity for the MESSAGEmanager IP Fax Server,
with the appropriate port.

Trusted

Check this box.

Click the Commit button after changes are completed.

AVAYA

Time Ranges
Routing Policies
Dial Patterns

Regular Expressions

.

Avaya Aura® System Manager 6.1

Help | About | Change Password | Log off admin

x

Routing Home

Pl Home / Elements [/ Routing / Entity Links - Entity Links

Routing
T ; Help ?
omains
Locations
Adaptations
SIP Entities
Entity Links 1Item Refresh Filter: Enable

Port | Trusted Notes

SIP Entity 1 | Protocol
* |sm-to-Mmanagerfax * | me-sm E| UDP EI *|5060 | * | MESSAGEmanager Fax Server El
[ I

Name | Port | SIP Entity 2

* |5060

6.1.5. Time Ranges

To view or change Time Ranges, select Routing > Time Ranges. The Routing Policies shown
subsequently will use the “24/7” range since time-based routing was not the focus of these

Application Notes.

AVAYA

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies

Dial Patterns

Avaya Aura® System Manager 6.1

Help | About | Change Password | Log off admin

*®

Routing Home

Ml Home / Elements / Routing / Time Ranges - Time Ranges

Help 2

Time Ranges

Edit Duplicate Delete

1Item Refresh Filter: Enable
F] Name Mo Tu We Th Fr Sa Su Start Time End Time Notes

0  z24/7 00:00 23:59 Time Range 24/7
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6.1.6. Routing Policies

To view or change routing policies, select Routing > Routing Policies. Click on the checkbox
corresponding to the name of a policy and Edit to edit an existing policy, or New to add a policy.
Enter a descriptive name for the routing policy, and select the MESSAGEmanager IP Fax server
as the route destination by clicking “Select”.

Click the Commit button after changes are completed.

AVAyA AVaya Au ra® System Ma nager 6 1 Help | About | Change Password | Log off admin

Routing *| Home

Routing Pl Home / Elements / Routing / Routing Policies - Routing Policy Details
Doma; Help ?
mains
Routing Policy Details
Locations
Adaptations
o General
SIP Entities PR— o
* Name: To-Mmanager-Fax
Entity Links & =
Time Ranges Disabled: [
Routing Policies Notes: |
Dial Patterns
Regular Expressions SIP Entity as Destination
Defaults
Name FQDN or IP Address Type Notes
MESSAGEmanager Fax Server 10.1.10.126 SIP Trunk
Time of Day
[Remove] IVLEW Gaps,fﬂver\aps]
1Item Refresh Filter: Enable
I | Ranking 1 . ‘ Name 2 . ‘ Mon ‘ Tue | Wed | Thu ‘ Fri ‘ Sat ‘ Sun | Start Time End Time Notes
B o | 24/7 00:00 23:58 Time Range 24/7

6.1.7. Dial Patterns

To view or change dial patterns, select Routing > Dial Patterns. Click on the checkbox
corresponding to the name of a pattern and Edit to edit an existing pattern, or New to add a
pattern.

Avaya AU ra® System Ma nager 6 1 Help | About | Change Password | Log off admin

Routing X Home

Home / Elements / Routing / Dial Patterns - Dial Patterns

Help ?

Dial Patterns

10 Items = Refresh Filter: Enable

= | Pattern | Min | Max | Emergency Call SIP Domain MNotes

] G 4 4 O avaya.com 5G Service Numbers

|:| 1 5 g T avaya.com CM Lyxoxx extensions

D 3 8 8 | avaya.com SG VoIP Numbers

|j 4 5 5 O avaya.com CM doooc Extensions

il 4005 5 g O avaya.com To MESSAGEmManager Fax Server
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Assign values for this command as shown in the following table.

Parameter Usage
Pattern Enter‘the lgading digits assignf:d for.MESSAGEmanager IP Fax, as
described in Section 5.7. In this testing, enter “4005”.
Min Enter the length of the MESSAGEmanager IP Fax extensions.
Max Enter the length of the MESSAGEmanager IP Fax extensions.
SIP Domain Select “avaya.com” from the drop-down menu.

Click the “Add” button, select the originating location of “All”, and the routing policy defined in
Section 6.1.6, and click the Commit button.

Avaya Aura® System Ma nager 6.1 Help | About | Change Password | Log off admin
| Routing * Home
Home [ Elements f Routing / Dial Patterns - Dial Pattern Details
Help ?
Dial Pattern Details
General
* Pattern: |4005
* Min: 5
* Max: _-5
Emergency Call: []
SIP Domain: |avaya.com [+]
Notes: [To MESSAGEmanager Fax Server
Originating Locations and Routing Policies
Remove
1Item Refresh Filter: Enable
e - : [ Routing - : Routing
[1 | oOriginating Location Name © . 'E"g'{fa“’;g A ’;““""9 Policy ‘ Rank 7 . Policy Rm“!"gt'_’o"c" Policy
ocation Notes ame | D-Esah‘ed Destination Notes
D -ALL- Any Locations To-Mmanager-Fax o | raEfg,:riEer:anager
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7. Configure MESSAGEmanager IP Fax

Only those configuration details concerning the interface to Avaya are shown within this section.
Log in as Administrator from MESSAGEmanager IP Fax server, and click Start > All
Programs > Brooktrout > Brooktrout Configuration Tool. The Brooktrout Configuration
Wizard is as shown below. Click Advanced Mode to bypass the wizard.

Brooktrout Configuration Tool - Wizard Mode E |

Dialegic.

Welcome to the Brooktrout Configuration Wizard

Thiz wizard will help pou configure your Dialogic Brooktrout hardware and software bo communicate
with the networks in which they are deploved. There are baa ways ba run the configuration toal;

Wizard Mode

The tool will guide you thiough the configuration, prompting pou for the minimal infarmation
needed ko get your product up and running. “Wizard mode uzes default values that will wark in ozt
sibuations.

Advanced Mode

Thiz mode iz for uzerz with a strong khowledge of the network, parameters needed for the particular
deployment. Thiz mode lets pou modify the default parameters zet in the Wizard Mode and gives
accesz bo parameters not uzually needed. [ youw enter Advanced Mode, pou can only zwitch back
to the Wizard Mode by restarting the tool.

Context Senzitive Help - The Configuration T ool provides contest eensitive help for parameters.
Tao access the context senzitive help, hald the cursar over the parameter input area to see a bref
parameter dezcrption, or right-click the parameter and zelect '"what'z thiz™' from the drop-down
box to get a more complete definition.

Click Mext to continue in Wizard bMode or switch mode by clicking Advanced Mode.

Advanced Mode |

Help < Back I Meut = I LCancel
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In the Advanced Mode window, select Brooktrout > IP Call Control Modules > SIP from the
left pane, and then select the IP Parameters tab from right pane. Assign values as shown in the

following table.
Parameter Usage
Enter the IP Address of the Session Manager SIP Entity, as shown
Primary Gateway in Figure 1. The port was left at “0” to accept the default port of
5060.
Enter a SIP address assigned to MESSAGEmanager IP Fax, in this
From Value .
case 40050@avaya.com is used.

#:Bruoktrout Configuration Tool - Advanced Mode [_ [O] x|
File Wiew Options Help
ol = = = g’ 7
Home Back  Mest Sawve  Apply | Licenze Help
El- Brooktrout [Boston Host Service - Runningl | Geperal Information 1P Parameters | T 38 Parameters I RTP Parameters |
Driver Parameters (Al boards)
- BTCall Parameters (&)l boards] Mauirium SIP S essions: | 255 1 =——jp——— 1000 1=
[=- Call Control Parameters .
. Module Dx41: SR140 HOELEE LT [10. 1 .40 .2 o
= IP Call Contral Modules B e See [
Additional Prasy Server B2 |
Additional Frosp Server #3: |
Additional Frosp Server #4: |
Frimary Registrar Server LIRL: |
Additional Registrar Server 2 |
Additional Regiztrar Server #3: |
Additional Regiztrar Server H4: |
From Value: | 40050 avaya.com
Contact Address: | o. o0 . 0.0 :|D
Usermame: | s
Session Mame: |n-:_session_narne
Sezzion Dezcriphion: |
Drezcription URI: | LI
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Select the T.38 Parameters tab from right pane. Assign values as shown in the following table.

Parameter

Usage

Fax Transporting Protocol

Select “T.38 only” or “T.38 with fallback to G.711 pass-through”

from the drop-down menu.

Maximum Bit Rate, bps

Select “14400” from the drop-down menu.

4% Brooktrout Configuration Tool - Advanced Mode [_ (O] x|
File Yew Options Help
i - = = g2 %
Home Back  Flest Sawve  Apply | License Help
[=)- Brooktraut [Boston Host Service - Runningl | General Information | 1P Parameters  T.38 Parameters | RTP Parameters
Diriver Parameters [All boards)
L CalRarametersi sl bosnds) Fau Transpotting Protocol: [T.38 with fallback to 6.711 pass through |
-] Call Contral Parameters
i Module Dxd1: SR140 Generate CED tone over RTP: IYE$ ;I
B |P Untml Modules Mawimum Bit Rate, bps: |144DEI j
" Media Pazsthrough Timeout Inbound, meec: |1 non
Media Passthrough Timeout Outbound, maec: |4DEID
Media Renegatiate Delay Inbound, mzec: |1 aaa
ledia Renegotiate Delay Outbound, maec: I-'I
T30 Fast Notify: Mo |

UDPTL Redundancy Depth Contral:
UDPTL Redundancy Depth Image:

Fo—
Fo——

f— e
M

Show Advanced > |

Click Save and then Apply. The Brooktrout services will need to be restarted to effect the

changes.

8. Verification Steps

The correct installation and configuration of MESSAGEmanager IP Fax can be verified by
performing the following steps shown below. Using the SAT terminal, enter the status
signaling-group n command, where n is the number of the SIP signaling group which connects
to Session Manager. Verify that the signaling group status is “in-service”.
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status signaling-group 3
STATUS SIGNALING GROUP

Group ID: 3
Group Type: sip

Group State: in-service

From the MESSAGEmanager [P Fax server, click Start > All Programs > MESSAGEmanager
> MESSAGEmanager Server. From the MESSAGEmanager Management Tools window,
expand MESSAGEmanager > MESSAGEmanager FSID > MESSAGEMANAGER (which
is the computer name of the server) and select Troubleshooting. On the right pane, select the
Send a test fax tab. Select a sample TIF file from the MESSAGEmanager installed directory,
enter the fax number and click Send.

/#:MESSAGEmanager Management Tools - [MESSAGEmanager MESSAGEmana DM g 10l x|
S Flle  Action  Wiew Favorites  Window  Help | =] x|
&= BHE @
e CEmenadet MESSAGEMANAGER
E}fjf MESS&EEmanager FSI0 0 7ot Fokig
Ela MESSAGEMANAGER.
" Fa; d Logging options ~ Send atest faw | Test Dialing Flules Snapshu:utl
[#-f#5 Inbound Messages
lg Qutl:u:uund He s File: to be faxed
-8 File Converters - : :
@ Cover Pages Imanager Solutionzs'"MESSAGEmanageriSample Filesh3-page sample T|F.tlfj Ij
: B M sl
_ ?Lzlllnb?e?f;ting Cover page template Friority
& JYy MESSAGEmanager FSID Applic fore x| [immediate (1] >}
E]---faf,c MESSAGEmManager F3I0 Gakey F Bert o
-/ MESSAGEmanager FSID Queu sl
E]"-}'f; MESSAGEmManager FSID Repol IdDD'I'I j
- MESSAGEmanager Inteligent | )
w1 JYy MESSAGEmanager PBX Interfz Sending C5ID
&[] Event Yiewer {Local) I”D”E j
- Services [Local)
Send |
Eiestore | Apply | Help
d | = =

From a fax machine, send a fax to MESSAGEmanager IP Fax.
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To view the status of the channels, click Fax from the left pane and select the Channels tab on
the right pane as shown below. Verify that the faxes are sent and received correctly from

MESSAGEmanager IP Fax.

ff,r File Action Yiew  Favorites

/#:MESSAGEmanager Management Tools - [MESSAGEmanagerMESSAGE mar

=10l x|

Window  Help

== x|

¢ = | Bm| @ E

[:l MESSaGEmanager -

=/ MESSAGEmanager FSID

= ] MESSAGEMANAGER
+-IE] Fax
Q Inbound Messages
g Cuthound Messags
- File Converters
#-[Z] Cover Pages

- Dialing Rules

- My MESSAGEmanager FSID A
- My MESSAGEmanager FSID Ge
& MESSAGEmanager FSID G
£
4

k

% MESSAGEMAHAGER
=5 Fax

Eenerall Send I Feceive

Channel | FB- | Send | Recerve | Status

2 Yes Yes Sending

1 Yez ez Recelving

+- iy MESSAGEmanager FSID Re ™

Hestare |

Apply

| Help

9. Conclusion

These Application Notes describe the compliance testing MESSAGEmanager IP Fax Server
Software 10.1 with Avaya Aura® Communication Manager 6.0.1 and Avaya Aura® Session

Manager 6.1. The fax functionality of MESSAGEmanager IP Fax was tested.

MESSAGEmanager IP Fax passed all of the tests performed.

JC; Reviewed: Solution & Interoperability Test Lab Application Notes

SPOC 8/23/2011

©2011 Avaya Inc. All Rights Reserved.

25 of 27
MESSAGEmgr-SIP



10. References

This section references documentation relevant to these Applications. Avaya product
documentation, including the following, is available at http://support.avaya.com.

Information regarding MESSAGEmanager [P Fax is available here:
http://www.mmanager.com/products fax.aspx.

[1]
[2]
[3]
[4]
[5]

Installing and Configuring Avaya Aura® Communication Manager, Doc ID 03-603558,
Issue 1.3, Release 6.0.1, December 2010.

Administering Avaya Aura® Communication Manager, Doc ID 03-300509, Release 6.0,
June 2010.

Administering Avaya Aura® Session Manager, Doc ID 03-603324, Release 6.1, November
2010.

Installing and Configuring Avaya Aura® Session Manager, Doc 1D 03-603473 Release 6.1,
April 2011.

Maintaining and Troubleshooting Avaya Aura® Session Manager, Doc ID 03-603325,
Release 6.1, March 2011.
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