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Abstract

These Application Notes describe the procedure to configure Dialogic® ControlSwitch™
System to interoperate with Avaya Aura® Session Manager, Avaya Aura® Experience Portal
7.0 and Avaya Proactive Outreach Manager 3.0 using SIP trunking.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure to configure Dialogic® ControlSwitch™ System
to interoperate with Avaya Aura® Session Manager, Avaya Aura® Experience Portal 7.0 and
Avaya Proactive Outreach Manager 3.0 using SIP trunking for Proactive outbound calls.

The Dialogic® ControlSwitch™ System is an IP softswitch that provides a smooth migration
path from existing TDM voice networks to the Next Generation Network/IP Multimedia
Subsystem (NGN/IMS) by enabling the interconnection of a mix of traditional and IP-based
voice networks. The complete system will hereafter be referred to as ControlSwitch.

This compliance testing primary focus is on the ControlSwitch and its SIP-ISUP gateway
functions.

2. General Test Approach and Test Results

The interoperability compliance test included outbound calls and serviceability. During the test,
various outbound call scenarios were exercised including complete and incomplete call attempts
to verify call interoperability of Dialogic® ControlSwitch™ with Dialogic® I-Gate® 4000 Edge
Media Gateway and Avaya products. Network and server outage conditions were used to verify
serviceability of the joint solution.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The primary focus of the testing was to verify proactive outbound calls through SIP trunk and

verifying the interoperability between an Avaya SIP-based network and Dialogic®
ControlSwitch™ System. Test cases were selected to verify the following areas.

Basic Interoperability:
e Basic outbound calls with playback announcement
Multiple codecs support, e.g. G.711MU and G.729A
Codec Negotiation
DTMF Support using inband and out of band
Call display of far end user
Incomplete call attempts for various scenarios like far end busy, no answer, number
unallocated, no route to destination, no circuit or call rejected by network

At the same time, Proactive Outreach Manager Outbound Call Details report were checked for
all call scenarios.
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The serviceability testing focused on verifying the ability of the solution to recover from adverse
conditions, such as network failures and ControlSwitch System reboot.

2.2. Test Results

All test cases were executed and verified. The following were not tested:

e Qut of band DTMF as the test setup doesn’t support to NAT the public IP in the contact
header of the INFO message.

e (.729 codec was tested but not other variance though it was indicated that Dialogic
Media Gateway can support them.

2.3. Support
Technical Support on Dialogic® ControlSwitch™ System can be obtained through the following
phone contacts:

e Phone: +1 866 535 0946

e E-mail: GlobalSupport@dialogic.com
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3. Reference Configuration

The reference configuration consists of Communication Manager, Session Manager, System
Manager, Experience Portal, Proactive Outreach Manager and ControlSwitch. Proactive
Outreach Manager (POM) is installed with Avaya Aura® Experience Portal Manager on the
same server with Avaya Aura® Media Processing Platform (MPP) on a separate server.
Dialogic® I-Gate® 4000 Edge Media Gateway is used as a SIP/ISUP gateway for PSTN access
for Dialogic® ControlSwitch™. Session Manager functions as a SIP proxy for Communication
Manager with a G430 Media Gateway. Session Manager, managed through System Manager,
routes calls between different entities using SIP Trunks. SIP Trunking between Session Manager
and (MPP) is done over private network within the Local Area Network (LAN). SIP Trunking
between Session Manager and ControlSwitch is done over public internet because of the
impossibility to co-locate the equipment. The test configuration shows an enterprise site
connected to Dialogic® ControlSwitch™ through the public IP network. For confidentiality and
privacy purposes, actual public IP addresses used in this testing have been masked out
throughout the document. A complete discussion of the configuration for connectivity over
public network is beyond the scope of these Application Notes. However, it should be noted that
SIP and RTP traffic between the Dialogic ControlSwitch and Avaya network must be allowed to
pass through the public internet.

L
| Omdmtrac ~ et TP = — -‘:
: Nuativ Speevh Server > 4 cz%
|} - ‘ ;—__ et
: Avays Aura® Syorom Manager .[ Q s L s | BN
\ —_— e e - f— e
P S Ve
I o Sane 4000 Eagn
: Avuys Aura® Session Manager
: L 1ne2s
|}
i Avity s ASSRG T-PWR
I Fehornet Routhag Swilch |
| |
S i
: r— " |
WS ENSars [ |
: Avarn SESH0 Duplex Server runming |
I Avaeyn Aura® Communication Manager |
| |
| | =
) 0! Tk
|}
I |
| |
: Avayws Aura® Esperivnce Purtal
) Media Procesisg Platfersn :
| A
[ o] M R
|}
NS
: Avaya Aura® Experiesce Portal Mansger with
: Proactive Outresch Manuger
Figure 1 — Sample configuration
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software

Version

Avaya Aura® Communication Manager running
on Avaya S8800 Server

6.3.11 (Build R016x.03.0.124.0-22361)

Avaya G430 Media Gateway

FW 36.14.0

Avaya Aura® Session Manager running on
VMware 5.5

6.3.14.11.3595

Avaya Aura® System Manager running on
VMware 5.5

6.3.14.0.631402

Avaya Aura® Experience Portal running on
VMware 5.1

EPM -7.0.1.0.1601
MPP -7.0.1.0.1605

Proactive Outreach Manager 3.00.01.00.150

Nuance Speech Server on Microsoft Windows 50

Server 2003 '

Re_aISpeak Text-to-Speech (TTS) on Microsoft 4500

Windows Server 2003 T

Dialogic® ControlSwitch™ System 5.9.2.62-03

Dialogic® Media Gateway | Gate® 4000 Edge C2.8.2.47
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5. Configure Avaya Aura® Session Manager
This section provides the procedures for configuring Session Manager, assuming the basic
configuration has been installed and licensed including SIP Trunks setup with Communication
Manager. For information on these installation tasks refer to [1] & [2] in the Additional
References Section 11. Session Manager is configured via System Manager. The procedures
include the following areas:

e Log into System Manager
Identify the SIP Domain
Identify the Locations
Administer SIP Entities
Administer Entity Links
Administer Routing Policies
Administer Dial Patterns

5.1. Log in to Avaya Aura® System Manager

Access the System Manager using a Web Browser by entering http://<FQDN or IP
Address>/SMGR, where <FQDN> is the fully qualified domain name of System Manager. Log
in using appropriate credentials (not shown). The menu shown below is displayed. Click on
Elements = Routing.
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5.2. ldentify the SIP Domain

SIP domains are created as part of Session Manager basic configuration. There will be at least
one for which System Manager is the authoritative SIP controller. Navigating from the Home
screen, under the Elements section click Routing - Domains. In this compliance testing, note
the SIP domain sglab.com is used in later part of the configuration.
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5.3. Ildentify the Locations

Session Manager uses the origination location to determine which dial patterns to look at when
routing a call. In this example, one Location has already been created during basic installation

which will reference both the Session Manager, Experience Portal and ControlSwitch location.
Navigate to Home - Elements - Routing - Locations and note the location name.

Select Locationl and at the bottom of the same page the Location Pattern is defined. Note the
Location pattern already defined as part of basic installation. In this case the IP Address Pattern
is 10.1.* as shown below.

Location Pattern

Filter: Enable

ESeIect : All, None
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5.4. Administer SIP Entities

Each SIP device (other than Avaya SIP Phones) that communicates with Session Manager
requires a SIP Entity configuration. This section details the steps to create SIP Entities for MPP
and ControlSwitch respectively.

5.4.1. Session Manager SIP Signaling Interface Entity

Click Home - Elements - Routing = SIP Entities and note the existing Session Manager
sm1 already defined during basic installation.
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5.4.2. Configure Avaya Aura® Media Processing Platform SIP Entity

Click Home - Elements - Routing = SIP Entities > New assign an identifying Name, the
FQDN or IP Address for the MPP, set the Type to Voice Portal and the Location as
Locationl; leave all other settings default and click Commit.

« Home / Elements / Routmg / SIP £ntibies

SIP Entity Detalls | Commit | Cancel
General
s Fn‘lli;);ﬁ - * Name: AAEP-mMPP
£ntity Links * FQDN or IP Address: asep mpp.sglab.com
Type: Vowe Portal

Notes:

Adaptation: o]
Ilouﬁoo: Lc«:xnoﬂzz ]

[*]

Time Zone: Asis/Singapore

* S1P Timer 8/F (In seconds): 4
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5.4.3. Configure Dialogic® ControlSwitch™ SIP Entity

Click Home - Elements = Routing = SIP Entities > New assign an identifying Name, the
FQDN or IP Address for the ControlSwitch, set the Type to SIP Trunk, select Location as
Locationl; and leave all other settings default and click Commit.

Hame Session Manager n Routing s

« HBome [/ Blaments / Slouting / SIP Eatitics

SIP Entity Details Commit | Cancel

Saptations General

P —— * Name: DiglogleCs
FQODN or IP Address: 203,

Type: SIE Trunk v

Notes:

Adaptation:

[Locntim: Lecationt v ]

Time Zone:  Asia/Singapors v
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5.5. Administer SIP Entity Link

A SIP Trunk between a Session Manager and a telephony system is described by an Entity Link.
An entity link needs to be created between Session Manager with both MPP and ControlSwitch.

5.5.1. Administer SIP Entity Link from Avaya Aura® Session Manager to
Avaya Aura® Media Processing Platform (MPP)

Click on Home - Elements - Routing - Entity Links = New assign an identifying Name.
Choose the entity assigned to the Session Manager SIP Signaling Interface as SIP Entity 1, set
the Protocol as TCP, enter 5060 for the Port, choose the MPP entity as SIP Entity 2 and set the
Port to 5060, select Trusted from the Connection Policy drop-down list. Click Commit when
done. This establishes the Session Manager end of the SIP Trunk to MPP.

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 50
SPOC 8/24/2015 ©2015 Avaya Inc. All Rights Reserved. DialogicCS_POM



5.5.2. Administer SIP Entity Link from Avaya Aura® Session Manager to
Dialogic® ControlSwitch™
Click on Home - Elements - Routing - Entity Links - New assign an identifying Name
choose the entity assigned to the Session Manager SIP Signaling Interface as SIP Entity 1, set
the Protocol as UDP, enter 5060 for the Port, choose the ControlSwitch entity as SIP Entity 2
and set the Port to 5060, select Trusted from the Connection Policy drop-down list. Click
Commit when done. This establishes the Session Manager end of the SIP Trunk to
ControlSwitch.

5.6. Administer Routing Policies

To complete the routing configuration, a Routing Policy is created. Routing policies direct how
calls will be routed to an attached system. Two routing policies must be created, one for
ControlSwitch and the other for MPP. These will be associated with the Dial Patterns created in
Section 5.7.
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5.6.1. Create Routing Policy to Avaya Aura® Media Processing Platform

Click Home - Elements - Routing = Routing Polices - New assign an identifying Name
for the route. Under the SIP Entity as Destination section, click on Select and choose the MPP
SIP Entity and click Select. Click Commit when done.
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5.6.2. Create Routing Policy to Dialogic® ControlSwitch™

Click Home - Elements - Routing = Routing Polices = New assign an identifying Name
for the route. Under the SIP Entity as Destination section, click on Select and choose the
ControlSwitch SIP Entity and click Select. Click Commit when done.
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5.7. Administer Dial Patterns

As one of its main functions, Session Manager routes SIP traffic between connected devices.
Dial Patterns are created as part of the configuration to manage SIP traffic routing, which will
direct calls based on the number dialed to the appropriate system.

5.7.1. Create Dial Pattern to Dialogic® ControlSwitch™

Click Home - Elements - Routing - Dial Patterns ->New. Under Pattern enter the
numbers destined for ControlSwitch, in the Pattern box. Set Min and Max digit string length,
and set SIP Domain to ALL. In the Originating Locations and Routing Policies section of the
web page, click Add. In the Origination Location section (not shown) click the location
specified in Section 5.3, in the Routing Policies section (not shown) click the routing policy
created for ControlSwitch. Click Select when done. Click Commit when complete.
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5.7.2. Create Dial Pattern to Avaya Aura® Media Processing Platform (MPP)

An additional Dial Pattern must be created on Session Manager to route incoming calls to MPP
such as calls from Communication Manager. Click Home - Elements - Routing - Dial
Patterns > New. Under Pattern enter the numbers presented to Session Manager by
Communication Manager destined to MPP in the Patterns box. Set Min and Max digit string
length, and set SIP Domain to ALL. In the Originating Locations and Routing Policies
section of the web page, click Add. In the Origination Location section (not shown), click
ALL, in the Routing Policies section (not shown) click the routing policy created for MPP.
Click Select when done. Click Commit once finished.
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6. Configure Avaya Aura® Experience Portal

This section provides the procedures for configuring Experience Portal, assuming the basic
configuration has been installed and licensed including the MPP. For information on these
installation tasks refer to [4] & [5] in the Additional References Section 11. The procedures
include the following areas:

Log in to Experience Portal Manager (EPM)

Administer Text-To-Speech (TTS) Speech Server

Administer VoIP connections to Session Manager

Administer MPP VolIP settings

6.1. Log in to Avaya Aura® Experience Portal Manager

Access the EPM using a Web Browser by entering http://<FQDN or IP Address
>/VoicePortal, where <FQDN> is the fully qualified domain name of EPM. Log in using
appropriate credentials (not shown). The menu shown below is displayed.
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6.2. Administer Text-To-Speech (TTS) Speech Server

In this compliance test, Nuance is used to provide the TTS resources. This section provides the
procedures for configuring using Nuance as TTS Server. Nuance is use in PomDriverApp
applications as TTS resource in Section 7.1.

6.2.1. Adding TTS Server

Under System Configurations on the left panel, click Speech Servers - TTS tab = Add (not
shown). In the form presented, enter appropriate Name and Enable the server. Select Engine
Type as Nuance. Enter Network Address of the Nuance Server, the Base Port as 5060 and the
Total Number of Licensed TTS Resources available depending on the license on the Nuance
and EPM. Configure the Protocol supported by Nuance as appropriate. Leave all other settings
default and click Save to complete. Below are the configured Nuance TTS Server used during
the compliance testing.

Avaya Aura® Experience Portal 7.0.1 (ExperiencePortal)

Expand All | Collapse all R . & ach Bimers
¥ User Management
Roles Change TTS Server
Users
Login Options
¥ Real-time Monitoring
System Monitor

Use this page to change the configuration of a TTS server.

Active Calls Name: Nuance
Port Distribution ble:
¥ System Maintenance Enable: ® Yes No
Audit Log Viewer 2 TR
Trace Viewer Engine Type: Nuance Y
Log Viewer Network Address: %10.1.10.65 (2]
Alarm Manager
¥ System Management Base Port: 5060

Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Applications

Total Number of Licensed TTS Resources: |10
New Connection per Session: Yes ® nNo

Basque(Spain) eu-ES Arantxa F

EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones

¥ Security
Certificates
Licensing

¥ Reports
Standard
Custom
Scheduled

4

Email
SMS
¥ POM
POM Home
POM Moniter

Multi-Media Configuration

|Catalan(Spain) ca-ES Nuria F
Chinese(Cantonese) zh-HK Sin-Ji F
Chinese(Simplified) zh-CN Mei-Ling F
\Chinese(Simplified) zh-CN Tian-Tian F
|Chinese(Simplified) zh-CN Ting-Ting F

Voices:

MRCP

Ping Interval: 15 seconds
| seconds
MRCP V2 v
Transport Protocol: TCP v |

Listener Port: 5060

| save |[ avoiy Jf cancel f Heip |

Response Timeout: |4

Protocol:

v
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6.3. Administer SIP Connections to Session Manager

In this compliance testing, SIP trunk will be used for both inbound and outbound calls to/from
the MPP. Under System Configurations on the left panel, click VolP Connections = SIP tab
-> Add. In the form presented, enter appropriate Name and Enable the VVolIP connections. Click
TCP from the drop down list in the Proxy Transport corresponding to the transport
administered in the SIP Entity Link in Section 5.5.1. Enter the IP address of the Session
Manager in Address and Port 5060. Enter the Listener Port as 5060 and the SIP Domain as
sglab.com defined in Section 5.2 for Session Manager; leave all other settings default and click
Save.

Avaya Aura® Experience Portal 7.0.1 (ExperiencePortal)

Expand All | Colapse &1

Home YolP Conpections

¥ User Management R

3°'" Change SIP Connection

sers

L O .
= I?:l‘-!l::f::onﬂorm Use this page to change the configuration of a S1P connection.

System Monitor

Active Calls « The information that you entered has been saved

Port Distribution
¥ System Maintenance Name: SM1

Audit Log Viewer

Trace Viewer Enable: * Yes No

Log Viewer

Alarm Manager Proxy Transport: TCP ¥
¥ System Management

Application Server ® Proxy Servers DNS SRV Domam
EPM Managar

MOP Manager | Address | Port |Prionity | Weight| |

Software Upgrade e ——

System Backup .
¥ System Configuration

Applications
EPM Sarvers
MOP Sarvers
SNMP
Speoch Sarvers
VolP Connactions
Zones

¥ Security
Certificates
Licensing

¥ Reports
Standard
Custom
Echeduled

¥ Multi-Media Configuration
Email
sMS

¥ POM
POM Home
POM Monitor

Additional Proxy Server
Listener Port: 5060

SIP Domain: sgiab.com

P-Asserted-1dentity:
Maximum Redirection Attempts: 0

Consultative Transfer: = INVITE with REPLACES REFER

SIP Reject Response Code: * ASM (503) SES (480) Custom 303
SIP Timers
Ti: 250 milliseconds
T2: 2000 | milliseconds
B and F: 2000 milhseconds
Call Capacity
| Maximum Simuktaneous Calls: |7 |
® Ali Calls can be either inbound or outbound .

Configure number of inbound and outbound calls allowed

[ save [ ooty i concel il cio
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6.4. Administer MPP VoIP Settings

Under System Configurations on the left panel, click MPP Servers - VolP Settings (not
shown). Set the UDP Port Ranges between Low and High mark as desired for the RTP traffic.
Under VolP Audio Formats, select audio/basic from drop down list of MPP Native Format
for mu-Law encoding format. In Audio Codecs, click G729 as No if audio data compression for
SIP connections if G711 is desired. Set the Inband DTMF Detection Enabled as Yes under
Miscellaneous to support Inband DTMF. Leave all other settings default and click Save.

Avaya Aura® Experience Portal 7.0.1 (ExperiencePortal)

Expand All | Collapse All

oL =re: Home > S m Configuration > MPP Servers > VolP Setting
¥ User Management R
Roles VoIP Settings
Users
Login Opti . g i .
) R:g;?_ti;:rﬁonitoﬁ“g Voice over Internet Protocol (VoIP) is the process of sending voice data through a netwaoll
System Monitor you make any changes to this page, you must restart all MPPs.
Active Calls

Port Distribution

v
¥ System Maintenance Bk A es

Audit Log Viewer | owl IHinhl
Trace Viewer f : i
Fil Vaorar UDP: 30000 30999
Alarm Manager TCP: '
¥ System Management ; 31000 . 33499
Application Server MRCP: | [
EPM Manager 34000 | 36499
MPP Manager H.323
Software Upgrade Station: 34000 39499
System Backup
¥ System Configuration RTCP Monitor Settings v
Applications
EPM Servers Host Address: | (2]
MPP Servers
SHNMP Port:
Speech Servers .
VolP Connections VoIP Audio Formats v
Zones " m—
¥ Security MPP Native Format: | audio/basic v
Certificates
Licensing Audio Codecs v
¥ Reports ; prem——
Standard Packet Time: |20 ¥ | milliseconds
Custom
Scheduled G728: Yes ® pNo
¥ Multi-Media Configuration )
Email Reduced Complexity Encoder: # yeg Mo
SMS
Y POM Discontinuous Transmission: s
POM Home 7 Yes ’ No
POM Monitor First Offered: G729 v |

QoS Parameters »

Out of Service Threshold (% of VoIP Resources) »
Call Progress »

Miscellaneous v

Inband DTMF Detection Enabled: ® yeg No
Pre-Energy Record Time: i} milliseconds
H323 Force Registration : Never v

[Sove || avoly | cancei J el
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7. Configure Avaya Outreach Manager (POM)

This section provides the procedures for configuring POM, assuming the basic configuration has
been installed and licensed. For information on these installation tasks refer to [6] in the
Additional References Section 11. POM administration is done through the EPM (installed with
plugin) and login procedures is as detailed in Section 6.1. The procedures include the following
areas:

e Configure Applications

e Create Campaigns

7.1. Create Applications

The basic configuration of POM stock applications include PomDriverApp and
AvayaPOMNotifier which setup will not be detailed here as this is part of the basic installation.
For more information on these tasks refer to [6] in the Additional References Section 11.
ThePomDriverApp application manages the execution of outbound calls and
AvayaPOMNotifier plays a recorded welcome message followed by a simple Text-To-Speech
(TTS) text; will be used for running the campaign to make outbound calls. Note that the
PomDriverApp uses the TTS from Nuance Speech Server.

AVAYA

Applications

o s sl Sude
asgcabioe ey . Pt opaieatan M N 1LLL b o ayePINA gentritan ot We 4 M re /7

ANt pnapneg VaA  PUPL AR M LE L LR VI R e PIMAY e i ST Oabacrd Iy A -~ ‘e /

_ 7]
£ = e
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7.2. Create Campaigns

Campaign was created and run manually for testing outbound voice calls. To do that, campaign
strategies using a simple call template and contact list were created.

7.2.1. Campaign Strategies

Under POM-> POM Home (not shown) on the left panel, click from the drop down menu of
Campaign = Campaign Strategies = Add (not shown) and provide an appropriate Name for
the campaign strategy. Check Use template and select Simple Call from the drop down list as

below.

Mame
Use template

Template

ICampaignStrategyl
L

|5irnp|e Call ¥
Select

Multiple Addresses Retry Template
Multiple Channel Selector

Simple Mail
Simple SMS
Skill Based Call Template
Skill Based Mail Template
Skill Based SMS Template
Time Based Call Template

Click Continue and the following form pops out. Click on Call and under APPLICATIONS -
Driver Application on the far right panel, select from the drop down menu PomDriverApp to
handle outbound calls. Enter the desired Sender’s Display Name and Sender’s Address which
will reflect in the From: message header in SIP INVITE shown in the bottom screenshot of trace
taken. The Guard Times is set to “Disable” during this test to disable any time restriction for
outbound calls. Timeout (sec) is set at 60 seconds to allow called party sufficient time to answer.

| MIDF TOOL HOX | SHOW SOUREE | FsavE | B SaEoRMT |
— —

Lt

Compaign Strategy CampaneSirsegy |
v A, Carrpagn Strategy
v [ Houncatcn Text
¥/ Text nem

Setnctnd Mrske: Task
A mestrictioes i
- hddress
) Semdor s Addvess

+ @ ranaier (nniai)

v Can
wiAcaress
v AResult Frocessors o

A Ronat Procewsar

v P Result |Answmer urman) o
* W Appication
" Avaya Notity

o COFr B L s DRAER

| Pregerty Vel

Narw

O
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= Session Initiation Protocol (INVITE)
@ Request-Line: INVITE sip:1409322070@sglab. com; user=phone SIP/2.0
=l Message
@ From: {'DevConnect Lab" <sip:10099@sglab. com;juser=phone>; tag=dal%ab8c6e24e51f713001a53a
@ To: <sip: Sglab. com; users
call-IDp: f819ab8c6e24e517813001a53a
4 CSeq: 1 INVITE
Max-Forwards: 70

A text is also created for the Text-To-Speech (TTS) engine to be used for the outbound call
where far end will hear the annoucement. Click Notification Text > Text on the Property

column on far right panel and enter the desired TTS annoucement for called party to hear. Click
Save once finished.

Fogmh (U5
Wectees Mersage

| T
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7.2.2. Contact List

Under POM - POM Home on the left panel, click from the drop down menu of Contacts -
Contact Lists - Add (not shown) and provide an appropriate Name for the Contact List with
Description as sample below. Upon completion, click Save.

Add New Contact List

This page allows you to add new Contact List.

Mame IDiangicCS '*1

Outbound Call Test Number

Description

[sove ff cancel f ici|

Subsequently, select the upload of the Contact List (not shown) prepared in proper text format.
Below is the Contact List created for the outbound call to ControlSwitch.

Avaya Aura® Experience Poartal 7.0.1 (ExpenencePortal)

Expand Al | Cofapse W

o -
o Ninr Mensamsent Proactive Outreach Manager 3.0 Home Campaigne
Roles
Viers
Legin Optiens Contact Browser
* Reaktime Mosdtoring
Sydtem Menler
Adtvve Cally This page shows Cantacts peesant in Contact List DialogreCs

P2t Distriboban

* Systum Mamlenance
Audt Lag Vieww
Trwce W - A <
L;"“:"':" Search Contact whess Attribute | Select v | Select ¥
Alarm Harsge:

= Syatam Managuneent Sert Contect using Altributs [ Systems Contect 1D ¥ | in |Ascendng ¥ | order m
Appitcaticn Server
EEV Maregwr

WPD Masager P X
Scitivare Upgrade Records Per Page |10 ¥ A3 Page Humber: "1
Tyrtam Backus o Total Pages 1
System Configuration
Azpicatizon

BP Sarvers

MEE Sarvery y =
VR _

Speach Benveny

ValP Cormactan

Zonss | Bock I Add I Help |

Contact search and sort cniteria

Dvalogic

1409322070 05 Singapors wsecl®sgleb.net en-us
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8. Configure Dialogic® ControlSwitch™ System

For the compliance test, two trunking interfaces were configured on Dialogic® ControlSwitch™.
A SIP trunk interface was used to connect to Session Manager and an ISUP SS7 interface was
used to connect to PSTN through Dialogic® 1-Gate™ 4000 Edge Media Gateway. This section
focuses on the configuration at the SIP side which enabled ControlSwitch to interoperate with
Session Manager and Experience Portal.

It is assumed that basic administration such as IP addresses, default gateways and loaded with
the software along with the other elements have been configured during installation. It is also
assumed that the PSTN trunk has been properly configured, which includes the ISUP SS7 trunk
group associated I-Gate 4000 Edge and the underlining E1 interface.

This section provides the procedures for configuring ControlSwitch, assuming it has been
installed and licensed. The procedures include the following items:

e Launch EMS Management Interface
e Configure Local Gateway

e Configure SIP Trunk Group

e Configure Routing Configuration

8.1. Launch Management Interface

ControlSwitch is administered using an EMS web based management user interface. To access
the interface, enter http://<ip-addr> as the URL in a web browser where <ip-addr> is the IP
Address of the Dialogic ControlSwitch EMS. Enter the appropriate credentials to log in. The
following screenshot is displayed.

¢ & 10 "E D 4 A O0E

B Mod Vaind || Gumng Samed B0 Suggretad Sene ] et Shcn Satery | Mew Tt

VerazView
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8.2. Configure Local Gateway

Prerequisite
* Interactive Connectivity Establishment (ICE) need to be provisioned.

To create an SIP (Direct type) Local Gateway:

1. Select Network Elements - Local Gateway - Create Icon(not shown).
2. Use the following fields on the Local Gateway Maintenance to enter the entries and
selections to create the local gateway:

©)

OO O O O O

o

Name — Provide appropriate name

Protocol - select SIP

Type - select Direct

ICE Name — Provide appropriate name

IP Address of local gateway

Signaling Port

e For SIP, the valid signaling port value is 5060 or a number within the range of
2000 through 3000.

System Cause Location — select User

Leave all other settings as default. Click OK to complete.

Note: For the compliance test there is only one IP address defined on the Local Gateway. But it
is a recommended practice to set the secondary IP address if there is any network level
redundancy.
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Below is the Avaya Local Gateway screenshot.

,l-‘{"':l Lo Ol 1 —— g — Y ap— m
ID:
Admin State : UNLOCKED OP State : ENABLED
Name : AVAYA-LGW |
Protocol: SIP
Type : Direct | a
| ICE Name : [ | | *
r Primary ICE
I Primary IP Address : [ | | OR Manually Enter IP Address : '
| |
‘| | Secondary IP Address : | | v] OR Manually Enter IP Address:
- Secondary ICE
Primary IP Address : [ | hd l OR Manually Enter IP Address :
Secondary IP Address : l | v ] OR Manually Enter IP Address :
Signaling Port : System Cause Location : I l ‘
[ ok ][ cancer |
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Below is the Local Gateways Summary screenshot.

Locw Catewwys Summary

Actoos
T : i i " L |
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Lan) Cennt oM s ) 102 50 D11 T 0 ‘
Lowt? Lwe cor = L XL(LJ! I tl | ﬂ
g
¥
.A.uonnu Tavers
Torwr e rmtan | Ut |- ey
u'c‘rw mwmm?u@mum S }- [l
m’r? Tertal Lt hmr-. r‘n. o ot iia '.‘( } |’§]
taus
PREFRESH SUMMTY TAILE schen camplodnd
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8.3. Configure SIP Trunk Group

1.
2.

Click Network Elements - Trunk Groups ->New Trunk Group icon.
In the Trunk Group Detail (not shown), complete the following fields:

e Trunk Group Type -Select SIP

e Country - location of the trunk group
The following field is optional:

e Trunk Group Number

for the following fields:
e Type - This field is used to select the type of local gateway used by the trunk group.

Select the Direct radio button for this field
* Remote Gateway Primary Address - Use this field to enter the IP address of the

primary destination for the SIP trunk group
* Remote Gateway Port - Use this field to enter the Remote Gateway’s port 5060
Leave all other settings as default.

The IP Configuration tab is the first tab that comes up. Enter the entries or selections

als]

Hama = AVRYA D7

Remote Gatewsy Prirvgry Addeass

Ramole Gateway Atemate Primary Addiass

Ramole Gateway Port

Ackhoron Parameisry Commaon

Admen State - UNLOCKED

Cirect
SP8UP Duect

Sacurty Froffe

Ramote Galwwsy Saconzan A0dess

Remats Galewny ARsmats Secondary Addrees

Gorern Ot Rues Epress ingress Houong Servoes
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4. Select the Digit Rules tab under trunk group details.

(@] @
(oot

Name  AVAYA S@ 1095 Aann State UNLOCKED

General Parameters
= Tounk Geoup Name - |AVAYA.SIB « Touek Grop Type |59
« Coustry [nda v TnekGioupNambee: |

gr—
Avaonal Faramessrs | Common | wntRues | Egress || 1P Comgaratien || ingress || Routng | | Senvess |

After navigating to the Digit Rules tab, click on the configure button to select the
incoming DA rule or outgoing DA rule whichever is applicable. DA rules are not
mandatory and can be left blank which was done here.

Name . AVAYA-SIP 0:# Avdmin State | UNLOCKED

(gt Reses Parameters

Incoming DA R 2 CONFIGURE J

CQulgong DA Rule || CONFIGURE

Digit Cobectien e /| CONFIGURE
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Select the Routing tab and complete the following fields:

e Custom Routing Plan — Provide appropriate name
e Call Direction — Select Bidirectional
e Class of Service Usage — Check Ignore as this is not use here for testing

Append QoR Capability — Select No

Veraz call Block — Select No

Terminating Trunk Group - Select No

Satellite Trunk Group — Select No

Use Single Local Gateway In Egress — Select No

Leave all other settings as default.

Hame: AVAYA C:7

Admin Stale - UNLOCKED

Rogting Parameters

Custom Rowing Plan: AVATA
+Forced DN Routing F v
Natonal Desinabon Cods:

= Call irechion Bidrectonal v
+ Append CeR Capabiiiy No =

+ Teemingting Trunk Group No ~
Hadmum Satelile Hops: v

« Use Singie Local Galeway InEgress: No

= Foeced CPN Rodling: 0ff «

Lel

* ks PSTN Handoff Trunk Group- No
Time Zune v
Class Of Senice Usage Erclude ' ncude @ ignore
= \eraz Call Block No v
+ Satelliz Trunk Group No ~

Class Cf Senice Profie v

Adginona! Paramerers  Common || Generzd | DigiRules | Egress || PConfguabon | Ingress | | Seraces
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6. Select the Common tab and complete the following fields:

e Speech - This field is not applicable for SIP trunk group

e 3.1 KHz Audio - This field is not applicable for SIP trunk group

e UDI - This field is not applicable for SIP trunk group
Echo Cancellation - This field is not applicable for SIP trunk group
Silence Suppression - This field is not applicable for SIP trunk group
Is International — Select No

Egress trunk Groups

Minimum Packetization Period - This field is not applicable for SIP trunk group
Maximum Packetization Period - This field is not applicable for SIP trunk group
CODEC Priority Order - This is the order of the Codecs between the Ingress and

e Negotiate CODEC with Gateway - check this box if a list of CODECs to be sent to

the Gateway involved in the call. The Gateway then selects the CODEC(s)
Leave all other settings as default.

Name: BUYA ID:7 Admin Staie - UNLOCKED

Common Parameiers

* Speech: Yes v 3.1¥Hz 2odo Yes w

=UDI: Yes w  Echo Cancelabion Yes ~

+ Silence Suppression No ¥ +Is Wematonal Ko v

Route Tips: v *Mnimum Packsizaion Peniod 10

+ Wanmum Packeizabon Penod 2 CODEC Prigeily Orger Den'iCae -
* Nepoaaiz CODEC Wilh Gateway - Yoz w = ManForwards to Hop Courfer Fador - g

* Hop Countes o Max-Foewards Fador: g = Enabie Propagabon delayCounfer. No w

Propagaion Delay

Addzonal Paramerers Geneal | DigtRules | Egess | IPCocfiguwstion || Ingress | Routng | Seeaces
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7. Select the Ingress tab and complete the following fields:
e CPN Presentation Indicator — Select Pass As Is

e Connected Number Presentation Indicator — Select Pass As Is

e CPN Required — Select No
Leave all other settings as default.

Name . AWYA 0D:7 Agmin S5ate - UNLOCKED
mgress Paramenoss

CPN Presentaton Connscled Numbet

i Paas As s v onnactes Numbe Fass Ax In

ke Presentaton indicajoc

CPN Regquiss No = Charge Namaer Handing Pass 2als =
Chards Number Nahee Of AOX38
Adaonal Marameders Loounon Geneml 0wt Hules Egress P Comdgumbon Housng Senwes

8. Select the Egress tab and complete the following fields:
e Calling Party Presentation Indicator - Select Pass As Is

e Connected Number Presentation Indicator — Select Pass As Is

e Send CPN - Select Yes. If ‘Send CPN’ is set to ‘No’ then the calling party number is
not sent. This means that the CPN Presentation Indicator will also not be sent and

thus becomes meaningless.
Leave all other settings as default.

Mame  AVAYA D7 Agmin S2ale - UNLOCKED
Caling Party Frezentaton INndicadar | Pues Az is w Conneded Numdsr Prosentston Indicaliod . Pass Az s -
HOP Coumisr Achabon No = HOP Countar
Send CPN You =

Adainonal Faramesess Commen Cunmnl Ohvget Rules P Corfigumion grems Aoutng Sarvizas
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9. Select the Services tab and complete the following fields:

Service — Select Tandem.
Service Execution Element — Select SEE

Subscription Flag - for this release set the flag to “N0”
Leave all other settings as default.

Service Resolution (SRS) - is always set to Off (the default) for SIP Trunk Group.

NEmE - AVAYA Adeun Stale | UNLOCKED

1. OF « Serace

Fendce Expculon Elemant - SEE -

Subecripion Fiag No

Senvice Tngger Flan Group & Cugtom GoSFlanGroep  «

Commaon Generw Cvge Ruien Egross IF Configastinon ngress Routng

10.  Click the Save icon to create the Trunk Group (TG) in the EMS database.
The profiles below need to be configured under TG,

Codecs

Local Gateways

LYM; Reviewed:
SPOC 8/24/2015

Solution & Interoperability Test Lab Application Notes
©2015 Avaya Inc. All Rights Reserved.

33 0f 50
DialogicCS_POM




Codecs Profiles

Navigate to the Network Elements>Trunk Groups (TG) (not shown). Click on the AVAYA-
SIP Trunk Group name and then click on the Codecs tab.

N | AVAYASIP 0 Admin State | UNLOCKED

Goneral Parameress

* Trunk Group Name = AYAYA.S3P * Trunk Group Type s
* Courtry India

w Trnk Group Numesr

T

|| DigtFuss || Eges | P Corfigwuton | lngress || Boutng || Servicas |

Lotal Galeways ) ( PSINHanedofl ) ( SIP Passmeters

Ot Rises Mardsoance )

After navigating to the Codecs Tab, click on the add button.

@

Trusk Geoup ID 25 Trusk Geoup Name A4YA-SF Signaling Prosocol SIP

Ho codecs are assagned bo tis trunk group. Chok on msart {+] to assign codecs.
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Select the desired codec from the drop down menu, enter with priority and then save it (not
shown). In this Compliance test, G.729 8k A-CELP and G.711 u-law were tested.

“

Trunk Group ID 95
Trunk Group Name AVAYA-SIP
Signaling Protocol SIP

Select codec ‘
Priority |

@ Search Dialog - Mozilla Firefox LE‘M

P 10.108.60.110/apex/wwv_flow.show?p_flow_id=10028p_flow_step_id

N N Y e

>

AMR 10.20

AMR 12.20
AMR 475
AMR 5.15
AMR 5.90
AMR 6.70 5
AMR 7.40

AMR 7.95

ﬂ AMR WB 12.65

AMR WB 14.25
AMR WB 15.85
AMR WB 18.25
AMR WB 19.85
AMR WB 23.05
AMR WB 2385
Wl AMR WB 686

Trunk Group B) 7 Trunk Group Hame ANYA Signading Protocol SI°

1 G729 IACELP

il

2 GIMNMudaw

1-20l2

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 35 of 50
SPOC 8/24/2015 ©2015 Avaya Inc. All Rights Reserved. DialogicCS_POM



Local Gateways Profile
Navigate to the Network Elements>Trunk Groups (TG) (not shown). Click on the AVAYA-
SIP Trunk Group name and then click on the Local Gateways tab.

Name : AVAYA-SIP 10-85 Adin State - UNLOCKED

Gunnral Parumuarers

* Tiunk Group NSms | avara-si «Tiunk Group Trge . 59

- County nda w Trumk Groop Number

Adchtionat Commen | Digt Fules || Egrews || IP.Conf | ingrees || Roung || Senvces |
e ; ((PSiNHancof ) ((SIPP ) ((BgeRdesh )

After navigating to the Local Gateways tab, click on the add button to select the Local
Gateway.

No local gadeways are 3ssociabed with this trunk group.
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Select the desired local gateway from the drop down menu and then click on the save button (not
shown). Leave the rest as default.
=]

Add Trunk Group - Local Catmway Asscciations
Trumi Group 10 95
Trusk Group Mame  ARYASE

Trusk Group Prosocol  SIF

.
*Loce! Gatawey Nome - Selest LEW Name -
*Egress Prionty o - *Egress Weigat 1
*ingrass Prority Figress Weght 1
‘ LGWSS
mqu%}"

Mo dsts kund < TESTebc1.63.278 79.231 2061

The AVAYA SIP Trunk Group details is shown below.

(8] ] @

Trunk Geoup i 7
Trunk Geoup Name ARYA

Trunk Geoup Type  Diredt

“localGetiwey  Emeaa oty TaressWelthl botess Pty esoou Vet At Sk
| &} ARIALGW 1 1 1 1 UNLOCKED
1-%0lt
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8.4. Configure Routing Configuration

A routing plan is a collection of routing policies ordered by a priority for an environment. Select
for these policies, a rule or rules that are applied to calls. For each rule or set of rules, configure a
treatment that describes how to treat the call that meets the conditions found in the rule(s), such
as “Route” the call.

Below is the Routing Plan Call flow.

Group have
a Custom
Routing Plan
assigned?

Use the Custom Yes
Routing Plan |~

No

Use Syslem
Routing Plan

activated and
any of its

policies
activated

Fail routing
Is routing request
plan activated wllhqca Lse
ar;? :;W Mo{ code value
policies No ?;aute
i ?
activated? Destination
Yes
Yas
Execute the
routing plan
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Navigate to the Policies = Plan and Policies = Routing (not shown). After navigating to the
Routing screen, click on Add button on right side actions plane. Complete the Routing plan as

below and activate it.

[Il | |4+ Plan Details “
Hm&ouc .
Namao
Io:
[Plany | N : -‘;'.‘LY& Actons
D . Plan T = | B3] =
E RSAEw" ROUTHG - [? t—‘ —]
o} ROUTING S
: Fioe ape: NI z ROUTRIG .I
. Reroute Plan : ] - ROUTING =]
1 Apply QoS on Ingress Roure HE_
ROUTING ! 4
< and Cali Level Parametars: Yoo it e
~ g QoS Plan : | -
Policies | . ’ o
— S Plan; Y No - q -
b - = . i Order | State 5] [ f=r
'I State: & Actwated ( Deactvated AACTVATED - =
| Hoate Cobioction :::n::' fféﬁ
b Collect Across Policses : & Yes No VATE —
Max Collected Routes : |12 | |-
Inciode Routes From System Pian Yes & Ko
Statun r —
' e | |
B | OK, || Cancst - -
fitatus 4
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After completion of routing plan, create the policy under the plan by clicking the Add button
under Policies Actions plane to create the policy. Complete the Policy Details as below and

activate it.
[ Plans ‘A:tunst
) I Hame | Descripgon | State [ ystemPlan | Plan Type I
110p-plan F ACTIVATED N ROUTING aflll
© ABHISEKANGRESSEG_ |ABHISEK-INGRESS£6.. ACTIVATED N ROUTING E
3ZAVAYA ACTWATED N ROUTING e
36.Amolk |sip cal ACTIVATED N ROUTING =
201SUPIOISUP - ACTHATED N ROUTING e
12/ish |smadm ACTIWATED N ROUTING =
D | ExecuonOrder | State [F pe2eos
= | m | ~:
D: — | o=l
Name: AVAYA
Description : ==
Type: ® Advamced _ Profile Groep Based =
Profile Group :
Reroute Plan: 'v} i
Execution Order: 1 ==
State: ® Activated (' Deactvated 5
- Status =
- Status -
REFRESH LIST acsion co!
B —
oK Cancel
Js O] | Cancety| F100% -
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Below is the activated Routing Plan with policy screenshot.
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Double click on the policy, a new window will be opened where a new rule needs to be created.
Click on the Add button on the Actions plane to create the new rule.

(4] Polcy Configuratin TR =X

Plan: AVAYA
l Policy : AVAYA

® AVAYAAVAYA
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The completed rule is Activated as screenshot below using parameter for the rule.

|%| Rule Node Confiquration

~—‘

S

Plan Type:

Usage of Rule Node
™ Using Parameter

() Assigning Variable to Parameter

() Using Variable
(") Using QoS Metric
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HodelD:

Hode Name :

Profile Name :

: @ Activated () Deactivated

Parameter Name :

Ingress Trunk Group

Action ;

Is Equal To Value

Filter ltems To Select:

r [tems to select

0P_lsup
0P _sip_tg
0bndk_ing
Optes
Oxlite

AJbndk
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[ .m [»
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- Selected [tems
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To add treatment under the rule, click on the Add button on the Actions plane to create the
treatment.

| & Policy Conﬁguration; ——— - T il
Plan: AVAYA
Policy : AVAYA
I
o @ AVAYAAVAYA “Actin, |
Rule:ingress Trunk Group Is Equal To Value .. o)
"-
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The treatment screenshot is shown below with the Egress Types selected as Trunk Group
ISUP. The routing plan applied at TG level is shown in Section 8.3 Step 5.

| 2| Modify Treatment Node

PlanType:[ I |
NodeID: 110

Profile Name : | |~]

Treatment Type : I ] |
- Treatment Parameters
" Charge Band | Reroute Plan | Service Name | Satellite Hop Count | Qos Plan |

Egress Points [ Features [ Call Type |

Egress Types: ITrunk Group l v]

v | \Q‘ “il \Q[ “J | | l Filter I
~items to select -~ Selected items
AVAYA ISUP |
INET
RAO-SIP
Sunil-in
Sunil-egr
mtest

murali IE'

- Egress Properties

Type | ltem Priority Weight Charge Band Reroute Plan | Digit Collection ...

4| I | [»
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9. Verification Steps

This section provides the verification steps that may be performed to verify that Avaya Aura®
enterprise network can establish outbound calls to ControlSwitch.

9.1. Verify Entity Link Status on Avaya Aura® Session Manager

To verify connectivity to ControlSwitch, click Session Manager on the Home page of System
Manager web interface. Select Dashboard on the left panel and click the Entity Monitoring
status of sm1 (not shown) on the right panel. Below is the summary view in which both the
Conn. Status and Link Status fields should display UP for both SIP Entity Name, DialogicCS
and AAEP-MPP.

This page aisplays detaded connection status for alk entity lnks from 2
Session Manager
All Entity Links for Session Managern: smi
| Status Dwtails for the selected Session Manager:
% it R LT
& Rems | Fikar: Enade
Losn.
SI° Eatry Wame 1P Enaty Resobeed 1Y Port Froto, Doty Stadee Reatan Code Link Saatuy
CMa - duplex 10.1,10.230 2081 ns raLse U 200 Ox e
O |oistegiccs 203 000 WP FALSE r 200 O% w ]
) am2 10.1.10.42 051 e FaLse ue 200 O% P
) [FaEe 10.1.10.83 60 TP FALSE » 230 OW. ® ]
) esGxsalab.com 10.1,10.20 5061 s FALSE P 200 OK w
' AAMessaqing 10.1.10.63 5050 P FALSE w 200 OX w
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9.2. Verify Port Status on Avaya Aura® Media Processing Platform

To verify the SIP Trunk status on the MPP; log in to EPM and navigate to Real-time
Monitoring - Port Distribution, select AAEP-MPP (not shown). Click OK and observed
under the Mode column for the SIP Trunk is online.

Wokcome, epadmin
Lost lagoed i tedsy ot 13:10041 POV

AVAYA

Avayas Aurs® txperience Portal 7.0.1 (Expenencetortel)
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Zi0e Eaxt Outobegion
* Usar Management
e Port Distribution Report (15-Jul-2015 01:00:30 PDT)

Befresh
Lagin Opbioma Belresh
* Reat-love Monkurny
Syater Menta
Active Coln
Fort Dlerdation
- Systum Mamtenamce
AUl Log Viewer

This page daplays informatan about how the telephony resources have been diatributed to the MPPs, Yoo confipere the telephany resources on the VolF
Conmectiont oge

Servers: AADS-MPP

Tate Vicwer Total Porty: 10 Lust Pall: 15242018 G1:00:26 POT
L e [Port 2lmode = [state[Port Grous *[Prutocni =[Current Allocation [fase Allocation
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9.3. Outbound calls
Log in to EPM portal and start a campaign by navigating POM - POM Home = Campaigns

-> Campaign Manager. Start the campaign by clicking the = play button to make outbound
voice to ControlSwitch. Observe that the far end is answered and announcement is heard.
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Avaya Aura® Experience Portal 7.0.1 (Experienceortal)

Multi-Media Configuration

Proactive Outreach Manager 3.0 POM Honw:
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* In Progress means Campaign job can be in any one of the states - running, pausing, paused, callback, stopping.
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Navigate to POM -> POM Monitor to observer that the campaign is Running under Status.
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Navigate to Reports - Standard and click POM Campaign Detail.
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Select the appropriate Date and Time (not shown) to display the campaign already completed to
check campaigns that are attempted and/or completed under the Completion Code. For the call
below, it is answered and Answer Human is one the system completion codes. The list of
completion codes can be found on the portal Proactive Outreach Manager Help manual.

AVAYA g ver

1

]

10. Conclusion

These Application Notes describe the configuration steps required for configure Dialogic®
ControlSwitch™ System to interoperate with Avaya Aura® Session Manager, Avaya Aura®
Experience Portal 7.0 and Avaya Proactive Outreach Manager 3.0 using SIP trunking for
Proactive Outbound calls. All feature and serviceability test cases were completed with
observations noted in Section 0.

11. Additional References

Avaya references are available at http://support.avaya.com

[1] Administering Avaya Aura® Session Manager, Release 6.3, Issue 5, June 2014

[2] Deploying Avaya Aura® Session Manager using VMware® in the Virtualized
Environment, Issue 6, Release 6.3, November 2014

[3] Administering Avaya Aura® Experience Portal, Release 7.0.1, April 2015

[4] Deploying Avaya Aura® Experience Portal in an Avaya Customer Experience
Virtualized Environment, Release 7.0.1, November 2015

[5] Implementing Avaya Aura® Experience Portal on multiple servers, Release 7.0.1 Issue
1, November 2014

[6] Implementing Proactive Outreach Manager, Release 3.0.1, March 2014

Dialogic® products references are available on http://www.dialogic.com/en/products.aspx.

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 49 of 50
SPOC 8/24/2015 ©2015 Avaya Inc. All Rights Reserved. DialogicCS_POM


http://support.avaya.com/
http://support.avaya.com/css/P8/documents/100068081
http://support.avaya.com/css/P8/documents/100059292
http://support.avaya.com/css/P8/documents/100059292
http://www.dialogic.com/en/products.aspx

©2015 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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