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Abstract

These Application Notes describe the procedures for configuring the Open Text RightFax with
Avaya Aura® Communication Manager and Avaya Aura® Session Manager using a SIP trunk
interface.

Open Text RightFax is a software based fax server that sends and receives fax calls over an IP
network. In the tested configuration, Open Text RightFax interoperated with Avaya Aura®
Session Manager to send/receive faxes using SIP trunk facilities.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Open Text RightFax (RightFax)
with Avaya Aura® Communication Manager (Communication Manager) and Avaya Aura® Session
Manager (Session Manager) using SIP trunks.

Open Text RightFax is a software based fax server that sends and receives fax calls over an IP
network. Open Text RightFax utilizes the Brooktrout SR140 T.38 Fax over Internet Protocol (FolP)
virtual fax board software from Dialogic. In the tested configuration, Open Text RightFax
interoperated with Avaya Aura® Session Manager to send/receive faxes using a SIP trunk interface.

2. General Test Approach and Test Results

This section describes the compliance test approach used to verify interoperability of OpenText
RightFax with Session Manager. By using a SIP trunk that was established between the
Communication Manager and RightFax via Session Manager, faxes were sent and received between
these two systems.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance Testing
is not intended to substitute full product performance or feature testing performed by DevConnect
members, nor is it to be construed as an endorsement by Avaya of the suitability or completeness of
a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The compliance test tested interoperability between RightFax and Session Manager by making intra-
site fax calls between a RightFax server and an analog fax machine that was connected to a
Communication Manager via Session Manager using SIP trunks. For inter-site fax, calls were made
between a RightFax server and an analog fax machine that was connected on a remote site. The
remote site connection used ISDN trunks. Specifically, the following fax operations were tested in
the setup for the compliance test:

— Fax from/to RightFax to/from fax machine at a local site

— Fax from/to RightFax to/from fax machine at a remote site

Faxes were sent with various page lengths and resolutions. Serviceability testing included verifying
proper operation/recovery from failed cables, unavailable resources and restarts of RightFax server.

Fax calls were also tested with different Avaya Media Gateway media resources used to process the
fax data between sites. This included the TN2302 MedPro circuit pack, the TN2602 MedPro circuit
pack in the Avaya G650 Media Gateway; the integrated VVoIP engine of the Avaya G450 Media
Gateway and the Avaya MM760 Media Module installed in the Avaya G450 Media Gateway.
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2.2. Test Results
OpenText RightFax successfully passed all compliance testing with the following observation,

e During sending or receiving of a fax, if the fax server is interrupted with network outage or a
reboot, the faxes will not be complete after the server services are restored. A fax that is
being sent will show the status as being sent and will have to be manually sent again. A fax
that is being received will not be completed and has to be resent again.

e The Fax transmission rate depends on the Media Gateway or the card being used. When
TN2302 card (in G650 Media gateway) is used, the negotiation is seen at V.17 (14400 bits).
When TN2602 card (in G650 Media gateway) is used, the negotiation is seen at V.29 (9600
bits). In a G450 Media gateway, the negotiation is seen at V.29 (9600 bits).

Note: Fax calls consume DSP (Digital Signal Processing) resources for processing fax data on the
TN2302AP IP Media Processor (MedPro) circuit pack, the TN2602AP IP Media Processor circuit
pack in the Avaya G650 Media Gateway and the integrated Voice over Internet Protocol (VoIP)
engine of the Avaya G450 Media Gateway. To increase the capacity to support simultaneous fax
calls, additional TN2302AP and/or TN2602AP MedPro circuit packs need to be installed in the
Avaya G650 Gateway, and additional Avaya MM760 Media Module or Modules need to be installed
in the Avaya G450 Media Gateway. The information contained in the table below indicates DSP
capacities/usage in the Avaya media processors. Customers should work with their Avaya sales
representatives to ensure that their fax solutions have adequate licenses and DSP resources to match
the intended Fax capacity/usage.

Platform DSP Resources DSP Resources
Device per Platform Device per FolP Call
TN2302, G450, MM760 64 4

TN2602 64 1

Note: The SIP trunk group on Communication Manager for connecting to Session Manager at each
site, as well as the SIP or ISDN-PRI trunk group for connecting the 2 sites, must be configured with
adequate number of trunk group members to support the number of simultaneous fax calls intended.
On RightFax, adequate number of fax channels must also be appropriately configured for the
intended capacity.

2.3. Support
North American Technical support for RightFax can be obtained by contacting Open Text at

— Phone: (800) 540-7292
— Email: support@opentext.com

For other locations go to http://www.opentext.com/2/global/company/company-contact.html
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3. Reference Configuration

The test configuration was designed to emulate a local site and a remote site. Figure 1 illustrates the
configuration used in these Application Notes.

In the sample configuration, Communication manager (G650 and G450 Media Gateway), Avaya
Aura® Session Manager, Avaya Aura® System Manager, RightFax server and an analog fax machine
are considered to be a local site. The RightFax server communicates to the Communication Manager
via the Avaya Aura® Session Manager using SIP trunks. In turn, Communication Manager used a
SIP Trunk which terminated on a CLAN circuit pack in port network 1 to communicate with Session
Manager. IP media resources were provided by Media Processor (MedPro) circuit packs. Two
versions of the MedPro circuit pack were tested in this configuration: TN2302AP and TN2602AP.
An analog fax port is configured on the Communication Manager to which a fax machine is
connected. The equipment involved in the remote site is beyond the scope of this document and is
shown here for reference only. The local and remote site communicates via ISDN-PRI trunks that
are configured between the Communication Manager and the PBX available at the remote site.
Since remote site is an emulated PSTN setup, the configuration details of setting the ISDN-PRI
trunks between the local and remote sites are beyond the scope of this document. However, note that
clock slips on the ISDN-PRI link will lead to failure of fax transmission. Therefore ensure that the
ISDN-PRI link is configured correctly on both the Communication Manager and the PBX available
at the remote site so that their respective clocks are in synchronized state.
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Figure 1: RightFax interoperating with Session Manager via SIP Trunk
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4. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration provided:

Equipment

Release/Version

Avaya Aura® Communication Manager
running on an Avaya S8800 Server

6.3 (R016x.03.0.124.0)

Avaya G650 Media Gateway
- CLAN
- 2 MedPros — TN2302
- 2 MedPros — TN2602

TN799DP - HWO01 FWO026
TN2302AP - HW20 FW117
TN2602AP - HW02 FW055

Avaya Aura® Communication Manager
running on an Avaya S8300 Server

6.3 (R016x.03.0.124.0)

Avaya G450 Media Gateway 33.13.0 /1
Avaya Aura® Session Manager 6.3.2.0.632023
Avaya Aura® System Manager 6.3.10.7.2656
OpenText RightFax on Windows 2008R2 10.6.0.3093
Enterprise SP1

Dialogic Brooktrout SR140 SDK 6.6.0.Build 2
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5. Configure Avaya Aura® Communication Manager

This section describes the Communication Manager configuration necessary to interoperate with
Session Manager and Open Text RightFax. It focuses on the configuration of the SIP trunks
connecting Communication Manager to the Avaya SIP infrastructure with the following
assumptions:

e The examples shown in this section refer to the local site.

e The configuration of Communication Manager was performed using the System Access
Terminal (SAT). After the completion of the configuration, the save translation command
was used to make the changes permanent.

The procedures for configuring Communication Manager include the following areas:

Verify Communication Manager License
Identify IP Interfaces

Administer IP Node Names

Administer Codecs

Administer IP Network Region
Administer Signaling Group

Administer Trunk Group

Administer Private Numbering
Administer Outbound Routing
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5.1. Verify Communication Manager License

Use the display system-parameters customer-options command to verify that the Communication
Manager license has proper permissions for features illustrated in these Application Notes. Navigate
to Page 2, and verify that there is sufficient remaining capacity for SIP trunks by comparing the
Maximum Administered SIP Trunks field value with the corresponding value in the USED
column.

The license file installed on the system controls the maximum permitted. If there is insufficient
capacity, contact an authorized Avaya sales representative to make the appropriate changes
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5.2. ldentify IP Interfaces

Use the list ip-interface clan and list ip-interface medpro commands to identify IP interfaces in
each network region. Interfaces in cabinet 01 (port network 1) as indicated in the Slot field are in IP
network region 1 as indicated in the Net Rgn field.

Testing with the TN2302 and TN2602 circuit packs were done separately. When testing with the
TN2302, the TN2602 was disabled (turned off) and vice versa as indicated in the ON field.
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5.3. Administer IP Node Names

Use the change node-names ip command to verify that node names have been previously defined
for the IP addresses of the server running Communication Manager (procr) and for Session Manager
(SM61). These node names will be needed for defining the service provider signaling group in
Section 5.6.

5.4. Administer Codecs

Use the change ip-codec-set command to define a list of codecs to use for calls between the local
and remote sites. For the compliance test, codec G.711MU and G.729A was configured using ip-
codec-set 1. To configure the codecs, enter the codecs in the Audio Codec column of the table in the
order of preference. Default values can be used for all other fields.
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On Page 2, set the FAX Mode to t.38-standard. Default values can be used for all other fields.
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5.5. Administer IP Network Region

For the compliance test, IP network region 1 was chosen. Use the change ip-network-region 1
command to configure region 1 with the following parameters:

e Set the Authoritative Domain field to match the SIP domain of the local site. In this
configuration, the domain name is bvwdev.com. This name appears in the “From” header of
SIP messages originating from this IP region.

e Enter a descriptive name in the Name field. This is optional.

e Enable IP-IP Direct Audio (shuffling) to allow audio traffic to be sent directly between IP
endpoints without using media resources in the Avaya Media Gateway. Set both Intra-
region and Inter-region IP-1P Direct Audio to yes. This is the default setting. Shuffling can
be further restricted at the trunk level on the Signaling Group form.

e Set the Codec Set field to the IP codec set defined in Section 5.4.

e Default values can be used for all other fields.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: bvwdev.com
Name: Stub Network Region: n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6

Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n

H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5

Keep-Alive Count: 5

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 45
SPOC 12/15/2014 ©2014 Avaya Inc. All Rights Reserved. RightFaxCM63




On Page 4, define the IP codec set to be used for traffic between various regions. Enter the desired
IP codec set in the codec set column of the row with destination region (dst rgn) 1. Default values
may be used for all other fields. In the case of the compliance test at the local and remote sites, only
one IP network region was used, so no inter-region settings were required and therefore only codec
set 1 is used.

change ip-network-region 1 Page 4 of 20

Source Region: 1 Inter Network Region Connection Management I M

G A t

dst codec direct WAN-BW-1limits Video Intervening Dyn A G c

rgn set WAN Units Total Norm Prio Shr Regions CAC R L e
1 1 all

2 2 vy NoLimit n t

5.6. Administer Signaling Group

Use the add signaling-group command to create a signaling group between Communication
Manager and Session Manager for use by SIP trunks. This signaling group is used for inbound and
outbound calls between the Communication Manager and Session Manager. For the compliance test,
signaling group 1 was used for this purpose and was configured using the parameters highlighted
below.

e Set the Group Type field to sip.

e The compliance test was conducted with the Transport Method set to tcp. The transport
method specified here is used between Communication Manager and Session Manager.
Whatever protocol is used here, it must also be used on the Session Manager entity link
defined in Section 6.5.

e Set the Peer Detection Enabled field to y. The Peer-Server field will initially be set to
Others and cannot be changed via administration. Later, the Peer-Server field will
automatically change to SM once Communication Manager detects its peer as a Session
Manager.

e Set the Near-end Node Name to procr. This node name maps to the IP address of the
Communication Manager as defined in Section 5.3.

e Set the Far-end Node Name to SM61. This node name maps to the IP address of Session
Manager as defined in Section 5.3.

e Set the Near-end Listen Port and Far-end Listen Port to a default well-known port value.
(For TCP the well-known port value is 5060).

e Set the Far-end Network Region to the IP network region defined for the local site in
Section 5.5.

e Set the Far-end Domain to the domain of the local site.

e Set Direct IP-IP Audio Connections to y. This field will enable media shuffling on the SIP
trunk allowing Communication Manager to redirect media traffic directly between the SIP
trunk and the enterprise endpoint.

e Setthe DTMF over IP field to rtp-payload. This value enables Communication Manager to
send DTMF transmissions using RFC 2833.

e Default values may be used for all other fields.
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5.7. Administer Trunk Group

Use the add trunk-group command to create a trunk group for the signaling group created in
Section 5.6. For the compliance test, trunk group 1 was configured using the parameters highlighted
below.

e Set the Group Type field to sip.

e Enter a descriptive name for the Group Name.

e Enter an available trunk access code (TAC) that is consistent with the existing dial plan in the
TAC field.

e Set the Service Type field to tie.

e Set Member Assignment Method to auto.

e Set the Signaling Group to the signaling group shown in Section 5.6.

e Set the Number of Members field to the number of trunk members in the SIP trunk group.
This value determines how many simultaneous SIP calls can be supported by this trunk.

e Default values were used for all other fields.

add trunk-group 1 Page 1 of 22
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y
Group Name: Private trunk COR: 1 TN: 1 TAC: #001
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group: 1
Number of Members: 15
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On Page 3, set the Numbering Format field to private. This field specifies the format of the calling
party number (CPN) sent to the far-end. The Numbering Format was set to private and the
Numbering Format in the route pattern was set to levO-pvt (see Section 5.9).

5.8. Administer Private Numbering

Private numbering defines the calling party number to be sent to the far-end. Use the change
private-numbering command to create an entry that will be used by the trunk groups defined in
Section 5.7. In the example shown below, all calls originating from a 5-digit extension beginning
with 5 or 7 and routed across trunk group 1 are sent with a 5-digit calling number.
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5.9. Administer Outbound Routing

In these Application Notes, the Automatic Alternate Routing (AAR) feature is used to route
outbound calls via the SIP trunk to the RightFax server. In the sample configuration, 760 is used as
the Dialed String. Local site users will dial 760xx to reach the RightFax server. This common
configuration is illustrated below with little elaboration. Use the change dialplan analysis command
to define a dialed string beginning with 760 of length 5 as a uniform dial plan (udp).

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 6
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
760 5 udp

Use the change uniform-dialplan command to create a matching pattern that matches with the dial
pattern used to reach the RightFax server. The example below shows entries created for local site
uniform-dialplan 7. Extension 760xx was used and configured as shown below where 760 is the
Matching Pattern with a Length of 5, no digits to be deleted and using the aar feature.

change uniform-dialplan 7 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node
Pattern Len Del Digits Net Conv Num
760 5 0 aar n

Use the change aar analysis command to create an entry in the AAR Digit Analysis Table for this
purpose. The example below shows entries created for the local site aar analysis 7. The highlighted
entry specifies that 5 digit dial string 760 was to use route pattern 1 to route calls to the RightFax fax
server at the local site via Session Manager.

change aar analysis 7 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
760 5 5 1 aar n
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The route pattern defines which trunk group will be used for an outgoing call and performs any
necessary digit manipulation. Use the change route-pattern command to configure the parameters
for the local site route pattern in the following manner. The example below shows the values used
for route pattern 1 during the compliance test.

e Pattern Name: Enter a descriptive name.
Grp No: Enter the outbound trunk group for the SIP trunk. For the compliance test, trunk
group 1 was used.

e FRL: Set the Facility Restriction Level (FRL) field to a level that allows access to this trunk
for all users that require it. The value of 0 is the least restrictive level.

e Numbering Format: levO-pvt. All calls using this route pattern will use the private
numbering table. See setting of the Numbering Format in the trunk group form in Section
5.7 for full details.

o Default values were used for all other fields.
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include
configuring the following items:

e SIP Domain

e Location

e SIP Entities

e Entity Links

¢ Routing Policies
e Dial Patterns

For detail configuration details of the Session Manager refer to Section 10

6.1. Logging into the Avaya Aura® System Manager

Session Manager configuration is accomplished by accessing the browser-based GUI of System
Manager, using the URL “https://<ip-address>/SMGR”, where “<ip-address>" is the IP address of
System Manager. Log in with the appropriate credentials and click on Log on (not shown). The
following page is displayed. The links displayed below will be referenced in subsequent sections to
navigate to items requiring configuration. Most items will be located under the Elements -
Routing link highlighted below.

Aura” System Manager 6.3

3
-« Elements

Administrators

Directory Synchronization
Groups & Roles
User Management

User Provisioning Rule

Collaboration Environment
Communication Manager
Communication Server 1000
Conferencing

1P Office

Meeting Exchange
Messaging

Presence

Session Manager

Work Assignment

Backup and Restore
Bulk Import and Export

Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

Shutdown

Software Management

Templates
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Clicking the Elements = Routing link, displays the Introduction to Network Routing Policy
page. In the left-hand pane is a navigation tree containing many of the items to be configured in the
following sections.

Last Logged on at Oct

Aura System Manager 6.3

Home Routing x
- Help ?
Introduction to Network Routing Policy
Adaptations Metwork Routing Palicy consists of several rauting applications like "Domains", "Locations", "SIP Entitias", etc.
SIP Entities The recommended order to use the routing applications (that means the overall routing workflow) to configure your netwoark
configuration is as follows:
Entity Links . . o . .
Step 1: Create "Domains" of type SIP (other routing applications are referring domains of type SIP).
Step 2: Create "Locations"
Routing Policies
" Step 3: Create "Adaptations"
Dial Patterns
. " T
FreEEr s Tns Step 4! Create "SIP Entities
m - SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"
- Create all "other SIP Entities" {Session Manager, CM, SIP/PSTH Gateways, SIP Trunks)
- Assign the appropriate "Locations", "Adaptations" and "Outbound Proxies"
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6.2. Specify SIP Domain

Create a SIP Domain for each domain for which Session Manager will need to be aware in order to
route calls. For the compliance test, this includes the domain (bvwdev.com) as defined in Section
5.5. Navigate to Routing - Domains in the left-hand navigation pane (Section 6.1) and click the

New button in the right pane (not shown). In the new right pane that appears (shown below), fill in
the following:

e Name: Enter the domain name.
e Type: Selectsip from the pull-down menu.
e Notes: Add a brief description (optional).

Click Commit. The screen below shows the entry for the added domain.

Home f Elements f Routing / Domains [+]
Help ?
Domain Management | Commit || Cancel |
1Item o2 Filter: Enable
Name Type Notes
* \bwwdev.corm sip E|
| Commit || Cancel |
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6.3. Add Location

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
purposes of bandwidth management and call admission control. A single Location was defined for
the enterprise even though multiple subnets were used. The screens below show the addition of the
Location named Belleville, which includes all equipment at the enterprise including Communication
Manager, Session Manager and the RightFax server.

To add a Location, navigate to Routing - Locations in the left-hand navigation pane (Section 6.1)
and click the New button in the right pane (not shown). In the new right pane that appears (shown
below), fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.

e Name: Enter adescriptive name for the Location.
e Notes: Add a brief description (optional).

Home § Elements / Routing / Locations [+]
Help ?

Location Details | Commif: || Cancel |

General
* Name: [Bellevillg|

Motes:

Scroll down to the Location Pattern section. Click Add and enter the following values.

e IP Address Pattern: Add all IP address patterns used to identify the location.
e Notes: Add a brief description (optional).

Click Commit to save.

Location Pattern

|E| | Remove |

S Items o Filter: Enable

IP Address Pattern Notes
*|10.10.5.0

*110.10.97.00

*110.10.98.00

*|10.20.0.00

*110178.169.**

Select : all, None

| Commit || Cancel |
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6.4. Add SIP Entity

A SIP Entity must be added for Session Manager and for each SIP telephony system connected to
Session Manager which includes Communication Manager and the RightFax server. Navigate to
Routing - SIP Entities in the left-hand navigation pane (Section 6.1) and click on the New button
in the right pane (not shown). In the new right pane that appears (shown below), fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.

e Name: Enter a descriptive name.

e FQDN or IP Address:  Enter the FQDN or IP address of the SIP Entity that is used for SIP
signaling.

e Type: Enter Session Manager for Session Manager, CM for
Communication Manager and Other for RightFax server.

e Adaptation: This field is only present if Type is not set to Session Manager. If

applicable, select the appropriate Adaptation name. During
compliance testing no adaptation rule was used.

e Location: Select the Location that applies to the SIP Entity being created.
For the compliance test, all components were located in Location
Belleville created in Section 6.3.

e Time Zone: Select the time zone where the server is located.

The following screen shows the addition of Session Manager. The IP address of the virtual SM-100
Security Module is entered for FQDN or IP Address.

Home f Elements / Routing / SIP Entities [+]
Help 2
SIP Entity Details Commit || Cancel |
General
* Name: |DevSM
* FQDM or IP Address: |10.10,97.198
Type: | Session Manager

Notes: |SIP Entity for Session Manager

Location: |Belleville [+]
Qutbound Prozy: E|
Time Zone: | America/Toronto [+]

Credential name:

SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration E|

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 22 of 45
SPOC 12/15/2014 ©2014 Avaya Inc. All Rights Reserved. RightFaxCM63



To define the ports used by Session Manager, scroll down to the Port section of the SIP Entity
Details screen. This section is only present for Session Manager SIP Entities.

In the Port section, click Add and enter the following values. Use default values for all remaining
fields:

e Port: Port number on which Session Manager can listen for SIP requests.

e Protocol: Transport protocol to be used with this port.

e Default Domain: The default domain associated with this port. For the compliance test,
this was the SIP domain.

Defaults can be used for the remaining fields. Click Commit to save.

For the compliance test, two port entries were used. They are the standard ports used for SIP traffic:

port 5060 for UDP/TCP. These ports were provisioned as part of the Session Manager installation
not covered by this document.

Port
TCP Failover port:
TLS Failover port:

|Add | | Remove

I ltems o

Filter: Enable
Port Protocol | Default Domain Notes
5060 ToP [+] [bywdev.com [+]
5060 UCF [»] [bywdev.com [+]
5061 TLS E| byvwdey.com E|
Select : All, Mone
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The following screen shows the addition of Communication Manager. In order for Session Manager
to send SIP service provider traffic on a separate entity link to Communication Manager; this
requires the creation of a SIP Entity for Communication Manager for use with all other SIP traffic.
The FQDN or IP Address field is set to the IP address of Communication Manager. The Location
field is set to Belleville which is the Location defined for the subnet where Communication Manager

resides. See Section 6.3.

Home f Elements / Routing / SIP Entities [+]
Help 2
SIP Entity Details Commit || Cancel
General
* Mame: DevCM
* FQDN or IP Address: |10.10.97.201
Type: CM
Motes: |(CM SIP Entity in the main lab
Adaptation: [+]
Location: |Belevils [+]
Time Fone: | america/Toronto E|
* SIP Timer B/F {in seconds): 4
Credential name:
Call Detail Recording: | both E|
Loop Detection
Loop Detection Mode: | Off E|
SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration E|
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The following screen shows the addition of the RightFax server. The FQDN or IP Address field is
set to the IP address of the server. The Location field is set to Belleville which is the Location
defined for the subnet where the sever resides.

Home f Elements f Routing f SIP Entities (+]
Help ?

SIP Entity Details Cormmit || Cancel

General

* Mame: RightFax
* FQDM or IP Address: (10.10.92.94
Type: COther

MNotes: |SIP Entity For RightFax

Adaptation: E|
Location: |Belevile [+]
Time Zone: | America/Toronto [=]
* SIP Timer BSF (in seconds): |4
Credential name: |
Call Detail Recording: | none E|

CommProfile Type Preference: El

Loop Detection
Loop Detection Mode: | Off E|

SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration E|
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6.5. Add Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity Link. Two
Entity Links were created: one to Communication Manager and one to the RightFax server. To add
an Entity Link, navigate to Routing = Entity Links in the left-hand navigation pane (Section 6.1)
and click on the New button in the right pane (not shown). In the new right pane that appears (shown
below), fill in the following:

e Name: Enter a descriptive name.

e SIP Entity 1: Select the Session Manager SIP Entity.

e Protocol: Select the transport protocol used for this link. This must match the
protocol used in the Communication Manager signaling group in
Section 5.6.

e Port: Port number on which Session Manager will receive SIP requests from

the far-end. For the Communication Manager Entity Link, this must
match the one defined on the Communication Manager signaling
group in Section 5.6.

e SIP Entity 2: Select the name of the other system. For the Communication Manager
Entity Link, select the Communication Manager SIP Entity defined in
Section 6.4.

e Port: Port number on which the other system receives SIP requests from

Session Manager. For the Communication Manager Entity Link, this
must match the one defined on the Communication Manager signaling
group in Section 5.6.

e Connection Policy: Select trusted from pull-down menu.

Click Commit to save. The following screen illustrates the Entity Link to Communication Manager
(DevSM_DevCM_5060). The protocol and ports defined here must match the values used on the
Communication Manager signaling group configuration in Section 5.6.

Home / Elements § Routing / Entity Links [+]
Help 2
Entity Links Cornmmit || Cancel |
1Item o Filter; Enable
- Deny
DNS [ t
Name SIP Entity 1 | Protocol | Port SIP Entity 2 * | part Sl ) New
Override Policy -
Service
* |DevEM_DevCM_s060)  * | DevsM[«] [TCP[+] *[s060 # | DevCM [=] O # [5060 trusted  [«]

] i1 2

Select ; &ll, None

Cammit || Cancel |
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The following screen illustrates the Entity Link to the RightFax server (DevSM_RightFax_5060).

Home f Elements / Routing / Entity Links [4
Help 7
Entity Links Commit || Cancel
1Item &2 Filter: Enable
DNS C ti
Name SIP Entity 1 | Protocol | Port SIP Entity 2 override | POt "22?(;""
* |DevSM_RightFax_506] * [DevsM[+«]| |[UDP[+] * [S50a0 * | RightFax [=] O * 5060 trusted  [+]
4 nr 3
Select : &ll, Mone
Caommit || Cancel
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6.6. Add Routing Policies

Routing Policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 6.4. Two Routing Policies must be added: one for Communication Manager and
one for the RightFax server. To add a Routing Policy, navigate to Routing - Routing Policies in
the left-hand navigation pane (Section 6.1) and click on the New button in the right pane (not
shown). In the new right pane that appears (shown below), fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.

e Name: Enter a descriptive name.
e Notes: Add a brief description (optional).

In the SIP Entity as Destination section, click Select. The SIP Entity List page opens (not shown).
Select the appropriate SIP Entity to which this Routing Policy applies and click Select. The selected
SIP Entity displays on the Routing Policy Details page as shown below. Use default values for
remaining fields. Click Commit to save.

The following screen shows the Routing Policy for Communication Manager.

Home f Elements f Routing / Routing Policies [+]
Help 2

Routing Policy Details Commit|| Cancel |

General
* Mame: |To-DevCM
Disabled:
* Retries: |0

Notes: Route to DevCM with G550

SIP Entity as Destination

|Se|ect|

Name FQDN or IP Address Type Notes
DevCM 10,10,97.201 CHM CM SIP Entity in the main lab
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The following screen shows the Routing Policy for the RightFax server.

Home § Elements § Routing / Routing Policies

Routing Policy Details

General

SIP Entity as Destination

|Se|ect|
Mame FQDN or IP Address
RightFax 10,10.,95.94

* Mame:
Disabled:
* Retries:

Notes:

To-RightFax

0

Route to RightFax

| Cornrnit || Cancel |

Type Notes

Other SIP Entity For RightFax

Help ?

6.7. Add Dial Patterns

Dial Patterns are needed to route calls through Session Manager. For the compliance test, Dial
Patterns were needed to route calls from Communication Manager to RightFax server and vice
versa. Dial Patterns define which Route Policy will be selected for a particular call based on the
dialed digits, destination domain and originating location. To add a Dial Pattern, navigate to
Routing - Dial Patterns in the left-hand navigation pane (Section 6.1) and click on the New
button in the right pane (not shown). In the new right pane that appears (shown below), fill in the

following:

In the General section, enter the following values. Use default values for all remaining fields.

e Pattern: Enter a dial string that will be matched against the Request-URI of the call.
e Min: Enter a minimum length used in the match criteria.

e Max: Enter a maximum length used in the match criteria.

e SIP Domain: Enter the destination domain used in the match criteria.

e Notes: Add a brief description (optional).

In the Originating Locations and Routing Policies section, click Add. From the Originating
Locations and Routing Policy List that appears (not shown), select the appropriate originating
location for use in the match criteria. Lastly, select the Routing Policy from the list that will be used
to route all calls that match the specified criteria. Click Select.

Default values can be used for the remaining fields. Click Commit to save.
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Two examples of the Dial Patterns used for the compliance test are shown below. The first example
shows the outbound number (5 digits) that begin with 53 and have a destination domain of
bvwdev.com from ALL locations use route policy To-DevCM.

Home / Elements f Routing / Dial Patterns [+]

Help ?

Dial Pattern Details Cormmit || Cancel

General
* pattern: |53
* Min: |5

* Max:

L]

Emergency Call: [7]
Emergency Priority: 1
Emergency Type:
SIP Domain: | byvwdev.com [«]

Motes: |Dial Pattern for DevCM with GBS0

Originating Locations and Routing Policies

m Remove

1ltem o Filter: Enahble
i - - _ Routing - _ - _
. . . Originating Routing Policy . Routing Policy Routing Policy
D Oooinatingllacaticpiame Location Notes Name Eanl ?Dhty Destination Motes
Disabled
Route to DevCH
[ -aLL To-DevCM ] DevCM with Geso

Select : All, None

The second example shows that outbound 5 numbers that start with a 76 to domain bvwdev.com and
originating from Belleville locations use route policy To-RightFax.

Dial Pattern Details Commit || Cancel

General

* pattern:

v

* Min:

* Max:

L}

Emergency Call: []
Emergency Priority: 1
Emergency Type:
SIP Domain: |bywdev.com [«

Motes: Dial Pattern for RightFax server

Originating Locations and Routing Policies

E Remove

1ltems @ Filter: Enahle
i - - Originating - - Roul_:ing Routing Policy | Routing
[] | originating Location Name Location Notes Routing Policy Name Rank !’ollcy Destination Policy Notes
Disabled
Belleville
[ Belleville DevConnect To-RightFax o RightFax Eiou;;;:?(
Location g
Select : All, Mone
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 30 of 45

SPOC 12/15/2014 ©2014 Avaya Inc. All Rights Reserved. RightFaxCM63



7. Configure OpenText RightFax

This section describes the configuration of OpenText RightFax and the embedded RightFax Original
Equipment Manufacturer (OEM) or Brooktrout SR140 virtual fax board software from Dialogic
(hereafter referred to as “SR140”). It assumes that the application and all required software
components, including Brooktrout SR140 and the database software (Microsoft SQL Server 2012),
have been installed and properly licensed. For instructions on installing RightFax, refer to Section
10.

Note that the configurations documented in this section pertain to interoperability between RightFax
and the Avaya SIP infrastructure. The standard configurations pertaining to RightFax itself (e.g.,
administering fax channels) are not covered. For instructions on administering and operating
RightFax, refer to Section 10.

The configuration procedures covered in this section include the following:

Launch RightFax Enterprise Fax Manager and Brooktrout Configuration Tool
Configure IP stack

Configure BTCall parameters

Configure Call Control parameters

Configure SIP IP parameters

Configure T.38 parameters

Configure RTP parameters

Administer RightFax dialing rules

Administer RightFax users
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7.1. RightFax Enterprise Fax Manager and Brooktrout
Configuration Tool
The RightFax configuration is performed using the RightFax Enterprise Fax Manager. Launch the

RightFax Enterprise Fax Manager from the Windows Start menu. At the main window, highlight the

host name of the fax server (created during the installation process) from the navigation menu in the
left pane:

ﬂRightFax Enterprise Fax Manager

JH[=1 E3
File Edit Uklity Help
[@]
[ e] Fax Servers ipdzte Kot | 3st Updzted: 1072812014 3:18:02 PR
B- j SERVERT [TCPAR) RightFa DocTransport Module |
~
< Users
e Channel Operation Euaﬂlng Phone Mumber Uzer D State Remote ID Rate LI
ﬁ Groups e
a(B) Iclle Brooktrout: Check... Brooktrout: Check... Mra
-2y Signatres
Q 118) =" Brooktrout: Check. .. Brooktrout: Check... M,
Farrns
,.,g Printers 281 Rcov Brooktrout: Check... Brooktrout: Check... Mg
Lﬂ Billng Codes 3 (B o ooktro K Brooktrout: Check
Cover Sheets
[]:E Library Documents
ﬂ SMS/Pager Services ‘| | _'lll
‘\f" Alerts & Maonitars

||||| Gueues telli LeEEELE ﬂ Service Mame Status [RUTITE jl'lme. Startup 2
- 0% O Fax Server Evert Qu (€5 hemires5)
Ell::l Dialing Plan RightFax DocTra... O Running 00 2:07:34:58 Automatic
TEEO07S Fax Server Everts Pr
@? Dialing Rules RightFax Server ... O Running oM 2073512 A tomeatic
iy 5000000 Fax Availahilty Index
4] Destination Tables RightFax Databa... | Qb Running OMZO7:3354  |Manual
] SMS Availability Index » - j
K L Bl

The Brooktrout SR140 was configured during installation. To view or modify the settings, the
RightFax DocTransport Module must be stopped. Right-click this module in the lower right pane
and select Stop All Services. After all the service modules indicate the stopped status, right-click the
RightFax DocTransport Module name again to select Configure Service.

ﬂ RightFax Enterprise Fax Manager

File Edit Utiity Help
=]

Update Hou I Last Updated: 10/28/2014 2:18:30 PM

RightFax DocTransport Madule |

. Routing d
§ Channel Operstion Code Phone Mumber Uszer IO State Remote 1D Rate
Groups
Signatures =) Rov Brooktrout: Check.. Brooktrout: Check... A
Q 1(8) Rov Brooktrout: Check.. Brooktrout: Check... [T
Forms
Fg Frinters 20 (=1 Brooktrout: Check.. Brooktrout: Check... [

[#d siling Codes
Caver Sheets

@ Library Diocuments

H SMS/Pager Services ‘ I I Llll
"\l‘ Alerts & Monitors
alue Description - Running Time
I;I;III Dueuee 0% Fax Server Event Qu o LA
=33 L:J Dizling Plan
766142 Fax Server Events Pr H - R Stark Service:
= E’} Dialing Rules RightFax Server . O Running Automstic Skop Service
= 5000000 Fax Availahility Index Confiqure Service
“ 3] Destination Tables RightFax Detaba... | Q) Running Marual 9
a SMS Availabilty Inde: + )
q I I e Start All Services
Stop All Services
| | Status
Debug

Cancel
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In the DocTransport Configuration-LOCAL window that appears, click RightFax OEM (left side
of screen), then click on the Configure Brooktrout button.

DocTransport Configuration - LOCAL

Auto Billing Code Setlmgs_ Board module number m DID Settings
Global DocTransport Settings Mumber of digits f -
= Brooktrout Murnber frarm the ratary switch on the board. HMBET of cigits for routing. |4 :I'
Global Transport Settings
.. Advanced Settings I¥ SetFax D for all channels: IFa:-; Server
Sl RightF ax OEM ™ Set Capability for all channels: -
- Channel #0 JEA [
Channel #1 Configure Brooktrout Baard Exchange 20010 Uk Fas Bouting—
i Channel #2 . R .
{ oute ko SMTP Email Onl
. Channel #3 Configure Broaktrout | I
" Route ko RightFax User Dnly
Mumber of SR140 channels: |4 "I % RBoute to Both
— SMTF Authentication to Exchange 2010 Unified Messaging Server—————————
Exchange Server Mame or [P IUnifiedM eszagek wchangeServer
Dromain IEHchangeSewerDDmain
I zer Sccount | I"\-"alidSmtp.f-‘-.cc:u:uunt
Pazzword I LTI T YY)
% ~ SOL Connections
I Driver={50L Servert;Server=5SERVER 1 ;Database=FRightFax; Trusted _Connection |_I
Delete Device Add Transpart | Select Service Account... | Ok I Cancel |
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Enter the credentials for the RightFax Service account used for the RightFax DocTransport Module.
This account must have administrative user rights on the computer that runs the service.

Account access information I

The RightFax QEM service account musk have administrative user rights on
the computer that runs the service,

Enter the Username and Passwaord af the account with which the service will
log o,

Llsername: zerver 1\ adminiskrator

Password: | esesssss

(o] 4 I Cancel
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The Brooktrout Configuration Tool — Wizard Mode window gets displayed. Click the Advanced
Mode button in this window.

Brooktrout Configuration Tool - Wizard Mode E3

Welcome to the Brooktrout Configuration Wizard

Thiz wizard will help you configure vour Dialogic Brooktrout hardware and zoftware bo communicate
with the networks in which they are deployed. There are bwo wayps to run the configuration tool:

Wizard Mode

The tool will guide vou through the configuration, prompting wou for the minimal infarmation
needed to get your product up and running. wizard mode uses default values that will wark, in most
zituations.

Dia-]@g ic Advanced Mode

Thiz mode is for uzers with a strong knowledae of the network, parameters needed for the particular
deployment. Thiz mode lets pou modify the default parameters et in the “izard tMode and gives
access to parameters not ugually needed. If you enter Advanced Mode, vou can only switch back
to the Wizard kMaode by restarting the taol.

Context Sensitive Help - The Configuration T ool provides contest sensitive help for parameters.
To access the contest sensitive help, hold the cursor over the parameter input area to see a brief
parameter dezcription. or right-click the parameter and zelect "what'z this? from the drop-down
biox b get a more complete definition.

Click Mest to cantinue in ‘wizard Mode or switch mode by clicking Advanced Mode.

Advanced Mode | Help | < Back I Mest » I Cancel

Click Yes when prompted to launch the Configuration Tool in Advanced mode.

Brooktrout Configuration Tool - Question

f - o chase ta launch the kool in Advanced Made and exit
! ¥ the wWizard Mode, Do wou wank to conkinue?

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 350f 45
SPOC 12/15/2014 ©2014 Avaya Inc. All Rights Reserved. RightFaxCM63



7.2. Configure IP Stack

A Configure IP Stack window is displayed on first invocation of the Brooktrout configuration tool:

Configure IP Stack |

IP Enabled module(s) have been detected in your system.
Would you like to configure a Brooktrout [P stack to un an
this module(s)?

-
e
¢
C

Both (SIP and H323)

ok | Cancel |

Choose SIP and click OK. The following Brooktrout Configuration Tool window is displayed.

% Brooktrout Configuration Tool - Advanced Mode |_ O] x|
File View Options Help
@ ¢ » d S
Home Bazk  Mext Save  Apple | Licenze Help
[=1- Brooktrout [Boston Host Service - Bunnhingl . . . . -
‘... Diiver Parameters [l boards] No_te: If you are intending to configure an SR140 only, you must first activate a license —
i BTCall Parameters (Al boands) using the License Manager.
El Call Control Parameters . . o . . .
. Module Dxd1: SR140 This page _cnntams gsgentlal |nf0rmat|0n_tu use the tool effectively. ‘r’ulu can get to thls
& IP Call Cortral Modulss page any time by clicking on the Home icon on the _tu:uolbar. The user interface consists of
g two wiewws: (a) the explarer view and (b) the content wiew.
The explarer view allows you to navigate through the various configurable components of
Brooktrout Hardware and Software. The content view contains either informational content
such as this page or controls that allow you to fine tune the Brooktrout cormponents.
In this mode you can:
* Edit call contral configuration per module.
* Edit the btcall parameters.
» Edit the device driver parameters.
®* Save the configuration information.
* And finally apply the configuration.
Flease note that you must apply the configuration infarmation for the changes to take
effect. The apply action is available from the toolbar as well a5 fram the Options rmenu.
Under normal conditions (that is, all Brooktrout hardware installed on your system has the 1
same ship level number programmed on them), the configuration tool should come up in |
the Wizard Mode. It can also be launched explicitly to come up in the advanced mode
by using fa or —-advanced cormmand line aption. If you did not specify this option and the
tool came up in in this mode, it is because hardware detected by the tool reguired
idartificatinm avtha hact cructara bae meaes than ana tuen of Braaldvat bavduearva rendales LI
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Note that IP Stack can be viewed/reconfigured from the Brooktrout Configuration Tool menu
Options - Configure IP Stack (not shown).

7.3. Configure BTCall Parameters

Note: During the compliance testing, the following settings were retained at the default settings. In
practice, these settings may not be required for full functionality.

Navigate to Brooktrout - BTCall Parameters (All boards) in the left navigation menu. Click the
Show Advanced button.

#:Brnnktrnut Configuration Tool - Advanced Mode

File Wiew Options  Help

o} - = = &1 %
Home Back et Save  Appl | Licenze Help
= Blmuktmut [Boston Host Service - Running) | — BTCall Parameters

i Diriver Parameters (4l boards)

BT Call Parameters [All boards) Country Telephony Parameter File: IBT_CF‘.-’-\FHM.I:FG ﬂ
£ 9l Farameters
e Moduls Os1: SAT4D Country: [usa poop =l
= IP E;:IPEontrol Madules M awirmum Timeout, sec: IT n p— 51
— Debug
AP Debugging: IDisabIed

1t et Log Fie Hiame; I

2 [ebug Lag File Hame: I

tl i [Mebug File Size: I'I 0000000
Trace Bfv AR Function Calls: IDisabIe j
Show Advanced »> |
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Under Advanced Settings, configure the fields as follows:

e Error Correction Mode: ECM enabled 256-byte frames
e Permitted Compression Types: MMR or MR or MH

e V.34 Enable Send Call Indicator: Enable

e V.34 High Speed Control Signaling: Enable

e V.34 Modulation Capability: Enable

Use default values for other fields.

ﬁ:Brnnktrnut Configuration Tool - Advanced Mode

File  Wiew Cptions Help

fat = = = a3 %
Home Back et Save  Apph | Licenze Help
=- B.lcn:uktmut [Boston Host Service - Running) | — BTCall Parameters
- Diriver Pararmeters [0 boards] LAL FIUL GERAF e LTI Al RS LIRSS YU Fldye ;I
-~ BTCall Parameters [4ll boards] been instructed to do so
El Eall Cantral Parameters —Fax
. Module Td1: SR140 &ction Taken on Mismatches: IHu:urizontaII_l,l and vertically scale the fax j
[=]- IP Call Contral bodules
[ =1]=] Bad Line Behavior: IHepIace with lazt good line ﬂ
Default 1D String: |
Error Comection Mode: IECM enabled 266-byte frameas ﬂ |
5 Brooktrout Configuration Tool - Advanced
File  ‘Wieww Options Help
fat & = = a3 %
Harne Back [t Save Apply | Licenze Help
(=~ Braokbraut [Boston Host Service - Runningl | — BT all Parameters
Diriver Parameters [&ll boards) Errar Thieshold Valus: |3 ﬂ
BTCall Parameters (&l boards) '
= Call Control Parameters Fant Files: ../blv. apiffontz/ibmpope.fz8 0 ;I
i Module 0%41: SR140 ..biv_apiffontz/ibmpeps.f28 255
= IP Call Control Modules LI
1l bd a=irnurn Error b ultiplication W alue: |2DD
b axirnurn Murmber of Pages: |1 024
M asirmurm Page Ywidth: |21 Bmm Ad 1728 Mormal resolution pikels j
Mirirnm Error Multiplication Value: |4D
Minirm Humber of Linez, #10 units; I p 0 p——— 255
Permitted Compression Types: IMMH or MR or MH j|
Send RTP F5K; [Enabled =l
Time towait for CED Tone, «10meec: |4DDD
.34 Enable Send Call Indicator: IEnabIe j
. 3 High Speed Contral Signaling: IEnabIe j
Y 34 Maodulation Capabiliby: IEnabIe j
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7.4. Configure Call Control Parameters

Navigate to Brooktrout = Call Control Parameters = Module 0x41: SR140 in the left
navigation menu. Ensure the following configuration parameters in the Parameters tab are correct

for your environment:

e IP Call Control Module: SIP

e Media IP Interface for IPv4: If the server contains multiple network interface cards (NICs),
ensure you have selected an interface that is able to communicate with the Session Manager.

e Lowest/Highest IP Port Numbers: Ensure your RTP range matches the port range
configured on the Avaya SIP infrastructure. By default, the port range for SR140 is 56000 to
56999. A maximum range of 1000 ports may be specified. When you change the Lowest IP
Port Number value, the Highest IP Port Number value will adjust automatically.

ﬁ:Brnnktrnut Configuration Tool - Advanced Mode
File  Wiew Oplions Help

fn & = = a3 ?
Harne Back [k Save  Apply | License Help
= Blrooktrnut [Boston Host Service - Running)  |” General Information. Parameters
Diriveer Parameters (4] boards]
- BTCal Paramles Al bosics) P CallContl Mode :
E| Call Contral Parameters
L Module Dxd1: SR140 Media [P Interface for IPvd: |[10_‘I 0.98.94] Broadcom BCMEY0AC Met<treme 1| ﬂ
- IP Call Cortral Modules
----- 5P
Lowest P Port Nurnber: {56000
Highest [P Part Number: IEEEEE
Show Advanced |
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7.5. Configure SIP IP Parameters

Navigate to Brooktrout = IP Call Control Modules = SIP in the left navigation menu. Select the
IP Parameters tab in the right pane. Configure the fields as follows:

e Primary Gateway — The IP address of Session Manager and the Port number to
communicate with.

e From Value — If required by the Avaya environment, set this to an appropriate
UserInfo@ServerlIP. During compliance testing this value was configured as
2125551212@10.10.98.94.

e Contact Address — Enter the IP address assigned to RightFax and the port number 5060.
During compliance testing this value was left at default.

e Username — Required. Default value is a dash (-°) character.

Use default values for all other fields.

4 Brooktrout Configuration Tool - Advanced Mode

File Wwiew Cplions Help

fay & - | (=] & T
Hame Back ext Save  Apply | License Help
- B]Wkt.'DUt [Boston Host Service - Running) | General Information  IF Parameters | T 38 Parameters I RTP Parameters
o Driver Parameters (Bl boards]
BTCall Parameters [&ll boards) Maximum SIP S essions: T =

[l Call Cantral Parameters

T |F'rirnary G ateway: |1 0.10.97.198 :|5|:IE|:I ‘
Prirmary Fromy Server: | :|EI
Additional Prosy Serer #2: | :IEI
Additional Prosy Server #3: | :|D
Additional Prosy Server #4: | :|D
Frimary Registrar Server LUAL: | :|EI
Additional Reqiztrar Server #2: | :|EI
Additional Reqiztrar Server #3: | :IEI
Additional Registrar Server #4: | :ID
From ' alue: |F|ightFa:< <gip 2125651212051 0.10.98.94
Contact [Pvd Address: | 0. 10 . 93 . 94 :|EDEEI
Usernarne: | b
Session Mame: |nn_sessinn_name
Seszion Description: |
Description LRI | ;I
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7.6. Configure T.38 Parameters
Select the T.38 Parameters tab. Configure the fields as shown below in the screenshot.

Note: During the compliance testing, the following settings were configured at the default settings.
In practice, these settings may not be required for full functionality.

e  “Maximum Bit Rate, bps” is set to maximum, 14400, which is the default setting.

% Brooktrout Configuration Tool - Advanced Mode =] E3
File Wiew Options Help
fal - =» = 87 ?
Harme Back  Mest Save Apply | License Help
&I Brooktrout [Boston Host Service - Runningl | G eneral Information I IP Parameters  1.38 Parameters | RTP Parameters
Diivver Parameters [l boards]
BTCall Parameters [ boards) Fan Transporting Protocol; IT.SB oy j =
[=- Call Contral Parameters
Lo Module Oxd1: SR140 Generate CED tone aver RTF: IYes j
- IP ESa:IPEontrol Modules b aximum Bit Rate, bps: |144DD j |
Media Pazzthrough Timeout Inbound, mzec: |1 ana
tedia Pazsthrough Timeout Dutbound, meec: |4DDD
Media Renegatiate Delay Inbound, meec: |1 ana
Media Renegotiate Delay Outbound, meec: |-1
T30 Fast Natiy: {Ho =l
UDPTL Redundancy Depth Contral; I? 0 J g
UDPTL Redundancy Depth Image: I? 0 '—J 2
Advanced Settings
Do not change these parameters unlezs you have
been inztructed to do o
taximum T.38 Yersion: ID j
T.38 Media Stream Renegotiation: ISingIe j
Tepe of Service [DSCP walua): I pn 0 p——— &
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7.7. Configure RTP Parameters

Select the RTP Parameters tab. Set the RTP codec list value to use only a single codec, either
pcmu or pcma to match the codec used in your region.

% Brooktrout Configuration Tool - Advanced Mode

M[=]E3
File “iew Options Help

@ | @ = | & o | e
Home Back [t Save  Apply | License Help
(=~ Bracktrout [Baston Host Service - Running]

) Gerneral Informationl IP Parameters | T.3% Parameters  RTF Farameters |
i Driver Parameters (&1 boards] E'%

BTCall Parameters [l boards) | BTP codac it [fpemu |
= Call Control Parameters

© L Module Dx4T: SR140 Silence Control [inband =l
= IP Call Control Madules

Show Advanced »» |

After verifying all the above parameters are properly set, click Save in the button menu.

Exit the Brooktrout Configuration Tool.

In the DocTransport Configuration screen, click the OK button (See screen shot in Section 7.1).

Restart all RightFax service modules by right clicking the RightFax DocTransport Module name

in the lower right pane of the RightFax Enterprise Fax Manager window and select Start All
Services (See screen shot in Section 7.1).
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7.8. Administer RightFax Users

A user is created on the RightFax server for each incoming fax number. The user represents the fax
recipient. To view the list of users, navigate to Users in the left navigation menu under the host
name of the fax server. The example below shows a list of three users. To view the details of a user,
double-click on the user entry in the right pane. During compliance testing the ADMINISTRATOR
user was used. This section is mentioned here for reference only and therefore no details of configuring a
user will be discussed in these application notes.

&2 RightFax Enterprise Fax Manager M=l
File Edit Utility Help
B FawServers o [Mame [Route ... [Group [Faxes [ Subsciiber...|Roule Type [Route F... [NT &ce.. [Default . IUnpn:l

< DEFALLT Default for new Lser EVERYOME Fax Mailbox TIFF-G3  [NAA

=] U SERVERT [TCPAP)
: B ADMINISTRATOR | Administiator

< wWALKUP ‘walkup

EVERYOME
EVERYOMNE

Fax Mailbox TIFF-G3 [N/ No

Mormal

Fax Mailbox TIFF-G3 N

Default Qutbound S ettings | Outbound Auto-Printing I Default Receive Settings

Hatification I Cther | Pager Matification | Administrative Pager &lertz
Identific-ation I Pemissions I Inbound FRauting

ECT I ADMIMISTRAT OR
[T Use Integrated ‘Windows NT Security?
Sielect N1 Account |

Ilzer Mame: I.-“-‘-.-:Iministrah:ur

Password: I Change Pazzword

Digtinguizhed M arme: I

Group 1D: | EVERTONE =l

Woice Mai Subscriber ID: |0

E-mail addresz: I

SM3/Mobile Address: |

Compute Dizk Uzage | b ayp take zeveral secondz on a server with many faxes 1

k. I Cancel
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8. Verification Steps

The following steps may be used to verify the configuration:
e From Communication Manager SAT, use the status signaling-group command to verify that
the SIP signaling groups configured in Section 5.6 are in-service.
e From Communication Manager SAT, use the status trunk-group command to verify that
the SIP trunk group configured in Section 5.7 is in-service.

o Verify that fax calls can be placed to/from Open Text RightFax server from both local and
remote sites.

e From Communication Manager SAT, use the list trace tac command to verify that fax calls
are routed to the expected trunks.

e From System Manager, confirm that the Entity Link between Session Manager and the Open
Text RightFax server is in service.

9. Conclusion

These Application Notes describe the procedures required to configure OpenText RightFax to
interoperate with Avaya Communication Manager and Avaya Aura® Session Manager using SIP
trunks. Please refer to Section 2.2 for any exceptions or observations.

10. Additional References

This section references the documentation relevant to these Application Notes. The following and
additional Avaya product documentation is available at http://support.avaya.com.

[1] Installing and Configuring Avaya Aura® System Platform, Release 6.3.4, July 2014.

[2] Administering Avaya Aura® System Platform, Release 6.3.4, July 2014,

[3] Administering Avaya Aura® Communication Manager, Release 6.3, July 2014, Document
Number 03-3005009.

[4] Avaya Aura® Communication Manager Feature Description and Implementation, Release 6.3,
July 2014, Document Number 555-245-205.

[5] Administering Avaya Aura® System Manager for Release 6.3.8, Release 6.3.8, August 2014,

[6] Administering Avaya Aura® Session Manager, Release 6.3, August 2014.

RightFax products may be found at https://knowledge.opentext.com. (Valid login required).
e OpenText RightFax 10.6 Administrator Guide
e OpenText RightFax 10.6 Installation Guide

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 44 of 45
SPOC 12/15/2014 ©2014 Avaya Inc. All Rights Reserved. RightFaxCM63


http://support.avaya.com/
https://knowledge.opentext.com/knowledge/llisapi.dll/open/16512673

©2014 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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