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Abstract

These Application Notes describe the configuration steps required for the AudioCodes
Mediant 1000 VoIP Media Gateway to interoperate with Avaya Voice Portal (using a SIP
trunking interface) and Avaya Aura™ Communication Manager (using a line side T1
interface).

The AudioCodes Mediant 1000 VoIP Media Gateway serves as a gateway between TDM and
IP networks. AudioCodes Mediant 1000 supports multiple hardware interfaces and control
protocols. Capacity can be scaled upward by adding additional interface modules. During
compliance testing, AudioCodes Mediant 1000 was configured as a SIP to line side T1
gateway connecting Avaya Voice Portal to Avaya Aura'™ Communication Manager. The
AudioCodes CAS tables used during compliance testing support the LoopStart FXO interface
and OPS signaling. The CAS tables are interoperable with the Avaya Line Side T1 and E1
interfaces, as configured in this document, and should be compatible with a third party PBX
that supports the same interfaces.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure for configuring the AudioCodes Mediant 1000
VoIP Media Gateway to interoperate with Avaya Voice Portal (via SIP) and Avaya Aura™
Communication Manager (via line side T1). The AudioCodes Mediant 1000 VoIP Media
Gateway serves as a gateway between TDM and IP networks. AudioCodes Mediant 1000
supports multiple hardware interfaces and control protocols. Capacity can be scaled upward by
adding additional interface modules. During compliance testing, AudioCodes Mediant 1000 was
configured as a SIP to line side T1 gateway connecting Avaya Voice Portal to a simulated PSTN
network through Avaya Aura'™ Communication Manager. This solution allows Avaya Voice
Portal to receive calls from the PSTN and transfer calls back to the PSTN or PBX call center
agent. Refer to Figure 1 for details of the test configuration.

1.1. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying access to Avaya Voice Portal and exercising interactive voice
response functions through the AudioCodes Mediant 1000 VoIP Media Gateway. Areas tested
included:

e Basic calls from the PSTN to Avaya Voice Portal

e Call transfers by Avaya Voice Portal to the PSTN, including blind, consultative, and
bridged transfers

e Call transfers by Avaya Voice Portal to a Call Center agent, including blind, consultative,
and bridged transfers

e DTMF tones / RFC 2833 support

e G.711 mu-law and G.711 a-law codec support

e Line side T1 connectivity between AudioCodes Mediant 1000 and Avaya Aura™
Communication Manager

e SIP connectivity between AudioCodes Mediant 1000 and Avaya Voice Portal

The serviceability testing focused on verifying the ability of AudioCodes Mediant 1000 to
recover from adverse conditions, such as disconnecting/reconnecting the IP and line side T1
cables to simulate network failures, and stopping/starting AudioCodes Mediant 1000 to simulate
power outages.

1.2. Support

For technical support on the AudioCodes Mediant 1000 VoIP Media Gateway, contact
AudioCodes via the support link at www.audiocodes.com.
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2. Reference Configuration

Figure 1 illustrates the configuration used during compliance testing. In the reference
configuration, the AudioCodes Mediant 1000 VoIP Media Gateway connects to Voice Portal
through a SIP trunking interface on the one side, and to a Communication Manager through a
line side T1 interface on the other side. The Communication Manager in turn has an ISDN-PRI
connection to a simulated PSTN.

Inbound calls from the PSTN to Voice Portal will be routed across the line side T1 connection to
Mediant 1000 through Communication Manager. Mediant 1000 will then route the calls from its
line side T1 interface to its SIP interface to be terminated on the Voice Portal MPP (Media
Processing Platform) server. Outbound calls to PSTN (as a result of a transferring the inbound
call to another PSTN user or call center agent) follow the same path in the reverse order.

In the reference configuration below, Voice Portal consists of two MPP (Media Processing
Platform) servers and a VPMS (Voice Portal Management System) server. A Nuance speech
server providing ASR (Automatic Speech Recognition) and TTS (Text To Speech) functions, as
well as an application server hosting the voice application, are also used in the reference
configuration.
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Figure 1: AudioCodes Mediant 1000 VoIP Media Gateway with Avaya Voice Portal

MIJH; Reviewed: Solution & Interoperability Test Lab Application Notes 3 of41
SPOC 7/2/2010 ©2010 Avaya Inc. All Rights Reserved. AC _MIK-T1 VP



3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Voice Portal 5.0 SP2
e Voice Portal Management System (VPMS)
e Media Processing Platform (MPP)

Application Server — HTTP Server running in Microsoft Windows 2003
Windows Server Service Pack 2

Nuance Speech Server

e Nuance OpenSpeech Recognizer 3.0
e Nuance RealSpeak 4.0
Avaya Aura™ Communication Manager - Avaya 5.2.1 Service Pack 2

S&8300 Server

Avaya G450 Media Gateway -

Call Center Agent
Avaya 9600 Series IP Telephone (H.323) 3.0

Analog and Digital Telephones -

AudioCodes Mediant 1000 VoIP Media Gateway 6.00A.009.002

MIJH; Reviewed: Solution & Interoperability Test Lab Application Notes 4 of 41
SPOC 7/2/2010 ©2010 Avaya Inc. All Rights Reserved. AC MIK-T1_VP



4. Configure Line Side T1 on Avaya Aura™ Communication
Manager

This section provides the procedures for configuring Communication Manger for line side T1
connectivity to the AudioCodes Mediant 1000 VoIP Media Gateway. The procedures include
the following areas:

Configure DSI (to be used for line side T1 connectivity to AudioCodes)

Configure DS1FD stations (line side ports)

Configure VDN (to route calls to a vector)

Configure Vector (to route calls to a hunt group)

Configure Hunt group (to route calls to an available Agent)

Configure Agents (mapped to line side ports)

Note that in the reference configuration, a Call Center agent phone is shown for receiving calls
transferred by Voice Portal. The configuration of this agent phone is standard and therefore is
not covered in these Application Notes. Similarly, the configuration of the ISDN-PRI
connection from Communication Manager to the simulated PSTN is not included since it is
beyond the scope of these Application Notes. The configuration of Communication Manager
was performed using the System Access Terminal (SAT). After the completion of the
configuration, enter the save translation command to make the changes permanent.

It is assumed that Communication Manager is enabled with feature licenses for Vectoring and
Expert Agent Selection. The general configuration and call flow for PSTN calls to Voice Portal
are outlined below:

e Line side ports are configured as DS1FD Stations (5501-5524).

e Agent LoginIDs are created and are mapped one-to-one to each DS1FD station/line side
port. The Agent LoginIDs are administered to automatically log into hunt group/skill 4
(Agent LoginIDs 54101-54124).

e Inbound calls from the PSTN are routed to VDN 53500, which then invokes Vector 2.

e Vector 2 queues the call to skill 4, thus selecting an available Agent/line-side port to be
used to route the call to the AudioCodes Mediant 1000 VoIP Media Gateway.
AudioCodes then routes the call on to Voice Portal.
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4.1. Configure DS1
Configure a DS1 board to provide T1 connectivity to the AudioCodes Mediant 1000 VoIP Media
Gateway. Use the add ds1 n command, where n is a valid board number.

e Enter a descriptive Name (optional)

e Set Bit Rate to 1.544.

e Set Line Coding to b8zs.

e Set Framing Mode to esf.
e Set Signaling Mode to robbed-bit.
e Set Interface Companding to mulaw.
e Use the default values for the remaining fields.
add dsl 001v3 Page 1 of 2
DS1 CIRCUIT PACK
Location: 001V3 Name: line side T1
Bit Rate: 1.544 Line Coding: b8zs
Line Compensation: 1 Framing Mode: esf

Signaling Mode: robbed-bit

Interface Companding: mulaw
Idle Code: 11111111

Slip Detection? n Near-end CSU Type: other
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4.2. Configure DS1FD Stations

Use the add station n command, where n is a valid extension, to configure each line side port as
a station with the Type field set to DS1FD. Repeat this configuration for each port. During
compliance testing, 24 ports were configured with an extension range of 5501 to 5524.

For each station created:
e Set Type to DS1FD.
e Set Port to an available port on the DS1 configured in Section 4.1.
e Enter a descriptive Name (optional).

Station 5510 is shown as an example below.

add station 5510 Page 1 of 4
STATION

Extension: 5510 Lock Messages? n BCC: O

Type: DS1FD Security Code: TN: 1

Port: 001V310 Coverage Path 1: COR: 1

Name: line-side port 10 Coverage Path 2: CoS: 1

Hunt-to Station: Tests? y

STATION OPTIONS
Time of Day Lock Table:
Loss Group: 4
Off Premises Station? y
R Balance Network? n

Survivable COR: internal
Survivable Trunk Dest? y

4.3. Configure VDN
Use the add vdn n command, where n is an unused VDN number, to create the Vector Director
Number (VDN) that will handle all incoming calls. Configure the following fields:

e Set Extension to an available extension (e.g. 53500).

e Enter a descriptive Name* (optional).

e Set Destination to an available vector (e.g. Vector Number 2).

add vdn 53500 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 53500
Name*: Voice Portal
Destination: Vector Number 2

Allow VDN Override? n
COR: 1
TN*: 1

Measured: none
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4.4. Configure Vector

Use the change vector n command, where n is an unused vector number, to configure the
vector. VDN 53500, configured above, will invoke vector 2 which will queue the call to skill 4
via the queue-to skill step. Configure the vector as shown below.

change vector 2 Page 1 of 6
CALL VECTOR

Number: 2 Name: Line Side
Lock? n
Basic? y EAS? vy G3V4 Enhanced? y ANI/II-Digits? n ASAI Routing? y
Prompting? y LAI? n G3V4 Adv Route? n CINFO? n BSR? n Holidays? n

Variables? n 3.0 Enhanced? y

01 wait-time 2 secs hearing ringback
02 queue-to skill 4 pri m

03

4.5. Configure Hunt Group
Enter the add hunt-group n command, where n is an unused hunt group number. Agents
associated with the line side ports (DS1FD stations) will automatically log into this hunt group.
e Set the Group Extension field to a valid extension.
e SetACDtoy.
e Set Vectortoy.

add hunt-group 4 Page 1 of 3
HUNT GROUP
Group Number: 4 ACD? y
Group Name: Voice Portal Prompts App Queue? y
Group Extension: 5552 Vector? y
Group Type: ucd-mia
TN: 1
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n
ISDN/SIP Caller Display:
Queue Limit: unlimited
Calls Warning Threshold: Port:
Time Warning Threshold: Port:
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On Page 2 of the Hunt Group form,
e Set Skill toy.
e Set AAS toy (the AAS option will allow the agents to automatically log into the hunt
group via the corresponding Agent LoginIDs administration).

add hunt-group 4 Page 2 of 3
HUNT GROUP

Skill? y
AAS? y
Measured: none
Supervisor Extension:

Controlling Adjunct: none

Interruptible Aux Threshold: none
Redirect on No Answer (rings):
Redirect to VDN:
Forced Entry of Stroke Counts or Call Work Codes? n

4.6. Configure Agent Login ID

Use the add agent-loginID n command, where n is a valid extension, to add an agent. Add an
Agent LoginID for each line side port.
e SetAAStoy.
e Set Port Extension to an available DS1FD station extension (configured in Section 4.2).
e Repeat this configuration for each DS1FD station.

During compliance testing, agent login IDs 54101 to 54124 were created.

add agent-loginID 54110 Page 1 of 2
AGENT LOGINID
Login ID: 54110 AAS? y
Name: Voice Portal port 10 AUDIX? n
TN: 1 LWC Reception: spe

COR: 1 LWC Log External Calls? n

Coverage Path: AUDIX Name for Messaging:

Security Code:

Port Extension: 5510 LoginID for ISDN/SIP Display? n

Auto Answer: station
MIA Across Skills: system
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On Page 2 of the Agent LoginID form,
e Set Skill Number (SN) to 4 (the hunt group number created in Section 4.5)
e Set Skill Level (SL) to 1.

add agent-loginID 54110

Direct Agent Skill:
Call Handling Preference: skill-level

SN RL SL
4 1

O Jo U b W

I = N = W S S
s WN P O W

AGENT LOGINID

SN RL SL

16:
17:
18:
1805
20:

Page 2 of 2

Service Objective? n
Local Call Preference? n
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5. Configure Avaya Voice Portal

This section covers the administration of Voice Portal. The Voice Portal configuration required
for interoperating with the AudioCodes Mediant 1000 VoIP Media Gateway includes following
areas:
e [Install certificates for TLS authentication
e Configure SIP connection
Add MPP server
Configure VoIP audio format
Add speech server
Add voice application
Start MPP server

Voice Portal is configured via the Voice Portal Management System (VPMS) web interface. To
access the web interface, enter http://<ip-addr>/VoicePortal as the URL in an
Internet browser, where <ip-addr> is the IP address assigned to the VPMS server. Log in
using the Administrator user role. The initial Voice Portal screen after login is shown below.

AVA ﬁ welcome, admin
Last logged in today at 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) f§ Home  ?.Help © Logoff

Expand All | Collapse All

¥ User Management ;
L Voice Portal Management System Version 5.0.0.2.0104
Login Options

* Real-Time Monitoring
System Monitor

Voice Portal Management System (VPMS) is the consolidated web-based application for administering Voice
Portal. Through the VPMS interface, you can configure Voice Portal, check the status of a Voice Portal component,
and generate reports related to system operation.

Active Calls
Port Distribution

¥ System Maintenance Legal Notice
Audit Log Viewer g
Trace Viewer ® 2005 - 2009 Avaya Inc. All Rights Reserved. T
Log Viewer
Alarm Manager .

¥ System Management Notlce . . .
MPP Manager While reasonable efforts were made to ensure that the information in
Software Upgrade this document was complete and accurate at the time of printing,
System Backup : Avaya Inc. can assume no liability for any errors. Changes and

¥ System Configuration corrections to the information in this document might be

Alarm Codes

incorporated in future releases.
Alarm/Log Options P

Applications . X .

MPP Servers Documentation disclaimer

Report Data Avaya Inc. 15 not responsible for any modifications, additions, or
SNMP deletions to the original published version of this documentation
Speech Servers unless such modifications, additions, or deletions were performed by

VoIP Connections : :
VPMS Servers Avaya. Customer and/or End User agree to indemnify and hold harmless

¥ Security Avaya, Avaya's agents, servants and employees against all claims, 5

Certificates Last Login: 6/10/10 11:21:52 AM EDT
Licensing
* Reports
Standard
Custom
Scheduled

Note: All of the screens in this section are shown after Voice Portal had already been configured.
The navigation sequence to each screen is displayed at the top of each screen.
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5.1. Install Certificate for TLS Authentication

Voice Portal was configured to use TCP for the SIP interface to the AudioCodes Mediant 1000
VoIP Media Gateway (to facilitate debugging). A production environment is more likely to use
TLS authentication over the SIP interface between Voice Portal and Mediant 1000. To install
the certificate for TLS authentication, navigate to Security = Certificates and select the Root
Certificate tab. Specify the directory path where the certificate is located, enter the appropriate

password, and click Install. The screen below shows a certificate that has already been installed.

AVAYA

¥ User Management
Roles
Users
Login Options

* Real-Time Monitoring
System Monitor
Active Calls
Port Distribution

* System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Alarm Codes
Alarm/Log Options
Applications
MPP Servers
Report Data
SNMP
Speech Servers
VoIP Connections
VPMS Servers

¥ Security
Certificates
Licensing

* Reports
Standard
Custom
Scheduled
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Voice Portal 5.0 (VoicePortal)

Expand All | Collapse All

Welcome, admin
Last logged in today at 11:21:52 AM EDT

f§ Home  ?.Help © Logoff

Home

Certificates

This page displays the Voice Portal root certificate and application certificate that are currently in effect.

Root Certificate | Application Certificates Speech Server Certificates
Security Certificate Export

Owner: CN=vpms,QU=SIP CA,O0=Avaya
Issuer: CN=vpms,QU=SIP CA,O0=Avaya
Serial Number: 4be%7135
Valid from: Tue May 11 11:01:0% EDT 2010 until: Fri May 08 11:01:0% EDT 2020
Certificate fingerprints
MD5: Ta:b4:f6:4e:ea:el:cl:fl:ad:1a:b2:%c:07:cl:20:4c
SHA: 33:06:2c:7c:15:9d:28:fd:a0:85:40:ed:6d:90:a6:£0:84:7c:2£:91

Install New Security Certificate
Enter Security Certificate Path:

Password:

| 1nstall [ cancel [ Help

Solution & Interoperability Test Lab Application Notes 12 of 41
©2010 Avaya Inc. All Rights Reserved. AC _MIK-T1 VP



5.2. Configure SIP Connection
To configure a SIP connection to the AudioCodes Mediant 1000 VoIP Media Gateway, navigate
to System Configuration = VoIP Connections, and click on the SIP tab. Click the Add button
to add a new connection. On the resulting screen, configure the parameters as follows:
e Enter a descriptive text for Name.
e Select the Yes radio button for Enable.
e Select TCP as the Proxy Transport.
e Specify the IP address assigned to Mediant 1000 for Proxy Server Address and specify
5060 for Proxy Server Port.
e Set the Listener Port field to 5060 for TCP.
e Specify the IP address assigned to Mediant 1000 for the SIP Domain.
e Set the Maximum Simultaneous Calls. In this example, a maximum of 20 calls is
specified.
e Accept the default values for the other fields.

AVA a Welcome, admin
Last logged in today at 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) % Home 2. Help @ Logoff
Expand All | Collapse Al Home VoIP Connections a
¥ User Management -
Roles Change SIP Connection
Users
Login Options Use this page to change the configuration of a SIP connection.

¥ Real-Time Monitoring
System Monitor

Active Calls Name: AudioCodes Mediant 1000
Port Distribution Enable:
¥ System Maintenance i @ Yes O No
Audit Log Viewer Proxy Transport: TCP
Trace Viewer
Log Viewer
Alarm Manager Proxy Servers
¥ System Management — -
MPP Manzger | ____Address | port | Administration L
Soft §] di _ .
o e Bt 10.64.10.29 5060 | [ Remove
¥ System Configuration .
o e s Additional Proxy Server
Alarm/Log Options
Applications
W Sz Listener Port: 5060
Report Data
SNMP SIP Domain: 10.64.10.29
Speech Servers
VoIP Connections P-Asserted-Identity:
VPMS Servers
¥ Security
Certificates -
eensing Call Capadity
¥ Reports Maximum Simultaneous Calls:|20
Standard
Custom
Geheduled @ All Calls can be either inbound or outbound

O Configure number of inbound and outbound calls allowed

 save [l Apply [l cancel [l Help | .

5.3. Add MPP server

Add a Media Processing Platform (MPP) server by navigating to System Configuration =
MPP Servers. Click the Add button to add a new MPP Server. In the MPP Server
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configuration page, specify a descriptive name and the Host Address of the MPP server. Also,
specify the Maximum Simultaneous Calls supported on this MPP server. The screen below
shows the configuration for the first MPP server used in the reference configuration. Although
two MPP servers were configured in the reference configuration, only 1 was used. Repeat these
steps to configure additional MPP servers as necessary.

AVAyA Welcome, admin

Last logged in today at 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) % Home  ?-Help @ Logoff
Expand All | Collapse Al ~
Home MPP Servers
¥ User Management
Roles Change MPP Server
Users
Login Options . . X
+ Real-Time Monitoring Use thl_s page tu_change the configuration of an MPP. Take care when _changmg _tha MPP Trace Logging Th_reshu\ds. Do not set Trace Levels to
System Monitar Finest if your Voice Portal system has heavy call traffic. The system might experience performance issues if Trace Levels are set to Finest. Set
Active Calls Trace Levels to Finest only when you are troubleshooting the system.
Port Distribution
hd Sys_tem Maintenance Name: mpp1
Audit Log Viewer
Trace Viewer Host Address: 10.64.10.32
Log Viewer
Alarm Manager Network Address (VoIP): <Default>
¥ System Management
MPP Manager Network Address (MRCP): <Default>
Software Upgrade
System Backup Network Address (AppSwr): <Default>
* System Configuration
Alarm Codes Maximum Simultaneous Calls: |20
Alarm/Log Options
Applications Restart Automatically: O ves ® nNo
MPP Servers
Report Data
SNMP MPP Certificate
Speech Servers
VoIP Connections
VPMS Servers Owner: CN=mppl,O=Avaya,OU=MPP
~* Security Issuer: CN=mppl,O=Avaya,OU=MPP
Certificates Serial Number: bd9dbf79c26e701b
Licensing Valid from: Thu May 06 13:19:32 EDT 2010 until: Sun May 03 13:19:32 EDT 2020
= Rep";‘ﬁd Certificate fingerprints
itfs:o;r MDS: 3f:ba:ff:63:67:37:0e:b8:52:baied:64:ceib2:Thill
Scheduled SHA: 2a:3f£:97:9f:28:29:£7:37:ce:9d:2a:fc:36:de:5e:d1:27:05:3b: 66

Categories and Trace Levels »

Em i e
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5.4. Configure VolP Audio Format

The VoIP Audio Format for the MPP servers is configured in the VolIP Settings screen,
accessible from System Configuration > MPP Servers. The AudioCodes Mediant 1000 VoIP
Media Gateway supports both G.711 mu-law and G.711 a-law. The MPP Native Format field
in the screen below is set to audio/basic for mu-law.

AVAyA Welcome, admin

Last logged in today st 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) & Home  ?.Help D Logoff

Expand All | Collapse All
Home MPP Servers

~ User Management .
o VoIP Settings
Users
= ;ﬁ[ﬁnﬁ?ﬁnmmg Voice over Internet Protocol (VoIP) is the process of sending voice data through a network using one or more standard protocols such as H.323 and Real-time Transfer Protocol (RTP).
e Use this page to configure parameters that affect how voice data is transferred through the netwerk. Note that if you make any changes to this page, you must restart all MPPs.
Active Calls
Port Distribution
~ System Maintenance
Audit Log Viewsr Port Ranges
Trace Viewsr tow | High |
Log Viewer
Alarm Managar uDE: 23000 30999
~ System Management
MPP Managsr TR 31000 31999
Softvmre Upgrads
System Backup
~ System Configuration
Alarm Codes 325
alarm/Log Options .32 35000 50000
Applications Station:
MPP Servers
Report Data
She RTCP Monitor Settings
Speech Servers
VIP Connactians Host Address:
VPMS Servers
- Security Port:
Certificates
Licensing
Reports VoIP Audio Formats
Standard -
= VPP Native Format: | audio/hasic v
Schaduled

MRCP: 32000 32999

4

QoS Parameters

|__Difiserv__|
H.323: 5 a5
sIP: 5 a5
RTSP: 5 a5

Out of Service Threshold (% of VoIP Resources)

warn: 10 0
Error: 20 10
Fatal: 70 50

v B oo § conce e |
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5.5. Add Speech Server

Adding a speech server for providing ASR (Automatic Speech Recognition) and/or TTS (Text
To Speech) services is part of the standard configuration for Voice Portal. This configuration is
not directly related to achieving interoperability between the AudioCodes Mediant 1000 VoIP
Media Gateway and Voice Portal. It is included here for completeness.

To configure the ASR server, navigate to System Configuration = Speech Servers, select the
ASR tab, and then click Add. The screen below shows the configuration for the ASR server
used during compliance testing. Set the Engine Type to the appropriate value. In the reference
configuration, a Nuance ASR server was used so the engine type was set to Nuance. Set the
Network Address field to the IP address assigned to the speech server and select the desired
Languages to be supported. The other fields were set to their default values.

AVA A Welcome, admin
Last logged in today at 11:21:52 AM EDT
Voice Portal 5.0 (VoicePortal) % Home  ?-Help @ Logoff
Expand All | Collapse Al ~
Home Speech Servers
¥ User Management
TE Change ASR Server
= Iﬁ[;ga‘ln-'ﬁrpntt‘:;initoring Use this page to change the configuration of an ASR server.
System Monitor
Active Calls Name: Nuance ASR
Port Distribution
¥ System Maintenance Enable: ® ves O no
Audit Log Viewer
Trace Viewer Engine Type:
Log Viewer
Alarm Manager Network Address: 10.64.10.34
¥ System Management
MPP Manager Base Port: 4900
Software Upgrade
System Backup Total Number of Licensed ASR Resources: |4
* System Configuration
Alarm Codes New Connection per Session: O ves @ no
Alarm/Log Options
Applications Dutch(Netherlands) nl-nl A
MPP Servers "
Report Data English{Australia) en-au
SNMP . English(UK) en-gb
Speech Servers Languages: X
VoIP Connections English(india) en-in
VPMS Servers English(Singapaore) en-SG
¥ Security 3
Certificates g
Licensing
S nenric MRCP
Standard .
Custom Ping Interval: 15 second(s)
Scheduled Response Timeout: 4 second(s)
Protocol: MRCP V1 v
RTSP URL:|10.64.10.34/media/speechrecognizer
[save [ Avoly ] Cancel [§ Hei|
v
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To configure the TTS server, navigate to System Configuration = Speech Servers, select the
TTS tab, and then click Add. The screen below shows the configuration for the TTS server used
during compliance testing. In this configuration, a Nuance TTS server was used so the engine
type was set to Nuance. Set the Network Address field to the IP address assigned to the speech
server and select the desired Languages to be supported. The other fields were set to their
default values.

AVAYA ——

Last logged in today at 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) #% Home  ?-Help & Logoff
Expand &ll | Collapse &l ~
Home Speech Servers
* User Management
Roles Change TTS Server

Users
Login Options

* Real-Time Monitoring
System Monitor

Use this page to change the configuration of a TTS server.

Active Calls Name: Nuance TTS
Port Distribution
~ System Maintenance Enable: @ ves O nNo
Audit Log Viewer
Trace Viewer Engine Type:
Log Viewer
Alarm Manager Network Address: 10.64.10.34
A Base Port: 4900

Software Upgrade
System Backup
* System Configuration

Total Number of Licensed TTS Resources: |4

WET ST New Connection per Session: O ves ® nNo

Alarm/Log Options

Applications English(lrish) en-El Moira F -~
MPP Servers English(South_African) af-ZA Tessa F

Report Data i English(Scottish) en-SC Fiona F

SNMP Voices:

Speech Servers English(USA) en-US Donna F

English(USA) en-US Erica F
VolP Connect
VSMS s°e”r32r5‘°”s English(USA) en-US Jennifer F M

7 Comicates MRCP
- I;;i';f_‘t';g Ping Interval: 15 second(s)
gze;ntg?ﬂrd Response Timeout: 4 second(s)
Scheduled Protocol: MRCP V1 +
RTSP URL: | 10.64.10.34/media/speechsynthesizer
 Save|  Help
-
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5.6. Add Voice Application

Adding a voice application for Voice Portal is part of Voice Portal’s standard administration.
This configuration is not directly related to achieving interoperability between the AudioCodes
Mediant 1000 VoIP Media Gateway and Voice Portal. It is included here for completeness.

Navigate to System Configuration 2 Applications, and then click Add. Specify a Name for
the application, select the Yes radio button for Enable, set the MIME Type field to the
appropriate value (e.g., VoiceXML), and set the VoiceXML URL field to point to a Voice XML
application on the application server. Next, specify the type of ASR and TTS servers to be used
by the application and the number that invokes the application. The configuration for the voice

application used in the compliance test is shown in the screen below.

AVAYA

Voice Portal 5.0 (VoicePortal)

Expand All | Collapse All

* User Management
Roles
Users
Login Options

* Real-Time Monitoring
System Monitor
Active Calls
Port Distribution

~ System Maintenance
Audit Log Viewer
Trace Viewsr
Log Viewer
Alarm Manager

~ System Management
MPP Manager
Softvare Upgrade
System Backup

- Security
Certificatas
Licensing

~ Reports.
Standard
Custom
Scheduled
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~ System Configuration
odes

Homs

Change Application

Applicstions

Use this page to change the configuration of 3 VoiceXML or CCXML application.

Name: Intro
Enable: @& ves O No

MIME Type: VoiceXML

v

VoiceXML URL: |http://10.64.10.35/mpp/misc/avptestapp/intro.vxml

Speech Servers

ASR: MNuance ¥

TTS:  |Nuance ¥

English(USA) en-us English(USA) en-US Jennifer F
Languages: Vaices:| English(USA) en-US Jill F

Application Launch

Type: @ Inbound O Inbound Default O Cutbound

@ Number O Number Range O URI

Called Number:

| ndd |

5511
5220 - 5221
5510

Speech Parameters »

Reporting Parameters »

Advanced Parameters »
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5.7. Start MPP Server

Start the MPP server from System Management > MPP Manager as shown below. Select the
MPP(s) for use and then click the Start button. The Mode of the started MPP should be Online
and the State should be Running.

AVA A Welcome, admin
Last logged in today at 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) % Home 7+ Help & Logoff
Expand All | Collapse Al ~

ou are here: Home > System Management > MPP Manage!

¥ User Management E
Roles
Users MPP Manager (6/10/10 11:38:22 AM EDT)
Login Options

LR e (] This page displays the current state of each MPP in the Voice Portal system. To enable the state and mode commands, select one or more MPPs. To

System Monitor
AZUVE calls enable the mode commands, the selected MPPs must also be stopped.

Port Distribution

* System Maintenance
Audit Log Viewer Last Poll: 6/10/10 11:38:16 AM EDT

Trace Viewer Auto Restart Schedule Active Calls
gl server Name Config | postart Toda Recurrin In out
Alarm Manager i &
viyslien Monagement O mpptl Online  Running oK No & No & None & 0 0

MPP Manager
O mpp2 Online  Running oK No & No & None & 0 0

Refresh

Software Upgrade
System Backup

* System Configuration
Alarm Codes
Alarm/Log Options
Applications
L | Scarc| Stop
SNMP
Speech Servers
VolIP Connections Mode Commands
VPMS Servers

7 Comihcates | offiins || Test | Onfine
Licensing

¥ Reports
Standard

Custom
Scheduled m

State Commands Restart/Reboot Options

=]
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6. Configure AudioCodes Mediant 1000 VolP Media Gateway

This section provides the procedures for configuring the AudioCodes Mediant 1000 VoIP Media
Gateway version 6.0 to interoperate with Voice Portal and Communication Manager. It is
assumed that Mediant 1000 has been properly installed with the initial configuration following
Mediant 1000 standard installation procedures.

The Mediant 1000 configuration procedures include the following areas:
e Network IP settings

PSTN trunk settings

SIP General parameters

SIP Advanced parameters

SIP Proxy and Registration

Proxy Sets table

Coders

DTMF and Dialing

Trunk Group

IP to trunk group routing

Media voice settings
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The configuration of the AudioCodes Mediant 1000 VoIP Media Gateway is performed via a
Web browser. To access the device, enter the IP address of the gateway as the URL, then log in
with the proper credentials. The main Mediant 1000 screen after login is shown below.

raum i s Burn Device Actions ¥ %5, Home Hel
o Mediant 1000 Submit o P Log off
£« AudioCodes e oot @ & @ e
|
Stat ” Madi + 1 H, =)
Configurstion  Management &Di:nusiirs -
Scenarios Search
© Basic O Full = T 2 e [ Fxo \ crPu | i
#idNetwork Settings JLLLL | LLLL |
A mme|l ]@ ] |
#dMedia Settings E [['“l ]]lIu'I “" u" I""']] ﬂ----]] L @
. JpsTH Settings B 1 |
# | dprotocal Configuration el b % 1 %
i+ advanced Applications 4 Fxs [s |[6 i |
General Information Trunk (Digital Modules) Channel (analog Modules)
P Address 10.64.10.29 Disable U MotConnected ™)
Subnet Mask 255.255.255.0 Active - OK B | nactive Lt
Default Gateway 1064.101 RAI Alarm L' | Handset Offhook (™)
Digital Port Humbar 1 Los/ioFmarm  [Hl | call connacted 1]
BRI Port Number 4 AIS Alarm (™)
L
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Analog Port Mumhber

a

D-Channel Alarm

Firmware Yersion

F.00A.009.002

Protocal Type

SIF
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6.1. Network IP settings

The network settings that were configured during installation can be viewed by navigating to
Network Settings = IP Settings in the left pane. If necessary, changes can be made to the
settings on this page followed by clicking the Submit icon button at the bottom of the screen.
For compliance testing, the IP Address, Subnet Mask and Default Gateway Address were set

to values consistent with the test configuration shown in Figure 1.

£ & AudioCodes

P
‘ Gonfiguration | Management ?B:fanmos

Scenarios Search

© pasic O Full

=l network Settings
IP Settings
Application Settings
Hlidmedia Settings
#WIPsTN Settings
#Fprotacol Configuration
# ¥ advanced Applications
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Mediant 1000 o/ Sbmit () Bun Device Actions v \ﬁ', Home \@, Help $ Log off
( 1P Settings ‘1
Single IP Settings
IP Address 10641029
Subnet Mask 255.255.255.0
Default Gateway Address 1064.101
‘ w Multiple Interface Settings |
‘ Multiple Interface Table [i |
v
Submit
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6.2. PSTN trunk setting

Navigate to PSTN Settings 2 Trunk Settings to configure the line side T1 interface to
Communication Manager. These settings must be consistent with the DS1 settings on
Communication Manager (Section 4.1). Configure the following parameters.

Set Protocol Type to 71 CAS.

Set Line Code to B8ZS.

Set Framing Method to 71 FRAMING ESF CRC6.

Enable CAS Table per trunk and select the appropriate CAS table from the pull down
menu

Note: The names of the CAS tables used during compliance testing were changed after
testing was completed. The CAS table chosen impacts the behavior of calls. See Section
7 for the updated CAS table names and for a description of the behaviors observed using
each CAS table.

Enter 100 (seconds) for PSTN Alert Timeout. This timeout setting on the trunk is used
for disconnecting unanswered calls on the PSTN side.

Default values may be retained for all other fields. Click the Apply Trunk Settings icon button
at the bottom of the screen (not shown)

’(As AudioCodes Mediant 1000 \f Submit 9 Burn Device Actions v ‘\ﬁz Home \9( Help t Log off
‘Cnnligurmion‘ Management ?E:\;S\anustms ( Trunk Settings ‘]
Advanced ParameterList w
Scenarios Search ﬂlz 1345
@ pasic_ O Full 2 ?
HlNetwark Settings General Settings &
HidMedia Settings Module ID 1
=LPsTN Settings Trunk 1D 1
B Trunk Settings Trunk Canfiguratian State Active
¥ Protocol Configuration
W advanced Appicatmns Glotoc e
w Trunk Configuration
Clock Master
Auto Clock Trunk Priority
Line Code
Line Build Out Loss
Line Build Out Overwrite
Framing Method
w CAS Configuration
CAS Table per Trunk
CAS Table per Channel
-
PSTH Alert Timeout 100
Ao Sarvira Aahavine ud
v .
Submit Stop Trunk
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6.3. SIP General Parameters

Navigate to Protocol Configuration > Protocol Definition > SIP General Parameters.

Configure the parameters as described below.

e For the Enable Early Media field, select Enabled. If enabled, the Mediant 1000 sends
Session Description Protocol (SDP) information in the 18x SIP responses allowing the

media stream to be set-up prior to answering the call.

e Select TCP for the SIP Transport Type field.

e Verify the correct port numbers are set for SIP UDP Local Port (5060), SIP TCP Local

Port (5060), SIP TLS Local Port (5061), SIP Destination Port (5060).

Default values may be retained for all other fields.

£ & AudioCodes

‘ Gonfiguration| Management E‘B::;mms

& Submit () Bumn

-
- (i, Home le, Help

Scenarios Search

© pasic O Full

( SIP General Parameters

|

Advanced ParameterList w

w SIP General

W Netwark Settings
*WMedia Settings
HWPSTH Settings
=LProtocol Configuration
Applications Enabling
HLSTrunk Group
=l Protocol Definition
SIP General Parameters
DTMF & Dialing

¥ Wanipulation Tahles

HWRouting Tables

LV Endpaint Settings

i dDigital Gateway
¥ advanced applications

+.¥Proxies, Registration, IP Groups
Hiildl coders and Profile Definitions

MAT IP Address

PRACK Mode

Channel Select Mode
Enable Early Media
Session-Expires Time
Minimum Session-Expires
Session Expires Method
Asserted Identity Mode
Fax Signaling Method
SIP Transpart Type

SIP UDP Local Port

SIP TCP Local Port

SIP TLS Local Port
Enable SIPS

Enable TCP Connection Reuse
SIP Destination Port
Enable Remote Party 1D
Enable History-Info Header
Play Ringhack Tone to IP
Play Ringhack Tone to Tel
3xx Behavior

Enable Reason Header

0.0.0.0
Supportsd v

<

Ascending
Enable

0

80
Fie-INVITE
Disabled
T.38 Relay
TGP
5060
5080

5081

Disable b

<

LAIENE|ES

Enahle b
G060

Dizable

Enable

Don't Play

Flay According to Early Media
Forward

Enahle

<))€ €] [ £][£]].€

w Retransmission Parameters
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6.4. SIP Advanced Parameters

Click the Full radio button above the navigation pane on the left, and then navigate to Protocol
Configuration = SIP Advanced Parameters > Advanced Parameters. Configure the

parameters as described below.

e Specify 100 (seconds) for PSTN Alert Timeout. This timeout setting on the gateway is

for disconnecting unanswered calls on the PSTN side.

e Set the Max Number of Active Calls field to an appropriate value.

Default values may be retained for all other fields.

/% i Submit ) Burn Device Actions 4 & Home Help —
. Mediant 1000 = ™ Log off
€ S AudioCodes ¥ © & @ .
|-
P
‘Conligur o Menagement ?S:Qnmos ( Advanced Parameters w
Basic Parameter List a
Scenarios Search
mEansweE e u A
O pasic @ Full ‘ PSTH Alert Timeout 100
] .
.:Netdwmk Sn.a‘ttmga w Disconnect and Answer Supervision
™M Sett
o] ERlD BEERES Send Digit Pattern on Connect
WWPSTH Settings o BeER B i Enabl =
*l¥sigtran Configuration Bl ek REvErss navle
'JSe:urlty Settings Enable Current Disconnect Enable v
=¥protocal Configuration Discannect on Braken Connectian Mo A
Media Realm Configuration Broken Connection Timeout [100 msec] 100
Applications Enabling 4 Disconnect Call on Silence Detection Mo v
s
qTrunk Gmuu. %  Silence Detection Period [sec] 120
*¥Protocal Definition X
@l application Netwark Setting % Silence Detection M.ethud Mone ~
#| B prosias, Registration, 1P Groups Enabls Fax Re-Rauting Disable >
#lidcoders And Profile Definitions
S s1p Adwanced Parameters ccialh, Z0E 2,
FinEnEEe ) PN CDR Server IP Address
Supplementary Services CDR Report Level Mone 3
Metering Tones Debug Level 5 v
Charge Codes
Keypad Features w Misc. Parameters
#@manipulation Tables Progress Indicator to IP Mot Configured K
*JRouting Tables Enable ¥-Channel Header Disable v
'u{Endnomt Settings Enable Busy Out Disable v
"J_D‘g'ta| Gateway Graceful Busy Out Timeout [sec] 1}
';_JIP Media Default Release Cause 34
JER) Bl Max Number of Active Calls 150 -
Hidadvanced applications
Submit
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6.5. SIP Proxy and Registration

Click the Basic radio button above the navigation pane on the left to return to the Basic
configuration menu tree, and then navigate to Protocol Configuration = Proxies,
Registration, IP Groups > Proxy & Registration. Select Yes for the Use Default Proxy
field. Default values may be retained for all other fields.

& AudioCodes

Mediant 1000

‘Cunligure‘ion Management ?E:gnuﬂms
Seenatios Search
@ pasic_ O Full

|

i Network Settings
i Media Settings
S PSTH Settings
= Protocol Configuration
Applications Enabling
9 Trunk Group
Hdprotocol Definition
=\ Proxies, Registration, IP Groups
Proxy & Registration
Proxy Sets Table
*lid Coders and Profile Definitions
¥ Manipulation Tables
* LW Routing Tables
LV Endpaint Settings
i dDigital Gateway
¥ advanced applications
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&) suonit (@) Bun Device Actions v \ﬁ( Home \e, Help & Log off
( Proxy & Registration
Advanced ParameterList w
-
Use Default Proxy Yes L
Proxzy Set Table (=
Proxy Name
Redundancy Maode Parking hd
Proxy IP List Refresh Time B0
Enable Fallback to Routing Table Disable hd
Prefer Routing Tahle Mo hd
Use Routing Table for Host Mames and Profiles Disable L
Always Use Proxy Disable b
Enable Registration Disable b
Registration Time 3600
Re-registration Timing [%] 50
Registration Retry Time 30
Registration Time Threshold 1]
Re-register On INVITE Failure Disable v
ReRegister On Connection Failure Disable v
Gateway Name
Gateway Registration Mame
Subscription Mode Per Gateway v
User Name
Password
Cnonce Default_Cronce
Registration Mode Per Gateway ~
Register ] [ Un-Register
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6.6. Proxy Sets Table

Navigate to Protocol Configuration > Proxies, Registration, IP Groups > Proxy Sets Table
to reach the Proxy Sets Table configuration page. Enter the IP address assigned to the Voice
Portal MPP server for Proxy Address, and TCP for Transport Type. Default values may be
retained for all other fields.

- 1
Faum i Submit Burn Device Actions v % Home Help ~——
o Mediant 1000 Log off
£ & AudioCodes e v < o L - b
E
‘Cnn(ingu\m’ ‘ Management gila}:\f\anush:s ( Proxy Sets Table W
[+ |
Scenarios Search ‘ Prowy Set ID | 0 V‘ ‘
@ pasic_ O Full
® L network Settings Proxy Address Tr@rr;gpenrt
® i Media Settings
- 1 -TCP v
#LPsTH Settings 10.64.10.32
=\.¥protocol Configuration 2
Applications Enabling 3 ‘ v‘
BSTrunk Group
FSprotocal Definition i [ &
=l proxies, Registration, IP Groups 5 v
IProwy & Registration
Proxy Sets Table
il coders And Profile Definitions hd
‘i'uiMampu\atmn Tables Enable Proxy Keep Alive Disable b
# Jrouting Tables Proxy Keep Alive Time 60
FIJEndpaint Settings Proxy Load Balancing Method Dizable v
7‘!'HJD\g|taI Gateway Is Proxy Hot Swap Mo he
#idadvanced Applications SRD Index 0 -
Sdh_r—ﬂil
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6.7. Coders

Navigate to Protocol Configuration - Coders and Profile Definitions 2 Coders. In the
screen below, select the list of preferred codecs to be used by the AudioCodes Mediant 1000
VoIP Media Gateway with the most preferred codec at the top and working downward to the
least preferred. This list must have an overlap with the VoIP audio format as configured for
Voice Portal in Section 5.4. The codec is selected from the pull-down menu under the Coder
Name field.

The codec list used during compliance testing is shown in the example below. G.711U-law was
selected as the most preferred codec. Default values were retained for all other fields.

-

Faum i Submit Burn Device Actions v % Home Help ~——
o Mediant 1000 Log off
£ & AudioCodes 4 © -4 @ o
-
Gonfiguration | Managemert gig:f;nush:s ( i 1
Scenarios Search
Coder Mame Packetization Time Rate Payload Typ: Silence Suppression
© Basic O Full Q) (G711 UHaw v| [z v (& v Disabled v
'E‘L‘Network Settings [G729 ~|| [z ~ = v Enable v
#idMedia Settings
. [ =
S som | Tl 5 v L~
=lidprotocal Configuration [ v | ¥ My
Applications Enabling | v‘ I v 3
BSTrunk Group
FBprotocol pefinition [ ¥ | | v >
Filprasias, Registration, 1P Groups [ v | v v
Bl coders and Profile Definitions
| 3 | | ~ v
Coders
Coder Group Settings [ v | | | ¥,
Tel Profile Settings [ ~ | | ™| hJ
I1P Profile Settings

Fdmanipulation Tables
#dRouting Tables
#SEndpaint Settings
# Ipigital Gateway

# Jadvanced Applications

"
Submit
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6.8. DTMF and Dialing

Navigate to Protocol Configuration > Protocol Definition > DTMF & Dialing. Configure
the parameters as described below.
e In the Max Digits in Phone Num field, enter the maximum number of digits that can be
dialed.
e For the Declare RFC 2833 in SDP field, select Yes.
e For the 1* Tx DTMF Option field, select RFC 2833. This selects RFC 2833 as the
preferred DTMF transmission method.
e Enter 127 as the RFC 2833 Payload Type.

Default values may be retained for all other fields.

'(‘s AudioCodes Mediant 1000 v Submit S»‘,' Burn Device Actions ¥ [-“ Home @ Help t Log off
| Gontigurstion  Management o astice ( Bt ‘]
Advanced ParameterList w
Scenarios Search
-
@ pasic O Full Max Digits In Phone Num 4
i Network Settings Inter Digit Timeout [sec] 4
HidMedia Settings Declare RFC 2833 in SDP Yes 1~
PSS 15t Tx DTMF Option RFC 2833 v
“‘D;:;iﬁit?;n’j‘g:;ﬁ:; 2nd T« DTMF Option Mot Supported v
RFC 2833 Payload Type 127

9 Trunk Group

=l protocol Definition
SIP General Parameters
DTMF & Dialing

#¥proxies, Registration, IP Groups

*lid Coders and Profile Definitions

¥ Manipulation Tables

* LW Routing Tables

+ W Endpoint Settings

+ .V Digital Gateway

¥ advanced Applications

Default Destination Number 1000

Submit

6.9. Trunk Group

Navigate to Protocol Configuration = Trunk Group = Trunk Group. The Trunk Group
Table maps a particular trunk channel to a trunk group. In the From Trunk and To Trunk
columns, enter the starting and ending trunks to be assigned. In the Channel(s) column, enter
the range of channels on those trunks to be assigned. The setting 7-24 means 24 channels are
assigned to each trunk as defined in the From Trunk and To Trunk columns. A phone number
may be entered in the Phone Number column or it may be left blank. If a number is entered,
this number will be used as the originating calling party if no calling party information is
received from the originating PSTN trunk. Each channel is assigned a unique number starting
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with the value in the Phone Number column and incrementing for each subsequent channel. If
the Phone Number column is left blank, the Mediant 1000 will use a default value (1000) for
the originating calling party if no calling party information is received from the originating
PSTN trunk. Inthe Trunk Group ID column, enter the trunk group that will contain these
channels. The default value may be used for the Tel Profile ID column.

In the example below, the table entry assigns channels I — 24 of trunk 7 to Trunk Group 1. A
range of numbers arbitrary chosen to start at 5501 will be used for the originating calling party
number if no calling party information is received from the originating PSTN trunk.

P »

?EAudioCodes Mediant 1000 {; Submit 9 Burn Device Actions v @ Home @Hap :- Log off
-

Conli _ Management ?E:L:;nus!lm ( Trunk Group Table W

Scenarios Search i

@® pasic_ O Full

#dnetwark Settings

'%‘JMed\a Settings s
# IpSTN Settings Index Module Trunk |10 Trunk Channels Phone Number

Add Phone Cantext As Prefix | Disable ~|

Trunk Group Index [1-10 ~|

Trunklgr’oup Tel Profile 1D

=\.¥protocol Configuration i Module 1 PRI+
Applications Enabling

=S Trunk Group 5 v

1 ~

1

Trunk Group
Trunk Group Settings 3
Fdprotocal Definition
‘f'uiPerlesJ Registration, IP Groups 4
il coders And Profile Definitions
#SManipulation Tables 5
#dRrouting Tahles
‘i'dEndpuint Settings
#dpigital Gateway v
#Jadvanced Applications

10
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6.10. Trunk Group Settings
Navigate to Protocol Configuration = Trunk Group - Trunk Group Settings. Configure

the parameters as described below.

-

e For Trunk Group ID, enter / as configured for Trunk Group (Section 6.9).

e Select the Channel Select Mode as Cyclic Ascending. The channels in this trunk group
are treated as a pool, and each will be selected in cyclic ascending order.

EAE AudioCodes D g St @ Burn Device Actions ¥ @ Home @ Help = Logor
=
‘ ﬁm Management ?E‘i:nusﬁm Trunk Group — W
[ ; Advanced Parameter List w
Scenarios Search
: [~ |
@ pasic_ O Full

® L network Settings
® i Media Settings
#LPsTH Settings
=L dprotacol Configuration
Applications Enabling
=SS Trunk Group
Trunk Group
Trunk Group Settings
Fdprotocal Definition
‘E'UprnxlesJ Registration, IP Groups
il coders And Profile Definitions
#SManipulation Tables
# JRrouting Tables
‘E'UEndpuint Settings
E'h.jD\gital Gateway
#Jadvanced Applications
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6.11. IP to Trunk Group Routing

Navigate to Protocol Configuration - Routing Tables = IP to Trunk Group Routing. The
Inbound IP Routing Table defines the mapping of IP calls to the trunk group created in Section
6.9. The Dest. Phone Prefix, Source Phone Prefix and Source IP Address columns define
which calls are mapped to the trunk group in the Trunk Group ID column. In the example
below, the table entry maps calls from any destination prefix, or any source prefix or any source
IP address to trunk group 1.

Faum i Submit ), Burn Device Actions v % Home Help ~——
. Mediant 1000 9 Log off
£ & AudioCodes v © -+ @ - b
E
P
‘Cnnﬁgurmion Managemeni ?gtgnusn:s ( IP To Trunk Group Routing Table W
Advanced Parameter List w
Scenarios Search
-
@® pasic_ O Full Routing Index 112w
® ¥ Netwark Settings IP To Tel Routing Mode Route calls before manipulation

# P Media Settings
*psTN Settings
=l Protocal Configuration
Applications Enabling
S Trunk Group
#d pratocol Definition
# ¥ Proxies, Registration, IP Groups
#lidcoders And Profile Definitions
#dmanipulation Tables
=ldRouting Tables
Tel to IP Routing
IP to Trunk Group Routing
#JEndpoint Settings
#JDigital Gateway
# ¥ advanced Applications

Dest. Phone Prefix Source Phone Prefix Source IP Address -»| Trunk Group ID | IP Profile ID
1 1]

[r= T T AR O~ O [ O TR (T (Y

=
=]

=
i

=
[

Submit

Note: The Tel to IP Routing Table was not configured for compliance testing. This is because
Voice Portal’s MPP IP address was configured as the proxy in the Proxy Sets Table (Section
6.6); therefore, all calls from the Tel (line-side) side will be sent to the Voice Portal MPP on the
IP side. In a configuration where no default proxy was defined, the Tel to I[P Routing Table
would need to be configured.
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6.12. Media Voice Settings

Navigate to Media Settings = Voice Settings. For DTMF Transport Type, select RFC2833
Relay DTMF . Default values may be retained for all other fields.

& AudioCodes

]
‘ Configuration Management ?g‘u

&) Submit (@) Burn

-
Device Actions  w \2’ Home \g, Help

Scenarios Search

@® pasic_ O Full

( oice Settings

|

Advanced ParameterList w

® ¥ Netwark Settings
=¥ Media Settings
oice Settings

#IPSTN Settings
#protacal Configuration
# ¥ advanced Applications

Fax/Modem/CID Settings

Woice Volume (-32 to 31 dB)
Input Gain (-32 to 31 dB)
Silence Suppression

DTMF Transport Type

DTMF Volume (-31 to 0 dB)
Enable answer Detector
Answer Detector Activity Delay
Answer Detector Silence Time
Answer Detector Redirection
Answer Detector Sensitivity
CAS Transport Type

Echa Canceller

0
0

Dizable he
RFC2833 Relay DTHF 1~
-1

Disable b
0

1n

1] -
0

CASEventsOnly he
Enable he
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6.13. TDM Bus Settings

Click the Full radio button above the navigation pane on the left to return to the Full
configuration menu tree, and then navigate to TDM Configuration - TDM Bus Settings. For
PCM Law Select, select MuLaw. Default values may be retained for all other fields.

Fa'vm . i Submit (&), Bun Device Actions ¥ % Home Help @ Log off
[ AUdlDCOdeS Mediant 1000 i 9 \:‘:, \9, - 0g of
|-

( TDM Bus Settings ‘1

Basic ParameterList a

P
‘ Gonfiguration | Management ?B:fanmos

Scenarios Search
O pasic @ Full -

¥ Network Settings % PCM Law Select UL & -
£ IMadia settings % TDM Bus Type Framers v
*WPSTH Settings 4% 1dle PCM Pattern 255
¥ sigtran Configuration % 1dle ABCD Pattern 0=0F -
""_SEW"'W Settings % TDM Bus Local Reference 1
::pmtm‘ iR % TDM Bus PSTN Auto FallBack Clack Ensble v

Jol] @i e TOM Bus Clock Source Metwark b

TDM Bus Settings
#liladvanced applications
Submit
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6.14. IP Media Settings and Answer Supervision

Enable voice detection/answer supervision.

Navigate to Media Settings - IP Media Settings. For IPMedia Detectors, sclect Enable. The
“bolt” symbol to the left of this parameter indicates that a restart is required for the change to

take effect. Default values may be retained for all other fields.

3 AudioCodes
I

v? Submit @ Burn Device Actions -

\ﬁ- Home:
y

| Gontiguration || Managemert g'g"g;mms

Scenarios Search

O Basic & Full

%W networl Settings
Sl Media Settings
\oice Settings

RTP/RTCP Settings
1P Media Settings
General Media Settings
Anslog Settings
Media Security
£ Hr5TN Settings
%\ sigtran Configuration
% security Settings
%\ erotocol Configuration
=\ TDM Configuration
%\ Advanced Applications

r IPMedia Settings

y

Basic ParameterList &

Fax/Modem/CID Settings

~ IPMedia Settings ~

% IPMedia Detectors Enable
Enable Answer Detector Disable
Answer Detector Activity Delay 0
Answer Detector Silence Time 10
Answer Detector Redirection ]
Answer Detector Sensitivity 0
Answer Machine Detector Sensitivity Resolution Nomal
Answer Machine Detector Sensitivity 3
Answer Machine Detector Besp Detection Timeout 200
Answer Machine Detector Beep Detection Sensitivity 0
Enable AGC Disable
AGC Slope 3
AGC Redirection ]
AGC Target Energy 19
Enable Energy Detector Disable
Energy Detector Quality Factor 4
Energy Detector Threshold 3
Enable Pattern Detector Disable

% Active Speakers Min Interval 20

% Mumber of Media Channels 60

Configure Audio Playback
Playback Audio Format PCMA

Configure Audio Recording
Fnd Nf Dacard Tima en A
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Click the Basic radio button above the navigation pane on the left to return to the Basic

configuration menu tree, and then navigate to Advanced Applications 2 FXO Settings. For
Answer Supervision, select Yes.

& AudioCodes

| contiguration || Management i

v? Submit @ Burn

Device Actions

\ﬂ- Home:
y

Scenarios Search

© Basic O Full

f FXO Settings

#Inetwark Settings

®dmedia Settings

F@psTH Settings

% @protacal Configuration

il advanced applications
Voice Mail Settings
FXO Settings

Dialing Mode

One Stage v
W aiting for Dial Tone Na v
Time to Wait before Dialing [msec] 1000
Ring Detection Timeaut [sec] F
Reorder Tone Duration [sec)] 255
Answer Supervision Yes v
Rings before Detecting Caller ID 1 v
Send Metering Message to IP Mo v
Disconnect Call on Busy Tone Detection (CAS) Disable v
Disconnect On Dial Tone Disable R
Guard Time Between Calls 1
FRO AutoDial Play BusyTone Disable v
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7. General Test Approach and Test Results

The general test approach was to make calls from the PSTN through Communication Manager
and the AudioCodes Mediant 1000 VoIP Media Gateway to reach Voice Portal. Using Voice
Portal voice prompts, various Voice Portal functions were exercised and verified, particularly the
3 kinds of call transfers by Voice Portal (Blind, Consultative and Bridge) to either a second
PSTN user or a Call Center agent.

The serviceability test cases were performed by disconnecting/reconnecting the line side and/or
IP cables (to simulate network failures) and powering down then restarting the Mediant 1000
gateway (to simulate power outage).

The Mediant 1000 gateway passed compliance testing. The following observations were noted
during compliance testing:

If a PSTN call is placed to Voice Portal while the connection between the AudioCodes
gateway and Voice Portal is down, or if no ports are available on Voice Portal, the caller
will hear ringback, instead of a busy signal.

CAS Table selection: Two CAS table were used during compliance testing. Depending
on which CAS table is selected, different behaviors can be expected for calls transferred
from Voice Portal. Consider the scenario where a call is placed from the PSTN and it
arrives at Voice Portal. The call is then transferred from Voice Portal back to the PSTN.
When the call is answered at the transferred-to party and voice is detected (due to the
IPMedia Detectors ficld being enabled in Section 6.14), the AudioCodes gateway will
notify Voice Portal that the call has been completed, via a 200 OK.

Now, consider the scenario where no voice is detected, (for example, if the call is
unanswered, busy, or in queue hearing silence). Using CAS table
loopstarttable_fxo_Avaya, approximately 24 seconds after the second leg call is
initiated (from Voice Portal to the PSTN), AudioCodes gateway to notify Voice Portal of
a request timeout (SIP 408 Request Timeout) and the second leg call for the transfer will
be dropped. If the transfer was a bridged or consultative transfer, then the original PSTN
call into Voice Portal will still be connected. The caller and Voice Portal will then have
the option to reroute the call.

In the same scenario, where no voice is detected and CAS table
loopstarttable fxo Avaya AutoConnect is used, the AudioCodes gateway will
automatically notify Voice Portal that the second leg call for the transfer has been
completed, via a 200 OK. The 200 OK is sent 20 seconds after initiating the second leg
call. As aresult, the transferred call will not be dropped. The caller will continue to hear
ringback, a busy signal, silence, etc. However, since Voice Portal has been notified that
the transfer call has been completed, the option for Voice Portal to reroute the call is no
longer available.
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It is important for the AudioCodes administrator to understand the consequences of
choosing each CAS table, and then select the appropriate table for the desired behavior.

8. Verification Steps

This section provides the verification steps that may be performed to verify that a PSTN call can
reach Voice Portal through Communication Manager and the AudioCodes Mediant 1000 VoIP
Media Gateway.

1. From VPMS (Voice Portal Management System) web interface, verify that the MPP server in
use is online and running as shown below.

AVA A Welcome, admin
Last logged in today at 11:21:52 AM EDT

Voice Portal 5.0 (VoicePortal) % Home 7+ Help & Logoff

Expand All | Collapse All ~

¥ User Management - o o o
Roles E
Users MPP Manager (6/10/10 11:38:22 AM EDT) Refresh

Login Options
* Real-Time Monitoring
System Monitor
Active Calls
Port Distribution
* System Maintenance

This page displays the current state of each MPP in the Voice Portal system. To enable the state and mode commands, select one or more MPPs. To
enable the mode commands, the selected MPPs must also be stopped.

Audit Log Viewer Last Poll: 6/10/10 11:38:16 AM EDT

Trace Viewer Auto Restart Schedule Active Calls

Log Viewer Server Name Config Restart Tod. Re I out

Alarm Manager estal oday ecurring n u
¥ System Management

MPEP Manager O mppl Online  Running OK No & No & None & 0 0

Software Upgrade

System Backup O mpp2 Online  Running OK No & No & None & 0 0
* System Configuration

Alarm Codes .

Alarm/Log Options State Commands Restart/Reboot Options

Applications

MPP Servers Srarr -

Report Data 4 &

SNMP

Speech Servers

VoIP Connections Mode Commands

VPMS Servers

¥ Security
Comticotes | offline (| Test | Olinz
Licensing

¥ Reports
Standard

Custom
Scheduled m

(=]
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2. Make a PSTN call to access Voice Portal. Verify that
e The Avaya Voice Portal voice greeting as defined by the configured voice application
is provided
e VPMS web interface shows that one port is in Connected state as shown below

lAVA A Welcome, admin
Last logged in yesterday at 4:24:30 PM EDT

Expand All | Collapse All
Home
~ User Management
Roles

Port Distribution (6/11/10 11:33:44 AM EDT)

Refresh

This page displays information about how the telephony resources have been distributed to the MPPs. You configure the telephony resources on the VoIP Connections page.

Total Ports: 24 Last Poll: 6/11/10 11:33:44 AM EDT
[Fort SJMode =] “state | Port Group 3 [Protocol <|Current Allocation [pase Allocation
5220 Online  In service 8300 H3z3 mpp1
5221 Online  In service 8300 H323 mpp2
5222 Online  In service 8300 H3z3 mpp1
5223 Online  In service 8300 H323 mpp2
T s 10nline  Connected AudioCodes Mediant 1000 SIF_Trunk  mppl
+ System Configuration 20nline  In service AudioCodes Mediant 1000 SIP_Trunk  mppl

Alarm Codes

T 30nline In service AudioCodes Mediant 1000 SI7_Trunk  mppl

g 0nline In service AudioCodes Mediant 1000 SIP_Trunk ~ mppl
50nline In service AudioCodes Mediant 1000 SI7_Trunk  mppl
gOnline In service AudioCodes Mediant 1000 SIP_Trunk  mppl
7 Online  In service AudioCodes Mediant 1000 SI7_Trunk  mppl
gonline In service AudioCodes Mediant 1000 SIP_Trunk  mppl
S Online  In service AudioCodes Mediant 1000 5I7_Trunk  mppl
10 Online  In service AudioCodes Mediant 1000 SIP_Trunk  mppl
10nline Inservice AudioCodes Mediant 1000 SI7_Trunk  mpp2
t=od 20nline In service AudioCodes Mediant 1000 SIP_Trunk  mpp2
e fediifad 30nline In service AudioCodes Mediant 1000 SI7_Trunk  mpp2
4 0nline In service AudioCodes Mediant 1000 SIP_Trunk  mpp2
50nline In service AudioCodes Mediant 1000 SI7_Trunk  mpp2
gOnline In service AudioCodes Mediant 1000 SIP_Trunk  mpp2
7 Online  In service AudioCodes Mediant 1000 SI7_Trunk  mpp2
gonline In service AudioCodes Mediant 1000 SIP_Trunk  mpp2
S Online  In service AudioCodes Mediant 1000 SI7_Trunk  mpp2
10 Online  In service AudioCodes Mediant 1000 SIP_Trunk  mpp2

[ 1elo

Options
s

3. Select the voice prompt selection to transfer the call to another user on the PSTN. Verify that
two-way audio is established between the two PSTN users.

9. Conclusion

The AudioCodes Median 1000 VoIP Media Gateway version 6.0 passed compliance testing.
These Application Notes describe the configurations required for AudioCodes Median 1000
VoIP Media Gateway to successfully interoperate with Avaya Voice Portal (via a SIP trunking
interface) and Avaya Aura™ Communication Manager (via a line side T1 interface). Most of
the feature and serviceability test cases passed, the failed test cases did not block compliance
testing (See Section 7 for observations noted).
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10. Additional References

This section references the product documentation relevant to these Application Notes.

The following Avaya product documentation is available at http://support.avaya.com.

[1] Administering Avaya Aura™ Communication Manager, Doc ID 03-300509, May 2009.

[2] Feature Description and Implementation for Avaya Communication Manager, Doc
ID555-245-205, Issue 7, Release 5.2, May 2009

[3] Administering Voice Portal, June 2010.

Product documentation for the AudioCodes Mediant 1000 VoIP Media Gateway can be obtained

from AudioCodes at the following web sites: http://www.audiocodes.com/products/mediant-
1000 and http://audiocodes.com/support.
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