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Abstract

These Application Notes describe a solution for supporting wireless interoperability between
the Ascom wireless [IP-DECT SIP solution with Avaya IP Office in a converged Voice over IP
and Data Network. Emphasis of the testing was placed on verifying good voice quality of calls
with Ascom wireless IP-DECT SIP handsets registered to the Avaya IP Office.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration process necessary to provide interoperability
between the Ascom wireless IP Digital Enhanced Cordless Telecommunications (IP-DECT)
Solution with an Avaya IP Office.

1.1. Interoperability Compliance Testing

The compliance testing focused on verifying interoperability of the Ascom wireless [IP-DECT
SIP Solution comprised of the Ascom wireless IP-DECT Base Station and Ascom wireless
DECT Handsets with Avaya IP Office in a converged Voice over IP and Data Network.
Additional testing verified proper operation with the Avaya 9600, 1600, 5600 Series H.323 IP
Telephones and the Avaya 2410 Digital Telephone. Voicemail and MWI using Voicemail Pro
was verified to operate correctly.

Avaya’s formal testing and Declaration of Conformity is provided only on the headsets/handsets
that carry the Avaya brand or logo. Avaya may conduct testing of non-Avaya headsets/handsets
to determine interoperability with Avaya telephones. However, Avaya does not conduct the
testing of non-Avaya headsets/handsets for Acoustic Pressure, Safety, Hearing Aid Compliance,
EMC regulations, or any other tests to ensure conformity with safety, audio quality, long-term
reliability, scalability or any regulation requirements. As a result, Avaya makes no
representation whether a particular non-Avaya headset will work with Avaya’s telephones or
with a different generation of the same Avaya telephone.

Since there is no industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality.

1.2. Ascom IP-DECT Base Station

The Ascom IP-DECT system is a modular solution for large and small deployments with full
handover capabilities with one PBX. The Ascom IP-DECT Base Station works as a conduit
between the Avaya IP Office and the Ascom IP-DECT wireless handsets. After the Ascom IP-
DECT wireless handsets register with the Ascom IP-DECT Base Station, the Base Station
registers the handsets to Avaya IP Office.

1.3. Support

Technical support for the Ascom Wireless [IP-DECT Handset can be obtained through local
Ascom suppliers.

Ascom global technical support:
Phone: +46 31 559450
Email: support@ascom.se
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2. Reference Configuration

The network diagram shown in Figure 1 illustrates the testing environment used for compliance
testing. The network consists of an Avaya IP Office, one Avaya 1616 IP Telephone (H.323), one
Avaya 9620 IP Telephone (H.323), one Avaya 5610 IP Telephone (H.323), one Ascom Device
Manger (WinPDM), two Ascom Wireless IP-DECT Base Stations, one Ascom d62 Wireless IP-
DECT Handset, one Ascom d41 Wireless IP-DECT Handset, one server running Avaya IP
Office Manager and Voicemail Pro, and one server is present in the network providing network

services such as DHCP, TFTP and HTTP.
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Figure 1: Sample Network Diagram
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3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment | Software/Firmware
Avaya PBX Products
Avaya IP Office (IP500) 6.0 (8)
Avaya IP Office Manager 8.0 (8)

Avaya Messaging (Voice Mail) Products

Avaya VoiceMail Pro

6.0 (22)

Avaya Telephony Sets

Avaya 1600 Series IP Telephones

Avaya one-X Deskphone Value Edition 1.020

Avaya 5600 Series IP Telephones 8.016
Avaya 9600 Series IP Telephones S3.110b
Avaya 2420 Digital Telephone 6.0

Ascom Products

Ascom Wireless IP-DECT Base Station

IPBS(3.4.12)

Ascom d62 Wireless IP-DECT Handset 3.0.12
Ascom d41 Wireless IP-DECT Handset 3.0.5
Ascom Device Manger (WinPDM) 354
MS Products
PC Microsoft Windows 2003 Server (File/DHCP
Service)
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4. Avaya IP Office & Extension Configuration

4.1. Avaya IP Office Configuration

This section was included to verify that Avaya IP Office was configured correctly. Except where
stated, the parameters in all steps are the default settings and are supplied for reference. For all
other provisioning information such as provisioning of the trunks, call coverage and voice mail,
please refer to the Avaya IP Office product documentation in Section 9.

Step | Description
1. | Avaya IP Office is configured via the Avaya IP Office Manager program. Log into the
Avaya IP Office Manager PC and select Start — Programs — IP Office — Manager to
launch the Avaya IP Office Manager application. Select File — Open to search for IP
Offices in the network. Click on appropriate Avaya IP Office. Click OK to continue Log into
the Avaya IP Office Manager application using the appropriate credentials.
2.| The main IP Office Manager window appears. The following steps refer to the Configuration
Tree which is in the left pane of the window and under the heading IP Offices.
ﬁ Avaya IP Office R6 Manager D0ED070564 1F [6.0(8)] [Administrator{Administrator)]
File  Edit \Wiew Tools Help
- -] A 0DE0070SE41F ~ User ~ RemateManager
IP Offices ﬁ RemoteManager:
‘S BOOTP (3) Phone Manager Options | Hunt Group Membership | Announcements I Personal Directory I
. i’: DOSSDr;;TJrS(s?lF Lser |Vn|c5ma|l I DD I ShortCodes | Source Numbers I Telephony I Farwarding I Dial In I Waice Recording I Button Programming I Menu Programming I Mobility |
‘~ System (1) Narne |RamotaManagar
47 Line (5)
<> Carnkrol Unit (5) Password [rossekaon
= ? ESI a2 Confirm Password I******”‘*
2@ HuntGroup (1) i I
[+--@% Short Code (573
@ Service (0} Extension I
ol RAS (1)
% Incoming Call Route (2) Locale I j
9 o ) Frirty [ =l
Time: Profile (0 System Phone Rights INnne j
Firewall Profile (1)
-l IF Route [2) Profile IBasic User j
.- 'Q_Em”nt Cade (0) I Receptionist
[+ B License (71}
i Tunnel (0} I= | Enable SoftPhaons
Logical LAN (0} ™ Enable ane-% Partal Services
g(‘ ﬁ;esrlel)ghts o ™| Enable one-% TeleGommuter
# RAS Location Request {00 ™ Ex Directary
- -g'x E911 System (1)
qu‘gc; | Device Type Unknown
User Rights
User Rights view IUser data j
‘Working hours time profile |<N0ne> d
working hours User Rights I j
Qut of hours User Rights I j
| Cancel | Help |
Ready e
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3.| Verify VolP information.

The Avaya IP Telephones will get Differentiated Services information from the Avaya IP
Office. In the Manager window, from the Configuration Tree, click System - LAN1 - VolIP
Verify that the DiffServ Settings for DSCP and SIG DSCP are both set to 46. If they are not
46, change them and then click OK to continue.

Note: 00E00705641F is the MAC address of this specific IP Office and will be different for
all IP Offices.

E'_i Avaya IP Office R6 Manager DDEDO705641F [6.0(8)] [Administrator{Administrator)]

File Edit Vew Tools Help

- | j A DDEDD70SE4 1F = System = ODEDO7OSE4IF -
IP Offices E 00EQ0705641F B v <=

B R BooTP (32 ) Systam LANZ I DNS I Yaicemail I Telephany | Directary Servicesl System Events | SMTR | SMDR. | Twinning | {ali] | CCR I
Operator (3

- O0EONTOSE41F LAN Settings Network Topology | SIP Registrar I
o :;EEE;ZUWUSE‘HF ¥ H323 Gatekeeper Enable
- Cartral Unit [5) I¥ SIP Trunks Enable

o4 Extension {26)
H-§  User (26}
- HuntGroup (1)
H-8% short Code (57) "RTP Port Number Rangs

Vv ip Registrar Enable

[
[
[
[
[
[E

¥ H323 Auto-create Extn
@ Service (0) Port Range (Minimurm) — [49152 =
[y RAS (1)
[]...@ Incoming Call Route (2) W H3z3 Auto-create User
@ ‘wianPort {0}
Directory (0) W Enable RTCP Monitoring
£ Time Profile (0} On Port 5005
[#1-@@) Firewall Profiie (1) — DiffSery Settings
-l 1P Route (2)

. Account Code (0) B8 32 DSCP{Hex) IFC Hﬁ DSCP Mask [Hex) IBS 32 51 DSCP (Hex)

Port Range (Mazimum) (53246 =

[+ %y License (71} P - 2
46 —i| DSCP 63 =1 D3CP Mask 46 -{ SIGD5CP
- L = = [ =
- Logical LA (0 —DHCP Settings
-y User Rights (&)
[ ARS (1) Primary Site Specific Option Kumber (SSON) 176

- RLAS Location Request (0)

Secondary Site Specific Option Mumber (SSON) |242
[ E9L1 System (1)

VLAN Mok Present ¥

oK | Carce] | Help |
Ready [—.:E
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4. | Disable DHCP server on Avaya IP Office.

to Disabled. Click OK to continue.

h_',i Avaya IP Office R6 Manager DOEO070564 1F [6.0(8)] [Administrator{Administrator)]

File Edit \Wew Tools Help

e ﬂ ﬂ _:; v OOEDOFOS6E41F = System ~ O0E0O70S641F
IP Offices E 00EQO705641F
K BooTR(3)

Operator {3} -
ODEQO7OSE41F LAM Settings § voIp | Metwork Topalogy | SIP Registrar I
[=1{¥2r Syskem (1
o DDEDO70S641F IF Address o . 32 . oes . 1
B, Line (5) 1P Mask, 255 . 255 . 255 . O
= Control Urit (5)
Extension {26) Frimary Trans, 1P Address o . o0 .0 .0
User {26}
[ HuntGroup (1) RIP Mode INDH'a j
8% short Code (573 ™ Enable NAT
@ Sepvice (0
[ afy RAS (1) Nurnber OF DHCP IP Addresses Il 33
g Iwncor;inf E:Da)H Route (23 DHCP Mode
anrorl
om Directary (0) ’VF Server 1 client 7~ Dilin + Disabled ‘ Advanced

Time Profile {0}
@ Firewall Prafile (1)
Bl 1P Route (2)

- Account Code (0)
[+ W License (713

-l Tunnel {0}

-, Logical LAN {0}
5 User Rights (&)
EARS (1)

- RAS Location Request {0}
- E911 System (1)

SysteanNZ I DMS | Voicamaill Telephony I Directary Servicesl System Events | SMTP I SMDR I Twinning I WM I ZCR I

From the Configuration Tree, click System - LAN1 > LAN Settings. Set the DHCP Mode

O Canicel | Help |

Ready l—.:i
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4.2. SIP Extension Configuration

This section was included to show basic SIP Extension configuration. Except where stated, the
parameters in all steps are the default settings and are supplied for reference. For all other
provisioning information such as provisioning of the trunks, call coverage and voice mail, please

refer to the Avaya IP Office product documentation in Section 9.

Step | Description
1.| Avaya IP Office is configured via the Avaya IP Office Manager program. Log into the
Avaya IP Office Manager PC and select Start — Programs — IP Office — Manager to
launch the Avaya IP Office Manager application. Select File — Open to search for IP
Offices in the network. Click on appropriate Avaya IP Office. Click OK to continue Log into
the Avaya IP Office Manager application using the appropriate credentials.
2.| The main IP Office Manager window appears. The following steps refer to the Configuration
Tree which is in the left pane of the window and under the heading IP Offices.
ﬁ Avaya IP Office R6 Manager D0ED070564 1F [6.0(8)] [Administrator{Administrator)]
File  Edit Wiew Tools Help
- 2] ﬂ Al 0E07OSE41F + User
IP Offices ﬁ RemoteManager:
‘S BOOTP (3) Phone Manager Options | Hunt Group Membership | Announcements I Personal Directory I
’ O;:Dr;;‘?]’s(s?“: Lser |Vn|c5ma|l I DD I ShortCodes | Source Numbers I Telephony I Farwarding I Dial In I Waice Recording I Button Programming I Menu Programming I Mobility |
System (1} Name |RamotaManagar
7 Line (5)
Control Unit (S) Password I********
Ay Extension (26)
=§ Confirmn Password I******”‘*
2@ HuntGroup (1) i I
[+--@% Short Code (573
@ Service (0} Extension I
= RAS (1)
- % Incoming Call Route (2) Locale I j
T o ) Frirty [ =l
T‘ Time: Profile {0} System Phone Rights INnne j
Profile IBasic User j
.- 'Q_Em”nt Cade (0) I Receptionist
[+ B, License (71)
il Tunmel (0) I~ Enable SoftRhans
<. Logical LAN (0) I Enable ane-X Partal Services
: ﬁf‘ ﬁ;esf’(Rll)DhtS ® I™ | Enable one-% TeleCommuter
- RAS Location Request (0} ™ Ex Directary
- E911 System (1)
qu‘gc: | Device Type Unknown
User Rights
User Rights view ILlser data j
‘Wworking hours time profile |<N0ne> d
working haurs User Rights I j
Qut of hours User Rights I j
(a4 | Cancel | Help |
Ready l—.:i
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(O8]

Create SIP Extension.

Enter a unique extension, click VoIP to continue.

ﬁnvaya IP Office R6 Manager DDEDD70564 1F [6.0(8)] [Administrator(Administrator)]

Fle Edt View Tools Help

From the Configuration Tree, right mouse click on Extension = New = SIP Extension.

W AEE A

R Bo0TR(2) -
» Operator (3)
ODEDO70SE41F
W System (1)
Line {5)
Control Unit (S
-y, B012
& z202
oy 3203
oy 4204
& 5205
iy 6206
oy 7207
& 8208
oy 26 210
& 49211
& 0212
e, 8000 22001
"y, 3004 22003
-y, BO0G 22004
"y, 005 22005
"y, 3006 22010
-y, 007 22011
", 8009 30000
", 3011 30001
-y, 5010 30002
", 8003 51000
", 3002 51001
- 25 52001
& 155000
g User (25)
339 HontGroup (1)
[#-BX Short Code (57)
B Service (0)
ok RAS (1)
(-4 Incoming Call Raute (2)
48 WanPart (0)

IP Offices

a4 Directory (0)

£ Time Profile (0)
(1480} Firsveall Profile (1)
-l TP Routs (2)
am Account Code (0)
W License (70) LI

Ready

OOEDO7OSE41F

Extension Id

Base Extension

Caller Display Type
Reset Volume After Calls
Dewice bype

Module

Port

Disable Speakerphone

Faree Autharisation

~ Extension

- 155000 N

SIP Extension: 8001 =

[pon:

|On
-

d.ﬁ [Unknown STP device

< w1

oK | Cancel | Help |

e
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Verify Direct Media Path.

Verify that Allow Direct Media Path is checked. Click OK to continue.

[l Avaya IP Office RE Manager 00E0D7056+41F [6.0(8)] [Administrator(Administrator)]

Eile  Edit ‘iew Tools Help
-l EENE A v

IP Offices

R B0OTP (2) =
* Operatar (3)
ODEOO7OSE4F
System (1)
Line (5)
< Control Unit (S}
-4 Extension (24)
g, 8012
& 2202
-y 3203
e 4204
& 5205
ol 6206
e 7207
A& 5208
oy 26 210
oy 43 211
A& 50212
g, 6000 22001
"N, 8004 22003
“, 8005 22004
g, 8005 22005
"%, 8006 22010
-y, 5007 22011
"%, B009 30000
"%, B011 30001
-y, 5010 30002
"%, 8003 51000
", 3002 51001
oy 25 52001
e 155000
g User (25)
339 HontGroup (1)
[#-8X Shart Code (57)
B Service (0)
ok RAS (1)
(-4 Incoming Call Raute (2)
48 WanPart (0)
Directary (0)
Time Profile (0}
(1480} Firsveall Profile (1)
(+I-fifl TP Route (2)
am Account Code (0)
Licerse (70} |

Ready

OOENO70S641F ~ Extension

Extn | YoIP |T35Fax|

IF Address o .0

o

- 155000

SIP Extension: 8001 *

Compression Made: IAutnmatl( Select:

TOM-51IP Gain [Defaul:
IP->TOM Gain [pefank
DTMF Suppart [rFczeas

Lol Ll Lo Lo

™ valP Silence Suppression

I Fax Transport Support

I™ Lacal Hold Music

I¥ " llow Direct Media Path

¥ Re-invite Supparted

I™ Use Offerer's Preferred Codec

™ Reserve ard party IP endpoint license

oK | Cancel

Help
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5.| Create User:

From the Configuration Tree, right mouse click on User > New. Enter the extension that
was created in Step 3 and precede it with Extn, for example, Extn22000. Enter a Password
and Confirm Password value, enter the extension that was created in Step 3. Click Telephony
to continue.

{[M Avaya IP Office R6 Manager DDEDD705641F [6.0(8)] [Administrator(Administrator)]

Fle Edt View Tools Help

- H é j AR 00ECD705641F T User T 202 Extnz0z N
- 50212 2 | (e Membership | Announcements | Personal Directory |
: :ggé Zgg? Woicemail | DD | ShortCodes I Source Mumbers Forwarding | Dial In | Woice Recording | Button Programming | Menu Programming | Mobility | Phone Manager Options

", 8004 22003 Name [Extrizzo0a |

, 8003 22004

g, 8005 22005 Password I*M*** I

"%, 8006 22010
“, 5007 22011 Confirm Passward I*w«w I
", BO09 30000
"%, 8011 30001

", 8010 30002 Extension IZZUUU

", B003 51000

Full Mame:

"y, 3002 51001 Locale | =
: i:éggl Priority |s |
User (25) System Phane Rights [raere =]
E::sniremnagar Profile IEas\c User j
jgg :it:igg ™ Receptionist
204 Extn204 I” | Enzble ScftPhone
205 Extn205 ™ Enable one- Portal Services

206 Extn206
207 Extnz07
208 ExtrizDg I ExDirectory

210Extn210
211 Extnz11 gl [Unknavin SIP device
212 Extrizt2 e

e 22001 Extrizzont
Uiser Rights
I 22003 Extriz2003
g 22004 Extrizz004 User Rights view: Juser dta
e 22005 Extrizznns
I 22010 Extriz2010
- 22011 Extrizzo11 Werlking hours User Rigkes |
30000 Extrianoon
30001 Extri30001 Out of hours User Rights |
30002 Extriannnz
v 51000 Extris1000
I 51001 ExtriS1001
52001 Extris2001
55000 ExtriSs000
(-5 HuntGraup (1)
[-BX Short Code (57)
4B service (0) =l - |
Ready '7.:5

™| Ensble one-% TeleCommuter

Warking hours time profile |<Nune>

Ll Lol e L

=
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6. | Click Supervisor Setting, Enter a Login Code, 123456 was used for the compliance testing.
The Login Code is used by the Ascom IP-DECT Handset to log into the IP Office, it will be
configured in Section 5.1, Step 17. Click OK to continue.

The changes must be saved before they will take effect, click to the = icon to save the
configuration.

{[M Avaya IP Office R6 Manager DDEDD705641F [6.0(8)] [Administrator(Administrator)]

Fle Edt View Tools Help

= e E A ODE0D70SE41F - User - 202 Extnz02 -
IP Offices i
-l 50212 | Group Membership | Announcements | Personal Directory
» 8001 22000
: 000 22001 User | woicemail | DD | ShurtCodesI Source Mumbers | Telephany Forwardmgl DialIn | Yaice Recording | Button Programming | Menu Programming | Mability | Phone Manager Options |
g, BO04 22003 Call Settings [} Supervisor Settings | Muli-line Opt\nnsl call Lngl
, 8003 22004
8005 22005 Login Code roacdetotor ™ Force Lagin
= i
", 8006 22010
Login Idle Period {secs) ™ Force Account Code
", 8007 22011
" 8009 30000 Monitar Group [<hane =l
", 5011 30001
", 3010 30002 Coverags Group [<hione =
", B003 51000
", 5002 51001 Status on No-Answer [Loaged on (o change) =l I™ utgeing Call Bar
-4y 2552001 i
g o0 e U T I Inhibit OFf-5uitch Farward]Transfer
=] User(2s) & allcals ™ Can Intrude
- fig Molser ) ¥ Cannot be Intruded
- dyg RemoteManager £ External Incoming r
202 Extnz0z Can Trace Calls
203 Extn203 I e Agent
204 Extnz04 -
After Call Wwork Time (secs) | System Default (10) — ™ automatic After Call Wark
205 Exknz0%
206 Extn206
207 Extnz07
205 Exknz03

210 Extn210

211 Extnz11

212 Extnz1z

- 22001 Extn22001
™ 22003 ExtnZ2003
- e 22004 ExtnZ2004
- g 22005 ExtnZ2005
22010 ExtnZ2010
- e 22011 Extn2z011
30000 Extn30000
30001 Extn30001
30002 Extn30002
- g 51000 ExtnS1000
i 51001 ExtnS1001
52001 ExtnS2001
55000 ExtnSS000
(-5 HuntGraup (1)
[#-@X Short Code (57)

@ service (1) &l oK concel | web |

Ready i

7. | Repeat Steps 3 thru 6 for additional Extensions.
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5. Configure Ascom wireless IP-DECT SIP Solution

The following steps detail the initial configuration for the Ascom Wireless [IP-DECT SIP
Solution. Log onto the Ascom wireless IP-DECT Base Station via web browser using the
following URL format: http://IPBS-XX-XX-XX, where XX-XX-XX are the last 3 bytes of the
MAC address of the Ascom wireless IP-DECT Base Station. For example, an Ascom wireless
IP-DECT Base Station with a MAC address of 00-01-3E-00-CB-DB could be accessed using
http://IPBS-00-CB-DB or via the Base Station IP address assigned by DHCP server.

5.1. Configure IP-DECT Base Station

The Ascom wireless IP-DECT Base Stations can be configured in a Master/Standby Master
scenario to provide redundancy or to extend the radius of coverage (roaming). The following
configuration steps detail the configuration process used to configure an Ascom wireless IP-
DECT Base Station in Master mode only.

Roaming between multiple Ascom Wireless IP-DECT Base Stations as shown in Figure 1 was
tested but the configuration setup will not be shown in this document. Refer to [6] for
information on how to configure roaming.

Step

Description

1.

Launch a web browser and enter either the IP address, (obtained from the DHCP server) or
http://TIPBS-XX-XX-XX as shown in Section 5 into the URL. The user will be presented with a
login screen. Refer to [6] for appropriate credentials needed to access the Ascom wireless IP-
DECT Base Station. Enter the appropriate login information and then click OK.

Connect to 10.20. 20,205

The server 10,20,20,205 at IPES-01-9c-54 requires a
username and password,

Lser narne: L % “
Passwiord;

[ ]Remember my passwaord

[ Ok l [ Cancel
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http://ipbs-xx-xx-xx/
http://ipbs-00-cb-db/
http://ipbs-xx-xx-xx/

Step

Description

Configuration
General
LAN
IP
LDAP
DECT
VolP
UNITE

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset

The user is presented with the General Info frame where the system information for the Ascom
wireless IP-DECT Base Station is displayed.

Ascom IP-DECT Base Station

Info  Admin

Update  NTP

Logging HTTP  HTTP Client SHMP  Certificates

Version
Serial Number

MAC Address (LAN)

SNTP Server
Time
Uptime

IPBS[3.4.12], Bootcode[3.0.26]), Hardware[IF'ElS1l-”§3f4El]
10052173

00-01-3e-01-9c-54

192.50.10.250

14.04.2010 11:18

7d Oh 16m s

RFP SW version 3.0.15
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Step

Description

The web interface on the Ascom wireless IP-DECT Base Station consists of a series of frames
selected by a two-click process, where a category and then an option are clicked. Categories are
found below Configuration, which is displayed in the top left portion of the frame, and options
are found to the right.

Navigate to the General Admin frame by clicking General and then clicking Admin. Configure
the fields displayed below and then click OK. The Device Name can be any descriptive name
that identifies this Ascom wireless IP-DECT Base Station. In the sample network the name
“Avaya-1" was chosen. The User Name and Password fields were populated using the default
credentials. The box below Password is to confirm the password and the value entered for the
Password field must be entered here. Click OK to continue.

Ascom IP-DECT Base Station

Configuration Info Update NTP Logging HTTP HTTPClient SNMP Certificates
Admin
LAN
= Device Name Avaya-1
LDAP User Name admin
DECT Password LIITIT T
VolP Confirm Password | eessssss
UNITE Additional Administrator and Auditor Accounts
. . User Name Password Confirm Password Role Delete
Administration
Administrator ¥

Users
Device Overview

Traffic
Gateway
Backup
Update
Diagnostics

Reset
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Step | Description
4. Navigate to the LAN DHCP frame by first clicking LAN and then clicking DHCP. Using the
drop-down list, set Mode to “disabled” and then click OK. This will present the user with the
clickable red text which reads “reset required”. Click IP tab to continue to the LAN IP frame.
Ascom IP-DECT Base Station
Configuration IP VLAN Link 8021X  Statistics
General
MDdECurrem\y—Ehem
P o]
LDAP Current Lease from 192.50.10.250
LEET IP Address 10.20.20.130
VolP Network Mask 255.255.255.0  Default Gateway 10.20.201
UNITE TOS Priority IP Routing
DHS Server 1 DNS Server 2
Administration Domain Name
Users SYSLOG Senver TFTP Server
Device Overview Time Server Timezone String
Traffic WINS Server Node Type
o Primary Gatekeeper Secondary Gatekeeper
Coder Gatekeeper Identifier
By Dial Tones Enblock Dialling Timeout [s]
Update Faststart [0/1] Tunneling [0/1]
Diagnostics Local Networks
Reset Language Dialing Location
AM/PM Clock [0/1] LDAP Directory
Update Interval [min] Update Server URL
802.1Q VLAN ID 802.1p VLAN Priority
5. Set the static IP Address, Network Mask, Default Gateway and DNS Server, and click OK.
Click VLAN to continue.
Ascom IP-DECT Base Station
Configuration DHCP VLAN Link 802.1X Statistics
General
Active Settings
P IP Address 10.20.20.205 0.20.20.130
LDAP Network Mask P55 255 256 0
DECT Default Gateway 0.20.20.1
VolP DNS Server 92 50 10 1
L1 Alt. DNS Server
Administration Check ARP o
Users
Device Overview
Traffic
Gateway
Backup
Update
Diagnostics
Reset
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Step | Description

6. Set the ID, Priority — RTP Data and Priority — Signalling, and click OK. Click Reset to
continue.

Ascom IP-DECT Base Station
Configuration DHCP IP Link  802.1X  Statistics %

General

LAN Configure the VLAN ID only if the switches and endpoints
support VLAN tagging (IEEE 802.1q).

1P For priority tagging (802.1p) it is sufficient te configure the
RTP prioritiy value onty.

LDAP Please be aware that you may not be able to access the

DECT device any further if the VLAN ID is changed!

VolP Active Settings

UNITE I 100

Administration Priority - RTP Data El 6

Users Priority - Signalling EI 4

Deice i

Traffic

Gateway

Backup

Update

Diagnostics

7. Click OK to initiate the system reset. Many of the other changes made to the system during the
configuration process require a reboot. Repeat this process whenever a reset is required.

Ascom IP-DECT Base Station

Configuration Idle Reset Reset TFTP  Boot
General
LAN Reset only if the system is idle (no active calls, etc.)
»
LDAP
DECT
VolP
UNITE

Administration
Users
Device Overview
Traffic
Gateway
Backup
Update

Diagnostics
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Step | Description

8. After the Ascom wireless [IP-DECT Base Station (Avaya-1) has rebooted, navigate to the LDAP
Server frame by clicking LDAP and then clicking Server. The “ldap-guest” account is a default
system account. Configure User using the Device Name used in Step 3. Configure the
Password field with the Password used in Step 3. Check the Write Access check box for the
"Avaya-1” user account and then click OK to continue.

Ascom IP-DECT Base Station

Configuration Server | Server-Status Replicator Replicator-Status  Expert
General
LAN User Password Write Access
T |Idap-guest ||||||| | F
LDAP |A\.'aya-1 ”|||||||| "
DECT | Il | O
volP o< ]
UNITE )

Administration
Users
Device Overview
Traffic
Gateway
Backup
Update
Diagnostics

Reset
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Step

Description

Navigate to the DECT Master frame by clicking DECT and then clicking Master.

Configure the fields displayed below and then click OK. Use the drop-down list for Mode and
select “Active”. Under IP-PBX, use the drop-down list for Protocol and select “SIP”. Set Proxy
to the IP address of the Avaya IP Office (see Figure 1). Check the Allow DTMF through RTP
check box. Click OK. Click System to continue.

Ascom IP-DECT Base Station
Configuration Suppl. Serv. Mobility Master Radio  Radio config PARI  SARI  Air Sync

General

T Mode
Multi-master
1 Master Id o]
LDAP Enable Pari function [#]
VolP Protocol SIP
UNITE Proxy
Administration Ak Py |:|
Device Overview WMax. internal number length El uzed to decide internallexternal ring =ignal
Enbloc Dialing O
jiiaflic Enable Enbloc Send-key O
Gateway [Riow DTNF through RTF =]
Backup Configured with local GK
Update SIP Interoperabilty Settings
Diagnostics Registration time-to-live |:| [sec]
Reset Hold Signaling
Hold before Transfer O
Accept inbound calls not routed via home proxy [
Register with number
Registration for anenymous devices
Registration Mame / Number I:l ! l:l
Deactivate Master if no connection  []
Wobility Master
Pazsword :l
IP Address ]
ALPAddress [ ]
Status Mo Connection to Mobility Master.
]
Reset required!
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Step | Description
10. | Navigate to the DECT System frame by clicking DECT and the- Device Name used in Step 3.
Password is the Password used in Step 3. The box below Password is to confirm the password
and the value configured for Password field must be entered here. Using the drop-down list for
Subscriptions and select “With System AC”. This enables the system to use the
Authentication Code when challenging DECT handsets during registration. The
Authentication Code is a numerical code that every DECT handset will need to use to subscribe
to this system, In the sample configuration “1234” was used. Use the drop-down list for Tones
and select “US”. Use the drop-down list for Default Language and select “English”. Use the
drop-down list for Frequency and select “North America”. Check the 0,1,2,3 and 4 check boxes.
The Enabled Carriers check boxes enable the DECT handsets to use different channels or
frequencies when transmitting. Use the drop-down list for Coder and select “G711u”. Ensure
that the codec chosen matches the codec configured on the Avaya IP Office.
Note: The G.729A codecs are set the same way.
Ascom IP-DECT Base Station
Configuration System | Suppl. Serv. Master Mobility Master Radio Radio config PARI  SARI  Air Sync
General
LAN Systern Name [A\aaya-1 I
LDAP Confirm Password
DECT Subscriptions
VolP Authentication Code  [1234 ]
UNITE
o Tones
U::::‘llnlstratlon Default Language
Device Overview Frequency 7
Traffic Enabled Carriers 0 1.2 3 4 567 83
Backi Local R-Key Handling
ackup
Update No Transfer on Hangup  []
Diagnostics Coder rame (ms) Exclusive [] SC [
Reset
TMA; Reviewed: Solution & Interoperability Test Lab Application Notes 20 of 31

SPOC 4/29/2010 ©2010 Avaya Inc. All Rights Reserved. AscomDECT-IPO




Step | Description
11. | Navigate to the DECT Suppl. Serv. frame by clicking DECT and then clicking Suppl. Serv..
Check the Enable Supplementary Services check box. For compliance testing, the Avaya PBX
handled most of the features listed, so these functions were disabled on the Ascom Base Station.
Disable the following, Call Forwarding Unconditional, Call Forwarding Busy, Call
Forwarding No Reply, Do not Disturb, Call Completion Busy Subscriber and Logout User.
Using the drop-down list for MWI Mode, select “Fixed interrogate and fixed notify number”.
For “MWI Interrogate Number”, “MWI Notify Number” and “Local Clear of MWI”, enter the
extension used for the pilot number of Voicemail Pro, In the sample configuration *17 was used
Click OK to continue.
Y
Ascom IP-DECT Base Station
Configuration System _ Master  Mobility Master Radio Radio confiy PARI  SARI  Air Sync
General
LAN Enable Supplementary Services
Ly Activate Deactivate Disahle
LDAP Call Forwarding Unconditional
LEEL Call Forwarding Busy
VolP Call Forwarding Mo Reply
UNITE
Administration Do ot Disturt
Usore Call Waiting 34 w3 O
Device Overview Call Completion Busy Subscriber |,
DECT Sync Logout User
Traffic -
Gateway Clear Local Setting “00# O
Backup 1l Mode Fixed interragate and fixed notify number + |
Update [MWI Interrogate Mumber *17 ‘
Diagnostics [vrw Notify Number 17 |
Reset [Local Clear of Ml 17 |
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Step

Description

12.

Navigate to the DECT PARI frame by clicking DECT and then clicking PARI. PARI is a user-
defined system value and must range from 1-35. Enter any number from 1-35. Click OK to

continue.

Configuration
General
LAN
P
LDAP
VolP
UNITE

Administration
Users
Device Overview
Traffic
Gateway
Backup
Update
Diagnostics

Reset

Ascom IP-DECT Base Station

System  Suppl. Serv. Master Mobility Master Radio Radio config SARI  Air Sync

SystemID |25 |

=1

13.

Navigate to the DECT SARI frame by clicking DECT and then clicking SARI. SARI is an
Ascom provided activation code which is needed for the system to function. Contact Ascom to
obtain a SARI. Enter the SARI value. Click OK to continue.

Configuration
General
LAN
IP
LDAP
VolP
UNITE

Administration
Users
Device Overview
Traffic
Gateway
Backup
Update
Diagnostics

Reset

Ascom IP-DECT Base Station

System  Suppl. Serv.  Master Mobility Master Radio Radio config PARI Air Sync

SARI
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Step

Description

14.

Navigate to the DECT Air Sync frame by clicking DECT and then clicking Air Syne. Use the
drop-down list for Sync Mode and select “Master”. Click the radio button for Resynchronize on
command. Click OK to continue.

Configuration
General
LAN
IP
LDAP
DECT
VolP
UNITE

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset

Ascom IP-DECT Base Station

System  Suppl. Serv. Master Mobility Master Radio  Radio config PARI  SARI

Sync Mode

Reference RFPI
Alternative reference RFPI
Sync RHegion
Action at reference sync failure Resynchronize oh command
O Resynchronize every day at | 00:00 &
(O Resynchronize every | Sunday ¥ |at|00:00 &

[ o ]
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Step

Description

15.

Navigate to the General Info frame by clicking General and then clicking Info. The 3rd pty is
displayed. This value is needed when programming Ascom wireless DECT handsets. The 3rd
pty information is similar to an SSID in an 802.11 wireless environment.

Note, The 3rd pty information should be obtained from an Ascom associate

Configuration

General
LAN

IP

LDAP
DECT
VolP
UNITE

Administration

Ascom IP-DECT Base Station

Anonymous

PARK

PARK :ooooooos

[3rd Pty OOOOONKEE

Master Id

shiow

My

Lsers

Device Overview

DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset

TMA; Reviewed:
SPOC 4/29/2010

Solution & Interoperability Test Lab Application Notes 24 of 31
©2010 Avaya Inc. All Rights Reserved. AscomDECT-IPO




Step | Description

16. | Navigate to the Users frame by clicking Users and then clicking Users. Click new to provision a
new user account.

Ascom IP-DECT Base Station
Configuration Anonymous

General
LAN

PARK :ooooooos

PARK
IP Ird pty oo

LDAP Master Id 1]
DECT show
VolP neswy
UNITE

Administration

I Lsers

Device Overview
DECT Sync
Traffic

Gateway

Backup

Update
Diagnostics

Reset
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Step | Description

17. | The Edit User web page is presented. Long Name can be any descriptive name that identifies
this user. Display Name is the text string that will be displayed on the LCD screen of the Ascom
wireless DECT Handset. The Name & Number fields are the extension assigned to this user.
The Password field is configured with the Login Code configured in Section 4.2 Step 6. The
box below Password is to confirm the password and the value entered for the Password field
must be entered here. Auth. Code is used only if Subscriptions in Step 10 is set to “With User
AC”. Once all the user information has been configured click OK. Repeat this process for each
user being added to the system.

User type
® User
) User Administrator

Long Mame 22000

Display Mame 22000

Mame 22000

Mumber 22000

Auth. Name ISIP only)
Password Iy

Confirm Password |[essesss
IPEI/ IPDI
Auth. Code 1234

Ok [ Apply ] [Cancel]
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5.2. Configure Ascom wireless DECT Handset

Refer to Section 9, [6] to obtain information on the procedures for subscribing and registering
the Ascom wireless DECT Handsets to the Ascom wireless IP-DECT Base Station.

6. General Test Approach and Test Results
6.1. General Test Approach

All feature functionality test cases were performed manually. The general test approach
entailed verifying the following:

e Registration, re-registration of Ascom wireless DECT Handsets with Avaya IP Office.

o Verify G.711MU & G.729a codecs, conference participation, Call forwarding/Call
forwarding Deactivate, Call Park/ Call Pickup, Twinning, Send All Calls/ Send All Calls
Deactivate, Message Waiting Indicator and message retrieval from Voicemail Pro.

e Inter-office VoIP calls between Ascom wireless DECT Handsets and Avaya SIP & H.323
IP Telephones and Avaya Digital Telephones.

e Roam between multiple Ascom wireless IP-DECT Base Stations using the Ascom
wireless DECT Handsets.

6.2. Test Results

The Ascom wireless DECT Handsets passed all test cases. Ascom wireless DECT Handsets were
verified to successfully register with Avaya IP Office. The G.711MU & G.729a codecs were
used for testing. Telephone calls were verified to operate correctly and were maintained for
durations over one minute without degradation to voice quality. The telephony features verified
to operate correctly included transfer (Ascom Feature), hold/return from hold, call waiting, caller
ID operation, conference participation, Call Forwarding/Call Forwarding Deactivate, Call
Park/Call Pickup, Send All Calls/ Send All Calls Deactivate, Twinning, Message Waiting
Indicator and message retrieval from voicemail.
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7. Verification Steps

7.1. Ascom wireless DECT Handset Registration Verification

The following steps can be used to ascertain the registration state of the Ascom wireless DECT
Handsets that the Ascom wireless [IP-DECT Base Station is configured to support.

From a web browser, open a connection to the Ascom wireless [IP-DECT Master Base Station
(see Section 5.1 Step 1). Navigate to the Users frame by clicking Users, then clicking Users,
and then clicking show. A Registration state of “Pending” (Not Shown) indicates an Ascom
wireless DECT Handset has not registered to the Ascom wireless IP-DECT Base Station. A
Registration state of “Subscribed” indicates that an Ascom wireless DECT Handset has
connected to the Ascom wireless [IP-DECT Base Station and requested the use of that particular
extension. A Registration state that displays the IP Address of the Avaya IP Office indicates the
extension has successfully registered to both the Ascom wireless IP-DECT Base Station and
Avaya IP Office.

Ascom IP-DECT Base Station
Anonymous

Configuration

General
LAN

IP
LDAP
DECT
VolIP
UNITE

Administration
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset

TMA; Reviewed:
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PARK
PARK
3rd pty
Master Id

HHHMO0000

N0

e

Uszer Administratars
Long Name HName
Uszer Administrators: O
Usgers

Long Name HName
22000 22000
2200 22001
22003 22003
22004 22004

No

22000
22001
22003
22004

Users: 4, Registrations: 3

+ o+ o+ o+

Display IPEI/IPDI
22000 036470525056
22001 036470525390
22003 036470525156
22004 036470524390
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7.2. Ascom wireless DECT Handset Function Verification

The following steps can be used to verify proper operation of the Ascom wireless DECT
Handsets.

Place calls from the Ascom wireless DECT Handsets and verify two-way audio.

Place a call to the Ascom wireless DECT Handsets, allow the call to be directed to
voicemail, leave a voicemail message and verify the MWI message is received.

Using each Ascom wireless DECT Handset that received a voicemail, connect to the
voicemail system to retrieve the voicemail and verify the MWI clears.

Place calls to the Ascom wireless DECT Handsets and exercise calling features such as
transfer and hold.

The specific calling features that were verified to operate correctly include transfer
(attended and unattended), hold/return from hold, call waiting, caller ID operation, call
forwarding, call park & pickup, twinning, voicemail using Voicemail Pro and Message
Waiting Indicator (MWI).

8. Conclusion

These Application Notes illustrate the procedures necessary for configuring the Ascom wireless
[P-DECT SIP Solution comprised of the Ascom wireless IP-DECT Base Station and Ascom
wireless DECT Handsets with Avaya IP Office in a converged Voice over IP and Data Network.
All feature functionality test cases described in Section 6.1 passed.
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9. Additional References

This section references documentation relevant to these Application Notes. In general, Avaya
product documentation is available at http://support.avaya.com

1. IP Office 6.0 Installation Manual, Issue 21f, March 1 2010,  Document Number 15-
601042
http://support.avaya.com/css/P8/documents/100073460

2. [IP Office Release 6.0 Manager 8.0, Issue 24h, February 20, 2010
Document Number 15-601011
http://support.avaya.com/elmodocs2/ip office/R4.2/Newissuesept08/eng/manager en.pdf

3. 1P Office Release 6.0 System Status Application, Issue 05a, February 12, 2010
Document Number 15-601758
http://support.avaya.com/css/P8/documents/100073300

4. TP Office Release 6.0 Voicemail Pro, Issue 22b, January 16, 2010
http://support.avaya.com/css/P8/documents/100073435

5. 1P Office System Monitor, Issue 02b, November 28, 2008
Document Number 15-601019
http://support.avaya.com/css/P8/documents/100073350

Ascom product documentation.

6. Ascom product documentation can be found at http://www.Ascomwireless.com
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Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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