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Abstract

These Application Notes describe a solution comprised of Avaya Communication Server 1000
SIP Line Release 6.0 and Mediatrix 4104. Mediatrix 4104 is a VOIP gateway that allows
analog phone lines connected to Mediatrix 4104 to be able to register, as a SIP Client
endpoint, with the Communication Server 1000. The Mediatrix 4104 allows user to re-use
existing analog phones which can place and receive calls from the Communication Server
1000 Release 6.0 non-SIP and SIP Line clients. The compliance tests focused on basic
telephone features including transfer, and conference.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes provide detail configurations of Avaya Communication Server 1000
SIP Line R6.0 (hereafter refer to as CS1000) and Mediatrix 4104 (here after refer to as M4140)..
M4104 allows analog phones to be tested against the non-SIP and SIP clients of the CS1000 SIP
line 6.0. All the applicable telephony feature test cases of release 6.0 SIP line were executed on
the analog phones that connected to M 4104 port, where applicable, to ensure the interoperability
with CS1000.

1.1. Interoperability Compliance Testing

The focus of this testing is to verify that the M4104 is able to interoperate with the CS1000 SIP
line system. The following areas were tested:

The M4104 gateway must be able to be installed in the same local VLAN network the
CS1000 successfully.

Registration of the M4104 to the CS1000 SIP Line Gateway.

Calls establishment of analog phones from Mediatrix 4104 with Avaya SIP and non-SIP
phones of the CS1000.

Calls establishment between analog phones and PSTN phones.

Telephony features: Basic calls, conference, transfer, DTMF (dual tone multi frequency)
transmission, voicemail with Message Waiting Indication (MWI) notification, busy, hold,
speed dial, group call pickup, call waiting, ring again busy/no answer, multiple
appearances Directory Number.

Codec negotiation — G711 and G729.

1.2. Support

For technical support on Mediatrix M4104 gateway, please contact Media5 Corporation
technical support at website http://www.mediaScorp.com or telephone: 1-819-829-8749.

2. Reference Configuration

Figure 1 illustrates the test configuration used during the compliance testing between the Avaya
CS1000 and the M4104.
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3. Equipment and Software Validated
System Software Version
CS1000 e (Call Server (CPPM): 6.00RJ
e Signalling Server (CPPM): 6.00.18
e SIP Line Gateway (HP DL320)
Voicemail system e C(CallPilot 5.0 system
11xx SIP client (Sigma) e 02.02.16.00
SIP soft-phones e SMC3456: v2.6 Build 53715
IP phones e 2050PC: 3.02.0045
Analog phone e Northern Telecom, NTD 9519
Mediatrix 4104 e Dgw2.0.9.144
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4. Configure Avaya CS 1000 - SIP LINE

This section describes the steps to configure SIP Line using CS 1000 Element Manager. A
command line interface (CLI) option is available to provision the SIP Line application on CS
1000 system. For detailed information, see [1].

4.1. Prerequisite

- CS 1000 system has been upgraded to Release 6.0. For more information, see NN43041-
458 Communication Server 1000E Software Upgrades.
- A server which has been
o Installed with CS 1000 Release 6.0 Linux Base.
o Joined CS 1000 Release 6.0 Security Domain.
o Deployed with SIP Line Application.

For more information, see [6].
- Following packages are enabled in the keycode.
- If it has not been enable, please contact Avaya technical support at www.avaya.com

Package Type

. Package Lo Lo Applicable
Package Mnemonic Package Description (New or Existing
Number Market

or Dependency)

417 SIP Line Service New package Global
SIP_LINES
- package
FFC 139 Flexible Feature Codes Existing package Global
SIPL_NORTEL 415 Nortel SIP Line package Existing package --
416 Third-Party SIP Line Existing package --
SIPL_3RDPARTY
- Package

4.2. Log in to Unified Communications Management (UCM) and
Element Manager (EM)
- Using internet browser, launch CS 1000 UCM web portal at http://<IP Address or
FQDN> where <IP address or FQDN> is the UCM Framework IP address or FQDN for
UCM server.
- Login with the username/password which was defined during the primary security server
configuration. For more information, see [8].

QT; Reviewed: Solution & Interoperability Test Lab Application Notes 4 of 48
SPOC 8/23/2010 ©2010 Avaya Inc. All Rights Reserved. Mediatrix-CS1K



/= Unified Communications Management - Windows Internet Explorer

l]inbox ~ Type your search |3 Search web
— , . »
¢ <t | @ Unified Communications Management fr - T - [ Page ~ G Toos -
9

NEQRTEL IFIED COMMUNICATIONS MANAGEMENT Help | Logout

— Network Host Name: sipl.canortel.com  Software Version: 02.00.0055.00(3266) ~ User Name admin
Elements
— C5 1000 Services
1PSsc Elements
zz‘:ﬂ?; i New elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to launch its management senvice.
rofiles
Secure FTP Token
Software Deployment = B : B4
— User Services ) ["] ElementName Element Type « Release Address Description
e o 7] EMon corest €100 80 47.248.100.163 New
External Authentication element
Password 5[] EMonss? C81000 60 47.248.100.155 New
— Security element.
Roles a[] EMon sipt C31000 6.0 47248100155 New
Policies element =
Certificates 4[] 47.248.100.155 Call Server 6.0 47.248.100.155 New
Active Sessions element
— Tools 5[] sipl.canortel.com (primary] Linux Base 6.0 47.248.100.235 Base 05
Lags element
5[] coresb.canortel.com (member! Linux Base 60 47.248.100.201 Base 0S
element |
7[] ss2.canortel.com (member) Linux Base 6.0 47.248.100.206 Base 0S
element
5[] siptcanorelcom (member Linux Base 60 47 248100184 Base 0S8
element
5[] spsi.canortelcom (member! Linux Base 60 47 248100234 Base OS
element
=1 47242400 1R2 Maria Qatamay Crntrallar an A7 242 100 157 [
« »
« Trusted sites | Protected Mode: Off H10% v

Figure 2: UCM Home Page

- On the Unified Communications Management page, under the Element Name column,
click on the server name to navigate to Element Manager for that server. The CS 1000
Element Manager page appears as show in figure 3 below.
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System Overview
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IP Address: 47.248.100.155
Type: Mortel Communication Server 1000E CPPM
Version: 4021
Release: G00R +

Active Sessions

- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwork
- Flexible Code Restriction
- Incoming Digit Translation
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Figure 3: CS 1000 EM Home Page

4.3. Enable SIP Line Service and Configure the Root Domain in
Customer Data Block (CDB)

- On the EM page, navigate to Customers on the left column menu, select the customer
number to be enabled with SIP Line Service (not shown).

- Enable SIP Line Service by clicking on the SIP Line Service check box.

- Enter the SIP Line Root Domain name in the Root Domain text box as shown in figure
4.
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Figure 4: SIP Line Service in Customers Data Block

4.4. SIP Line Telephony Node Configuration

On the EM page, navigate to System = IP Network = Nodes: Servers, Media Cards.
Click Add to add a new SIP Line Node to IP Telephony Nodes. To see the SIP Line node
details, click on the SIP Line Node ID (not shown).

Enter Node ID in the Node ID text box.

Enter Call Server IP Address in the Call Server IP Address text box.
Enter Node IP Address in the Node IP Address text box.

Enter TLAN Subnet Mask in the Subnet Mask text box.

Enter ELAN Gateway [P Address in the Gateway IP Address text box.

Enter ELAN Subnet Mask in the Subnet Mask text box.
Check SIP Line check box to enable SIP Line for this Node as show in figure 5.
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Help | Logout

CS 1000 ELEMENT MANAGER

Managing: 47.248.100.155 Username: admin
System » IP Network » |P Telephony Nodes

New IP Telephony Node

Step 1: Define the new Node and its services.

“ou wil also require pre-configured servers with appropriate application software already deployed to host the selected services.

Node ID: 556

* (0-9895)

Call Server IP Address: 47.248.100.155  *

Telephony LAN (TLAN)
MNode [P Address: 47.2458.100.237 *

Embedded LAN (ELAN)
Gateway IP address: 47.248.100.129 -

Subnet Mask: 255.255.255.240 * Subnet Mask: 265256 255 224 +

Applications @] SIP Line
"] UNIStim Line Terminal Proxy Server (LTPS)
[T Virtual Trunk Gateway (SIPGw, H323Gw)
[] Personal Directory (PD)
[7] Presence Publisher

* Regquired Value.

Figure 5 — IP Telephony Node

- Click Next. The page, New IP Telephony Note with Node ID, will appear as shown in

figure 6.

- On Add Server page, from the drop down menu list, select the desired server to add to

the node.

- Click Add (Do not click the Next button).
- Select the check box next to the newly added server, and click Make Leader.

NKIRTEL

- UCM Network Services
- Home
- Links
-Virtual Terminals
- System
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+ Core Equipment
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- IP Metwork
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-D-Channels
- Digital Trunk Interface
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-

Help | Logout

CS 1000 ELEMENT MANAGER

Managing: 47.248.100.155 Username: admin
System » [P Network » IP Telephony Nodes
New IP Telephony Node (ID:557)
Step 2: Associate reguired signaling servers for SIP Line services.

In order to appear in the list below, servers must already be defined within ECM, should not be part of any other IP telephony node and deployed
application(s} on the server(s) should match the service(s) selected for this node.

»

Select from the list above and click Add to associate servers with this node.
Selected servers must have identical application deployments.

Print | Refresh

Bl

m

] m 'L

—In inn Ninit T Iati
< | n r
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Click Next. The SIP Line Configuration Detail page appears as shown in figure 7.
Enter SIP Line domain name in SIP Domain name text box. This must be the same as
the domain name configured in Customers.

NQRTEL Help | Logout

- UCM Network Services

CS 1000 ELEMENT MANAGER

Managing: 47.248.100.155 Username: admin
System » IP Network » |P Telephony Modes

-

- Home

- Links New IP Telephony Node (ID:557)
- Virtual Terminals Step 3: SIP Line Configuration Details.

- System General | SIP Line Gateway Settings | SIP Line Gateway Semvice
+Alarms .

- Maintenance SIP Line Gateway Application: [¥| Enable gateway service on this Mode
+Core Equipment
- Peripheral Equipment
- IP Network
- Nodes: Servers, Media Cards|
- Maintenance and Reports
- Media Gateways
-Zones /
-Host and Route Tables B ¥ =
- Network Address Translation SLG Group ID: Monitor P L

- Qo8 Thresholds Monitor addresses: i

General Virtual Trunk Hetwork Health Monitor

SIP Domain name: dplab.com [7] Monitor IP Addresses (listed below)

m
m

SLG endpoint name: S|PL_R|35_U

- Personal Directories SLG Local Sip Port: 5070 (1 - 65535
- Unicode Mame Directory
+Interfaces s o
ey SLG Local Tls Port: 5071 (1 -85535)

+Emergency Senices
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
-Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction

—Inraminn Dinit Tranclatinn
< . 3 Copyrig

SIP Line Gateway Settings
Security Policy: Security Disabled -

Number of Byte Re-negotiation:| 0

Options: | Client Authentication

| xA09 Cerificate Authentication Fnahlad

* Required Value. [<Back| [ Mext= | [ Cancel |

Figure 7 — SIP Line Node Details

Under the SIP Line Gateway Services section, select MO from the SLG Role list.
From the SLG Mode list, select S1/52 (SIP Proxy Server 1 and Server 2), figure 8.

NERTEL CS 1000 ELEMENT MANAGER Help | Logout
- UCM Network Services « Managing: 47.248.100.155 Username: admin
- Home (W System » IP Metwork » |P Telephony Nodes
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- MNodes: Servers, Media Cards| Options: || Client Authentication
E Mam_lenan:e EnetispEly i %509 Certificate Authentication Enabled
- Media Gateways
—Zones SIP Line Gateway Service
-Host and Route Tables Branch / GR Office Settings:
- Network Address Translation S M
- QoS Thresholds SLoRoeaNO oy
- Personal Directories SLG Mode: §1/52 -
- Unicode Name Directory =
+Interfaces MO SLG IP- 0.0.0.0
- Engineered Values e
+ Emergency Services MO SLG Port: 5070 (1 -65535)
+ Geographic Redundancy MO SLG Transport: TCP =
+Software >
- Customers GRSELGIP:ppoo
- Routes and Trunks -
Hbites Snd Trinke GR SLG Port: 5070 (1-65535)

TP -

ges made on this page will NOT be

[ =Back] [Next> | [ Cancel |

de Details (cont.)

Click Next. The Confirm new Node details page appears (not shown).

Reserved.
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- Click Finish and wait for the configuration being saved. The Node Saved page appears,
figure 9.

NERTEL CS 1000 ELEMENT MANAGER Help | Logaut
—UCM Network Services + Managing: 47.248.100.155 Username: admin
_Home F System s IP Netwaork » IP Telephony hodes
-Links Node Saved

-Wittual Terminals E
h +N;[r.|n13 Mode ID: 656 hag been saved on the call server.

- Maintenance } .

+Core Equipment The new configuration must also be transferred to associated servers and media cards

- Peripheral Equipment

- IP Network - = = —

_Modes Servers, Media Cards [Wl ou will be given an option to select individual servers, or transfer to all

- Maintenance and Repors

:;ﬂ;:éiGateways Show MNodes You may initiate a transfer manually at a later time

-Host and Route Tables
- Metwork Address Translation
- An& Thrachnlds &
4 LIS | r Copyright @ 2002-2010 Mortel Networks, Al rights reserved

S Figure 9 — Transfer Configuration

- Click Transfer Now. The Synchronize Configuration Files (Node ID 556) page appears.
- Select some or all of the node elements and then click Start Sync to transfer the
configuration files to the selected servers, figure 10.

NERTEL CS 1000 ELEMENT MANAGER Help | Logout
_UCM Network Services + Managing: 47.248.100.155 Username: admin
—Home il System = [P Network » IP Telephony Nodes
_Links Synchronize Configuration Files (Node ID <556>)
~%irtual Terminals £| Select components to synchronize their configuration files with call server data. This process transfers server N files to selected components, and reguires a
—System restart® of applications on affected server(s) when complete.
+Alarms | &
- Maintenance o :
+Core Equipment [ Start Sync H Cancel ][ Restart Applications Frint | Refresh
i r;e&gl;s;e:LEquwpmem EI Hostname Type Applications Synchronization Status
-hodes: Servers, Media Cards sipl Signaling Server SIP Line Sync required
i Maln_tenance and Reports * Application restart is only required for initial system configuration or if changes have been made to general LAN configurations, SNTP settings, SIP and
- Media Gateways H323 Gateway settings, network connectivity related parameters like ports and IP address, ensbiing o disabling services, or adding or removing application
-Zones SErvErs

-Host and Route Tables
- Metwark Address Translation
— (n& Thrashnlde 2
< LI | 4 Copyright 8 2002-2010 Mortel Metwarks. 8 rights reserved

Figure 10 — Synchronize Configuration Files

4.5. D-Channel over IP Configuration

- On the EM page, on the left column menu navigate to Routes and Trunks - D-
Channels.

- Under the Configuration section, from the Choose a D-Channel Number list, select a D-
Channel number, channel 30 in this configuration.

- Under the Configuration section, from the Type list, select DCH.

- Click to Add.

- From the D channel Card Type (CTYP) list, select D-Channels is over IP (DCIP).

- Click to Add.

- The D-Channels xx Property Configuration page appears as shown in figure 11.

- From the Interface type for D-channel (IFC) list, select Meridian Meridianl (SL1).
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- Others are at default values.
- Click the Basic options (BSCOPT) link. The Basic options (BSCOPT) list expands.

NERTEL CS 1000 ELEMENT MANAGER Help | Logout
- UCM Network Services * Managing: 47.248.100.455 Username: sdmin 25
-Home Routes and Trunks » D-Channels » D-Channels 30 Property Configuration
-Links

- virtual Terminals D-Channels 30 Property Configuration
- System

+&larms

- Maintenance o s .
+ Cote Equipment - Basic Configuration

- Peripheral Equipment Input Description Input Value

=T Action Device And Number (ADAN) (TYPE) |

- Nodes: Servers, Media Cards

- Maintenance and Reports D channel Card Type {CTYP) [Cf

-Media Gateways = =
-Zones i Designator (DES) SIPLine

-Host and Route Tables -

- Metwork Address Translation Recovery to Primary (RCVP) [[]

- @08 Thresholds

) PRI loop humber for Backup D-channel {(BCHL)
- Pergonal Directories

- Unicode Name Directory User {USR) | Integrated Senices Signaling Link Dedicated (ISL0Y | =
Interfaces
tEngmeered values Interface type for D-channel {IFC} Meridian Meridian1 {SL1} -
+Emergency Senices Country (CNTY) ETS 300=102 basic protacal (ETSH -
+Geographic Redundancy
+ Software D-Channel PRI loop number {DCHL)
- Customers : 3
L e = Primary Rate Interface (PRI
- Routes and Trunks Secondary PRIZ loops (PRIZ}
- D-Channels
- Digital Trunk Interface Meridian 1 node type (SIDEy Slave to the contraller (USR) -
- Dialing and Numbering Plans . z
~ Elactronic Switched Matwork Release ID of the switch at the far end (RLS) 5
- Flexible Code Restriction Central Office switch type {CO_TYPE} 100% compatible with Bellcore standard (3TD) -
- Incomina Diait Translation ) o i -
_Phohes Integrated Services Signaling Link Maximum {(ISLM) 000 Range: 1 - 4000
:gi’:;ﬂ[i‘es Signaling Server Resource Capacity (SSRC) 1800 Range: 0 - 4000
- Properties - ot (BSCOPT)
T_u“illgsrahom Primary D-channel for a hackup DCH {PDCH) Range: 0 - 254
+Backup and Restare - PINX customer number (PINX_CUST) -
-Date and Time 3
+Logs and reports - Progress signal (PROG) -
- Security - Calling Line Identification (CLID) -
+Passwords
+Policies - Output request Buffers (OTBFy 32 -
+Login Options - D-channel transmission Rate (DRAT) 56 kbis when LCMT is AMI (56K -

- Channel Negotiation option (CNEG) Mo alternative acceptable, exclusive. (1) -

{* Remate Capabilities (RCAP)

- B channel Service messaging. (BSRV) [

+Feature Packages

l Submit II Refresh H Delete || Cancel ]

Figure 11 — SIP Line D-Channel Property Configuration

- Click Edit to configure Remote Capabilities (RCAP). The Remote Capabilities
Configuration detail page will appear as shown in figure 12.

- Select the Message waiting interworking with DMS-100 (MWI) check box.

- Select the Network name display method 2 (ND2) check box.

- At the bottom of the Remote Capabilities Configuration page, click Return - Remote
Capabilities.

- The D-Channel xx Property Configuration page reappears.
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Figure 12 — SIP Line D-Channel RCAP Configuration Details

- Modes: Servers, Media Cards

- Metwark Address Translation

“  Managing: 47.248.100.155  Username: admin

Foutes and Trunks » D-Channels » D-Channels 30 Property Confiquration » - Remote Capahilties Configuration

- Remote Capabilities Configuration

Basic rate interface (BRl) [

Call completion on busy using integer value {(CCBly [

Call completion on busy using object identifier (CCBO) [

Call completion on busy for QSIG and EurolSDN BRI (CCBS) [7]

Call completion on no response using integer value {(CCNIy [7]

m

Call completion on ho response using object identifier (CCHO) [
Call completion to no reply for QSIG and EurolSDN BRI {CCNR) 7]
Network call park {(CPK) []

Connected line identification presentation {(COLP) [

Call transfer integer (CTIy

Call transfer ohject {CTO}

ag

- Electronic Switched Netwark

- Diversion info. is sent using integer value (DV11)
Diversion info. is sent using object identifier (DY10)
Rerouting requests processed using integer value {DV21)

ERENE

Rerouting requests processed using object identifier (DV20)

| @

Diversion info. sent. rerouting requests processed (D3l
EurolSDN - div. info sent. rerouting req. processed (D30}
Call transfer notification and insncation to EurclSDN (ECTO)
Malicious call identification (MCID)

MCDN QSIG conversion {MQC)

Remote D-channel is oh a MSDL card (MSL) []

aa

Input Description Input Value

{(Message waiting interworking with DMS-100 (A1) 7] |

Network access data (NAC) [
Network call trace supported (NCT) [
Network name display method 1 (ND1) [7]

( Network name display method 2 (ND2) [7]
Network name display method 3 (ND3) [7]

Name display - integer ID coding (NDI} [

Name display - object ID coding (NDO) [

Path reptacement uses integer values (PRI [
Path replacement uses object identifier (PRO) [

Release Link Trunks over IP (RLTI) ||
Remote virtual queuing (RYQ) [

Trunk anti-tromboning operation (TAT) [7]

User to user senvice 1 (UUS1) []

NI-2 name display option. (NDS) [~

Message waiting indication using integer values (QMWT) [
Message waiting indication using object identifier (QMWO) [
User to user signalling {UUl} 7]

[ Return - Remote Capabilities || cancer |

m

Message Waiting Interworking with DMS-100 (MWI) must be enabled to support voice mail

notification on SIP Line endpoints.

Network Name Display Method 2 (ND2) must be enabled to support name display between SIP

Line endpoints.

Others check boxes are left unchecked.
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4.6. Application Module Link (AML) over Embedded LAN (ELAN)
Configuration

- On the EM page, navigate to System —> Interfaces 2 Application Module Link.

- Click Add to add an Application Module Link. New Application Module Link page
appears as shown in figure 13.

- Enter AML port in the Port number text box. The SIP Line Service can use port 32 to
port 127. In this case, SIP Line Service is configured to use port 32.

- Click Save to save the configuration.

CS 1000 ELEMENT MANAGER AR g
- UCHM Network Services *  Managing: 47.248.100.155  Username: admin
—Home System » Interfaces » Application Module Link » Mew Application Module Link
-Links - - -
- Virtual Terminals New Application Module Link
- System L
+Alarms 3

- Maintenance

+ Core Equipment Portnumber: 32 = g.12m

- Peripheral Equipment AML over ELAN

+ 1P Metwork | & e .

hnaiee Description: SIFLine
¥ lication Module Link [] Link control system parameters
-alue Added Server _
- Prapery Management Syster Waximum octets - [ 512 -

- Engineered Yalues
+Emergency Services
+ Geographic Redundancy

+ Software
- Customers
Save Cancel
- Routes and Trunks . |:J :J
= I:.'.'_‘.:_-_-&:. - .-..:.:j_[.jﬁ-__-.-_-;.' B — - ,"i-.’-l . ;‘. -:._ _

Figure 13 — Application Module Link Configuration

4.7. Value Added Server (VAS) Configuration

- On the EM page, navigate to System > Interfaces = Value Added Server.

- Click Add to add new Value Added Server. The Add Value Added Server page appears.
- Click on the Ethernet LAN Link as shown in figure 14.

- Enter the Ethernet LAN Link number in the Ethernet LAN Link text box.

- Ensure that the Application Security check box is unchecked.
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NERTEL CS 1000 ELEMENT MANAGER BRI st

- Conference/TDSMultifreguen . Managing: 47.248.100.155 Username: admin

E T?”'E Senders and Detectars System » Interfaces » Yalue Added Server » Edit Value Added Server 032
- Peripheral Equipment

~ P Metwark =
~Nodes: Servers, Mediacards  EAIt Value Added Server 032
- Maintenance and Reports
- Media Gateways

-Zones 2
—Host and Route Tables Ethernet LAN Link: 032
- hetwork Address Translation ELAN port configured in ADAN
- Qo8 Thresholds =
Application Security :
- Personal Directories & L @
- Unicode Mame Directary Interval: 1 =
-Interfaces : Time interval for checking the link for overload in five second increments
- Application Module Link
—value Added Server Message Count Threshold: 99539 = (10.9889)

- Property Management Syster
-Engineered Yalues
+Emergency Serices
+ Geographic Redundancy
+ Software Save || cancel

i [ sae |
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwark
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
-Reports

Dvanndine
1 [ [

m

erved

Figure i4 — Value Added Service for Application Module Link

4.8. Virtual Trunk Zone Configuration

- On the EM page, navigate to System = IP Network = Zones.

- On the Zones page, select Bandwidth Zones.

- On the Bandwidth Zones page, select a Bandwidth Zone number from the list, and click
to Add (not shown).

- On the Zone Basic Property and Bandwidth Management page, set the zone properties
based on bandwidth availability. It is recommended to set the Zone Strategy to
BestQuality (BQ) as shown in figure 15.

- From the Zone Intent (ZBRN) list, select VTRK (VTRK).

- Click Submit button at the bottom of the page to save and commit the changes.

NEIRTEL CS 1000 ELEMENT MANAGER SRl
- UCM Network Services *  Managing: 47.248.100.155 Username: acmin =
—Home System » IF Network » Zones » Bandwidth Zones » Bandwidth Zones 254 » Zone Basic Property and Bandwidth Managemert
-Links - -

- Virtual Terminals Zone Basic Property and Bandwidth Management
- System

+Alarms

INEN AN 3

+ Core Equipment

- Peripheral Equipment Zone Number (ZONE):

- IP Metwark N

— Nodes: Servers, Media Cards Intrazone Bandwicdth (INTRA_BW): 100000

m

- Maintenance and Reports

- Media Gateways Intrazone Strategy (INTRA_STGY): Best Guality (BG) -

-Zanes Interzone Bandwidth (INTER_BWW): 100000

—-Hostand Route Tables

- Metwork Address Translation Interzone Strategy (INTER_STGY): Best Guality (BG) -

- Qo5 Thresholds

_Personal Directories Resource Type (RES_TYPE): Shared (SHARED) «

—Unicode Mame Directory s v
e Zone Intent (ZBRN): VTRIK (WTRK)

-Application Module Link Description (ZDES):

—¥alue Added Server
- Property Management Systerr
- Engineered Values [ Submit | [ Refresh | [ Delete | [ Cancel |

] T 3 fats t @ 2002-2009 Mortel Mety | Fic ved
Figure 15 — Virtual Trunk Zone Configuration
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4.9. SIP Line Route Data Block (RDB) Configuration

- On the EM page, navigate to Routes and Trunks -> Routes and Trunks.

- Click Add for the customer number.

- On the Customer xx, New Route Configuration page as shown in figure 16.

- From the Route number (ROUT) list, select a route number.

- From the Trunk type (TKTP) list, select TIE trunk data block (TIE).

- When Trunk Type (TKTP) is selected, the following options appear:

e Trunk type M911P (M911P)

e The route is for a virtual trunk route (VTRK)

e Digital trunk route (DTRK)

e Integrated services digital network option (ISDN)

- From the Incoming and outgoing trunk (ICOG) field, select Incoming and Outgoing
(140).

- Inthe Access code for the trunk route (ACOD) field, enter the access code.

- Select The route is for virtual trunk route (VTRK) check box.

- In the Zone for codec selection and bandwidth management (ZONE) field, enter the
zone number. (Use the same zone as configured in 5.7 “Virtual Trunk Zone
Configuration”)

- In the Node ID of signaling server of this route (NODE) field, enter the node ID of the
SIP Line Gateway.

- From the Protocol ID for the route (PCID) list, select SIP Line (SIPL).

- Select the Integrated services digital network option (ISDN) check box.

- From the Mode of operation (MODE) list, select Route uses ISDN Signaling Link
(ISLD).

- Inthe D channel number (DCH) field, enter the D-channel number.

- From the Interface type for route (IFC) list, select Meridian M1 (SL1).

- Ensure the Network calling name allowed (NCNA) check box is selected.

- Select the Trunk route optimization (TRO) check box. (Optional)

- Basic Route Options, Network Options, General Options, and Advanced
Configurations sections set as default

- Click Submit button to save the configuration changes.
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Help | Logout

- UCM Network Services
-Home
-Links
=¥irtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
- Loops
- Superloops
-MSOLMISP Cards
- Conference/TDSiMultifrequen|
-Tone Senders and Detectars |
- Peripheral Equipment
= IP Metwark
- Modes: Servers, Media Cards|
- Maintenance and Reports
- Media Gateways
-Zones
- Host and Route Tahles
- Nebtwork Address Translation
-G0S Threshaolds
- Personal Directories
- Unicode Mame Directory
- Interfaces
- Application Module Link
-%alue Added Server
- Property Management Systerr
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
—-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Elactranic Switched Matwork
~Flexible Code Restriction
~Incarming Digit Trans|ation
-Phones
-Templates
- Reports
- Properties
- Migration
- Tools
+Backup and Restore
—Date and Time
+Logs and reports
- Security
+Passwords
+Puolicies
+ Login Options

CS 1000 ELEMENT MANAGER

*  Managing: 47.238.100.155 Username: admin

Routes and Trunks » Routes and Trunks » Customer 0, Route 30 Property Configurstion

Customer 0, Route 30 Property Configuration

-Basic Cenfiguration
Route data block (RDB) (TYPE)

m

Customer number (CUST)

Route number {(ROUT) | ©(

Designator field for trunk (DES)

SIPLINE

Trunk type {TKTP) 715

Incoming and outgeing trunk (ICOG)
Access code Tor the trunk route (ACOD)
Trunk type M911P {(M911P)

The route is for a virtual trunk route (VTRK)
- Zone for codec selection and bandwidth
management (ZONE)

- Mode ID of signaling server of this route
(MODE)

- Protocol ID for the route {(PCID)

Integrated services digital network option (ISDN)
- Mode of operation (MODE)

- D channel number {DCH)

- Interface type for route {IFC)

- Private network identifier (PNI)

- Network calling name allowed (NCNA)

- Metwork call redirection (NCRD)

- - Trunk route optimization (TRO)

- Recognition of DTI2 ABCD FALT signal for ISL
(FALT)

- Channel type {CHTY)
- Call type for outgoing direct dialed TIE route
{CTYP)
- Insert ESN access code {INAC)
- Integrated service access route (ISAR)
- Display of access prefix on CLID (DAPC)
- Mobile extension route (MBXR)
+Basic Route Options
+MNetwork Options
+General Options
+Advanced Configurations

[ Submit | [ Refresh |[ Delete |[ cancel |

Incoming and Qutgoing (AQ)
ae01

254 Range: 0 - 255

55 Range: 0 - 9999
SIP Line (SIPL) =

il

Route uses ISDN Signaling Link {ISLD) -
30 Range: 0 - 254

Meridian M1 (SL1) -
aaoood
=
[}

Range: 0 - 32700

=
B-channel (BCH) -

Unknown Call type (UKWN) -

OO0E

E

Figure 16 —SIP Line Route Configuration

m

Note: There is an outstanding issue (Q02073088) with the CS 1000 Call Waiting feature which
occurs when Network Call Redirection is enabled. If the Network Call Redirection feature is not
required, uncheck the feature to make the Call Waiting work.

4.10. SIP Line Virtual Trunk Configuration

QT;

On the EM page, navigate to Routes and Trunks - Routes and Trunks.

Select the customer for which you are configuring Virtual Trunks.
Click Add trunk associated with the route listing to add new trunk members.
The Customer xx, Route yy, New Trunk Configuration Web page appears as show in

figure 17.

Choose Multiple trunk input number (MTINPUT) if you are using more than one trunk.
From the Trunk data block (TYPE) list, select IP Trunk (IPTI).
In the Terminal Number (TN) ficld, enter a TN.
Enter a Route number, Member number (RTMB).

Enter a Trunk Group Access Restriction (TGAR) value.
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- In the Channel ID for this trunk (CHID) field, enter a channel ID (where the range is 1
to 382).

- To specify a Class of Service (CLS) for the trunk, click Edit. The Class of Service
Configuration Web page appears.

- Select a Class of Service.

- Click Return Class of Service to return to the New Trunk Configuration Web page.

- Select Basic Configuration. The Basic Configuration list expands.

- From the Start arrangement Incoming (STRI) list, select a value for the start
arrangement for incoming calls.

- From the Start arrangement Outgoing (STRO) list, select a value for the start
arrangement for outgoing calls.

- Select Advanced Trunk Configurations. The Advanced Trunk Configurations list

expands.
- Configure Network Class of Service group (NCOS).
- Click Save.
NERTEL CS 1000 ELEMENT MANAGER Helphl Tagoxt
:m::j”:gaa’l‘gi:;‘sd Repos — « Customer 0, Route 30, Trunk 1 Property Configuration 3
-7
= H?Jré?saﬂd Raute Tahles
- MNetwork Address Translation -Basic Configuration 3
sl ol
- Personal Directories
- Unicode Mame Directory Trunk data block (TYPE)
+Interfaces

- Engineered Values Terminal Humber (TH) |00 ©

. Eg;;g;;m %i"é‘;ﬁga - Designator field for trunk (DES) SIPLINE
+ Sofware Extended Trunk (XTRK) |" T

- Customers

_Routes and Trunks Route number, Member nurber (RTMB) 30 1
g Level 3 Signaling (SIGL) =
- Digital Trunk Interface Card Density (CDEN)

- Dialing and Numbering Plans . - 3
- Electronic Switched Metwork Start arrangement Incoming (STRI) Immediate (ki) hd 3
= :"9"“3'9 nget'?res"‘ﬁ“?” Start arrangement Outgoing (STRO) Immediate (M) -
= Incorming Diait Translation B

_Phones Trunk Group Access Restriction (TGAR)

- Templates ;
- Renorts Channel ID for this trunk. (CHID) 1
7 ;:;f:tmﬁs Increase or decrease the member numbers (INC) Increase channel and member number (YES)

~Tools Class of Service (CLS) [Edit
: ng:”fni”T?f:S‘”’E +Advanced Trunk Configurations
+Logs and reports

- Security Save ] [ Delste ‘ | Cancel ]
+Passwords
+Policies . e

+Lagin Options -
| —T — »

Flgure 1.7\ ;éll.i.\L.ilie..Trunk Configuration

4.11. SIP Line Phones Configuration

Following is a sample configuration for a Third Party SIP Line endpoint. Depending on
supported features and service access level of the user, this configuration can be adjusted
accordingly. The sample is using Command Line Interface of CS1000. This can be done by
login to Call Server of CS1000 and using overlay 11 as shown below. The red text values are the
changes required where others are at default values.
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>LD 11

REQ: prt
TYPE: tnb
T™N 960127
DATE

PAGE

DES

DES MEDIAS

TN 096 00127 VIRTUAL

TYPE UEXT

CDEN 8D

CTYP XDLC

CUST 0

UXTY SIPL

MCCL YES

SIPN 0 < Set this to 1 and set SIP3 to 0 if this TN is reserved for Avaya SIP Phones
SIP3 1 € Set this to 1 and set SIPN to 0 if this TN is reserved for third party SIP Phones
FMCL 0

TLSV 0

SIPU 55573

NDID 556

SUPR NO

SUBR DFLT MWI RGA CWI MSB

UXID

NUID

NHTN

CFG_ZONE 001

CUR_ZONE 001

ERL

ECL 0

FDN 55576 < If CLS FNA is equipped, call will be forwarded no answer to this number
TGAR 0

LDN NO

NCOS 0

SGRP 0

RNPG 2 < This field must be set first if call pickup is equipped (CLS PUA)
SCI 0

SSuU

XLST

SCPW 1234

SFLT NO

CAC _MFCO0

CLS UNR FBA WTA LPR PUA MTD FNA HTA TDD HFA CRPD
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MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRGI1
POD DSX VMD SLKD CCSD SWD LND CNDA
CFTD SFD MRD DDV CNIA CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUA DPUA DNDA CFXA ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHA IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXRO
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND FLXD FTTC DNDY DNO3
MCBN
FDSD NOVD VOLA VOUD CDMR ICRD MCDD T87D MSNV FRA PKCH
CPND_LANG ENG
RCO 0
HUNT 55576 € If CLS HTA/FBA is equipped, call will be forwarded busy to this number
LHK 0
PLEV 02
DANINO
AST
IAPG 0
AACS NO
ITNA NO
DGRP
MLWU _LANG 0
MLNG ENG
DNDR 0
KEY 00 SCR 555730 MARP
CPND
CPND_LANG ROMAN
NAME Media5 55573
XPLN 13
DISPLAY_ FMT FIRST, LAST
01 HOT U 2655573 MARP 0
02 SCU 0004 < Speed Call User
03
04 MSB € This key can be different than key 04 to enable Make Set Busy (MBS) feature
05

16

17 TRN

18 AO6

19 CFW 16 55574
20 RGA

21 PRK

22 RNP

23
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24 PRS
25 CHG
26 CPN

4.12. PSTN Outside Trunk Configuration

Following is a sample configuration which was used during compliance testing. For more
information about PRI Trunk Configuration, sce NN40031-301 Communication Server 1000
ISDN Primary Rate Interface Installation and Commissioning.

4.121. Procedure summary

This procedure is applied for CS 1000 systems under test. Please refer to Figure 1. These
provisioning are using Command Line Interface by login to Call Server of CS1000.

No. | Overlay Action

1 LD 17 | Adding a PRI card

2 LD 17 | Adding a PRI D-Channel

3 LD 15 Defining a PRI customer

4 LD 16 | Defining a PRI service route

5 LD 14 | Defining service channels and PRI
trunks

6 LD 73 Defining system timers and clock
controller

7 LD 48 Enable TMDI or PRI MSDL card

8 LD 60 Enable Clock Controller

9 LD 60 Enable Digital trunk loop

10 | LD 96 Enable D-channel

4.12.2. Adding a PRI card

The programming example below shows how to add a PRI card using LD 17. For all other fields
not listed in the example press RETURN to use default values.

Prompt Response Description
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REQ CHG Change data.

TYPE CFN Configuration data block.
CEQU YES Changes to common equipment.
DLOP 10 Digital Trunk Interface Loop
MG CARD | 401 MG card assigned to superloop
MODE PRI Mode of operation

TMDI YES Card is TMDI card

TRSH 0 Threshold

4.12.3. Adding a PRI D-channel

The programming example below shows how to add a PRI D-channel using LD 17. For all other
fields not listed in the example press RETURN to use default values.

Prompt Response Description

REQ CHG Change existing data

TYPE CFN Configuration data block.

ADAN NEW DCH | Add a primary D-channel (any unused SDI port.)

10

xx = 1-9 for Option 11C main cabinet, 11-19 for IP
expansion
cabinet 1, 21-29 for IP expansion cabinet 2, 31-39 for IP
expansion cabinet 3, and 41-49 for IP expansion cabinet 4.
Xx=11-14, 21-24, 31-34, 41-44 of the first, second, third
and
fourth Media Gateway, respectively.

CTYP TMDI Card type where:
MSDL = The NTBK51BA Downloadable D-Channel
Daughterboard.
TMDI = TMDI (NTRB21) card.

DES T1 QSIG Designator field.

USR PRI D-channel is for ISDN PRI only.
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Note: 2.0 Mb only supports PRI or SHA user

IFC ISGF Interface type.

DCHL 10 PRI card number carries the D-channel. Must match entry
made for the "CDNO" associated with the "DCHI" prompt
above.

Where: xx = 1-9 for Option 11C main cabinet, 11-19 for IP
expansion cabinet 1, 21-29 for IP expansion cabinet 2, 31-
39 for

IP expansion cabinet 3, and 41-49 for IP expansion cabinet
4.

xx = 11-14, 21-24, 31-34, 41-44 of the first, second, third
and fourth Media Gateway, respectively.

SIDE NET NET = network, the controlling switch (applied for CS 1000
PSTN simulator

USR = slave to the controller (applied for CS 1000 system
under test)

RLS 6 Software release of far-end. This is the current software
release of the far-end. If the far-end has an incompatible
release of software, it prevents the sending of application
messages, for example, 'Network Ring Again.

RCAP CCBI CCNI | Remote Capabilities.
PRIDV3I
CTIQMWI

PR TRIGS | DIV 23 Path Replacement Triggers

PR_TRIGS | CNG 2 3
PR_TRIGS | CON 2 3
PR TRIGS | CTR22 3

4.12.4. Defining a PRI customer

The programming example below shows how to define a PRI customer using LD 15. For all
other fields not listed in the example press RETURN to use default values.

Prompt Response Description

REQ CHG Change existing data.

TYPE CDB Customer data block.
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CUST 0 Customer number.

ISDN YES Customer is equipped with ISDN.

4.12.5. Defining a PRI service route

The programming example below shows how to add a PRI service route using LD 16. For all
other fields not listed in the example press RETURN to use default values.

Prompt Response Description

REQ NEW Create new data

TYPE RDB Route data block

CUST 0 Customer number

ROUT 10 Route number

DES T1 _QSIG Designator field for trunk

TKTP TIE Trunk type

DTRK YES Digital trunk route

ISDN YES ISDN option

MODE PRI Route used for PRI only

PNI 1 Customer private network identifier. Is the same as the CDB
PNI at far-end.

IFC ISGF Interface type.

ICOG IAO Incoming and outgoing

ACOD 8010 Trunk access code
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4.12.6. Defining service channels and PRI trunks

The programming example below shows how to create service channels and PRI trunks using
LD 14. For all other fields not listed in the example press RETURN to use default values.

Prompt Response Description

REQ NEW 23 Create 23 new trunks

TYPE Tie Trunk type

TN 101 Loop (card) and channel number for digital trunks
PCML MU System PCM law.

DES T1 QSIG Designator field for trunk

CUST 0 Customer number

RTMB 10 1 Service route number and trunk member number
CLS UNR DTN | Trunk Class Of Service

5. Configure Mediatrix 4104

This section describes how to access the M4104 gateway web interface and configure the M4104
VOIP gateway for testing.

5.1. SIP Registration

In the web browser address field, enter the M4104 gateway IP address. The M4104 login page
will appear as shown in figure 18. Enter the user name and password.
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Mediatrix’

-

User Name{l_publicl I |

Password: I |

Figure 18 — Login Screen

Click the Login button, the main configuration screen appears as in figure 19 below.

M iT ® l| System ‘l MNetwork m POTS ® SIF = Telephony [] Call Router [ Management m  Reboot
ediatrix

-
| JcurrentStates |
System Description: Mediatrix 4104plus
Firmware: Dgw 2.0.9.144
Profile: 4104-M¥-D2000-55
MAC Address: 0090fe068%ed
Serial Number: 002020000M213100054
System Uptime (D:HH:MM:S5): 8:07:58:37
System Time (DD/MM/YYYY HH:MM:55): 09/01/2000 02:58:13

Figure 19: Main Configuration Screen

5.2. Configure the SIP Port

To configure the SIP Port, in the main configuration screen (see figure 19), click SIP menu on
the top menu bar, and then click on Gateways (see figure 20 below).

In the SIP Port field, type the SIP port number. This example uses 5070.

Click Submit.
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H I iT & m  System ® MNetwork ® POTS l| SIP |l Telephony L] Call Router L] Management

m  Reboot

-
Gateway Status
Name Network Interface Port Secure Port State
default Uplink o] o] Ready
Gateway Configuration
Name Network Interface Port Secure Port
default Uplink w 5070 ] |

Figure 20: Gateway Screen

After click Submit button on figure 20 above, user needs to restart a service for the change to

take affect on the M4104 gateway. The next step is to click on Service table as indicated in
figure 21.

M iT & m  System ® MNetwork ® POTS l| SIP |l Telephony [] Call Router [] Management
ediatrix o | e | T | e | ]

Some changes require to restart 2 sarvic
Flease click this link to access the

®  Reboot

v new configuration.

services table.

-
Gateway Status
Name Network Interface Port Secure Port State
default Uplink o] o] Ready
Gateway Configuration
Name Network Interface Port Secure Port
ettt Upine -+ E—

=

Submit

Figure 21: Restarting Services

The Services screen appears as shown on figure 22 below, click on Restart Required Services
button to restart the SIP Endpoint service.
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-

- System Service Status

Authentication, Authorization and Accounting [AAAY: Started
Certificate Manager (CERT): Started
Configuration Manager [(CONF): Started
Device Control Manager (DCM): Started
Ethernet Manager (ETH): Started
File Manager (FILE): Startad
Firmware Pack Updater (FPU): Started
Host Configuration (HOC): Started
Local Quality Of Service (LQOS): Started
Process Control Manager (PCM): Started
Service Controller Manager (SCM]: Started

- User Service Status Startup Type Action Comment
Basic Network Interface (BNI): Started Auto - Jnm
Call Routing (CROUT): Started Auto - Jnm
Command Line Interface (CLI): Started Auto - Jnm
DHCP Server (DHCP): Stopped Manual w HJJ
Endpoint Administration (EPADM): Started Auto - Jnm
Endpoint Services (EPSERV): Started Auto - Jnm
IP Routing (IPROUTING): Stoppad Manual - HJJ
Local Firewall {LFW]: Started Auto - Jnm
Media IP Transport (MIPT): Started Aute - Jnm
Music On Hold (MOH): Started Auto - Jnm
Network Address Translation (NAT): Stopped Manual w HJJ
Network Firewall (NFW): Stopped Manual HJJ
Notifications and Logging Manager (NLM]: Started Auto - Jnm
Network Traffic Control (NTC): Stopped Manual - HJJ
Flain Old Telephony System (POTS): Started Auto - Jn
SIP Endpoint (SIPEP): Started Aute - Jn% Restart needed
Simple Network Management Protocol (SHNMP): Started Auto - Jnm
Telephony Interface (TELIF): Started Auto - Jnm
Web (WEB): Started Auto - Jnm

Submit | Restart Required Services

The confirmation screen will appear to let the user know that the service was restarted

Figure 22: Services Screen

successfully as shown in figure 23 below.
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Successfully sent the services restart command. Click here to get the latest statuses.

I T
Authentication, Authorization and Accounting [ARA]: Started
Certificate Manager [(CERT): Started
Configuration Manager [(CONF): Started
Davice Control Manager (DCM): Started
Ethernet Manager (ETH): Started
File Manager (FILE): Started
Firmware Pack Updater (FPU]: Started
Host Configuration (HOC): Started
Local Quality OF Service (LQOS): Started
Process Control Manager (PCM): Started
Service Controller Manager (SCM: Started

- User Service Status Startup Type Action Comment
Basic Metwork: Interface (BNI): Started Auto - Jnm
Call Routing (CROUT): Started Auto - Jnm
Command Line Interface (CLI): Started Auto - Jnm
DHCP Server (DHCP): Stopped Manual « HJJ
Endpoint Administration (EPADM): Started Auto - Jnm
Endpoint Services (EPSERV): Started Auto - Jnm
IF Routing (IPROUTING): Stopped Manual HJJ
Local Firewall [LFW]): Started Auto - Jnm
Media IP Transport (MIPT): Started Auto - Jnm
Music ©On Hold {(MOH]: Started Auto - Jnm
Network Address Translation (NAT): Stopped Manual HJJ
Network Firewall (NFW): Stopped Manual HJJ
Notifications and Logging Manager (NLM]): Started Auto - Jnm
Network Traffic Control (NTC): Stopped Manual « HJJ
Plain Old Telephony System (POTS): Started Auto - Jnm
SIP Endpoint (SIPEP): Started Auto - Jnm
Simple Metwork Management Protocol (SNMP): Started Auto - Jnm
Telephony Interface (TELIF): Started Auto - Jnm
Web (WEB): Started Auto - Jnm

' Submit Il

Figure 23

After click Submit button on figure 23, the correct SIP port appears in the Gateway option as
shown in figure 24.
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®  System ® Network ® POTS l| SIP |l Telephony [] Call Router [] Management ®  Reboot

Mediatrix’

-

Gateway Status
Name Network Interface Port Secure Port State

default Uplink 5070 o] Ready

Gateway Configuration

Name Network Interface Port Secure Port
e Upimic -+ B

L 1

Submit

Figure 24: Confirming the SIP Port

5.3. Configure communication to the SIP Proxy Server

The next steps are to configure communication to the SIP proxy server that the Mediatrix4104
will use to route VolP calls.

In the main configuration screen (see figure 19), click SIP, and then click Servers

The Servers screen appears as shown in figure 25.

In the Registrar Host and Proxy fields, enter the correct SIPLine Gateway IP address and SIP
port (shown on page 8, figure 5 — Node IP address value, 47.248.100.237 and port 5070). Click
Submit button to save the configured information.

iT & m  System ® Network ®  POTS l| SIP |l Telephony [] Call Router [ Management ®  Reboot
Mediatrix e | surarsaion | Traport |y | e |
-

SIP Default Servers

Registrar Host: [47.248.100.237:5070 |

Prasy Host: [47.248.100.237:5070 |

Cutbound Proxy Host: [ |

SIP Gateway Specific Registrar Servers
Gateway Name Gateway Specific Registrar Host
Fdefault No - [t92.168.0.10:0 |
SIP Gateway Specific Proxy Servers
Gateway Name Gateway Specific Proxy Host Outbound Proxy Host
Fdefault No  w [t92.168.0.10:0 | [p-0.0.0:0 |

Submit

Figure 25: Servers Screen

QT; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 48
SPOC 8/23/2010 ©2010 Avaya Inc. All Rights Reserved. Mediatrix-CS1K




5.4. Configure Registrations and Authentications

In the main configuration screen (see figure 19), click SIP, and then click Registrations.

The Registrations screen appears as shown in figure 26.

In the Endpoints Registration, enter a User Name. The Friendly Name field is optional and can
be left blank.

Enable the Endpoint by choosing Enable option under the register column from pull down menu.
Leave the Gateway Name field as default.

Click on Submit button to save the configuration changes.

M iT & ® Systern B Metwork m POTS l| SIP ‘l Telephony [] Call Routar [] Managernent ®  Reboot
ediatrix ws | servers |TEERRIRRR erceonts | Authenticaton Mivterop | ise |
-

Endpoints Registration Status

Endpoint User Mame Gateway Mame Registrar

Portl 55111 default 47,248,100, 237:5070 Registered

Port2 55112 default 47,248,100, 237:5070 Registered

Port3 55115 default 47,248,100,237:5070 Registered

Unit Registration Status

User Name Gateway Mame Registrar

Endpoints Registration

Endpoint User Name Friendly Name Reqister Gateway Name
Portl Enable all -
Port2 ’55112—| | | Enable = all -
Port3 [5511s | [ | Enable w all -
Portd | | | | Dizable - all -

Unit Registration
Index User Mame Gateway Mame

Submit | Submit & Refresh Registration |

Figure 26: Registrations Screen

Continue to click on Authentications in the task bar, the Authentications screen appears shown as
in figure 27.
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" Systern = PMatwork = POTE llslp - Talaphony L] Call Routar - Managament = Rebaoot

— M
Mediatrix” g [crdvore: |RRRTCRERTI avsoort | ioveron | iasc

>

Authentcation

Priority Apply To Envdpoint Gateway Validate Realm User Name

1 Usemame Disable §5111 .=
2 Uzemarms Dizable §8112 =

a Usermame Disable 55115 | ecic | | [+ ||
4 Unit: Enable =
5 Uit Enable | ecic | | [+ ||
3 Uit Enable ecic [ A~ ]+]-]

7 Uit Ershle | ecic | | v [+ ]|
8 Unit Ensble | ecit | A | [+ | =]
a Uit Ershle edit | A | v |+ ] =]
10 Unit Ensble | ecit | A | [+ | =]
1 Unit Enable | ecic | | v [+ ]|

iz Uit Enable | ecit | A | [+ | =]
12 Unit Enable | ecic | ] v [+ ]|
14 Unit Enable EapEns
15 Unit Enable | ecic | | v [+ |-
i Unit Enable EapEns
17 Unit Enable | ecic | | v [+ |-
18 Unit Enable EapEns
19 Unit Enable  ecic | ] v [+ ]|
20 Unit Enable Jecic || [+
Mumbizr of rows to add: I:l

Edit All Entries | Refresh Registration |

Figure 27: Authentications Screen

On the Authentication page, click on the Edit button to configure authentication method for each
individual User as shown in figure 28.

Select Username from the “Apply To” drop down menu.

Select Disable from the Validate Realm list box.

Enter Username and Password.

Click Submit.

® Systern W Metwork = POTS l| SIP |l Telephony L] Call Router L] Management ®  Reboot

Mediatrix’

* Authentication

Authentication
Priority Apply To Endpoint Gateway Validate Realm Realm User Name Password
1 {Username - Disable » | | |55111 | |******** |

Unit

Endpaint
Satens Cancel | Submit | Submit & Refresh Registration |
Figure 28
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On the Misc page, configure the SIP Domain Override to the one required by the CS1000
(dplab.com) as shown in figure 29 below. This SIP line domain name is the one that has been
created in section 4.4, referring to figure 7.

m  System ®  MNetwork = POTS l| SIP |l Telephony [] Call Router [] Management m  Reboot

Mediatrix*

=

Cateway Configuration
Gateway Name SIP Domain Override
default dplab.com

Figure 29

5.5. DTMF and Codec settings

This section describes how to configure DTMF and Codec settings in the M4104 gateway.

In the main configuration screen (see figure 30), click on the Telephony, and then click on
CODECS menu from the second top menu bar

In the CODEC table list, ensure that G.711 a-Law; G.711 u-Law and G.729 are Enable in the
Voice list.

In the Misc section, Level for Jitter Buffer is Normal; under DTMF Transport, select transport
method from the Transport Method drop-down list as shown in figure 30 below.
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[] System ®  Network ® POTS = SIP l| Telephony |l Call Router [] Management m  Reboot

Mediatrix’
orvr vape [NEESEER] ool rorvard | servces e e =

=

Select Endpoint: Default -

- CODEC Voice Data Advanced _
G.711 a-Law Enable Disable -
G.711 u-Law Enable Disable -
G.723 Enzble -
G.726 16Kbps Disable
G.726 24Kbps Disable
G.726 32Kbps Disable w Disable
G.726 40Kbps Disable Disable -
G729 Ensble ]
T.28 Enable
Clear Mode Disable Disable -
Clear Channel Disable Disable -
X cCD Disable Diszble

Jitter Buffer

Level: Normal -
DTMF Transport
Transport Method: Cut-of-Band using RTP -

SIP Transport Method Info DTMF Relay

Payload Type:

Generic Voice Activity Detection (VAD)

Enable (G.711 and G.726): Disable -

T
o
[

Figure 30 DTMF and Codecs setting

5.5.1. Disable G.729 Voice Activity Detection

Select the Telephony -> CODECS page.
Click on the Edit button in the Advanced column next to G.729 to modify the advanced settings
of the CODEC as shown in figure 31.
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u Systam [ ] MNeatwork m ISDN = SIP l| Telephony

Mediatrix’
DTMF Maps CODECS Services Tone Customization

= CODECS

Select Endpoint: IDEFEILI“: "I
[ |copbec

G.711 a-Law Enable |- Disabla

=
o
o+
1]

Advanced -

Edit

[+

G.711 u-Law Disable - Disable = Edit

J
RERERE

G.723 Disable = Edit

G.726 16Kbps Disable = Edit

G.726 24Kbps Dizsable - Edit

Uil 3

G.726 32Kbps Dizable - Im Edit
G.726 40Kbps Disable = m

G.729 Enable =

T8 BT

Clear Mode Disable = Im

Clear Channel Disable = Disable [=]

X CCD Dizable = m

Figure 31

Set the Built-in Voice Activity Detection (VAD) to Disable and click on Submit button to accept
the modifications as shown in figure 32 below.

M I‘T & ] System ] Networkk ®m POTS =m SIF = | Telephony |
ediatrix
= CODECS
Select Endpoint: Default «
Select CODEC: G.725 -
WVoice Transmission: Enable w
Woice Priority: I:l
Minimum Packetization Time: I0ms -
Maximum Packetization Time: 80ms
Built-In Voice Adtivity Detection [(WVAD): Enable
Disable
[Enable |y
Submit | Cancel
Figure 32
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5.5.2. Configuring DTMFs

Select the Telephony -> CODECS page, then scroll down to the section Misc.
Set the Transport Method to Out-of-Band using RTP.

Set the DTMF Transport Payload Type to 101.

Click the Submit button at the bottom right to accept the modifications, see figure 33.

Jitter Buffer

Level: IH-:rrnaI ;I
30
DTMF Transport
Transport Method: IGut-cF-Eand using RTP ;I
Payload Type:

Generic Voice Activity Detection (VAD)

Enable {(G.711 and G.726):

ICaner',-ati',-e ;I

Base Ports
T.38: 004
SRTP:
Figure 33

5.6. Advanced interoperability configuration

Unfortunately, not all configuration variables can be accessed via the web page. In order to
access some less-used variables, the CLI (Command Line Interface) or a SNMP browsing tool,
such as the Unit Manager Network from Media5 can be used. The steps below describe how to
configure these variables using Unit Manager Network (called from now on UMN).

Go to the link below to download application
http://www.mediaScorp.com/en/support-a-training

On the support web page, click on the Go button in the Download & Documentation
In the Select Product Line drop down box, select the UNM v3.2. This is under the Software
Application as shown in figure 34 below.
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http://www.media5corp.com/en/support-a-training

utions

Technologies Mews

Documentation

Support

Documentation

| search...

Downloads & Documentation

UKN v3.2

UMM v3.2:

Latest GA release(z) for UMN v3.2

} UMN Quick Start (pdf file

2102 SIP v4.5 (General Availability) EOL

Enterprize Analog Series 110041200 (SIP)

11001200 Seriez SIP (Documentation)

1100M200 Serisz SIP v5.0 (General Availability)
11001200 Series SIP w4 4 (General Availability) EQL
1100 Series SIP v4.3 (General Availability) EQL
11001200 Seriez SIP v2.4 (General Availability) EQL

last updated on 12/05/2005|Enterprize Analog Seriez 1100 (MGCR/NCS)

Once inztalled, thiz Unit Manager

requires purchasing and inztalling|
b UMN Mib Pack 27

last updated on July 13, 2014

The UmniMitPack iz a single install

UMN software program applicatio

1100 Seriez MGCP/NCS (Documentation)
1100 Seriez MGCP/NCS v5.0 (General Availability}
1100 Seriez MGCP/MCS v (General Availability)

Enterprize Analeg Seriez 110041200 (H.323)

11001200 Series H323 (Documentation)
11001200 Seriez H3232 v4.0 (General Availability )
11001200 Series H323 v2.4 (General Availability) EQL

'''''''''''''''''''''''''''''''''' Enterprise Digital Series 14/15/1800 - 24/25/2600 (EOL)

P UMN v3.2¢r28.61
last updated on April 7, 2009
Installation filez and decumentatio

P UMN v3.2r27.60

14151800 - 24 500 Series (Documentation) (EOL)
! ' SIPw3.20 (General Availakility} (EOL)
14/15/1800 - 24/25/26800 Series H.323 v3.20 (General Availability ) (EQL)
raining Material
JB0E - Seli-Training Kit

last updated on November 1] S0ftware Applications

Inztallation files and documentatio MELLERS
------------------------------------------ IPCS v3.1
b UMN v3.2r26.58 UKE w1.1
last updated on June 16, 200 MxUdpListener
WIB filez

Installation filez and doecumentatio

b UMN v3.2r25.55

Analog series MIB files
DGW 1.1 MIB files
Digital zeriez MIB files

last updated on March 4, 201
Installation filez and documentation for Unit Manager Network. =

Figure 34

Download the UMN v3.2.28.61 as well as the UMN MIB Pack 27. Install UMN on the PC
following the instruction and restart PC, once it asks for it. Once the PC restarted, install the
UMN MIB Pack 27.

5.6.1. Adding a Unit in Unit Manager Network

The Unit Manager Network (UMN) software is a configuration and management tool for
Mediatrix devices. The UMN is provided on the Media5 download portal. It has a default 3-units
limit upon installation. This will suffice for most configuration deployment

Please refer to the UMN Quick Start guide for the installation of the software. Once the UMN
software has been installed on your PC, proceed with the following steps.
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5.6.2. Start the UMN

Select from the Start Menu > Programs > Unit Manager Network 3.2 > Unit Manager
Network.

5.6.3. Login to the UMN

In the Administrator login window (Connect to Unit Manager), a User Name and
Password are not required. Click OK to proceed.

5.6.4. Perform an Autodetect

On the left pane, right-click the Unit Manager level, then select Autodetect. (see figure
35)

% UnitManagerClient - [127.0.0.1]
% Unit Manager Treeltemn Group View

= ¢ BT % Hierarchy

Autodetect... L}
Delete...

Synchronize...

Expand
Collapse

Properties...

Refresh s
Refresh tree

Figure 35

= Set the /P Address Range to minimize the time it takes to auto-detect the unit. Click
Start to begin Mediatrix unit detection. When the unit is detected, the Result section
lists the unit. (see figure 36)

= Select the unit and click OK. If no DHCP server is used in your subnet, you must
connect one unit at a time since they will start by using the default IP address
192.168.0.1 after a recovery reset. You will have to set a different static [P address
for every unit. Please see your unit’s SIP Quick Start Guide for more details on initial
setup.
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Unit Detection LX)

|P Addrezs Range
Frorm: |192 _|1Ba _||3 _ |1n
Ta: |192 _|158 _|n _|1n

SHMP preferences
¢ Use the default values of SHMP preferences

v “with specific Timeout/Retry  Timeout [mz) |5D Rety |'ID
" Use specific SHMP preferences
Result
IP Address | MAC Address | Tupe |

192168.0.10 0030F303CCF2 Mediatriz 4100 Senes

Ok Cancel

Figure 36

5.6.5. Advanced configuration

For every variable that are required to modify, follow this procedure:

- Select your Mediatrix gateway and right-click on the unit. Select Edit SNMP, as shown
in figure 37.

- Make sure you click “Automatic Get” at the top, as shown in figure 38.
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EE UnitManagerClient - (1270001 ]

% Unit Manager Treeltem Group Miew Teols Window Help

= | L T | | 7 ” % | Hierarchy IDefauIt I
EE Unit Manager
E| [ Interop

81921680, Edit SMMP..

Open S5H/Telnet Session...

Open Internet Browser...

Delete...
Action »
Configuration File 2

SNMPv3 Unit settings...
SMMP Preferences...

Properties...

Refresh F5

Figure 37

== Edit SNMP

Remoteunit [0030FB005464 | | 3 | W Automatic GET || 8 Q22 o7
Elll"l 5] -
----- & siplnteropReplacesConfig

------ g sipInteropTransferVersion

Figure 38

e Navigate to the desired variable by following the ISO tree, or simply by using the Find
feature, which will be faster. Right click on any variable in the tree and click on “Find” as
shown in figure 39 below:
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e I e e L A L L

L=

n,
=
=3
2
m
=]
=
=
=
m
o
=)
m
a
Lo
[an |

Get
Set
GetWalk |

Find... Porte . |)

Find Next b I_l

Expand

Collapse

sysName

Figure 39

Enter the Node Name as shown figure 40 below:

-
Find Node — 2|

Mode M ame

IinteerS dpDirectiondttributeE nable Find I

[T Match whale ward anly
¥ Match case

¥ Start from root Caticel |

I

Figure 40
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5.6.6. Direction Attribute in the SDP

Disable the variable interopSdpDirectionAttributeEnable

Navigate to the interopSdpDirectionAttributeEnable variable. The variable can be found
by using the find feature or by navigating to the following iso -> org -> dod -> internet -
> private -> mediatrix -> mediatrixSystem -> gen5 -> mediatrixCommon ->
mediatrixServices -> sipEpMIB -> sipEpMIBObjects -> interopGroup (see figure 41)

=i- Edit SNMP
Femate unit |DDE|DFBD45AF[: ﬂ 4% | ¥ Automatic GET > | [ Enable LastResult Set target units. . ‘
ED interopGroup + | interopSdpDirectionAttributeEnable |
i - interopReplacesType |enab|e j
----- & interopTransferVersion T k-
e & interopSessionTimerVersion enable
Figure 41
Click the Set button as figure 42 below:
== Edit SNMP -
Fiemate unit | 0030FE045AFT ||| g% | v Automatic GET @\ | [T Enable LastResult Set target units... |
ED interopGroup = | interopSdpDirectionAttributeEnable |
. i@ interopReplacesType et disable

Figure 42

+ Registration parameters adjustment

Set the defaultRegistrationProposedExpirationValue to 3600 (see figure 43)

Navigate to the defaultRegistrationProposedExpirationValue variable (iso -> org -> dod -
> internet -> private -> mediatrix -> mediatrixSystem -> gen5 -> mediatrixCommon ->
mediatrixServices -> sipEpMIB -> sipEpMIBObjects -> registrationGroup)

=i Edit SNMP

Remaote unit | DO90FE045AFC ||| 4% | W Automatic GET » | [T Enabls LastResult Set target units.

=@ sipEpMIB = | defaultRegistrationPropesedExpirationValue
=121 sipEpMIBObjects 3600| T

Figure 43

Click the Set button as mentioned on figure 42 above.
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When finished simply reboot the unit via the web page. You should now be able to use the
Mediatrix 4100 unit with the Avaya CS1000.

6. General Test Approach and Test Results

The focus of this interoperability compliance testing was primarily to verify the call
establishment between the analog phones that connected to M4104 gateway and the CS1000
telephones; IP and SIP. Other call features, such as busy, hold, DTMF, MWI and codec
negotiation, were exercised.

6.1. General test approach

The general test approach was to have one of the CS1000 telephone clients/users to place a call
to and from the analog phone that connected to M4104 gateway and also to exercise other
telephony features. The main objectives were to verify the M4104 successfully perform the
following:

e Registration of analog phones which connected to M4104 port to the CS1000.

e C(Call establishment from analog phones with Avaya CS1000 SIP and non SIP
phones/clients

e (Call establishment from analog phones with emulated PSTN phones.

¢ Basic call operation: DTMF transmission, voicemail with MWI notification, busy, hold,
blind and supervised/consultative transfer, call waiting, second call.

e Advance CS 1000 Call Server features: speed dial, group call pickup, ring again busy/no
answer, call park/retrieve, call forward (busy/all call/no answer), conference and multiple
appearances DN

e (Codec negotiations.

6.2. Test Results

The objectives outlined in section 6.1 were verified..The following observations were made
during the compliance testing:

e Avaya has not performed audio performance testing or reviewed the analog phones
compliance to required industry standards.

e Enable Network Call Redirection (NCRD) in CS1000 Call Server SIP Line Route will
cause an issue with Call Waiting. CR Q02073088 has been raised against CS 1000 SIP
Line system. This has been no fixed plan so far.

e In the blind call transfer scenario, after completing transfer, BYE messages were sent by
both SLG and transferor. This results in “481 Call Leg Does Not Exist” from one of the
parties.

The call flow is as follow:
1. UA 1, dial Sigma Phone number
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2. Sigma Phone answers the call.

3. From Sigma Phone presses “HOLD” and then “TRANSFER” key to dial UA 2
number.

4. UA_ 2 answers the call.

5. UA 2 disconnects

This does not impact the feature operation.

e On the Call Park/Retrieve scenario, the call flow is as follow:
1. From UA 01, dial UA_02
2. From UA 02, park the call with the UA_ 01 by initiating a blind transfer and dial SPRE
(7) + 71 followed by park to DN.
3. From UA 02, retrieve the parked call by dialing SPRE (7)+72 followed by park to
DN.
In step 2 above, Flash key on UA 01 is pressed. A blind transfer is initiated by
dialing SPRE (7) + 71 followed by park to DN. After pressing # key on UA_02 to
complete the transfer, we expect that UA_02 goes back to Idle status. However, UA_02
hears ring back tone continuously until it is hanged up.
This behavior does not impact the feature operation. The call is still re-connected
normally when the 3rd party phone is un-parked. This is design intend of the Mediatrix
4104.

7. Verification Steps

This section includes some steps that can be followed to verify the configuration.

e Verify that the analog phone registers successfully with the CS 1000 SIP Line Gateway
server and Call Server by using CS 1000 Linux command line and CS 1000 Call Server
overlay LD 32

- Login sipline server using Avaya account.
- Issue command “slgSetShowByUID [userID]” where userID is SIP Line user’s ID

being checked

[nortel@sipl ~]$ slgSetShowByUID 55524

=== VTRK ===

UserID TN Clients Calls SetHandle

55524 096-00-02-24 1 0 O0xb7c25el10

StatusFlags = Registered Controlled KeyMapDwld SSD
FeatureMask =
CallProcStatus = 0

Current Client = (0, Total Clients = 1

== Client 0 ==
IP:Port:Trans = 47.248.100.56:5060:udp
Type = SIP3
UserAgent = PolycomVVX-VVX 1500-UA/3.2.2.0481
x-nt-guid = 9ad7a4871842718a35aeadf070608745
RegDescrip =
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RegStatus

PbxReason
SipCode
Expire
Contact
Nonce
NonceCount
hTimer
TimeRemain
Stale
Outbound
ClientGUID

Key Func

0 3

1 126

2 3

3 9

4 29

17 16

18 18

19 27

20 19

21 52

22 25

24 11

25 30

26 31

.stat 96 0 2 24
IDLE REGISTERED 00

L
0
0
0
0
0
0
0
0
0
0
0
0
0

0

1

OK

200

300
sip:55524@47.248.100.56:5060
cad64489bbd9bcablaa9alf833052da4
3

0x9c659d0

183

0

0

0

Label
55524
2655524
55097

Login call server using admin account.
Load overlay 32 and then issue command “stat [TN]” where TN is the SIP Line
user’s TN being checked

e Place a call from and to the analog phone and verify that the call is established with 2

way speech path.

e During the call, use pcap tool (ethereal/wireshark) at the SIPLine Gateway and clients to
make sure that all SIP request/response messages correctly.

8. Conclusion

All of the executed test cases have passed and met the objectives outlined in Section 6.1, with
some exceptions outlined in Section 6.2. The outstanding issues are being investigated and
solved by Mediatrix and Avaya design teams. Some of these issues are considered as exceptions.
The M4104 gateway version Dgw 2.0.9.144 is considered compliant with CS1000 SIP Line

System Release 6.0.
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9. Additional References

Product documentation for Avaya products may be found at:
http://support.nortel.com/go/main.jsp
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[5] Communication Server 1000E Installation and Commissioning, Release 6.0, Revision 03.06,
February 2010, Document Number NN43041-310

[6] Communication Server 1000E Software Upgrades, Revision 03.12, February 2010,
Document Number NN43041-458

[7] Communication Server 1000E Linux Platform Base and Applications Installation and
Commissioning, Revision 03.10, February 09, 2009, Document Number NN43001-315

[8] Communication Server 1000 Unified Communications Management Common Services
Fundamentals, Revision: 03.04, September 28, 2009, Document Number NN43001-116

Product information for Mediatrix 4104 products can be found at
http://www.mediaScorp.com
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10. Appendix

This section is to help user provisioning the clock synchronization of a network of CS1000
systems used under test. This will create the PRI trunk synchronization between 2 CS1000 under
test in Figure 1; Main and Emulated PSTN systems. In this example, the emulated PSTN will
have clock controller card. Therefore, these provisioning steps below will only apply to the
emulated PSTN CS1000 system only. The steps below can be accomplished by login Call
Server and using command line interface on overlay 73.

Defining system timers and clock controller parameters

The programming example below shows how to define system timers and clock controller
parameters using LD 73. For all other fields not listed in the example press RETURN to use
default values.

Prompt Response Description

REQ CHG Change data.

TYPE DDB Digital Data Block

MGCLK [401 Card slot number for Media Gateway 4 0

PREF 1 Card number of PRI/DTI/SILC or DTI2/PRI2/SILC
containing the primary clock reference.

SREF 1 Card number of PRI/DTI/SILC or DTI2/PRI2/SILC
containing the primary clock reference.

Enabling T1 QSIG Service

Enable TMDI card
The example below shows how to enable TMDI card using LD 48.

>1d 48
LNKO000
.enltmdi4 01

OK

Enable Clock Controller
The example below shows how to enable clock controller using LD 60.

>1d 60
DTIO00
.enlcc40
.OK
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Enable PRI loop
The example below shows how to enable PRI loop using LD 60.

>1d 60
DTI000
.enll 10

OK

Enable D-Channel
The D-Channel may not automatically come up. The example below shows how to enable PRI D-
channel using LD 96.

>]d 96
DCHO000
.enl dch 10

DCH: 10 EST CONFIRM TIME: 19:38:44 30/09/2009

DCH 10 UIPE_ OMSG CC_RESTART REQ REF 00000000 CH 0 TOD 19:38:44 CK
EODAF978

TYPE: ALL CHANNEL

DCH 10 UIPE_IMSG CC_RESTART CONF REF 00008000 TOD 19:38:44 CK EODAF9C2
TYPE: ALL CHANNEL
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