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Abstract

These Application Notes describe a sample configuration of a network that uses SIP
trunks between Avaya Business Communication Manager 50, Avaya Aura'™ Session
Manager Release, Avaya Aura™ Communication Manager Access Element Release,
and a second Avaya Aura™ Communication Manager operating as a Feature Server.

e Avaya Aura™ Session Manager provides SIP proxy/routing functionality,
routing SIP sessions across a TCP/IP network with centralized routing policies
and registrations for SIP endpoints.

e Avaya Aura™ Communication Manager operates as a Feature Server for the
SIP endpoints which communicates with Avaya Aura™ Session Manager over
SIP trunks.

e Avaya Business Communication Manager 50 is an all-in-one platform
supporting converged voice and data communications for small businesses.
1These Application Notes provide information for the setup, configuration, and

These Application Notes provide information for the setup, configuration, and
verification of the call flows tested on this solution.
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1. Introduction

These Application Notes describe a sample configuration of a network that uses SIP
trunks between Avaya Business Communication Manager 50 R5, Avaya Aura™
Session Manager Release, Avaya Aura™ Communication Manager Access Element
Release, and a second Avaya Aura'™ Communication Manager operating as a Feature
Server.

As shown in Figure 1, the Business Communication Manager 50 supports the 1230 IP
and T7316E digital phones and is connected to the SM-100 (Security Module-100)
network interface on Avaya Aura™ Session Manager over a SIP trunk. Avaya 9600
Series IP Telephone (H.323) and 2420 Digital Telephone are supported by the Avaya
Aura™ Communication Manager Access Element. The Communication Manager
Access Element is also connected over a SIP trunk to the Avaya Aura™ Session
Manager. All inter-system calls are carried over these SIP trunks.

Avaya Aura™ Session Manager is managed by Avaya Aura™ System Manager. Avaya
9630 IP Telephones configured as SIP endpoints utilize the Avaya Aura™ Session
Manager User Registration feature and require an Avaya Aura™ Communication
Manager operating as a Feature Server. The Communication Manager Feature Server
only supports IMS-SIP users that are registered to Avaya Aura™ Session Manager. The
Communication Manager Feature Server is connected to Session Manager via an IMS-
enabled SIP signaling group and associated SIP trunk group.

For the sample configuration, two Avaya Aura™ Session Managers running on separate
Avaya S8510 Servers are deployed as a pair of active-active redundant servers to
support failover testing’. The Avaya Aura™ Communication Manager Access Element
runs on a pair of duplicated Avaya S8730 Servers with an Avaya G650 Media Gateway.

The results in these Application Notes should be applicable to other Avaya servers and
media gateways that support Avaya Aura™ Communication Manager.

These Application Notes will focus on the configuration of the SIP trunks and call routing
needed to test calls between Business Communication Manager and stations on Avaya
Aura™ Communication Manager Access Element or SIP stations registered to Avaya
Aura™ Session Manager. Detailed administration of multiple Avaya Aura™ Session
Managers, multiple SIP trunks on Business Communication Manager to support failover
testing, configuration of the Avaya Aura™ Communication Manager Feature Server,
SIP endpoints, or SIP users will not be described (see the appropriate documentation
listed in Section 9).

' For more information on configuring multiple Session Managers and multiple SIP Trunks on Business
Communication Manager 50 to support failover testing, see appropriate documentation in Section 9.
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Figure 1 — Sample Configuration
1.1. Equipment and Software Validated

The following equipment and software were used for the sample configuration.

Component

Software Version

Avaya Aura'" Session Manager on Avaya S8510 server

Release 5.2.0.1.520017-11-18-2009

Avaya Aura' System Manager Release 5.2,
Load: 5.2.0.8.27
Avaya Aura'™ Communication Manager Access Element | Release 5.2.1

* Duplicated Avaya S8730 Servers Load: R015x.02.1.016.4
* Avaya G650 Media Gateway

Avaya Aura'™ Communication Manager Feature Server | Release 5.2.1

» Avaya S8300 Server Load: R015x.02.1.016.4

Avaya IP Telephones:

* 4621SW FW: 2.90
* 9620 FW:3.0
Avaya SIP Phones FW: 2.5.0
* 9630
Avaya Digital Telephones (2420D) N/A
Avaya Business Communication Manager 50 Release 5
Version: 9.0.1.22.524
1230 IP Telephone FW: 062AC6R
T7316E Digital Telephone N/A
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2. Configure Avaya Aura™ Communication Manager Feature Server

This section describes the administration of SIP trunks between the Avaya Aura™
Communication Manager Feature Server and Avaya Aura'™ Session Manager using a
System Access Terminal (SAT). These instructions assume the G450 Media Server is
already configured on the Communication Manager Feature Server. Some
administration screens have been abbreviated for clarity.

¢ Verify System Capabilities and Licensing

o Administer network region

e Administer IP node names

e Administer IP interface

e Administer SIP trunk group and signaling group
e Administer route pattern

e Administer numbering plan

After completing these steps, the “save translations” command should be performed.

2.1. Verify System Capabilities and Licensing

This section describes the procedures to configure the correct system capabilities and
licensing on the Avaya Aura™ Communication Manager Feature Server. If there is
insufficient capacity or a required features is not available, contact an authorized Avaya
sales representative to make the appropriate changes.

2.1.1. SIP Trunk Capacity Check

Issue the display system-parameters customer-options command to verify that an
adequate number of SIP trunk members are administered for the system as shown

below:

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED

Maximum Administered H.323 Trunks: 500 0

Maximum Concurrently Registered IP Stations: 18000 4
Maximum Administered Remote Office Trunks: O
Maximum Concurrently Registered Remote Office Stations: O
Maximum Concurrently Registered IP eCons: O

Max Concur Registered Unauthenticated H.323 Stations: 100
Maximum Video Capable Stations: O
Maximum Video Capable IP Softphones: 0

Maximum Administered SIP Trunks: 50

NOOOOOO

2.1.2. AAR/ARS Routing Check

To simplify the dialing plan for users of SIP endpoints, verify that both the ARS and
ARS/AAR Dialing without FAC parameters are enabled (on page 3 of system-
parameters customer options).
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display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

A/D Grp/Sys List Dialing Start at 01? n CAS Main? n
Answer Supervision by Call Classifier? n Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? y DCS (Basic)? y

ASAI Link Core Capabilities? y DCS Call Coverage?

2.1.3. Enable Private Numbering

Use the “change system-parameters customer-options” command to verify that
Private Networking is enabled as shown below:

display system-parameters customer-options Page 5 of 11
OPTIONAL FEATURES

Multinational Locations? y Station and Trunk MSP? y

Multiple Level Precedence & Preemption? n Station as Virtual Extension? y
Multiple Locations? y

System Management Data Transfer? n

Personal Station Access (PSA)? y Tenant Partitioning? n

PNC Duplication? n Terminal Trans. Init. (TT1)? y

Port Network Support? n Time of Day Routing? n

Posted Messages? n TN2501 VAL Maximum Capacity? y

Uniform Dialing Plan? y

Private Networking? Usage Allocation Enhancements? y

Processor and System MSP?
Processor Ethernet?

<K

Wideband Switching? n
Wireless? y

2.1.4. Configure Trunk-to-Trunk Transfers

Use the “change system-parameters features” command to enable trunk-to-trunk
transfers. This feature is needed to be able to transfer an incoming/outgoing call
from/to the remote switch back out to the same or another switch For simplicity, the
Trunk-to-Trunk Transfer field was set to “all” to enable all trunk-to-trunk transfers on a
system wide basis.

Note that this feature poses significant security risk by increasing the risk of toll
fraud, and must be used with caution. To minimize the risk, a COS could be defined
to allow trunk-to-trunk transfers for a specific trunk group(s). For more information
regarding how to configure a Communication Manager to minimize toll fraud, see
reference in Section 9.

change system-parameters features Page 1 of 18
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n
Automatic Callback - No Answer Timeout Interval (rings): 3
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2.2.  Add Node Name of Avaya Aura'™ Session Manager

Using the change node-names ip command, add the node-name for one of the Avaya
Aura™ Session Managers where the SIP endpoints will be registered, if not already
added. For the sample configuration, SIP endpoints were registered to the first Avaya
Aura™ Session Manager, labeled “ASM1” with IP address: 10.80.100.24.

change node-names ip Page 1 o0f 2
IP NODE NAMES
Name IP Address
ASM1 10.80.100.24
Nortel-CS1000e 10.80.50.50
default 0.0.0.0
procr 10.80.100.51

2.3. Configure IP Network Region

Using the change ip-network-region 1 command, set the Authoritative Domain to the
correct SIP domain for the configuration. Verify the Intra-region IP-IP Direct Audio,
and Inter-region IP-IP Direct Audio fields are set to “yes”.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name:
MEDIA PARAMETERS Intra-region IP-1P Direct Audio: yes
Codec Set: 1 Inter-region IP-1P Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 16585

2.4. Configure SIP Signaling Group and Trunk Group

2.4.1. Add Signaling Group for SIP Trunk

Use the add signaling-group n command, where “n” is an available signaling group
number to create a SIP signaling group to connect to one of the Avaya Aura™ Session
Managers. In the sample configuration, signaling group “10” and trunk group “10” were
used to connect to the first Avaya Aura™ Session Manager.

The screen below shows the values used for the signaling group in the sample

configuration:
e Group Type: “sip”
e Transport Method: “tcp?”
e IMS Enabled?: ‘y”

2 TCP was used for the sample configuration. However, TLS would typically be used in production
environments.
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Enable Layer 3 Test: y
Session Establishment Timer: “3”
Default values can be used for the remaining fields

e Near-end Node Name: “procr’ node name from Section 2.2

e Far-end Node Name: Session Manager node name from Section 2.2
e Near-end Listen Port:  “5060”

e Far-end Listen Port: “5060”

e Far-end Domain: Authoritative Domain from Section 2.3

[ ]

[ ]

[ ]

display signaling-group 10 Page 1 of
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tcp
IMS Enabled? Y

IP Video? n
Near-end Node Name: procr Far-end Node Name: ASM1
Near-end Listen Port: 5060 Far-end Listen Port: 5060

Far-end Network Region: 1
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded?

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise?
DTMF over IP: rtp-payload Direct IP-1P Audio Connections?

Session Establishment Timer(min): 3 IP Audio Hairpinning?
Enable Layer 3 Test? y Direct IP-1P Early Media?

H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec):

2.4.2. Add SIP Trunk Group

Add the corresponding trunk group controlled by the signaling group using the add
trunk-group n command, where “n” is an available trunk group number and fill in the
indicated fields.

e Group Type: “sip”

e Group Name: A descriptive name.

e TAC: An available trunk access code.

e Service Type: “tie”

e Signaling Group: The number of the signaling group added in
Section 2.4.1

Number of Members: The number of SIP trunks to be allocated to calls
routed to Session Manager (must be within the limits

of the total number of trunks configured in Section 2.1.1).

I any call originating from the SIP phone is not expected to be answered within 3 minutes, this value
may need to be increased.
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add trunk-group 10 Page 1 of 21
TRUNK GROUP

Group Number: 10 Group Type: sip CDR Reports: y
Group Name: ASM1 COR: 1 TNz 1 TAC: #10
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: O
Service Type: tie Auth Code? n

Signaling Group: 10
Number of Members: 10

Once the add command is completed, trunk members will be automatically generated
based on the value in the Number of Members field.

On page 2, set the Preferred Minimum Session Refresh Interval to 1200.

Note: to avoid extra SIP messages, all SIP trunks connected to Session Manager
should be configured with a minimum value of 1200.

add trunk-group 10 Page 2 of 21
Group Type: sip

TRUNK PARAMETERS
Unicode Name: auto
Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval(sec): 1200

On page 3, set Numbering Format to be private. Use default values for all other fields.

add trunk-group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUl Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers?
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On page 4, set Mark Users As Phone to “y” to send correct user information to
Business Communication Manager in the SIP messages, and set the Telephone Event
Payload Type to “101”.

add trunk-group 10 Page 4 of 21
PROTOCOL VARIATIONS

Mark Users as Phone? y

Prepend "+" to Calling Number? n

Send Transferring Party Information? n
Network Call Redirection? n

Send Diversion Header? n

Support Request History? n
Telephone Event Payload Type: 1

2.5. Administer Numbering Plan

SIP Users registered to Session Manager should be added to either the private or public
numbering table on the Communication Manager Feature Server. For the sample
configuration, private numbering was used and all extension numbers were unique
within the private network. However, in many customer networks, it may not be possible
to define unique extension numbers for all users within the private network. For these
types of networks, additional administration may be required as described in

References in Section 9.

To enable SIP endpoints to dial extensions defined in the Communication Manager
Access Element, use the “change private-numbering x” command, where x is the
number used to identify the private number plan. For the sample configuration,
extension numbers starting with 5XX-XXXX or 6 XX-XXX are used on the
Communication Manager Access Element.

e Ext Len: Enter the extension length allowed by the dial plan

e Ext Code: Enter leading digit (s) from extension number

e Trunk Grp: Enter the SIP Trunk Group number for the SIP trunk
between the Feature Server and Session Manager

e Private Prefix: Leave blank unless an enterprise canonical numbering

scheme is defined in Session Manager. If so, enter the
appropriate prefix.

change private-numbering 1 Page 1 of 2
NUMBERING - PRIVATE FORMAT
Ext Ext Trk Private Total
Len Code Grp(s) Prefix Len
7 5 10 7 Total Administered: 2
7 6 10 7 Maximum Entries: 540
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2.6. Configure Stations

For each SIP user defined in Session Manager, add a corresponding station on the
Communication Manager Feature Server. Note: instead of manually defining each
station using the Communication Manager SAT interface, an alternative option is to
automatically generate the SIP station when adding a new SIP user. See References in
Section 9 for more information on adding SIP users in Session Manager.

The phone number defined for the station will be the number the SIP user enters to
register to Session Manager. Use the “add station x” command where x is a valid
extension number defined in the system. On page 1 of the change station form:

e Phone Type: Set to 9630SIP
e Name: Enter Display name for user
e Security Code: Enter number used when user logs into station. Note: this

code should match the “Shared Communication Profile
Password” field defined when adding this user in Session
Manager. See References in Section 9 for more
information on adding SIP users in Session Manager.

add station 6663000 Page 1 of 6
STATION
Extension: 666-3000 Lock Messages? n BCC: O
Type: 9630SIP Security Code: 123456 TN: 1
Port: S00006 Coverage Path 1: 1 COR: 1
Name: John Smith Coverage Path 2: COosS:

On page 6, set:

e SIP Trunk option: Enter SIP Trunk Group defined in Section 2.4.2

change station 6663000 Page 6 of 6

STATION
SIP FEATURE OPTIONS
Type of 3PCC Enabled: None
SIP Trunk: 10

2.7. Configure Off-PBX-Telephone Station-Mapping

Use the “change off-pbx-telephone station-mapping” command for each extension
associated with SIP users defined in Session Manager.
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On page 1, enter the SIP Trunk Group defined in Section 2.4.2 and use default values
for other fields.

change off-pbx-telephone station-mapping 6663000 Page 1 of 3

STATIONS WITH OFF-PBX TELEPHONE INTEGRATION

Station Application Dial CC Phone Number Trunk Config Dual
Extension Prefix Selection Set Mode
666-3000 OPS - 6663000 10 1

On page 2, enter the following values:

e Mapping Mode: “both”
e Calls Allowed: “all”’
change off-pbx-telephone station-mapping 6663000 Page 2 of 3

STATIONS WITH OFF-PBX TELEPHONE INTEGRATION

Station Appl Call Mapping Calls Bridged Location
Extension Name Limit Mode Al lowed Calls
666-3000 OPS 3 both all none

2.8. Save Translations

Configuration of Avaya Aura™ Communication Manager Feature Server is complete.
Use the “save translations” command to save these changes

Note: After a change on the Avaya Aura™ Communication Manager Feature Server
which alters the dial plan, synchronization between Communication Manager Feature
Server and Avaya Aura™ Session Manager needs to be completed and SIP phones
must be re-registered. To request an on demand synchronization, log into the System
Manager console and use the Synchronize CM Data feature under the Communication
System Management menu.

3. Configure Avaya Aura™ Session Manager

This section provides the procedures for configuring the Avaya Aura™ Session
Manager and includes the following items:

e Administer SIP domain
¢ Define Logical/physical Locations where SIP Entities will be located
e Specify the Listen Port on Avaya Aura™ Session Manager for UDP connections
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e For each SIP entity in the sample configuration:
o0 Define SIP Entity
o0 Define Entity Links, which define the SIP trunk parameters used by
Avaya Aura ™ Session Manager when routing calls to/from SIP Entities
o Define Routing Policies, which control call routing between the SIP
Entities
o Define Dial Patterns

Configuration is accomplished by accessing the browser-based GUI of Avaya Aura™
System Manager, using the URL “http://<ip-address>/SMGR”, where “<ip-address>" is
the IP address of Avaya Aura™ System Manager.

Login with the appropriate credentials and accept the Copyright Notice.

Expand the Network Routing Policy Link on the left side of Navigation Menu. Select a
specific item such as SIP Domains. When the specific item is selected, the color of the
item will change to blue as shown below:

» Asset Management

» Communication System
Management

» User Management

» Monitoring

* Metwork Routing Policy
Adaptations
Dial Patterns
Entity Links
Locations
Regular Expressions
Routing Policies
SIP Domains
SIP Entities
Tirme Ranges
Personal Settings

} Security

» Applications

» Settings

» Session Manager

3.1. Administer SIP Domains

Expand Network Routing Policy and select SIP Domains.
= Click New
= In the General Section, under Name, enter the Authoritative
Domain Name specified in Section 2.3.
= Under Notes add a brief description.
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= (Click Commit to save.

The screen below shows the information for the sample configuration.

AVAYA

Avaya Aura™ System Manager 5.2

Nt Domain Management

Communication System

g ——— More Actions *

» User Management

» Monitoring i
1 Itemn Refresh

* Network Routing Policy

Adaptations [0 Name Type Default

Dial Pattarns [0 avava.com sip =]
e Select : All, None { 0 of 1 Selected )
Locations

Ragular Expressions

Routing Policies

SIP Entities
Time Ranges

Personal Settings

3.2. Define Locations

welcome, admin Last Logged on at Jan, 22, 2010 4:05 PM

Help | Log off

Filter: Enable

Authariztative Domain defined in CM

Expand Network Routing Policy and select Locations. Locations are used to identify
logical and/or physical locations where SIP Entities reside, for purposes of bandwidth

management or location-based routing.

= (Click New

= |n the General Section, under Name add a descriptive name.
= |n the Location Pattern Section, under the IP Address Pattern
enter pattern used to logically identify the location

= Under Notes add a brief description.
= Click Commit to save.

The screen below shows the information for the Communication Manager Access

Element in the sample configuration.
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Welcome, admin Last Logged on at Jan. 22, 2010 4:05 BM
AVAyA Avaya Aura™ System Manager 5.2 Log off

Help

General
* Name: |10_80_111
Notes: |CM Access Element
Dial Patterns Managed Bandwidth:
Entity Links
Z * Average Bandwidth per Call: 50 [Koit/sec ¥
Locations
* Time to Live (secs): | 3600
Regular Expressions
Routing Palicies
SIP Domains Location Pattern
e 1 Item Refresh Filter: Enable
Personal Settings
[0 | 1P Address Pattern Notes
b Security
O =[10.80.111.* CM Access Element
» Applications
» Settings Selact : All, None ( 0 of 1 Selected )
b Session Manager

Changs Password

3.3. Specify Listen Port for UDP Connections

Since the Business Communication Manager only supports UDP connections, configure
a listen port on the Avaya Aura™ Session Manager for UDP connections.

Expand Network Routing Policy and select SIP Entities

= Select the first Session Manager and Click Edit

= In the Port Section, Click Add

= Under Port, enter: “56060”
Note: Session Manager is able to use the same port for both
TCP and UDP connections.

= Under Protocol, select UDP from the drop-down menu

= Under Default Domain, select the domain name defined in
Section 3.1 from the drop-down menu.
Important Note: the default domain for the listen port must be
configured to use the domain name defined in Section 3.1.

= Under Notes add a brief description.

The following screen shows the addition of using port 5060 as the listen port for UDP
connections:
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Port

3 Items Refresh Filter: Enable
I | | Port a | Protocol | Default Domain Motes

O |soso [Tcp v|  [avayacom v to Mortel C5 1000=

O 5060 | uoe V| |avava.com V| to Business Coemmunication Ma

|:| 5061 |TLS v| |avaya.com v|

Select : All, Mone { 0 of 2 Selected ]

The screen below shows the full screen defining the first Session Manager in the
sample configuration:

icy / SIP Entiti=s / SIP Entity Details

[T —— SIP Entity Details
Communication System
" Mansgement Genera 1

} Usiér Management * Mame: | ASM1-DR

» Maonitaring
* FQDN or IP Address: 10,80,100.24

Types
Notes: [ASM in Wesmins ter SIL Lab
Location: | 10_80_100 g
ousenapros: [ ]
Time Zone: ‘Aﬂ:n:g_\'[\!rvﬂf |

Credential name:

SIP Link Monitoring

SIP Link Monitoring: | Uss Session Manager Configuration b
Filtar: Ersbl
== e = e
Iz 230545 b4 - [s2m0
= agmzon i E=]
« [z222 I R = [s0m
— v =
* |50 ™| = [s0m0
= | = [sm
* [sam ™| = [s0m0 =
* [sam ™| = [s050 =
* [sasm ™| S E= =
* 5= o ™ SE=] =
Port
==
Iltems Refrech — .
O | eon - Protocol | Detaun Domain P
0 &= = ¥ |amamn ™ oo oz o
o = —— e
O [e= n: ¥ lemecm ¥

3.4. Add Avaya Business Communication Manager 50

The following section captures relevant screens for configuring the Avaya Business
Communication Manager 50 applicable for the sample configuration.

3.4.1. Define SIP Entity
Expand Network Routing Policy and select SIP Entities
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Click New

In the General Section, under Name add an identifier for the
Business Communication Manager.

Under FQDN or IP Address enter the IP address of the Business
Communication Manager 50 server.

Under Type select Other.

Under Notes add a brief description.

Location: select the Location added in Section 3.2 from the drop-

down menu.

Note: since location-based routing was not used in the sample
configuration, selecting a value for location field is optional.

Click Commit to save.

The following screen shows addition of Business Communication Manager 50. The
IP address used is the IP address of the Business Communication Manager server.

AVAYA

Avaya Aura™ System Manager 5.2

Home [ Network Routing Policy [ SIP Entities / SIP Entity Details

Welcome, AN Last Logged on of Jan. 14, 2010 4:44 PM

Help| Log of f

b Asset Management
, Communication System
Management
} User Management
» Monitoring
~ Network Routing Policy
Adazptations
Dial Patterns

Routing Policizs

SIP Domains
SIP Entities
Time Ranges
Personal Settings
b Security
» Applications
+ Settings
» Session Manager

Shortcuts

Help for 519 £

Help for Committing
configuration changes

¢ Details fields

S p——
General
* Mame: BCM-50 L
* FQDN or IP Address: |10.80.48.10
Type:
Notes: |BCM-50 in branch site
Adaptation: |
Location: hd
Time Zone: | America/Denver hd
Override Port & Transport with DNS SRV: []
# SIP Timer B/F (in seconds): |4
Credential name:
Call Detail Recording: |nane %
SIP Link Monitoring
SIP Link Manitoring: | Use Session Manager Configuration %
Entity Links
0 Items Refresh Filter: Enable
SIP Entity 1 Protocal | Part SIP Entity 2 Part Trusted
Ee—

3.4.2. Define Entity Links
Expand Network Routing Policy and select Entity Link

DH Reviewed:
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=  Click New

= Under Name, enter an identifier for the link to the Business
Communication Manager.
= Under SIP Entity 1, select the first Session Manager from the

drop-down menu

= Under SIP Entity 2, select the SIP Entity added for the Business
Communication Manager in Section 3.4.1 from the drop-down

menu.
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= After selecting both SIP Entities, select UDP as the required
protocol from the Protocol drop-down menu. Verify port for
both SIP entities is the default listen port specified in Section
3.3.

= Under Notes add a brief description.

= Click Commit to save.

The following screen shows the entity link defined for the Business Communication
Manager.

AVAyA Avaya Aura™ System Manager 5.2 T s

Help | Log of f

Home / Network Routing Palicy / Entity Links

» Asset Management Entity Links

, Communication System
Management

» User Management
» Manitoring

~ Network Routing Policy 1Item Refresh Filter: Enable

Adaptations Name SIP Entity 1 Protocol | Port SIP Entity 2 Part Trusted Notes
Dial Patterns * |BCM-50 to ASM1 * [asML-DR W PER ¥ * |s060 * | BCM-50 hd * [s080

Entity Links

Locations

Regular Exprassions

: ot Reured
Routing Palicies

SIP Entities
Time Ranges

Personal Settings

» Security
» Applications

3.4.3. Define Routing Policy

Expand Network Routing Policy and select Routing Policies
= Click New
= In the ‘General’ section, under Name add an identifier to define
the routing policy for the Business Communication Manager
= Under Notes add a brief description.
= In the ‘SIP Entity as Destination’ section, click on Select.
= The SIP Entity List page opens.
Select the entry of the Business Communication Manager
added in Section 3.3.2 and click on Select
= The selected SIP Entity displays on the Routing Policy Details
page.
= Click on Commit to save.

The following screen shows the routing policy defined for routing calls to the Business
Communication Manager.
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Note: the routing policy defined in this section is an example and was used in the
sample configuration. Other routing policies may be appropriate for different
customer networks.

Welcome, admin Last Logged on at Jan, 22, 2010 4:05 BM

Avaya Aura™ System Manager 5.2 Hels | Log off
/ Routing Policy Details

b Asset Management Routing Policy Details Cancel

Communication System
Management

} User Management General
b Monitoring * Name: to BCM-50
~ Network Routing Policy Disabled: [

Adaptations

Notes: |333-wwx

Dial Patterns
Entity Links i .
SIP Entity as Destination
Locations
T ——
Routing Palicies Name FQDN or IP Address Type Notes
SIP Domazins BCM-50 10.80.48.10 Other BCM-50 in branch site
SIP Entities
Time Ranges Time of Day
Parsonal Ssttings [(Remaove | [ view Gaps/Overlaps
i Item Refresh Filter: Enabls
[]  Ranking 1 Name 2 Mon Tue Wed Thu Fri Sat Sun Start Time End Time Notes
O |o 24/(7 00:00 23:59 Time Rangs 24/7

Select : All, None ( 0 of 1 Selected )

Dial Patterns

Help for SIP Entity List

Help for Time Range List

1 Item Refresh Filter: Enable
Help for Pattern List
i [l | pattem Min Max Emergency Call SIP Domain Originating Location Nates
Help for Regular Expressions List
|-k 6 7 -ALL- -ALL- Calls to 333-500¢ should routs to BCM-50

Help for Committing

configuration changes Select : All, None [ 0 of 1 Selected )

3.4.4. Define Dial Plan

Expand Network Routing Policy and select Dial Patterns
= Click New
= In the ‘General’ section, under Pattern add dial patterns for any
extension numbers associated with stations on the Business
Communication Manager. Under Min enter the minimum
number digits that must to be dialed. Under Max enter the
maximum number digits that may be dialed.
= Under SIP Domain drop-down, select the SIP Domain added in
Section 3.1 or select “All” if Session Manager should be able to
accept incoming calls from all SIP domains.
= Under Notes add a brief description.
= In the ‘Locations and Routing Policies’ section click on Add
e The ‘Locations and Routing Policy List’ page opens.
e Under Locations, select the desired location.

DH Reviewed: Solution Interoperability Lab Application Notes 21 of 71
SPOC 02/18/2010 ©2010 Avaya Inc. All Rights Reserved. SM_BCM_CM-FS.doc



= Under Routing Policies, select the one defined for Business
Communication Manager in Section 3.3.2 and click on Select.

The following screen shows the dial pattern defined for routing calls to the Business
Communication Manager.

Welcome, admin Last Logged on at Jan, 22, 2010 4:05 BM
™ ==
A\/A\VA Avaya Aura™ System Manager 5.2 delp | Log off
Home / Network Routing Policy / Disl Patterns / Dial Pattern Details
————— Dial Pattern Details
Communication System
Management

[ — General
} Monitoring * pattern: [333
* Network Routing Policy * Min: |6

Adaptations  maes |7

Dial Patterns

Emergency Call: []
Entity Links
) SIP Domain: | -ALL- v

Locations

Regular Expressions Notes: |Calls to 333-xxx chould route to BCM-50

Routing Policies

SIP Domains Originating Locations and Routing Policies

SIP Entities

Time Ranges

1 Item Refresh Filter: Enable
Personal Settings
[]  originating Location Name 1 . 0 N Rank 7 . Palicy Destingti H
» Applications Disabled
, Settings O -aL- Any Locations to BCM-50 0 BCM-50 33300
} Session Manager Select : All, None [ 0 of 1 Selected )
Shortcuts
Denied Originating Locations

Change Password
Help far Dial Pattern Details
fields 0 Items Refresh Filter: Enable
Help for Location and Reuting
Policy Lists Originating Location MNotes

Help for Denied Location fields

Help for Committing " Input Required

configuration changes

3.5. Add Avaya Aura™ Communication Manager Access Element

The following section captures relevant screens for configuring Avaya Aura™
Communication Manager Access Element applicable for the sample configuration.

In addition to the steps described in this section, other administration activities will be
needed to connect the Communication Manager Access Element to both Session
Managers to support failover testing.

For more information on these additional administration activities, see References in
Section 9.
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3.5.1. Define Local Host Resolution Name

Since there will be multiple entities links between the Avaya Aura™ Communication
Manager Access Element and Avaya Aura™ Session Manager, a FQDN should be
defined for the Communication Manager Access Element to enable Session Manager to
resolve multiple IP addresses for this SIP Entity.

» Expand Network Configuration under Session Manager
o Select Local Host Name Resolution

= Click New

= Under Name, enter the FQDN name for the Communication
Manager Access Element.

= Under IP address, enter the IP address for one of the CLAN boards
on the Communication Manager Access Element.

= Repeat for the second CLAN board on the Access Element

The following screen shows addition of the Local Host Resolution Name for the
Communication Manager Access Element in the sample configuration.

AVAyA Avaya Aura™ System Manager 5.2 e dmin Rt et g

Help Log off

Home [ Session Manager [ Network Configuration / Local Host Name Resolution

e e e Local Host Name Resolution
Communication System

3 [ —— This page allows you te add, edit, or remove local host name entries, Host name entries on this page will override informatien provided by DNS,

b User Management Local Host Name Entries
[T —
} Network Routing Policy
Securi
U rity 3 Items Refresh Filter: Enable
} Applications

) Settings O Host Name (FQDN) 1P Address Part Priority Weight Transport

O cucmS.cucm.com 192.45.130.104 5060 i00 100 TCR

¥ Session Manager

Session Manager O ss8730.avays.com 10.80.111.16 1 i00 100 TCP
Administration

[ s9730.avaya.com 10.80.111.17 1 100 100 TCP
Network Configuration

. Local Host Name Select : All, Honz ( 0 of 2 Selected )
Resolution

= SIP Firewall

Device and Location
Configurstion

Application Configuration

3.5.2. Define SIP Entity

+ Expand Network Routing Policy and select SIP Entities

= Click New

= In the General Section, under Name add an identifier for the
Avaya Aura™ Communication Manager Access Element.

= Under FQDN or IP Address, enter the FQDN defined for the
Communication Manager Access Element in Section 3.5.1.
Under Type select CM. Under Notes add a brief description.

= Click Commit to save.

Note: there are two Entity Links defined for the Communication Manager Access
Element to support failover testing. For more information on the configuration of
multiple Session Managers to support failover testing, see References in Section 9.
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The following screen shows the SIP entity for the Communication Manager Access

Element.

AVAYA

Welcome, admin Last Logged on at Jan. 25, 2010 2:56 PM

Avaya Aura™ System Manager 5.2 Help | Log off

Home / Network Routing Policy / SIP Entities / SIP Entity Details

} Asset M

Communication System
[ ——

b User Management

} Monitoring

* Network Routing Policy

Adaptations

Dial Patterns

Entity Links
Locations

Regular Expressions

Routing Policies

SIP Entities
Time Ranges

Personal Settings

» Applications

» Settings

} Session Manager

Shortcuts

Change Password

Help for SIP Entity Details
fislds

Help for Committing
configuration changes

General

* Name: [S8730 CM 3
* FQDN or IP Address: |S8730.avaya.com
Type:

Notaes: CM wvith pair of CLAN boards

Location: |10_80_111 "l B

Time Zone: | America/Denver v

Override Port & Transport with DNS SRv: []
* SIP Timer B/F (in seconds): [4

Credential name:
Call Detail Recording:

SIP Link Monitoring

SIP Link Monitoring: ‘Usa Session Manzger Configuration M
Entity Links
2 Items Refresh Filtar: Enable
[ | sIPEntity 1 ‘ Protacal | Port |sm£-ﬁtyz Port Trusted

O [asmior ¥ [tee | +[soso 58730 CM v * [s080 =
O [asmz-DR & «[s080 58730 CM v « [s080 =

Salact : All, Nona ( 0 of 2 Salactad )

3.5.3. Define Entity Link
Expand Network Routing Policy and select Entity Links

DH Reviewed:
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Click New

Under Name, enter an identifier for the Access Element.

Under SIP Entity 1, select the first Session Manager

Under SIP Entity 2, select the SIP Entity added in Section 3.5.2
for the Access Element. Select it as aTrusted host.

After both SIP Entities have been selected, Modify Protocol
field if necessary by selecting TCP from drop-down menu.
Under Notes add a brief description.

Click Commit to save.
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The following screen shows the Entity Link defined for the Communication Manager
Access Element.

AVAyA Avaya Aura™ System Manager 52 welcome, admin Last Logged on at Jan, 13, 2010 1:22 PM

Help | Log off

Home / Network Routing Policy / Entity Links

p— ity Links
Communication System
[T T —

» User Management

} Monitoring

+ Network Routing Policy 1 Item Refresh Filtar: Enabla
Adaptations Name SIP Entity 1 Protocol | Part SIP Entity 2 Port Trusted | Notes
Dial Patterns * 58730 CM = TCP W *|5060 = *|5080 = link between 58730 0
Entity Links
Locations
Regular Expressions + Input Required

Routing Policies

TR Pnrm—ine

3.5.4. Define Routing Policy

Expand Network Routing Policy and select Routing Polices
= Click New
= In the ‘General’ section, under Name add an identifier for the
Communication Manager Access Element.
= Under Notes add a brief description.
= In the ‘SIP Entity as Destination’ section, click on Select.
= The SIP Entity List page opens.
Select the SIP Entity added in Section 3.5.2 for the
Communication Manager Access Element.
Click on Commit to save.

Shown below is the updated screen defining the Routing Policy for the sample
configuration.
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AVAyA Avaya Aura™ System Manager 5.2 e i LRt beseRsen s R A0 e

Help | Log off

Home / Network Routing Policy / Routing Policies / Routing Policy Details

YTy — Routing Pabcy Detads

Communication System
Management
General

} User Management

} Monitoring * Name: [to 58730

~ Network Routing Palicy Disabled: []
Adaptations Notes: [Route calls to 58730 CM (usi
Dial Patterns

Entity Link: i inati
ntity Links SIP Entity as Destination

Locations

Regular Expressions

Routing Policies Mame FQDN or IP Address Type Notes

SIP Domains 58730 CM 58730.avaya.com cm CM with pair of CLAN boards

SIP Entities

Time Ranges Time of Day

Personzal Settings [ Remove ] [ View Gaps/Overlaps ]
} Security
T e—— i Item Refresh Filter: Enable
» Settings [0  Ranking 1.  Name 2. Mon Tue Wed Thu Frii | Sat Sun Start Time End Time Notes
» Session Manager O [o 24/7 00:00 23:59 Time Range 24/7
Shortcuts Selact : All, None [ 0 of 1 Selected )
Change Password
Help for Routing Pelicy Details Dial Patterns
fields
-
Help for SIP Entity List
Help for Time Range List 4 Items Refresh Filter: Enable
Help for Pattern List

[] | Pattern - Min Max Emergency Call SIP Domain Originating Location Notes
Help for Regular Expressions
Liet O 400 7 7 -ALL- -ALL- to stations on 58730 CM
Help for Committing O szz21 7 7 -ALL- -ALL- to S8730 Agents
configuration changes [0 szz=3 7 7 -ALL- -ALL- direct call te VP VDN on 58730
O ses4 7 7 -ALL- -ALL- to stations on 58730 CM

Selact 1 All, Nona [ 0 of 4 Salactad )

3.5.5. Define Dial Plan

« Expand Network Routing Policy and select Dial Patterns
o Click New
o In the ‘General’ section, under Pattern add the dial patterns associated
with extensions on the Communication Manager Access Element.
0 Under Min enter the minimum number digits that must to be dialed.
o0 Under Max enter the maximum number digits that may be dialed.
0 Under SIP Domain, select the SIP Entity added in Section 3.5.2.
o Under Notes add a brief description.
* In the ‘Locations and Routing Policies’ section click on Add
e The ‘Locations and Routing Policy List’ page opens.
¢ Note: since location-based routing was not used in the
sample configuration, selecting a value for location field
is optional.
= Under Routing Policies, select the one defined for
Communication Manager Access Element in Section 3.5.4 and
click on Select.
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Shown below is the updated screen for the sample configuration.

Welcome, admin Last Logged on at Jan, 04, 2010 1:38 PM
AVAyA Avaya Aura™ System Manager 5.2 ' ‘ ' o

Help | Log off

Routing Policy / Dial Patterns / Dial Pattern Details

—— Dial Pattern Details
Communication System
Management
[N T — General
[T — + pattern: 6664
~ Network Routing Policy * Min: |7
Adaptations
E * Max: |7
Dial Patterns
Emergency Call:
Entity Links gency o
(s ETEems SIP Domain: |-ALL- hd
Regular Expressions Notes: |to 58730 CM

Routing Palicies

P BEmEs Originating Locations and Routing Policies

SIP Entities

Time Ranges

Personal Settings e Filter: Enable
b Securil N T Routing Pali Routing R
27 D Originating Location Name 1 Rank 2 Palicy e 9
» Applications = Name Dicabihg | Destination Notes
b Settings D -ALL- Any Lecations to 58730 CM o 58730-1

} Session Manager

Select : All, None [ O of 1 Selected )

Shortcuts
Change Password Denied Originating Locations
Help for Dial Pattern Details -
fialds
Help for Location and Routing TmiEme [nz=l Filter: Enzble
Policy Lists | [T —— o |
Help for Denied Location fields
Help for Committing

. # T 14 ired Cancel
configuration changes mput Requira

3.6. Add Avaya Aura™ Communication Manager Feature Server

The following section captures relevant screens for configuring Avaya Aura™
Communication Manager Feature Server to enable registered SIP users to make or
receive calls from stations on the Business Communication Manager.

In addition to the steps described in this section, other administration activities will be
needed such as defining an Application Sequence for the Feature Sequence or adding
new SIP users.

For more information on these additional administration activities, see References in
Section 9.
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3.6.1. Define a SIP Entity and Entity Link

The following screen shows the addition of Communication Manager Feature Server
and associated entity link for the sample configuration. The IP address used is that of
the S8300C server.

» Asset Management

Communication System
LT T————

b User Management

} Manitoring

~ Network Routing Policy

Adzptations

Dial Patterns

Entity Links
Locations

Regular Expressions
Routing Policies

SIP Domains

SIP Entities

Time Ranges

Personal Sattings
} Security
» Applications

b Settings

» Session Manager

Shortcuts

Change Password

Help for SIP Entity Details
fialds

Help for Committing
configuration changes

SIP Entity Details

General

* Name:

* FQDN or IP Address:

welcome, admin Last Logged on at Jan, 04, 2010 12:56 PM
Help | Log off

58300-G450-F35 »

10.80.100.51

Type:

Notes:

Adaptation:

Location:

CM 5.2.1

10_80_100 v|r

Time Zone: |America/Denver v
Override Port & Transport with DNS SRV: []
* SIP Timer B/F (in seconds): 4
Credential name:
Call Detail Recording:
SIP Link Monitoring
SIP Link Monitoring: |Link Monitoring Enabled v
# Proactive Monitoring Interval (in seconds): |120
* Reactive Monitoring Interval (in seconds): |120
* Number of Retries: |1
Entity Links
i Item Refrash Filtar: Enable
0 |SlPE-Iity1. |P|nbmn| | Port SIP Entity 2 Port Trusted

Select : All, None { 0 of 1 Selected )

* Input Required

3.6.2. Define Routing Policy

Since the SIP users are registered on Session Manager, the routing policy defined for
the Communication Manager Feature Server does not need to include any dial patterns.
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The following screen shows the Routing Policy defined for the Communication Manager
Feature Server:

Welcome, admin Last Logged on at Dec, 15, 200% 3:30 PM
A\/AyA Avaya Aura™ System Manager 5.2 Help | Log off

outing Policy Details

General
* Name: |to CM FS
 Network Routing Policy Disabled:
Adaptations Notes:
Dial Patterns
Entity Links R R .
SIP Entity as Destination
Locations
Regular Expressions
Routing Dolicies Name FQDN or IP Address Type Notes
SIP Damain: S8300-G450-FS 10.80.100.51 =2t} <M S.2.1
SIF Entities
Time of Day
Time Ranges
PN (Remere ) [ vien Goperovenses )
1 Item FRefresh Filter: Enable
» Applications
- Ranking 1 Name 2 Mon Tue Wed Thu Fri Sat Sun Start Time End Time Notes
b Settings
- E =] 24/7 o000 2m5e Tirne Range 24/7
} Session Manager
Select : All, Mons ( O of 1 Sslected )
Shortcuts
Change Passwor d
Dial Patterns
Help for Routing Palicy Details

Help for SIP Entity List

0 Items Refresh Filter; Enable
Help for Tirme Range List

Help for Pattern List Pattern Min Max Emergency Call SIP Domain Originating Location MNotes

Help for Regulsr Exprassions

4. Configure Avaya Business Communication Manager 50

This section describes the relevant configuration of the Business Communication
Manager 50 used to verify these Application Notes. Please consult the product
documentation referenced in Section 9 for additional information.

The Business Communication Manager is configured using the Element Manager GUI.

4.1. Administrator Applications Web Page

During the installation and initial configuration phase, the installation technician should
first connect to the OAM IP port on the Business Communication Server. For more
information, see the product installation documentation referenced in Section 9.

Open an Internet Explorer (IE) browser window and use the default OAM OP address of
the Business Communication Manager server to open the Business Communication
Manager Administrator Applications web page.

The default OAM address is: http://10.10.11.1

Note: after the system is configured with the appropriate IP settings for the
customer LAN described in Section 4.6, the url to open the applications web page
will be the IP address of the Business Communication Server.

DH Reviewed: Solution Interoperability Lab Application Notes 29 of 71
SPOC 02/18/2010 ©2010 Avaya Inc. All Rights Reserved. SM_BCM_CM-FS.doc



Wait for several seconds while the application web page begins to download.

Enter the default User name: nnadmin and Password: PIsChgMe! in the Authentication
dialog box as shown below:

Authentication Required

]

Enter login details to access BCM on [10.80.48.10:

User name: |nnadmin |

Password: |-.-.....-| |

[] 5ave this password in your password list

L oK ] [ Cancel

Authentication scheme: Basic

After successful login, the following Welcome screen will be displayed:
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(= https:#10.80.48.10/ - Windows Internet Explorer,

—
L€ 1A & s 10804810/ | [#2][ %] [ &g
File Edt View Favorites Tools Help |X @Snagit i E‘

e Favorites | G5 B cugoested Shes v+ MMM WY My Ms W MM Money WY MSM Entertainment A& MSMEC £ | Free Hotmail @ | Bing ™ Teaffic v @] SN Slidethon v @ | wieh Slice Gl

823~ x |bBlng |_‘ M- Bl ) m=h - Page~ Safety

CJ

£ https:/i10.50.48.10]

Home Contact ]

vveicorrne

to

BCM

Main | pdvanced

Application Group

Applications

Mailbox: Manager
Callpilat Manager
User Applications
BCM InTouch client software download
Activity Reporter Basic
Business Applications

|>

Business Element Manager

E Download Locations Run

3rd Party

Application Launcher 0,9 [ ]

Click for Non-Java enabled browsers. or download the Java JRE if its not sutomatically installed from SUN.COM.

Having troutle installing java? Try to un-install java first

Copyright ® Nortel Netwodks 1298 - 2009. All Rights Reserved.

4.2. Run Element Manager Application and Login

Select the Business Element Manager from the BCM applications list and select Run
button to download the application to the desktop.

Wait for several seconds while the Element Manager application downloads. Enter the
default user name and password to log into the Element Manager.

Select the Confirm button to acknowledge the copyright notice.

4.3. Add Business Communication Manager as an Element

After successful login, right click on the Network Elements folder in the Element
Navigation Panel as shown below:
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[%] Nortel Business Element Manager - Network Elements

File Wigw  Metwork  Session Help

ﬂ Exit 3% Sz ) = J L% x "_':;9 Mew Falder

Element Navigation Panel4
SR 2 etwork Elements

Select New Network Element-> from the first drop-down menu and select Business
Communication Manager from the second drop-down menu.

Enter IP address for the Business Communication Manager server and the default
User ID and Password in the Add Element dialog as shown below and select OK:

(%] Business Communications Manager Entry E|

Enter the access parameters For the Business
Communications Manager device

IP Address 110,30,48.10 |

User IO |nnal:|min |

Password |oo-oo----| |

(o] 4 ] [ Cancel

Details of the Business Communication Manager server is displayed as shown below:
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File Edit Wiew MNebwark Help
cﬂExit d\:- Cut L?_=.'~ Copy l'_'i; :_"u'-.-'el:u Page J Validate Device l%Cunnect ‘)( Delete %ﬁ-

Element Mavigation Paneld
M Connection Information

Eli',‘:j Mebwork Elemants
50,45.10

..... I% 10,

IP Address: 10.80.48.10

User I |nnadmin |

Password: | |

Inventory Information

System Mame: BCMEORS
Swstern Description: BCMS0
System Software Version: 9.0.1.22.524

Finally, to connect to the BCM server, enter the default Password in the screen shown
above and select the Connect button in the Toolbar.

4.4. Navigation
The following screen shows the initial Element Manager screen.

[Z BCM Element Manager - 10.80.48.10

File Edit ‘View Session Tools Help
GnExit do Cut 3 Copy B = web Page ‘/ validate Device mDisconnect £ Refresh [

Element Navigation Panel4 Task Navigation Panel
N

gy Metwork Elemerts Configuration | Administration
Py 110,580,458, 10
. Melcome

Welcome

Account Motifications:

[#-{5) Administrator Access

({5 Resources

@ Telephony

[#-{5) Data Services

23 Applications User ID¢ rnadmin |
Telset user ID: [738662 |

Last successful login: [2010-01-20 11:59 |

Note: If the Element Manager GUI is being used to configure a single Business
Communication Manager server, click on the arrow in the upper right of the Element
Navigation Panel to hide this panel as shown below:
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EBCM Element Manager - 10.80.48.10

File Edit Wiew [cetoork Session Tools  Help

«Exit o Cut 53 copy B Paste = web Page J Validate Device &Disconnect & Refresh @ Auto-refresh

4 Task Navigation Panel

: - - - Welcome
Configuration ' Adrministration

Account Motifications:

) Administrator Access
) Resaurces

) Telephany

+-{ ) Data Services
{0 Applications

Use the Task Navigation Panel to navigate to specific configuration tasks.

4.5. Verify Licensing

This section describes the procedure to verify the correct system licensing has been
configured on the Business Communication Manager. If there is insufficient capacity or
a required features is not available, contact an authorized Avaya sales representative to
make the appropriate changes.

Navigate to System -> Keycodes task in the Task Navigation Panel. Verify the
system has sufficient licenses for IP stations and VolP Trunks as shown below:
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@BCM Element Manager - 10.80.48.10

File =i Miew etwodh Session Tools  Help

e oo By copy B rete T webPage off Validate Device Y Discornect 57 Refresh [ Aol

)

(@

4 Task Navigation Panel
>

= A Keycodes

Configuration | Administration |

- @ Welcome System ID: [0011F9EE7FAC | Sequence #: 3 |
System Key Type: [3 | Date Stamp: [2010-01-03 |
@ Identification

@ Date and Time Region: |Glohal | s Version: [Mortel BCMS0 Release 5 |

Ceycodes
P Subsystem Feature licenses

e

Manufackuring S version: |50,05 |

@1

@ Telephony Regions Status ~ Name Data Expiry Date
#-{_7) Administrator Access ACTIVE jiaa 1 )
-3 Resources acTIvE UM seat ] il
(3 Telephony ncTIvE FaxSute 1
[ Data Services ACTIVE Q516 1
[ Applications TV MCON 1
ACTIVE DRSS 1
ACTIVE LANCTE Seat &
ACTIVE YolP Gu Trunks 4
ACTIVE IP Client seat 16
ACTIVE Int Analog Tr... 4

[ Download Credit Proof File. ., ]

Keycode Retrigwval

[ Connect to Mortel Keycode Retrieval System ]

4.6. Configure IP Settings

Navigate to System -> IP Subsystem task in the Task Navigation Panel.

Under the LAN Interfaces tab, select the Customer LAN row in the LAN Interface
Summary table as shown below:
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[ Bcu Element Manager - 10.80.48.10

File Edit View Session  Taools  Help

ﬂExit d: Cut Lb Copy % = web Page J Validate Device mD\sconnect 5 Refresh 5’

4 Task Navigation Panel
g

- - IP Subsystem
Configuration | Adrinistration

;@ Welcome General Settings | LAN Interfaces | yLAN Interfaces | Static Routes | Dial-Out Static Routes

EI@ ;yslt:m ificati LAN Interfaces Summary
= eriea |?n Mame 1P Address Subnet Mask MAC Address MTU Size Allow Metwork Access
- @ Date and Time == e

@ Keyeodss 10,80,48,10 255,255, 255.0
(M Lan 10.10.11.1 255,255, 255,252

10
00:11:F3:e8: 7 ae 1500 O
.. @ Telephony Regions
£-{_7) Administrator Access
H-{) Resources
-{.5) Telephany
-{7) Data Services
£-17) Applications

Details For Interface: Customer LAN

1P Configuration

Obtain IP address dynamically:
1P Address: |10.80.46.10
Subnet Mask: |255,255,255.0
Madify...

Select the Modify button in the IP Configuration tab under the Details section of the
screen to modify the IP address of the Business Communication Manager Server.

Enter the IP address for the Business Communication Manager Server and default
gateway in the Modify IP Settings dialog as shown below:

Modify IP Settings x|

& If you change this you may lose your connection to the Metwork Element
Obtain IP address dynamically: [
IF address: |10.80.48.10 |

IF subnet mask: |255,255,255.0 |
Default gateway: |10.50.48.1 |

[ Ok ] [ Zancel

Select OK to save the changes. Note: after confirming this change, a re-login is
required.
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4.7. Add SIP Trunk to Avaya Aura™ Session Manager

Navigate to Resources - Telephony Resources task in the Task Navigation Panel.

Select the IP Trunks row in the Telephony Resources table. Wait for several seconds
for the configuration details of IP Trunks to be displayed in the lower section of the
screen as shown below:

EBCM Element Manager - 10.80.48.10

File: View Session  Tools Help
ﬂ Exit | 2 ] Lg " Weh Page J Validate Device ‘ Disconnect f’g Refresh
4 Task Navigation Panel
g = = Telephony Resources
Canfiguration | Administration
* @ IP Subsystem v Modules (Mote: MBMs in Expansion 1 and 2 must have all DIPs ON)
. Telephony Regions Locatian Configured Device Bus State Low High Active Busy
3 eminsinatr fecess I SO = N T - I I
- @ Accounts and Privilege Internal IF Sets 1 Enabled 01 332 H o
- @ Security Policies Trkernal Applications 1 Enabled 333 396 9 11
@ Email Settings (GET} GATIE 3 Enabled 061 084 4 o
- @ SHMP Fain Dsllz 4 Enabled 221 232 0 o
) Resources Main =ASIE 4 Enabled 233 236 4 o
- @ Application Resources Expansion 1 DTM-FRI 5.1 Enabling... 065 087 [1} o
- @ Media Gateways Expansion 2 Mone 7.1 M 11 Mia MiA 11
=3 Telephony
BJ Global Settings
0 Sets
@ Templates
@ Active Sets
i@ Active Application
@ Inactive DMs
@ Al DNs
=) Lines
. Active Physical Lin Details Far Module: Internal IP Trunks
@ Active WoIF Lines
@ Target Lines Routing Table | 1p Trunk Settings | H323 Settings | H323 Media Parameters || SIP Settings | Sip Proxy | SIP Media Parameters | SIP URI Map | SIP Authentication
@ Inactive Lines — - — 5
@ Al Lines Descripkion Destination Digits Darnain IF Address Pork W Type MCDN Protocol
- @ Loops
- @ Scheduled Services
=) Dialing Plan
@ Genersl
@ Dis
@ Public Netwark.
@ Private Network
@ Line Pools
- i@ Routing

4.7.1. Configure Routing for SIP Trunks

Under the Routing Table tab, select the Add button to add a SIP Trunk to Avaya Aura™
Session Manager®.

Enter the following values in the Add Remote Gateway dialog:
e Description: Enter a logical name for the trunk destination
e Destination Digits: Enter the set of digits or dial pattern to identify which
outgoing calls should be routed to Session Manager.
e VoIP Protocol: select “SIP” from drop-down menu.

* Note: detailed administration of multiple Avaya Aura™ Session Managers and multiple SIP trunks on
Business Communication Manager to support failover testing will not be described (see the appropriate
documentation listed in Section 9).
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e Domain: enter the same SIP Domain name as defined for Session Manager in
Section 3.1.

e |P Address: enter the IP address associated with the SM-100 card for the first
Session Manager

e Port: enter the UDP port number to which Business Communication Manager will

send SIP messages. This value should match the value defined for UDP

connections on Session Manager in Section 3.3.

GW Type: select “Other” from the drop-down menu

MCDN Protocol: select “None” from the drop-down menu

QoS Monitor: Leave unchecked

Tx Threshold: Leave this field at its default value of 0.0

The following dialog shows the values entered for the sample configuration.

Add Remote Gateway E|
Descripkion: |A5M1
Destination Digits: 666
YoIP Protocal: | SIP b
Dormain: |avaya.com
IF Address: |10.50.100.24
Port:
W Type: | [8ldpt=l
MCDM Prokocal:

Qa5 Monitor:
Tx Threshald:

[ ok ][ Cancel ]

Select OK. The following screen shows the details of the Routing Table for the sample
configuration:

Details for Module: Inkernal IP Trunks 5

Routing Table | 1p Trunk Settings | H323 Settings | H323 Media Parameters || SIP Settings | Sip Proxy | SIP Media Parameters | SIP URI Map | SIP Authentication

Description Destination Digits Domain IP Address Faort G Type MCDM Protocol
ASML =11 AVaya.comm 10.80,100.24 5060 Other Mone
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4.7.2. Configure IP Trunk Settings
Under the IP Trunk Settings tab, verify Send name display is checked as shown below:

. ]

Details For Madule: Internal IP Trunks

Routing Table | IP Trurk Settings | H323 Settings | H323 Media Parameters | SIP Settings | Sip Prosoy | SIP Media Parameters

Telephony Settings

Forward redirected OLI: [ ] send name display:
Remote capability Myl Ignore in-band DTMF in RTF: [

4.7.3. Configure SIP Settings

Under the SIP Settings tab,
e Select Enabled-All to re-route calls over PSTN line if SIP trunk fails.
e Enter the same payload number in RFC2833 field as defined for the Telephone
Event Payload Type field on Page 4 of the Add Trunk Group screen for the SIP
Trunk Groups on Avaya Aura™ Communication Manager (see Sections 2.4.2
and 5.5.2).
o Verify the Port Number matches the port number selected for the Business
Communication Manager SIP Entity Link defined in Section 3.4.1.
e Leave local domain field blank.
e Select the Disable maddr in Contact field:
The following screen shows the details of the SIP Settings for the sample configuration:

Details For Module:! Internal IP Trunks

Routing Table || IP Trunk Settings | H323 Settings | H323 Media Parameters | SIP SELCings | Sip Proxy | SIP Media Parameters | SIP URI Map | SIP Authentication

Telephony Settings RFC2533
Fallback to circuit-switched: |Enabled-all Dynamic Payload: | 101
SIP Setkings RTF Keepalives
Local Domain: Scope: |Mone w

Disable maddr in Contact:
Disable OPTIONS Caps: [|
Service Impacting SIP Settings

Call signaling port: | S060
Disable PRACK:

Status: |Gateway is running

DH Reviewed: Solution Interoperability Lab Application Notes 39 of 71
SPOC 02/18/2010 ©2010 Avaya Inc. All Rights Reserved. SM_BCM_CM-FS.doc



4.7.4. Configure SIP Media Parameters
Under the SIP Media Parameters tab, configure the Business Communication Manager
to use the same set of Codecs as defined for the Avaya Aura™ Communication
Manager Access Element in Section 5.2.

In the Preferred Codecs section on the left side of the page,
e select G.711-uLaw, G.729 from the Available List and select the Add button to
move these two codec choices to the Selected List table.
e Configure the G.711-uLaw codec as the first choice by moving G.711-ulaw to
top of list.
In the codec Settings section on the right side of the page,
e uncheck Enable Voice Activity Detection.
e select 20ms as the payload size from the drop-down menu for both G.729 and
G.711
e select T.38 from the drop-down menu for the Fax transport field.

The following screen shows the details of the SIP Media Parameters for the sample
configuration:

Details for Module: Internal IP Trunks

Fouting Table | IP Trunk Settings | H323 Settings | H323 Media Parameters | SIP Settings | Sip Prowy | SIP Media Parameters | SIp URI Map | SIP Authentication
Preferred Codecs Settings
Enable Yoice Activity Detection: [

Available list Selected list Jitker buffer: | Auko R

@723 G.711-ulaw A 3,729 payload size (ms): |20
G.711-alaw G729

/ j 3,723 payload size (ms): |30

3,711 payload size (ms): |20

Del
Fax kranspork: | T.35 w

Force 6,711 For 3.1k audio: []
Provide in-band ringhack: [

Cn

N

4.7.5. Configure SIP Authentication

Under the SIP Authentication tab, configure a SIP account to enable Business
Communication Manager to communicate with Avaya Aura™ Session Manager.

Select Modify button to enter the following values in the Modify SIP Account dialog:
e Description: Enter a descriptive name for the SIP account.
e Domain: enter the same SIP Domain name as defined for Session Manager in
Section 3.1.
e Account Identity section, select Parent which allows all stations to use the
same account for outgoing calls to Session Manager over the SIP trunk.
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e User Credentials section: Since authentication on a per user basis is not
required in the sample configuration, fields in this section can be left blank.
e Message Handling section:
o CLID Override: Leave blank to send the Calling Line ID of the originating
station instead of sending a generic ID for all calls from the branch office.
o Display name Override: Leave blank to send the administered name of the
originating station instead of sending a generic name for all calls
o Contact Override: Leave blank
o0 Maddr in Contact: Leave unchecked
o Local Domain Override: Leave blank
e Inthe Registration Details section. configure the registration details as follows:
0 enable Registration for this SIP Account
o Registrar: IP address Session Manager
o Registration Port: Provide the UDP port number
o0 Expiry: Leave the default value

The following screen shows the details of the Modify SIP Account dialog for the sample
configuration:

Modify account g]
Description: |SIP calls ko Session Manager
Damain: |awaya.com
Account identity

Parent accounk:

Iser Credentials
SIP username: |

Auth name:

fkh password:

Realm:

Message Handling
CLID Owverride:

Display name Cwerride:
Conkack Oreerride:
Maddr in Contact: [

Local Domain Crverride:

SIP Registration
Reqistration:
Reqgistration Details

Registrar: (10,80, 100,24

Registrar Part: 060
Transport: |LDP
Expiry: 3000
[ (w4 ] [ Cancel ]
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4.8. Configure Sets

4.8.1. Manual Configuration of IP 1230 Phone

After installing the phone, it will be necessary to manually configure the IP address of
the phone, default gateway, network mask, and IP Address of Business Communication
Manager server. Alternatively, if the system will be deployed with a large number of IP
stations, the IP phones can be configured to dynamically obtain their IP addresses from
a DHCP server. For more information on configuring the Business Communication
Manager system to use a DHCP server, see product documentation in Section 9.

To manually configure each phone, use the Network Configuration menu on the
phone. Access the menu by:
e Pressing the 4 soft keys at the bottom of the display area in sequence from left to right
when the IP Phone is starting and the text “Nortel” appears in the display.
e |f prompted for a password, enter the default: 26567*738 (color*set).
o Use the Up and Down navigation keys to scroll through the Network Configuration
parameters

When prompted, enter the appropriate values for the IP address of the phone, gateway,
network mask and IP address of the Business Communication Manager server.

Select Apply to save the new values and re-start the phone.

Note: if one of the parameters is not included when manually configuring the phone, it
will be necessary to change the parameter from Automatic mode to Manual mode. To
change the mode:
e Press Auto on the Network Configuration page to switch to the Auto Provisioning
page.
¢ Use the navigation keys to scroll to the specific parameter.
Press Man to enable manual configuration of the specific parameter, which was
previously configured automatically.
o Press Cfg to return to Network Configuration page to modify network configuration
settings for the phone.
o After completing the changes, select Apply to save the new values and re-start the
phone.

For more information on manually configuring IP Phones, see References in Section 9.

4.8.2. Configure Global IP Terminal Settings

Navigate to the Resources > Telephony Resources task. Select the row associated
with IP Sets in the Telephony Resources table. Wait a few seconds for the configuration
details of the IP Sets to be displayed in the lower section of the page.

Under the IP Terminal Global Settings tab,
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» Select “Auto” from the drop-down menu for Default codec field
» Set the payload size (ms) for G.729 and G.711 fields to 20.

» Enter a password which will be used when IP sets register.

« Enter a name in the Logo field (optional).

The following screen shows IP Terminal Global Settings for the sample configuration:

Details For Module: Internal IP Sets

IP Terminal Global Settings | Ip Terminal Details

Enable registration: Default codec: | Auto v

Enable global registration password: Default jitker buffer: | Auto w
Global password: |0 a.729 payload size {ms): |20 w

Auko-assign DHs: [ G.723 payload size (ms): |30 L

Flay DTMF-tone: [ G.711 payload size (ms): |20 L

Advertisement/Logo: |Avava

4.8.3. Configure Display Name and Published Originating Line ID

Navigate to the Telephony = Sets = Active Sets task. Select the row associated with
an installed station to configure the Display Name & Publish Originating ID (Pub OLI)
for the station.

The following screen shows the Display Names and Pub. OLI for the stations in the
sample configuration:

[E BCM Element Manager - 10.80.48.10

File: Wiew Session  Tools Help
¢n Exit 3 ] Lg " webPage J ‘alidate Device * Disconneck f;g Refresh
4 Task Navigation Panel
- - Active Sets
Corfiguration | Administration
@) Welcome Line Access | Capahilities and Preferences | Restrickions
t-{ ) System
{0 Administrator Access DM Model Mame Part Pub, OLI Priv, OLL Frd Mo Arswer Fued Delay
) Resources 221 T731EE Jane DT 0401 221 221 MiA
55 Telephany 222 T7316E BlDT 0402 222 222 HiA
-5) Global Settings 233 Analog 233 0413 233 HiA
= 234 Analog 234 0414 234 Mf&
235 Analog 235 0415 2358 Mi&
236 Analog 236 0416 236 Mia
@ Active Application DNs 301 1230 TomIP 0101 301 301 Mfa
@ Tnactive DMs 302 1230 DebIP 0109 302 30z Mia
----- @ AllDMs
(- Lines
- @ Loops
- @ Scheduled Services
|5 Dialing Plan
- @ Ring Groups
I3 Call Security
@ Hospitality
- @ Hunkt Groups
- @ Call Detail Recarding
- @ Call Recording
-2 Data Services
H-{ ) Applications -
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49. Define Business Name

Navigate to the Telephony = Global Settings = Features Settings task. Enter a
name into the Business Name field on this page. This name will be sent as part of the
user information in SIP messages. If the Business Name field is left blank, Business
Communication Manager will not include the station name in the SIP message.

Note: Since Business Communication Manager concatenates the station name to
the end of the Business Name in the SIP message and there appears to be a fixed
length for this concatenated string, using a short Business Name is recommended.

The following screen shows the Feature Settings for the sample configuration:

EBCM Element Manager, - 10.80.48.10
File Edit ‘Wiew Session  Tools  Help

ﬁ Exit dh Cut L 7_‘ Copy % = ‘Web Page J Validate Device ‘ Disconnect 55‘ Refresh

J{ Task Navigation Panel
M = = Feature Settings
Canfiguration | Administration
@ Welcome Business Name: m
- System Feature Settings
+-{7) Administrator Access
=23 Resources Background music: [] On hold: | Tones
- @ Application Resources Page tone:
- @ Media Gateways Message reply enhancement: [
- @ Port Ranges Force autospd dial aver iciconf: [ Delayed ring transfer: | After 4 rings Directed pickup:
@ Telephorry Resources Set relocation: [
_ Park mode: |Lowest
- i@ Dial Up Interfaces Alarm set: 221
=19 Telephony Maximum CLI per line: 30
—_} Global Settings
[ Yr=ature Settings Timers
-@ Advanced Feature Setti
-@ IP Terminal Features
- @ DMC Feature List Park timeout {sec.): |45 w Link time {ms.): (600 W
-@ System Speed Dial
L. CAP Assignment
+- ) Sets

Answer keys: | Basic w

Held line reminder: | OFF Receiver volume: |Use sys volume

S1£) <] £

Camp timeout {sec.); |45 w Transfer callback timeout: | After 4 rings  w Host delay {ms. ) | 1000

Page timeout (sec.: | 180w

4.10. Configure Target Lines

For incoming calls from Avaya Aura™ Session Manager to ring an individual station, a
target line need to be associated with an individual station.

Navigate to the Telephony = Lines - Target Lines task. Select an available target
line from the Target Line table. Under the Assigned DN tab located in the Details
section for the selected target line, select the Add button to assign a station number to
the target line as shown in the Add Line Appearance dialog below:

Add Line Appearance E|
[ITHEES0]
[ O ] [ Cancel ]
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Select OK to associate the station with the target line.

Select the new row in the Assigned DN table under the Details section to select Caller
ID Set as shown below:

Dekails For Line: 125

Preferences | Assigned DMs

(] Appearance Type Appearances Caller ID Set \nsg Set

201 ipprsRing | R - S R - R

Add... ][ Delete ]

After completing the entry in the Assigned DNs tab in the Details section, enter the
appropriate station number in Target Lines table on the Control Set field in the main

page and the appropriate received digits in Publ. Received # field the for the selected
target line.

Note: The received digits in Publ. Received # field should match the Public
Received DN field configured in Section 4.11.2.

This change may take several seconds to complete.
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The following screen shows the results of assigning station 301 to Target Line 125 in
the sample configuration:

[Zl BCM Element Manager - 10.80.48.10

File Edit Wiew Session Tools Help
ﬂExit % cut B copy B Faste | webPage off validate Device *Disconnect & Refresh @ futo-refrash
4 Task Navigation Panel
Ly —— Target Lines
Configuration | Administration
- i) Weltome Ling Trunk Tvpe Mame Conkrol Set Line Type Prirne et Pub. Received #
#-3 Systen Farget Ine Goll | S
+-{) Administrator Access 126 Target ine Line126 302 Public 221 333302
H-{ ) Resources 127 Target ine Line127 221 Public 221 333221
=3 Telephary 128 Target line Line126 222 Public 221 333222
t[[5) Global Settings 129 Target line Linei2a 221 Public 1
{3 Sets 130 Target ine Line130 221 Public 221
=) Lines 131 Target line Line131 zz1 Public zz1
@ Active Physical Lines 132 Target ine Line13z2 zz1 Public 221
-@ Active YaIP Lines 133 Target ine Line133 221 Public 221
L Jrarget Lines 134 Target ne Line134 221 Public 221
‘@ Inactive Lines 135 Target ine Line135 221 Public 221
@ Al Lines 136 Target line Line136 221 public 221
- @ Loops 137 Target ine Line137 221 Public 221
- @ Scheduled Services 135 Target line Line138 221 Public 221
#-[5) Dialing Flan 139 Target line Line13a 221 Public 1
- @ Ring Groups 140 Target ine Line140 221 Public 221
) Call Security 141 Target lne Line141 221 Public 221
- @ Hospitality 142 Target ine Line142 zz1 Public 221
- @ Hunt Groups 143 Target line Line143 z21 Public 221
- @ Call Detai Recording 144 Target Ine Line144 221 Public 221
- i@ Call Recording 145 Tarnet line line145 1 Puihlic 1
{3 Data Services Copy | [ Paste.. ][ Renumber
-{7) Applications P
Details for Line: 125
Preferences | Assigned DNs
[=l}] Appearance Type Appearances Caller I Set Wnsg Set
301 AppraRing 1
Delete

The following screen shows the complete set of Target Lines associated with the
stations in the sample configuration:
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[5] BCM Element Manager, - 10.80.48.10

4.11. Configure Dial Plan

Navigate to the Telephony - Dialing Plan - Line Pool task.

4.11.1. Configure SIP Line Pool

File: Wigw Session  Tools  Help
“ Exit | % B [ " weh Page J Yalidate Device & Disconnect 5 Refresh
4 Task Navigation Panel
= = Target Lines
Configuration | administration
@ Welcome Line Trunk Type Mame Control Set Line Type Prime Set Pub. Received #
) System 125 Target line Line125 301 Public 221 333301
[-{C3) Administrator Access 126 Target ling Line126 302 Public 221 333302
[#-{(3) Resources 127 Target ling Line127 221 Public 221 F33221
(=3 Telephony 128 Target line Line126 222 Public 221 333222
[+ ) Global Settings 129 Target line Line123 221 Public 221
- Sets 130 Target ling Line130 221 Public 221
= lf) Lines 131 Target ling Line131 221 Public 221
i@ Active Physical Lines 132 Target line Line132 221 Public 221
@ Active VolP Lines 133 Target ling Line133 zz1 Public 221
L JTarget Lines 134 Target line Line134 221 Public 221
@ Inactive Lines 135 Target line Line135 221 Public 221
@ Al Lines 136 Target line Line136 221 Public 221
- @ Loops 137 Target line Line137 221 Public 221
- @ Scheduled Services 138 Target line Line138 221 Public 221
() Dialing Flan 139 Target line Line133 221 Public 221
- @ Ring Groups 140 Target line Line140 221 Fublic 221
b2 Call Securicy 141 Target line Line141 221 Public 221
- @ Hospitality 142 Target line Line142 221 Public 221
@ Hunt Groups 143 Target line Line143 221 Fublic 221
- @ Call Detail Recording 144 Target ling Line144 221 Public 221
- @ Call Recording 145 Tarnet line line145 1 Puihlic 1
[#-{C3) Data Services
{5 Applications -

Select BlocA from the Line Pool table. In the Details section for BlocA, select the Add

button to allow each station to access the SIP trunk.

The screen below shows results for the sample configuration.

Note: The BlocA Line Pool is automatically configured as a VolP Trunk Type in
Business Communication Manager.
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@BCM Element Manager - 10.80.48.10

File Edit ‘iew Session  Tools Help

ﬂExit d, Cut I—"‘I‘_L"] Copy % __Web Page J Walidate Device &Disconnect § Refresh E

Jl Task Navigation Panel

Configuration | Administration

@ Welcome Ling Pools
{h System FPool Access Code
[#-105) Administrator Access
[#-103) Resaurces
-7 Telephony
[T Global Settings
[5) Sets
[#-7) Lines
- @ Loops
- @ Scheduled Services
=+l Dialing Plan
i General

@ DNs
@ Public Metwork
@ Private Metwork,
. JLine Fools

- Rauting
- @ Ring Groups
[ Call Security
- (@ Hospitaliby Mi&
- @ Hunk Groups M
- @ Call Detail Recording ElocE JIE:S
- (@ Call Recording EBlacF MIA
#-{C7) Data Services
#-{3) Applications

Dialing Plan - Line Pools

O = = &~ = = I mnmiQgmn o =

Mi&
MiA

Details For Line Pool: Blocd

DMs | Call by Call Limits

Dhs with Access to Line Pool
DM

221

222

301

a02

4.11.2. Configure Public Network

Navigate to the Telephony - Dialing Plan = Public Network task. In the Public
Network Settings section, enter the number of digits for received calls. In the Public
Network DN Length section, select the Add Button to define the dialed number pattern
for outgoing calls to Avaya Aura™ Session Manager.

Note: the dialed number pattern shown in this section is an example and was used
in the sample configuration. Other dialed number patterns may be appropriate for
different customer networks.
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In the sample configuration, received calls contain 6 digits and originating calls routed to
Session Manager will start with the digits 666 as shown by the dialog below:

Add a Public Net... [X]
DM prefix;

[ ok ][ Cancel ]

Click OK to enter the new prefix.

Select the new row in the Public Network DN Lengths table to modify the DN Length
field as shown below.

EBCM Element Manager - 10.80.48.10

File Edit View [etvorh Session Tools  Help

Q“Exit % Cut B3 Copy W Paste == teb Page Q/ Yalidate Device ‘ Disconnect | (B Refresh [ Auto-refrest

4 Task Navigation Panel
M

= — Dialing Plan - Public Network
Configuration | Administration |

) Welcome Public Metwork Settings
System - — ——
Administrator Access Public Received number length: | & bl Public network dialing plan: | Public (Unknowny |

Resoutces Public futo DM: | | Public network code: '
Telephony

Public D155 DN | ]
Global Settings )
Sets i
& Fublic Metwork DM Lengths Carrier Codes
Lines ]
Loops DM Prefix DM Length ‘ | Code Prefix ID Length
Scheduled Services n 11 !1[ 3
Dialing Plan 00 1z |101 4
@ General 01 17 |
1 11
Public Netwark 011 18
Private Network. 411 3
@ Lie o I
i@ Routing 7
- @ Ring Groups 3
B0 Call Security Default 11
- @ Hospitality e
- @ Hunt Groups
- @ Call Detal Recording
- @ Call Recording
[T Data Services

[ Applications

Select Enter to save the change. Note: this change may take several seconds to finish.

4.11.3. Configure Routing

Navigate to the Telephony - Diaing Plan = Routing task. Under the Routing tab,
select the Add button to create a route for routing calls to Avaya Aura™ Session
Manager. Enter an available route number in the Add Route dialog as shown below:
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Select OK to add the route.

Select the row associated with the new route in the Routes table and select BlocA from
the drop-down menu associated with the Use Pool column.

This change may take several seconds to complete as shown below:

| DLN BB )
File Edit View | . Session Tools Help

ﬂExit do Cub 155 Copy % Paste = ‘web Page J Validate Device &D\s:unnect fg Refresh E Auto-refresh

Navigation Panel
— Dialing Plan - Routing

Welcome Routes ‘ Destination Codes | Second Dial Tane |
p Sy;stfam Routes
o 3 2 ministrator Access Route & External Number Lse Poal OM Type Service Type Service 1D
ESOUFCES
) oo B iA A N
@ application Resaurces o .
@ Media Gateways ot A Public {Unknown) [TES M
n - @ Port Ranges 0oz Block Public (Unknown) — T/A o
A 1@ Telephory Resources i — o - AN 154 £ 5 hiji
- @ Dial Up Interfaces
[) Telephany
-1 Global Settings
= Progress Update
5 --@ Feabure Settings [&Eprog P
" @advancedbestire ety Applving Configuration Changes. .. Please Wait,

- @ TP Terminal Features
-~ @ DMC Feature List l " ]
@ System Speed Dial
- @ CAP Assignment
-3 Sets

13 Lines

@ Loops

@ sScheduled Services
12 Dialing Plan

@ General

@ Dhs
~-@ Public Network
- @ Private Network,
- @ Line Pools
o
- @ Ring Groups
- Call Security
- @ Hospitality
@ Hunt Groups
@ Call Detall Recording
- @ Call Recording
-7 Data Services
-2 Applications

After the Line Pool change completes, select Public from drop-down menu associated
with the DN type column.

The following screen shows the routes defined for the sample configuration:
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[E BCM Element Manager, - 10.80.48.10

File View Session  Tools  Help

ﬁExit o ] et e Page J Validate Device mDichnnect & Refresh 0

4 Task Navigation Panel
= = Dialing Plan - Routing
Corfiguration | Administration
@ Welcome Routes | Destination Codes | Second Dial Tone
t-{[3) System Routes

£-{2) Administrator Access

Route External Mumber Use Poal DN Type Service Type Service ID
£-{2) Resources
= Telephoriy oo ,q HiA HfA MIA
-3 Global Settings 01 A Public (Unknowr 1) Nl
() Sets 003 BlocB Public (Unkniown) MiA RIE
&) Lines 056 Bloch Public {Unknown) Ik WIES
- @ Loops

@ Scheduled Services
(=) Dialing Plan
@ General

@ Public Metwark.
@ Private MNetwork

.0l
- @ Ring Groups
-3 Call Security
- @ Hospitality
- @ Hunt Groups
- @ Call Detail Recording
- @ Call Recarding
£-|[7) Data Services
£-|.3) Applications

4.11.4. Configure Destination Code

Navigate to the Telephony - Dialing Plan - Routing task. Under the Destination
Code tab, select the Add button to create a destination code for routing calls to Avaya
Aura™ Session Manager. Enter the first digit of the number used for outgoing calls to
Session Manager in the Add Destination Code dialog as shown below:

Add Destination Code E|
Destination code: |5
: [ oK ] [ Cancel ]

Select OK to add the destination code. Select the row associated with the new
destination code in the Destination Codes table to configure the Normal Route &
Absorbed Length fields.

» Enter the route number defined in Section 4.11.3 in the Normal Route field.

+ Select “0” from the drop-down menu associated with the Absorbed Length field
since the number used for the destination code is the first digit in the outgoing
number.

The following screen shows the details of the Destination Codes entry for the sample
configuration:
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File: Wiew

) exie

T webPage o valdate Device ‘ Disconnect 5 Refresh

[E BCM Element Manager - 10.80.48.10 =13

Session  Tools  Help

4 Task Navigation Panel

Canfiguration | Administration

@ Welcome

+J System

+.j Adrministrakor Access
+-{7) Resources

= I Telephany

&5 Global Settings

Dialing Plan - Routing

Routes | Destination Codes | Second Dial Tone

Destination Codes
Destination Code Normal Route
] 066

&l oo1

o
o

Absorbed Length

wild Card: 0 1 z 3

I Sets

£ Lines

Loops

Scheduled Services
Dialing Plan

Fublic Metwark
Private Network
@ Line Pools
JRiouting

- @ Ring Groups

mH-5) Call Security

- @ Hospitality

- @ Hunt Groups

- @ Call Detail Recording
- @ Call Recording
#-{{7) Data Services ax
*:'--,3 Applications

5. Configure Avaya Aura'™ Communication Manager Access
Element

This section describes the administration of Communication Manager Access Element
using a System Access Terminal (SAT). Some administration screens have been
abbreviated for clarity. Other administrative screens are not shown in this section, as
the screens are the same screens described in Section 2.

¢ Verify System Capabilities and Communication Manager Licensing
e Administer Codec Set

e Administer IP network region

e Administer IP node names

e Administer SIP trunk group and signaling group

¢ Administer route pattern

e Administer numbering plan

After completing these steps, the “save translations” command should be performed.

5.1. Verify System Capabilities and Licensing

This section describes the procedures to verify the correct system capabilities and
licensing have been configured. If there is insufficient capacity or a required features is
not available, contact an authorized Avaya sales representative to make the appropriate

changes.
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5.1.1. SIP Trunk Capacity Check

Use the “display system-parameters customer-options” command to verify that an
adequate number of SIP trunk members are administered for the system. Navigate to
Page 2, and verify that there is sufficient remaining capacity for SIP trunks by
comparing the Maximum Administered SIP Trunks field value with the corresponding
value in the USED column. The difference between the two values needs to be greater
than or equal to the desired number of simultaneous SIP trunk connections.

5.1.2. AAR/ARS Routing Check

Verify that ARS and ARS/AAR Dialing without FAC are enabled (on page 3 of system-
parameters customer options).

5.1.3. Configure Trunk-to-Trunk Transfers

Use the “change system-parameters features” command to enable trunk-to-trunk
transfers.

5.2. Configure Codec Type

Issue the change ip-codec-set n command where n is the number used to identify the
codec set. Enter the following values:
e Enter “G.711MU” and “G.729” as supported types of Audio Codecs

e Silence Suppression: Retain the default value “n”.
e Frames Per Pkt: Enter “2”.
e Packet Size (ms): Enter “20”.
¢ Media Encryption: Enter the value based on the system requirement. For the sample
configuration, “none” was used.
change ip-codec-set 1 Page 1 o0f 2
IP Codec Set
Codec Set: 1
Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)
1: G.711MU n 2 20
2: G.729 n 2 20
3:
Media Encryption
1: none

5.3. Set IP Network Region

Using the change ip-network-region 1 command, set the Intra-region IP-IP Direct
Audio, and Inter-region IP-IP Direct Audio fields to “yes”. For the Codec Set enter
the corresponding audio codec set configured in Section 5.2. Set the Authoritative
Domain to the correct SIP domain for the configuration.
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change ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: avaya.com
Name:
MEDIA PARAMETERS Intra-region IP-1P Direct Audio: yes
Codec Set: 1 Inter-region IP-1P Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 16585

5.4. Add Node Names and IP Addresses

Using the change node-names ip command, add the node-name and IP Addresses for
the CLANs and the Session Manager, if not previously added.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
8730-1 10.80.111.11
8730-2 10.80.111.12
ASM1 10.80.100.24
ASM2 10.80.100.26
CLAN-1 10.80.111.16
CLAN-2 10.80.111.17

5.5.  Configure SIP Signaling Group and Trunk Group

5.5.1. Add Signaling Group for SIP Trunk

Use the add signaling-group n command, where “n” is an available signaling group
number to create a SIP signaling group to connect to one of the Avaya Aura™ Session
Managers. In the sample configuration, signaling group “10” and trunk group “10” were
used to connect to the first Avaya Aura™ Session Manager.

For more information on configuring multiple SIP trunks to recover from network
failures, see References in Section 9.

Fill in the indicated fields as shown below. Default values can be used for the remaining

fields.
e Group Type: “sip”
e Transport Method: “tcp®”
¢ IMS Enabled: “n”
e Near-end Node Name: C-LAN node name from Section 5.4.
e Far-end Node Name: Session Manager node name from Section 5.4.
e Near-end Listen Port: “5060”
e Far-end Listen Port: “5060”

® TCP was used for the sample configuration. However, TLS would typically be used in production
environments
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e Far-end Domain: enter domain name for Authoritative Domain
defined in Section 5.3

e DTMF over IP: “rtp-payload”

e Session Establishment Timer: “3”

add signaling-group 10 Page 1o0f 1
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tcp
IMS Enabled? n

IP Video? n
Near-end Node Name: CLAN-1 Far-end Node Name: ASM1
Near-end Listen Port: 5060 Far-end Listen Port: 5060

Far-end Network Region:
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n

DTMF over IP: rtp-payload Direct IP-1P Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6

5.5.2. Add SIP Trunk Group

Add the corresponding trunk group controlled the signaling group defined Section 5.5.1
using the add trunk-group n command, where “n” is an available trunk group number
and fill in the indicated fields.

e Group Type: “sip”

e Group Name: A descriptive name.

e TAC: An available trunk access code.

e Service Type: “tie”

e Signaling Group: The number of the signaling group added in Section 5.5.1
e Number of Members: The number of members in the SIP trunk to be allocated to

calls routed to Session Manager (must be within the limits
of the total number of trunks configured in Section 5.1.1).

Once the add command is completed, trunk members will be automatically generated
based on the value in the Number of Members field.

add trunk-group 10 Page 1 of 21
TRUNK GROUP
Group Number: 10 Group Type: sip CDR Reports: y
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Group Name: SIP trunk to ASM1 COR: 1 TN: 1 TAC: #10

Direction: two-way Outgoing Display? n

Dial Access? n Night Service:
Queue Length: O
Service Type: tie Auth Code? n

Signaling Group: 10
Number of Members: 10

On page 2, set the Preferred Minimum Session Refresh Interval to 1200. Note: to
avoid extra SIP messages, all SIP trunks connected to Session Manager should be
configured with a minimum value of 1200.

add trunk-group 10 Page 2 of 21
Group Type: sip
TRUNK PARAMETERS

Unicode Name: auto
Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval(sec): 1200

On page 3, set Numbering Format to be public. Use default values for all other fields.

add trunk-group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public
UUl Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Show ANSWERED BY on Display? y

[{Tnt)

On page 4, set Mark Users As Phone to “y” to send correct user information to
Business Communication Manager in the SIP messages, and set the Telephone Event
Payload Type to “101”.

add trunk-group 10 Page 4 of 21
PROTOCOL VARIATIONS
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Mark Users as Phone?

Prepend "+* to Calling Number?

Send Transferring Party Information?
Network Call Redirection?

Send Diversion Header?

Support Request History?

Telephone Event Payload Type:

335333535

5.6. Configure Route Pattern

Use the “add route-pattern X” command, when X is an available number to define a
route pattern for routing calls over the SIP trunk group defined in Section 5.5.1 to
Session Manager. In the sample configuration, route pattern 10 was created as shown

below:
add route-pattern 10 Page 1 of 3
Pattern Number: 10 Pattern Name: SIP to ASM1
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ 1XC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 10 0 n user
2: n user
3: n user

5.7. Administer Numbering Plan

5.7.1. Administer Uniform Dialplan

To enable stations on the Communication Manager Access Element to call SIP phones
registered to Session Manager, add an entry for extension numbers associated with SIP
phones to the uniform dial plan

Use the “change uniform-dialplan x” command, where X is the first digit of the
extension numbers used for SIP stations.

In the sample configuration, extensions starting with “666-3XXX” are used for

extensions associated with the 9630 SIP phones.

Note: the dial plan shown below is an example dial plan that was used in the
sample configuration. Other dial plans may be appropriate for different customer

networks.
change uniform-dialplan 6 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O
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Matching Insert Node

Pattern Len Del Digits Net Conv Num
6663 7 0 aar n
6665000 7 0 aar n
777 7 0 aar n
778 7 0 aar n
n

5.7.2. Administer AAR analysis

This section provides the configuration of the AAR pattern used in the sample
configuration for routing calls between Communication Manager Access Element and
Business Communication Manager. Note that other methods of routing may be used.

Use the “change aar analysis x” command where X is the first digit of the number used
to route calls to stations on Business Communication Manager.

In the sample configuration, all calls starting with “333” will be routed to Business
Communication Manager:

change aar analysis 3 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 1
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
333 6 6 10 aar n
555 7 7 10 aar n
6663 7 7 10 aar n
6665000 7 7 10 aar n
8 7 7 999 aar n
9 7 7 999 aar n

5.8. Save Translations
Configuration of Communication Manager Access Element is complete. Use the “save

translations” command to save these changes
6. Verification Steps

6.1. Verify Avaya Aura' Session Manager Configuration

6.1.1. Verify Avaya Aura™ Session Manager is Operational
Verify the overall system status for the specific Session Manager as shown below:
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Weicome, sdmin L

Avaya Aura™ System Manager 5.2 el Log of

tate Administration

Est— == System State Administration
f";“'“'““i‘:’“““ System This page shows the cument service and mansgement state of configured Session Managers. You can use this page to make siate changes in the context of an upgrads or necessary maintenance.
nage
User Management Session Manager Instances
Monitoring
- - [(Refresh | [ Managementstate = | [ Servicestate - | [ Shutdown System - |
Network Routing Policy
Security
2 Items
Applications
T 0 | Seasion Mansger Mansgement Stete | Serviee Stete ‘ Last Service Stste Chenge Active Call Count Version
[y r— O  asMi-pr Maragement Srables Ace=pt New Servics Tue J=n 18 12:08:52 MST 2010 o 5.2.1.1.521012 - 01-14-2010
Session Managar O  asmzDr Maragement Erabie Ace=pt New Servies Tue Jan 18 12:10:26 MST 2010 o 5.2.1.1.521012 - 01-14-2010
Administration
Network Configuration Select : All, None [ 0 of 2 Selected )

Device and Location
Caonfiguration

Application Cenfiguration
System Status
System State

" Administration

* SIP Entity Monitoring

. Managed Bandwidth
Usage

Security Module Status

Dazta Replication Status

RegistrationSummary
= User Registrations

System Tools

Verify the status of the Security Module as shown below:

Welcome, admin Last Legged on atJan, 04, 2010 1:38 PM

Avaya Aura™ System Manager 5.2 Help Log off
tus / Security Module Status

e e et Security Module Status

Communication System
LT Ee——

} User Management Security Module Statistics

} Monitoring

This page allows you te view the status of each Session Manager's Security Module and to perform certain actiens,

} Network Routing Policy

} Security Stat Name ASM1-DR ASM2-DR

» Applications Security Module Deployment Up Up

» Settings

v Gession Manager 1P Address 10.80.100.24 10.80.100.26

Session Manager Metwork Mask 255.255.255.0 255.255.255.0
Administration

Default Gateway 10.80.100.1 10,80.100.1
Network Configuration

Device =nd Location Interface Name =tho stho

Cenfiguration Nams Servers 192.11,13.2 192,11,13.2

Application Configuration
EE 2l DNS Search - -

System Status
Call Contral BHE 45 45

System State
Administration Speed B Duplex Auto Auto

SIP Entity Monitoring

Managed Bandwidth
Usage QoS

Security Module Status

VLAN

Dats Replication Status
e Cartificate Us=d Default Certificate (Issued By SIP CA) Default Certificate (Issued By SIP CA)

= RegistrationSummary
« User Registrations Trusted Hosts [expectad/actuzl) e/8 ofo
System Tools . .

Security Module Actions

Shortcuts [ Security Module Certificate = ]
Change Password

Help for Security Module Status System Name

Help for Page Fislds O ASML-DR

) ASM2-DR

Select : None

Finally, verify the data replication status is operational as shown below:
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AVAYA

Asset Management

Communication System
Management

User Management
Monitoring
Network Routing Policy

Security

Applications

Settings

~ Session Manager

Session Manager
Administration

Network Configuration

Device and Location
Configuration

Application Configuration

System Status

System State
Administration

Avaya Aura™ System Manager 5.2

Welcome, admin Last Logged on 2t Jan, 04, 2010 1:38 PM

Help Log off
us / Data Replication Status
Session Manager Downward Data Replication Status
This page allows you te view Session Manager downward data replication statistics and run tests,
Master Database and Session Manager Replica Database Statistics
Stat Name Master ASM1-DR (replica) ASM2-DR (replica)
Records Currently in Database 1077 1077 1077
Records Pending Update 0 0 0
Modifications 1303 11783 27701
Madifications Resulting from Audits 1941 o [}
Failed Madifications (rzplica anly) N/A o ]
Failed Modifications Resulting from Audit (replica only) N/A 0 0
Elapsed Time Since Last Update/Audit [Days H:M:5) 00:00:04 00:12:49 00:15:42
Elapsed Time Since Last Update/Audit Requiring Medificatiens 00:04:14 20 01:43:06 45 23:36:00

[Days H:M:S)

SIP Entity Monitoring

Managed Bandwidth
Usage
Security Module Status

Data Replication Status

RegistrationSummary

Last JMS Message Sent [master) / Received (replica)

Jan 4, 2010 2:22:56 PM

* User Registrations

System Tools

Shortcuts

Change Password

MST
Last JMS Message Received (master) / Sent (replica) i.la;.r"' 2010 2:25:21 PM
JMS Cennaction Status Ok
Test String Value 1111
Test String Last Update Time aesfrzz' 2005 2:51:26 BM

6.1.2. Verify SIP Link Status

Expand the Session Manager menu on the left and click SIP Entity Monitoring. Verify
all SIP Entity Links are operational as shown below:

AVAYA

Avaya Aura™ System Manager 5.2

Jan 4, 2010 2:22:56 PM Jan 4,2010 2:232:56 PM

MST MST

Jan 4, 2010 2:25:21 BM Jan4, 2010 2:22:28 BM
MST MST

Ok oK

1111 1111

Dec 22, 2009 2:51:26 PM Dec 22, 2009 2:51:26 PM
MST MST

Help Log of f

tem Status / SIP Entity Monitoring

Asset Management

Communication System
Management

b User Management
Monitoring
Network Routing Policy

Applications

3
»
b Security
»
»

Settings
~ Session Manager

Session Manager
Administration

Network Configuration

Device and Location
Configuration

Application Cenfiguration
System Status

. System Stats
Administration

» SIP Entity Monitoring

. Maznaged Bandwidth
Usage

= Security Medule Status

= Data Replication Status

« RegistrationSummary

= User Registrations

System Taoals

Shortcuts

Change Password

Help for SIP Monitaring

SIP Entity Link Monitoring Status Summary

This page provides @ summary of Seesicn Marager SIF ety link meritering status.

Entity Link Status for All Session Manager Instances

Session Manager Name Entity Links Down/Total Entity Links Partially Down SIP Entities - Monitoring Not Started SIP Entities - Not Monitored
ASM1-DR osio o o 1]
ASM2-DR 0/3 o o []

All Monitored SIP Entities

Filter: Enzble

11 [tems

Entity Name

ASM1-DR
ASM2-DR
BCM-50

CUCM 5.x

IPO 500
Nortel-Node Server
58200-G450-F5
58730 CM
SIL-DR-MAS1
SIL-DR-MX1
VPMS

Select the corresponding SIP Entity for the Business Communication Manager and
verify the link is up as shown below:

DH Reviewed:

SPOC 02/18/2010

Solution Interoperability Lab Application Notes
©2010 Avaya Inc. All Rights Reserved.

60 of 71
SM_BCM_CM-FS.doc



AVAYA

Avaya Aura™ System Manager 5.2

on at Jan. 22, 2010 4:05 PM

Help Log off

Home / Session Manager / System Status / SIP Entity Monitoring / SIP Entity Link Status

[ ey T ——

Communication System
Management

} User Management
} Monitoring
» Network Routing Policy

SIP Entity, Entity Link Connection Status

This page Gisplays Gelailed conneclion status for all entily finks from all Sessicn Mansger

All Entity Links to SIP Entity: BCM-50

instances o a single SIP entily

baSeomity, 2 Items Filter: Enable
» Applications
Deteils | Session Manager Name Entity Resolved IP Part Prota. Conn, Stetus Resson Code Link Status
) Settings
ASM3-DR 10.80.45.10 5060 uoE up 200 0K up
~ Session Manager Show
Show ASM1-DR 10.80.48.10 S060 upp up 200 OK. up

Session Manager
Administration

Network Configuration

Device and Locatien

Configuration

Application Configuration

System Status

. System State
Administration

» SIP Entity Monitoring

. Msnsged Bandwidth
Usags

6.1.3. Verify Registrations of SIP Endpoints

Verify SIP users have been created in the Session Manager. In the sample
configuration, two SIP users were created as shown in the highlighted area below:

AVAY.

b Assel Hanagenent

ornmusrar ation Syshem
M agEmEn

* User Managenwent

Manage Roles
T —— f
Glabal Urar Settege

droup Managarmant

Avaya Aura™ System Manager 5.2

smark | User Menageneent

User Management

(B ]

3 itema  Aefresh

salp | Leg wff

Advancad Search (B

Filtar: [rnatle

¥ Phonitesring 1 stas Fase (R Hadle Lask Lagin
b Hatwark Routing Policy O Adrminartratar adminiatratoe@ aveyacam Dacarsbas T, 3009 Tol® 23 B 0800
b Fwourity ] 1 Dafauk Admiririratsr e Dacarebar 15, 2009 10:30:29 PR «06:00
Lo fipeRoutions O = Iebn e SEEIN00Trrarsaem 663000
Ao o =& Jenea, Basd L3001 @irapatin 4483001
O F Syrtem Unsr EYEtAm

Shartcuts Salact ¢ All, Mone | 0 of 3 Seleced §
o Pagiwasd

iy Fa aw Ura

Verify the SIP endpoints have successfully registered with the Session Manager as
shown below:
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Welcome, admin Last Logged on 2t Jan, 04, 2010 1:38 PM

AVAyA Avaya Aura™ System Manager 5.2 Help Log off

stemn Status / User Registrations

e anaTerrert User Registrations

Communication System Select to send notifications to AST devices, Click on row to display registration detail,
Management

» User Management
AST Device
=ires Notifications: Sos

» Network Routing Policy
3 Items FRefresh Filter: Enzble

» Monitoring

b Security

» Applications | | Registered | Address | Login Name First Name Last Name Session Manager AST Device

} Settings true 6663000@avaya.com 6663000@avaya.com John Smith ASM1-DR true

¥ Secsion Manager O true 6663001@avaya.com 6663001@avaya.com Paul Jones ASM1-DR true
Session Manager O falze Administrator@avaya.com administrator@avaya.com SIL Administrator ~ ASM1-DR falze

Administration

Network Configuration
s Select : All, None { 1 of 3 Selected )

Device and Location
Configuration
Application Configuration R . .

Registration Detail
System Status

. System State Login Name: 6662000@avaya.com
Administration
= SIP Entity Monitoring Registration Address: 6683000@avaya.com
= Managed Bandwidth Usage N N
X Ragistration Time: Wed Dec 16 13:41:47 MST 2002
= Security Module Status
= Data Replication Status avaya-cm-feature-status
* RegistrationSummary dialog
» User Registrations

Event Subscriptions: | avaya-ccs-profils

System Tools
message-summary

Shortcuts reg

Change Password User C ication Profile Add : £563000@avaya.com

Help for User Registrations

Help for Page Fislds

6.2. Verify Business Communication Manager Configuration
The Business Communication Monitor application monitors the status of SIP trunk calls.

Use the Business Communication Manager Application web page to open the Monitor
application as shown below:
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{2 https://10.80.48.10f - Windows Internet Explorer
@;}r v € hipsiiing0.48.10; |[+2][x] e

File Edit ‘iew Favorites Tools Help |X Snagit i m‘

7. Favarites | 95 € cungested Sites ~ WP MM WY My M W MSH Money N MSN Entertainment % MSNEC @ Free Hotmail @ Eing™ Traffic ~ @] MSM Slideshon @] we

52|+ | €2 hitps:yi10.50.48. 10 % | Eing |_| M- B = #=m - Pag

Home ]Contact ]
Welcome

to

BCM

Main | Advanced|

Application Group

Applications

| >

Callpilot Manager
User Applications

InTouch client software download

BCM Activity Reporter Basic
Business Applications
EBusiness Element Manager

E Download Locations

3rd Party

Application Launcher 0,9 [ ]

Login with the same user name and password as when logging into the Element
Manager.

Navigate to the Line Monitor tab to see the status of SIP trunk. The following screen
shows 4 calls active calls between Business Communication Manager and stations on
Avaya Aura™ Communication Manager:
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(= BCM Monitor, - BCM50RS
File Statistics Help

BCk Info] Media Eard] Woice Ports] IP Devices | RTP Sessions | UIP Uszage Indicators

Statistics Line Monitar
Active Lines: 4 Line Direction Start Time User State Duratian Mumber and Mame
o 1 - Line001 Inzoming wedldan201.. 221-JaneDT  Connected 00:04:11 EEE4000 - H.323 4621 IP P DNIS: 333221
Wisible lines 2 -Line002 Inzoming wedldan 201..  222-BillDT Connected 00:00:06 EEE4001 - H.323 9620 [P P DNIS: 333222
Show all lines [including inactive] r 7 - Line007 Outgaing whed Jan 201 302 -Deb IP Connected 000314 EER4002
8 - Line008 Outgoing WwedlJan 201, 301 -TomIP Connected 00:05:44 BEE3000
E1 - Line0&1 Outgoing Tuelan1916.. 302 - 302 Idle

Use the IP Devices tab to monitor individual IP stations. For example, the screen
below provides status of an active call from a SIP endpoint to station 301:

(=) BCM Monitor - BCM50RS [9[[=1E3

File Statistics Help
BOM Info | Media Card | Voice Parts

FDevices | RTP Sessions | UIP | Line Monitor | Usage Indicators |

1~ IP Clierts 1 IP Set Details -
Used licenses: 20f 18 DN | Type | IP:Part | RTP Session | Infa
i 190 St |30 1230 10.80.48.101:5000 51002<->10.80.100.37:5004 G7T1_UILAW 2 fop, SMALL jb OMNLINE since Tue ...
| : 302 1230 10.80.48.102:5000 OMLINE since Tue Jan 19 12:29:08 2010
Enabled: 2
Connected: | 2
Active [on call): 1
Wireless Sets
Enabled: 0
Connected: ]
Active [on call): il
IP Trunks
Uszed licenses: gof8
Active [on call): i

MCDN owver IP: | Enabled
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6.3. Verify Avaya Aura™ Communication Manager Configuration

Verify the status of the SIP trunk group by using the “status trunk n” command, where
“n” is the trunk group number administered in Section 2.4.2.

Verify that all trunks are in the “in-service/idle” state as shown below:

status trunk 10

Member Port

0010/001 TOOOO6
0010/002 TOO0O7
0010/003 TOO008
00107004 TOO009
00107005 TO0014
0010/006 TO0015
0010/007 TO0043
0010/008 T00044
00107009 TO0045
0010/010 TOO046

TRUNK GROUP STATUS

Service State

in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle
in-service/idle

Mtce Connected Ports
Busy
no
no
no
no
no
no
no
no
no
no

Verify the status of the SIP signaling groups by using the “status signaling-group n’

command, where “n” is the signaling group number administered in Section 2.4.1.

Verify the signaling group is “in-service” as indicated in the Group State field shown

below:

Group ID:

Group Type:
Signaling Type:
Group State:

status signaling-group 10

STATUS SIGNALING GROUP

10
sip

Active NCA-TSC Count: O
Active CA-TSC Count: O

facility associated signaling

in-service
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Use the SAT command, ‘list trace tac #, where tac # is the trunk access code defined
in Section 2.4.2 to trace trunk group activity for the SIP trunk between the Session
Manager and the Communication Manager Feature Server as shown below:

list trace tac #10 Page 1
LIST TRACE

time data
11:44:-50 Calling party station 6663000 cid Ox27f
11:44:50 Calling Number & Name 6663000 John Smith
11:44:50 active station 6663000 cid Ox27f
11:44:59 dial 333301 route:AAR
11:44:-59 term trunk-group 10 cid Ox27f
11:44:-59 dial 333301 route:AAR
11:44:59 route-pattern 10 preference 1 cid 0Ox27F
11:44:59 seize trunk-group 10 member 7 cid Ox27f
11:44:59 Calling Number & Name NO-CPNumber NO-CPName
11:44:-59 Setup digits 333301
11:44:59 Calling Number & Name 6663000 John Smith
11:44:59 Proceed trunk-group 10 member 7 cid Ox27Ff
11:44:59 Alert trunk-group 10 member 7 cid 0Ox27Ff
11:44:59 G711MU ss:off ps:20

rgn:1 [10.80.100.37]:5004

On the Communication Manager Feature Server, use the CM SAT command, ‘list trace
station xxx’, where xxx is the extension number of the 9600 Series SIP telephone as
shown below:

list trace station 6663000 Page 1
LIST TRACE
time data
11:46:35 active station 6663000 cid 0x282
11:46:44 dial 333301 route:AAR
11:46:44 term trunk-group 10 cid 0x282
11:46:44 dial 333301 route:AAR
11:46:44 route-pattern 10 preference 1 cid 0x282
11:46:44 seize trunk-group 10 member 8 cid 0x282
11:46:44 Calling Number & Name NO-CPNumber NO-CPName
11:46:44 Setup digits 333301
11:46:44 Calling Number & Name 6663000 John Smith
11:46:44 Proceed trunk-group 10 member 8 cid 0x282
11:46:44 Alert trunk-group 10 member 8 cid 0x282
11:46:44 G711IMU ss:off ps:20
rgn:1 [10.80.100.37]:5004
rgn:1 [10.80.100.53]:2060
11:46:44 xoip options: fax:Relay modem:off tty:US uid:0x50006
rgn:1 [10.80.100.37]:5004 cid Ox27f7fe
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6.4. Call Scenarios Verified

Verification scenarios for the configuration described in these Application Notes
included the following call scenarios:

¢ Verify displays and talkpath for calls between different types of stations on the
Communication Manager Access Element and a station on Business
Communication Manager.

¢ Verify displays and talkpath for calls between a SIP phone registered to Session
Manager and a station on Business Communication Manager.

e Supplemental Call Features:

(0]

(0]

Verify calls from either a station on Communication Manager Access
Element or from a SIP phone registered to Session Manager to an
station on Business Communication Manager can be placed on hold.
Verify calls from either a station on Communication Manager Access
Element or from a SIP phone registered to Session Manager to an
station on Business Communication Manager can be transferred to
another station on the Business Communication Manager.

Verify calls from either a station on Communication Manager Access
Element or from a SIP phone registered to Session Manager to a station
on Business Communication Manager can create a conference with
another station on the Business Communication Manager.

Verify calls from either a station on Communication Manager Access
Element or from a SIP phone registered to Session Manager to a station
on Business Communication Manager can be forwarded to another
station on either the same switch or remote switch.

Repeat the hold, transfer and conference scenarios with calls originating
from a station on Business Communication Manager.

e Long Duration Calls

(0]

Place a call from either a station on Communication Manager Access
Element or from a SIP phone registered to Session Manager to a station
on Business Communication Manager. Answer the call, leave the call up
for at least 30 minutes, and verify displays and talkpath.

Place a call from either a station on Communication Manager Access
Element or from a SIP phone registered to Session Manager to a station
on Business Communication Manager. Answer the call, put the call on
hold for at least 30 minutes, and verify displays and talkpath after
returning to the call.

Repeat the long duration scenarios with call originating from a station on
Business Communication Manager.

6.5. Known Issues

All test calls between stations on Business Communication Manager and remote
stations on either the Communication Manager Access Element or SIP phones
registered to Session Manager were successful.
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However, the following items were observed during the test calls and were identified as
known Business Communication Manager issues:

e When stations on Business Communication Manager create a 3-party
conference with remote stations, the displays on the Business Communication
Manager stations no longer display the name or number of the remote station.
Instead, the line number of one of the SIP Trunks and the line number of the
Target Line assigned to the station is displayed until the conference ends.

e When calls from stations on Business Communication Manager to remote
stations are placed on hold, the displays on the Business Communication
Manager stations no longer display the name or number of the remote station.
Instead, the number of one of the SIP Trunk lines is displayed.

e When incoming calls from remote stations are forwarded to a second Business
Communication Manager station, the name of the remote station is not displayed
until the call is answered. During alerting, the line number of the Target Line
assigned to the first Business Communication Manager station is displayed.

7. Acronyms

AAR Automatic Alternative Routing (Routing on
Communication Manager)

ARS Automatic Route Selection

CLAN Control LAN (Control Card in Communication Manager)

DCP Digital Communications Protocol

DNIS Dialed Number identification Service

DHCP Dynamic Host Configuration Protocol

DTMF Dual Tone Multi Frequency

FQDN Fully Qualified Domain Name (hostname for Domain
Naming Resolution)

GUI Graphical User Interface

IMS IP Multimedia Subsystem

IE Internet Explorer

IP Internet Protocol

IPSI IP-services interface (Control Card in Communication
Manager)

LAN Local Area Network

OAM Operation, Administration and Maintenance

PSTN Public Switched Telephone Network

RTP Real Time Protocol

SAT System Access Terminal (Communication Administration
Interface)

SIL Solution Interoperability Lab

SIP Session Initiation Protocol

SM Avaya Aura™ Session Manager

SMGR System Manager (used to configure Session Manager)
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SNMP Simple Network Management Protocol

SRE SIP Routing Element

SSH Secure Shell

SSL Secure Socket Layer

TAC Trunk Access Code (Communication Manager Trunk
Access)

TCP Transmission Control Protocol

TCP/IP Transmission Control Protocol/Internet Protocol

TLS Transport Layer Security

UDP User Datagram Protocol

URE User Relation Element

URL Uniform Resource Locator

WAN Wide Area Network

XML eXtensible Markup Language

8. Conclusions

These Application Notes describe how to configure a network that uses SIP trunks
between Avaya Business Communication Manager 50, Avaya Aura™ Session
Manager, Avaya Aura™ Communication Manager Access Element and a second
Avaya Aura™ Communication Manager operating as a Feature Server. Interoperability
testing included verification of bi-directional calls among several different types of
endpoints with various features including hold, transfer, and conference.

9. Additional References
This section references the product documentation relevant to these Application Notes.

Session Manager

1) Avaya Aura™ Session Manager Overview, Doc ID 03-603323, available at
http://support.avaya.com.

2) Installing and Administering Avaya Aura™ Session Manager, Doc ID 03-603324,
available at http://support.avaya.com.

3) Avaya Aura™ Session Manager Case Studies, dated January 2, 2010, available
at http://support.avaya.com

4) Maintaining and Troubleshooting Avaya Aura™ Session Manager, Doc ID 03-
603325, available at http://support.avaya.com.

Communication Manager

5) Hardware Description and Reference for Avaya Aura™ Communication Manager
(COMCODE 555-245-207)
http://support.avaya.com/elmodocs2/comm_mgr/r4 _0O/avayadoc/03 300151 6/24
5207 _6/245207 6.pdf

6) SIP Support in Avaya Aura™ Communication Manager Running on Avaya S8xxx
Servers, Doc ID 555-245-206, May 2009, available at http://support.avaya.com.

7) Administering Avaya Aura™ Communication Manager, Doc ID 03-300509, May
2009, available at http://support.avaya.com.
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8) Avaya Toll Fraud Security Guide, Doc ID 555-025-600, February 2010, available
at http://support.avaya.com

9) Administering Avaya Aura™ Communication Manager as a Feature Server, Doc
ID 03-603479, November 2009, available at http://support.avaya.com

Business Communication Manager

10)BCM50 Administration Guide, Doc ID NN40020-600_02, available at
http://support.nortel.com

11) BCM50 Networking Configuration Guide, Doc ID NN40020-603, available at
http://support.nortel.com

12) BCM50 Device Configuration Guide, Doc ID NN400200-300, available at
http://support.nortel.com

13) IP Phone 1200 Series Installation, Doc ID NN40050-302, available at
http://support.nortel.com

14) Business Communications Manager 5.0 — Configuration — System, Doc ID
NN40170-501, Rev 02.04, available at http://support.nortel.com

Avaya Application Notes
15) Configuring 9600 Series SIP Phones on Avaya Aura™ Session Manager
Release 5.2, available at http://www.avaya.com
16) Configuring multiple Avaya Aura™ Session Managers to address different
Network Failure Scenarios, available at http://support.avaya.com
17) Configuring SIP Trunks among Avaya Aura™ Session Manager, Avaya Aura™

Communication Manager, and Nortel Communication Server 1000, November
2009, available at http://support.avaya.com

DH Reviewed:

Solution Interoperability Lab Application Notes 70 of 71
SPOC 02/18/2010

©2010 Avaya Inc. All Rights Reserved. SM_BCM_CM-FS.doc



©2010 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by
® and ™ are registered trademarks or trademarks, respectively, of Avaya Inc. All
other trademarks are the property of their respective owners. The information
provided in these Application Notes is subject to change without notice. The
configurations, technical data, and recommendations provided in these Application
Notes are believed to be accurate and dependable, but are presented without express
or implied warranty. Users are responsible for their application of any products
specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along
with the full titte name and filename, located in the lower right corner, directly to the
Avaya Solution & Interoperability Test Lab at interoplabnotes@list.avaya.com
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