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Abstract

These Application Notes describe the steps for configuring Avaya one-X™ Mobile and Avaya
Communication Manager with AT&T Mobile Extension and ISDN-PRI trunks. Avaya one-
X™ Mobile is an enterprise mobility solution that allows users roaming or otherwise located
away from the office to access enterprise telephony and unified communications services.
More specifically, users can utilize the Avaya one-X™ Mobile Unified Communication (UC)
client application running on their mobile phones to manage the routing of inbound business
calls, place outbound business calls, manage corporate voice messages, and search the
corporate directory. The AT&T Mobile Extension offer is an integrated solution that provides
all the necessary components to enable wireless-PBX integration at the enterprise, including a
cost control capability for enterprise wireless usage. The AT&T Mobile Extension offer is
based on the combination of enterprise communications products, AT&T wireless handsets,
and AT&T wireless enterprise rate plans.

AT&T is a member of the Avaya DevConnect Service Provider program. Information in these
Application Notes has been obtained through compliance testing and additional technical
discussions. Testing was conducted via the DevConnect Program at the Avaya Solution and
Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps for configuring Avaya one-X™ Mobile and Avaya
Communication Manager with AT&T Mobile Extension and ISDN-PRI trunks. Avaya one-X™
Mobile is an enterprise mobility solution that allows users roaming or otherwise located away
from the office to access enterprise telephony and unified communications services. More
specifically, users can:

Manage the routing of inbound business calls' — Using the Avaya one-X™ Mobile UC
client application (running on the mobile phone), users can select the destinations, e.g.,
office phone, mobile phone, home phone, other landline phones, etc., to which inbound
business calls are routed. The users can then answer inbound business calls at any of the
selected destinations.

Place outbound business calls — Using the Avaya one-X™ Mobile UC client application,
users can place outbound business calls from any phone, e.g., mobile phone, home
phone, other landline phones, etc. Since these business calls are placed through the
Avaya Communication Manager, the user’s business number is presented as the calling
party number.

Switch between using the office phone and mobile phone on active calls — Users can
move active calls from the office phone to the mobile phone, and vice versa.

Note: SIP phones are not supported in the Avaya one-X™ Mobile solution.

Manage corporate voice messages — users can view, listen to, save, and delete corporate
voice messages from the Avaya one-X™ Mobile UC client application.

Search the corporate directory — Using the Avaya one-X™ Mobile UC client application,
users can search the corporate directory for the contact information of other enterprise
users.

The AT&T Mobile Extension offer is an integrated solution that provides all the necessary
components to enable wireless-PBX integration at the enterprise, including a cost control
capability for enterprise wireless usage. The AT&T Mobile Extension offer is based on the
combination of enterprise communications products, AT&T wireless handsets, and AT&T
wireless enterprise rate plans, as follows:

Enterprise PBX — namely, Avaya Communication Manager.

Enterprise Fixed Mobility Convergence (FMC) components — namely, Avaya one-X™
Mobile and supporting components.

AT&T certified wireless handset(s).

! The term “business call” is referred to as a call established through the enterprise voice communications system,
i.e., Avaya Communication Manager, as opposed to a direct inbound call to the user’s mobile phone number or an
outbound call dialed directly from the user’s mobile phone native dialer.
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Wireless handset software clients — namely, Avaya one-X™ Mobile UC client
applications.

AT&T Value-Added Feature for special FMC wireless usage billing.

1.1. Sample Configuration

The sample configuration used in these Application Notes is shown in Figure 1. The Avaya
one-X™ Mobile solution consists of several components:

Avaya Communication Manager provides the enterprise voice communications services.
In this configuration, Avaya Communication Manager runs on an Avaya S8710 Media
Server. This solution is extensible to other Avaya S8xxx Media Servers.

The Avaya Media Gateway provides the physical interfaces and resources for enterprise
voice communications. In this configuration, an Avaya G650 Media Gateway is used.
This solution is extensible to other Avaya Media Gateways.

Avaya Application Enablement (AE) Services provides the Computer Telephony
Integration (CTI) interfaces to allow CTI applications such as Avaya one-X™ Mobile to
monitor and invoke voice communications services on Avaya Communication Manager.
Avaya Modular Messaging provides the corporate voice messaging capabilities for
enterprise users.

Avaya one-X™ Mobile interacts with Avaya AE Services to access enterprise voice
communications services on Avaya Communication Manager, with Avaya Modular
Messaging to access corporate voice messaging services, and with Microsoft Active
Directory to access the corporate directory. Avaya one-X™ Mobile may be implemented
on a single server or, as in Figure 1, a pair of servers (one internal server inside the
corporate firewall, one external server outside the corporate firewall). Consult [1] for
further details on the various Avaya one-X™ Mobile topology configurations.

The Avaya Communication Manager phones are the “office” / “desk” phones used by
enterprise users in the office.

The AT&T mobile phones are the enterprise users’ mobile phones, typically used away
the office.

The external PSTN phones are typically landline phones located away from the office,
e.g., home phones, other landline phones, etc. With the Avaya one-X™ Mobile solution,
enterprise users may elect to receive their business calls at such phones, as well as use
such phones in making outbound business calls.

Microsoft Active Directory contains the enterprise corporate directory.

A PSTN trunk is used for voice communications between the enterprise and the PSTN.
In this configuration, an ISDN-PRI trunk is used.
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Figure 1: Sample Avaya one-X™ Mobile with AT&T Mobile Extension Solution Configuration
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1.2. Call Flows

To understand how the Avaya one-X™ Mobile solution manages outbound and inbound calls,
several call flows are described in this section.

The first call scenario illustrated in Figure 2 is an inbound PSTN call to an enterprise user
enabled with Avaya one-X™ Mobile. The call arrives via a public trunk at Avaya
Communication Manager, and due to the Avaya one-X™ Mobile integration, rings all of the
endpoints, e.g., office phone, mobile phone, home phone, other landline phones, etc., selected by
the user as receive (“Send Calls”) destinations.

1. Theinbound PSTN call arrives on Avaya Communication Manager and is routed to an
Avaya Communication Manager extension.

2. Since Avaya one-X™ Mobile is monitoring calls (via Avaya AE Services) on the called
extension, Avaya one-X™ Mobile is aware of the inbound call and looks up the receive
destinations that the Avaya one-X™ Mobile user associated with the called extension has
selected for receiving inbound calls. Avaya one-X™ Mobile then instructs Avaya
Communication Manager (via Avaya AE Services) to route the call to those receive
destinations. In these Application Notes, the calls routed to those receive destinations are
referred to as simultaneous ring, or “Simulring”, calls. The called user may then answer
the call at a) the office phone; b) the mobile phone; or c) other selected receive
destinations. Once the user answers at any one of those destinations, the user is
connected to the caller and ringing stops on the other receive destinations.

AT&T Mobile Phone
(Called Party Receive
Destination)

PSTN Phone
(Called Party
Receive
Destination)

ATET Mobile
Network

PSTN Phone
(Calling Party)

AN
Avaya 2
— Communication Avaya one-X Mobile
Manager

{ .
Office Phone
(Called Party

Receive Destination)

Figure 2: Inbound PSTN Call Scenario
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The second call scenario illustrated in Figure 3 is similar to the first call scenario, except that the
call is an internal call from another Avaya Communication Manager phone, e.g., an intra-office
call.

1. An Avaya Communication Manager phone calls the office extension of an enterprise user
enabled with Avaya one-X™ Mobile.

2. Since Avaya one-X™ Mobile is monitoring calls (via Avaya AE Services) on the called
extension, Avaya one-X™ Mobile is aware of the inbound call and looks up the receive
destinations that the Avaya one-X™ Mobile user associated with the called extension has
selected for receiving inbound calls. Avaya one-X™ Mobile then instructs Avaya
Communication Manager (via Avaya AE Services) to route the call to those receive
destinations. In these Application Notes, the calls routed to those receive destinations are
referred to as simultaneous ring, or “Simulring”, calls. The called user may then answer
the call at a) the office phone; b) the mobile phone; or c¢) other selected receive
destinations. Once the user answers at any one of those destinations, the user is
connected to the caller and ringing stops on the other receive destinations.
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Figure 3: Inbound Internal Call Scenario
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The third call scenario illustrated in Figure 4 is a business call from a user’s mobile phone to a
PSTN number, where the call is initiated from the Avaya one-X™ Mobile UC client application
running on the user’s mobile phone.

1. Using the Avaya one-X™ Mobile UC client application, the user enters a request to make
a business call between the mobile phone and a PSTN number, e.g., a customer’s
number. The request is delivered over the Internet via HTTP/HTTPS to Avaya one-X™
Mobile.

2. Avaya one-X™ Mobile decomposes the request into parts. First, Avaya one-X™ Mobile
instructs Avaya Communication Manager (via Avaya AE Services) to place a call to the
calling user’s mobile phone number. In these Application Notes, this leg of the overall
business call is referred to as the “Callback” call. The calling user answers the
“Callback” call.

3. Avaya one-X™ Mobile then instructs Avaya Communication Manager (via Avaya AE
Services) to place a call to the destination PSTN number. The destination PSTN phone
answers.

4. Avaya one-X™ Mobile instructs Avaya Communication Manager to merge the two call
legs, thereby connecting the calling user (on the mobile phone) to the destination PSTN

phone.
Avaya one-X Mobile UC
Client on AT&T Mobile
Phone (Calling Party)
(.
| S
AT&T Mobile
Network
PSTN Phone
(Called Party) 2
e Ava).(a . < _
—‘4/ > Communication Avaya one-X Mobile
T Manager ~3
< —

Figure 4: Outbound PSTN Call From Mabile Phone Call Scenario
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The fourth call scenario illustrated in Figure 5 is similar to the third call scenario, except that the
destination number is another Avaya Communication Manager extension, e.g., another office
extension.

1. Using the Avaya one-X™ Mobile UC client application, the user enters a request to make
a business call between the mobile phone and another Avaya Communication Manager
extension. The request is delivered over the Internet via HTTP/HTTPS to Avaya one-
X™ Mobile.

2. Avaya one-X™ Mobile decomposes the request into parts. First, Avaya one-X™ Mobile
instructs Avaya Communication Manager (via Avaya AE Services) to place a call to the
calling user’s mobile phone number. As in the third call scenario, this leg of the overall
business call is referred to as the “Callback” call. The calling user answers the
“Callback” call.

3. Avaya one-X™ Mobile then instructs Avaya Communication Manager (via Avaya AE
Services) to place a call to the destination extension. The destination extension answers.

4. Avaya one-X™ Mobile instructs Avaya Communication Manager to merge the two call
legs, thereby connecting the calling user (on the mobile phone) to the destination
extension Note that if the destination extension is also that of another Avaya one-X™
Mobile user, then as in the first call scenario, the called user’s selected receive
destinations will simultaneously ring, and the called user may answer the call at his/her
office phone, mobile phone, or other selected receive destinations.

Avaya one-X Mobile UC
Client on AT&T Mobile
Phone (Calling Party)

Lo
AT%T Mobile
Network

Avaya 42_ i
—V\\Communication Avaya one-X Mobile

4~ Manager <3

\‘ < _ ]

Office Phone
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Figure 5: Outbound Internal Call From Mobile Phone Call Scenario
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The fifth call scenario illustrated in Figure 6 is a business call from a user’s landline phone, i.e.,
not the user’s office or mobile phone, to another PSTN number, where the call is initiated from
the Avaya one-X™ Mobile UC client application running on the user’s mobile phone.

1. Using the Avaya one-X™ Mobile UC client application, the user enters a request to make
a business call between the user’s landline phone, e.g., home phone, hotel phone, phones
in conference rooms, etc., and another PSTN number, e.g., a customer’s number. The
request is delivered over the Internet via HTTP/HTTPS to Avaya one-X™ Mobile.

2. Avaya one-X™ Mobile decomposes the request into parts. First, Avaya one-X™ Mobile
instructs Avaya Communication Manager (via Avaya AE Services) to place a call to the
calling user’s landline phone number. As in the third call scenario, this leg of the overall
business call is referred to as the “Callback” call. The calling user answers the
“Callback” call.

3. Avaya one-X™ Mobile then instructs Avaya Communication Manager (via Avaya AE
Services) to place a call to the destination PSTN number. The destination PSTN phone
answers.

4. Avaya one-X™ Mobile instructs Avaya Communication Manager to merge the two call
legs, thereby connecting the calling user (on the landline phone) to the destination PSTN

phone.
Avaya one-X Mobile UC
Client on AT&T Mobile
Phone

I
I
PSTN Phone |
I

(Calling Party) |

L —
AT&T Mobile
Network

PSTN Phone \\

(Called Party)
> ] Avaya 42__
— 4/\/ Communication Avaya one-X Mobile
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Figure 6: Outbound Call From Landline Phone Call Scenario
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The sixth call scenario illustrated in Figure 7 is one where an active business call on a user’s
office phone is moved to the user’s mobile phone.

1. The user is on an active business call on his/her desk phone.

2. The user then decides to move the call to his/her mobile phone by pressing the “extend
call” button on his/her office phone. Avaya Communication Manager places a call to the
user’s mobile phone number. The user answers at the mobile phone.

3. Avaya Communication Manager connects the user to the other party on the call, and the
user on-hooks the office phone. The call appearance on the office phone is still available
should the user decide to return to the office phone (see seventh call scenario below).

Avaya one-X Mobile UC
Client on AT&T Mobile
Phone (User Party)

AT8:T Mobile
Network

PSTN Phone
(Other Party)

< Avaya
— 3> Communication Avaya one-X Mobile
< — Manager

Office Phone
(User Party)

Figure 7: Move Call From Office Phone to Mobile Phone Call Scenario
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The seventh call scenario illustrated in Figure 8 is one where an active business call on a user’s
mobile phone is moved to the user’s office phone.

1. The user is on an active business call on his/her mobile phone.

2. The user then returns to his/her office, and sees that the call is also available on the office
phone. The user presses the corresponding call appearance on his/her office phone, and
the office phone is connected to the other party on the call.

3. The user disconnects the mobile phone. If the user decides to move the call back to
his/her mobile phone, then the user would have to carry out the sixth call scenario above.

Avaya one-X Mobile UC
Client on AT&T Mobile
Phone (User Party)

AT81|T Mobile
Network

PSTN Phone
(Other Party)

_ Avaya
] ) Communication Avaya one-X Mobile
" " T><~_ Manager

{

Office Phone
(User Party)

Figure 8: Move Active Call From Mobile Phone to Office Phone Call Scenario
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2. Equipment and Software Validated

The following equipment and software was used for the sample configuration described in these

Application Notes.

Component

Version

Avaya

Avaya one-X™ Mobile
(run on Microsoft Windows Server 2003 R2
Enterprise Edition Service Pack 2)

1.1.1 (1.0.0.0.242)

Avaya one-X™ Mobile UC Client Application

Apple iPhone 3G (Safari web browser client) N/A
BlackBerry 8700c 1.1.22
BlackBerry 8800 1.1.22
Samsung BlackJack 11 (i617) 1.1.2
Avaya S8710 Server Avaya Communication Manager
511
(R0O15x.01.1.415.1 with update
16732)
Avaya G650 Media Gateway
TN2312BP IP Server Interface (IPSI) HWO03 FW044
TN799DP Control-LAN (C-LAN) HWO01 FW026
TN464GP DS1 Interface HWO06 FW022
TN2224CP Digital Line HWO08 FW015
TN2602AP IP Media Resource 320 (MedPro) HW02 FW041

Avaya 9630 IP Telephone

Avaya one-X™ Deskphone Edition
H.323 Release 2.0

Avaya 9640 IP Telephone

Avaya one-X™ Deskphone Edition
H.323 Release 2.0

Avaya 4610SW IP Telephone

2.9

Avaya 6416D+M Digital Telephone

Avaya S8500B Server

Avaya Application Enablement
Services 4.2.1 Patch 1
(r4-2-1-20-5-0) with G3PD Hot Fix
(libg3pd.s0.4.2.1 Build 418)

Avaya Modular Messaging on Avaya S3500
Messaging Servers (MAS and MSS)

4.0 with Service Pack 1 (7.2.642.4)

Microsoft Active Directory on Microsoft
Windows Server 2003 R2 Enterprise Edition
Service Pack 2

5.2.3790.3959

RL; Reviewed
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3. Avaya Communication Manager

This section describes the administration steps for Avaya Communication Manager in support of
integration with Avaya one-X™ Mobile. The steps are performed from the Avaya
Communication Manager System Access Terminal (SAT) interface. These Application Notes
assume that basic Avaya Communication Manager administration has already been performed.
Consult [3] for further details if necessary.

3.1. System Parameters

This section reviews the Avaya Communication Manager licenses and features that are required
for the sample configuration described in these Application Notes. For required licenses that are
not enabled in the steps that follow, contact an authorized Avaya account representative to obtain
the licenses.

1. Enter the display system-parameters customer-options command. On Page 4 of the
system-parameters special-applications form, verify that (SA8481) — Replace Calling
Party Number with ASAI ANI is set to “y”.

display system-parameters special-applications Page 4 of 8
SPECIAL APPLICATIONS

(SA8481) - Replace Calling Party Number with ASAl ANI?
(SA8500) - Expanded UUI Display Information?

(SA8506) - Altura Interoperability (FIPN)?

(SA8507) - H245 Support With Other Vendors?

(SA8508) - Multiple Emergency Access Codes?

(SA8510) - NTT Mapping of ISDN Called-Party Subaddress IE?
(SA8517) - Authorization Code By COR?

(SA8518) - Automatic Callback with Called Party Queuing?
(SA8520) - Hoteling Application for IP Terminals?
(SA8558) - Increase Automatic MWI & VuStats (S8700 only)?
(SA8567) - PHS X-Station Mobility over IP?

(SA8569) - No Service Observing Tone Heard by Agent?
(SA8573) - Call xfer via ASAl on CAS Main?

(SA8582) - PSA Location and Display Enhancements?
(SA8587) - Networked PSA via QSIG Diversion?

(SA8589) - Background BSR Polling?

(SA8608) - Increase Crisis Alert Buttons (S8700 only)?
(SA8621) - SCH Feature Enhancements?

Z3 33 3333330333335 353505

Figure 9: System-Parameters Special-Applications Form — Page 4
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2. On Page 7 of the system-parameters special-applications form, verify that (SA8931) —
Send IE with EC500 Extension Number is set to “y”.

change system-parameters special-applications Page 7 of 8
SPECIAL APPLICATIONS

(SA8888) - Per Station Music On Hold?

(SA8889) - Verizon VoiceGenie SIP MIME Message Bodies?
(SA8891) - Verizon VoiceGenie SIP Headers?

(SA8896) - IP Softphone Lamp Control?

(SA8900) - Support for NTT Call Screening?

(SA8904) - Location Based Call Type Analysis?

(SA8911) - Expanded Public Unknown Table?

(SA8917) - LSP Redirect using special coverage point?
(SA8927) - Increase Paging Groups?

(SA8928) - Display Names on Bridged Appearance Labels?
(SA8931) - Send IE with EC500 Extension Number?

(SA8942) - Multiple Unicode Message File Support?
(SA8944) - Multiple Logins for Single IP Address?
(SA8946) - Site Data Expansion?

(SA8957) - PIN Checking for Private Calls?

(SA8958) - Increase BSR Polling/Interflow Pairs to 400007?
(SA8965) - SIP Shuffling with SDP?

(SA8967) - Mask CLI and Station Name for QSIG/ISDN Calls?
(SA8972) - Overwrite Calling ldentity?

330333303 3033333 3355S>5

Figure 10: System-Parameters Special Applications Form — Page 7

3. Enter the display system-parameters customer-options command. On Page 1 of the
system-parameters customer-options form, verify that the Maximum Off-PBX
Telephones — EC500 number is sufficient for the number of expected Avaya one-X™
Mobile users (one EC500 license per Avaya one-X™ Mobile user).

display system-parameters customer-options Page 1 of 11
OPTIONAL FEATURES

G3 Version: V15 Software Package: Standard
Location: 1 RFA System ID (SID): 1
Platform: 6 RFA Module ID (MID): 1

USED

Platform Maximum Ports: 44000 286
Maximum Stations: 36000 101

Maximum XMOBILE Stations: O 0
Maximum OFF-PBX Telephones - EC500: 1000 O
Maximum OFF-PBX Telephones - OPS: 36000 15
Maximum OFfF-PBX Telephones - PBFMC: O 0
Maximum OfF-PBX Telephones - PVFMC: O 0
Maximum OFF-PBX Telephones - SCCAN: O 0

Figure 11: System-Parameters Customer-Options Form — Page 1
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4. On Pages 3, 4, and 9 of the system-parameters customer-options form, verify that the
bolded fields in the following screenshots are set to “y”.

display system-parameters customer-options

Page

OPTIONAL FEATURES

3 of 11

Abbreviated Dialing Enhanced List? y Audible Message Waiting? n
Access Security Gateway (ASG)? n Authorization Codes? n
Analog Trunk Incoming Call 1D? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg OF Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? y DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASAl Link Plus Capabilities? y DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP? n
ATMS? n DS1 Echo Cancellation? y
Attendant Vectoring? y
Figure 12: System-Parameters Customer-Options Form — Page 3
display system-parameters customer-options Page 4 of 11
OPTIONAL FEATURES
Emergency Access to Attendant? y IP Stations? y
Enable "dadmin® Login? y
Enhanced Conferencing? y ISDN Feature Plus? y
Enhanced EC500? y ISDN/SIP Network Call Redirection? y
Enterprise Survivable Server? n ISDN-BRI Trunks? y
Enterprise Wide Licensing? n ISDN-PRI? vy
ESS Administration? n Local Survivable Processor? n
Extended Cvg/Fwd Admin? y Malicious Call Trace? n
External Device Alarm Admin? n Media Encryption Over IP? n
Five Port Networks Max Per MCC? n ode Code for Centralized Voice Mail? n
Flexible Billing? n
Forced Entry of Account Codes? n Multifrequency Signaling? y
Global Call Classification? n Multimedia Call Handling (Basic)? y
Hospitality (Basic)? y Multimedia Call Handling (Enhanced)? y
Hospitality (G3V3 Enhancements)? n Multimedia IP SIP Trunking? n
IP Trunks? y
IP Attendant Consoles? n
Figure 13: System-Parameters Customer-Options Form — Page 4
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display system-parameters customer-options Page 9 of 11
ASAI ENHANCED FEATURES

Adjunct Routing?

CTl Stations?

Increased Adjunct Route Capacity?
Phantom Calls?

LK oK

ASAl1 PROPRIETARY FEATURES

Agent States? n

Figure 14: System-Parameters Customer-Options Form — Page 9

5. On Page 10 of the system-parameters customer-options form, verify that there are
sufficient IP_API_A licenses.

display system-parameters customer-options Page 10 of 11
MAXIMUM 1P REGISTRATIONS BY PRODUCT ID

Product ID Rel. Limit Used
IP_API_A : 1000 0}
IP_API_B : 1000 0}
IP_API _C : 1000 0

Figure 15: System-Parameters Customer-Options Form — Page 10

6. Enter the change system-parameters features command. On Page 4 of the system-
parameters features form, set Trunk-to-Trunk Transfer to “all”.

change system-parameters features Page 1 of 17
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? n
Trunk-to-Trunk Transfer: all
Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20
AAR/ARS Dial Tone Required? y
Music/Tone on Hold: none
Music (or Silence) on Transferred Trunk Calls? no
DID/Tie/1ISDN/SIP Intercept Treatment: attd
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n

Abbreviated Dial Programming by Assigned Lists? n

Auto Abbreviated/Delayed Transition Interval (rings): 2
Protocol for Caller ID Analog Terminals: Bellcore

Display Calling Number for Room to Room Caller ID Calls? n

Figure 16: System-Parameters Features Form — Page 1
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3.2. Dial Plan and Feature Access Codes

This section briefly describes the dial plan requirements and feature access codes for the
configuration described in these Application Notes.

1. Enter the change dialplan analysis command to provision the dial plan. Note the
following dialed strings administered in Figure 17:
o 3-digit dial access codes (indicated with a Call Type of “dac”) beginning with the
digits “1” — Trunk Access Codes (TACSs) defined for trunk groups in this configuration
conform to this format.
o 5-digit extensions (indicated with a Call Type of “ext”) beginning with the digit “2”
— extensions for stations, CTI ports, CTI links, voicemail access, etc. in this configuration
conform to this format.
o Single-digit (*9”) and 3-digit (“*” and “#”) feature access codes (indicated with a
Call Type of “fac”) — These dialed strings will be interpreted as Feature Access Codes
(FACs). In this configuration, “9” is used as the user-dialed prefix for outbound calls to
the PSTN, and 3-digit codes beginning with “*” and “#” are used by Avaya one-X™
Mobile to invoke features described in the next step.

display dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2

Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
dac
ext
fac
fac
fac
fac

H xO©ooNPE
WWkFREF W

Figure 17: Dialplan Analysis Form

2. Enter the change feature-access-codes command. On Pages 1, 2, and 3 of the feature-
access-codes form, provision access codes that are valid under the administered dial plan
in Step 1 for the following features:

e Auto Route Selection (ARS) - Access Code 1 — In this configuration, ARS is used
for routing calls to the PSTN, and the access code (*9” in Figure 18) entered here is used
as the user-dialed prefix for outbound calls. See Section 3.5.1 for further details on
outbound call routing administration.

o EC500 Self-Administration Access Code — Avaya one-X™ Mobile uses this FAC
to provision a mapping in Avaya Communication Manager between a user’s office
extension and the user’s mobile phone number.

o Enhanced EC500 Activation and Deactivation - Avaya one-X™ Mobile uses this
FAC on a per call basis to activate/deactivate “Simulring” calls to a user’s mobile phone
number.
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« Send All Calls Activation and Deactivation - Avaya one-X™ Mobile uses this
FAC to activate/deactivate the sending of a user’s inbound calls to call coverage, i.e., to
the user’s corporate voice mailbox.

change feature-access-codes Page 1o0f 9
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code:
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 8

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Automatic Callback Activation: Deactivation:

Call Forwarding Activation Busy/DA: All: Deactivation:
Call Forwarding Enhanced Status: Act: Deactivation:

Call Park Access Code:
Call Pickup Access Code:
CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:
Change COR Access Code:
Change Coverage Access Code:
Contact Closure Open Code: Close Code:

Figure 18: Feature-Access-Codes Form — Page 1

change feature-access-codes Page 2 of 9
FEATURE ACCESS CODE (FAC)
Contact Closure Pulse Code:
Data Origination Access Code:
Data Privacy Access Code:
Directed Call Pickup Access Code:
Directed Group Call Pickup Access Code:
Emergency Access to Attendant Access Code:
EC500 Self-Administration Access Codes: *70
Enhanced EC500 Activation: *71 Deactivation: #71

Enterprise Mobility User Activation: Deactivation:

Extended Call Fwd Activate Busy D/A All: Deactivation:
Extended Group Call Pickup Access Code:
Facility Test Calls Access Code:
Flash Access Code:

Group Control Restrict Activation: Deactivation:

Hunt Group Busy Activation: Deactivation:
ISDN Access Code:
Last Number Dialed Access Code:
Leave Word Calling Message Retrieval Lock:
Leave Word Calling Message Retrieval Unlock:

Figure 19: Feature-Access-Codes Form — Page 2
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change feature-access-codes Page 3 of 9
FEATURE ACCESS CODE (FAC)
Leave Word Calling Send A Message:
Leave Word Calling Cancel A Message:
Limit Number of Concurrent Calls Activation: Deactivation:
Malicious Call Trace Activation: Deactivation:
Meet-me Conference Access Code Change:

PASTE (Display PBX data on Phone) Access Code:
Personal Station Access (PSA) Associate Code: Dissociate Code:

Per Call CPN Blocking Code Access Code:

Per Call CPN Unblocking Code Access Code:

Priority Calling Access Code:
Program Access Code:

Refresh Terminal Parameters Access Code:
Remote Send All Calls Activation: Deactivation:
Self Station Display Activation:
Send All Calls Activation: *80 Deactivation: #80
Station Firmware Download Access Code:

Figure 20: Feature-Access-Codes Form — Page 3

3.3. Class of Restriction and Class of Service

This section briefly discusses the Class of Restriction (COR) and Class of Service (COS) used in
this configuration. In general, COR and COS are used to define and restrict call and feature
privileges. Note that there can be different customer reasons and strategies in administering and
assigning various Classes of Restriction and Classes of Service in actual deployments, but that is
beyond the scope of these Application Notes. Consult [4] for further details. For simplicity, a
single COR and single COS is used throughout this configuration.

Enter the change cor r command, where r is the number of an unused Class of Restriction. On
Page 1 of the cor form, assign an FRL (Facility Restriction Level) between 0 and 7, with 0 being
the least restrictive, and set Calling Party Restriction and Called Party Restriction to “none”.
For simplicity, an FRL of 0 is used in this configuration.
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change cor 1 Pag
CLASS OF RESTRICTION

COR Number: 1
COR Description:

FRL: O APLT?

Can Be Service Observed? y Calling Party Restriction:
Can Be A Service Observer? y Called Party Restriction:
Partitioned Group Number: 1 Forced Entry of Account Codes?
Priority Queuing? n Direct Agent Calling?
Restriction Override: none Facility Access Trunk Test?
Restricted Call List? n Can Change Coverage?
Access to MCT? y Fully Restricted Service?

Group Il Category For MFC: 7 Hear VDN of Origin Annc.?
Send ANl for MFE? n Add/Remove Agent Skills?

MF ANl Prefix: Automatic Charge Display?

Hear System Music on Hold? y PASTE (Display PBX Data on Phone)?
Can Be Picked Up By Directed Call Pickup?

Can Use Directed Call Pickup?

Group Controlled Restriction:

e 1 of 23

none
none

=)

S oK

mK<< 33535 5

nactive

Figure 21: COR Form - Page 1

COS 1 is used in this configuration (may vary according to customer requirements). Consult [3]

for descriptions of the COS feature permissions.

change cos Page 1 of 2
CLASS OF SERVICE
0O 1 2 3 4 5 6 7 8 910 11 12 13 14 15
Auto Callback N vy vy ny ny ny ny ny ny n
Call Fwd-All Calls N y n y y nny y nny y nny
Data Privacy n y nn ny Yy Yy y nnnmny\yy
Priority Calling N y n n n n nnNnny vy vy Yy Yy y Yy
Console Permissions N y n. n n n nNn nNn nNnnNnnNnnnn nn
Off-hook Alert N N n N N N N N N N N N N N n n
Client Room N N NN N N N N N N N NN N N n
Restrict Call Fwd-Off Net n ny vy Y Y Y Y Y VY VY VY Y Yy Yy
Call Forwarding Busy/DA N 'y N n n n N N N N nNn n n n n n
Personal Station Access (PSA) h n . n N N N N N N N N N N N n n
Extended Forwarding All N y n n n n nNn nNn n nNnnNnnnn nn
Extended Forwarding B/DA N 'y N n n n N N N N N nNn n n n n
Trk-to-Trk Transfer Override n y n n n n nNn N N N N N n N n n
QSIG Call Offer Originations N N N N N N N N N N N N N N nNn n
Contact Closure Activation N N NN N N N N N N N NN N N n
Figure 22: COS Form
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3.4. ISDN-PRI Trunk

In this configuration, an ISDN-PRI trunk is used for both inbound Direct Inward Dialing (DID)
calls from, and outbound calls to, the PSTN. Since the ISDN-PRI trunk administration can vary
according to customer needs and the ISDN-PRI trunk service offered in a given locale, consult
[3] for details on ISDN-PRI trunk administration options. This section briefly describes the
administration options relevant to this configuration.

Enter the change trunk-group t command, where t is the number of an ISDN-PRI trunk group.
On Pages 2 and 3 of the trunk-group form, set the bolded fields in Figure 23 and Figure 24 to
the values shown.

change trunk-group 99 Page 2 of 21
Group Type: isdn

TRUNK PARAMETERS
Codeset to Send Display: 6 Codeset to Send National IEs: 6
Max Message Size to Send: 260 Charge Advice: none
Supplementary Service Protocol: a Digit Handling (in/out): enbloc/enbloc

Trunk Hunt: cyclical
Digital Loss Group: 13
Incoming Calling Number - Delete: Insert: Format:
Bit Rate: 1200 Synchronization: async Duplex: full
Disconnect Supervision - In? y Out? y
Answer Supervision Timeout: O
Administer Timers? n CONNECT Reliable When Call Leaves ISDN? n

Figure 23: Trunk-Group Form — Page 2

change trunk-group 99 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none Wideband Support? n
Internal Alert? n Maintenance Tests? y
Data Restriction? n NCA-TSC Trunk Member:
Send Name: y Send Calling Number: y
Used for DCS? n Send EMU Visitor CPN? n
Suppress # Outpulsing? n Format: public

Outgoing Channel 1D Encoding: preferred UUl IE Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n
Send Connected Number: y
Network Call Redirection: none Hold/Unhold Notifications? y
Send UUl IE? y Modify Tandem Calling Number? n
Send UCID? n

Send Codeset 6/7 LAl IE? y Ds1l Echo Cancellation? n

Apply Local Ringback? n US NI Delayed Calling Name Update? n

Show ANSWERED BY on Display? y
Network (Japan) Needs Connect Before Disconnect? n

Figure 24: Trunk-Group Form — Page 3
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3.5. PSTN Call Routing

This section describes the steps for administering outbound and inbound PSTN call routing on
Avaya Communication Manager. In this configuration, each user is assigned a DID number as
shown in Table 2. Note that these Application Notes uses North American (10-digit numbers
with a leading “1” as the country code where necessary) numbering in all calling and called
number examples that follow.

User Extension User DID (Business Number)
20001 732-552-2747
20002 732-552-2748
20003 732-552-2749
20004 732-552-2948

Table 2: User Extension and User DID Association

3.5.1. Outbound Calls

This section describes the steps for administering the routing of outbound calls to the PSTN. In
this configuration, ARS is used to route outbound calls via the ISDN-PRI trunk described in
Section 3.4 to the PSTN. Outbound call routing is used in the following situations:

o Calls placed by an Avaya Communication Manager phone (e.g., an office phone) to PSTN
phone numbers.

e “Simulring” calls to receive (“Send Calls”) destinations, e.g., mobile phone, home phone,
other landline phones, etc., selected by an Avaya one-X™ Mobile user for inbound business
calls.

o “Callback” calls from Avaya Communication Manager to the phone, e.g., mobile phone,
home phone, other landline phone, etc., selected by an Avaya one-X™ Mobile user for
originating a call.

1. Enter the change ars digit-conversion x command. In the ars digit-conversion form,
provision entries as shown in bold in Figure 25. The first entry matches dialed 10-digit
numbers that are in the “home” area code of the enterprise office, i.e., same area code as
the DID / business numbers assigned to the enterprise office, and directs such calls to be
then handled by ARS routing without any modification to the dialed 10-digit numbers.
Note that this entry varies according to the customer location. The second entry prefixes
a leading “1” to all other dialed 10-digit numbers and directs such calls to be then
handled by ARS routing.

change ars digit-conversion X Page 1 of 2
ARS DIGIT CONVERSION TABLE
Location: all Percent Full: 1
Matching Pattern Min Max Del Replacement String Net Conv ANl Req
732 10 10 0 ars n n
X 10 10 0 1 ars n n

Figure 25: ARS Digit-Conversion Form
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2. Enter the change ars analysis d command, where d is any digit(s). In the ars digit-
conversion form, provision an entry for each PSTN destination as follows:
o Dialed String — Enter the leading digits of a dialed PSTN destination, e.g., 1
followed by the destination area code.
e Total Min and Max — Enter “11”.
e Route Pattern — Enter the number of an unused route pattern.
o Call Type - Enter “fnpa”.

Note: Enterprise users, by habit, accident, or other reasons, might still dial a leading “1”
to all PSTN destinations, even destination numbers in the “home” area code of the
enterprise office. For that reason, an entry to cover this case should also be provisioned
as above.

In addition, provision another entry to cover the case where enterprise users dial PSTN
destinations in the “home” area code of the enterprise office without a leading “1”. For
this entry, set Dialed String to the leading digits of the dialed PSTN destination, e.g., the
“home” area code, Total Min and Max to “10”, Route Pattern to the same route pattern
as above, and Call Type to “hnpa”.

change ars analysis 1732 Page 2 of 2
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
1732 11 11 99 hnpa n
1908 11 11 99 fnpa n
1404 11 11 99 fnpa n
732 10 10 99 hnpa n

Figure 26: ARS Analysis Form

In Figure 26, entries are shown for outbound calls to 732-XXX-XXXX, 1-732-XXX-XXXX, 1-
908-xxx-xxxx and 1-404-xxx-xxxxX. Typical deployments generally require additional
entries, or the use of less exact or wildcard matching strings, to cover all permitted PSTN
destination numbers, but that is beyond the scope of these Application Notes. Ensure that
there are entries to cover all permitted PSTN destination numbers, including those of the
mobile phones and other receive destinations. Consult [3] and [4] for further information
on ARS administration.

3. Enter the change route-pattern r command, where r is the route pattern entered in Step
2. Provision an entry as follows:
e Grp No - Enter the number of the ISDN-PRI trunk group described in Section 3.4.
e FRL - Enter the minimum Facility Restriction Level necessary to use this trunk
group, with 0 being the least restrictive. Set this FRL to a value less than or equal to the
FRL of the COR administered in Section 3.3 and assigned to the stations in Section 3.9
Step 1.
e Pfx Mrk — Enter “1”.
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change route-pattern 99 Page 1 of 3

U WNPEF

Gr
No

99

Pattern Number: 99 Pattern Name: Out to PSTN

SCCAN? n Secure SIP? n
p FRL NPA Pfx Hop Toll No. Inserted DCS/ 1IXC
Mrk Lmt List Del Digits QSIG
Dgts Intw
0 1 n user
n user
n user
n user
n user
n user

Figure 27: Route-Pattern Form

4. Enter the change public-unknown numbering 0 command to specify the calling party

numbers sent on outbound calls on the ISDN-PRI trunk. In the public-unknown
numbering form, provision an entry as follows:

e Ext Len - enter the extension length, e.g., “5” since 5-digit extensions are used in this
configuration.

o For deployments where users’ extensions and users’ business numbers share a
common suffix®, enter enough leading digits to identify a user extension range for Ext
Code. In addition, enter enough prefix digits for CPN Prefix to form the business
numbers, i.e., the CPN Prefix will be prefixed to the extension to form the complete
business number. Note that this entry would then be valid for multiple users, i.e., those in
the same extension range. For example, if a deployment uses extensions 31xxx and
business numbers 212-553-1xxx, then set Ext Code to “31” and CPN Prefix to “21255”
or “121255” (depending on whether 10- or 11-digit calling party numbers are to be sent).
As another example, if a deployment uses extensions 31xxx and business numbers 212-
550-1xxx, then set Ext Code to “31” and CPN Prefix to “212550” or “1212550” (the “0”
overwrites the “3”).

o For deployments where users’ extensions and users’ business numbers do not share a
common suffix, as in Figure 28, enter a user’s entire extension for Ext Code, and enter
the user’s business number for CPN Prefix. Note that this entry would then be valid for
a single user, and as such, additional similar entries must be configured for all other
users.

e Trk Grp(s) - Enter the number of the ISDN-PRI trunk group described in Section
3.4.

e Total CPN Len - Enter the total length of the calling party number to be sent.

Provision as many entries as necessary to cover all user extensions / extension ranges.

% For example:

Extensions 31xxx and business number 732-553-1xxx share a common suffix 31xxx.
Extensions 31xxx and business number 732-550-1xxx share a common suffix 1xxx.
Extensions 31xxx and business number 732-531-xxx0 do NOT share a common suffix.
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change public-unknown-numbering O Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp(s) Prefix Len

Total Administered: 63

5 20001 99 7325522747 10 Maximum Entries: 9999
5 20002 99 7325522748 10
5 20003 99 7325522749 10
5 20004 99 7325522948 10

Figure 28: Public-Unknown Numbering Form

3.5.2. Inbound Calls

This section describes the steps for administering the routing of inbound DID calls to Avaya
Communication Manager extensions. Once a DID call is routed to an extension, if that extension
is also that of an Avaya one-X™ Mobile user, then Avaya one-X™ Mobile instructs Avaya
Communication Manager to route the call to all of the receive (“Send Calls”) destinations
selected by the user. For the receive destinations that are in the PSTN (e.g., mobile and/or
landlines), those calls are routed according to the outbound call routing described in Section
3.5.1. The procedures for which a user specifies and selects receive destinations is described in
the one-X™ Mobile User Guides [7], [8], and [9].

In this configuration, inbound calls from the PSTN arrive via the ISDN-PRI trunk described in
Section 3.4. Enter the change inc-call-handling-trmt trunk-group t command, where t is the
number of the trunk group described in Section 3.4, to specify how the called party numbers on
inbound calls on the ISDN-PRI trunk are to be interpreted. In the inc-call-handling-trmt
trunk-group form, provision an entry as follows:

e Called Len — Enter the total number of digits in the called party number.

o For deployments where users’ extensions and users’ business numbers share a common
suffix, enter enough leading digits to uniquely match a business number range for Called
Number. In addition, for Del, enter the total number of leading business number digits that need
to be deleted in order to arrive at the common suffix, and for Insert, if necessary enter the
leading digit(s) to be prefixed to the suffix in order to arrive at the extension. Note that this entry
would then be valid for multiple business numbers, i.e., those in the same business number
range. For example, if a deployment uses business numbers 212-553-1xxx and extensions
31xxx, then set Called Number to “2125531” and Del to “5”. As another example, if a
deployment uses business numbers 212-550-1xxx and extensions 31xxx, then set Called
Number to “2125501”, Del to “6”, and Insert to “3”.

o For deployments where users’ extensions and users’ business numbers do not share a
common suffix, as in Figure 29, enter a user’s business number for Called Number, the total
number of digits in the business number for Del, and the user’s extension for Insert. Note that
this entry would then be valid for a single business number, and as such, additional similar
entries must be configured for every other business number.

Provision as many entries as necessary to cover all users’ business numbers / number ranges.
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change inc-call-handling-trmt trunk-group 99 Page 1 of 30
Service/ Called Called Del Insert Per Call Night
Feature Len Number CPN/BN Serv
public-ntwrk 10 7328522747 10 20001
public-ntwrk 10 7328522748 10 20002
public-ntwrk 10 7328522749 10 20003
public-ntwrk 10 7328522948 10 20004

Figure 29: Inc-Call-Handling-Trmt Trunk-Group Form

3.6. CTl Connection with Avaya AE Services

This section describes the steps for the administering the Avaya Communication Manager side of
a CTI connection with Avaya AE Services.

1. Enter the add cti-link c command, where c is the number of an unused CTI link. On
Page 1 of the cti-link form, provision the following:
o Extension — Enter an unused extension valid under the administered dial plan.
e Type-Setto “ADJ-IP”.
e COR - Set to the Class of Restriction administered in Section 3.3.

add cti-link 1 Page 1 of 3
CTI1 LINK
CTI Link: 1
Extension: 29901
Type: ADJ-IP
COR: 1
Name:

Figure 30: CTI-Link Form — Page 1

2. Enter the list node-names command and note the Node Name and IP address of a C-
LAN board that has IP connectivity to the Avaya AE Services server.

list node-names Page 1
NODE NAMES

Type Name IP Address

1P clan 10.160.179.112

1P clan-01a08 10.160.179.108

1P crossfire 10.160.179.114

1P default 0.0.0.0

1P medpro-hwill 10.160.179.116

1P procr 10.160.179.103

Figure 31: Node-Names Form

3. Enter the change ip-services command. On Page 1 of the ip-services form, provision an
entry as shown in Figure 32. Note that Local Node is the Node Name of a C-LAN board
noted in Step 2. For Avaya media gateways without C-LAN boards, enter “procr”.
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change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y clan-01a08 8765

Figure 32: IP-Services Form — Page 1

4. On Page 4 of the ip-services form, provision an entry as shown in Figure 33. Note that
the AE Services Server value must match the hostname of the Avaya AE Services server
and the Password must match the password provisioned on the Avaya AE Services
Switch Connection in Section 4 Step 2.

change ip-services Page 4 of 4
AE Services Administration

Server 1D AE Services Password Enabled Status
Server
1: aesl aespasswordl23 y

Figure 33: IP-Services Form — Page 4

3.7. Voicemail

In this configuration, Avaya Modular Messaging is used as the enterprise voice messaging
platform. The integration of Avaya Communication Manager with Avaya Modular Messaging is
beyond the scope of these Application Notes. Consult
http://support.avaya.com/japple/css/japple?PAGE=Product&temp.productiD=151670 for further
information.

3.8. Configuration Set

Enter the change off-pbx-telephone configuration-set 0 command, where o is the number of an
unused configuration set, and set the bolded fields in Figure 34 to the values shown.

change off-pbx-telephone configuration-set 2 Page 1o0f 1
CONFIGURATION SET: 2

Configuration Set Description: AT&T 1XM w/ ConfAnsw
Calling Number Style: network
CDR for Origination: phone-number
CDR for Calls to EC500 Destination? y
Fast Connect on Origination? n
Post Connect Dialing Options: dtmf
Cellular Voice Mail Detection: timed (seconds): 1
Barge-in Tone? n
Calling Number Verification? y
Call Appearance Selection for Origination: primary-first
Confirmed Answer? y Timeout (seconds): 10

Figure 34: Off-PBX-Telephone Configuration-Set Form
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3.9. Configuration for Avaya one-X™ Mobile Users

This section describes the steps for enabling Avaya Communication Manager stations (users)
with Avaya one-X™ Mobile functionality. The steps assume existing stations, though for new
stations, the commands below are simply “add” rather than “change” commands. Consult [3] for
further information on administering new stations in Avaya Communication Manager.

1. Enter the change station e command, where e is the office extension of a user to be
enabled with Avaya one-X™ Mobile. On Page 1 of the station form, ensure that a
Coverage Path is assigned (e.g., “1” in Figure 35 below). Coverage paths are typically
used to allow inbound calls to a station to be redirected to other extensions, e.g.,
voicemail, when the station does not answer. The administration of call coverage is
beyond the scope of these Application Notes. Consult [3] and [4] for further details.

change station 20001 Page 1 of 5
STATION

Extension: 20001 Lock Messages? n BCC: O

Type: 4610 Security Code: * TN: 1

Port: S00054 Coverage Path 1: 1 COR: 1

Name: Abby M. Eatontown Coverage Path 2: Cos: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 20001
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n

Customizable Labels? y

Figure 35: Station Form — Page 1

2. On Page 2 of the station form, consider the following. The default Restrict Last
Appearance of “y” reserves one call appearance for outbound calls only; in other words,
if all but one call appearance is occupied, the remaining call appearance may be used for
outbound calling only. Setting Restrict Last Appearance to “n” allows the remaining
appearance to be used for other calls, such as inbound calls. The decision to change this
setting from the default is a customer preference.
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change station 20001 Page 2 of 5

STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any ldle Appearance? n
LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference? n
Per Button Ring Control? n Bridged ldle Line Preference? n
Bridged Call Alerting? n Restrict Last Appearance? y
Active Station Ringing: single
EMU Login Allowed? n
H.320 Conversion? n Peration CPN - Send Calling Number?
Service Link Mode: as-needed
Multimedia Mode: enhanced
MWI Served User Type: sip-adjunct Display Client Redirection? n
Select Last Used Appearance? n
Coverage After Forwarding? s
Multimedia Early Answer? n

Direct IP-IP Audio Connections? y
Emergency Location Ext: 20001 Always Use? n IP Audio Hairpinning? n

Figure 36: Station Form — Page 2

3. On Pages 4 (and/or 5 if necessary) of the station form, provision at least five “call-appr”
buttons and one “extend-call” button. Provision an additional “call-appr” button if
Restrict Last Appearance in Step 2 is set to “y”.

change station 20001 Page 4 of 5
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: O
Building: Set Color:

ABBREVIATED DIALING
Listl: List2: List3:

BUTTON ASSIGNMENTS

: call-appr 5: call-appr
: call-appr 6: call-appr

3: call-appr 7: extnd-call
: call-appr 8:

Figure 37: Station Form — Page 4

4. Enter the change off-pbx-telephone station-mapping e command, where e is the local
extension of the user modified in Steps 1 - 3. On Page 1 of the off-pbx-telephone
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station-mapping form, set the bolded fields to the values shown in Figure 38. Note that
the Config Set is the configuration set configured in Section 3.8. Phone Number may
be configured with the user’s mobile phone number or left blank if the number is not yet
known (Avaya one-X™ Mobile will automatically provision this number after the user
enters a mobile phone number in Avaya one-X™ Mobile Web (see [6]).

change off-pbx-telephone station-mapping 20001 Page 1 of 2
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Application Dial CC Phone Number Trunk Config
Extension Prefix Selection Set
20001 EC500 - ars 2

Figure 38: Off-PBX-Telephone Station-Mapping Form — Page 1

5. On Page 2 of the off-pbx-telephone station-mapping form, set the bolded fields in
Figure 39 to the values shown.

change off-pbx-telephone station-mapping 20001 Page 2 of 2
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Call Mapping Calls Bridged Location
Extension Limit Mode Al lowed Calls
20001 2 both all both

Figure 39: Off-PBX —Telephone Station-Mapping Form — Page 2

6. Repeat Steps 1 — 4 for each user to be enabled with Avaya one-X™ Mobile.

3.10. Allow SAT Access for Avaya one-X™ Mobile

1. Launch a web browser, enter http://<IP address of Avaya Communication Manager
server> in the URL, and log in with the appropriate credentials. Click on “Launch
Maintenance Web Interface”.

AVAyA Integrated Management B
Standard Management Solutions
Help Log Off
: Installation Launch Avaya Installation Wizard Launch Avaya Installation
Wizard
The Avaya Metwork Region Wizard Launch Avaya Network Region
allows you to quickly administer Wizard
network regions,
CM T:nle Mative Con;igqration P':I_anager Launch MNative Confiquration
F— . allows you to administer this systemm  Manager
Administration using a graphically enhanced SAT
applet.
Maintenance The Maintenance Web Interface Launch Maintenance Web
allows you to maintain, troubleshoot, [nterface
and configure the server,
Figure 40: Avaya Communication Manager Web Interface
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2. Inthe left pane of the Maintenance Web Pages, under Security, click on “Server

Access”.

AVAYA

Help Exit

Interchange Servers
Busy-out Server
Release Server
Shutdown Server
Server DatefTime
Software Yersion
Server Configuration
Configure Server
Restore Defaults
Eject CD-ROM
Server Upgrades
Pre Upgrade Step
Manage Software
Make Upgrade Permanent
Boot Partition
Manage Updates
BIOS Upgrade
IPSI Firmware Upgrades
IPSI ¥ersion
Download IPSI Firmware
Download Status
Activate IPSI Upgrade
Activation Status
Data Backup/Restore
Backup Mow
Backup History
Schedule Backup
Backup Logs
Yiew fRestore Data
Restore History
Format CompactFlash
Security
Administrator Accounts
Login Account Policy
Login Reports
Modem
Server ACCess

Integrated Management
Maintenance Web Pages

This Server: [1] SP8710_1 Duplicate Server: [2] SPEB710_2
Notice
© 2001-2008 Avaya Inc. All Rights Reserved.

Copyright

Except where expressly stated otherwise, the Product is protected by copyright and other
laws respecting proprietary rights,

Unauthorized reproduction, transfer, and or use can be a criminal, as well as a civil,
offense under the applicable law,

Third-party Components

Certain software programs or portions thereof included in the Product may contain
software distributed under third party agreements ("Third Party Components'), which may
contain terms that expand or limit rights to use certain portions of the Product ("Third
Party Terms"). Information identifying Third Party Components and the Third Party Terms
that apply to them are available on Avaya's weh site

at:http:ffsupport avaya.com/ThirdPartylicense/

Trademarks
Avayais a trademark of Avaya Inc.
Multivantage is a trademark of Avaya Inc,

All non-Avaya trademarks are the property of their respective owners,

Figure 41: Maintenance Home Page

3. Enable SAT (Telnet 5023) and SAT (SSH 5022) for Service State and Corporate LAN
Firewall, and click on “Submit”.
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Integrated Management
AVAyA Maintenance Web Pages

Help Exit This Server: [1] SP8710_1 Duplicate Server: [2] SP8710_2

Interchange Servers R
Busy-out Server ||
Release Server

Shutdown Server

Server Access

Server DatefTime The Server Access Web page lets you enable or disable warious services on
Software ¥Yersion the Avaya server. When enabled, the selected service allows the
Server Configuration communications application running on another computer or server to access
Cconfigure Server the server. In order to use a service, the service must be enabled and the
Restore Defaults firewall must be enabled for that service.
Eject CD-ROM
Se r U de
EI;-::LpngJSE‘?tep Service Name Service State Corporate LAMN Firewall
Manage Software FTP Server (21) " Enable & Disable *  Enable  Disable
Make Upgrade Permanent
Boot Partition Telnet Server (230 = Enable * Disable *  Epnable { Disable
Manage Updates
BIDS Upgrade SSH Server (SCP/SFTP 22) ' Enable ™ Disable %  Enable  Disable
IPSI Firmware Upgrades . L
IPSI ¥ersion High Priority S5H (2222} ' Enable ® Disable %  Enable  Disable
Download IPSI Firmware
Download Status SAT (Telnet 5023) %  Enable  Disable % Ensble © Disable
Activate IPSI U de . .
Agt:::tﬁm Stattlllsgl'a € AT (SSH 5022) %  Enable © Disable % Enable T Disable
Data BackupfRestore
Backup Now m
Figure 42: Server Access Page
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4. Avaya Application Enablement (AE) Services

This section describes the administration steps for Avaya Application Enablement (AE) Services
in support of integration with Avaya one-X™ Mobile. These Application Notes assume that
basic Avaya AE Services administration has already been performed. Consult [5] for further
details if necessary.

4.1. Licensed Features

This section reviews the Avaya AE Services licensed features that are required for the sample
configuration described in these Application Notes. For required licenses that are not enabled in
the steps that follow, contact an authorized Avaya account representative to obtain the licenses.

1. Launch a web browser, enter https://<IP address of Avaya AE Services
server/WebLM/index.jsp> in the URL, and log in with the appropriate credentials.

2. Inthe left pane, click on Licensed Products = Application_Enablement and verify
that the following features are licensed:

Application Enablement Connections (VALUE_AEC_CONNECTIONS)
TSAPI Version (VALUE_TSAPI_VERSION)

Application Enablement Connections Version (VALUE_AEC_VERSION)
TSAPI Simultaneous Users (VALUE_TSAPI_USERS)

CVLAN Version (VALUE_CVLAN_VERSION)

Product Notes (VALUE_NOTES)
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~ AVAYA

Web License Manager (\WebLM v4.5.1)

Install License Application Enablement (CTI) - SID: 10503000(Standard License File
v+ Licensed Products
| Application_Enablement You are hers: Licensed products > Application Enablement (CTI)
Uninstall License License installed on: Jul 29, 2008 5:07:20 PM EDT
Change Password
! Server Properties view Peak Usage
'» Manage Users
Logout
Feature Expiration Licensed Acquired
(Keyword) Date 4
TSAPI Slmu\taneous Users T1 SFTRETERE
(VALUE_TSAPI_USERS_T1} P
Application Enablement Connections ermanent | 16 1
(WVALUE_AEC_CONMECTIONS) F
DRFISIC BIFIC T4 ermanent |0 0
(VALUE_DMCGC_DMC_T1) P
SR Aklssl permanent [0 0
{ (VALUE_CWLAN_ASAD
CVLAN Proprietary Links ermanent | & 0
(WVALUE_PROPRIETARY_LINKS) P
TSAPI Version ermanant | 4.2 Mot
(VALUE_TSAPI_WERSION) P ' counted
DIFMISIC BIFE ermanent |0 0
(VALUE_DMCC_DMEC) P
TSAFL Simultaneous Users T2 ermanent |0 0
(VALUE_TSAPL_USERS_T2) P
Applications Enablement Connections Mot
Version permanent | 4.2 p—
(WVALUE_AEC WERSION)
CWLAN Switch Connections tla 0
(AILIE SWITCH CONNFCTIONS Y permanen
Figure 43: Licensed Features
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DLG
(WALUE_DLG)

permansnt

1

Product Motes
[WALUE_NOTES)

permansnt

SmallOfferTypes:

58400; chawk ; chawk-lzp; csi
MediumOfferTypes:
58500;=8500_blade; vm_blade
LargeOfferTypes: sray;seagull
Trusted&pplications: IPS_001,
BasiclUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; 1XF_001,
BasicUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; 1XM_001,
BasicUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; PC_001,
BasicUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; CIE_001,
BasicUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; OSFC_001,
BasicUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; WP_001,
BasicUnrestricted,
AdvancedUnrestricted,
DMCUnrestricted; SAMETIME_001,
WALLIE_AEC_UNIFIED_CC_DESKTOFR,,;
NICE_001, WwALUE_TSAPI_USERS_T3,
AdvancedUnrestricted,

WALUE _DMCC_DMC_T3;
WITHESS 001,
WALIUE TSAPL USERS T3,
AdvancedUnrestricted,
WALIUE_DMCC_DMC_T3;
WERINT_001,
WALLIE_TSAPL_LISERS_T3,
AdvancedUnrestricted,

WALE DMCC_DMC_T3; CCE_0D01,
WALE_TSAPL_USERS_T3,
AdvancedUnrestricted,
VALLE DMCC DMC T3,
CSI.T1 001,
WALIUE_TSAPL_USERS_T1,

AdvancedUnrestricted,
WALLIE MRS CilAC T -

Figure 44: Licensed Features — Continued
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CS1_T2_001,
WALLIE_TSAPL_LISERS_T2,
AdvancedUnrestricted,
WALUE_DMCC_DMC_T2;
CSI T3 001,
WALIE TSAPL USERS T3,
AdvancedUnrestricted,
WALIUE_DMCC_DMC_T3;

TSAPI Simultaneous Users
(WALLUE_TSAPL_LUSERS) permEmSh | 10100 ©

Unified CC AFI Desktop Edition
(WALUE_AEC_UNIFIED CC_DESKTOR)

TSAFI Simultaneous Users T3

permanent [ 1000 0]

(WALUE_TSAPL_USERS_T3) pRmETEE | ©
AES ADWANCED MEDIUM SWITCH ermanent |5 a
(WALUE_AEC_MEDIUM_ADWANCED) P
CILAR ermanent |1 0
(WALUE_CAVLANY P
Slileles Ble s ermanent |0 0
(WALUE_OMCC_DMC_T3) P
SMS Proxy Connections PSR | 5 0

WALUE_AEC_SMS_0SST)

CWLAN Wersion Mot
permanent (9.1

[(WALUE_CWLAN_WERSION) counted
AES ADVANCED LARGE SWITCH ermanent |5 a
[(WALUE_AEC_LARGE_ADWANCED) P
TSAFI Simultaneous Advancad Users ermanent | 1000 a
(WALUE_TSAPI_ADWANCED_USERS) P
DIRTCIS DI T2 ermanent |0 0
(VALUE_DOMCC_DMC_T2) P
AES ADWVANCED SMALL SWITCH

permanent |5 0

WALUE_AEC_SMALL ADVANCED)

Acquired Licenses

YALUE AEC CONNECTIONS transport (aes1) 1

Figure 45: Licensed Features — Continued

4.2. DMCC and JTAPI Users

This section describes the steps for administering the DMCC and JTAPI user accounts to be
used by Avaya one-X™ Mobile.

1. Launch a web browser, enter https://<IP address of Avaya AE Services
server/MVAP/index.jsp> in the URL, and log in with the appropriate credentials. In the
left pane, click on User Management.
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mo————— e m— |
Application Enablement Services

Operations Administration and Maintenance

O&M Horme @ Help @Logout

Y¥ou are here:

LTI OAM Administr Welcome to OAM

User Management
Security Administration

> Home

The AE Services Operations, Administration, and Management (0AM) Web provides you with tools
for managing the AE Server. OAM spans the following administrative domains:

® CTI 0AM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the AE Server,

s User Managerment - Use User Management to manage AE Services users and AE Services
user-related resources.

& Security Administration - Use Security Administration to manage Linux user accounts and
configure Linux-PAM {Pluggable Authentication Modules for Linux}.

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

Figure 46: AE Services OAM Home Page

2. Inthe left pane, click on User Management = Add User. In the Add User page, enter
values for the required fields (marked with asterisks) and set CT1 User to “Yes”. Scroll
down to the bottom of the page and click on “Apply”. This user will be used by Avaya
one-X™ Mobile in Section 7.2.2 Step 3 for DMCC purposes.

= Ai)plii;t_ion Enablement Services

Operations Administration and Maintenance
® 0ol Home ®Help @Logout

[UEYeYall FTar=te el s eTat=f '0Ou are here: = User Management > Add User
~ User Management
. List &ll Users Add USEI’
Add User
Srem s Fields marked with * can not be empty.
Maodify Default User ¢ Usor 1o
Change User Passward Idmccuser1
| + Service Management * Common NameW

+ Help * sumame [gmecuserd
* User Passward I*‘*‘*"‘*“"“"*—
* Confirm Passward l*‘**"“**‘**—
admin Note I—
Avaya Role lﬁ
Business Category l—
Car License I—
CM Home l—
Css Home l—

CT Userm

Manartmant Momber T

Figure 47: Add User Page

3. Repeat Step 2 to create another user. This user will be used by Avaya one-X™ Mobile in
Section 7.2.2 Step 3 for JTAPI purposes.

4. Click on OAM Home in the upper right corner of the page to return to the Avaya AE
Services OAM home page.
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e e eetes e, |
Application Enablement Services

Operations Administration and Maintenance

04M Home @ Help @Logout

User Management Home| [REPRETENT=lr=Hs- S 0 =y =T I = at=Tel=luil=TnL a3

~ User Management -
s List All Users
Add User
Search Users
Hadlity il Yz User 1d Common Mame Surname
{ Change User Password &  avaya avaya avaya
| » Service Management  craft craft craft
| » Help © cust cust cust
{ © custl custl custl
dmccuserl dmccuserl dmccuserl
" genericldapl genericldapl genericldapl
genericldapz genericldap2 genericldap2
 jtapiuserl jtapiuserl jtapiuseri
replicatorl replicatorl replicatorl
T tsc tsc tsc

Edi|  Delete | Details | Listall |

Figure 48: List All Users Page

4.3. Enabling DMCC Ports

This section describes the steps for enabling the Avaya AE Services server ports to allow Avaya
one-X™ Mobile to access the DMCC service On Avaya AE Services.

1. Inthe left pane, click on CTI OAM Administration.

—— e .——’
AVAVA Application Enablement Services

Operations Administration and Maintenance

®0aM Home @ Help @Logout

You are here: = Home

Welcome to OAM

Home
CTI 0AM Administration:
User Management

Security Administration

The AE Services Operations, Administration, and Management (0AM) Web provides you with tools
for managing the AE Server. OA4M spans the following administrative domains:

& CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
an the AE Server,

& User Management - Use User Management to manage AE Services users and AE Services
user-related resources,

e Security Administration - Use Security Administration to manage Linux user accounts and
configure Linux-PaM {Pluggable Authentication Modules for Linux).

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

Figure 49: AE Services OAM Home Page

2. Inthe left pane, click on Administration - Network Configuration - Ports. In the
Ports page, in the DMCC Server Ports section, enable Unencrypted Port 4721 and
Encrypted Port 4722. Scroll down to the bottom page and click on “Apply Changes”.

RL; Reviewed Solution & Interoperability Test Lab Application Notes 40 of 79
SPOC 3/3/2009 ©2009 Avaya Inc. All Rights Reserved. AVIXM_ATTME



m——— i— e m— |
AVAVA Application Enablement Services

Operations Administration and Maintenance

Home @ Help @Logout

You are here

| CTI OAM Home
~ Administration

~ Metwork Configuration Ports

Local IP
NIC Configuration CYLAN Ports Enabled Disabled
Ports Unencrypted TCP Port 93999 (G

Switch Connections Encrypted TCP Port [a2z8 [ClNe

CTI Link Admin
DOMCC Configuration

DMCC Confi uratl.on DLG Part TCP Port 5678
TSAPI Configuration
—Y—EECL_”'t Latohase TSAPI Ports Enabled Disabled
Certificate Management
Dial Plan

Enterprise Director:
Host &4

SMS Configuration

Webli Configuration

Status and Control
3 Unencrypted TLINK Ports
Maintenance

Alarms TCP Port Min |1DSD
TCP Port Max |1065

Encrypted TLINK Ports

TCP Port Min |1DEE
TCP Port Max |1DB1

-

-

el

TSAPI Service Port 450 ® O

-

Local TLIMK Ports
TCP Port Min 1024
TCP Port Max 1039

-

Utilities
|

r v v v v -
-
EF
W

DMCC Server

Enabled Disabled
Ports

Unencrypted Port I4721| [l o
Encrypted Port |4722 [CI
TR/B7 Port |4?23 (el O

Figure 50: Ports Page

3. Inthe Apply Changes to Port Properties page, click on “Apply” to confirm the
changes.

—— —— ———
’ AVA A Application Enablement Services
/ y Operations Administration and Maintenance

Home @ Help @ILogout

= Ad

You are Ports

| CTI OAM Home > ¢ Configuration
~ Administration -
7 hetwork confiraton || APPY Changes to Port Properties
Local IP
MIC Configuration wWarning! Are you sure you want to apply the changes?
Ports

- . Changes can only take effect when the 4E Server restarts.
Switch Connections Please use the Maintenance -» Service Controller page to restart the AE Server.

» CTI Link Admin T—

» DMCC Configuration
Figure 51: Apply Changes to Port Properties Page

4.4. Switch Connections and CTI Connections

This section describes the steps for the administering the Avaya AE Services side of a CTI
connection with Avaya Communication Manager.
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1.

In the left pane,

click on Administration = Switch Connections. In the Switch

Connections page, enter a descriptive name in the textbox and click on “Add
Connection”. A Switch Connection on Avaya AE Services defines a connection to an
Avaya Communication Manager.

7 AVAYA

CTI OAM Home
-~ Administration

-

-

3

2.

Application Enablement Services
Operations Administration and Maintenance

®0aM Home ®Help @Logout

You are here: = Administration > Switch Connections

Metwork Configuration

Switch Connections
CTI Link &dmin

DMCC Configuration

TCART Cemfimneakine

Switch Connections

e (o008 G ]

|spsB710

Connection Name Mumber of Active Connections

Figure 52: Switch Connections Page

In the Set Password page, enter a password for Switch Password and Confirm Switch

Password. The

password must match the password configured on the Avaya

Communication Manager ip-services form in Section 3.6 Step 4. Click on “Apply”.

” AVAYA

| CTI OAM Home
+ Administration

-

-

-

-

-

-

— — |
Application Enablement Services
Operations Administration and Maintenance

®0aM Home ®Help @Logout

You are here: > Administration > Switch Connections

MNetwork Configuration

Switch Connections
CTI Link Admin

DMCC Configuration
TSAPI Configuration
Security Database
Certificate Management
Dial Plan

Enterprise Directory
Host &4

SMS Configuration

Set Password - sps8710

Please note the following:
* Changing the password affects only new connections, not open connections.

Switch Password I****““““**
Confirm Switch Password I
7

ii| Cancel

Figure 53: Set Password Page

3. After returning to the Switch Connections page, select the radio button corresponding to
the Switch Connection administered in Steps 1 - 2, and click on “Edit CLAN IPs”.

nVAyA =

| CTI OAM Home
-+ Administration

-

- v

Ao

Application Enablement Services
Operations Administration and Maintenance

®0aM Home ®Help @Logout

¥ou are here: > Administration > Switch Connections

MNetwork Configuration

Switch Connections
CTI Link &dmin

DMCC Configuration
TSAPI Configuration
Security Database
Certificate Management

Faial Flon

RL; Reviewed
SPOC 3/3/2009

Switch Connections

| Add Connection |

Mumber of Active Connections
u}

Edit H.323 Gatekeepsr |

Connection Name
# spsBT10

Edit Connection | Delete Connection

Figure 54: Switch Connections Page
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4. Inthe Edit CLAN IPs page, enter the IP address of the Avaya Communication Manager
C-LAN board enabled with AESVCS in Section 3.6 Steps 2 - 3, and click on “Add Name
or IP”.

e e —, |
AVAVA Application Enablement Services

Operations Administration and Maintenance

®C0am Home ®Help @Logout

You are here: >  Administration > Switch Connections

CTI OAM Home
-+ Administration

MNetwork Configuration Edit CI-AN IPS = 5p587 10

Switch Connections

-

» CTI Link Admin [10.160.179.108 L Add Mame orlH
» DMCC Configuration Name or IP Address Status

TCANT Crmfimneatine

Figure 55: Edit CLAN IPs Page

5. Inthe left pane, click on Administration = CTI Link Admin = TSAPI Links. In the
TSAPI Links page, click on “Add Link”.

— ———— — |
7 AVAVA Application Enablement Services

Operations Administration and Maintenance

®osM Home '!HEl'l ;ﬁLl:u_Dl_lt

CTI OAM Home You are here: = Administration > CTI Link Admin = TSAPI Links

| . Administration

v Metwork Configuration TSAPI Links

Switch Connections
« CTI Link Admin Link Switch Connection Switch CTI Link #  ASAI Link Yersion Security
TS4P1 Links AEITiNK | Edit Link | Delete Link |
CWLAN Links

Figure 56: TSAPI Links Page

6. Inthe Add/ Edit TSAPI Links page, provision the following fields and click on “Apply
Changes™:
e Link - Select any unused link number.
e Switch Connection — Select the Switch Connection administered in Steps 1 - 2.
e Switch CTI Link Number — Select the number of the Avaya Communication
Manager CTI link administered in Section 3.6 Step 1.

———— — — —
’.- Application Enablement Services
f AVAyA 2h Operations Administration and Maintenance

® 04 Home ®Help @Logout

CTI OAM Home You are here: =  Administration > CTI Link Admin = TSAPI Links

|+ Administration

v MNetwork Configuration Add / Edit TSAPI Links

Switch Connections

- CTI Link Admin Link: [ =
TSARI Links Switch Connection: Isp58?1D 'l
CWLAN Links ) ]
DLG Links Switch CTI Link Number: m
» DMCC Configuration ASAL Link Yersion IE
TSAPI Configuration Security IUnencrypted 'I

» Security Database

P T —
» Certificate Management - ik : g |

Figure 57: Add / Edit TSAPI Links Page
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7. Inthe Apply Changes to Link page, click on “Apply” to confirm the changes.

—— P — |
Application Enablement Services

Operations Administration and Maintenance

® 0o Home ®Help @Logout
You are here: =

| CTI OAM Home
+» Administration

» Network Configuration Apply Changes to Link

Switch Connections

Administration > CTI Link Admin > TSAPI Links

« CTI Link Admin \Warning! Are you sure you want to apply the changes?
TSAPI Links These changes can only take effect when the TSaPI server restarts.
e Please use the Maintenance -» Service Controller page to restart the TSAPI server.
CYLAN Links

=1 Cancel

DLG Links
» DMCC Confiauration

Figure 58: Apply Changes to Link Page

4.5. Security Database

This section describes the steps for administering Avaya AE Services security database
privileges.

1. In the left pane, click on Administration = Security Database = SDB Control. In the
SDB Control for DMCC and TSAPI page, check the Enable SDB Service, JTAPI,
and Telephony Service checkbox, and click on “Apply Changes”.

—— e e
AVAVA Application Enablement Services

Operations Administration and Maintenance

®0aM Home ®Help @Logout
CTI OAM Home

: +» Administration
T nerwork confiourarion || 3DB Control for DMCC and TSAPI
Switch Connections
v CTI Link Admin [T Enable SOB for DMCC Service

You are heret  » Administration > Security Database

> SDB Control

» DMCC Configuration ¥ Enable SDB TSAPI Service, JTAPI and Telephony Service
TSAPI Configuration "o Changes
+ Security Database
SDB Control
v CTI Users
Worktoos

Figure 59: SDB Control for DMCC and TSAPI Page

2. In the left pane, click on Administration = Security Database > CTI Users - List

All Users. Inthe CTI1 Users page, select the DMCC user administered in Section 4.2
Step 2 and click on “Edit”.
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mo————— e m— |
Application Enablement Services

Operations Administration and Maintenance

Home @ Help @Logout

CTI 0AM Home You are here: Administration = CTI Users =

~ Administration
| Metwork Configuration CTI Users
Switch Connections
CTI Link Admin
DMCC Configuration Uszer ID Corrmon Name Worktop Name Device ID
TS&PI Configuration & dmccuserl drccuserl MOMNE MONE
~ Security Database o jtapiuserl jtapiuserl HOME MOME
SDB Contral
~ CTI Users
List All Users
Search Users

-

-

List All |

Figure 60: CTI Users Page

3. Inthe Edit CTI User page, for Unrestricted Access, click on “Enable”.
Note: When Unrestricted Access is enabled, the button will show as “Disable”.

— S— —— |
AVAVA Application Enablement Services

Operations Administration and Maintenance

Home @ Help @ILogout

ers

Administration =

CTI OAM Home CTI Users =

| - Administration

MNetwork Configuration Edit CTI User

Switch Connections

-

» CTI Link Admin User ID dmccuserl
» DMCC Configuration Comman Mame dmccuserl
TSAPI Configuration Warktop Name MNONE vl

~ Security Database Unrestricted Access
SDB Control
+ CTI Users o o
e ol (e Call Origination and Termination |None 'l
Search Users
Worktops Device / Device Mone 'l
Devices call / Device Nohe 'l
Device Groups
= call / call O
Tlirks
Tlink Groups ) ) )
» Certificate Management allow Routing on Listed Device |None vl
» Dial Plan Apply Changes | Cancel |

Enterprise Directory

Figure 61: Edit CTI User Page

4. In the ensuing Apply Changes to CTI User Properties page, click on “Apply” to
confirm the changes.

—— T — — |
’,- Application Enablement Services
/ AVAyA e Operations Administration and Maintenance

me @Help @Logout

{ CTI OAM Home
+» Administration

network confiaraton || APPIY Changes to CTI User Properties

-

Switch Connections
CTI Link Admin Warning! Are you sure you want to apply the changes?

-

DMCC Configuration vi| Cancel

TSAPI Configuration

-

Figure 62: Apply Changes to CTI User Properties Page
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5. Repeat Steps 2 - 4 for the JTAPI user administered in Section 4.2 Step 3.

4.6. [Optional] Dial Plan Settings

This section describes the administration of Avaya AE Services Dial Plan rules that Avaya one-

X™ Mobile can use to convert users” LDAP telephone numbers to users’ extensions when

importing users into Avaya one-X™ Mobile (see Section 7.4). However, SKIP this section if

either of the following is true:

1) The customer elects to use the Avaya one-X™ Mobile algorithm described in Section 7.2.5
Step 4 to convert users’ LDAP telephone numbers to users’ extensions.

2) The users’ extensions and the users” LDAP telephone numbers do NOT share a common
suffix, i.e., do NOT have common trailing digits. For example:

0 Extensions 31xxx and LDAP telephone numbers +17325531xxx share a common
suffix 31xxx. Therefore, this section may be implemented for this set of extensions
and LDAP telephone numbers.

0 Extensions 31xxx and LDAP telephone numbers +17325501xxx share a common
suffix 1xxx. Therefore, this section may be implemented for this set of extensions
and LDAP telephone numbers.

0 Extensions 31xxx and LDAP telephone numbers +1732531xxx0 do NOT share a
common suffix. Therefore, this section must be skipped for this set of extensions and
LDAP telephone numbers.

1. Inthe left pane, click on Administration = Dial Plan = Switch Administration. In
the Switch Dial Plan Administration, select the radio button corresponding to the
Switch Connection administered in Section 4.4 Steps 1 - 2 and click on “Detail”.

/ AVAYA ' Applic_étion Enablement Services

Operations Administration and Maintenance

$osM Home I!HEI'I iﬁLl:u.l:lut

You are here: = Administration > Dial Plan = Switch Administration

CTI OAM Home

|+ Administration

network confiouration || SWItCh Dial Plan Administration

Switch Connections

-

» CTI Link Admin Administered Switches
» DMCC Configuration ® sps8710
TSAPIL Configuration ‘Detail Apply Defaults Use as Default

-

Security Database

Certificate Managerment
+ Dial Plan

Switch Administration

Piafan b Coattinac

-

Figure 63: Switch Dial Plan Administration Page

2. Inthe Dial Plan Settings — Conversion Rules page, in the From TelURI section, click
on “Add”.
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. AVA A Application Enablement Services
f y Operations Administration and Maintenance

® 040 Home ®Help @Logout

You are here: > Administration > Dial Plan > Switch Administration

Dial Plan Settings - Conversion Rules for sps8710

CTI OAM Home
| '+ Administration
» Network Configuration
Switch Connections
CTI Link Admin From TelURI
DMCC Configuration
TSAPI Configuration Minimum Maximum
Security Database Length Length

Certificate Managerment
Dial Plan

Switch Administration
Default Settings
Enterprise Directory
Host A&
SMS Configuration

Webl M Configuration
Status and Control

= Wl

Pattern Match Delete Length Replacement  Type

-

-

4

-

Maintenance
Alarms

utilities
Hel

LA A A
-
=
W

:

ﬂl Deletel Reorderl

Figure 64: Dial Plan Settings — Conversion Rules Page

3. Inthe Add Dial Plan page, provision the following fields and click on “Apply

Changes™:

e Pattern Type — Set to “Pattern”.

e Minimum Length and Maximum Length — Set to the length of the users’ LDAP
telephone numbers.

e Matching Pattern — Enter enough leading digits to uniquely match an LDAP
telephone number range, up to the start of the common suffix if necessary.

e Delete Length — Enter the total number of leading digits in the LDAP telephone
number range that need to be deleted in order to arrive at the common suffix.

e Replacement String — If necessary, enter the leading digit(s) to be prefixed to the
common suffix in order to arrive at the extension.

In this configuration, the users’ extensions are 2xxxx and the users” LDAP telephone

numbers are +1732552xxxx. Thus, as shown in Figure 65, the Matching Pattern

entered is “1732552”, the Delete Length is “6”, and a Replacement String is not

necessary.
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E— N— E— — |
Application Enablement Services
Operations Administration and Maintenance

Home @ Help @Logout

CTI 0AM Home You are here: > Administration = Dial Plan = witch Administration

| . Administration

» MNetwork Configuration Add Dial Plan = Sp58710

Switch Connections

» CTI Link Admin From TelURI
» DMCC Configuration
U5y COREL i Pattern Type Pattern 'I
» Security Database o
» Certificate Management | Minimum Length: n
~ Dial Plan Maxirmurm Length: 1
Switch Administration : .
B Matching Pattern: tel + [1732552 Mote: omit "+" from Delete Length
Default Settings
Enterprise Directory Delete Length: i
> Lt A Replacement String:

SMS Caonfiguration

wWebLM Configuration [ Rpply Changes | Cancel Changes |

|+ Status and Control

Figure 65: Add Dial Plan Page

As another example, if the users’ extensions are 31xxx and the users’ LDAP telephone
numbers are +17325501xxx, then the Matching Pattern can be “17325501”, the Delete
Length is “7”, and the Replacement String is “3”.

4. Inthe Add Dial Plan confirmation page, click on “Apply” to confirm the changes.

AVA A Application Enablement Services
/ y Operations Administration and Maintenance

®0sM Home @ Help @Lo gout

CTI OAM Home Y¥ou are here: = Administration > Dial Plan = itch Adrministration

|+ Administration

» Network Configuration Add Dlal Plan

Switch Connectians

» CTI Link admin \Warning! Are you sure you want to add this Dial Plan?
» DMCC Configuration
TSAPI Configuration |5App|3’5l Cancel |

-

Security Database
Certificate Management
~ Dial Plan

Switch Administration

Default Settings

-

Figure 66: Add Dial Plan — Confirmation Page

5. Repeat Steps 2- 4 as necessary to administer Avaya AE Services Dial Plan rules to cover
all users’ LDAP telephone number ranges.

4.7. SMS

Consult [2] for the administration steps to allow Avaya one-X™ Mobile to access the SMS
interface on the Avaya AE Services server.

4.8. Restart Avaya AE Services Server

In the left pane, click on Maintenance = Service Controller. In the Service Controller page,
click on “Restart AE Server”.
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’/AVA A Application Enablement Services
{ y Operations Administration and Maintenance
ome & ] ,ﬂLn:u_n:uut
|| CILoAM Home Pz > r
| » Administration -
| » Status and Control Service Controller
~ Maintenance
- Service Controller Status
Service Contraller
S [T ASAI Link Manager Running
Restore Database [T DMCC Service RUNNning
Import SDB [T CWLAN Service Running
» Alarms [T DLG Service RUNning
+ Logs . .
O R
18 Utilities Transport Layer Service unning
||+ Help [T TS&PI Service RuUnNing
For status on actual services, please use Status and Control.
Stanl Stap | Fiestart Service || Fiestart Linux Festart Weh Server
Figure 67: Service Controller Page
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5. Avaya Modular Messaging with MSS

This section describes the administration steps for Avaya Modular Messaging with Message

Storage Server (MSS) in support of integration with Avaya one-X™ Mobile. These Application

Notes assume that basic Avaya Modular Messaging administration, including user voice
mailboxes, has already been performed. These Application Notes also assume that the Avaya

Modular Messaging servers (MAS and MSS) and the Avaya one-X™ Mobile server(s) utilize a
common timing reference, e.g., an NTP server. Consult
http://support.avaya.com/japple/css/japple?PAGE=Product&temp.productID=151670 for further

details if necessary.

1. Launch a web browser, enter https://<IP address of Avaya MSS Server> in the URL, and
log in with the appropriate credentials. In the left pane under Messaging
Administration, click on System Administration. In the Administer System
Attribute and Ports page, provision the following fields and click on “Save”:
e LDAP Port - Set to “Authenticated or Anonymous”.

e IMAP4 Port — Use the default port “143” and set to “Enabled”.
e IMAP4 SSL Port — Use the default port “993” and set to “Enabled”.
e SMTP Port — Use the default port “25” and set to “Enabled”.

¥ Messaging Administration [N
Subscriber Management
Activity Log Configuration
Messaging Attributes
Classes-of-Service
Enhanced-Lists
Sending Restrictions
System Administration
Request Remote Update
Networked Machines
Trusted Servers

¥ Server Administration
Configure Using DCT
TCP/IP Network Configura
External Hosts

MAS Host Setup
MAS Host Send
Windows Domain Setup
Console Reboot Option
DatefTime/NTP Server
Syslog Server
Modem/Terminal Display
Modem /Terminal Configur:
Modem fTerminal Remowval
TCP/IP Service Settings
w* IMAP fSMTP Administration
SMTP Options
Mail Options
IMAPfSMTP Status
¥ Server Information
Server Status
Alarm Summary
Disk Information
Server Notes
CMOS Settings
RAID Status
Rebuild RAID Status
Reboot Interval
w Utilities
Rebuild RAID 1 Array
CD#D¥D Mount
C/DY¥YD Unmount
CD/DYD Eject
Messaging DB Audits
Start Messaging
Stop Messaging
Shutdown Server
Reboot Server
> Logs

‘ Increment 1 | 00 =| days |00 'Ihrs 05 =] mins | Increment 6 | 00 =| days |02 'Ihrs 00 =| rmins B
‘ Increment 2 | 00 =| days | OO 'Ihrs 55 *| mins Increment 7 | 00 =| days |03 'Ihrs 00 *| mins
‘ Increment 3 | 00 7| days |01 'Ihrs 00 *| mins Increment 8 | 00 =| days |03 'Ihrs 00 *| mins
‘ Increment 4 | 00 7| days |01 'Ihrs 00 *| mins | Increment 9 | 00 =| days |05 'Ihrs 00 *| mins
‘ Increment § | 00 7| days | D2 'Ihrs 00 *| mins |Increment1l] | 00 =| days |06 'Ihrs 00 *| mins
‘SYSTEM TCP/IP PORTS
‘ LDAP Port |[352 [authenticated or Anonymeous x| | LDAP SSI Port |[636 [Enabled =
B e | e e et o
‘ % IDlsabled - ‘ IMAP4 TUI Port |[55143 IEnabled ¥
‘ IMAPA Port |[143 [Enabled = | IMAP4 SSI Port [[593 [Enabled =
‘ POP3 Port |[110 [Disabled = | POP3 SSL Part |55 [Disabled =
‘ SMTP Port |[25 [Enabled = ‘ M“e"ﬁ [pizarled®
‘ SMTP SSL Port |[365 [Enablea = ‘ 0% = [Enabled =
‘ MCAPI Port ||55000 IEnabled i
Helnl
Figure 68: Administer System Attribute and Ports Page
2. Inthe left pane under Messaging Administration, click on Trusted Server. In the
Manage Trusted Servers page, click on “Add a New Trusted Server”.
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¥ Messaging Administration [N
Subscriber Management
Activity Log Configuration
Messaging Attributes
Classes-of-Service
Enhanced-Lists
Sending Restrictions
System Administration
Request Remote Update

Networked Machines
Trusted Servers

¥ Server Administration
Configure Using DCT
TCP/IP Network Configura
External Hosts
MAS Host Setup
MAS Host Send
Windows Domain Setup
Console Reboot Option
DatefTimefNTP Server

Syslog Server
Modem/Terminal Display
Modem/Terminal Configur
Modem /Terminal Removal
TCP/IP Service Settings

w IMAP/SMTP Administration

SMTP Options
Mail Options
IMAPfSMTP Status
¥ Server Information
Server Status
Alarm Summary
Disk Information
Server Notes
CMOS Settings
atus
Rebuild RAID Status
..... pierya

Manage Trusted Servers

Trusted Server | IP Addr-Name | Service Name j
Test | 1.2.3.4 | Edge

VVSTS 192.168.1.250 MWI Server
0 M ging Application Server

Display Report of Trusted Servers Delete the Selected Trusted Server

feo b0 8 New Thsted Server ]

Edit the Selected Trusted Server

Figure 69: Manage Trusted Server Page

3. Inthe Add Trusted Server page, provision the following and click on “Save”:

e Trusted Server Name — Enter a descriptive name. This name must match the
Trusted Server Name provisioned in the Avaya one-X™ Mobile VVoicemail Profile in
Section 7.2.3 Steps 1 - 2.

e Password and Confirm Password — This password must match the Trusted Server
Password provisioned in the Avaya one-X™ Mobile VVoicemail Profile in Section
7.2.3 Steps 1 - 2.

e Machine Name / IP Address — Enter the IP address of the internal Avaya one-X™
Mobile server.

Service Name — Enter “Edge”.
LDAP Access Allowed and IMAP4 Super User Access Allowed — Set to “yes”.
LDAP Connection Security — Set to “No encryption required”.

IMAP4 Super User Connection Security — Set to “Must use SSL or encrypted

SASL”.
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¥ Messaging Administration %
Subscriber Management
Activity Log Configuration
Messaging Attributes
Classes-of-Service
Enhanced-Lists
Sending Restrictions
System Administration
Request Remote Update
Networked Machines
Trusted Se

¥ Server Adm
Configure Using DCT
TCP/IP Network Configural
External Hosts
MAS Host Setup
MAS Host Send
Windows Domain Setup
Console Reboot Dption
DatefTime fNTP Server
Syslog Server
ModemfTerminal Display
Modem fTerminal Configur!
Modem fTerminal Removal
TCP/IP Service Settings

* IMAP/SMTP Administration
SMTP Options
Mail Dptions
IMAP fSMTP Status

* Server Information
Server Status
Alarm Summary
Disk Information
Server Notes
“MOc ceting
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Add Trusted Server

Trusted Server Name

IlXMINT

Password

Confirm Password

kbt
okt b

Delivery

Machine Name / |IP Address |12.160.179.98 Service Name |Edge
Minutes of Inactivity Before 0 -
Alarm |0 Default Community |1
Access to Cross Domain m Special Type I [mone] d

LDAP Access Allowed

Iyes =

LDAP Connection Security

IND encryption reguired

=

IMAP4 Super User Access
Allowed

Iyes -

IMAP4 Super User
Connection Security

IMust use S5L ar encrypted SASLj

Back

HElDI

Figure 70: Add Trusted Server Page
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6. Microsoft Active Directory

In this configuration, Microsoft Active Directory is used as the LDAP server. This section
describes the administration of users’ business numbers, and extensions if necessary, in
Microsoft Active Directory.

1. On the Microsoft Active Directory server, launch the Active Directory Users and
Computers snap-in. Right-click on a user account and select Properties. In the user’s
Properties window, enter the user’s DID number as an E.164-formatted number in the
Telephone number textbox. In addition, if the user’s extension and the user’s DID
number do NOT share a common suffix, then click on “Other”. Otherwise, click on
“OK?” and skip the remaining steps in this section.

Abby M. Eatontown Properties |
kember Of I Diial-in I E revironment I Sezzionz I
R emaote contral I Terminal Services Frofile I COM+ I

General I Addresz I Accaunt I Profile I T elephones I Organization

g Abby M. Eatontown
Eirst name: I.-'-‘-.I:nl:-_l,l Iriitialz: IM

Lazt name: IEatu:untu:uwn

Dizplay name: I.-'-‘-.I:ul:-j,I M. E atontawn
Dezcription: I

Office: |

T elephone nurber: |+1 FA2ER22747

E -mail: Iabl:u_lﬂ (Szpdercon. com

"Web page: I Other... |

k. Cancel | Apply |

Figure 71: User Properties Window

2. Inthe Phone Number (Others) window, enter the user’s extension in the New Value
textbox and click on “Add”.
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Phone Mumber {Others) |

Hew WYalue:

|2nnn1

Current ¥ alues:

Edit

Eemove

T
[ s

] | Cancel

Figure 72: Phone Number (Others) Window

3. Click on “OK” in the Phone Number (Others) and user Properties windows.

Phone Mumber {Others) |
Mew alue:

Current % alugs:
2000 Edit

I

Bemove

Cancel

i

Figure 73: Phone Number (Others) Window - Continued

4. Repeat Steps 1 - 3 as necessary for other Avaya one-X™ Mobile users.
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7. Avaya one-X™ Mobile

This section describes the administration steps for Avaya one-X™ Mobile integration with
Avaya Communication Manager, Avaya AE Services, and Avaya Modular Messaging with
MSS. These Application Notes assume that basic Avaya one-X™ Mobile installation and
administration has already been performed. Consult [1] and [2] for further details if necessary.

7.1. Licenses

Launch a web browser, enter https://<IP Address of internal Avaya one-X™ Mobile
server>/Admin in the URL, and log in with the appropriate credentials. Select the Status tab,
and verify that there are sufficient licenses. If not, contact an authorized Avaya account
representative to obtain the licenses.

AVAYA .
onea><

Status Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

Server Setup Avaya Setup

License Information

Total Licenses 1000
Currently Used 1z
Auvailable Licenzes EEES

WweblM Hostname URL https:/f127.0,0.1: 5443/ WebLM/LicenseServer

Figure 74: Status Tab

7.2. Profiles

This section describes the steps for creating profiles on Avaya one-X™ Mobile. The profiles are
used for integration with LDAP servers, Avaya Communication Manager, Avaya AE Services,
and Avaya Modular Messaging.

7.2.1. Provisioning Profile
A Provisioning Profile defines the parameters for importing user information from an LDAP
server.

1. Select the Avaya Setup - Setup Profiles = Provisioning Profile tab, and click on
“New Provisioning Profile”.
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AVAYA

ormne>d

Status

CTI Resources | Setup Profiles | Users | Dial Plans

Class of Service Provisioning Profile CTI Profile Yoicemail Profile Corporate Directory Profile

Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

ofile

Copy Profi

Figure 75: Provisioning Profile Tab

2. In the New Provisioning Profile page, click on “Show Advanced Settings” and
provision the following:

Profile Name — Enter a descriptive profile name.

Ldap Search Type — Select the appropriate LDAP type. In this configuration,
“Active Directory” is used.

LDAP User DN - Enter the LDAP Distinguished Name (DN) of a user with
permissions to search the LDAP directory. For example, in this configuration,
“cn=Administrator,cn=users,dc=spdevcon,dc=com” is entered.

LDAP Hostname — Enter the IP address of the LDAP server.

LDAP Port Number — Enter the LDAP server port, typically “389”.

LDAP Password — Enter the password of the LDAP user above.

LDAP Base DN — Enter the base search DN. For example, in this configuration,
“cn= users,dc=spdevcon,dc=com” is entered.

Extension — If the users’ extensions and the users’ LDAP telephone numbers do
NOT share a common suffix, i.e., do NOT have common trailing digits, set to the
LDAP attribute that contains the extension information. For example, in this
configuration, the Active Directory attribute “otherTelephone” (see Section 6 Step
2) is entered. Otherwise, leave the default “telephoneNumber” as entered.

First Name — Enter the LDAP attribute corresponding to the user’s first name. For
Active Directory, enter “givenName”.

Click on “Save”.
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Status | Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers
CTI Resources | Setup Profiles | Users | Dial Plans
Class of Service Provisioning Profile CTI Profile Yoicemail Profile Corporate Directory Profile
Help
A - Provisionir
N P Profil " "
ew Provisioning Profile This profile
for creatin
Service ar
Profile Mame I PravF rofiled users,
Description I Prr:nﬁle Nar
Unigque ide
Provisionir
LDAP:
Lightweigh
LDAP Settings Access Pro
Show /Hide
Settings:
Ldap Search Type IAc{i\re Directony vl Displayssk
to change
LODAP User DN I sn=Administrator,cn=users, de=spdeveon, de=com for severa
attributes -
LDAP Hostnarme I A0.160.179.100 the Mobilit
LDAR Fort Humber | 282
LDAP Password I **********
LDAP Base DN I sn=users,de=spdevcon,do=com
» Hide Advanced Settings
LDAP Attributes
Extension I otherTelaphaone
10 Digit Phone Mumber I telephoneNumber
Handle ar UserID I sAMAccountiame
First Mame I givenMame
Last Marne Isn
Ernail I mail
Cepartrnent I department
Directory Fetch Size | 1000
gearch Referrals INone vl
[V Gave » Cancel
i i i

Figure 76: New Provisioning Profile Page

7.2.2. CTI Profile

A CTI Profile defines the parameters for connecting to the Avaya AE Services server and Avaya
Communication Manager to manage inbound and outbound calls for Avaya one-X™ Mobile
users.

1. Select the Avaya Setup - Setup Profiles > CTI Profile tab, and click on “New CTI
Profile”.
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AVAYA ”
ONg>«

Status | Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

CTI Resources | Setup Profiles | Users | Dial Plans

Class of Service Provisioning Profile CTI Profile ¥oicemail Profile Corporate Directory Profile

Figure 77: CTI Profile Tab

2. Inthe New CTI Profile page, enter a descriptive CT1 Profile Name and enter the Avaya
AE Services server hostname for AES Hostname. Click on “Next”.

AVAYA .
onea><

Status | Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

CTI Resources | Setup Profiles | Users | Dial Plans

Class of Service Provisioning Profile CTI Profile Yoicemail Profile Corporate Directory Profile

Help
CTI Profile
Unique ide
MNew CTI Profile CTI profile
TLink:
Tsapi Link
CTI Profile Mame I CTIProfilel AES Hostn
Description I
AES Hostname I aes1
ITAPT Part | 480

¥ Cancel

Figure 78: New CTI Profile Page

3. Continuing with the New CTI Profile page, provision the following and click on

“Create CTI Profile™:

e JTAPI Username and JTAPI Password — Enter the username and password of the
JTAPI user administered in Section 4.2 Step 3.

e AES Switch Connection Name — Enter the name of the Avaya AE Services Switch
Connection administered in Section 4.4 Steps 1 - 2

e DMCC Username and DMCC Password — Enter the username and password of the
DMCC user administered in Section 4.2 Step 2.

e Communication Manager Login and Communication Manager Password — Enter
the login and password of an Avaya Communication Manager administrator account.

e Communication Manager Hostname — Enter the IP address of the Avaya
Communication Manager server.

e Switch Feature Access Codes — Enter the FACs administered in Section 3.2 Step 2.
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Cornrnunication Manager Password
Cormmunication Manager Hostname

[~ Enable virtual Endpoint support

Switch Feature Access Codes

Status | Server Setup | Awaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers
CTI Resources | Setup Profiles | Users | Dial Plans
Class of Service Provisioning Profile CTI Profile Yoicemail Profile Corporate Directory Profile
Help
CTI Profile
Unigque ide
New CTI Profile Gl prreiil,
TLink:
Tsapi Link
CTI Profile Mame CTIProfilel AES Hastn
Deszcription
AES Hostname aezl
JTAPI Port 4350
TLinks | AvavarSPESTI0#CSTARAEST |
JTAPI Username Ijtapiuser1
JTAPI Password I “““““““““““
AES Switch Connection Marne IspsB?‘iD
DMCC Usernarme I dmecuser]
DMCC Password I “““““““““““
Communication Manager
Cormmunication Manager Login I tast

| 10.160.179.102

Ernhanced ECS00 Activation I =71
Enhanced ECS00 Deadivation I#T-"1
ECS00 Self-Administration Accezs Code I"?D
send All Calls Activation | a0
send all Calls Deactivation | #a0

» Back

Figure 79: New CTI Profile Page — Continued

7.2.3. Voicemail Profile

A Voicemail Profile defines the parameters for connecting to the Avaya Modular Messaging
MSS server to retrieve corporate voice mailbox information for Avaya one-X™ Mobile users.

1. Select the Avaya Setup = Setup Profiles 2 Voicemail Profile tab, and click on “New
Voicemail Profile”.
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CTI Resources | Setup Profiles | Users | Dial Plans

Class of Service Provisioning Profile CTI Profile Yoicemail Profile Corporate Directory Profile

irk New ¥oicemail Profile:

Figure 80: Voicemail Profile Tab

2. Inthe New Voicemail Profile page, provision the following and click on “Save”:

Profile Name — Enter a descriptive profile name.

Profile Type — Select the appropriate Avaya Modular Messaging integration. In this
configuration, “Modular Messaging with MSS” is used.

Voicemail Platform Hostname — Enter the IP address of the Avaya MSS server.
IMAP Port — Enter the IMAP4 SSL port provisioned in Section 5 Step 1.
Trusted Server Name and Trusted Server Password — Enter the Trusted Server
Name and Password provisioned in Section 5 Steps 2 - 3.

LDAP User DN — Enter the LDAP DN of the Trusted Server Name above. For
example, in this configuration, “cn=1XMINT,dc=Avaya” is entered, where
“1XMINT” is the Trusted Server Name above.

LDAP Hostname — Enter the IP address of the Avaya MSS server.

LDAP Port Number — Enter “389”.

LDAP Password — Enter the same password as Trusted Server Password above.
LDAP Base DN - Enter “ou=People,dc=Avaya”.

Voicemail Mailbox ID Source — Set to “Extension”.
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Figure 81: New Voicemail Profile Page

7.2.4. Corporate Directory Profile

A Corporate Directory Profile defines the parameters for connecting to and searching a corporate
directory server.

1. Select the Avaya Setup => Setup Profiles = Corporate Directory Profile tab, and
click on “New Corporate Directory Profile”.
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Figure 82: Corporate Directory Profile Tab

3. Inthe New Corporate Directory Profile page, click on “Show Advanced Settings” and
provision the following:

Profile Name — Enter a descriptive profile name.

Ldap Search Type — Select the appropriate LDAP type. In this configuration,
“Active Directory” is used.

LDAP User DN — Enter the LDAP Distinguished Name (DN) of a user with
permissions to search the LDAP directory. For example, in this configuration,
“cn=Administrator,cn=users,dc=spdevcon,dc=com” is entered.

LDAP Hostname — Enter the IP address of the LDAP server.

LDAP Port Number — Enter the LDAP server port, typically “389”.

LDAP Password — Enter the password of the LDAP user above.

Corporate Directory Search Base DN — Enter the base search DN. For example, in
this configuration, “cn= users,dc=spdevcon,dc=com” is entered.

Extension — If the users’ extensions and the users’ LDAP telephone numbers do
NOT share a common suffix, i.e., do NOT have common trailing digits, set to the
LDAP attribute that contains the extension information. For example, in this
configuration, the Active Directory attribute “otherTelephone” (see Section 6 Step
2) is entered. Otherwise, leave the default “telephoneNumber” as entered.

First Name — Enter the LDAP attribute corresponding to the user’s first name. For
Active Directory, enter “givenName”.

Click on “Save”.
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7.2.5. Class of Service

A Class of Service aggregates the aforementioned profiles along with several additional settings.
Each Avaya one-X™ Mobile user is assigned to a Class of Service.

Avaya Setup

CTI Resources | Setup Profiles | Users | Dial Plans

Provisioning Profile

Mew Corporate Directory Profile

Corporate Directory Search Base DN

Cisco Setup | Serviceability | Licenses | Carrier Offset

CTI Profile ¥Yoicemail Profile Corporate Directory Profile

Direct Call PBX Numbers

| CorpDirFrofiled

IAcﬁ\re Directory vl

I en=Administrator,cn=uszers, de=spdeveon, de=com

| 10.160.179.100

| 280

I en=users,de=spdeveon,de=com

I objectclass=user

I otherTelephone

I telephoneMumber

I sAMAccountName

I givenMame

Isn

I mail

I department

| 1000

INone vl

Figure 83: New Corporate Directory Profile Page
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1. Select the Avaya Setup = Setup Profiles = Class of Service tab, and click on “New

Class of Service”.
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ik New Class of Service

Figure 84: Class of Service Tab

2. Inthe New Class of Service Profile page, provision the following:
o Class of Service Name — Enter a descriptive name.
e Provisioning Profile — Set to the Provisioning Profile administered in Section 7.2.1.
e Voicemail Profile — Set to the VVoicemail Profile administered in Section 7.2.3.
e Corporate Directory Profile — Set to the Corporate Directory Profile administered in
Section 7.2.4.
CTI Profile — Set to the CTI Profile administered in Section 7.2.2.
e Require DTMF (Dual Tone Multi-Frequency) during Callback via PBX —
Uncheck the checkbox.
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Figure 85: New Class of Service Profile Page

3. Scroll down to the bottom of the page and for End user website server URL, enter
“http://<IP_Address of External Avaya one-X™ Mobile server®. If necessary, check

the Is this a secure server (https) checkbox. Click on “Show Advanced Settings”.
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Figure 86: New Class of Service Profile Page — Continued

4. Continuing in the New Class of Service Profile page, provision the following and click

on “Save”:

e Determine Extensions from — If the users’ extensions and the users’ LDAP
telephone numbers do NOT share a common suffix, i.e., do NOT have common
trailing digits, set to “From LDAP extension attribute” as shown in Figure 87. If
the users’ extensions are suffixes of the users” LDAP telephone numbers, then set to
“10 digit phone number manually” as shown in Figure 88 and Figure 89.

e Other LDAP Attribute Source Profiles fields — Set to “Provisioning Profile”.

LDAP Attribute Source Profiles

Handle or UzarlD

10 Digit Phone Mumber
First Marne

Last Marne

Ernail

Departrment

Determine Extension from

LOAP Extension Source

» Cancel

I Frovisioning Profile

I Frovisioning Profile

I Frovisioning Profile

I Frovisioning Profile

I Frovisioning Profile

(K [ KN BN g K N

I Frovisioning Profile

I From LDAF extension attribute ;I

IPro\risioning Frofile ;I

Figure 87: New Class of Service Profile Page — Continued

e Automatically using DMCC — Appears if Determine Extensions from is set to “10
digit phone number manually”. Select this if the customer elects to use Avaya AE
Services Dial Plan rules to convert Avaya one-X™ Mobile users’ LDAP telephone
numbers to users’ extensions (see Section 4.6).

RL; Reviewed Solution & Interoperability Test Lab Application Notes 66 of 79
SPOC 3/3/2009 ©2009 Avaya Inc. All Rights Reserved. AVIXM_ATTME



LDAP Attribute Source Profiles

Handle ar UserID I Provizioning Profile ;I
10 Digit Phone Mumber IPro\risioning Profile ;I
First Mame I Frovigioning Profile ;I
Last Mame I Frovigioning Profile ;I
Ernail IPro\risioning Frofile ;I
Cepartrnent IPro\risioning Frofile ;I
Deterrnine Extension from |1D digit phone number manually;l
10 Digit Phone Hurnber Source IPro\risioning Profile ;I

o) Autornatically using DMCC

" Determine algorithrmically
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Figure 88: New Class of Service Profile Page - Continued

e Determine algorithmically — Appears if Determine Extensions from is set to “10
digit phone number manually”. Select this the customer elects to NOT use Avaya
AE Services Dial Plan rules to convert Avaya one-X™ Mobile users’ LDAP
telephone numbers to users’ extensions (see Section 4.6). This option can be used if
there is only a single LDAP telephone number range.

e Number of leading digits to strip from phone number — Appears if Determine
algorithmically is selected (see Figure 89). Enter the total number of leading digits
in the LDAP telephone number range that need to be deleted in order to arrive at the
common suffix.

e Apply Prefix to resulting numbers — Appears if Determine algorithmically is
selected (see Figure 89). Enter the leading digit(s) to be prefixed to the common
suffix in order to arrive at the extension.

LDAP Attribute Source Profiles

Handle or UserlD IPro\risioning Frofile ;I
10 Digit Phone Hurnber IPro\risioning Profile ;I
First Marme IPm\risioning Profile ;I
Last Marne IPro\risioning Profile ;I
Ernail IPro\risioning Profile ;I
Cepartrnent IPro\risioning Profile ;I
Deterrnine Extenszion frorm |1D digit phane number manually;l
10 Digit Phone Mumber Source IPm\risioning Frofile ;I

[ Autarnatically using DMCC

* Determine algarithrnically

Murnber of lzading digits to strip from phone number: IB

Apply Prefix to resulting numbers: I

¥ Cancel

Figure 89: New Class of Service Profile Page — Continued
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7.3. CTl Ports
Avaya one-X™ Mobile uses CTI stations (ports) on Avaya Communication Manager in
“Callback” and “Simulring” calls.

1. Select the Avaya Setup = CTI Resources = CTI Ports tab, and click on “Create New
Directory Range”.

AVAYA P
OnE>s

Status | Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

CTI Resources | Setup Profiles | Users | Dial Plans

CTI Ports

Help

DN:
Directory |

cos:
Class of 5

................................................................................................ —

Figure 90: CTI Ports Tab

CTI Ports

2. Inthe CTI Ports — New Directory Range page, provision the following and click on

“Save”:

e Directory Number Range — Enter a range of extensions that is valid under the
administered dial plan in Avaya Communication Manager (see Section 3.2 Step 1).

e Class of Service — Set to the Avaya one-X™ Mobile Class of Service administered in
Section 7.2.5.

e Switch Class of Restriction — Set to the Avaya Communication Manager Class of
Restriction (COR) administered in Section 3.3.

e Switch Class of Service — Set to the Avaya Communication Manager Class of
Service (COS) referenced in Section 3.3.
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Figure 91: CTI Ports — New Directory Range Page

7.4. Import Users
This section describes the steps for importing users into the Avaya one-X™ Mobile database.

1. Select the Avaya Setup - Users > Import Users tab and provision the following:
e Class of Service — Set to the Avaya one-X™ Mobile Class of Service administered in
Section 7.2.5.
e Filter — Enter an LDAP search filter string, for example, “cn=*a*” searches for users
with an “a” in their name.

Click on “Import Users”.

AVA#I -
Onge>s

Status | Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

CTI Resources | Setup Profiles | Users | Dial Plans

Licensed User Management Unlicensed User Management Import Users

Class Of Service: ICDS1 vl
Filter: I e

rr Clear Changes

Figure 92: Avaya one-X™ Mobile Import Users Tab
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2. Select the Avaya Setup = Users = Unlicensed User Management tab. Select the
users to be imported into the Avaya one-X™ Mobile database and click on “License

Selected Users”.

AVAYA .
onea><

Status | Server Setup | Awaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

CTI Resources | Setup Profiles | Users | Dial Plans

Licensed User Management Unlicensed User Management Import Users

irk License Selected Users » Delete Selected Users r Search

» Change Class of Service Sort b

I~ | Last First Extension COS Department
v Eatontown abby z0001 COS1
v Shrewsbury Fannie 20006 COs1
2 F.abbit Earl 20010 cosl
2 Roswell Fran 20506 cos1

Figure 93: Avaya one-X™ Mobile Unlicensed User Management Tab

7.5. Direct Call PBX Numbers

This section describes the administration of Direct Call PBX Numbers to allow Avaya one-X™
Mobile users to call other Avaya Communication Manager extensions and extension ranges, i.e.,
voicemail access, conference rooms, hunt groups, etc.

1. Select the Direct Call PBX Numbers tab and click on “New Direct Call PBX
Number”.

AVAYA .
orne><

Status | Server Setup | Avaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Mumbers

Direct Call PBX Numbers

Help

i2» New Direct Call PEX Number

Direct Call

o T

Figure 94: Direct Call PBX Numbers Tab
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2. Inthe New Direct Call PBX Number page, provision the following and click on

“Save”:
e Switch HostName — Set to the IP address of the Avaya Communication Manager
server.

e Leading String - Enter enough leading digits to match an Avaya Communication
Manager extension or extension range.

e Digit Count — Enter the number of digits in the Avaya Communication Manager
extension or extension range.

AVAYA _
OngE>«

Status | Server Setup | Awaya Setup | Cisco Setup | Serviceability | Licenses | Carrier Offset | Direct Call PBX Numbers

Direct Call PBX Numbers

Help

Direct Call
Special nu
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* Cancel starting wi
W alnla

Figure 95: Avaya one-X™ Mobile New Direct Call PBX N umber Page
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8. Interoperability Compliance Testing

The interoperability compliance testing focused on verifying inbound and outbound call flows,
as well as Avaya one-X™ Mobile UC client features such as inbound call management, Visual
Voicemail, corporate directory (e.g., LDAP) searches, and click-to-call.

8.1. General Test Approach

A simulated enterprise site consisting of an Avaya one-X™ Mobile solution with ISDN-PRI
trunking as described in Section 1.1 was configured and used during testing. The main test
objectives were to verify the following features and functionality:

e Inbound business calls, whether from an external PSTN caller or internal (office) caller,
to an Avaya one-X™ Mobile user ring all of the user’s selected receive (“Send Calls™)
destinations (e.g., office phone, mobile phone, home phone, other landline phones, etc.).
Upon answer at any one of the receive destinations, the called user is connected to the caller,
and ringing stops on the other receive destinations.

e Using the Avaya one-X™ Mobile UC client application (running on the mobile phone),
an Avaya one-X™ Mobile user establishes outbound business calls from the mobile phone to
other internal (office) extensions and external PSTN numbers.

e Using the Avaya one-X™ Mobile UC client application, an Avaya one-X™ Mobile user
establishes outbound business calls from any phone other than the mobile phone (e.g., home
phone, other landline phones, etc.) to other internal (office) extensions or external PSTN
numbers.

e An Avaya one-X™ Mobile user moves an active business call from the office phone to
the mobile phone, and vice versa.

e Inbound business calls that are not answered at any of an Avaya one-X™ Mobile user’s
selected receive destinations are sent to the user’s corporate voice mailbox.

e Using the Avaya one-X™ Mobile UC client application, an Avaya one-X™ Mobile user
elects to allow inbound calls only from selected parties (“\VVIPs”) and block all others (*Non-
VIPs”). Subsequent inbound calls from VIPs ring all of the user’s selected receive
destinations, and inbound calls from Non-VIPs are sent directly to the user’s corporate voice
mailbox.

e Using the Avaya one-X™ Mobile UC client application, an Avaya one-X™ Mobile user
searches the corporate directory (LDAP) for other users’ contact information.

e An Avaya one-X™ Mobile user’s new and saved voice messages as shown in the Avaya
one-X™ Mobile UC client application are consistent with the user’s corporate voice mailbox
(Avaya Modular Messaging), and the user is able to view, listen to, save, and delete the
messages in any order using the Avaya one-X™ Mobile UC client application. Note: The
Avaya one-X™ Mobile UC client application does not include zero-length voice messages in
the new and saved voice messages lists.

e An Avaya one-X™ Mobile user “clicks-to-call” other internal (office) extensions and
external PSTN numbers from the Avaya one-X™ Mobile UC client application call log,
corporate directory search results, and Visual Voicemail inboxes.

e When an Avaya one-X™ Mobile user executes a call from within the Avaya one-X™
Mobile UC client application, the digits entered by the user are inspected for a match
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against a list of emergency access numbers. If a match is found by the one-X™ Mobile UC
client software, the call is redirected to the mobile phone’s native dialer. The emergency call
is then made from the mobile phone’s native dialer to the AT&T wireless network, and
ultimately delivered to a Public Safety Answering Point (PSAP). Since the emergency call is
originated from the mobile phone's native dialer, the PSAP receives the user's mobile phone
number, rather than the user's office/business number, as the originator of the call.

8.2. Test Results

The test objectives of Section 8.1 were verified. Note that this configuration requires Update
16732 for Avaya Communication Manager release 5.1.1. Subsequent releases of Avaya
Communication Manager are expected to incorporate this update within the primary release.

9. Verification Steps

9.1. Verification Tests
The following steps may be used to verify the configuration:

1. Inthe Avaya Communication Manager SAT interface, enter the status aesvcs interface
command. Verify that there is an entry where Local Node is the Node Name entered in
the ip-services from in Section 3.6 Step 3, and for that entry, verify that the interface is
Enabled and the Status is “listening”.

status aesvcs interface

AE SERVICES INTERFACE STATUS

Local Node Enabled? Number of Status
Connections
clan-01a08 yes 1 listening

Figure 96: Status AESVCS Interface

2. Enter the status aesvcs link command. Verify that there is an entry where:
e AE Services server is the hostname of the Avaya AE Services server.
e Srvr is the Server ID of the Avaya AE Services server entered in the ip-services form
in Section 3.6 Step 4.
e Link is the number of the CTI link administered in Section 3.6 Step 1.
For that entry, verify Remote IP is the IP address of the Avaya AE Services server and
Local Node is the Node Name entered in the ip-services from in Section 3.6 Step 3.

status aesvcs link

AE SERVICES LINK STATUS

Srvr/ AE Services Remote IP Remote Local Node Msgs Msgs
Link Server Port Sent Revd
01/01 aesl 12.160.179.115 33045 clan-01a08 207 193
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Figure 97: Status AESVCS Link

3. Enter the status aesvcs cti-link command. Verify that there is an entry where CT1 Link
is the number of the CT1 link administered in Section 3.6 Step 1 and AE Services Server
is the hostname of the Avaya AE Services server. For that entry, verify that Mnt Busy is
“no” and the Service State is “established”.

status aesvcs cti-link

AE SERVICES CTI1 LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Revd
1 4 no aesl established 15 15

Figure 98: Status AESVCS CTI-Link

4. Enter the list monitored-station command. Verify that there are entries for each office
extension of the Avaya one-X™ Mobile users, as well as entries for at least two of the
CTI Port extensions administered in Section 7.3. Verify that for each of those entries,
Association 1 CTI Link is the number of the CTI link administered in Section 3.6 Step

1
list monitored-station Page 1
MONITORED STATION
Station Association 1 Association 2 Association 3 Association 4
Ext CTI Link CRV CTI Link CRV CTI Link CRV CTI Link CRV
20001 1 14
20002 1 26
20003 1 23
20004 1 22
29037 1 30
29038 1 16

Figure 99: List Monitored-Station

5. Inthe left pane of the Avaya AE Services CTI OAM Administration web interface, click
on Status and Control - Switch Conn Summary. In the Switch Connections
Summary page, verify that the Conn State of the Switch Connection administered in
Section 4.4 Steps 1 - 2 is “Talking”.
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Switch Connection Details |

Per Service Switch Connections Details

Figure 100: Switch Connections Summary Page

6. In the left pane, click on Status and Control - Services Summary. In the Services
Summary page, select the TSAPI Service radio button and click on “Details”.

CTI OAM Home

Administration

Status and Control
Switch Conn Summar:
Services Summary

Maintenance

Alarms

-

4

utilities
Hel

A
-
=]
m

Y¥ou are here: > Status and Control =

" Application“ Enablement Services

Operations Administration and Maintenance
® 0 Home ®Help @Logout

Services Summary

Service Status
&) CYLAMN Service OFFLINE*
L@ DLG Service COFFLINE™
o TSAPI Service OMLINE
O OMLIMNE

DMCC Service

Cause
MNO_LICENSE_ACQUIRED
MO_LICEMSE_ACQUIRED
NORMAL

MNORMAL

Since

2008-12-12 16:31:54
2008-12-12 16:31:23
2008-12-12 16:32:23
2008-12-12 16:32:24

Figure 101: Services Summary Page

7. Inthe TSAPI Link Details page, verify that the Conn Status of the TSAPI Link
administered in Section 4.4 Steps 5 - 7 is “Talking”, and click on “User Status”.
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| CTI OAM Home
' » Administration

TSAPI Link Details

~ Status and Control
Switch Conn Summar:

Services Summar Oty || B E Conn Service| Switch Number of |  ASA
A Link] Link Since Message
Maintenance Conn Name e Status State ¥Yersion |Associations

»
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2008-12-12
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TSAP| Service Status | TLirk Status | T lser Status |

Figure 102: TSAPI Link Details Page

8. Inthe CTI User Status page, verify that the JTAPI user administered in Section 4.2 Step
3 has an “Open” stream.

Operations Administration and Maintenance

AVAyA Application Enablement Services

®0sM Home @ Help @Logout

You are here: Services Summary

CTI OAM Home
' v Administration

> Status and Control =
| |+ Status and Control

CTI User Status
Switch Conn Summar:
Services Summary CTI Users IAII Users 'l Refresh

. + Maintenance Open Streams 1

' » Alarms Closed Streams 7

+ Logs Name Time Opened Time Closed Tlink Name

|+ Utilities jtapiuserl 2008-12-30 16: 54 35 Open AVAYA#SPSETI0#CSTA#AESL
. > Bl Show Closed Streams | Close All Opened Streams | Back |

Figure 103: CTI User Status Page

9. Place inbound calls to an Avaya one-X™ Mobile user and verify that all of the user’s
selected receive destinations ring. Answer the calls, verify two-way talkpath, and verify
that the calls remain stable for several minutes and disconnect properly.
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10. Use the Avaya one-X™ Mobile UC client application to place outbound calls from an
Avaya one-X™ Mobile user’s phones (mobile phone, home phone, other landline
phones, etc.). Answer the calls, verify two-way talkpath, and verify that the calls remain
stable for several minutes and disconnect properly.

11. Leave voice messages on an Avaya one-X™ Mobile user’s corporate voice mailbox and
verify that the user’s Avaya one-X™ Mobile UC client application correctly displays the
number of new voice messages.

12. Use the Avaya one-X™ Mobile UC client application to view, listen to, save, and delete
voice messages, and verify that Avaya Modular Messaging is updated accordingly.
Perform the same functions on Avaya Modular Messaging and verify that the Avaya one-
X™ Mobile UC client application is updated accordingly.

9.2. Troubleshooting Tools

The Avaya Communication Manager “list trace station”, “list trace tac”, “status station”, and/or
“status trunk-group” commands are helpful diagnostic tools to verify correct operation and to
troubleshoot problems. MST (Message Sequence Trace) diagnostic traces (performed by Avaya
support) can be helpful in understanding the specific interoperability issues.

10. Support
AT&T customers can get support for AT&T Mobile Extension by calling (888) 334-3787 or
(800) 331-0500.

Avaya customers may obtain documentation and support for Avaya products by visiting
http://support.avaya.com. The “Connect with Avaya” section provides the worldwide support
directory. In the United States, (866) GO-AVAY A (866-462-8292) provides access to overall
sales and service support menus. Customers may also use specific numbers (provided on
http://support.avaya.com) to directly access specific support and consultation services based
upon their Avaya support agreements.

11. Conclusion

These Application Notes described the steps for configuring Avaya one-X™ Mobile and Avaya
Communication Manager with AT&T Mobile Extension and ISDN-PRI trunks. Avaya one-X™
Mobile is an enterprise mobility solution that allows users roaming or otherwise located away
from the office to access enterprise telephony and unified communications services. The AT&T
Mobile Extension offer is an integrated solution that provides all the necessary components to
enable wireless-PBX integration at the enterprise, including a cost control capability for
enterprise wireless usage. The AT&T Mobile Extension offer is based on the combination of
enterprise communications products, AT&T wireless handsets, and AT&T wireless enterprise
rate plans.

The sample configuration shown in these Application Notes is representative of a basic
enterprise customer configuration and is intended to provide configuration guidance to
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supplement other Avaya product documentation. It is based upon formal interoperability
compliance testing as part of the Avaya DevConnect Service Provider program.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
program at devconnect@avaya.com.
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