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Abstract

These Application Notes describe a compliance-tested configuration consisting of Avaya
Aura® Messaging and Unimax 2nd Nature connected via Lightweight Directory Access
Protocol (LDAP).

Unimax's 2nd Nature is a Windows-based tool that automates the management of PBX and
voice mail systems from within one application.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.

TBH; Reviewed: Solution & Interoperability Test Lab Application Notes 1of 14
SPOC 6/1/2013 ©2013 Avaya Inc. All Rights Reserved. U2ndNAAMG61



1. Introduction

These Application Notes describe a compliance-tested configuration consisting of Avaya Aura®
Messaging 6.1 and Unimax 2nd Nature. Unimax's 2nd Nature Windows-based tool was used to
automate and manage Avaya Aura® Messaging 6.1 via Lightweight Directory Access Protocol
(LDAP) in the compliance testing.

The configuration of Unimax 2nd Nature to communicate with Avaya Aura® Messaging 6.1 will
be covered in this document but the use of Unimax 2nd Nature to provision Avaya Aura®
Messaging 6.1 will not be covered. For information on the use of Unimax 2nd Nature refer to
Document 2 in Section 9.

The Unimax 2nd Nature application can be used with multiple servers hosting the 2nd Nature
Communication Service. For the compliance testing only one server was used.

For security purposes public IP addresses and user names have been masked out or altered in this
document.

2. General Test Approach and Test Results

The compliance test focused on the interoperability between 2nd Nature and Messaging 6.1. 2nd
Nature was used to automate and manage Messaging in the compliance testing. LDAP was used
for the connection between 2nd Nature and Messaging.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

Testing consisted of configuring 2nd Nature to access Messaging via LDAP. 2nd Nature was
then used to automatically download data from Messaging to its database. The data was then
compared with the current configuration of Messaging to verify that it was accurate. The testing
then covered adding a new mailbox number range and adding, modifying, copying and deleting
of user mailboxes. All configuration changes were verified by 2nd Nature communication logs
and by the web interface of Messaging.

2.2. Test Results
The objectives described in Section 2.1 were verified and all tests passed.
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2.3. Support

Information, documentation and technical support for Unimax 2nd Nature can be obtained at:

e Phone: 1 (612) 204-3661
e Email: support@unimax.com

3. Reference Configuration

The configuration used for the compliance testing is shown below.
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Figure 1 — Unimax 2nd Nature Configuration with Avaya Aura® Messaging

4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Release

Software/Version

Avaya Aura® Messaging

6.1

Avaya Communication Server 1000E
CPPM co-resident server

Call Server (CPPM): 7.50Q

Avaya i2007 IP Telephones (UNIStim) | 0621C8A
Avaya M3904 Digital Telephones N/A
Avaya 6211 Analog Telephones N/A

Unimax 2nd Nature

Version: 7.4 G3
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5. Configure Avaya Aura® Messaging

This section provides information on configuring Messaging to interoperate with 2nd Nature. It
is assumed that Messaging has already been installed and is functioning. For additional
information on Messaging installation and configuration refer to Section 9.

To allow 2nd Nature to communicate with Messaging, a trusted server configuration must be
added. Open a web browser connection to Messaging and log in with the appropriate credentials
(not shown). In the window that appears select Administration - Messaging as shown below.

System Management Interface (SMI)

AVAyA Avaya Aura® Messaging
o

\\\\\\\\

Server (Maintenanee)

System Management Interface

© 2001-2012 Avaya Inc. All Rights Reserved.

Copyright
Except where expressly stated otherwise, the Product is protected by copyright and other laws respecting proprietary rights.

Unauthorized reproduction, transfer, and or use can be a criminal, a5 well 35 a civil, offense under the applicable law,

Third-party Components

Certain software programs o portions thereof included in the Product may contain software distributed under third party agreements (“Third Party Components"),
which may contain terms that expand or limit rights to use certain portions of the Product (*Third Party Terms"). Information identifying Third Party Companents and
the Third Party Terms that apply to them are available on Avaya's web site at: http://suppon rt. m/ThirdP artylicense,

Trademarks

Avayais a trademark of Avaya Inc
Awaya dura is a registered trademark of Avaya Inc.
Multivantage is a trademark of Avaya Inc.

All non-Avaya trademarks are the property of their respective owners

©2001-2012 Avaya Inc. Al Rights Resarved,

From the left navigation panel select Trusted Servers. In the Manage Trusted Servers panel
that opens on the right, select Add a New Trusted Server.

Avaya Aura® Messaging
System Management Interface (SMI)

Administration
This Server SPAAM

'~| Manage Trusted Servers

Class of Service The Manage Trusted Servers page s used to select 3 trusted server for display, editing or deleting used by the messaging feature.
Sites

Topdlemy

Bz Cesiens Trusted Server | IP Addr/Mame | Service F|

System Policies

Enhanced List Manzgement aic | 127.0.0.1 | AIC
System Mailboues

System Ports and Access

User Activity Log Canflguration
e Storage)

u
Infa Mailbozes

Remote Users
Uninitialized Mailbases
Login Failures
Locked Out Users
rver Infarmation

System Status (Starage)
System Status (Application)
aAlarm Summary

Woice Channels (Application)

Cache

Application)
Se urage)
Esternal Hosts Display Report of Trusted Servers | Delete the Selected Trusted Server |

Networked Seruers Add a New Trusted Servar | Edit the Selected Trusted Server |
2qu
ad LK 2= Help

Mail Options
IMAP/SMTP Status

@2001-2012 Avays Inc, All Rights Rezerved,
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In the Add Trusted Server panel enter the following configuration.

e Trusted Server Name: Enter a name for the trusted server that contains no spaces.

e Password and Confirm Password: Enter the password for this server. This password
will be used for the 2nd Nature configuration in Section 6.1.

e Machine Name/IP Address: Enter the IP address of the trusted server. In this sample
configuration 192.168.98.69 was used. This is the server that 2nd Nature is installed on.

o IMAP4 Super User Access Allowed: From the drop-down list select yes. This is
required for management of user options.

e Service Name: Enter the service name for this service.

The remaining fields can be left as default. Click Save when finished.

AVA A Avaya Aura® Messaging
System Management Interface (SMI)

Off Administration
This Server: SPAAM

~] Add Trusted Server

The Add Trusted Server allows the creation of a trusted server,

Ser ]|
Dial Rules
Cluster Password | [seessesss
N | Trusted Server Hame  |[2nserver | Confirm Password | [resssress |
Languages ——
Lag Configuration
Aduanced (Application) Machine Name / IP | -
System Operations Address |192'168'98'69 | Service Name IZNSeruer
Tirmeouts
::C 'ﬁifdress Minutes of Inactivity o
I=cellaneous
Eote il Before Alarm
Meszaging DB Audits (Storage) w Ino o I Special Type (none) -
Start Messaging Delive =peclaliype
Stop Meszaging
LDAF Status/Restart (Storage) LDAP A LDAP Connection - -
ccess Allowed | - I n [ i d =
Change LDAP Password (Storage) L SBCUTI!]{ I @ SNEYPEISN requirs —I
Logs
Administration History IMAP4 Super User IMAP4 Super User
Administrator Access Allowed [ves =1 Connection Securi |Must use S5L or encrypted SasL x|
Alarm
Software Management
Maintanance | Bak ||ﬁ| Help |
IMAP/SMTP Meszaging

Click OK (not shown) to accept that the trusted server has been added successfully.
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6. Configure Unimax 2nd Nature

This section provides the procedures for configuring Unimax 2nd Nature to interoperate with
Messaging via LDAP. The procedures include the following areas:

Connection and authentication configuration
Start Communication Service

6.1. Connection and Authentication Configuration

Launch the 2nd Nature application by navigating to All Programs = 2nd Nature = 2nd
Nature from the Start menu. Log in using the appropriate credentials (not shown). Within the
Framework frame, double-click Connections.
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The Connections window is displayed as shown below.

filill Connections -3l x
=10/ %]

System name Mame Type Description |

D
il
=)

Record Count = 0 of 0 Edit I Save I i

I d o [Cancel I
< | y

Right click within the window and select Create.

| =10/ x|

Syztem name Diescription |

Add bo Shorbcuts,

Compare, ..

Find...

Edit Columns. ..

Edit Sort...

Edit Filker ...

Edit Systems, ..

Save Repork View, ..
M&C Audit,,,

Create Mokify Trigger. ..

COEY

CHANTE KEy
Add bo Group...
Modify from File. ..

| Record Co  (Chianae Key firom File. . Edt | [ Seve | Serdfiow. [ Cancel |
Delete from File...
| = » I
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Click on the Browse button and select Aura Messaging. Then click OK.

2M Make your selection(s) K E3

Fleaze make your zelection(z] and conbinue

Field Walue |

System name® Aura Meszaging Browse. .. |
Tupe® LO&P * I

k. I Cancel
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In the next screen that opens enter the following values for the specified fields:

¢ Name: Enter a name for the connection. This is only a label for the connection.

¢ Communication server: Enter the computer name of the server hosting the 2nd Nature
Communication Service.

e Host name: Enter the IP address of Messaging.

e Port number: Enter the port number of the LDAP server connection. The default value
of 389 was used in the sample configuration.

e Username: Enter the user ID in the LDAP format cn=trusted_server_name,dc=Avaya.
The trusted_server_name is the name that was entered when creating the trusted server
in Section 5.

e Password: Enter the password from the trusted server configuration of Messaging that
was created in Section 5.

e Aura Messaging web administrator user name: Enter an Administrator username with
permissions to access Messaging Measurements and System Evaluation Reports.

e Aura Messaging web administrator password: Enter the password for the above user.

Default values were used for the remaining fields during compliance testing. Click Save.

[EMtple Record Editor ————————————————— EEH|
= Connection Aura Messaging-LDAP (Framework)

[ |_orinechion: Field |Value I

- LUser defined fislds Syzterm name* Aura Messaging Browse... I
Tupe* LDAP =
Name" LD&P |
Description
Communication server® | sreevika-26P |
Active v
Pricrity High =]
Host name* | 10.33.10.9 |
Use encryption (SSL/TLS) r
Port number* ﬂl
Uszemame cr=2MServerdo=tvaya |
Passwod L [ I
LDAP bind authentication method Simple j
LDAP bind darnain
LDAP search basze
Awra Meszaging web adminiztration uzer name®
Aura Messaging web administration password™

4| I
Save || Cancel
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6.2. Start Communication Service
Navigate to All Programs - 2nd Nature - Communication Service - Service Manager
from the Start menu. If the service is not already running (as shown in the bottom left of the

screen), click the Start/Continue button.

2N Commmunication Service Manager =]

— Sermvice |nfarmation

SErver:

Service: IEr‘u:I_N ature_Cammunication_S ervice

Fefrezh Service |

— Service State

." Stark/Caontinue

Unlmax I I Fauze

. Stop

WWW, URIMAax, cam

I Stopped
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7. Verification Steps

This section provides tests that can be performed to verify proper configuration of 2nd Nature

with Messaging.

When 2nd Nature makes any changes to Messaging a project is created in the Project window as
shown below. 2nd Nature saves communication logs of all interaction with Messaging. These

logs can be viewed to determine if there were any issues with projects. To view the

communication log for a project, Right click on the project in the Projects window and select

View Communication Log as shown below.

Create User 1133 System Adminis
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Create, .,
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Find. ..
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Save Repork View, .,
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Create Motify Trigger...
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Change Key...
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Change Key From File.. .
Delete From File...

Rename. ..
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Send Mov
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Administrator name Statuz of Projecl|Mode of Project schedule

Stark ti [ Project schedul

Record Count = 1 of 1

v Show Send Mow Dialog
T

|
L]

Framawark

2l

This will open a web page with information similar to the following. Click on the link in the

Detailed Status column to view the communication details.

Project Create User 1133 Communication Log

‘ System ‘Descripﬁnn ‘Deta.i]ed Status

‘ Time Stamp

‘Aura IMeszaging ‘Successﬁﬂly opened connection ‘ Commmunications Status ‘3;’22;‘2013 906:24 AN

Created by 2nd Nature on 32272013 at 33755 AM
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In the web page that opens details of the communication with Messaging can be viewed as in the

sample below.

Connecting to 10.33.10.9 via LDAP

LDAP API interface => ldap add s
Entry DN => umObjectGUID=E17E7057BEAC43278A694FC2CB2CA235,
Add: objectClass = audixSub
Add: MailboxNumber = 1133
Add: umObjectGUID = E17E7057BEAC43278A694FC2CB2CA235
Add: mail = 2N.Test@SPAAM.bvwdev.com
Add: NumericAddress = 1133

Password = (Binary Data)
Add: NodeId = 0
Add: givenName = 2N
Add: sn = Test
Add: cn = 2N Test
Add: msgIncludedInAADirectory = TRUE
Add: msgForceChangeOfPassword = TRUE
Add: msgVoiceltemType = Subscriber
Add: msgSiteId = 5
Add: umVoiceMailboxExtension = 1133
Add: asciiName = Test, 2N
Add: ClassNo = 0
Add: msgMwiEnabled = Yes
Add: umSubTimezone = 100
Add: umTUIPreferredLocale = en-US
Add: msgReachMePriorityCallers = None
Add: msgReachMeForwardCalls = Off
Add: msgReachMeCallScreen = Off

ou=People,dc=Avaya
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8. Conclusion

Unimax's 2nd Nature successfully interoperated with Avaya Aura® Messaging via LDAP as
described in these notes.

9. Additional References
Product documentation for Avaya products may be found at http://support.avaya.com.

Avaya Aura® Messaging
1) Implementing Avaya Aura® Messaging 6.1, October 2011
Unimax 2nd Nature

User Guides are located at \Program Files\2N\documentation\System User Guides on the hard
drive of the server or PC where 2nd Nature was installed.

2) Unimax 2ndNature Avaya Aura Messaging User Guide, for use with 2nd Nature Release
7.4
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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