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Application Notes for Codima autoMap with Avaya
Communication Manager, Avaya SIP Enablement Services,
and Avaya Application Enablement Services - Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Codima autoMap 3.10
to successfully interoperate with Avaya infrastructure. The Avaya infrastructure consisted of
Avaya Communication Manager, Avaya SIP Enablement Services, Avaya Application
Enablement Services, Avaya C360-Series Converged Stackable Switches and Avaya 4600-
Series IP Telephones. Codima autoMap provides a quick and simple method of automatically
generating graphical network topology drawings using Microsoft Office Visio.

Information in these Application Notes has been obtained through DeveloperConnection
compliance testing and additional technical discussions. Testing was conducted via the
DeveloperConnection Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Codima autoMap to
successfully interoperate with Avaya infrastructure. The Avaya infrastructure consisted of
Avaya Communication Manager, Avaya SIP Enablement Services, Avaya Application
Enablement Services, Avaya C360-Series Converged Stackable Switches and Avaya 4600-Series
IP Telephones. Codima autoMap provides a quick and simple method of automatically
generating graphical network topology drawings using Microsoft Office Visio.

Codima autoMap uses the Codima Discovery Engine to scan the network. The Codima
Discovery Engine begins the discovery from a starting point called a seed-device, which must be
SNMP (Simple Network Management Protocol) capable. The Codima Discovery Engine will
inspect the ARP (Address Resolution Protocol) table, and the Routing and Forwarding Tables for
the seed-device and use this information to begin the interrogation. As the Discovery Engine
finds the next switch or router, it starts to see more devices, and the discovery process works in a
recursive manner to find all active devices.

The Codima Discovery Engine uses a variety of techniques to interrogate devices, such as
inspection of ARP tables, Routing and Forwarding tables and controlled scanning techniques.
Once discovered, devices are queried using SNMP for MIB (Management Information Base) 2
and current vendor MIBs. WMI (Windows Management Instrumentation) is also supported. The
autoMap product has a device database covering most current and many older generation
equipment types. The protocols used in the process include SNMP, ICMP (Internet Control
Message Protocol), NetBIOS (Network Basic Input/Output System), STP (Spanning Tree
Protocol), and vendor-specific discovery protocols. As ARP tables get flushed, the discovery
engine can force those tables to be populated by using a controlled ping scan to discover
additional devices that have not been recently active.
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Figure 1 illustrates the network used for compliance testing.
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Figure 1: Avaya Test Network Infrastructure with Codima autoMap
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2. Equipment and Software Validated

Figure 1 shows the equipment discovered by autoMap of the compliance-test network. The
table below lists the equipment and software versions used in the compliance-tested network.

Equipment Software
Avaya SIP Enablement Services (10.1.10.22) 3.1.2
Avaya S8500 Media Server running Avaya 40
Communication Manager (10.1.10.10) '
Avaya G650 Media Gateway
IPSI - TN2312BP (10.1.10.11) HWO07 FW036
CLAN - TN799DP (10.1.10.12) HWO01 FW017
MEDPRO - TN2302AP (10.1.10.13) HW20 FW115
VAL - TN2501AP (10.1.10.14) HWO02 FWO007
Avaya Application Enablement Services (10.1.10.20) 4.0
Avaya 4600 Series IP Telephones (SIP) 2.2.3
Avaya 4600 Series IP Telephones (H.323) 2.7
Avaya C364T-PWR Converged Stackable Switch 4.3.12
(10.1.10.9)
Avaya C363T-PWR Converged Stackable Switch 4.3.12
(10.1.10.8)
3COM OfficeConnect Dual Speed 16 port Hub
Codima autoMap (10.1.10.51) running on: 3.10023
Dell Workstation 370 Windows XP SP2
Pentium 4 CPU 2.80GHz Microsoft Visio 2003
RAM 1.00GB
Disk Space >4GB
Dell Workstation 370 (10.1.10.52) — not shown Windows XP SP2
Dell Server (10.1.10.2) — not shown Windows 2003 Server
Dell Server (10.1.10.5) — not shown Windows 2003 Server
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3. Configure Avaya Infrastructure
SNMP was enabled on Avaya Communication Manager, SES and Avaya IP telephones.

3.1. Configure SNMP on Avaya Communication Manager

Access the Avaya Communication Manager administration web interface, by entering http://<ip-
addr> /as the URL in an Internet browser, where <ip-addr> is the IP address of Avaya
Communication Manager. Log in with the appropriate credentials to the Avaya Communication
Manager web interface and click Launch Maintenance Web Interface.

AVAYA

Help Log Off

Installation

Administration

Maintenance

Upgrade

Integrated Management
Standard Management Solutions

Launch Avaya Installation Wizard

The Avaya Network Region Wizard
allows you to quickly administer
network regions.

The Mative Configuration Manager
allows you to adrminister this
systern using a graphically
enhanced SAT applet.

The Maintenance Web Interface
allows you ta maintain,
troubleshoot, and configure the
rmedia server,

The Upgrade Toal allows you to
upgrade all servers, Survivable
Processors, G700 Media Gateways,
and G350 Media Gateways.

Launch Avaya Installation
Wizard

Launch Avaya Network Reqgion
Wizard

Launch Native Configuration
Manager

Launch Maintenance Weh
Interface

Launch Upagrade Tool

| —

Under the Alarms options, select SNMP Agents.

Help Exit

Alarms

Current Alarms

Agent Status
SNMP Agents
SNMP Traps
Filters
SMMP Test
Diagnostics
Restarts
System Logs

Temperature f¥oltage

Ping
Traceroute
Metstat
Modem Test

Network Time Sync

Server

Status Summary
Process Status
Shutdown Server

Integrated Management
Maintenance Web Pages

This Server: [1] S8500a_DC1
Notice
© 2001-2007 Avaya Inc. All Rights Reserved.
Copyright

Except where expressly stated otherwise, the Product is protected by copyright and
other laws respecting proprietary rights.

Unauthorized reproduction, transfer, and ar use can be a criminal, as well as a civil,
offense under the applicable law.

| Third-party Components

Certain software programs or portions thereof included in the Product may contain
software distributed under third party agreements ("Third Party Components™),
which may contain terms that expand or limit rights to use certain portions of the
Product ("Third Party Terms"). Information identifying Third Party Components and
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For increased security, click on the Following IP addresses radio button and enter the IP address
of the autoMap workstation in the IP addressl1 field. Check the Enable SNMP version 1 and
Enable SNMP Version 2c check boxes and enter a SNMP community string in the Community
Name (read-only) field. Click on the Submit button at the bottom of the page (not shown).

i Help Ezit

~
alarms T
Current Alarms
Agent Status

SNMP Traps

Filters

SNMP Test
Diagnostics

Restarts

System Logs

Temperaturef¥oltage

Ping

Traceroute

Netstat

Modem Test

Metwork Time Sync
Server

Status Summary

Process Status

Shutdown Server

Server DatefTime

Software ¥Yersion
Server Configuration

Configure Server

Restore Defaults

Eject CD-ROM
Server Upgrades

Manage Software

Make Upgrade Permanent
Boot Partition
Manage Updates

IPSI Firmware Upgrades
IPSI ¥Yersion

Download IPSI Firmware
Download Status
Activate IPSI Upgrade
Activation Status

Data Backup/Restore @
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3.2. Configure SNMP on Avaya SIP Enablement Services

Access the Avaya SES administration web interface using an Internet browser. Log in with the

appropriate credentials to the Avaya SES web interface (not shown) and click on Launch
Administration Web Interface.

‘ AVAyA Integrated Management

Standard Management Solutions

| Help Log Off
= Administration The Administration Web Launch Administration
Interface allows you to Web Interface
adrinister this SES Server,
Maintenance The Maintenance Web Launch Maintenance Web
Interface allows vou to Interface

rmaintain, troubleshoot, and
canfigure this SES server.

<

Expand the Server Configuration menu and select SNMP Configuration. Enter a SNMP
community string in the SNMP v2¢c Community name and click the Set button. Click Continue
on the following screen to confirm the changes (not shown).

Fa
Integrated Management
SIP Server Management
Server: 10.1.10.22
SNMP Configuration
Wiew AV-CCS-MIB Data
SHMP wZC
Comrmunity |devcnnuk
name™*;
Fields marked * are required.
Set|
onfiguration
tem Properties
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3.3. Configure SNMP on Avaya IP Telephones

As of 46xx Release 2.0, Avaya IP telephones allow administrators to set the SNMP community
string (SNMPSTRING) and to restrict SNMP access to administered IP Addresses
(SNMPADD). Avaya IP Telephones customizable system parameters can be set using the
settings script file (46xxsettings.txt). This file resides on the IP Telephone’s TFTP, HTTP, or
HTTPS administered file server.

The SET SNMPSTRING parameter is a text string containing the SNMP community name
string. The SET SNMPADD parameter is a text string containing zero or more allowable source
IP addresses for SNMP queries, in dotted decimal or DNS format, separated by commas.

The SNMP configuration in the 46xxsettings.txt file used during compliance testing is shown
below. The configuration will set the SNMP community string to “devconuk” and will restrict
SNMP queries to the 10.1.10.51 and 10.1.10.55 IP addresses.

HitpH R SNMP SETTINGS #####H##HT# TR
HH

## SNMP addresses

## If this parameter is set, an SNMP query will only be

## accepted if the source IP address of the query matches

## one of these values. This parameter may contain one or
## more IP addresses in dotted-decimal or DNS name format,
## separated by commas without any intervening spaces

## (0 to 255 ASCII characters, including commas).

HH

SET SNMPADD 10.1.10.51,10.1.10.55

HH

## SNMP community name string

## This value must be set to enable viewing of the phone's
## MIB. This value must match the community string name
## used in the SNMP query (up to 32 ASCII characters, no
## spaces).

HH

SET SNMPSTRING devconuk

HH

3.4. Configure SNMP on Avaya Switches

During compliance testing, the Avaya C360-Series Converged Stackable Switches used the
default community SNMP string “public”. This can be verified by entering the command “show
SNMP” from the command line interface of the switch.
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4. Configure autoMap

Ensure that the address of the start point (seed device) is SNMP-compliant. In the compliance-
tested network, the seed device was a layer 3 switch with the IP address 10.1.10.1. Note the
SNMP read community strings, which will be used in Section 4.1.

4.1. Configure autoMap Discovery

From the workstation that has autoMap installed, launch the Codima Toolbox console by
clicking Start = Programs = Codima Technologies = Codima Toolbox and log in with the
appropriate Password.

Expand the Enterprise tree menu by clicking on autoMap = Start up. In the autoMap
Discovery dialog box, enter the following parameters:
e Network Name — enter a descriptive name for the network.
e Start Points — enter the IP address of the seed device “10.1.10.1”.
e Read Communities — enter SNMP strings configured in Section 3.1, 3.2, 3.3 and 3.4
“public,devconk”

Click the Test... button to check that the start point is successful. Next, click the Open Views...
button.

= z.J:‘ CODIMA TOOLBOX
= E autoMap

Map Objects Databaze Processing

Object Tupe I Eounti Interfacesl Wetwork Mame |

i Database

|- ke Misic Wismws

{27 Script Editor

- E] System

Database Status

autoMap Discovery

Warning

IDatabase Mot Loaded

The Discovery sekup has changed since it was last started,
Please test the settings before starting a new discovery,

Subnets

WLANs

Metwaork. Name !Guildford test lab

Test.| Start Paints [10.1.10.1

v|  Advanced |

Open Views.. ] Eancell Elearl

Read Communities !public,devconuk

Start Discovery |

x i~ Database Proceszing
Database Type I ER -
Network Name | SR Test Start Point Success [100%] | Met Type | Primary £
Current Cratabase T as
Object Type | Count| Interfaces | Database Tasks queuf 10.1.10.1 Success
Dizcovery Engine Statf | ] Close I
Scheduler I L -~ 1
Devices Discovered I 1] WLANz | 1]
Subnets I o Spanning Tree Groups l 0 < il >
[l | bj., autoMaﬁ /

Far Help, press F1
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In the autoMap View Selector dialog box, check the boxes of the views to be displayed when
the discovery of the network has finished. Click OK. In the autoMap Discovery dialog box
shown above, click on the Advanced button.

autoMap View Selector E|

Select Views to Open when Discovery finizhes

[w]Metwork Infrastructure Topology
[1Router, Switch, Server Topology
[1Spanning Tree Topology
[15ubnet Topology

[15witch Topology

[1Trunk Topology

[WLAM Topology

1AM Topology

SelactAII| CIearAII| ok | Cancel‘

In the Address Seeding section, enter the following parameters.
e Allowed IP Addresses — enter the IP subnet ranges “10.1.10.1-10.1.10.22, 10.1.10.50-
10.1.10.70”.
e Scan Mask — enter the mask “255.255.255.0”.

Default values can be retained for the remaining parameters. Click the Start Discovery button.

autoMap Discovery

¥arning
The Discovery setup has changed since it was last started.,

Flease test the settings before starting a new discovery.
j << Standard

Open Yiews.. | Cancel| Clear|

Start Discovery

MHetwork Mame IGuiIdford test lab

Test. | Start Paints |10.1.10.1

Fead Commurities ]public,devconuk

—&ddreszz Seeding
Allowed IP Addresses [10.1.10.1-10.1.10.22,10.1.10.50-10.1.10.70
Prohibited P Addresses |

Device List |

|~ Speed and Bandwidth Control

;Jl‘:_-
[ MergeNetwork T Mer

Fill ARF Methad ¢ WoPing ¢ Broadcast Ping  ScanPings [ Double Fing

Mode Digcovery Scope

11111117 111711117 111117111 Nodes Scanned

e —

WV WMl Discovery

Fing Scan
Fiange { i L 1

Scan Maskl 286 265 0 256 . O

B/ Efficient Agaressive Tapalog .
Discovery Speed | e Talerance I_E *
Engine Status |dore Setup Id I— Debug Maode [
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4.2. autoMap Discovery Results

Once the discovery of the network has been completed, the Database Status in the Database
Processing section will show the value “Database Loaded” and the results will be displayed in
the Network Devices section. An example is shown below. The results include the number and
types of devices found in the network, IP addresses, subnets, and MAC addresses.

] autoMap (Expiry date 02 April 2007) - CODIMA TOOLBOX - autoMap statistics and discovery information: Guildford test lab
Database Discovery View Wisio ¥iews Window Help

& | (L]

D

=, CODIMA TODLBOX i3 CODIMA TOOLBOX - autoMap statistics and discovery information: Guildford test lab

KlA

3 autoMap
H g Sta:jt up Map Objects i~ Database Processing-
Loa 7
B Catabase DbjecF Type ] Countj Interfaces i Network Hame Iﬁulldfnrd test lab
- ha Visio Yiews L3 Switch 2 5 Databage Status ]Nalwork Discovery Complete. Database Loaded.
-5 MALC Address 2 2
i Layer 2 Topolog |P Address g 11 Current Database Task ]
= Laver 3 Topolog VolP Phone 7 14 07
. Hetwork Infrast Layer2Broadcast 4 18 Dfatahase AT
J'- Router, Switch, ‘Workstation K] 3 Discovery Engine Status |
- Spanning Tres T Seiver i 4 Scheduler Status o
D Subnet Topolog: WolP Server 1 g
kW Topology- Subnat o 59 Database Type [Microsoft Access 1d [Guildford test lab-46045
J‘- Trurk Topology i
i VYLAM Topalogy Subnets ] i Devices Discovered 27 Device Interfaces 143
o Jma AN Topal
£ pui opo.o.gy WLANS 0 Routers 0 Router nterconnects 0
‘& Build Custorm Visio ¥i
& & Local Console Spanring Tree Groups 1]

s
Network Devices \
war N H
Huost Mame ] Net Type ] Frimary Address ] Wendor ] Interfacasj Primary Inde: # = %\ i f
L3 Switch 101108 Lucent Technologies 27 100 j
L3 Switch 101109 Lucent Technologies 51 100 — _
L3 Switch 10,1101 Lucent Technologies 7 110
(00:C0:54: 20: 34:60 MALC Address WA Ine. 1
£
——
£ &N
| * EH 4 » ¥ Layer 2 Topology <

Database Type  |Microsaft Access

i Database Processing

Metwork Devices

e W Eatabase Status 1Network Dizcavery Complete. Database Loaded. Host Name l Net Tyos ] Fiime »
urrent Database Tazk. ] L3 Switch 101,
Object Type ] Enunti Interfaces I #| | Database Tasks queued [ L3 Switch 101 —
L3 Switch 3 85 . : L3 Switch 101
MAL Address 2 5 | | Disoovery Engine Status | O0C0:94: 20:34:60 MAL Address
|P tddress g 1 Scheduler [Off  Last Log [2007-03-28 16:35.57 BST> [DnaEngine_mainThread] (): | | OBEOF415:88:40 MAC Address
WolP Phane 7 14 5 d — =1 [1o11011 IP tiddress 10.1.
Laper2Broadcast 4 18 Devices Discovered 27 WLANs 0 1011012 IF &ddress 10.1. e
Woikstation 3 3 ¥ Gubnets 8 Spanning Tree Groups a 1_” i IEdidines 1n; 3
| 4] », autoMaé 7
Far Help, press FL i W om0
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Different topology views can be selected and displayed by clicking the options available under
Enterprise > autoMap > Visio Views. Since autoMap uses Microsoft Visio to plot the
network diagram, all the functionality available on Microsoft Visio can be used on the autoMap
plotted network diagrams. An example is shown below.

%] autoMap (Expiry date 02 April 2007) - [CODIMA TOOLBOX - Layer 2 Topology - Highlighted to ‘Show Network Infrastructure Devices?] e
File Edit Wiew Insert Format Tools Shape autoMap Window Help — | &f
EEH S # 7T KL
3]
= L B R N A s W =T
=i+ CODIMA TOOLBOX = p—
= auteMan : Ao -1zt - |B Z U|E
B Start up =
24 Load \ & § o
B Datobase \ | Fee
|- ke Vsl Views %% |-§B
-3 (=}
. Laver 2 Topolog 5

e Layer 3 Topolog

-+ Jrw Metwork Infrast 3 i |
01,19, 5212
-2 Router, Switch, ,,L“;‘,SD:_,:Q :

= Spanning Tree T
-~ Jra SubMet Topologs
- e Switch Topology
- e Trunk Topology
- 2k WLAN Topalogy s ",
- e WAN Topology Winsrwe W %\
B Build Customn Visio vi
- M Local Console 1
W"/t)\!;ﬂu a2
vy curEI60

A5

8
\WASBESE 1
101 10 6124
Avaya IpPhoned 520 avaya lpPhoned 625
g 2.
< 3 EW 4 ¥ M|y Layer 2 Topology L >
ik "—‘— Database Processing Metwork Devices
Database Type [Misrosoft Acoess Diatabase Status |Netwo|k Discovery Complete. Database Loaded. i e ‘ Met Type ‘ i i
Network Name | Guildiord test lab i "
Current D atahase Task I L3 Switch 101,
Object Type ‘ Count ] Interfaces J A Database Tasks queusd ) . L3 Switch 101, —
L3 Switch ] 2 ; L3 Switch n1
MAL Address 2 2 Discovery Enin Status | 00.C094:20:34:60 MAC Address
1P Address 3 11 Scheduler [OF  Last Log [2007-03-28 16:35:57 BST» [DnaEngine_mainThread] [1: | [ UOEDFAT5:EB:AD MAC Address
WolP Phane k2 1 B 1011011 IP &ddress 101,
Layer2Broadcast 4 18 Devices Discovered 27 WLANs 1] ;IE '1| ;IE ;Ig 15 iiﬂress ;IE ‘1| e
“workstation 3 3 ¥ Subnets g Spanning Tree Groups a < | >
4|+l autohdap 7
Far Help, press F1 b11] w [MUM
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An autoMap generated drawing is shown below and can be compared to Figure 1. Avaya G650
cards (IPSI, CLAN, MEDPRO, VAL) are shown as PC icons since only ping responses were
received by autoMap. The MAC addresses found in the ARP table are also shown. autoMap
creates a Layer 2 Broadcast object, based on a MAC address having only one connection to a
switch or hub. The result is a Layer 2 Broadcast device (with a set of MAC addresses present on
a trunk port that are not directly connected to any discovered managed switch).

1
:
[h AV
@ @ s 10.1.10.67/24
00:C0:04:30:34:60 00EOF4T56RA0 B>
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i SEServer . wel®
W 10411022024 AD Ay
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""\-\.._\_\__ LY | x e
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—— S N .
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10.1.10.12 o = | Tq I BOTDC
A 5 100 My e C1-DC
i?ﬁ1;d%1224 -‘ / : AR 10.1.10.51/24
Sty o A g ;
oS > T, < o Windows WMI
____.------'“'DE'M L 461109124 L2B-L350D008-1025 P |
— /...’- avaya.cajunP 380 Layer 2 Broadcast [, pa—— S
S e 7 Y L2B-L3S00004-1048 e ol ———
1011013 oy f“’r : = Layer 2 Broadcast 10.1.10.8/24
101101324 =T & 2 % ‘P\"”avaya.cajunPSSD o
Padiss S TN s 4 b SAYURN
g B , \ r & 2 4’&3 10.1.10.52124
' \ Nethios Device
A M g %
r b -
S [ D8 PR
10.1.10.14 Q
10.1.10.14/24 > Q’ <1.§1>105 y %
IF Address fg;-ﬁeﬂ SRTDGT | i AVASBEaS1 g
5 ] 10.1.10.2/24 s 10.1.10.61/24 AVAECATZE
i\ﬁ_;y—" ‘ID‘“?l !1;?202-‘24 Metbios Device IP Address avaya |pPhonedB25 10.1.10.64/24
58500a_DC1 II';‘ Mdms's = : avaya lpPhone
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4.3. MIB Browser

The MIB walk is used to establish what SNMP support is required on the network. Providing a
MIB walk from the device itself is one way of customising the Codima discovery engine.

SNMP SIM generator is a tool to automate the MIB walk process and email results back to
Codima Technologies. The tool is specifically designed to obtain information for the
customisation of the Codima Discovery Engine used by the autoMap and autoAsset products.

Select an autoMap Visio view that includes devices with IP addresses (e.g., layer 2 topology).
Select the node to browse, right click and select autoMap - SNMP - MIB Browser.

%] automap (Expiry date 02 April 2007) - [CODIMA TOOLBOX - Layer 2 Topology - Highlighted to ‘Show Network Infrastructure Devices']
File Edit View Insert Format Tools Shape autoMap ‘Window Help

=EH &8 TS

H

: LA ER I = e NS MW= W =N, O A N R T F e e VS NN |
=, CODIMA TODLBOX = e— — ——
= H adtoMap i avial c2opy B 2 U SEEE|A- SO =-=-= -}
B Startup i e
29 Load \ Ccodima e ]
[ patabase v R EsiEn Lyer 2 Topcloqy : =
=1 e Wisio Views 1 x el
2 Layer 2 Topolog Ey 7 e 5
2o Layer 3 Topolag g’
I Network Infrast b @
2. Router, Switch, i = LN
> Sparming Tree T % g h?ﬁ"ﬁl & Sl o
. Subnet Topolog: D= — S '] PRy N b
2 Switch Topology I & @ e I e < é b\q
JJ: Trunk Topalogy Drill Down To 'AYAECATZE » LA
WLAN Topology
o wiaN Topolagy Save Object Ta File...
{2 Build Custon Visio ¥i Internet Tools 3
+-- Local Console ey = e
» Trap Log
Format » General Log
Shape »
{ @] Help
Properties
s g
< 3| FW 4 ¥ M\ Layer 2 Topology e b3
x - Database Processing Network Devices
Database Tppe  [Microsoft Access Biatibase .t tatus ‘Netwnrk Discovery Complete. Database Loaded HeciNane | Net Type Brive B
Network Name:  [Guildford test l2b s | L3 Switch 10,1,
Object Type | Count ‘ Interfaces | #| | Database Tasks queued Il:g gmtcn 131
L3 Switch 3 a5 ipedd SF
WAL Address 3 3 Discavery Engine Status | 00:00:94:20:34:60 MAC Address
IP Addiess g 1 Scheduler [Off  Last Log |2007-03-28 16:35:57 BST> [DnaEngine_mainThread] (- : 103501;?15 BE:AD mA‘Edjddless .
WolP Phone 7 14 [ess
Laper2Broadcast 4 18 Devices Discovered 27 WLANs a niiniz IP Address 101
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For Help, press F1 111 w MUK
HJP; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 18
SPOC 4/9/2007 ©2007 Avaya Inc. All Rights Reserved. CodimaAutoMap




Ensure the computer is connected to the internet and has email facilities installed. Click on the
green arrow “Record and email simulation” button in the SNMP Browse Node window, or click
on Operations = Record Simulation from the tool bar.

[%| autoMap (Expiry date 02 April 2007) - [SNMP. Browse node]

4 4 File Operations Todls Window Help _lB|x - 5 x
&S M 7RG
= * |[10.1.10.54 - AVAECAT726 SB s R AS O
=} Codima Toolbox - |
= 111 autoMap =[] internet ~ Object | Value | Syntax | Access | Mib Module fMih Group[ =
T B Start up i D directory 1 _S_YSDE"S_CI’.U_ _Ava_ya PhD_nE_ :DisplaySt__rin_g_ _read_-_oljlyf _QNMPVZMIEI | aystel |
= gk 2 sysOhjectD.0  |1.36.1.4.1.68891 6921 |OBJECT IDEMTIFIER | read-only |l
2 Load = s REny N fubdas iibaatl (OB B LS E eatonly, o
i mib-2 3 syslpTime.0 1 day 4: 12 TimeTicks remd-only  |RFC1213-MB |
B Database : Sablitolith e T L i : [l 2 et Lt el ot oLl
- Je Visio Views i =gk system LIy =ContAct . [GUEtomer sttt |DisplayString ffedc el |REGIZLE M 1syrteln
ioT R, Layer 2 Topolag i iE @ sysDescr 5 [sysMameD ANAECATIE | DizplayString |read-write |RFC1213-MB | system
= i sysObjectID [ syslocation.0 | Lincroft Mew Jersey US4 | DisplayString read-write |RFC1213-MIB | system
-2 Laver 3 Topolog i P Bl idetedadilcalte i Bl Seiivas (et 0 G L) St o R e e el B K
H i £ o sysUpTime i syshervices 0 |79 |IMTEGER read-only  RFC1213-MB  system
< e Metwork Infrast : . H i | ok =2l Hidirieeite el o Ll
- 2he Router, Switch, ! P & sysContact
: -2 Spanning Tree T i & SYSNamE_
: - 2 Subnet Topolog: & sysLocaFlon
- Jra Switch Topology A sysservices
e Trunk Topalogy P @ sysORLastChan
- 2he YLAM Topology t +@ sysORTable
T waN Topology i e interfaces
2 Buld Custom Visia vi . mE{gat
+ l LOCAL CONSOLE e
# icmp
* tep
+ [l udp
i+ figd eap
[#+(2] transmission
[+ [ snmp
[#-(21 appletalk
£ ospf
: o i@ bap i -
< | 3 [<]»]\Table £Definition £'Walk £ Profile 7 < |»[
< | 2 End Walk: Success IP: 10.1.10.64 Community:  public

The process can take a few minutes. When the process is finished, the results are stored in a file
that is automatically added to an email addressed to Codima. An example is shown below.

ﬁtodima Express: SNMP Record MIB Walk [ABTE-CA7A] - Message (Plain Text)
g | P 4 BB @Y Y] E s, &5 © 8
: File Edit Wiew Insert Format  Tools  Actions  Help
| L -JAlB
To. | |aqentRecordinq@codimatech.com
Era | I
B, | |
Subject: iCDdima Express: SMNMP Record MIB Walk [A37E-C974]
Attach... | @outnutXml.uz (768 KEY; @bEITXt.EIZ (137 KE}
Your files are attached and ready to send to support at Codima Technologies Ltd.
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5. Verification Steps

When the discovery process has started successfully, the Database Status in the Database
Processing section will show the value “Network Discovery in Progress” as shown below. Once
the discovery process has been completed, the autoMap Visio diagram will be loaded as shown
in Section 4.2.

%] autoMap (Expiry date 02 April 2007) - CODIMA TOOLBOX - autoMap statistics and discovery information: Guildford test lab

Database Discovery Yiew VisioViews Window Help

TG
]
x 3
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D Lasy T B Duswetime ook Dasaveyiiiignss
) Build Custom Visio Wi 1P Address 5 12 Currsnt Database Task  [Network Discovery
=& Local Cansole Mol Eholk Z ) Database Tasks Queued 6: 75%
e and e Workstation 5 5 ) =
Laver2Broadeast 2 15 Discovery Engine Status [Discovery operation unning
B Ol Senves g 2 Scheduler Status [of
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Devices Being Processed 1
e
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Discavery d | IP Addiess [ Status [uoip
70 101108 0-ToPracess
69 101109 4-ToBePracessed  L3500004
e —| _>I_1
£ >
x Datshase Processing Discovery ltems
Database Type [Micrasaft Access
Na il a:EN 2he Database Status [Network Discavery in Progiess e s
e Sleudodicon Curient Database Task  [elwork Discovery 0 101108
Object Type [ Count[ Interfases| A | Database Tasks queusd 6: 75% &3 101.108
L3 tch E o Discavery Engine Status | Discovery operation funvin
MAC Address & 6 Bl i o
1P Address B 12 Scheduler |Off  Last Log IZEI[IT—[I}ZT 18:52:16 GMT> [Device_Thread_10.1.10.51]
YolP Phone 7 14
Workstation 5 5 Devices Processe: d 0 Devices ToProsess 1
LoereBiuadcast 2 15 ¥ Deyices Being Pracessed T Addesses ininvestigation 2 <

“
«| »|iautoMap 7

For Help, press F1 il W UM

6. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing.

The feature testing focused on the ability for the Codima autoMap to accurately discover the
compliance test network using SNMP, ICMP, NetBIOS and STP to generate a Visio diagram of
the compliance-tested network. The serviceability tests included stopping and starting the
discovery process.

6.1. General Test Approach

The feature test was performed by entering the seed device IP address and private SNMP
community strings configured on Avaya Communication Manager, Avaya SES and Avaya IP
Telephones and starting the autoMap discovery process. This tested the ability of autoMap to
discover the compliance-tested network. Serviceability tests included stopping and starting the
discovery process. Different topological views of the compliance-tested network generated Visio
diagram were compared to the compliance test network diagram shown in Figure 1.

6.2. Test Results
All test cases were executed and passed. autoMap presently supports SNMP versions 1 and 2c.
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7. Support

For any support related enquiries, contact: tech_support@codimatech.com or
Codima Technologies

149a Grosvenor Road London SW1V 3JY UK

Tel: +44 (0) 207 881 0700

Fax: +44 (0) 207 730 5194

8. Conclusion

These Application Notes describe the required configuration steps for Codima autoMap 3.10 to
successfully interoperate with Avaya Communication Manager, Avaya SES, Avaya C360-Series
Converged Stackable Switches and Avaya IP Telephones. All test cases were completed
successfully and the configuration described in these Application Notes has been successfully
compliance tested.

9. Additional References

This section references the Avaya and Codima product documentation that are relevant to these
Application Notes.

Avaya product documentation can be found at http://support.avaya.com.

Company and product information available from Codima can be found at
http://www.codimatech.com

e http://www.codimatech.com/products.php
e http://www.codimatech.com/products datasheets.php
e http://www.codimatech.com/support.php
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their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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