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Avaya Solution & Interoperability Test Lab

Application Notes for Calabrio Monitoring and Recording
Serviceswith Avaya Aura® Communication Manager and
Avaya Aura® Application Enablement Services Issuel.0

Abstract

These Application Notedescribe the configuration steps required for the Caldboatoring
and Recording Serviceslution to interoperate with Avaya Aft&€ommunication Managg
and Avaya Aurd Application Enablement Services.

Calabrio Monitoring and Recording Services (NRS) usesthe Avaya Aur& Application
Enablement ServiceBSAPI and Device, Media and Call Control (DMCC) services to caj
reattime CTI data and RTP streams from Avaya AUEommunication Manager to produ
recordings of phone activity for agents andwiedge workers.

Information in these Application Notes has been obtained through DevConnect com
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

CalabrioMonitoring and Recording Servic@8lARS) is a contact center and knowledge worker
oriented recording solution. Using the Avaya AUfspplication Enablement Services System
Management Services (SM®)evice, Media and Call Contr@d MCC) Multiple Registrations

or Single Step Conference capabilities, and JTAPI, the recorder is able to register with Avaya
Aura® Communication Maager as an IP softphone and use various methods to capture audio
from target ed age navidirg capl taggingedata. wi t h JTAPI pr

Before MARS can start recording, it registers with Application Enablement Services, performs
an SMS service query to obtain a list of all of the Agents and Stations configured in
Communication Manager. The administrator thesomiates this data with devices to be recorded
by the application. The application uses a static assignment of Call Center agents, and
Knowledge Workers, to the statiom whichthey work. Dynamic assignment is not supported for
any of the communicationgtforms supported by MARS.

When the services are started, the MARS server registers with Communication Manager as a
Dependent registration using the DMCC service on stations that are administered with Softphone
enabled in Communication Manager and adsténed to be recorded in MARS. Once DMCC
registration is successfully completed, Communication Manager will send audio for all calls that
originate or terminate on the registered stations to both the phone, and the recorder.

For stations that do not hasoftphone enabled, including all station types such as SIP, IP,
Digital or analog, MARS uses dedicated, virtual stations in Communication Manager to add to
calls using the Single Step Conference TSAPI method.

To ensure call records stored in the datelze as rich as possible, the application uses the
TSAPI/JTAPI capabilities of Application Enablement Services to monitor the station activity.
This occurs following successful DMCC registrations. If DMCC registration fails, the JTAPI
associations are notquested by the application.
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2. General Test Approach and Test Results

The compliance test focused on the ability for calls to be recorded. Calls were manually placed
from the public switched telephone network (PSTN) directly to and from recorded devides,
to ACD queues.

2.1. Interoperability Compliance Testing

The compliance test validated the ability of MARS to successfully record calls routed to and
from Analog, Digital, IP and SIP endpoints including Call Center agents. Additional tests
included the abity to record calls to and from phones with bridged appearances of other phones,
and to record calls to phones with Extension to Cellular features enabled.

Additionally, testing confirmed the ability for MARS to recover from common outages such as
networkoutages and server reboots.

2.2. Test Results
The objectiveslescribed irBection 2.1were verified, a few observations are outlined below.

1 For endpoints recorded using the Multiple Registration mettadty handled by cell
phone via EC50@ould not beecaded when answered dnecell phoneThis is a
limitation of this recording method and is not supported by Avaya. Endpoints requiring
this capability must be configured fibre Single Step Conferencing methadsing this
alternate approach, calls were sagsfully recorded on the cell phone mapped to the desk
phone.

1 For some transfer and conferencing tests, though all call legs were recorded, information
for originating calling party (calling party number) was not preserved.

1 Whenthe MARS server loses netwk connectivity for over 200 secondseCTI link is
not reestablished. However, restarting the CTI service on the MARS server restores the
communication.

2.3. Support
Technical support on Calabrio MARS can be obtained through the following:

1 Phone: +1 (78) 5924680 or +1 (800) 303248
1 Web: http://calabrio.com/abowtalabrio/services/
9 Email: calabriosupport@calabrio.com
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3. Reference Configurati on
Figure 1illustrates the compliance test configuration consisting of:

T

1
T
1
1

Avaya Aurd Communication Manager R6.0.1
Avaya Aurd ApplicationEnablement ServiceR6.1.1
Various IP, SIP and Digital endpoints

IP Agent and Avaya or¥® Agent softphones
Calabrio MARS server

Calls routed to and from Communication Manager used PRI trunks to connect to the PSTN.
Calls to SIP endpoints used Avaya Ali@ession Manager (not shown in the diagram). The
Session Manager configuration was in place to support SIP endpathticanot require any
configuration to accommodate this solution. Therefore, details of this part of the configuration
will not be covered in these Application Notes.

IP Telephones

A 9600/96X1 Seri
vaya eries Avaya Aura” S8300 Media Server/

Avaya G450 Media Gateway

Digital/Analog set

Avaya CIGATPWR

oneX Agent (Road Warrior)

Avaya Aura” Application Enablement Services
IP Agent (telecommuter) 6.1.1

I
Calabrio Monitoring and
Recording Services

Figure 11 Calabrio MARS Compliance Test Configuration
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4. Equipment and Software Validated

The following equipment and version were used in the reference configuration described above:

Equipment Version

Avaya Aurd Communication Manage| R6.0.1 SP00.1.510.119528
running on S8300 Server
Avaya Aurd Application Ehablement | R6.1.1
Services running oBell R610 Server
Avaya Phones

1 9600 Series IP Phones H.323 ver 3.11/SIP ver 2.6.4
M 96x1 Series IP Phones H.323 ver 3.11/SIP ver 2.6.4
1 Avaya oneX Agent R2.5
1 Avaya IP Agent R7.0

CalabrioMARS running orWindows | R8.8.1.57
2008Server, MS SQL 2008
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5. Configure Avaya Aura © Communication Manager

All the configuration changes in this section for Communication Manager are performed through
the System Access Terminal (SAT) interface. fare details on configurinGommuncation
Manager, refer to the Avaya prodwticumentation, Reference [1].

5.1. Configure Communication Manager Details

This section provides the procedures for configuring Communication Manager. The procedures
fall into the following areas:

il
1
il
T
T

1

Verify Feature andlicense for the integration

Administer Communication Manager System Features
AdministerEthernet Interfacéor Application Enablement Services
Administer Computer Telephony Integration (CTI) Link

Add SMS User Account

Verify Agent Extensions

The detailecadministration otall centerentities such as VDN, Skill, Split, Logical Agents and
Station Extensions are assumed to be in place and are not covered in these Application Notes.
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Step Description
1. Verify Feature and License for the integration
Enter thedisplay systemparameters customeroptions command and ensure that
Computer Telephony Adjunct Links is set toy. Applications that use Application
Enablement Services TSAPI must h&@@mputer Telephony Adjunct Links enabled
on Communication ManageT his Communication Manager feature entitlement is
provided with each TSAPI license. TSAPI entitlements must be activated in both t
Communication Manager and Application Enablement Services licdh#gs.option is
not set toy, contact the Avaya &s team or business paer for a proper license file.
display system - parameters customer - options Page 3of 11
OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supe rvision by Call Classifier? y Change COR by FAC? n
ARS?y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off - het?y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? n DCS Call Coverage? y
ASAI Link Plus Capabilities? n DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n
Async. Trans fer Mode (ATM) Trunking? n  Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP?y
ATMS? y DS1 Echo Cancellation? y
Attendant Vectorin g?y
Each recording port or virtual extension the recorder will use to Service Observe a
phones will require atP_API_A license if not licensed on Application Enablement
Services.
display system - parameters customer - options Page 9 of 10
MAXIMUM IP REGISTRATIONS BY PRODUCT ID
Product ID Rel. Limit Used
IP_API_A  :100 0
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Step

Description

Administer Communication Manager System Features

Enter thechange systenparameters featurescommandand ensure th&ireate
Universal Call ID (UCID) is enabled system wide on page 5 and define a relevant
UCID Network Node ID (1 was used in the test) and ti&nd UCID to ASAIlis set to
y on page 13. MARSelies on UCID to track complex calls (Transferglan
Conferences).

change system - parameters features Page 5of 19
FEATURE RELATED SYSTEM PARAMETERS

SYSTEM PRINTER PARAMETERS
Endpoint: Lines Per Page: 60

SYSTEMWIDE PARAMETERS
Switch Name:
Emergency Extension Forwarding (min): 10

Enable Inter - Gateway Alternate Routing? n
Enable Dial Plan Transparency in Survivable Mode? n
COR to Use for DPT: sta tion

MALICIOUS CALL TRACE PARAMETERS
Apply MCT Warning Tone? n  MCT Voice Recorder Trunk Group:
Delay Sending RELease (seconds): 0

SEND ALL CALLS OPTIONS

Send All Calls Applies to: station Auto Inspect on Send All Calls? n

Preserve previous AUX Work button states after deactivation? n

UNIVERSAL CALL ID

Create Universal Call ID (UCID)? y UCID Network Node ID: 1

change system - parameters features Page 13 of 19
FEATURE RELATED SYSTEM PARAMETERS
CALL CENTER MISCELLANEOUS
Callr - info Display Timer (sec): 10

Clear Callr - info: next - call
Allow Ringer - off with Auto - Answer? n
Reporting for PC Non - Predictive Calls ?n

Interruptible Aux Noatification Timer (sec): 3

ASAI
Copy ASAI UUI During Conference/Transfer? n
Call Classification After Answer Supervision? n
Send UCID to ASAI? y
For ASA | Send DTMF Tone to Call Originator? y
KJA; Reviewed: Solution & Interoperability Test Lab Application Note 8 of 32
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Step Description

3. Administer Ethernet Interface for Application Enablement Services
Enter thechange nodenames ipcommandThe Application Enablement Services an
procr nodenames need to be defined here.

Onmost servergheProcessoiEthernet Interface will already be administered in the
interface list. Thalisplay ip-interface procr command will display the parameters of
the Processor Ethernet Interface.
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Step

Description

Administer Ethernet Interface for Application Enablement ServiceqContinued)
Add an entryfor Application Enablement Servicas ascribel below:

1 Enter thechange ipservicescommand.
1 IntheService Typefield, typeAESVCS.
1 IntheEnabledfield, typey.
1 IntheLocal Nodefield, typetheNode namerocr for theProcessor Ethernet
Interface
1 IntheLocal Port field, usethe default oB765
1 Note that in installations using CLAN connectivity, each CLAN interface wo
require similar configuration.
change ip - services Page 1of 4
IP SERVICES
Service Enabled Local Local Remote  Remote
Type Node Port Node Port
AESVCS y  procr 8765

On Page4 of the IP Services form, enter thdléaving values:
1 IntheAE Services Serveffield, typethe rame obtained from th&pplication
Enablement Serviceserver
1 InthePasswordfield, typethe ssame password to be administered on the
Application Enablement Servicesrverin Section 6.1 Step 1
1 IntheEnabledfield, typey.

change ip - services Page 4of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: aesserver2 * y

Note that the name and password entered foAEh&ervices ServerandPassword
fields must match the name and password on the Application Enablement Service
server.

4. Administer Computer Telephony Integration (CTI) Link
Enter theadd cti-link <link number> command, wherglink number> is an available
CTlI link number.
1 IntheExtensionfield, type<station extension> where<station extension>is
a valid station extension.
1 IntheTypefield, typeADJ-IP.
1 IntheNamefield, type a descriptive name.
addcti -link 1 Page 1of 3
CTI LINK
CTI Link: 1
Extension: 6201
Type: ADJ -IP
COR: 1
Name: AES 10.64.10.21
KJA; Reviewed: Solution & Interoperability Test Lab Application Note 100f 32
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Step

Description

Add SMS User Account
MARS uses the Application Enablement Services SMS interface to query for
administered Stations and Agents for use in administering the applicat

A privileged user was used inigtiest however, a local administrator would want to
restrict the user account. This involves creating a user profile at the SAT, and ther
creating and assigning that user to the peofi the web admin pages. Ttudtrate, the
adduser profile 31 command was used to create the profile used in the test as sho
below. TheCall Center B andStations M categories were set {0

add user - profile 31 Page 1 of 41
USER PROFILE 31

User Profile Name: Calabrio SMS

This Profile is Disabled? n Shell Access? y
Facility Test Call Notification? n  Acknowledgement Required? n
Grant Un - owned Permissions? n Extended Pr ofile? n
Name Cat Enbl Name Cat Enbl
Adjuncts A n Routing and Dial Plan J n
Call CenterB y Security K n
FeaturesC n ServersL n
Hardware D n Stations M y
Hospitality E n System Parameters N n
IPF n T ranslations O n
Maintenance G n Trunking P n
Measurements and Performance H n Usage Q n
Remote Access | n User Access R n

Read only accesto Agents and Statiomsrequired.Enterr- permissiondor theB and
M Categories on th8et Permissions for Categoryentry on thehange usesprofile
xx form. This requireswo separate transactigrso repeat for each category

change user - profile 3 1 Page 3of 41
USER PROFILE 31
Set Permissions For Category: M To: r - Set All Permissions To:
' - '=no access 'r'=list,display,status ‘w'=add,change,remove+r 'm'=maintenanc e
Name Cat Perm

aesvcs link A --
aesvcs - server A --
agentB r -
agent -loginiDB r -
alarms H --

alias station M r -
alphanumeric - dial - table J =
alternate -frlC --

amw all G --

amw asai G --

amw audix G --

amw pms G --

analog - testcall board G --
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Step

Description

Add SMS User Account(Continued)

Create a useaxccount on th€ommunication Managedystem Management Interface
web page by navigating to teminister Accounts page and selecting the radutton
Add Login. For the Compliance Test, an account V8T Access Onlywas used.
Click Submit to continue the process.

Avaya Aura™ Communication Manager (CM)
System Management Interface (SMI)
Help Log OFf Adrinistration  Upgrade
Administratien / Server (Maintenance) This Server: TR18300
4 Administrator Accounts

Current Alarms
Agant Status
SHMP Agents The Administrator Accounts web pages allow you to add, delete, or change administrator loging and Linux groups.
SHMP Traps
Filtars
SHMP Test

Select Action:

@ add Login

rivileged Administrator

o O unprivilaged Adeninistrater
Traceroute @ $AT Accazs Only
Hatstat
U wab Access Only
Status Summary 9
Process States
Shutdown Server
Server Date/Time
Softwars Varsien

odem Access Cnly

uginess Partner Login (dademin)

it Partner Crafk Lagin

Display Configuration O ehangs Lagin Salect Login

rear Upgradas © Remeve Login Select Login
O Lockfunlock Login L Select Login
O add arowp

O Remave Group Select Group

(submit] (Help )

Lagin Account Policy
Login Reports

The accounused for testingvas previously createdhe Change Loginscreen below
shows the entries used when the account weeted. The account was assigned to
Profile 31 defined inStep 5above, and ®asswordwas created.

AVAYA Avaya Aura™ Communication Manager (CM)

System Management Interface (SMI)
Help Log OFF Administration  Upgrade
Server (Maint ) This Servers TR1E300

Alarms » Administrator Accounts -- Change Login A~
Current Alarms

Agent Status
SHMP Agants This page allows you to edit an administrator login.
SHMP Traps
Filtars
SHMP Test
Diagnostics
Rastarts
System Logs

Ping
1 Primary groy
Traceroute O vanee

Click
to
Change

Login name calabricl

users
Metstat

Server
Status Summary

Process Status 0O k)':"""; "';':IIIIJU“‘"}"”“’" Joptfecs/bin/ sutosat

E Additional groups prof3l
(profile)

Shutdown Server
Server Date/Time Home directory Tearhormalsalabrat
Software Version
Server Conflguration Lock thiz sccount |
Sarvar Rola or bt
- Date aftar which account
:::"‘I‘:';:‘::I"]ula\m" ix dl{abltd-!:llnk to
Dizplay Cenfiguration ignare (Y¥¥Y-MM-DD)
Server Upgrades Salucttyps of
Manags Updates " authentication ~
[Dats Backup/Restore = ASG: enter key
Backup Now S ASG: Auto-generate key
Backup History
Schedule Backup

2 password

Enter password or key

Backup Logs Re-enter passvord or
Wiaw/Rastore Data kay
Restore Higtory
Secy y

Force passvord/key ~

change on next login O vas

Login Account Policy "2 Ne

Login Reports The user will net ba forcad to changs the password on nawt login, To enabla

this behavior, enter 2 new password and select the Yes option.
Server Access

Syslog Server

Authentication File
Firavall v (cancel ] [belp ]
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Step

Description

Verify Agent Extensions

All stations that will be recorded must ha#®Softphoneenabled, and the application
needs to know thgecurity codein orderto successfully register. For stations that are
unable to support Softphone, or which the administrator prefers to record using Si
Step Conference, leave the Softphone setting disabled. Use tliisplay station n
command to verify information, @mhange station nto make changes if necessary.

display station6 001 Page 1of 5
STATION
Extension: 6 001 Lock Messages? n BCC: 0
Type: 9630 Security Code: 123456 TN: 1
Port: S00008 Coverage Path 1: COR: 1
Name: Agent X Coverage Path 2: COoS: 1

Hunt - to Station:
STATION OPTIONS

Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 6410
Speakerphone: 2 - way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP Soft Phone?y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default
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6. Configure Avaya Aura © Application Enablement Services

Configuration of Avaya AuraApplication Ehablement Services required a user account be
configured for MARS. Additional information is provided to illustrate how the connectivity with

Avaya Aurd Communication Manager was previously configured.

6.1. Configure Application Enablement Services Details

All administration is performed by web browser. Initially, users land on the Welcome to OAM
page shown below. Note that all navigation is performed by clicking links in the Navigation

Panel on the left side of the screen, context panels will then appdas oght side of the

screen.

The procedures fall into the following areas:

E R

Configure Communication Manager Switch Connections
Add TSAPI Links

Configure Calabrio User

Enable Unrestricted Access

Note the TLink Information

Confirm TSAPI and DMCC Licenses

AVAYA

Application Enablement Services

Management Console B _APPLIANCE

1
Home Home | Help | Logout

b AE Services

Communication Manager
Interface

¢ Licensing

L3

b Maintenance

b Networking

b Security

b Status

¢ User Management
b Utilities

+ Help

Welcome to 0AM

The AE Services Op i drni ation, and M (CAM) Web provides you with tools for managing the AE Server. OAM spans
the following administrative domains:

=]

* AE Services - Use AE Services to manage all AE Services that you are licensed to use on the AE Server,

« Communication Manager Interface - Usa C. ication Managar Intarface to manage switch connection and dialplan.
+ Licensing = Use Licensing to manage the license server.

» Maintensnce - Use Maintenance to mansge the routing maintenance tasks,

* Metworking - Use Networking to manage the network interfaces and ports,

* Security - Use Security to manage Linux user ifi host authentication and

thorizati figure Linus-PAM

(Pluggable Authentication Modules for Linux) and 50 on.

+ Status - Use Status to obtain server status informations.

» Uszer Management - Uge User Management to mansge AE Services users and AE Services uzer-related resources,
» Utilities - Usze Utilities to carry out basic connectivity tests,

+ Help - Use Help to obtain a few tips for using the OAM Help system

on your busi i these admini ive domains can be served by one administrator for both domains, or & separate

administrator for each domain.

Copyright © 2009-2010 Avaya Inc. All Rights Reserved.
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Step

Description

Configure Communication Manager Switch Connections

To add links to the Communication Manager, navigate t€tramunication
Manager Interface A Switch Connectionspage and enter a name for the new switg
connection and click thadd Connectionbutton. This was previously configured as
TR18300for this test environment:

» AE Services

~ Communication Manager Switch Connections
Interface
Switch Connections Add Connection
Dial Plan Processor Ethernet Msg Period Number of Active Connections

» Licensing =

” © TR18300 ”YSS |

: |

[ Edit Connection ] [ Edit PE/CLAN IPS] [ Edit H.323 Gatekeeper ] [ Delete Connection ] [ Survivability H\erarchy]

» Maintenance

» Networking

Use theEdit Connection button shown above to configure the connection. Enter the
Switch Passwordand check th@rocessor Ethernetbox if usingthe procr interface,
as shown below. This must match the password configurdation 51, Step 3above.

Connection Details - TR18300

Switch Password

Caonfirm Switch Password

Msg Period | Minutes (1-72)
S5L

Processor Ethernet

Use theEdit PE/CLAN IPs button (shown in this sections first screen shot above) t
configure theprocr or CLAN IP Address(es) for TSAPI messageffic.

Edit Processor Ethernet IP - TR18300

10.64.10.67 Add/Edit Name or 1P
Name or IP Address | stws |

[to.64.10.67 in Use |

Use theEdit H.323 Gatekeeperbut t on ( shown in this s
to configure therocr or CLAN IP Address(es) for DMCC registrations.

Edit H.323 Gatekeeper - TR18300

Name or IP Address

@ 10.64.10,67
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Step

Description

Add TSAPI Links
Navigate to theAE ServicesA TSAPI A TSAPI Links page to add theSAPI CTI
Link. Click Add Link (not shown)

Select a&Switch Connectionusing the drop down menwgelect theSwitch CTI Link
Number using the drop down menthe Switch CTI Link Number mustmatch the
number configured in theti-link form in Section5.1, Step 4

If the application will use Encrypted Links, seléaicrypted in the Security selection
box.

Click Apply Changes
_“AEServices |

CVLAN Add TSAPI Links
DLG

Link 2 M
Hokes Switch Connection TR18300 ¥
Switch CTI Link Mumber|1 ¥

ASAI Link Version 5 ¥

SMS

TSAPI

= TSAPI Links

= TSAPI Properties

Security Both v
Unencrypted
[ Apply Changes | [ Cancs

TWS Encr i it ed
Frmsmassmiesaline Mam amas
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Step

Description

Configure Calabrio user

In the Navigation Panel, selddser ManagementA User Admin A Add User. The
Add User panel will dsplay as shown below, enter an approptigéer 1d, Common
Name, Surname, User Passworcand Confirm Password SelectYyesfrom theCT

Userdropdown list.

Click Apply at the bottom of the pages to save the entries.

Add User

Fields marked with * can not be empty.

* User Id calabrio

* Common Mame Calabrio

* Surname Server

*User Password — |essessesseas
¥ User Management

* Confirm Password |sssssssssess

Service Admin Admin Note

Avaya Role

User Admin

Business Category

= Add User

Car License
* Change User Password

'[%I:ist All Users
»Wodify Default Users

*» Search Users

CM Home

Cszz Home

CT User

Department Number
Display Mame

Employee Mumber

Employee Type

Enterprise Handle
Given Mame
Home Phone
Home Postal Address
Initials
Labeled URT
Mail
MM Home
Mobile

Qrganization

Pager
Preferred Language | English

Room Mumber

Telephone Mumber
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Step

Description

Enable Unrestricted Access

If the Security Database (SDB) is enabled on Application Enablement Services, se
calabrio user account to Unrestricted Access to enable any device (station, ACD
extension, DMCC port) to be used implicitly. This step avoids the need to duplicats
administration.

Navigate toSecurity A Security DatabaseA CTI Users A List All Users and select
thecalabrio user and clickedit.

On theEdit CTI User panel, check thelnrestricted Accessbox and click theApply
Changesbutton.

Click Apply when asked to confirm thghange on thé&pply Changes to CTI User
Properties dialog.

Note, this step requires entry on multiple panels. Each panel was superimposed b
consolidate the task.

Account Management

Audit

O deveonn Developer INONE NGNE

Certificate Management

DevConnect NONE NONE

Enterprise Directory | DevConng

Edit CTI User

Host AA
User Profile: Usger ID afiniti

PAM

Security Database

[ Unrestricted Access

= Control
CTI Users
= List All Users

Call and Device Control: Call Originationf/Termination and Device Status MHone

Device Monitoring
Calls ©n & Davice Monitorin

Call and Device Monitoring:

= Search Users
= Devices
= Device Groups
*» Tlinks

Routing Contral:

Apply Changes to CTI User Properties
= Tlink Groups

= Worktops
Standard Reserved Ports

Warning! Are you sure you want to apply the changes?

Tripwire Properties
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Step

Description

Note the TLink Information
Navigate toAE ServicesA TSAPI A TSAPI Links andnote theTLinks Configured.
This information will be used iBection 71, Step2.

¥ AE Services
CWVLAN
DLG
DMCC
SMs
TSAPI
= TSAPI Links
= TSAPI Properties
TWS

» Communication Manager
Interface

b Licensing

» Maintenance

» Networking

} Security

b Status

b User Management
» Utilities

» Help

KJA; Reviewed:
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TSAPI Link - Advanced Settings

Tlinks Configured [AvAYASTR183008CSTA-SRAESE_TRI|
[AvAYASTR183008CSTABAESE_TRL |

Max Flow Allowed 800 ]

TSDI Size |z097152

TSDI High Water Mark :16???21

[Apply Changes | [Cancel Changes | [Restore Defaults ]
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Step

Description

Confirm TSAPI and DMCC Licenses

Calabrio MARS uses BMCC (VALUE_AES DMCC_DMC) license for each
recording port. Additionally, &aSAPI Basiq VALUE_AES_TSAPI_USERS) license is
used for each agent station, and each skill gtmipg monitoredlf DMCC_DMC is
licensed on Application Enablement Services, then an IP_API_A is generally not
required on Communication Manager R5 and later. Please consult podiguct
documentation for more detail$ the licensed quantitiemrenot sufficient for the
implementationcontact the Avaya sales team or business partner for a proper lice
file.
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