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Abstract 
 
  

These Application Notes describe the steps for configuring Avaya Aura® Experience Portal 

7.0, Avaya Aura® Session Manager 6.3, Avaya Aura® Communication Manager 6.3, and the 

Avaya Session Border Controller for Enterprise 6.2.1 with the AT&T IP Flexible Reach - 

Enhanced Features service, using AT&Tôs AVPN or MIS/PNT  transport connections. 

 

Readers should pay attention to Section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 
 

AT&T is a member of the Avaya DevConnect Service Provider program. Information in these 

Application Notes has been obtained through DevConnect compliance testing and additional 

technical discussions.  Testing was conducted via the DevConnect Program at the Avaya 

Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe the steps for configuring Avaya Aura® Experience Portal 7.0, 

Avaya Aura® Session Manager 6.3, Avaya Aura® Communication Manager 6.3, and the Avaya 

Session Border Controller for Enterprise 6.2.1 (referred to in the remainder of this document as 

Avaya SBCE) with the AT&T IP Flexible Reach-Enhanced Features SIP trunking service (referred 

to in the remainder of this document as IPFR-EF). The AT&T IP Flexible Reach-Enhanced 

Features SIP trunking service utilizes AVPN
1
 or MIS/PNT

2
 transport connections. 

 

Avaya Aura® Experience Portal 7.0 is a speech-enabled Interactive Voice Response (IVR) system 

that allows an enterprise to provide multiple self and assisted service resources to their customers, 

in a flexible and customizable manner. In addition, Avaya Proactive Outreach Manager (POM) was 

installed on the Experience Portal platform. Avaya Proactive Outreach Manager is a managed 

application of Avaya Aura® Experience Portal, providing a solution for unified, outbound calling 

capabilities. 

 

Avaya Aura® Session Manager 6.3 is a core SIP routing and integration engine that connects 

disparate SIP devices and applications within an enterprise. Avaya Aura® System Manager 6.3 is 

used to provision and manage Avaya Aura® Session Manager.  

 

Avaya Aura® Communication Manager 6.3 is a telephony application server and is the point of 

connection between the enterprise endpoints and Avaya Aura® Session Manager.  

 

The Avaya Session Border Controller for Enterprise 6.2.1 is the point of connection between Avaya 

Aura® Session Manager and the AT&T IP Flexible Reach-Enhanced Features service and is used 

to not only secure the SIP trunk, but also to make adjustments to the SIP signaling for 

interoperability.  

 

The AT&T Flexible Reach service is one of the many SIP-based Voice over IP (VoIP) services 

offered to enterprises for their voice communication needs. The AT&T IP Flexible Reach-

Enhanced Features service is a SIP based service which includes additional network based features 

to the IP Flexible Reach service.  

 

2. General Test Approach and Test Results 
DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to 

the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 
 

                                                 
1
 AVPN supports compressed RTP (cRTP). 

2
 MIS/PNT does not support cRTP. 
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The interoperability compliance testing focused on verifying inbound call flows from IPFR-EF to 

the Customer Premises Equipment (CPE) containing the Avaya platforms (see Section 3.2 for call 

flow examples). The test environment consisted of: 

¶ A simulated enterprise with Experience Portal (including Proactive Outreach Manager for 

outbound calling), System Manager, Session Manager, Communication Manager, Avaya 

SBCE, Avaya Aura® Messaging, and Avaya telephones. 

¶ An IPFR-EF production circuit, to which the simulated enterprise was connected via AVPN 

transport. 

 

2.1. Interoperability Compliance Testing 

The compliance testing was based on a test plan provided by AT&T, for the functionality required 

for certification as a solution supported on the IPFR-EF network. Calls were made from the PSTN 

across the IPFR-EF network, to the CPE.  

 

Note ï Avaya Experience Portal utilizes application scripts to define interactive capabilities (e.g., 

menus, call routing, etc), between Experience Portal, the service provider, and the rest of the CPE. 

Customers may develop their own applications to meet their specific needs, or consult Avaya 

Professional Services and/or authorized Avaya Business Partners.  The programming and testing of 

such applications are beyond the scope of this document.  

 

In the reference configuration, basic Experience Portal functionality used in the SIP trunk testing 

described in this document was provided by sample VXML and CCXML test scripts, included as 

part of the Experience Portal installation.  

 

The following features were tested and verified as part of this effort: 

 

¶ Verification of SIP Trunking between Experience Portal, System Manager, Session 

Manager, Communication Manager, Avaya SBCE,  Avaya Aura® Messaging, and the 

IPFR-EF service. 

¶ Experience Portal inbound and outbound (utilizing Proactive Outreach Manager) call 

processing.  

¶ Inbound caller interaction with Experience Portal applications, including prompting, caller 

DTMF input, wait treatment (e.g., announcements), Automatic Speech Recognition, and 

Text to Speech. 

¶ Experience Portal Call Forward (Bridged Transfer feature) with Diversion Header (see 

Section 2.2, item 7). 

¶ Experience Portal Blind Transfer to Communication Manager. In this call flow, Experience 

Portal sends Refer to the Avaya SBCE. The Avaya SBCE processes the Refer and generates 

a new Invite to a Communication Manager extension for call termination (see Section 2.2, 

item 4a). 

¶ Experience Portal Blind Transfer to PSTN (an IPFR-EF feature). In this call flow 

Experience Portal sends a Refer to the SBCE. The Avaya SBCE passes the Refer through to 
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AT&T for processing. The AT&T network then redirects the call to the new destination (see 

Section 2.2, item 4b). 

¶ Basic supplementary telephony features such as hold, resume, transfer, and conference. 

¶ G.729A, G.729B, and G.711mu codec support. 

¶ Inbound T.38 fax (to Communication Manager). 

 

Note ï Many IPFR-EF network features require DTMF interaction with the caller for these features 

to be activated. The sample Experience Portal applications used during testing did not have 

outbound DTMF capability
3
. Therefore, the following IPFR-EF service features were not accessed 

by Experience Portal as part of this testing effort
4
: 

 

¶ Network based Simultaneous Ring. 

¶ Network based Sequential Ring (Locate Me). 

¶ Network based Call Forwarding Always (CFA/CFU). 

¶ Network based Call Forwarding Ring No Answer (CF-RNA). 

¶ Network based Call Forwarding Busy (CF-Busy). 

¶ Network based Call Forwarding Not Reachable (CF-NR). 

 

2.2. Test Results 

The test objectives stated in Section 2.1, with limitations as noted below, were verified.   

 

Note ï As indicated in Section 3.2.6, Avaya SBCE 6.2.1 loads Q07 and Q16 were used during 

testing, and some behavior differences are noted. Issue 2 existed in load Q07, but is fixed in load 

Q16. Issue 3 is specific to the Q16 load only. All other items listed in this section are common to 

loads Q07 and Q16. 

 

1. Removal of unnecessary SIP headers. In an effort to reduce packet size (or block headers 

containing private CPE information), the Avaya SBCE is provisioned to remove SIP 

headers not required by AT&T. The following headers are removed; P-Location, Alert-Info, 

Endpoint-View, AV-Correlation-ID, Remote-Party-ID, AV-Global-Session-ID, and P-AV-

Message-ID (see Section 9.4.3). 

 

2. Avaya SBCE inserts Remote-Address header containing local CPE addressing. The 

Avaya SBCE adds the Remote Address header, (even though the option to perform this 

action is not enabled), advertizing local CPE addressing to AT&T. 

a) The workaround is to have the Avaya SBCE remove this header (see Section 9.3.9). 

                                                 
3
 Custom Experience Portal applications could be written to perform these DTMF based interactions with IPFR-EF. 

4
 If Experience Portal redirects the call to a Communication Manager station/Agent, then the IPFR-EF features could 

be successfully accessed manually. See these documents for more information; Application Notes for Avaya Aura® 

Communication Manager 6.3, Avaya Aura® Session Manager 6.3, and Avaya Session Border Controller for Enterprise 

4.0.5, with AT&T IP Flexible Reach - Enhanced Features ï Issue 1.0 - or - Application Notes for Avaya Aura® 

Communication Manager/Local Survivable Processor 6.3, Avaya Aura® Branch Session Manager 6.3, and Avaya 

Session Border Controller for Enterprise 6.2.1, with AT&T IP Flexible Reach - Enhanced Features Service ï Issue 1.0 
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b) An MR has been opened with the Avaya SBCE team. 

o UPDATE ï This issue is fixed in the Avaya SBCE 6.2.1 Q16 release. 

 

3. Avaya SBCE 6.2.1 Signaling Manipulation Sigma script %BODY parameter not 

executed in load Q16. Avaya SBCE signaling manipulation Sigma scripts are used to 

modify the contents of SIP messages, either sent by the CPE or AT&T (see Section 9.3.9). 

These scripts either modify contents to fix interoperability issues, or to remove 

unwanted/unsupported headers. 

Testing found that when Avaya SBCE 6.2.1 load Q16 is used, signaling manipulation script 

statements containing the %BODY parameter were not executed, (these scripts statements 

work correctly in previous loads, such as Q07).  

a) If load Q16 is used, any scripts utilizing the %BODY parameter must be rewritten 

using alternate methods. 

o An MR has been opened with the SBCE team. 

¶ UPDATE 9/29/14 ï This issue is fixed in the Avaya SBCE 6.2.1 Q18 

release. 

 

4. Avaya SBCE Refer Handling/URI Group  not functioning. The Avaya SBCE feature 

Refer Handling, when enabled, causes the Avaya SBCE to process any SIP Refer messages 

received on the associated interface (this option is disabled by default, causing the Avaya 

SBCE to pass all Refer messages through). As an additional option, the Refer Handling 

feature can also specify URI Group criteria as a discriminator, whereby Refer messages 

matching the URI Group criteria are processed by the Avaya SBCE, while Refer messages 

that do not match the URI Group criteria, are passed through. 

Testing found that the Avaya SBCE does not discriminate Refer messages based on the URI 

Group criteria. As a result of this issue, the following Refer based call redirection 

scenarios are mutually exclusive: 

a) For Experience Portal ñBlind Transferò call redirection to CPE platforms, (e.g., to 

Communication Manager, see Section 3.2.2), where Experience Portal generates a 

Refer to the Avaya SBCE, for processing by the Avaya SBCE, the Refer Handing 

feature must be enabled (see Section 9.3.2). As a result, the Avaya SBCE will 

process all Refer messages received on the specified interface. 

b) For Experience Portal ñBlind Transferò network call redirection back to the IPFR-

EF network, (see Section 3.2.3), where Experience Portal generates a Refer to the 

Avaya SBCE for processing by the IPFR-EF service, the Refer Handing feature 

must be disabled. As a result, the Avaya SBCE will pass all Refer messages received 

on the specified interface, on to AT&T. 

o No workaround for this issue is currently available. 

o An MR has been opened with the Avaya SBCE team. 

¶ UPDATE 9/29/14 ï This issue is fixed in the Avaya SBCE 6.2.1 Q18 

release. 
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5. Experience Portal ptime value provisioning only applies to Experience Portal initiated 

dialogs, resulting in an RTP packet interval of 20ms for inbound calls. The AT&T 

network guidelines specify that an RTP packet interval of 30ms be used (ptime=30). In 

addition, the AT&T network only specifies a maxptime=30 parameter for inbound Invites. 

Therefore, CPE equipment must specify ptime=30 in their response SDP (e.g., 200ok).  

Testing found that Experience Portal did not send a ptime parameter in the responses (which 

implies ptime=20). As a result the IPFR-EF network used ptime=20 as well.  

a) While Experience Portal can be provisioned to include ptime=30 (see Section 6.6), 

this will only occur for dialogs originated by Experience Portal (e.g., Invites). 

Experience Portal responses to AT&T initiated dialogs (e.g., 200ok), will use the 

AT&T packet interval value. Since a ptime value is not specified by AT&T, a value 

of ptime=20 is assumed, and Experience Portal uses an RTP packet interval of 

20ms. This is expected behavior for Experience Portal.  

o A SIP header manipulation is applied to the Avaya SBCE, to add a 

ptime=30 parameter to the AT&T maxptime=30 parameter already in the 

Invite. The result is Experience Portal uses an RTP packet interval of 30ms 

(ptime=30) in responses (see Section 9.3.9). 

 

6. Loss of Music on Hold for IPFR-EF customers, if Network Call Redirection (NCR) is 

enabled on Communication Manager SIP trunks used for call access to/from AT&T. If 

NCR is enabled on a SIP trunk used for calls to/from AT&T, Communication Manager will 

use SendOnly to signal Mute/Hold. The IPFR-EF network responds to this with Inactive 

(instead of RecvOnly). Therefore whenever Communication Manager sends Music On Hold 

(e.g., during Hold, Transfers, and Conference sequences), the IPFR-EF network will not 

send the audio, and the PSTN endpoint does not hear the Music on Hold.  

a) The workaround for this issue is to have the Avaya SBCE remove the SendOnly 

parameter (see Section 9.3.9). This causes AT&T to reply with SendRecv. 

b) UPDATE 7/13/14 ï A fix for this issue has been implemented in the IPFR-EF 

network, so the Avaya SBCE signaling manipulation is no longer required. 

  

7. Experience Portal does not support Diversion Header. The AT&T IPFR-EF service 

requires that a Diversion header is included in new Invites to the network, generated by Call 

Forward scenarios. The Experience Portal ñBridged Transferò function is such a scenario 

(see Section 3.2.4).  

a) The Avaya SBCE is used to insert the Diversion header (see Section 9.3.9). 

 

8. Emergency 911/E911 Services Limitations and Restrictions ï Although AT&T provides 

911/E911 calling capabilities, AT&T does not warrant or represent that the equipment and 

software (e.g., IP PBX) documented in these Application Notes will properly operate with 

AT&T IP Flexible Reach to complete 911/E911 calls; therefore, it is the customerôs 

responsibility to ensure proper operation with the equipment/software vendor.  

 

While AT&T IP Flexible Reach services support E911/911 calling capabilities under certain 

Calling Plans, there are circumstances when the E911/911 service may not be available, as 
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stated in the Service Guide for AT&T IP Flexible Reach found at 

http://new.serviceguide.att.com. Such circumstances include, but are not limited to, 

relocation of the end userôs CPE, use of a non-native or virtual telephone number, failure in 

the broadband connection, loss of electrical power, and delays that may occur in updating 

the Customerôs location in the automatic location information database. Please review the 

AT&T IP Flexible Reach Service Guide in detail to understand the limitations and 

restrictions. 

 

2.3. Support 

For more information on the AT&T IP Flexible Reach service visit: 

http://www.business.att.com/enterprise/Service/business-voip-enterprise/network-based-voip-

enterprise/ip-flexible-reach-enterprise/. AT&T customers may obtain support for the AT&T IP 

Flexible Reach service by calling (877) 288-8362.  

 

Avaya customers may obtain documentation and support for Avaya products by visiting 

http://support.avaya.com.  In the United States, (866) GO-AVAYA (866-462-8292) provides access 

to overall sales and service support menus. 

3. Reference Configuration 
The reference Customer Premises Equipment (CPE) configuration used in these Application Notes 

is shown in Figure 1 and consists of several components: 

 

¶ Experience Portal 7.0 is a speech-enabled Interactive Voice Response (IVR) system that 

allows an enterprise to provide multiple self and assisted service resources to inbound callers. 

Experience Portal consists of one or more Media Processing Platform (MPP) servers and an 

Experience Portal Manager (EPM) server. A single ñserver configurationò was used in the 

reference configuration, consisting of a single MPP and EPM, running on a VMware 

environment. This VMware environment also included an Apache Tomcat Application Server 

hosting the VXML and CCXML application scripts that provide the directives to Experience 

Portal for handling the inbound calls. In addition, a Speech Server, (Windows 2008 server), 

consisting of Nuance Recognizer and Nuance Vocalizer provided Automatic Speech 

Recognition (ASR) and Text-To-Speech (TTS) capabilities to Experience Portal. 

¶ Proactive Outreach Manager 3.0 is installed on Experience Portal, and provides outbound 

dialing capabilities. 

¶ Session Manager 6.3 provides core SIP routing and integration services that enables 

communication between disparate SIP-enabled entities, (e.g., PBXs, SIP proxies, gateways, 

adjuncts, trunks, applications, etc.) across the enterprise. Avaya SIP endpoints register to 

Session Manager. 

¶ System Manager 6.3 provides a common administration interface for centralized management 

of all Session Manager instances in an enterprise. 

¶ Communication Manager 6.3 provides the voice communication services for a particular 

enterprise site, including Agent login and queuing.  Avaya H.323 endpoints register to 

Communication Manager. 

http://new.serviceguide.att.com/
http://www.business.att.com/enterprise/Service/business-voip-enterprise/network-based-voip-enterprise/ip-flexible-reach-enterprise/
http://www.business.att.com/enterprise/Service/business-voip-enterprise/network-based-voip-enterprise/ip-flexible-reach-enterprise/
http://support.avaya.com/
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¶ Avaya SBCE 6.2.1 provides SIP Session Border Controller (SBC) functionality, including 

address translation and SIP header manipulation between the IPFR-EF service and the 

enterprise internal network. In the reference configuration the Avaya SBCE also processes SIP 

Refer messages generated by Experience Portal, to direct inbound calls to their associated 

destinations on Communication Manager. 

¶ Avaya G430 Media Gateway provides media resources for Communication Manager (Music 

on Hold, announcements, etc) and telephones. This solution is extensible to other Avaya Media 

Gateways. 

¶ Avaya Aura® Messaging 6.3 is used in the reference configuration to provide voice 

messaging capabilities during testing. The provisioning of Avaya Aura® Messaging is beyond 

the scope of this document. 

¶ Avaya desk telephones are represented with Avaya 96x1 Series IP Telephones (running H.323 

or SIP firmware).  

¶ UDP and TCP transport protocols are used in the reference configuration. The IPFR-EF service 

specifies SIP over UDP to communicate with enterprise edge SIP devices, (e.g., the Avaya 

SBCE). In the reference configuration, SIP over TCP was used to communicate between 

Session Manager, the Avaya SBCE, Experience Portal, and Avaya Aura® Messaging, as well 

as to the Communication Manager public SIP trunk. This was done to facilitate protocol trace 

analysis. TLS transport was used between Session Manager and the Communication Manager 

local trunk (Avaya SIP telephones access). However, Avaya best practices call for TLS to be 

used as the transport protocol whenever possible. 

¶ Inbound and outbound calls were placed via an IPFR-EF production AVPN circuit. 

  

 
Figure 1: Reference C 
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3.1. Illustrative Configuration Information  

The specific values listed in Table 1 below and in subsequent sections are used in the reference 

configuration described in these Application Notes, and are for illustrative purposes only.  

Customers must obtain and use the specific values for their own specific configurations.  

  

Component Illustrative Value in these 

Application Notes 

Main Site 

Avaya Aura® System Manager  

IP Address 192.168.70.45 

Avaya Aura® Session Manager 

Management IP Address 192.168.67.46 

Network IP Address 192.168.67.47 

Avaya Aura® Communication Manager 

IP Address 192.168.67.202 

Avaya Aura® Communication Manager 

extensions 

19xxx (stations) 

4xxxx (Agents and VDNs) 

Avaya Experience Portal/Proactive Outreach Manager 

Network IP Address 192.168.67.168 

Avaya Aura®  Messaging 

IP Address 192.168.67.147 

Windows 2008 Server/Nuance 

Network IP Address 192.168.67.169 

Common Site 

Avaya Session Border Controller for Enterprise (SBCE) 

IP Address of Outside (Public) Interface 10.10.10.12 (see note below) 

IP Address of Inside (Private) Interface  192.168.70.120 

Table 1: Illustrative Values Used in these Application Notes 

 

NOTE ï The Avaya SBCE Outside interface communicates with AT&T Border Elements (BEs) 

located in the AT&T IPFR-EF network. For security reasons, the IP addresses of the AT&T BEs 

are not included in this document. However as placeholders in the following configuration sections, 

the IP addresses 10.10.10.12 (Avaya SBCE public interface), 10.10.10.10, and 10.10.10.11 (AT&T 

BE IP addresses), are specified. In addition, AT&T DID/DNIS numbers shown in this document 

are examples as well. AT&T Customer Care will provide the actual Border Element IP addresses 

and DID/DNIS numbers as part of the IPFR-EF provisioning process. 

 

Note ï Documents used to provision the test environment are listed in Section 13.  References to 

these documents are indicated by the notation [x] , where x is the document reference number. 
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3.2.  Call Flows 

To understand how IPFR-EF service calls are processed in an Experience Portal environment, 

several basic call flows are described in this section.  

 

3.2.1.  Inbound call To Experience Portal only. 

The call scenario illustrated below is an inbound call arriving and remaining on Experience Portal. 

1. A PSTN phone originates a call to an AT&T IPFR-EF service number. 

2. The PSTN routes the call to the AT&T IPFR-EF service network. 

3. The AT&T IPFR-EF service routes the call to the Avaya SBCE. 

4. The Avaya SBCE performs any necessary SIP header modifications, and routes the call to 

Session Manager. 

5. Session Manager applies any necessary SIP header adaptations and/or digit conversions, and 

based on configured Routing Policies, determines where the call should be routed next. In this 

case, Session Manager routes the call to Experience Portal. 

6. Experience Portal matches the called party number to an application script, answers the call, 

and handles the call according to the directives specified in the application. In this scenario, the 

application sufficiently meets the callerôs needs or requests, and thus the call does not need to 

be transferred to another platform. 
 

 

Inbound Call processed Entirely by Experience Portal 
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3.2.2. Experience Portal ñBlind Transferò to Communication Manager (Refer) 

This call scenario describes the call flow for an Experience Portal ñBlind Transferò to a CPE 

destination, (e.g., Communication Manager). In this Blind Transfer scenario, Experience Portal 

responds to an inbound call with a redirection to a Communication Manager Agent/skill extension. 

This new destination number is specified in the Refer that is processed by the Avaya SBCE (see 

Section 2.2, Item 4a). 

 

1. Same as the first five steps from the first call scenario in Section 3.2.1. 

2. When the caller selects an option requesting an Agent, Experience Portal redirects the call by 

sending a Refer (containing a Communication Manager Agent/skill extension) to the Avaya 

SBCE.  

3. In this scenario, the Avaya SBCE processes the Refer, and sends an Invite to the 

Communication Manager (via Session Manager) for the selected Communication Manager 

extension (e.g., to a Skill VDN queue, directly to an Agent, etc). In addition, the Avaya SBCE 

places the inbound call on hold.  

4. Communication Manager routes the call to the Agent. 

5. When the Agent answers, the Avaya SBCE takes the call off hold and the caller is connected to 

the Agent. Experience Portal is disconnected from the call. 

 

 
 

Experience Portal Blind Transfer  to Communication Manager  
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3.2.3. Experience Portal ñBlind Transferò to PSTN (Refer) 

This call scenario describes the call flow for an Experience Portal ñBlind Transferò to another 

PSTN destination. However, unlike the scenario described in Section 3.2.2, the new destination 

number specified in the Refer, is passed by the Avaya SBCE to AT&T, for processing by the IPFR-

EF service (see Section 2.2, Item 4b). 

1. Same as the first five steps from the first call scenario in Section 3.2.1. 

2. Experience Portal redirects the call to a different PSTN destination by sending a Refer to the 

Avaya SBCE.  

3. In this scenario, the Avaya SBCE does not process the Refer, but instead sends it on to the 

IPFR-EF service for processing.  

4. The AT&T IPFR-EF service redirects the call to the new PSTN destination, and Experience 

Portal is disconnected from the call. 

 

 

Experience Portal Blind Transfer to PSTN  
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3.2.4. Experience Portal ñBridged Transferò (Diversion Header) 

This call scenario describes the call flow for an Experience Portal ñBridged Transferò. In this 

scenario, a PSTN call into an Experience Portal application prompts the caller to specify a different 

PSTN destination number. Experience Portal then issues an Invite back to AT&T for this new PSTN 

destination. The AT&T IPFR-EF service requires that this new Invite includes a Diversion header. 

However Experience Portal does not support Diversion header. As a result, the Avaya SBCE inserts 

a Diversion Header prior to sending the new Invite to AT&T (see Section 9.3.9).  

 

Note ï The Diversion header must contain a valid IPFR-EF DID number assigned to the CPE, or the 

new Invite will be denied. 

   

1. Same as the first five steps from the first call scenario in Section 3.2.1. 

2. After the caller specifies a number for PSTN 2, Experience Portal generates a new Invite.   

3. The Avaya SBCE adds a Diversion header, and sends the Invite to AT&T.  
 

 

Experience Portal Bridged Transfer to PSTN 
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3.2.5. Experience Portal Outbound (using the Proactive Outreach Manager) 

This call scenario describes an Experience Portal outbound call flow, utilizing the Proactive 

Outreach Manager application. Proactive Outreach Manager defines ñcampaignò scripts to provide 

the outbound calling capability for Experience Portal. Campaigns may be defined to do simple 

outbound announcement calls, or more complex ones that involve customer interaction.  

 

1. In this scenario, a Proactive Outreach Manager campaign places a call to a customer. When the 

customer answers, the Proactive Outreach Manager campaign plays an announcement. 

2. Alternatively, the Proactive Outreach Manager campaign may interact with the customer, 

requesting verbal and/or DTMF input. 

 

 
 

Experience Portal/Proactive Outreach Manager Outbound Call 
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3.2.6. Equipment and Software Validated 

The following equipment and software was used for the reference configuration described in these 

Application Notes.   

 

Equipment/Software Release/Version 

HP Proliant DL360 G7 server 

¶ System Platform 

¶ Avaya Aura®  System Manager 

 

¶ 6.3.0.0.18002 (with patch 08002) 

¶ 6.3.7  (r3702275) 

IBM 8800 server 

¶ Avaya Aura®  Session Manager 

 

¶ 6.3 SP7 (6.3.7.0.637008) 

Dell S8510 server 

¶ System Platform 

¶ Avaya Aura®  Communication Manager 

 

¶ 6.3.0.0.18002  

¶ 6.3 SP5 (03.0.124.0-21460) 

HP Proliant DL120 G7 server 

¶ VMWare ESXi 

¶ Experience Portal 

o Proactive Outreach Manager 

o Tomcat 

¶ Windows Server 2008 R2 

o Nuance Recognizer 

o Nuance Vocalizer 

o Nuance Speech Server 

 

¶ 5.1.0 

¶ 7.0 

¶ 3.0 

¶ 6.0.37 

 

¶ 10.0 

¶ 5.7 

¶ 6.2 

Dell R610 

¶ System Platform 

¶ Avaya Aura®  Messaging 

 

¶ 6.3.0.0.18002 (with patch 08002) 

¶ 6.3.0.0.11315 

Avaya G430 Media Gateway ¶ 34.5.1 

Dell R210 

¶ Avaya Session Border Controller for 

Enterprise 

 

¶ 6.2.1 Q07 and 6.2.1 Q16
5
 

Avaya 96x1 IP Telephones ¶ H.323 Version 6.3116 

¶ SIP Version 6.3.1.13 

Table 2: Equipment and Software Versions 

 
 

                                                 
5
 See the note in Section 2.2 regarding these releases. 
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4. Configure Avaya Aura® Session Manager Release 6.3 
This section illustrates relevant aspects of the Session Manager configuration used in the 

verification of these Application Notes.  

 

Note ï These Application Notes assume that basic System Manager and Session Manager 

administration has already been performed.  Consult documents [5 &  6] for further details if 

necessary. 

 

This section provides the procedures for configuring Session Manager to receive calls from the 

AT&T IPFR-EF service (via the Avaya SBCE) and route these calls over the SIP trunks defined to 

Experience Portal, Communication Manager, and the Avaya SBCE.  

 

The following administration activities will be described: 

¶ Define SIP Domain. 

¶ Define Locations. 

¶ Define SIP Entities corresponding to Experience Portal, Communication Manager, the 

Avaya SBCE, and  Avaya Aura® Messaging. 

¶ Define Entity Links between Session Manager and the various SIP Entities. 

¶ Define Routing Policies associated with Experience Portal, Communication Manager, the 

Avaya SBCE, and  Avaya Aura® Messaging. 

¶ Define Dial Patterns, which govern which routing policy will be selected for call routing. 

 

Session Manager configuration is accomplished by accessing the browser-based GUI of System 

Manager, using the URL http://<ip -address>/SMGR, where <ip-address> is the IP address of 

System Manager.  In the Log On screen (not shown), enter appropriate User ID and Password and 

press the Log On button. Once logged in, Home screen is displayed.   From the Home screen, 

under the Elements heading in the center, select Routing. 

 

 



 
JF; Reviewed: 

SPOC 10/9/2014 

 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

21 of 114 

EP7SMCM63SBCEFR 

 

 

4.1. SIP Domain 

Step 1 - Select Domains from the left navigation menu.  In the reference configuration, domain 

customera.com was defined. 

Step 2 - Click New (not shown). Enter the following values and use default values for remaining 

fields. 

¶ Name:  Enter the enterprise SIP Domain Name.  In the sample screen below, 

customera.com is shown. 

¶ Type:  Verify sip is selected. 

¶ Notes:  Add a brief description.  

Step 3 - Click Commit to save.  

 

 

4.2. Locations 

Locations are used to identify logical and/or physical locations where SIP Entities reside.  Location 

identifiers can be defined in a broad scope (e.g., 192.168.67.x for all devices on a particular 

subnet), or individual devices (e.g., 192.168.67.46 for a deviceôs specific IP address). In the 

reference configuration, two Locations are specified: 

¶ Main  (192.168.67.*) ï The Location defining the majority of the CPE equipment (e.g., 

System Manager, Session Manager, Experience Portal, Communication Manager, and 

Avaya Aura® Messaging). 

¶ Common (192.168.70.*) ï The Location defining the Avaya SBCE.  

Note ï Two Locations are specified due to the specific network topology of the test reference 

configuration. A single Location, or more than two Locations, may be used as applicable. 

 

4.2.1. Main Location 

Step 1 - Select Locations from the left navigational menu.  Click New (not shown). In the General 

section, enter the following values and use default values for remaining fields. 

¶ Name:  Enter a descriptive name for the Location (e.g., Main ).  

¶ Notes:  Add a brief description.  



 
JF; Reviewed: 

SPOC 10/9/2014 

 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

22 of 114 

EP7SMCM63SBCEFR 

 

 

Step 2 - In the Location Pattern section, click Add and enter the following values. 

¶ IP Address Pattern: Enter the IP address of the CPE subnet (e.g., 192.168.67.*). 

¶ Notes: Add a brief description if desired.  

Step 3 - Click Commit to save. 
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4.2.2. Common Location 

Repeat the steps from Section 4.2.1 with the following changes: 

¶ Name:  Enter a descriptive name for the Location (e.g., Common).  

¶ IP Address Pattern: Enter the IP address of the Branch subnet (e.g., 192.168.70.*). 

 
 

 




















































































































































































