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Avaya Solution & Interoperability Test Lab

Application Notes for Jacada Workspace with Avaya
Communication Manager using Avaya Application
Enablement Services — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Jacada Workspace to
interoperate with Avaya Communication Manager using Avaya Application Enablement
Services. Jacada Workspace is a contact center solution that enables creation of web-based
thin-client unified desktops. The thin-client provides a single point of access to all major
functions and applications required by agents to service customer calls.

Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DeveloperConnection
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

Jacada Workspace is a contact center solution that enables creation of web-based thin-client
unified desktops. The thin-client provides a single point of access to all major functions and
applications required by agents to service customer calls. Jacada Workspace can combine the
agent desktop applications into an environment that includes features such as single sign-on,
dynamic call scripting, guided navigation, cross-sell/up-sell alerts, in-call intelligence, automated
call wrap-up, Computer Telephony Integration (CTI), and contact channel integration.

The compliance testing focused on the CTI functionality of Jacada Workspace. The integration
with Avaya Communication Manager is through Avaya Application Enablement Services (AES)
with Envox CT Connect as a CTI middleware provider. The Definity LAN Gateway (DLG)
interface of Avaya AES is utilized by Envox CT Connect to provide call control and event report
CTI functionality to Jacada Workspace. The CTI functionality enables Jacada Workspace
clients/agents to access customer information such as calling party number, and perform
login/logout and call related actions via the desktops.

For the compliance testing, both Jacada Workspace and Envox CT Connect were installed on the
same server as shown in Figure 1 below.
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Figure 1: Jacada Workspace with Avaya Communication Manager using Avaya AES and
Envox CT Connect
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2. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment

Software

Avaya S8700 Media Servers

Avaya Communication Manager 3.1.2,
R013x.01.2.632.1

Avaya MCC1 Media Gateway

e  TN799DP C-LAN Circuit Pack HWO01 FWO017
e TN2302AP IP Media Processor Circuit Pack | HW13 FW111
Avaya Application Enablement Services 3.1.2, build 46.5
Avaya C363T-PWR Converged Stackable Switches | 4.5.14
Avaya 4610SW IP Telephones (H.323) 2.30
Avaya 9620 one-X"™ Deskphone Edition (H.323) 1.0
Avaya 9630 one-X"™ Deskphone Edition (H.323) 1.0
Jacada Workspace and 4.0 with patch CR070108
Envox CT Connect on 6.1 SP1H

IBM ThinkPad
e BEA WebLogic
e BEA PointBase

Windows XP Professional SP2
8.1 SP5
8.1 SP5
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3. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager. The
procedures include the following areas:

e Verify Avaya Communication Manager license
e Administer IP node name for C-LAN

e Administer IP interface for C-LAN

e Administer data module for C-LAN

e Administer IP services for AES transport link

e Administer CTI link for DLG service

The detailed administration of contact center devices, such as Vector Directory Numbers
(VDNs), vectors, ACD/SKill groups and logical agents are assumed to be in place and are not
covered in these Application Notes. For administration of contact center devices, refer to the
appropriate documentation in Section 11.

For the compliance testing, agents with physical station extensions of 22991, 22992, 22993”
and logical agent identifiers of “53001, 53002, 53003” along with the same passwords “53001,
53002, 53003 were created. This information will be used to configure the Jacada Workspace
agents in Section 6.2.

3.1. Verify Avaya Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Avaya Communication Manager
license has proper permissions for features illustrated in these Application Notes. Use the
“display system-parameters customer-options” command to verify that the ASAI Link Core
Capabilities customer option is set to “y” on Page 3. If this option is not set to “y”, then contact
the Avaya sales team or business partner for a proper license file.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call I1D? y Backup Cluster Automatic Takeover? n
A/D Grp/Sys List Dialing Start at 01? y CAS Branch? n
Answer Supervision by Call Classifier? y CAS Main? n
ARS? y Change COR by FAC? n
ARS/AAR Partitioning? y Computer Telephony Adjunct Links? y
ARS/AAR Dialing without FAC? y Cvg Of Calls Redirected Off-net? y
ASAl Link Core Capabilities? y DCS (Basic)? y
ASAI Link Plus Capabilities? y DCS Call Coverage? y
Async. Transfer Mode (ATM) PNC? n DCS with Rerouting? y
Async. Transfer Mode (ATM) Trunking? y
ATM WAN Spare Processor? n Digital Loss Plan Modification? n
ATMS? y DS1 MSP? n
Attendant Vectoring? n DS1 Echo Cancellation? N
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3.2. Administer IP Node Name for C-LAN

Use the “change node-names ip” command, and add an entry for the C-LAN that will be used for
connectivity to the AES server. In this case, “clan-1b09” and “192.45.100.87” are entered as
Name and IP Address. The actual node name and IP address may vary. Submit these changes.

change node-names ip
IP NODE NAMES

Name IP Address
clan-1b09 192.45 .100.87
default 0O .0 .0 .0

3.3. Administer IP Interface for C-LAN

Add the C-LAN to the system configuration using the “add ip-interface n” command, where “n”
is an available slot number. Note that the actual slot number may vary, and in this case “1b09” is
used. Enter the C-LAN node name assigned from Section 3.2 into the Node Name field. The
IP Address field will be populated automatically.

Enter proper values for the Subnet Mask and Gateway Address fields. In this case,
#255.255.255.0” and “192.45.100.1” are used to correspond to the network configuration in these
Application Notes. Set the Enable Ethernet Port field to “y”, and use a separate Network
Region for the C-LAN dedicated for AES connectivity. Default values may be used in the
remaining fields. Submit these changes.

add ip-interface 1b09 Page 1 of 1
IP INTERFACES

Type: C-LAN
Slot: 01B09
Code/Suffix: TN799 D
Node Name: clan-1b09
IP Address: 192.45 .100.87

Subnet Mask: 255.255.255.0 Link:
Gateway Address: 192.45 .100.1
Enable Ethernet Port? y Allow H.323 Endpoints? y
Network Region: 2 Allow H.248 Gateways? y
VLAN: n Gatekeeper Priority: 5

Target socket load and Warning level: 400
Receive Buffer TCP Window Size: 8320
ETHERNET OPTIONS
Auto? Y
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3.4. Administer Data Module for C-LAN

Add a new data module using the “add data-module n” command, where “n” is an available
extension. Enter the following values:

Name: A descriptive name.

Type: “ethernet”

Port: Same slot number from Section 3.3 above and port “17”.
Link: An available link number.

add data-module 2001
DATA MODULE

Data Extension: 2001 Name: CLAN 1B09 Data Module
Type: ethernet
Port: 01B0917
Link: 11

3.5. Administer IP Services for AES Transport Link

Administer the transport link to the AES server with the “change ip-services” command. Add an
entry with the following values for fields on Page 1:

e Service Type: “AESVCS”
e Enabled: “y”
e Local Node: C-LAN node name from Section 3.2.
e Local Port: Retain the default value of “8765.
change ip-services Page 1 of 3
IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
SAT y clanP27-2a03 5023 any 0
SAT y clan-1b04 5023 any 0
AESVCS y clan-1b04 8765
AESVCS y clan-1b09 8765
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Proceed to Page 3, and enter the following values:

e AE Services Server: Name obtained from the AES server, in this case “AES-DevCon2”.
e Password: Same password to be administered on the AES server.
e Enabled: “y”

Note that the name and password entered for the AE Services Server and Password fields are
case sensitive, and must match the name and password on the AES server. The administered
name for the AES server is created as part of the AES installation, and can be obtained from the
AES server by typing “uname —n” at the Linux command prompt. The same password entered in
the screen below will need to be set on the AES server, as described in Section 4.3.

change ip-services Page 3 o0of 3
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: devconaes01 * y in use
2: AES-DevCon2 devcon2 y
3:

3.6. Administer CTI Link for DLG Service

Add a CTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter “ASAI-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields. Submit these changes.

add cti-link 1 Page 1 of 2
CTI LINK
CTI Link: 1
Extension: 2201
Type: ASAI-IP
COR: 1
Name: Envox-Jacada DLG Link
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4. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya Application Enablement Services
(AES). The procedures include the following areas:

o Verify AES license

e Administer local IP

e Administer switch connection
e Administer DLG link

4.1. Verify AES License

Access the AES OAM web based interface by using the URL “https://ip-address:8443/MVAP”
in an Internet browser window, where “ip-address” is the IP address of the AES server. The
Login screen is displayed as shown below. Note that the AES OAM includes two separate
administrative accounts, one to access CTI OAM Admin and a separate one to access User
Management. Log in using the CTI OAM Admin user name and password.

AVAVA Application Enablement Services
Operations Administration and Maintenance
aHeln
' Login
Username:
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 36
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The Welcome To OAM screen is displayed, as shown below. Select CTI OAM Admin from

the left pane.

AVAyA Application Enablement Services

Operations Administration and Maintenance

ﬂﬁLuLmﬁ

You are here: > Home fdHelp

= Welcome to OAM

The AE Services Cperations, Administration, and Management (CAM) Web provides you with tools for
managing the AE Server. 0AM spans the following administrative domains:

e CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the AE Server,

s User Management - Use User Management to manage AE Services users and AE Services user-
related resources.

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

| © 2005 Avaya Inc. All Rights Reserved,

The Welcome to CT1 OAM Screens is displayed next. Verify that AES is licensed for the DLG
service, as shown in the bottom of the screen below. If the DLG service is not licensed, contact
the Avaya sales team or business partner for a proper license file.

Application Enablement Services
Operations Administration and Maintenance

You are here: > CTI OAM Home {dHelp

= Welcome to CTI OAM Screens

[craft] logged in on Wed Jan 10 09:50:01 E.S.T. 2007

IMPORTANT: AE Services must be restarted for administrative changes to fully take effect,
Changes to the Security Database do not require a restart,

Service Controller Status
ASAI Link Manager RuUnning
CMAPI Service Running
CYLAN Service Running
DLG Service Running
Transport Layer Service Running
TSAPI Service RuUnning

For status on actual services, please use Status and Control.

License Information

You are licensed to run Application Enablement (CTI) version 3.1.2.

You are licensed for the following services
e DLG
e CWLAN
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4.2. Administer Local IP

From the CTI OAM Home menu in the left pane, select Administration > Local IP. The
Local IP screen is displayed into the right pane, as shown below. In the Client Connectivity
field, select the AES server IP address that will be used to connect to Envox CT Connect. In the
Switch Connectivity field, select the AES server IP address that will be used to connect to
Avaya Communication Manager. Note that the IP addresses were created as part of AES
installation. Retain the default value in the Media Connectivity field, and click on Apply
Changes.

AVAYA Application Enablement Services

Operations Administration and Maintenance

= x-‘«dminitratiu:un > Local IP

You are here:

Local IP % Local IP
Ports |

Switch Connections

¥ CTI Link Admin — .
» CMAPI Configuration Switch Connectivity | eth1:192.45.100.153 V|

Client Connectivity EethD:192.45.2El.152 V_|

TSAPI Configuration  Media Connectivity i_ﬁrljf_ Vi
v Security Database

[ Apply Changes ]

4.3. Administer Switch Connection

From the CTI OAM Home menu in the left pane, select Administration > Switch
Connections. The Switch Connections screen is displayed, as shown below. Enter a
descriptive name for the switch connection and click on Add Connection. In this case,
“devcon27S8700” is used. Note that the actual switch connection name may vary.

Application Enablement Services

Operations Administration and Maintenance

You are here: > Administration > Switch Connections

Administration

Local 1 = Switch Connections
Ports
Switch Connections |devcon2?58?DD | Add Connection

» CTI Link Admin it g
; : umber of Active .
» CMART Configuration Connection Name SRk Connection Type

TSAPI Configuration
@®

2 devcon3158700 1 CTI/Call Information
» Security Database
5 [ Edit Connection | [ Edit CLANIPs | [ Edit H.323 Gatekeeper | [  Delste Connection |
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Next, the Set Password — devcon27S8700 screen is displayed. Enter the following values for
the specified fields:

e Switch Connection Type:  “CTI/Call Information”

e Switch Password: Same password from Section 3.5.

e Confirm Switch Password: Re-enter the same password from Section 3.5.
e SSL: Retain the check.

Had the switch been an Avaya DEFINITY Server G3csi, the SSL checkbox would need to be
unchecked. Click on Apply.

AVAYA Application Enablement Services

Operations Administration and Maintenance

> administration > Switch Connections

Y¥ou are here:

Dca| P ' = Seat Password - devcon2758700

Ports
Switch Connections  Please note the following:
: : * A password is not required for a H323 Gatekeeper Connection.
b CTI Link Admin - : : :
] Changing the password affects only new connections, not open connections.
» CMAPI Configuration

TSAPI Configuration

3 : | y |
} Switch Connection Type | CTWCall Infarmation |
¢ Security Database ¥H ittt |
Status and Control Switch Password |.|||.|||..||
Confirm Switch Password iu-u--uu. |
S5L

The Switch Connections screen is displayed next, as shown below. Select the newly added
switch connection name from the listing, and click on Edit CLAN IPs.

AVAyA Application Enablement Services

Operations Administration and Maintenance

You are here: =  Administration = Switch Connections

Local I = Switch Connections

Ports

Switch Connections | | [ Add Connection
¥ CTI Link Admin

; : Murnber of active i

v CMAPI Configuration Connection Mame TS - Connection Type

TSAPI Configuration ;

;SAPI_tCDSﬁt ubratlon &  dewconz7SE700 i CTI/Call Infarmation
v Security Database

= ) devcon3l1seroo T CTI/Call Information

b Status and Control

| Edit Connection | [ Edit cLANIPs | [ Edit H323 Gatekeeper | [ Delete Cannection |
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The Edit CLAN IPs — devcon27S8700 screen is displayed next. Enter the host name or IP
address of the C-LAN used for AES connectivity from Section 3.2. In this case,
#192.45.100.87” is used. Click on Add Name or IP.

Operations Administration and Maintenance

AVAYA Application Enablement Services

You are here: =  Administration = Switch Connections

» Administration

Lol . Edit CLAN IPs - devcon27S8700

Ports |

Switch Connections
» CTI Link Admin 1192.45.100.67 [ AddName or P |
» CMAPI Configuration Mame or IP Address Status

TSaPI Configuration Delete [P

v Security Database

4.4. Administer DLG Link

To administer a DLG link, select Administration > CTI Link Admin > DLG Links from the
CTI OAM Home menu in the left pane. The DLG Links screen is displayed, as shown below.
Click on Add Link.

AVAyA Application Enablement Services

Operations Administration and Maintenance

CTI Link Admin > DLG Links

¥ou are here: = Administration >

Local IP
Eorts B DLG Links
Switch Connections M
+ CTI Link Adrmin :
TSAPI Links Switch Connection Switch CTI Link # igi?;;oﬂ Bl IR Client Link Mumber
il Linkes [Add Link | [ Edit Link | [ Delete Link
DLG Links
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The Add/Edit DLG Links screen is displayed next. Select the following values for the specified
fields, and click on Apply Changes.

e Switch Connection: Name of switch connection from Section 4.3.

e Switch CTI Link Number: CTI link number from Section 3.6.

e Client Hostname or IP: IP address of the Envox CT Connect server from Figure 1.

e Client Link Number: Link number of Envox CT Connect server from Section 5.4.
Application Enablement Services

AVAyA e Operations Administration and Maintenance

= DLG Links

You are here: > Administration = CTI Link Admin

Local IP & . .
Dhkts w Add / Edit DLG Links

Switch Connections

- CTI Link Admin Switch Connection: Idevcan?SB?DD V_l
TSAPI Links Switch CTI Link Number: 1 =
D Client Hostname or IP: 192.45.20231 |
DLG Links ——
» CMAPI Configuration Client Link Number: |1_v|
TSAPI Configuration [ Apply Changes l [ Cancel Changes l

» Security Database

The Apply Changes to Link screen is displayed. Click on Apply.

Application Enablement Services
Operations Administration and Maintenance

> Administration > CTI Link Admin > DLG Links

You are here:

tration
Local IP
Ports B
Switch Connections W
» LTI Link Admin

Apply Changes to Link

Warning! Are you sure you want to apply the changes?

TSAPI Links
CYLAN Links
e s T Agply | | Cancel
==
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5. Configure Envox CT Connect

This section provides the procedures for configuring the Envox CT Connect server. The
procedures include the following areas:

e Launch configuration program

e Administer link

e Administer switch type

o Administer IP address and link number

5.1. Launch Configuration Program

Envox CT Connect uses a GUI based configuration program to configure communication links
between the CT Connect server and switches. From the Envox CT Connect server, launch the
configuration program by selecting Start > Programs > Envox CT Connect Server >

Configuration Program as shown below.

T eGP

@ GTK+ Runtime Enviranment

i [@ Infommersion

4 I Intervideo WinDVD

[@ Jacada

@ Lavasoft Ad-Aware SE Personal

I LnkPoint

@ Lotus Applications

4 @ Microsoft .NET Framework SDK v1.1
\_-"L Favorites . @ Microsoft Office

: @ Microsoft Office Tools

Windows Update

Programs

© ';-‘9 Documents » [E) Microsoft Visual Studio .NET 2003
= )

= Settings , [@ Mindreef SOAPscope 4.1
% I] [@ Mozilla Firefox

— —

[=} MetTime

= ,_J Search 4 @ N

o [@ MetWaiting

P @) Help and Support IF Movel (Common)

; - [@ palmCne

=7 Run...

- [@ PC-Doctor for Windows
=

= PDFCreator

3 Shut Down... @

[@ Powertoys for Windows XP

* ¥ ¥ ¥ ¥ ¥ ¥ ¥ ¥ ¥ ¥ W FT ¥ ¥ ¥ ¥ ¥ ¥ ¥ ¥

Microsoft FrontPage
Microsoft Outlook
Microsoft PowerPaint
Microsoft Word

@ Outlook Express

pot Remote Assistance

E’ TextPad

S Trilian

E Windows Journal Viewer
% Windows Media Connect
@ Windows Media Player
@ CoffeeCup Software
[ Filezila

@ Z¥ Spectrum Emulator
Spectaculator 5,25

&3 Audadty

@ iTunes

@ QuickTime

[0 webEx

i Envox CT Connect Server

» E Autharization Setup Program
Il == Configuration Program
» B Control Program

% CTC Test

&% CTC Test (Java)
3 E Distributed Data Setup Program
3 @ Problem Solving and Manitoring Help
» @ Release Notes
13 ) Documentation (PDF)
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5.2. Administer Link

The Envox CT Connect Server Configuration screen is displayed. Enter a descriptive name
for the Enter a Logical Identifier field, in this case “avaya”. Click on the Add button.

[Z: Envox CT Connect Server Configuration ! ﬁ
|

~Mews Link

Enter a Logical Identifier

avaya Add

~Existing Links

Select the Logical Identifier

Ll Modify |

Server Options Exit Help

5.3. Administer Switch Type

The Envox CT Connect Server Configuration — Switch Type for Link : avaya screen is
displayed next. Select Avaya Communication Manager from the list and click Next.

[Z: Envox CT Connect Server Configuration - Switch Type for Link : avaya

Select vour Switch Tyvpe

[ LIC= LR g iy B N o ) g [= 1=

Alcatel 4400 CSTA Phase 11 :—I s

Alcatel OmniPCX Office

Alcatel OmniPCy 4400 J = TCRIIP

Avaya DEFIMNITY Prologix 150N

Bvaya Communication Manager

Avava IMDex { ol ]

Comdial DXP/DYP Plus

Coral ISBX € V.24

5 Telecom Sigphone aC0 N

Datawoice Dharma 1000

Deutsche Telecom Octopus E300/800 6.3 or earlier

Nebsrhe Telernm Qrbanns F3ONMR00 A.4 Lj

et Cancel
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5.4. Administer IP Address and Link Number

The Envox CT Connect Server Configuration — Configuring Avaya TCP/IP Link : avaya
screen is displayed. Enter the following values for the specified fields, and retain the default

values in the remaining fields. Click on Save.

e Switch IP Address:
e Link Number:

[=z Envox CT Connect Server Configuration - Configuring Avaya TCP/IP Link : avaya

Switch IP Address [192.45.20.152

Link Murnber !1

~Optional

Local IP Address |

Metwork Mode ID |

~Device Level fduthorisation

[~ Enable
Password-
" Mone
{7 Swstem

" application

AES client connectivity IP address from Section 4.2.
Link number used for connectivity to AES, in this case “1”.

Maximum Manitors i1 oo

[+ Auko Skart Link

[~ Auko Restart Monikars

advanced Trace Save Cancel
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6. Configure Jacada Workpace

This section provides the procedures for configuring the Jacada Workspace server. The
procedures include the following areas:

e Launch PointBase Console
e Administer agents

e Administer CTI provider

e Launch Jacada Workshop
e Administer application

e Administer switch type
Administer numbers

Build Application

Start WebLogic server
Launch WebLogic server

Configuration of Jacada Workspace is typically performed by Jacada Professional Services. The
procedural steps are presented in these Application Notes for informational purposes. Jacada
Workspace can be configured on a single server or with components distributed across multiple
servers. For ease of compliance testing, the configuration used a single server hosting all
components including WebLogic and PointBase, which are third-party Java-based application
and database components from BEA that are utilized by Jacada Workspace.

By default, Jacada Workspace is configured to work during development with the PointBase
database. For a production environment, it is necessary to use either the Microsoft SQL or
Oracle database. For simplicity of the compliance testing, the PointBase database was utilized.

6.1. Launch PointBase Console

From the Jacada Workspace server, double-click on the PointBase Console icon shown below,
which was created as part of the Jacada Workspace server installation.
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The screen below is displayed, with the Connect To Database dialog box automatically popped
up. Inthe URL field, select the URL to correspond to the appropriate project in the PointBase
database server. For the compliance testing, the PointBase database resided with the Jacada
Workspace server and hence the use of “localhost” in the URL. The default port of “9093” was
used along with the default database name of “workshop” in the URL. Note that this URL was
created as part of the Jacada Workspace installation.

Maintain the default values in the Driver field, and enter the appropriate credentials into the
User and Password fields. Click on OK.

@ PointBase(R) Console 4.4 ECF build 274 - NOT CONNECTED B=E

File Edit Sl DEA Resuf  Window Favorites  Help

= # M B b b il <] i & &

i Opeh.. Save.. Cut Copy  Paste Execute  Execute Al Updatable Output Commit  Rollback Export...  Import... Help Topics...

|4 Erter SEL Command
@l Mot connected to a database r

Connect To Database zl

Connect To Data

Driver: |com.poimbase.jdbc jobcUniversalDriver |

LURL: |idbc:poimbasa:server: focalhost: 3093 M workshop | - |

Lzer: | ******** |

L |

- Open specified Databaze () Creste rew Database () Drop specified Database and recreste

Ok Caricel
1000 Dalsts Row || Izt e Ermpti: Row || Update Row |U-UUSBC

| || M Rows,

(Teente |

00
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6.2. Administer Agents

The screen is updated with the PointBase directories in the left pane. Expand jdbc:PointBase://
localhost:9093/workshop > SCHEMAS > JFAP > TABLES in the left pane, and select
CTI_AGENT. Note that the name for the root directory may vary. Add an agent by entering
the SQL command with the following parameters in the upper right pane, and click on Execute.

e USERNAME: A descriptive user name for the agent.

e EXTNUMBER: The physical station extension for the agent from Section 3.
e SERVER: Name or IP address of the Envox CT Connect server.

e LINK: Envox CTI logical link identifier from Section 5.2.

e CTILOGINNAME: The logical agent identifier from Section 3.

e CTIPASSWORD: The logical agent password from Section 3.

e AGENTID: The logical agent identifier from Section 3.

e DATA: Null value indicated by “”.

e GROUPID: Null value indicated by *”.

Note that for the test configuration, the Envox CT Connect server resides on the same server as

Jacada Workspace, with “ahaimovitz” as the host name.

Repeat this procedure to add an entry for every agent. In the screen below, the upper right pane
shows the SQL command to add an entry for agent 22991, and the lower right pane shows an
already added entry for agent 22992.

# PointBase(R) Console 4.4 ECF build 274 - jdbc:pointbase:server:z/flocalhost

Fie Edit SGL DBEA Resub ‘Window Favorites Help

= ® B ] b i <] ' i [
@ Open Save Cut  Copy  Paste Execute | Execute &1 Updatable Outpt Commit Rollback Export Impart Help Topics

4] Ertar i o 1

@ a jubc: PoirtBase: Mocahost: S0930workshop
& I scremas
& [y Jacepa
o8 FP
@ 1 TaBLES
© [E acTivE_USERS
@ B CT_acENT
@ B coLumns
@ B USERNAME
© B EXTMUMEER
@ B SERVER
@ B LINK
@ B GROUPID

@ B CTILOGMNNAME
© B CTPASSWORD
@ B pata

© B SECOMDLINK
@ B GATEWAYSER
@ B oUTBOUNDEXT
@ B acENTID
@ B COMFIGKEY
@ B oUTBOUNDACCKE
@ [ PAGE SIZE
@ F8 LOB PAGE SIZE
© [ CTI_EVENT_HANDLERS
© B CTI_PARAMETERS

cute the current SAL Command. |
MSERT INTC JFAP.CTI_AGEMT (USERMAME EXTHUMEER, SERWER: LINK, CTILOGIMMAME CTIPASSWORD, AGENTID DATA, GROUPIDY
ALUES ("agent22991° 122991 'ahaimovitrT42' ‘avaya' /53001 '53001° 53001 "),

O ARCHAR (255]

@ E SECOMDSERVER |

© [ GLOBAL SETTINGS

EXTHUMEER | SERVER | LINK |
5ahaim0vrtzt42 avaya

LISERNAME |
agent22992

1[5 | »

Wax Rows{1000 115

‘ 0.01 =ec
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6.3. Administer CTI Provider

Select GLOBAL_SETTINGS in the left pane. Enter the SQL command in the upper right pane
to set the value of the “CTIProvider” to “CTC”, which denotes Envox CT Connect. Click on
Execute. The lower right pane in the screen below shows the updated value after the change.

@ PointBase(l) Console 4.4 LCF build 2/4 - jdbc:pointbase:server:ﬂlocall‘mst:HD"}HIworksl'mp

Fils  Edit  =OL DEA  Result  YWindow  Favortes  Help

: | 3 Ui @ e = <] ih i =
G PRk Save cat capy Paste wpnite) | Fyenute A pdatable Outpe Commtt Rollback Frprint o Help Tripies:
A -Fraler S@1 Cornrmrndz
@B e PrindFiese S saibe e SNA S eorkstnpn [
o m SIZHEMAS MOATE JFAR.CLOBAL SETTINGS SET WALUE='CTC! vwehore NAME='CTIMFovidcr!,
@ By sncans
® By oo
7 T3 TapLEs

© [E ACTIVEC USCRG
@ [ CTI_AGCNT
E BBl cTI_FwFNT_HanD FRS
@ [E TI_PaRAMETERS e T T
© B Losal_seTTies i

Ll @ COLUMRE

== 5 NACE SIZE

@ [ LoD PAGL SIZC
©= [iE] JOOMAPPING
S Bl avont
@ [F] MESSAES
@ [E PROJEC T _HKESOURCES
@ =] R MMARFING

HIERIE WALUE
i | [Personalization. Craklad s
A | 1onassignment Enabied ftrLie

o | LookupEEncpomt

http: Aocalhost: AUUTA L.

CTICommandySendpoint

littp Aocalhost: 7001 A2, .

| e Teeeviner

(3 ot

& 2] SCRIPTMAITING i | [nemicome Imeoutinssconds su

®= = SCTTINGS
@= [=] USCRMCNU
o 2 TRIGeFRS
o 5 viems
Fe I PROCEDURES
= np FEHULLIG
= By, PoMTEASE

&= [y WIDLOGIC
&[5 SECURITY

| | s Rowes,

1000 | Cislete Rotny | | Inzert hew Empty R | | Upetste Rouy

| 001 soo Ei2

| L eece [Mevecinaai]|

6.4. Launch Jacada Workshop

From the Jacada Workspace server, double-click on the Jacada Workshop icon shown below,

which was created as part of the Jacada Workspace server installation.
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6.5. Administer Application

The Jacada Workshop screen is displayed. From the menu bar, select File > New to bring up
the New Application dialog box shown below. Select Jacada and Jacada Workspace
Application. Enter the desired Directory and Name, and click on Create.

File Edit View Build Debug Tools ‘Window Jacada Help

DFE@ o~ Bl =0 EEEEs ~¢HBEBEBG

| | Application #* |

|| Prope.. %

New Application x

s R (ﬁ Jacada WorkSpace Application

(1 Jacada @ Jacada WorkSpace Script Application

1 Jacada Fusion

1 Jacada WorkSpace

) Portal

) Process

) Tutorial

Directory: | CAQuickappsiMyApplication | | Browse.., |
Narne: | Myhpplication |
Server! | Cibealuser_projects\DomainsiWarkspace | - | | Browse... |

Creates a news application containing & basic Jacada WorkSpace project.

|| Output “CBuld { Find #

Description

s | 34/e3
« BbTC%F 10:46 PM

Ready

E!Startl ] aEpeda > | (@ Aaron Hai... | (23 avayaCert | QuestionsR...l % Jacada-AES... "p\ Jacada Wo... | 89%

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 21 of 36
SPOC 2/15/2007 ©2007 Avaya Inc. All Rights Reserved. Jacada-AES



6.6. Administer Switch Type

The MyApplication screen is displayed. Expand MyApplication > MyApplicationJacada >
WEB-INF > src > global in the left pane, and select Global.app. Note that the application and
project names may vary. In this case, “MyApplication” is the application name, and the project
name is automatically created by Jacada Workspace by concatenating “Jacada” to the application
name, or “MyApplicationJacada”.

Scroll down the screen in the right pane to locate the login function. Add the line
“this.sessionVars.setCtiSwitchType(*“avaya”);” as shown below. The entered switch type must
match the Envox CTI logical identifier from Section 5.2.

* MyApplication - Jacada Workshop - Global.app

File Edit Wew Buld Debug Tools Window Jacada Help
D@ o~ 2B« |c00 HEE N« =2 0 BN Y6
| | Application || Global.app - {MyApplicationJacadal\WEE-INFisecialabal) o
\‘:_";]Mynpplication E‘ D53 protected Forward goBack() { Iz‘
£} 38 Myapplicationlacada Lad return super. goback(] ;
2] CoMMOn 4
(2] Flaws public Agent initialaizeCTIAgent(HttpSerwvletRecsuest recquest) |
(L) jacada.aux retur = &
(] JADMWS llss
[C5vSTEM public woid login(HttpServletRequest redquest) |
(] UsER rl : try |
= 28 WEB-TNF
[Z1 -pageflow-struks-gen
[T classes
Calib
=R g
[T CoMMon
29 global
[ [C] management N
@ CallVariables. java this.sessionVars.setCtiSwitchType ("avaya');
‘:r*j Counters.java df iy ERIS de-after all sessionVars g
@DataFormatter.java Super. logTIrrresrse == ]
@Datastore.java HttpSession session = request.getiession(): L.
Global.app
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6.7. Administer Numbers

Scroll down the screen in the right pane a little further to the add numbers section, as shown
below.

MyApplication - Jacada Workshop - Global.app IE

File Edit Wiew Buld Debug Tools MWindow Jacada Help

DEE@ o | BBl EE0 HHEEs »¢HHNEO®

| [ Application > || Global.app - {MyapplicationJacadal wEE-TNFisrciglobaly ®
e e T
@Cuntmller java E‘ A4 To set the cti dccess code (the number to which the actual dial number E‘
= : £ gppended) . The access code will ke used only for externel numbers.
SRR Sithis, sessionVars, setCiilutbounddccessCode ("a")
errorPage.jsp

helpabout. jsp
@ ScriptController java
CJuser
= {53 WEB-INF
(271 .pageflow-struts-generated
() classes
Cle

his.sessionVars, setCtifwitchType ("avaya" ) ;

S keep thiz code after 21l sessionVars assiqmpents
super. login(request) ;

HttpSession session = request.getlession():

Agent agent = CTIManager.getdgent(session):
if{agent '= null) |

=S sre #F To disable automatic login to CTI as part of logying into Agent WorkSpdce,
(] COMMON A and matic logout from CTI as resplt of Joowinge out of Agent WorkSpace.
Alagent. setloglnhake o TN I
29 glabal

(Z2] management

@ Calvariables. java
@ Counters.java
@ DataFormatter . java
@ DatasStore. java
Global.app =
@ Sessionvariables. java
@ Variables.java

[C] 5vSTEM

S to add numbers for outhound consult calls
Slagent, addfutboundConsul  Info (ew CTI0utbowndInfo("H04.38", "4373", "ocomsult 4374", false))!

A5 to add mmbers for outhound dial calls
Slagent, addfutboundlial Info fnew CTI0utboundInfo/"d0438", "4378", "dial 4378", false)),

A4 to add numbers for outbound transfer calls
Sragent, addfutboundTransfer Info(new CTIOutboundIntfo("a0438", "43738",

"transfer 43787, false)
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For the add number for outbound consult calls section, uncomment the line by removing the
leading “//”, and replace the sample extensions with a valid extension. Add a new line for each
additional extension. Note that these extensions will show up in a drop down list when the agent
clicks on the Conf button from the desktop, such that the agent may select an extension from the
list to conference into the call.

For the add numbers for outbound dial calls section, follow the same procedure to add lines
for the extensions to appear in a drop down list, when the agent clicks on the Dial button from
the desktop to select an extension from the list to make an outgoing call.

For the add numbers for outbound transfer calls section, follow the same procedure to add
lines for the extensions to appear in a drop down list, when the agent clicks on the Transfer
button from the desktop to select an extension from the list to transfer the call.

- MyApplication - Jacada Workshop - Global.app

File Edit “iew Buld Debug Tools wWindow Jacada Help

DEeE@ o o|lésd BB|e-|EE20d HHEEe > ¢ HEBEH ®B

| | Application 3| [ Global.app - {AvayaCertificationJacada i WEE-INFisrcigloball *®
29 AvayaCertification L= ¢ super. login(request); [=]
G 33 e TR e AR e Httpiession session = request.getiessioni):
B 2] SomMmon Agent agent = CTIManager.getdgent(session);
[ ) Flowes if (agent != null) {
[C)jacada.aux
B[] aDwS
) SYSTEM
[ [ USER N . .
= A0t ddd numbers For o nd consult calls
5] 53 WEB-INF " 0o i u .
. agent. addiuthoundConsul tInfo (new CTI0uthoundInfo (22991, "22921", '"consult 22991", false)):
E._] -pageflow-struts-generated agent.addluthoundConsultInfo (new CTIOuthoundInfo("22992", "22992", "consult 22992", false)):
[ 7] classes agent.addluthoundConsul tInfo (new CTIOutboundInfo("22993", "229093", "consult 22993", false)):
= Clib L A % : : e %
A7 ko add nupbers for outhound dial calls
B a e agent.addiuchoundiialInfo(new CTIOutboundInfo("22881", "22681", "dial 22§3§1", false));
7] COMMON agent. addluthoundbialInfo (mew CTI0uthoundInfo(" 22991, "22991", "dial 22991", false)):
=] C—B global agent.addluthoundlialInfo (mew CTIOutboundInfo (" 229920, "22992", "dial 22992", false));
i agent,addluthoundbialInfo(new CTI0utboundInfo("22993", "22993", "dial 22993", false)):
[# ] managerment

@ Calvariables.java
@ Counters. java

@ DataFormatter java
:-,j DataSkore.java
Global.app

[ﬂ Global. app.bak.

5] Sessionvariables ja

A to add nupbers for outhound transfer calls

agent. addiuthboundTransferInfo (new CTIOuthboundInfo (" 22991, "22991", "transfer 22991", false));
agent.addluchoundTransferInfo (new CTIOuthoundInfo("22992", "22992", "transfer 22992", false)):
agent. addiutboundTransferInfo (new CTIOuthoundInfo (" 229930, "22993", "transfer 22993", falsze)):

i

] variables.java 0% catch(Exception e) {
C] SYsTEM 21 e.printStackTrace () ;

)t il }
B canfig.xml i
|<—|j custom-config. xml

@ jacada-config.xml E‘
|<—j jad-tags-component. tld E [ El
|<—j jad-tags-component, td:x || Gukpok 4 Build L Find *
I<—|jjad-tags-configurat\on.tld Initiating wariable manager for: Comwon Session Local Variables [a]
[¢31 iad-tans-confiauration, e Initiating warisble manager for: Session Local Warisbles =
[« | [»] Initiating varishle manager for: Call Local Variahles v
@ Server Stopped Ln 197 Col 16 NS 93} 151
tStartl | 8B @& > wlacda(c) “,vh AvayaCertification ... J avaya 96% |4 |« BHIXPE 11:23 am
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6.8. Build Application
From the menu bar, select Build > Build Application to build the application.

MyApplication - Jacada Work Global.app
File Edit Wiew

8@

Debug Tools Window Jacada Help

s d BB Es~¢HEEE B

ﬁ Stop Build

Application ™ - {MyApplicationJacadaH\ WEE-IMF srctglobaly
Build EAR
{23 MyApplication Build EAR {incremental) o Tkohnt s
= =3 MyApplica

= com Clean Application i

£ Flows BEuild Project The Global page flow is used to define actions which can be invoked H

[:]]'acad page Flow in 2 uﬁbepp. The ":.pf.'_c&tc:h" annotation provides & global o
Clean Project urnhandled exceplions by forwarding to an error pdage.

I 2

-

-

[ 1ADw

6.9. Start WebLogic Server
From the menu bar, select Tools > WebLogic Server > Start WebLogic Server.

MyApplication - Jacada Workshop - Global.app

File Edit Wiew Buid Debug Window  Jacada Help
- ; Ctrl+shift+5 - 3
DEE@| o o |
D ‘WebLogic Integration ]
29 AvayaCertification Project Properties 4 Copen: T
EI 24 AvayaCertificationJacada Application Properties. ., Configuration Wizard. .,
est
(] COMMOR IDE Properties... Weblogic Builder... i i
1 flows Securit » AR
(] jacada.aux Sl - L
£ 180Ws 164 | DataSource Viewer. ., L i"avaya']:
LEg | Portal Cache Managet... swerCalls (mew Boolean(false)) !
) YSTEM c 0 Manag
] UsER Le7: Server Properties, ., node, unconment the Following line
= ‘=Y WEB-INF 168 ; TS sess oGO ST TrnTornmne o T 8 { rewr Boolean(true) )
LED::
] -pageflow-struts-generated I'E':

The WebLogic Server Progress box is displayed, and shows the progress.

Weblogic Server Progress 1[

Skarting WeblLogic Server. ..
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6.10. Launch WebLogic Server

Access the WebLogic web interface by using the URL “http://<ip-address>:7001/console” in an
Internet browser window, where “<ip-address>" is the IP address of the WebLogic server. Note
that the IP address for the WebLogic server may vary, and in this case “192.45.20.231” is used,
as the WebLogic server is co-resident on the Jacada Workspace server. Log in with the
appropriate credentials and click on Sign In.

Administration Caon:

BEA WebLogic Server 8.1

WebLogic Server Administration Console
Sign in to wark with the WeblLagic Server

Username: lesssssse |

Password: |uuuu |

Expand Workspace > Security > Realms > myrealm in the left pane, and select Users. The
Users screen is displayed into the right pane, as shown below. Click on Configure a new User.

@ Console
= @Workspace Users
g g?un;;fs Connected to : W | You are logged in as @ weblogic | Logout
A achines
3 Deployments Users are entities that can be aRenticated. A uger can be a person or software entity, such as a Java client. Each user is
[ senices given a unigue identity within a security realrn. BEA recommends assigning users to groups for two reasons: it makes the
=l | Security Weblogic Security Service perform better, and makes it more efficient for administrators who waork with large numbers of users
B 23 Realms
B & myrealm This Users page displays key information about each user that has been configured in this security realm.
D users ]
3 Groups @lqure a new USD
(3 clobal Rales
O Providers Filter By: ‘ Filter
(2 Domain Log Filters
D Tasks T i .
User Description Provider
st default Jacada WorkSpace user with access to basic WorkSpace ;DefauItAuthentlcator &
.g_ |features . :
|weblogic | This user is the default administrator. | DefaultAuthenticator | @
R fdeeEELﬁI;gacada WorkSpace user with full access to WorkSpace \DefaultAuthenticator |
agent?2992 | agent 22992 | DefaultAuthenticator | @
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The myrealm> Create User screen is displayed. Select the General tab, and enter desired
values for the Name, Description, Password, and Confirm Password fields. Note that the
entered value for the Name field must match the user name administered in Section 6.2.

myrealm> Create User

Connected to © Waorkspace

Groups| Details |

You are logged in as e blogic | Logout

This page allows you to define a user in this security realm.

Name: |agent22991 |

The lagin narne far this user.

Description: |AgentNumber22991 |

A shaort description of this user. Faor example, the user's full name.

Password: |o.o..o..o. |
CO“ﬁn“ |..........| |
Password:

The password associated with the login name for this user.

Select the Groups tab. Select the appropriate permission group from the Possible Groups
section on the left, and use the right arrow to move to the Current Groups section on the right.
For the compliance testing, the “JwsAdministrators” group was selected, which has administrator
permissions. Typically the “JwsCTIUsers” permissions would be sufficient for agents. Click on
Apply. Repeat these procedures to add a user for each agent administered in Section 6.2.

myrealm> User

Connected to : Waorkspace | ouare logged in as : weblogic | Logout

B/ Configure a new User

General | BELITH Details|

This page allows you to select the groups to which this user belongs.

Administrators
Deployers
IntegrationAdrministrators
IntegrationDeplovers
Group Membership: Integrationtonitars
IntegrationOperators
IntegrationUsers T B
JweCTIUsers
JweDefaultlsersGroug
Jwshdanagers |

|

rniniste

1

Possible Groups Current Groups
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7. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying Jacada Workspace on the following: screen pop of
calling party number for inbound call delivery/conference/transfer scenarios, login/logout and
change work modes via the desktop, and call related actions such as hold/unhold/conference/
transfer/dial via the desktop.

The serviceability testing focused on verifying the ability of Jacada Worksapce to recover from
adverse conditions, such as disconnecting the Ethernet cable for the CTI link to Envox CT
Connect.

7.1. General Test Approach

All feature and serviceability test cases were performed manually. Upon start of the application,
Jacada Workspace requested monitoring and control of calls to all administered agents.
Incoming calls were made to the available agents, to verify Jacada Workspace screen pop of
calling party number on the answering agent’s desktop. Manual call controls from the agent
desktops were exercised to verify call control capabilities.

7.2. Test Results
All feature test cases were executed and passed.

There were two observations from the compliance testing. The first is that patch CR070108 is
needed in order to have the calling party number displayed on the screen for transferred calls.
This patch can be downloaded from the Jacada technical support web site, under identification
ATL-27739.

The second observation is that upon disconnecting the LAN cable to the Jacada Workspace
server for more than 8 seconds and then reconnecting, the CTI monitoring and control is not
automatically re-established after the link is recovered. The workaround is for the agents to
switch to manual mode upon receiving a message from the Jacada Workspace server, and to log
out and log back into the application to re-establish the CTI monitoring and control. This
workaround is documented on the Jacada technical support web site, under identification ATL-
27738.
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8. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services, Envox CT Connect, and
Jacada Workspace.

8.1. Verify Avaya Communication Manager

Verify the status of the administered CTI link by using the *“status aesvcs cti-link” command.
Verify the Service State is “established” for the CTI link number administered in Section 3.6, as
shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no AES-DevCon2 established 43 24
2 4 no AES-DevCon2 restarted 30 15

8.2. Verify Avaya Application Enablement Services

From the CT1 OAM Home menu, verify the status of the DLG link by selecting Status and
Control > Services Summary from the left pane. Click on DLG Service, followed by Details
(not shown). The DLG Service Summary screen is displayed. Verify that the Connection
Status is “Link Up”, as shown below.

Application Enablement Serv

Operations Administration and Mainte

Y¥ou are here: > Status and Control > Services SUMary.
T = DLG Service Summary
nn Summary
Services Summary Switch Switch o nection : Service Remote Host Mame Client Megs: hlegs
______ Connection CTI Since 3 Local IP Tao From 1
ce : Status State or IP Address:Port  Link ; ; Period
Marne Link Switch Switch
2007-01-
@ dewcon2752700 L Link Up uj=] online 192.45.20.231:1924 1 192.45.20,152 30 29 a0
15:50:50.0
[ Disconnect Clients ] I Online ] [ Offline ]
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8.3. Verify Envox CT Connect

From the Envox CT Connect server, select Start > All Programs > Envox CT Connect Server
> Control Program to bring up the Envox CT Connect Control Program screen below.
Check that the Link State associated with the administered Logical Identifier from Section 5.2
(in this case “AVAYA”) is “ON”.

™% Emvnx CT Connect Control Program fl = E’:

Logical Kiersifar Link State
AVAYA oM &|
SIM OFF |
ACMLINK OFF
9
Redresh
-Link Cortrol ~Server Informalion
b
Tracing
Sl
Statistics Transpor
(%) DCERPC
Feporier Orudif
i) e

g

W T
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8.4. Verify Jacada Workspace

From the Jacada Workspace client, access the Jacada Workspace interface by using the URL
“http://<ip-address>:7001/<project-name>" in an Internet browser window, where “<ip-
address>" is the IP address of the Jacada Workspace server, and <project-name> is the project
name from Section 6.6. In this case, the project name is “MyApplicationJacada”. Enter the
appropriate user name and password from Section 6.10, and click on Login.

Welcome to
Jacada WorkSpace

User Name: EBEersEe

Password:  [IITTITT T

The Welcome agent22992 screen is displayed, along with two messages that were created for
the application. The application can be customized to display important messages that must be
read by agents upon initial log in. Refer to the Jacada Workspace documentation in Section 10
for configuration of these messages. Click on the plus icon to display the messages.

Welcome agent22992

Please read the following information
before you start your shift.

Avaya test message

Timesheets
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The detail messages are displayed as shown below. Click on Done to proceed with log in.

Welcome agent22992

Please read the following information
before you start your shift.

COB this Friday

The Jacada screen is displayed on the agent desktop. Click on the Ready button to place the
agent into the available mode.

i
N Application | Edit | Favorites | Help |

Call Time: 00:00:00  Total Time: 00:00:00
Hold Time: 00:00:00 “Wrap Up Time: 00:00:00

agent22992 | agent22992 | Logout |

Total Calls: 0

call 1D nd | @+ Transfer]@ Dial |
ALC: 00:00:00

|5 E
Status: Mot Ready [0 Hod  |@e conf | @2 Ready |

agent22992, these are your latest messages.

Avaya test message

Timesheets

Agent Notes Messages

09:42 Avaya test message
13:17 Timesheets
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Verify that the agent Status shows “Ready” as shown below.

N Application | Edit | Favorites | Help

|
Call Time: 00:00:00 Total Time:  00:00:00 | Total Calls: © call ID: |& End | @ Transfer]|@ Dial |
Haold Time: 00:00:00  ‘Wrap Up Time: 00:00:00 ALC: 00:00:00 Status: Ready |Z0) Hold ][QH Conf: ][t;j-! Busy ]

agent22292, these are your latest messages.

agent22992 | agent22992 |

Avaya test message

Timesheets

Agent Motes Messages
09:42 Avaya test message
13:17 Timesheets

Make an incoming call to the Skill group with an available agent “22992”. Verify that the call is
delivered to the agent, and that Jacada Workspace populates the agent desktop with the calling
party number in the Call ID field. Verify that the Status field shows “In Call”, the Call Time
and Total Time fields start incrementing, the End, Hold, Transfer, Conf buttons becomes
enabled, and that the Script section shows the sample script.

'
N Application | Edit | Favarites | Help ' agent22992 | agent22092 |
Call Time: 00:00:15  Total Time:  00:00:15 | Total Calls: 0 cal ID: 22881 & End |@ mansfer]@ Dl |
Haold Tirme: 00:00:00  ‘\Wrap Up Time: 00:00:00 ALC: 00:00:00 Status: In Call [az_o Hold ]l@H Conf Jl@o Eusy ]
Mavigation Bar Seript
- Uscript Thank you for calling X.
start How may | help you?
Em'ddd'e @ Option 1
e O Option 2
Dfaq P
DGDUgIe
Back ” Mext ] HlewsfzampleScriptiindex. jsp
Agent Motes Messages
09:42 Avaya test message
13:17 Timesheets
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9. Support

Technical support on Jacada Worksapce can be obtained through the following:

e Phone: (888) 261-7618
e Web:  http://support.jacada.com
e Email: support@jacada.com

10. Conclusion

These Application Notes describe the configuration steps required for Jacada Workspace 4.0 to
interoperate with Avaya Communication Manager 3.1.2 using Avaya Application Enablement
Services 3.1.2 and Envox CT Connect 6.1. All feature and serviceability test cases were
completed.

There were two observations from the compliance testing. The first is that patch CR070108 is
needed in order to have the calling party number displayed on the screen for transferred calls.
This patch can be downloaded from the Jacada technical support web site, under identification
ATL-27739.

The second observation is that upon disconnecting the LAN cable to the Jacada Workspace
server for more than 8 seconds and then reconnecting, the CTI monitoring and control is not
automatically re-established after the link is recovered. The workaround is for the agents to
switch to manual mode upon receiving a message from the Jacada Workspace server, and to log
out and log back into the application to re-establish the CTI monitoring and control. This
workaround is documented on the Jacada technical support web site, under identification ATL-
27738.
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11. Additional References
This section references the product documentation that are relevant to these Application Notes.

e Administrator Guide for Avaya Communication Manager, Document 1D 03-300509, Issue
2.1, May 2006, available at http://support.avaya.com.

e Avaya MultiVantage Application Enablement Services Administration and Maintenance
Guide Release 3.1.2, Document ID 02-300357, Issue 4, September 2006, available at
http://support.avaya.com.

e Envox CT Connect 6.1 Installation and Configuration, Software/Version Envox CT Connect
6.1, available at http://www.envox.com.

e Jacada Workspace Administrator Guide, Version 4.0, available from the Jacada Workspace
4.0 installation CD.

e Jacada Workspace Developer Guide, Version 4.0, available from the Jacada Workspace 4.0
installation CD.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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