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Abstract

These Application Notes describe the configuration steps required to integrate the Primas
Group LinkScope Customer Experience Power Pack with Avaya Aura® Communication

Manager, Avaya Aura® Application Enablement Services and Avaya Aura® Experience
Portal.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab in Thornton, CO.
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1.

Introduction

These Application Notes describe the configuration steps required to integrate the Primas Group
LinkScope Customer Experience Power Pack (LinkScope) with Avaya Aura® Communication
Manager (Communication Manager), Avaya Aura® Application Enablement Services (AES) and
Avaya Aura® Experience Portal (Experience Portal).

LinkScope integrates with Communication Manager via TSAPI using AES and it also hosts
CCXML and VXML applications that are used by Experience Portal. By the use of Avaya
provided APIs, LinkScope provides the following features:

Basic Screen Pop: Screen Pop to agent desktop when call arrives. Provides basic call
information (ANI/DNIS) via Primas Notifier desktop client.

Enhanced Pop: Repeat caller notification with customizable screen pop window. Includes
IVR collected data, caller history and agent scripting.

WebFQ: Click-to-be-called solution that queues callers into the call center via website.
Deploys with customizable html widget that integrates into the LinkScope Server.

ReconX: Agent desktop re-connect solution. Upon a disconnected call, a popup window
provides a clickable option to automatically place an outbound call, verify the previous
caller, and reconnect them to the agent.

FreedomQ: Automated customer call back and queuing solution. Based on configurable hold
time thresholds inbound customers are automatically offered the option to receive a callback
when undesirable hold-times are met.

Automated Post Call Survey: Based on call center parameters per caller, such as number of
calls, transfers or hold times, customer surveys are automatically triggered.
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2. General Test Approach and Test Results

This section describes the interoperability compliance testing used to verify the LinkScope with
Avaya products.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

Interoperability compliance testing included feature and serviceability testing. The feature
testing focused on the following functionality:

e Basic Pop and Enhanced Pop for incoming ACD Calls.

e Experience Portal successfully running the LinkScope application and all of the call back
options.

e The ability of the caller to continue waiting in queue for an agent.

e The ability of the caller to make a call back request.

e LinkScope servicing pending call back requests and running the Callback application via
Experience Portal.

e Failure conditions, such as the call back failing due to network problems, and verifying
that the call back was rescheduled.

The serviceability testing focused on verifying the ability of the LinkScope to recover from
adverse conditions, such as power failures and disconnecting cables to the IP network.

2.2. Test Results
All test cases passed.
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2.3. Support
For technical support on LinkScope, contact Primas Group via phone, email, or internet.

e Phone: 888-4PRIMAS | 888-477-4627
e Email: support@primas.net
e Web: www.primas.net/contact.ntml
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3. Reference Configuration
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Figure 1 illustrates the configuration used for testing. In this configuration, Avaya Aura®
Experience Portal interfaces with Avaya Aura® Communication Manager via H.323. Avaya
Aura® Communication manager interfaces with Primas Group LinkScope Customer Experience
Power Pack via a CTI Link using Avaya Aura® Application Enablement Services. The
LinkScope server hosted LinkScope and CCXML/V XML applications supporting the inbound
and outbound modules. Agent Desktops were used by call center agents to log in using Avaya
one-X® Communicator. LinkScope plug-ins for notifications were installed on Agent Desktops.
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Figure 1: Configuration with Avaya products with Primas Group LinkScope
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration:

Equipment Software
Avaya Aura® Experience Portal 7.0.2
Avaya Aura® Communication Manager 6.3 SP10
running on S8300D server
Avaya G450 Media Gateway 31.20.1
Avaya Aura® Application Enablement 6.3 SP3
Services
Avaya one-X® Communicator 6.2 SP6
Primas LinkScope Customer Experience 7.1
Power Pack running on a Windows 2008 R2
Server Virtual Machine
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5. Configure Avaya Aura® Communication Manager
This section provides the procedures for configuring Communication Manager via the System

Access Terminal (SAT). The procedures include the following areas:

e Administer Special Applications
e Administer H.323 Stations

e Administer Hunt Groups

e Administer Agent IDs

e Administer Call Vectoring

e Administer CTI link

5.1. Administer Special Applications

Using the change system-parameters special-applications command, on Page 6 enable the
SA8874 feature. This feature is used for H.323 connections to Experience Portal for supervised

transfer or the Application Interface web service for outbound calls.

change system-parameters special-applications
SPECIAL APPLICATIONS

Page

6

of 10

(SA8758) - Auto Exclusion for Analog Bridged Extensions? n
(SA8759) - Invoke NCR Transfer on Answer Only? n
(SA8796) - Incoming Call Display with No/Delayed Ringing? n
(SA8797) - CTI Agent Call Capture by FAC? n
(SA8835) - Conference to VDN? n
(SA8847) - Forced Disconnect of Diverted Predictive Calls? n
(SA8851) - Remove Caller Id from Set Display? n
(SA8852) - Display VDN Information on Route-To Calls? n
(SA8853) - Support of LSPs Behind NAT? n
(SA8854) - NCR OOB Transfer & Connect/Courtesy Transfer? n
(SA8859) - Default PSA Station? n
(SA8869) - SIP Caller-ID Blocking in a Hosted Environment? n
(SA8870) - Tandem Network Call Redirection? n
(SA8874) - Call Status Messages for 7434ND IP Softphone? y
(SA8876) - Expanded Holiday Table? n
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5.2. Administer H.323 Stations for Avaya Aura® Experience Portal
This section describes the configuration of H.323 stations for Avaya Aura® Experience Portal.

Add an H.323 station for Experience Portal using the add station command. In the station form,
set the Type to 7434ND, provide a descriptive Name, set the Security Code, and set the IP
Softphone field to y. The COR specified for this station should allow outgoing trunk calls.
Repeat this step for each Avaya Aura® Experience Portal station.

add station 25501 Page 1 of 6
STATION
Extension: 25501 Lock Messages? n BCC: O
Type: 7434ND Security Code: 123456 TN: 1
Port: S00002 Coverage Path 1: COR: 1
Name: AAEP Station Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 2 Personalized Ringing Pattern: 1
Data Module? n Message Lamp Ext: 25501
Display Module? y
Display Language: english Coverage Module? n
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

Remote Office Phone? n
IP Video Softphone? n
Short/Prefixed Registration Allowed: default

Similarly, add stations for call center agents using the same command. Set Type according to the
phones that are being added.
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5.3. Administer Hunt Groups

This section provides the Hunt Group configuration for the call center agents and the Experience
Portal ports.

For call center agents, using the add hunt-group command add a hunt group. Provide a
descriptive name and set the Group Extension field to a valid extension. Enable the ACD,
Queue, and Vector options. This hunt group will be specified in the Agent LoginlDs
configured in Section 5.4.

add hunt-group 1 Page 1 of 4
HUNT GROUP

Group Number: 1 ACD? y
Group Name: Skill 1 Queue? y
Group Extension: 11001 Vector? y

Group Type: ucd-mia

TN: 1

COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

Queue Limit: unlimited
Calls Warning Threshold: Port:
Time Warning Threshold: Port:

On Page 2 of the Hunt Group form, enable the Skill option.

add hunt-group 1 Page 2 of 4
HUNT GROUP

Skill? y Expected Call Handling Time (sec): 180
AAS? n
Measured: none
Supervisor Extension:

Controlling Adjunct: none

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n

For compliance testing, hunt groups 1 and 2 were created for call center agents.
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The Experience Portal ports, configured as H.323 stations, will automatically log into Hunt
Group 55 configured below. Provide a descriptive Group Name and set the Group Extension
field to a valid extension. Enable the ACD, Queue, and Vector options. This hunt group will be
specified in the Agent LoginlDs configured in Section 5.4.

add hunt-group 55 Page 1 of 4
HUNT GROUP

Group Number: 55 ACD? y
Group Name: Experience Portal Queue? y
Group Extension: 11055 Vector? y
Group Type: ucd-mia
TN: 1
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

Queue Limit: unlimited
Calls Warning Threshold: Port:
Time Warning Threshold: Port:

On Page 2 of the Hunt Group form, enable the Skill and AAS options. The AAS option will
allow the Experience Portal ports to automatically log into the hunt group via the Agent
LoginIDs.

add hunt-group 55 Page 2 of 4
HUNT GROUP

Skill? y Expected Call Handling Time (sec): 180
AAS? y
Measured: none
Supervisor Extension:

Controlling Adjunct: none

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n

During the compliance test, hunt groups 1, 2 and 55 were created with extensions 11001, 11002
and 11055, respectively.
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5.4. Administer Agent IDs

This section provides the Agent Login IDs for the agents and the Avaya Aura® Experience
Portal ports.

Add an agent login id using the add agent-loginlD command for each agent in the call center as
shown below.

add agent-loginID 2501 Page 1 of 2
AGENT LOGINID

Login ID: 2501 AAS? n
Name: IP Agent 1 AUDIX? n
TN: 1 LWC Reception: spe
COR: 1 LWC Log External Calls? n
Coverage Path: AUDIX Name for Messaging:

Security Code: 1234
LoginID for ISDN/SIP Display? n

Password: 123456

Password (enter again): 123456
Auto Answer: station

MIA Across Skills: system

ACW Agent Considered Idle: system

Aux Work Reason Code Type: system

Logout Reason Code Type: system

Maximum time agent in ACW before logout (sec): system

Forced Agent Logout Time: :

WARNING: Agent must log in again before changes take effect

On Page 2 of the Agent LoginID form, set the skill number (SN) to hunt group 1, which is the
hunt group (skill) that the agents will log into.

add agent-loginID 2501 Page 2 of 2
AGENT LOGINID
Direct Agent Skill: Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL
1: 1 1 16:
2: 17:
33 18:
4: 19:
58 20:
6:
7:
8:
OF
10:
11:
12:
13:
14:
15:

Add an Agent LoginlID for each Experience Portal port. The AAS option is enabled and the
Port Extension is set to the extension of the H.323 stations corresponding to each Experience
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Portal port. Repeat this configuration for each H.323 station corresponding to a Experience
Portal port.

add agent-loginID 2551 Page 1 of 2
AGENT LOGINID

Login ID: 2551 AAS? y
Name: Voice Portal Agent 1 AUDIX? n
TN: 1 LWC Reception: spe
COR: 1 LWC Log External Calls? n
Coverage Path: AUDIX Name for Messaging:
Security Code: 1234
Port Extension: 25501 LoginID for ISDN/SIP Display? n

Auto Answer: station

MIA Across Skills: system

ACW Agent Considered Idle: system

Aux Work Reason Code Type: system

Logout Reason Code Type: system

Maximum time agent in ACW before logout (sec): system
Forced Agent Logout Time: :

WARNING: Agent must log in again before changes take effect

On Page 2 of the Agent LoginID form, set the skill number (SN) to hunt group 55, which is the
hunt group (skill) that the Experience Portal ports will log into.

add agent-loginID 2551 Page 2 of 2
AGENT LOGINID
Direct Agent Skill: Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL
1: 55 1 16:
2: 17:
33 18:
4: 19:
58 20:
6:
7:
8:
OF
10:
11:
12:
13:
14:
15:
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Table below displays the configured stations and associated agents during the compliance test.

5.5. Administer Call Vectoring
This section describes the procedures for configuring call vectoring for the Primas LinkScope

inbound and outbound calls.

Experience Portal Call Center
Station | Agent ID | Station | Agent ID
25501 | 2551 25001 | 2501
25502 | 2552 25002 | 2502
25003 | 2553 25003 | 2503
25504 | 2554

25505 | 2555

25506 | 2556

25007 | 2557

25008 | 2558

25009 | 2559

25009 | 2560

Configure the Vector Directory Number (VDN) that will handle incoming customer calls. The
VDN invokes a vector that will process the call based on its configuration. Using the add vdn

command, add a vdn. The example below displays configuration for VDN 10000 and vector 100.
Note that the Allow VDN Override is setto y.

add vdn 10000

D
Attendant
Meet-me Co

VECTOR DIRECTORY NUMBER

Extension:

Name* :
estination:
Vectoring?
nferencing?

Allow VDN Override?

VDN of Origin Annc.

* Follows VDN Override Rules

COR:
TN g
Measured:

Extension*:
1st Skill~*:
2nd Skill*:
3rd Skill*:

10000

Incoming VDN
Vector Number

n

n
y
1
1
n
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On Page 2, VDN Override for ASAI Messages™* is set to all.

add vdn 10000 Page 2 of 3
VECTOR DIRECTORY NUMBER

AUDIX Name:
Return Destination*:

VDN Timed ACW Interval*: After Xfer or Held Call Drops*? n
BSR Application*:
BSR Available Agent Strategy*: lst-found Used for BSR Polling? n

BSR Tie Strategy*: system
Observe on Agent Answer? n
Send VDN as Called Ringing Name Over QSIG? n

Display VDN for Route-To DAC*? n
VDN Override for ASAI Messages*: all

BSR Local Treatment*? n

Reporting for PC or POM Calls? n
Pass Prefixed CPN to VDN/Vector*? system

Below is an example of the vector used by VDN 10000.

change vector 100 Page 1 of 6
CALL VECTOR

Number: 100 Name: Incoming
Multimedia? n Attendant Vectoring? n Meet-me Conf? n Lock? n
Basic? y EAS? vy G3V4 Enhanced? y ANI/II-Digits? y ASATI Routing? y
Prompting? y LAI? y G3V4 Adv Route? y CINFO? y BSR? y Holidays? y
Variables? y 3.0 Enhanced? y
0l wait-time 2 secs hearing ringback
02 route-to number 10001 with cov n if unconditionally
03 wait-time 30 secs hearing ringback
04 stop
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Table below displays the configured VDN/Vector during the compliance test.

VDN/Vector

VDN Override

10000/100

10001/1

10002/2

10003/3

10004/4

10005/5

10006/6

1000777

10008/8

10009/9

10010/10

10011/11

10012/12

10013/13

10014/14

SIoIKIKIOIKIKIK|IOIK|Oo|o|o|o I

5.6. Configure AES connection

Use change ip-services command to add an entry for AES. On Page 1,
In the Service Type field, type AESVCS.

In the Enabled field, type y.

In the Local Node field, type the Node name procr for the Processor Ethernet Interface.
In the Local Port field, use the default of 8765.

change ip-services

IPp
Service Enabled Local
Type Node
AESVCS y procr

SERVICES

Local Remote
Port Node
8765

Page 1 of 4

Remote
Port

On Page 4 of the IP Services form, enter the following values:
e Inthe AE Services Server field, type the name obtained from the Application

Enablement Services server.

e Inthe Password field, type a password to be administered on the Application

Enablement Services server.
e Inthe Enabled field, typey.
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change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server

aes6_trl devconnectl123 Yy in use

AES 21 46 Interopl23456 y in use

O Joy U WK

el el el el
U WN P O W

Use add cti-link n command, where n is an available CTI link number.

e Inthe Extension field, type <station extension>, where <station extension> is a valid
station extension.

e Inthe Type field, type ADJ-IP.
e Inthe Name field, type a descriptive name.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 6201
Type: ADJ-IP
COR: 1
Name: TSAPI
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6. Configure Avaya Aura® Experience Portal

This section covers the administration of Avaya Aura® Experience Portal. The following
Experience Portal configuration steps will be covered:

= Configuring VoIP Connection

= Configuring Applications

= Configuring Outcall Authentication
= Starting the MPP server

Avaya Aura® Experience Portal is configured via the Experience Portal Management (EPM)
web interface. To access the web interface, enter http://<ip-addr>/ as the URL in an internet

browser, where <ip-addr> is the IP address of the EPM. Log in using the Administrator user
role. The screen shown below is displayed.

Note: All of the screens in this section are shown after the Experience Portal had been
configured. Don’t forget to save the screen parameters as you configure Avaya Aura®
Experience Portal.

AVAYA

Avaya Aura® Experience Portal 7.0.2 (ExperiencePortal)
Expand All | Collapse All

¥ User Management
Roles
Users
Login Options
Real-time Monitoring
System Monitor
Active Calls
Port Distribution
¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup
System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones
¥ Security
Certificates
Licensing

4

4

Welcome, admin
Last logged in Jul 21, 2015 at 3:33:57 AM MDT

Avaya Aura® Experience Portal Manager

Avaya Aura® Experience Portal Manager (EPM) is the consolidated web-based application for administering Experience Portal.
Through the EPM interface you can configure Experience Portal, check the status of an Experience Portal component, and
generate reports related to system operation.

Installed Components

Media Processing Platform

Media Processing Platform (MPP) is an Avaya media processing server. When an MPP receives a call from a PBX, it invokes a
VoiceXML (or CCXML) application on an application server. It then communicates with ASR and TTS servers as necessary to
process the call.

Email Service]
Email Service is an Experience Portal feature which provides e-mail capabilities.

Proactive Outreach Manager

Avaya Proactive Outreach Manager (POM) provides a solution for unified, multichannel, inbound and cutbound architecture,
with the capability to communicate through different channels of interaction, from Short Message Service (SMS) to e-mail to
the traditional voice and video.

Short Message Server
Short Message Server (SMS) is an Experience Portal feature which provides SMS capabilities.
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6.1. Configure an H.323 VolP Connection

To configure an H.323 connection, navigate to System Configuration = VolP Connections
page and then select the H.323 tab. In the H.323 tab shown in VolP Connections, set the
Gatekeeper Address to the IP address of Communication Manager and the Gatekeeper Port to
1719. Next, configure the stations for Experience Portal, which map to the 7434ND stations
configured in Section 5.2. In addition, set the Password for the stations and set the Station
Type to Inbound and Outbound. Below is a screen capture of the configuration during the

compliance test.

AVAYA

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager
MPP Manager
Scftware Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones

¥ Security
Certificates
Licensing

¥ Reports
Standard
Customn
Scheduled

¥ Multi-Media Configuration
Email
SMS

¥ POM
POM Home
POM Monitor

Welcome, admin

Last logged in Jul 21, 2015 at 3:33:57 AM MDT

Avaya Aura® Experience Portal 7.0.2 (ExperiencePortal)
Expand All | Collaps= All

= Home Syste onf VoIP Connections
Change H.323 Connection

Use this page to change the configuration of an H.323 connection.

Name: tri-h323
Enable: ® ves O No
Gatekeeper Address: 10.64.10.67

Alternative Gatekeeper Address:

Gatekeeper Port: 1719
Media Encryption: ) Yes ® no
New Stations
From To
Station:
Password:

® Same Password

O use sequential passwords

Inbound and Outbound [l
Station Type: | Inbound Only m

Maintenance

Configured Stations (M for Maintenance, I for Inbound Only)

[25501-25510

|

[Sove J aooiy J concer | e

# Home 2, Help @ Logoff
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6.2. Configure Applications

Two VXML and one CCXML applications are required for the LinkScope Solution. These are
deployed to a tomcat server and then referenced by Experience Portal.

To add an application, navigate to System Configuration - Applications; on the Applications

page, select Add. Screen captures below display all the three configured applications:

PreScreen Application:

AVAYA

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones

¥ Security
Certificates
Licensing

¥ Reports
Standard
Custom
Scheduled

¥ Multi-Media Configuration
Email
SMS

¥ POM
POM Home
POM Monitor

Avaya Aura® Experience Portal 7.0.2 (ExperiencePortal) # Home 2, Help 0 Logoff
Expand All | Collapse All

Welcome, admin|
Last logged in today at 5:42:54 AM MDT|

=: Home Syste Canfig tio Applications
Change Application

Use this page to change the configuration of an application.

Name: Prescreen_DEMO
Enable: ® ves O No
Type: VoiceXML v
Reserved SIP Calls: @) None () Minimum ) Maximum
Requested:

URI

® single O Fail over O Load Balance

VoiceXML g
UL http://10.64.101.189:8181/Prescreen_DEMO/Start
Mutual Certificate Authentication: () ves ® no

Basic Authentication: O Yes @ no
Speech Servers
ASR:|NoASR v| TTs: |Nuance v

English(USA) en-US Jennifer F

Voices:

Application Launch
® Inbound ) Inbound Default () Outbound

® number () Number Range ) URI

Called Number:

[25503
| 25501

Speech Parameters »
Reporting Parameters »
Advanced Parameters »

[Sove f aooty f concet J viip |
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Call Back Application:

AVAYA Welcome, admin

Last logged in today at 5:42:54 AM MDT

Avaya Aura® Experience Portal 7.0.2 (ExperiencePortal) f Home 2. Help O Logoff
Expand All | Collapse All

are hers: Home > System Configuration > Applications > Changs Apt
¥ User Management . N
Roles Change Application
Users
Login Options
¥ Real-time Monitoring
System Monitor

Use this page to change the configuration of an application.

Active Calls Name: Callback_DEMO
Port Distribution Enable: ves O No
¥ System Maintenance
Audit Log Viewer Type: VoiceXML v
Trace Viewer - .
Log Viewer Reserved SIP Calls: None ) Minimum () Maximum
Alarm Manager
¥ System Management Requested:

Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

URI

Single O Fail over ) Load Balance

¥ System Configuration VoiceXML 3 z =
e URL: http://10.64.101.189:8181/Callback_DEMO/Start
EPM Servers
Isﬂ::pServers Mutual Certificate Authentication: () ves ® No
Speech Servers < s irisi s 0 @
T R Basic Authentication: () Yes @ po
Zones
v Security Speech Servers
Sertifcates ASR:[NoASR v| TT5:NoTTS v
Licensing
¥ Reports
Standard
Custom Application Launch
Scheduled : : -
'l;ultfl-uediaConfignraﬁon ® 1nbound O Inbound Default () Outbound
mal
SMS N N ~
Y POM ® Number () Number Range () URI
POM Home
POM Monitor Called Number: m
25504
Speech Parameters »
Reporting Parameters »
Advanced Parameters »
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LinkScopeCallBack Application:

AVAYA

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones

¥ Security
Certificates
Licensing

¥ Reports
Standard
Custom
Scheduled

¥ Multi-Media Configuration
Email
SMS

¥ POM
POM Home
POM Monitor

Welcome, admin
Last logged in today at 5:42:54 AM MDT

Avaya Aura® Experience Portal 7.0.2 (ExperiencePortal) ? @ Logoff
Expand All | Collapse All

are hers: Home Applications > Change Apgplicatio

Change Application

Use this page to change the configuration of an application.

Name: LinkScopeCallBack
Enable: ® ves O No
Type: CCXML v

Reserved SIP Calls:  ® none ) Minimum O Maximum
Requested:
URI
® single O Fail over () Load Balance
CCXML z T =
URL: http://10.64.101.189:8181/LinkScopeCallBack/ccxml/LSCallBack.jsp

Mutual Certificate Authentication: () ves ® No

Basic Authentication: O Yes ® no

Speech Servers

ASR: NoASR v| T7S: NoTTS v|

Application Launch

O 1nbound ) Inbound Default @

Speech Parameters »
Reporting Parameters »
Advanced Parameters »

[sove ] apply J concel | web |
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6.3. Configure the Outcall Authentication

Configure the Outcall User Name and Password that will be sent by Primas. Select System
Configuration > EPM Servers in the left pane. In the resulting page, click on EPM Settings
to display the page below. Under the Outcall section, configure the User Name and Password
used by Primas when it makes an outcall request to Experience Portal.

AVAYA

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones

¥ Security
Certificates
Licensing

¥ Reports
Standard
Custom
Scheduled

¥ Multi-Media Configuration
Emsil
SMS

¥ POM

POM Home

POM Monitor

Welcome, admin
Last logged in Jul 21, 2015 at 3:33:57 AM MDT

Avaya Aura® Experience Portal 7.0.2 (ExperiencePortal) f§ Home  ?.Help @ Logoff
Expand All | Collapse All

Home ke urat EPM Servers
EPM Settings

Use this page to configure system parameters that affect the Experience Portal system.

Experience Portal Name: ExperiencePortal
Number of Application Server Failover Logs : 10

Commands to Retain in Configuration History: |50

Resource Alerting Thresholds (%)

High Waterjilli ow Water

Disk: 90 80

Web Service Authentication v

Application Reporting

User Name: <Default=
Password: ssseseeee
Verify Password:

Outcall

User Name: interop
Password: LI YYYYYY

Verify Password: eessssese

Miscellaneous »

[ Sove | Aoty Concel il |
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7. Configure Avaya Aura® Application Enablement Services

Configuration of Avaya Aura® Application Enablement Services requires a user account be
configured for LinkScope.

7.1. Configure User
All administration is performed by web browser, https://<aes-ip-address>/

A user needs to be created for LinkScope to communicate with AES. Navigate to User
Management = User Admin = Add User.

Fill in User 1d, Common Name, Surname, User Password and Confirm Password. Set the
CT User to Yes, and click Apply.

Welcome: User craft
Last login: Tue Aug 11 11:45:21 2015 from 10.64.10.48

H H H Number of prior failed login attempts: 0
AVAyA Application Enablement Services HostName/IP: aesé_tr1/10.64.10.21
Management Cconsole Server Offer Type: VIRTUAL_APPLIANCE_ON_SP

SW Version: 6.3.0.0.212-0
Server Date and Time: Tue Aug 11 14:46:43 MDT 2015

User Management | User Admin | Add User Home | Help | Logout

» AE Services

Communication Manager Add User
Interface

= = Fields marked with * zan not be empty.
b Licensing Py

5 * User Id
» Maintenance
* Common Name

» Networking
» Security

* Surname

* User Password

» Status
* Confirm Password
* User Management
. : Admin MNote
Service Admin
= Avaya Role None b
User Admin
Business Category
= Add User
= Change User Password Car License
= List All Users CM Heme
= Modify Default Users Css Home
= Search Users T User Yes v

¢ Utilities

Department Number
» Help )

Display Mame
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Navigate to Security = Security Database = CTI Users = List All Users.

» AE Services

Communication Manager
Interface

} Licensing
» Maintenance

» Networking

¥ Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host A

PAM

Security Database
= Control
=@ CTI Users
= List All Users
= Search Users
= Devices
= Device Groups
= Tlinks
= Tlink Groups

CTI Users

~ e | commonname

Workitop Name

" pevicern |

_) acquean acqueon HNDNE HNDNE ‘
) cala calabrio NONE NONE
() calabrio Calabrio NONE NONE
) deveon devecon NONE NONE
O deveonn Developer NONE NONE
) DevConnect DevConnect NONE NONE
® interop interop NONE NONE
O dfiniti Autonomy NONE NONE
O ritelet rtitele1 NONE NONE
O utry utry NONE NONE
) vhtaes vhtaes NONE NONE
Edit List All

Select the recently added user and click Edit.

Apply Changes.

Check the box for Unrestricted Access and click

Apply Changes

Cancel Change=z

Edit CTI User

User Profile: User I interop
Commen Name interop
Worltop Name MNOME | w
Unrestricted Access

. . Call Crigination/Termination and

Call and Device Control: Device Status MNone

Call and Device Monitoring: Device Monitoring None
Calls On & Device Monitoring Mone
Call Monitoring

Routing Control: Allow Routing on Listed Devices MNone
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7.2. Configure Communication Manager Switch Connections

To add links to the Communication Manager, navigate to the Communication Manager
Interface = Switch Connections page and enter a name for the new switch connection and
click the Add Connection button. This was previously configured as TR18300 for this test
environment:

Switch Connections

Add Connection

Processor Ethernet Number of Active Connections

) cMm3010 Yes 30 1

® TrR18300 Yes 30 1

Edit Connection Edit PE/CLAMN IP= Edit H.323 Gatekeeper Delete Connection Survivability Hierarchy

Use the Edit Connection button shown above to configure the connection. Enter the Switch
Password and check the Processor Ethernet box if using the procr interface, as shown below.
This must match the password configured when adding the AESVCS connection in
Communication Manager.

Connection Details - TR18300

S'Nitl:h PESSWDI’d FEEEEREE R

Confirm Switch Fassword sessssssssssssss

Msg Period 30 Minutes (1 - 72)
351
Froceszor Ethernet

Apply Cancel

Use the Edit PE/CLAN IPs button (shown in this section’s first screen shot above) to configure
the procr or CLAN IP Address (es) for TSAPI message traffic.

Edit Processor Ethernet IP - TR18300

10.64.10.67 Add/Edit Name or IP
 NomeorAddress | otatus
[10.64.10.67 ||1n Use |
Back
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Use the Edit H.323 Gatekeeper button (shown in this section’s first screen capture above) to
configure the procr or CLAN IP Address(es).

Edit H.323 Gatekeeper - TR18300

Add Name or IF
Name or IP Address
® 10.64.10.67

Delete IF Back

7.3. Configure TSAPI Link

Navigate to the AE Services 2 TSAPI = TSAPI Links page to add the TSAPI CTI Link.
Click Add Link (not shown).

Select a Switch Connection using the drop down menu. Select the Switch CTI Link Number
using the drop down menu. The Switch CTI Link Number must match the number configured
in the cti-link form for Communication Manager.

Select Both in the Security selection box. Though Both will support both encrypted and
unencrypted links, unencrypted link was used during compliance testing.

Click Apply Changes.

Configuration shown below was previously configured.

Edit TSAPI Links

Link 1

Switch Connection TR18300 w
Switch CTI Link Number |1 |w

ASAL Link Version 5w

Security Both W

Apply Changes Cancel Changes Advanced Settings

Select Advanced Settings and note the Tlinks Configured, it will be used when configuring
LinkScope.

TSAPI Link - Advanced Settings

Tlinks Cenfigured AVAYAZTRI18300FCS5TA-S£AESE_TR1

AVAYAZTRIGI00ZCSTAZAESS_TR1
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8. Configure Primas Group LinkScope Customer Experience
Power Pack

Configuration for LinkScope Customer Experience Power Pack is performed directly on the
LinkScope server, which is Windows based. Note that configuration in this section was
performed and provided by Primas Group engineer.

The configuration starts with the basic elements of the LinkScope Solution and works its way up
to the more complex elements, in the following order:
e CTI Link Configuration

e Logon to LinkScope

e Basic Configuration

e Screen Pop Configuration

e Agent Desktop Installation and Configuration of LinkScope Notifier Client
e FreedomQ Configuration

e Experience Pop Configuration

e ReconX

e |VR Application Deployment
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8.1. CTI Link Configuration
On the LinkScope Server, from the Start menu of the LinkScope Server, select LinkScope
TSAPI.

. LinkScope IYR Configuration
. LinkScope Utilties
. Startup

4  Back

“Search programs and files @

From the top left of the LinkScope TSAPI window, right-click the icon.

* Linkscope TSAPI
[Device [ Type [ Result | ShortDesc | ;l Linkscope TSAPI lIs Tlink in Online State?

Select Configure TSAPI Decoder.

Move
X Close Alt+F4

About LinkScope TSAPL...

Configure TSAPI Decoder

Test Tsapi...
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Provide the Database and TSAPI parameters and click Save
e Database Settings correspond to the LinkScope Server
e TSAPI Settings correspond to the TSAPI Link on the AES Server.

Configuration E3

RunfLog Options Database Settings
¥ Loadto DB Database IP I 10.64.101.189 Database Instance IUNKSCOPE
v Debug Log

DB Username Ilsuser DB Password I
IV Logfile

: Catalog
1 LSCOPED2
I~ CTIPop Duration site 1D | (it sbes i) |
IV Map Site (Splits)
LS Host {RS) | 10.64.101.189:8083  Reconn Port (RS) [3035

IV MsafSecLog
~TSAPI Settings

TSAPI Service Name I AVAYAZTR183002CSTAFAESE_TR1

TSAPI User IDrimas TSAPI Password |Primasl23! [V Filter Duplicate Msgs

Application Name I LS TSAPI Test TSAPT APT Yer I 151-6 Invoke ID I 2

Monitored Devices | 25501,25502,25503,25001,25504,25505,25506,25507,25508,
25509,25510,25002,11001,11002,11003,11004, 1100S,25003,
10000,10001,10002, 10003, 10004, 10005, 10006, 10007, 10008,

5

=

~Mon&or Device Source

(% Database (" Default €SV File "IN File " Import C5Y File

Update .
Trranrd | 10 CSY File Path: |

ek to browse for €SV file ta import as Monsored Device Ust. .,
R Flade ' ANI/ONIS Detection |5
™ NORMAL (" Loadtest |'="' " Normal + WRITE File
| AN Prefix |
—Loadkest Monitor Delay (ms) l 100
% Externsl (Via Taol) € Internal vig File) r Write DB File

| Mon Msq Delta Limit | 20

SAVE Cancel

Close and reopen LinkScope TSAPI in order to Apply Changes and restart the LinkScope TSAPI

Service
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8.2. Logonto LinkScope

Open a browser to the LinkScope home page, http://SERVERIP/LinkScopeWeb/, and log in
using appropriate credentials. SERVERIP is the IP Address of LinkScope server.

Fi Primas LinkScope = Login - Internet Explorer

GT;:, ® [Q #tp://10.64.101,189LinkScopeWwebi] o7l 2 1] Primas LinkScope :: Login X | I ALY,

User Name:
Password:

[CJRemember me
LogIn

8.3. Basic Configuration
Once logged in, from the Getting Started page, select Measurement & Analytics.

Getting Started

Ih‘:wulqhuq " Screen Pop PostCall Survey ™ & Analyti

.4"8 X)

Abandon
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On the Technical Helper page, select Configuration.

Technical Helper
2 ‘\._@ ( B
‘b \)
User Controls Test Page LinkScope Module

Select the Company tab; enter Company Name and click Add Company.

Company [ Site |[ ACD || Dept || DNiS |[ Agent || AgentsLoggedin || Exiod

|rCompany Configuration

Company ID p Add Company  Save Company
Company Namei

Upload CSV
| Browse... |

_ Upload Company = Download Company

Corrgany Company Name Edit Delete
1 DevConnect s (%
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Select the Site tab; enter Site Name and Site Location and click Add Site.

[ company | ((Site ] ("AcD | Dept |[ DNiS | Agent |[ Agents Loggedin || Exte

— Site Configuration

Site ID |u Add Site 4k Save Site |
Site Name |

Site Location [

Company ID |1[¥]

Upload CSV

| Browse... |

Upload Site »Downlqaq Slte._

il ——————————

Site Name

1D

Site Location Company gt pelete

Select the ACD tab; enter ACD Name and click Add ACD.

[ company || site |[ ACD [J Dept || DNIS || Agent || AgentsLoggedin || Exte

—ACD Configuration

ACDID AddACD  Save ACD

ACD Name |
steld  [1[¥]

Upload CSV

| Browse... |

Upload ACD  Download ACD

ACD Name

1| &

Site (D Edit Delete

L=
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Select Dept tab; enter Dept Name and click Add Dept.

[ Company |[ site |[aco |{(Dept ) oNis |[ Agent |[ Agents Loggedin |[ Exte

—Dept Configuration

Add Dept  Save Dept

Dept ID p
Dept Name [

Upload CSV
| Browse... |

Upload Dept = Download Dept

Dept Name Edit Delete |

Test_Department £ | a8

Select the DNIS tab; enter DNIS Name and click Add DNIS.

| Company || site || ACD || Dept ]erent || Agents Loggedin || Exte

—DNIS Configuration

DNIS |
DNIS Name [

Upload CSV

Upload DNIS  Download DNIS

Add DNIS ‘ Save DNIS

DNIS DNIS Name

[72097728

TesIDNIS
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Select the Agent Tab; enter Agent ID and Agent Name, select Live Agent for Extension type
and click Add Agent. Note that Agent IDs are the H.323 Stations that were created for Call

Center Agents in Section 5.2.

[ Company |[ site |[ ACD |[ Dept |[ DNis Agents Logged In | Ext|

"Agem Configuration

Agent 1D |
Agent Name |
Extension Type [Live Agent[¥]

Add Agent  Save Agent

Search for Agent
Agent ID

|
Search Range of Agents

Agent ID Range
From | To | Search Range  Inverse Search

Search Agent A Show All Agents J

FILTER FILTER
Extension Type Results Per Page

'No Selection[V] 20
Upload CSV

| Browse... |

Upload Agent  Download Agent

msion |[ IVR |[ ACDGroup |( VDN || skill |[ Map Skillto VON || Generic |[ Ef

Agent List (ALL Agents): 2

Agents created here are those
that will be using the LinkScope
Notifier desktop client. This
configuration supports the
default reports on agent call
activity
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Select the Extension tab; Extension and click Add Extension. Note that these extensions
include H.323 stations created for Experience Portal and Call Center Agent, and Hunt Group
extensions created in Section 5.2 and Section 5.3, respectively.

’—Extension Configuration

Extension |

DeptiD 1=

Extension Type [Unknown Exiension
Group ID N/A

Search for Extension
Extension

Search Range of Extensions
Extension
From| To|

FILTER
Extension Type

'No Selection
Upload CSV

| Browse... |

; Upload Extension 4 Download Extension "

~ Add Extension  Save Extension

|
4

wSearch.Extension | Show.All Extension.,

. Search Range Inverse Search

FILTER
Results Per Page

20 [¥]

Extension List (ALL Extensions): 18

EXIension o onGroupiD.  Edit  Delete

Type
IVR Ext N/A

IVR Ext N/A

IVR Ext

IVR Ext

IVR Ext

Agent Ext

Agent Ext

Agent Ext

IVR Ext

IVR Bxt

IVR Ext

IVR Ext

IVR Ext

IVR Ext

IVR Ext

IR I T T I T I N I N ) I S I Y I Y

009 2 | 56 8 o o 0 9 9 5 89| &

IVR BExt

o o
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Select the 1VR tab; enter the IVR Name, select Agents from the Configured as dropdown menu
and click Add IVR.

[ Company H Site ” ACD ]| Dept || DNIS |[ Agent ]| Agents Logged In “ Extension ]

—IVR Configuration

IVRID 1 _AddIVR  Save VR
ACD ID 1
IVR Name  jvR1

Configured as Agents

Upload CSV

Upload IVR = Download IVR

IVR ID ACD ID IVR Name  Configured As | Edit Delete
EFEN IVR1 Agents ® | o
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Select the ACD Group tab, enter ACD Group ID and ACD Group Name, and click Add ACD
Group.

l"-éompany H Site H “ACD || Dept ]l DNIS H Agents Logged In ]m

ACD Group Configuration l

ACD Group ID |
ACD Group Name [

Add ACD Group
Save ACD Group

Search for ACDGroup

ACDGroup
i Search ACDGroup

Show All ACDGroups {

Search Range of ACDGroups

ACDGroup
From| To | _ Search Range _ Inverse Search

FILTER
Results Per Page

110
Upload CSV

Upload ACD Group Download ACD Group

—ACDGroup List (ALL ACDGroup): 2

ACD Group 1D ACD Group Name
Group1

Group2
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Select the VDN tab; enter VDN and VDN Name, and click Add VDN. Note these VDNSs are the
same that were created in Section 5.5.

[ company || site || AcD | Dept | DNIS || AgentsLoggedin ][ Extension |[ IVR ||

IfVDN Configuration ‘

- (e P
Mk Associated  [72007725[]
Language  [N/A DNIS :

[ Default VDN for FQ? Add VDN  Save VDN

[C] Actual Queue?

Search for VDN
VDN

Search VON  Show All VDNs

Search Range of VDNs
VDN

From | To | Search Range Inverse Search

FILTER
Results Per Page

20
Upload CSV

| Browse... |

VDN List (ALL VDNs): 15

[FQ] Route 1o Associated
VDN Name VDN DNIS Language | Edl Delete

1st_VDN 0 72097728 English
Into_IVR_PreScreen 10004 72097728 English
Normal_English_Queue 72097723 English
Priority_English_Queue 72097728 English
Into_Main_IVR 72087728 English
English_Department 72097728 English
Into_2nd_Prescreen 72097728 English
2nd_Prescreen_to_Hunt_10002 72087728 English
Routes to Hunt 10003 72097728 English
2nd_Language_Dept 72007723 N/A
2nd_Lang_lInto_2nd_PreScreen 72097728 N/A
2nd Language into Norm 10013 72097723 N/A
2nd Language into Pri 10014 72087728 N/A
2nd Language_Normal_Q 72097728 N/A
2nd Language_Priority_Q 72007728 N/A

0|5 7| o 0 o0 9 B o 8 | B o | 8

165 5 3 ) ) EI]E‘IE 1655 0 | 2 )| )

0000000 0 0 0o 0|o
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8.4. Screen Pop Configuration
From the home page click the Screen Pop Icon

Getting Started

FreedomQ First Call Resclution & Screen Pop PostCall Survey Measurement & Analytics
Repeal Call Tracking

Abandon Calls
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Set the URL of the desired screen pop page in Base URL, add desired parameters and click Add
Parameter. Create agents, noting the information to be used by agents to log in their Notifier

client.
(@) Screen Pop

- —d

—

(Configuration )| wotiier Firewall | Notiier Map [ Today's Reports || Histarical Reports ||

Confiaurina Web server URL and name allows caller information to JpopC on the aaent desktop.|

Base URL Ihitp://10.64.101.139/LinkScopeWebtestpage aspx
Name l
Value |ANI
Add Parameter
ANI={ANI)
DNIS={DNIS}

~ Remove Selected item
Agent Information

Agent Name Date Created
useri 41212015 3:47:41 PM
user2 4122015 3:47:57 PM

uAddAgent )  Upload Agent |
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The Notifier Firewall tab Assists in identifying firewall issues that will prevent screen pops
from reaching agent desktops.

| Configuration J Notifier Firewall 1 Notifier Ma?] | Today's Report

Notifier Firewall Check

O Loadtest ON ® Loadtest OFF ’:”""3 Per Page

Active Notifier List: 0

— Notifier Firewall Summary

Aclive Nofifiers! 0

InActive Notifiers: 3

Not Firewalled: o
Firewalied: 0 0

InActive Notifier List: 3

IP OLD Firewall Status Update Time

10.64.10.47
10.64.10.49

The Install Notifier tab is used to manage, access and distribute the Notifier Screen Pop Client
to agent desktops.

[ Configuration | Notifier Firewall || Notifier Map | [ Today's Reports || Historical Reports | [ Install Notifier J Custom |

[ Test Notifier
Version ]
Upload new Notifier l— Browse..
Disable NTF below this Version|
save new notifier |

Version

Date Uploaded
NotifierSetup1.7.0.8659.ms| ] 1.7.0.8659

4/22015 9:34:16 PM

Trial

Disabled Version

Force agent to Exit and Download new Notifier [7] = pracess I
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The Custom tab can be used to upload and distribute a Custom DLL, used by the Notifier to
perform an integrated screen pop

| Configuration Notifier Firewall [ Nofifier Map || Today's Reports H Historical Reports || Install Nofifier |

DLL Code
Version
Path | Browse... |
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8.5. Agent Desktop Installation and Configuration of LinkScope
Notified Client

From the Agent Desktop, open a browser to the LinkScope home page and log in
http://SERVERIP/LinkScopeWeb/, where SERVERIP is the IP Address of LinkScope server.

£ primas LinkScope = Login - Internet Explorer Hi=]E3
@j @ [ #tpii110.64.101 189 tinkScope b 0 ||| [ primas Linkscope :: Login ) 5.2 foy
7~
Vo
User Name:
Password:
[CJRemember me
LogIn
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http://serverip/LinkScopeWeb/

From the home page click the Screen Pop Icon

Getting Started

FreedomQ First Call Resolution & Screen Pop PostCall Survey Measurement & Analytics

Repeat Call Tracking Q

Abandon Calls

Select the Install Notifier tab.

%
A A
[ Configuration | Notifier Firewall || Notifier Map | Today's Reports || Historical Reports || Install Notifier J Custom |

[ Test Notifier
Version ]
Upload new Notifier T _Bowse. |
Disable NTF below this Version l—
save new notifier

Disabled Version

Force agent to Exit and Download new Notifer (7] piogess |

Click the Download Link, save locally. Run the installation, accepting all defaults until
complete.
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From Start Menu Naviagate to All Programs - Primas - LinkScope Notifier.

From the top menu, select Tools = Options.

LinkScope Notifier —

File Features Plugins  Help

Sign In

~ MIN

l‘ll\]/ \O

ez |

Sign In

Status: ) Online € Port Version: 1.7.0.8659

=

Plugins

Help
Options...

Pop Messages

Set Customer Profile

Failed Reconnect

Reset Password

Select the Advanced tab and enter the server IP and port in LinkScope Application Service

Host.
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Timing can be left to default or increased for testing purposes.

LinkScope Notifier Options

Advances Pot LS Pop DLLs

Pop Expres in Milliseconds

Add CRM value on Screen Pop form

Cancel

Port can be left to default or set to dynamic

LinkScope Notifier Options

Advanced Timing LS Pop DLU's

sve | [t

Custom or Test DLLs can be configured (For more information consult the LinkScope

Administration Guide)
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Status icons indicate that the LinkScope Server is online and that the port is not blocked by a

firewall.

status: € Online € Port Version: 1.7.0.8659

Enter Username, Password and Extension, and click Sign In. Note that the Extension is the
H.323 station created in Section 5.2 for Call Center agents.

LinkScope Notifier

File Features Tools Plugins Help

SignIn

Once signed in, use of the Features tab allows for the selection of Basic Screen Pop (Screen
Pop) or Experience Pop (EPop, Repeat Call Notification with Customizable Agent Script).
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8.6. FreedomQ Configuration
On the LinkScope server, log onto the LinkScope Administration Console, select the FreedomQ

icon

Getting Started

First Call Resolution & Screen Pop PostCall Survey Measurement & Analytics

Repeat Call Tracking

Abandon Calls

Select the ACD Group / Priority tab; type in Department VDN and Priority Queue and click
Save ACD Group. The VDN and Priority Queue is as configured in Communication Manager.

—ACD Group
Department VDN 10006 Priority Queue 10003
Queue Name English_Dept Monitor VON o
Normal Queue [ioooz Language ?ng_usﬂz]
Asterisk Fail Over Ext. 5 Cancel ACD Group  Save ACD Group
Upload CSV

Browse... l

 Upload ACDGroup  Downioad ACDGroup

Download Routing

[J one caliBack at a time?
[JcaliBack on EWT?
Save configuration

Priority Queue  Monitor VON Extension  Languge Edit

10006 10002 English_Dept 10003 0 0 1 &
0010 10013 [2nd_Language 10074 0 0 [
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Select the Configuration tab followed by the Queue Configuration tab. For each language
and/or department provide the desired FreedomQ performance parameters and click Save
Configuration.

! ACD Geoon ( Prosry || Doweean Service Peliag il WEG | Hveoncs e | Feel thee F bovmary | FROetae | FOOM || FQCMmace Detal | Gusae Deasl (| SMS

e 155
Cpen o (] Camacs Fronty Pross Maver O —
Cwns Mo o) Cfert trvs 1t caliack 3
Ararirn Quace Susden 1 Datnvwry Alsrun )

Marran Quous Powsot W0 Dadvory Inorval N Argwer 10

Cumum Poatien Mgt Rege 40 Dwtrvery brdecwad on Doy 150

Vi Estrated Wat Tee ) Contgers FoetdamQ 10 ACD Grouo Name  Bngla®_Degd
Masyrar Futramd Wer Trm 3 e Larguagr

Estmuteg 'Wal Tinw MGt Rangs 50
Totmutec w3t Time Buter 150

ol T FOC e
Fame jomeF &1
B O Francconsy
(] Ctter Gumee Pozsice

[ o £t Prates?

Cancel Catguiator  Save Confguiton

e
_Bome_ |

ket FOConly  Dewoiost FOCoalg

Oy it Oioe btas M 0w MO W EWT e AT EWT DG Fomes OB ST May Ofm Pig OVT  Colies 8 DreCalllacs O Msrgs No Amses  Onl Suay

1 s ] w 1 XN | % o ¥ e i
LI U - 2 T M (N S N N (NS BN BN N N T )

Select the Mode tab. Complete parameters as desired and click Save.

| Configuration § ACD Group ! Priority || Download Service Polling IVR || WebFQ || Historical Reports || Realtime |[ FQ $t

| Queue Configuration [ode | VR Port |

Queue: [A Queues ™
Mode [Normal
CallBack Grace Period: 2 minutess
Day: [Everyday [¥]
From: [01[¥] - |00[¥]
TO: [23[¥] - [59[¥]
Save
Upload CSV

| Browse...

Upload FQMode = Download FQMode

1 0 Normal 2 EveryDay 0100-2359 & ]

g
Queue Number Queue Name Mode Grace Period Day Time Edit Delete I

Examples of Mode Parameters:

Purge
Afterhours
Standby
ShutDown Everyday
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Select the IVR Port tab, configure inbound/out bound ports and click Save.

Configuration || ACD Group / Priority || Download Service Polling IVR || WebFQ || Historical Reports || Real ime || FQ Summa
Queue Configuration | Mode
‘ IVR Application: |lVR1 [E] — FreedomQ IVR Port
Reserved Port .5 saaichi]
Add new Port/s |
[JinBound Port | InBound &
pSae, finBound o
| Upload CSV inBound a8
| Browse... | IVR1 25504 OutBound )
= IVR1 25505 InBound %
Upload FQIVRPort 4 Download FQIVRPort . VR SEEOR TR B
VR1 25507 OutBound 8
VR1 25508 ‘OuitBound (%)
VR1 25509 OutBound =
VR1 25510 OutBound a
- —

8.6.1. WebFQ
Continuing from previous section, within FreedomQ Configuration, select the WebFQ tab.

Home : FreedomQ
A
L8 @ FreedomQ
gy

| Configuration || ACD Group Priority || Download Service Polling VR || webFQ ||

(o3
204
~ WebFQ
Phone Number: |
Department: [Normal_English_Quet V|
Account Number: |
Add to Queue I

Relying on the FreedomQ configuration that was completed in the previous step, WebFQ adds
callers to the language and department queues via the web. The WebFQ code is deployed via the
inclusion of an HTML widget on any website. This page allows for the testing of that code in
preparation for deployment.
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8.6.2. Outbound IVR Polling Service Configuration

Continuing from previous section, within FreedomQ Configuration, select the Download
Service Polling I'VR tab. Click to download the Installer, execute accepting defaults until
installation is complete.

| Configuration || ACD Group / Priority Download Service Polling IVR

m Download Service Polling IVR Installer

From the Start menu select Primas = LinkScope IVR Configuration = IVVR Configuration.

Primas

. LinkScope

- LipkScope IYR Confiouration
InkScope Uteies

, Startup

Enter the IVR Configuration and click Save IVR Configuration.

i’ IVR Platform Configuration X

VR configuration |

LinkScope Service IP {10.64.101.189

IVR Server Source thttp:/710.64.101.183:8181 /LinkScopeCallBack/CallPho

VR Server Destination

IVR Event / URI |

Application Name |LirkS copeCalBack

Application URL |

Outdial ring calllength / timeowt |60

ACD Didl Sting {91

Company Caller ID Representation I

Freedomll service check cycle [5 SEC.

Format [DTMF |

CallQut Type [CD(M L E]

IVR Type [AVAYA ]

Save VR Configuration
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In the above example:

Parameter Value

Explanation

LinkScope
Service IP | 10.64.101.189

IP Address of the
LinkScope Server

IVR Server

IP Address must be
replaced with Tomcat

Source http://10.64.101.189:8181/LinkScopeCallBack/CallPhoneServiet?1=1 | Server IP

Application Exact Name of the

Name . Tomcat Deploygd -
LinkScopeCallBack Outbound Application

Note: The LinkScope Server will come preconfigured by Primas. This information is included
for informational purposes.

KJA; Reviewed:
SPOC 1/28/2016

Solution & Interoperability Test Lab Application Notes
©2016 Avaya Inc. All Rights Reserved.

52 of 57
PRICECMAESEP



8.7. Experience Pop Configuration
On the LinkScope server, while logged into the LinkScope Administration Console, select the
First Call Resolution & Repeat Call Tracking icon

Getting Started

Repeat Call Trackin
= 9

Abandon Calls

First Call Resclution & Screen Pop

?
=5

PostCall Survey Measurement & Analytics

From the Configuration tab, provide Experience Pop window parameters, repeat caller detection

and ACD Queue information and click Save Configuration.

£/ Customice Agent Screen-pop Scrpt

| 52 you have oS 1o contact us aveady oday. May | 2
YOu 208 SaTng about I e esue’|

Agett Password Emad Reest

Deskiop Stroen-cop Stoe (proes)
Numbar of B 30 000 Sengt w0
$of Dy 18590 pop up marsng

Tep Mocatost J060SmpartSenver_LINKSCOPE
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8.7.1. Experience Pop Configuration
From the Main LinkScope administration menu, select Post Call Survey.

¥ E By
ge=] \
? J

3 PostCall i-jurveyJ Measurement & Analytics

Getting Started

&

g

FreedomQ First Call Resolution & Screen Pop
Repeat Call Tracking

From the Configuration tab, provide desired parameters and click Save configuration.

[1% ) Postcall Survey
B

Configuration 1 Survey Resuits ]

Please provide the postcall survey configuration.

Number of calls '5
Number of transfer )
Number of hold 2
Call duration (min) 2

CallBack ASAP after Hangup ~
CallBack Time after hangup |

Save configuration
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8.8.

ReconX

No Additional configuration is required for ReconX to function. This has been accomplished by:

Server

Addition of Agent Extensions in LinkScope Basic Configuration
Configuration of Screen Pop
Deployment of Notifier to the Agent Desktop
Configuration of FreedomQ ACD Groups

Installation and Configuration of the IVR Outbound Polling Service on the LinkScope

By default, any call to an agent that disconnects will automatically generate a ReconX pop up
window on the agent desktop.

8.9.

IVR Application Deployment

Two VXML and one CCXML applications are required for the LinkScope Solution. These are
deployed to a tomcat server and then referenced by Experience Portal. The applications are:

Name Tomcat URL Type
Pre Screen http://10.64.101.189:8181/Prescreen_ DEMO/Start VXML (Inbound)
Call Back http://10.64.101.189:8181/Callback_ DEMO/Start VXML (Outbound)
LinkScope http://10.64.101.189:8181/LinkScopeCallBack/CallPhone
CallBack Servlet?1=1 CCXML
Name Required?
Basic Pop | Enhanced Pop | FreedomQ | WebFQ | Post Call Survey | ReconX
Pre Screen No No Yes Yes Yes Yes
Call Back No No Yes Yes Yes Yes
LinkScope
CallBack No No Yes Yes Yes Yes
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9. Conclusion

These Application Notes describe the configuration steps required to integrate the Primas Group
LinkScope Customer Experience Power Pack application with Avaya Aura® Communication
Manager, Avaya Aura® Application Enablement Services and Avaya Aura® Experience Portal.
All feature and serviceability test cases were completed successfully.

10. Additional References

This section references the product documentation that is relevant to these Application Notes.
[1] Administering Avaya Aura® Experience Portal, April 2015
[2] Administering Avaya Aura® Communication Manager, Release 6.3, Document 03-
300509, Issue 7.0, December 2014
[3] LinkScope Customer Experience Power Pack | Installation Guide V 7.1 May 2015
[4] LinkScope Customer Experience Power Pack | Configuration Guide V 7.1 May 2015
[5] LinkScope Customer Experience Power Pack | Administration Guide V 7.1 May 2015
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
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KJA; Reviewed: Solution & Interoperability Test Lab Application Notes 57 of 57
SPOC 1/28/2016 ©2016 Avaya Inc. All Rights Reserved. PRICECMAESEP


mailto:devconnect@avaya.com

