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Abstract 
 

 

These Application Notes describe the procedures for configuring Session Initiation Protocol 

(SIP) Trunking Service on an enterprise solution consisting of Avaya Aura® Communication 

Manager 8.1, Avaya Aura® Session Manager 8.1 and Avaya Session Border Controller for 

Enterprise 8.0 to interoperate with Motto Communications SIP Trunking service. These 

Application Notes update previously published Application Notes with newer versions of 

Communication Manager, Session Manager, and Avaya Session Border Controller for 

Enterprise. 

 

The test was performed to verify SIP trunk features including basic calls, call forward (all calls, 

busy, no answer), call transfer (blind and consult), conference, and voice mail. The calls were 

placed to and from the PSTN with various Avaya endpoints. 

 

The Motto Communications SIP Trunking service provides customers with PSTN access via a 

SIP trunk between the enterprise and the Motto Communications network, as an alternative to 

legacy analog or digital trunks. This approach generally results in lower cost for the enterprise. 

 

Readers should pay attention to Section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions. Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 

These Application Notes describe the procedures for configuring Session Initiation Protocol 

(SIP) Trunking Service between the Motto Communications network and an Avaya SIP-enabled 

enterprise solution. The Avaya solution consists of Avaya Aura® Communication Manager 8.1 

(Communication Manager), Avaya Aura® Session Manager 8.1 (Session Manager), Avaya 

Session Border Controller for Enterprise 8.0 (Avaya SBCE) and various Avaya endpoints, listed 

in Section 4. 

 

The Motto Communications SIP Trunking service referenced within these Application Notes is 

designed for business customers. Customers using this service with this Avaya enterprise 

solution are able to place and receive PSTN calls via a broadband WAN connection and the SIP 

protocol. This converged network solution is an alternative to traditional PSTN trunks such as 

analog and/or ISDN-PRI.  

 

The terms ñService Providerò, ñMotto Communicationsò or ñMottoò will be used 

interchangeably throughout these Application Notes.  

2. General Test Approach and Test Results  
A simulated CPE site containing all the equipment for the Avaya SIP-enabled enterprise solution 

was installed at the Avaya Solution and Interoperability Lab. The enterprise site was configured 

to connect to the network via a broadband connection to the public Internet. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities. DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 

 

Avaya recommends our customers implement Avaya solutions using appropriate security and 

encryption capabilities enabled by our products. The testing referenced in this DevConnect 

Application Note included the enablement of supported encryption capabilities in the Avaya 

products only (private network side). Readers should consult the appropriate Avaya product 

documentation for further information regarding security and encryption capabilities supported 

by those Avaya products. 

 

Support for these security and encryption capabilities in any non-Avaya solution component is 

the responsibility of each individual vendor. Readers should consult the appropriate vendor-

supplied product documentation for more information regarding those products. 

 

For the testing associated with this Application Note, the interface between Avaya systems and 

the Motto Communications SIP Trunking service did not include the use of any specific 

encryption features. 
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Encryption (TLS/SRTP) was used internal to the enterprise between Avaya products wherever 

possible. 

2.1. Interoperability Compliance Testing 

To verify SIP trunk interoperability, the following features and functionality were covered 

during the interoperability compliance test:  

¶ SIP Trunk Registration (Dynamic Authentication). 

¶ Response to SIP OPTIONS queries. 

¶ Incoming calls from the PSTN were routed to DID numbers assigned by Motto 

Communications. Incoming PSTN calls were terminated to the following endpoints: 

Avaya 96x1 Series IP Deskphones (H.323 and SIP), Avaya J179 IP Deskphones (H.323), 

Avaya 2420 Digital Deskphones, Avaya one-X® Communicator softphone (H.323 and 

SIP), Avaya Equinox softphone (SIP) and analog Deskphones. 

¶ Inbound and outbound PSTN calls to/from Remote Workers using Avaya 96x1 

Deskphones (SIP). 

¶ Outgoing calls to the PSTN were routed via Motto Communications network to various 

PSTN destinations. 

¶ Proper disconnect when the caller abandons the call before the call is answered. 

¶ Proper disconnect via normal call termination by the caller or the called parties. 

¶ Proper disconnect by the network for calls that are not answered (with voicemail off). 

¶ Proper response to busy endpoints. 

¶ Proper response/error treatment when dialing invalid PSTN numbers.  

¶ Proper codec negotiation and two-way speech-path. Testing was performed with codecs: 

G.711A, G.711MU and G.729. 

¶ No matching codecs. 

¶ DTMF tone transmissions as out-of-band RTP events as per RFC2833: 

o Outbound call to PSTN application requiring DTMF (e.g., an IVR or voice mail 

system). 

o Inbound call from PSTN to Avaya CPE application requiring DTMF (e.g., Aura® 

Messaging, Avaya vector digit collection steps). 

¶ Calling number blocking (Privacy). 

¶ Call Hold/Resume (long and short duration). 

¶ Call Forward (unconditional, busy, no answer).  

¶ Blind Call Transfers. 

¶ Consultative Call Transfers. 

¶ Station Conference. 

¶ EC500 (Extension to Cellular) calls. 

¶ Routing inbound vector call to call center agent queues. 

¶ Simultaneous active calls. 

¶ Long duration calls (over one hour). 

¶ Proper response/error treatment to all trunks busy. 

¶ Proper response/error treatment when disabling SIP connection. 
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Note ï Remote Worker was tested as part of this solution. The configuration necessary to 

support remote workers is beyond the scope of these Application Notes and is not included in 

these Application Notes. Consult reference [9] in the References section for additional 

information on this topic. 

 

Items that are supported and that were not tested includes the following: 

¶ Inbound toll-free calls were not tested. 

¶ 0, 0+10 digits, 411 Directory Assistance, 911 Emergency and international calls were 

not tested. 

2.2. Test Results 

Interoperability testing of the Motto Communications SIP Trunking Service with the Avaya SIP-

enabled enterprise solution was completed with successful results for all test cases with the 

observations/limitations noted below: 

¶ DNS SRV record queries ï The preferred method of connecting to the Motto 

Communications SIP Trunk network is via DNS SRV record queries. The DNS SRV 

record query functionality is not fully supported in the current release on the Avaya 

SBCE (8.0), simple DNS query was used instead. DNS SRV record query will be 

supported in the next release of the Avaya SBCE (release 8.1). 

¶ Caller ID on transferred calls ï On calls from the PSTN to the enterprise that were 

transferred back out to the PSTN, the caller ID number displayed at the PSTN endpoints 

was always of the transferring party instead of the originating PSTN number. 

¶ Caller ID on call-forward and EC500 calls ï On calls from the PSTN to the enterprise 

that were forwarded back out to the PSTN, the caller ID number displayed at the PSTN 

endpoint always showed ñRestrictedò. This included calls to ñtwinnedò mobile phones 

(EC500). 

¶ OPTIONS ï Motto does not send OPTIONS messages to the Avaya enterprise network, 

but it does respond to OPTIONS messages it receives from the Avaya enterprise, this was 

sufficient to maintain the SIP trunk link up in service. 

¶ Fax support ï Fax call attempts using T.38 were rejected with a ñ488 Not Acceptable 

Hereò response from Motto Communications. G.711 fax was also tested, but it behaved 

unreliably. The issue related to G.711 fax being unreliable during the compliance test 

may be related to the unpredictability of G.711 techniques, which only works well on 

networks with very few hops and with limited end-to-end delay. 

¶ TLS/SRTP used within the enterprise ï When TLS/SRTP is used within the enterprise; 

the SIP headers include the SIPS URI scheme for Secure SIP. The Avaya SBCE converts 

these header schemes from SIPS to SIP when it sends the SIP message toward Motto 

Communications. However, for call forward and EC500 calls, the Avaya SBCE was not 

changing the Diversion header scheme as expected. This anomaly is currently under 

investigation by the Avaya SBCE team. A workaround is to include a SigMa script for 

the Service Provider Server Configuration profile on the Avaya SBCE to convert ñsipsò 

to ñsipò in the Diversion header (Sections 7.8). 

¶ SIP REFER method ï Calls from the PSTN to the enterprise that were transferred back 

out to the PSTN network using the SIP REFER method did not work properly. On blind 

transfers, the REFER message was accepted by Motto with a ñ202 Accepted messageò, 



 
HG; Reviewed: 

SPOC 1/21/2020 

Solution & Interoperability Test Lab Application Notes 

©2020 Avaya Inc. All Rights Reserved. 

7 of 93 

Motto_CM81SBC80 

 

but the SIP trunk resources were not released after the call transfer was completed. Motto 

did not send NOTIFY messages with SIP REFER during call redirection scenarios to the 

PSTN. Testing was done with REFER enabled in Communication Manager (Network 

Call Redirection set to ñyò under the trunk -group, refer to Section 5.7). With REFER 

enabled, blind and attended call transfers to the PSTN completed successfully, with the 

caveat that Communication Manager trunk channels were not released from the call path 

after the call was transferred; two trunks channels remained busy/connected for the entire 

duration of the call. There was no impact to the user, itôs being mentioned here simply as 

an observation. 

¶ Removal of unwanted xml element information from the SDP in SIP messages sent 

to Motto Communications ï A Signaling Manipulation script (SigMa) was added to the 

Avaya SBCE to remove unwanted xml element information from the SDP in SIP 

messages sent to Motto Communications. (Sections 7.8). 

¶ SIP header optimization ï There are multiple SIP headers and parameters used by 

Communication Manager and Session Manager, some of them Avaya proprietary, that 

had no significance in the service providerôs network. These headers were removed with 

the purpose of blocking enterprise information from being propagated outside of the 

enterprise boundaries, to reduce the size of the packets entering the service providerôs 

network and to improve the solution interoperability in general. The following headers 

were removed from outbound messages using an Adaptation in Session Manager:  AV-

Correlation-ID, Alert-Info, Endpoint-View, P-AV-Message-id, P-Charging-Vector, AV-

Global-Session-ID and P-Location (Refer to Section 6.4). To help reduce the packet size 

further, the Avaya SBCE can remove the ñgsidò and ñepvò parameters that may be 

included within the Contact header by applying a Sigma script to the Motto 

Communications server configuration. Refer to Section 7.8. 

2.3. Support 

For support of Motto Communications SIP Trunking Service visit the corporate Web page at: 

http://www.motto.nl  
 

For technical support on the Avaya products described in these Application Notes visit 

http://support.avaya.com 

http://www.motto.nl/
http://support.avaya.com/
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3. Reference Configuration 
Figure 1 illustrates the sample Avaya SIP-enabled enterprise solution, connected to the Motto 

Communications SIP Trunking Service through a public Internet WAN connection. 

 

 
 

Figure 1: Avaya SIP Enterprise Solution connected to Motto Communications SIP 

Trunking  Service 
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The Avaya components used to create the simulated enterprise customer site included: 

¶ Avaya Aura® Communication Manager. 

¶ Avaya Aura® Session Manager.  

¶ Avaya Aura® System Manager. 

¶ Avaya Session Border Controller for Enterprise. 

¶ Avaya Aura® Messaging. 

¶ Avaya Aura® Media Server. 

¶ Avaya G430 Media Gateway. 

¶ Avaya 96x1 Series IP Deskphones (H.323 and SIP). 

¶ Avaya J179 IP Deskphones (H.323).  

¶ Avaya one-X® Communicator softphones (H.323 and SIP).  

¶ Avaya EquinoxÊ for Windows softphone (SIP).  

¶ Avaya digital and analog telephones. 

¶ Ventafax fax software.  

 

Additionally, the reference configuration included remote worker functionality. A remote worker 

is a SIP endpoint that resides in the untrusted network, registered to Session Manager at the 

enterprise via the Avaya SBCE. Remote workers offer the same functionality as any other 

endpoint at the enterprise. This functionality was successfully tested during the compliance test 

using only the Avaya 96x1 SIP Deskphones. For signaling, Transport Layer Security (TLS) and 

for media, Secure Real-time Transport Protocol (SRTP) was used on Avaya 96x1 SIP 

Deskphones used to test remote worker functionality. Other Avaya SIP endpoints that are 

supported in a Remote Worker configuration deployment were not tested. 

 

The configuration tasks required to support remote workers are beyond the scope of these 

Application Notes; hence they are not discussed in this document. Consult reference [9] in the 

References section for additional information on this topic. 

 

The Avaya SBCE was located at the edge of the enterprise. Its public side was connected to the 

public Internet, while its private side was connected to the enterprise infrastructure. All signaling 

and media traffic entering or leaving the enterprise flowed through the Avaya SBCE, protecting 

in this way the enterprise against any SIP-based attacks. The Avaya SBCE also performed 

network address translation at both the IP and SIP layers.  

 

For inbound calls, the calls flowed from the service provider to the Avaya SBCE then to Session 

Manager. Session Manager used the configured dial patterns (or regular expressions) and routing 

policies to determine the recipient (Communication Manager) and on which link to send the call. 

 

Outbound calls to the PSTN were first processed by Communication Manager for outbound 

feature treatment such as automatic route selection and class of service restrictions. Once 

Communication Manager selected the proper SIP trunk, the call was routed to Session Manager. 

Session Manager once again used the configured dial patterns (or regular expressions) and 
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routing policies to determine the route to the Avaya SBCE for egress to the Motto 

Communications network. 
 

A separate SIP trunk was created between Communication Manager and Session Manager to 

carry the service provider traffic. This was done so that any trunk or codec settings required by 

the service provider could be applied only to this trunk without affecting other enterprise SIP 

traffic. This trunk carried both inbound and outbound traffic. 

 

As part of the Avaya Aura® version 8.0 release, Communication Manager incorporates the 

ability to use the Avaya Aura® Media Sever (AAMS) as a media resource. The AAMS is a 

software-based, high density media server that provides DSP resources for IP-based sessions. 

Media resources from both the AAMS and a G430 Media Gateway were utilized during the 

compliance test. The configuration of the AAMS is not discussed in this document. For more 

information on the installation and administration of the AAMS in Communication Manager 

refer to the AAMS documentation listed in the References section. 

 

The Avaya Aura® Messaging was used during the compliance test to verify voice mail 

redirection and navigation, as well as the delivery of Message Waiting Indicator (MWI) 

messages to the enterprise telephones. Since the configuration tasks for Messaging are not 

directly related to the interoperability tests with the Motto Communications network SIP 

Trunking service, they are not included in these Application Notes. 
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 
 

Equipment/Software Release/Version 

Avaya 

Avaya Aura® Communication Manager  8.1.1.0 

(01.0.890.0-25763) 

Avaya Aura® Session Manager  8.1.1.0 

(8.1.1.0.811021) 

Avaya Aura® System Manager  .1.1.0 

Build No. 8.1.0.0.733078 

Software Update Rev. No. 

8.1.1.0.0310504 

Avaya Session Border Controller for 

Enterprise  

ASBCE 8.0 

8.0.1.0-10-17555 

Avaya Aura® Messaging  7.1 Service Pack 2 

(MSG-01.0.532.0-002_0204) 

Avaya Aura® Media Server 8.0.2.61_2019.09.16 

Avaya G430 Media Gateway g430_sw_41_16_0 

Avaya 96x1 Series IP Deskphones (SIP) Version 7.1.7.0 

Avaya 96x1 Series IP Deskphones (H.323) Version 6.8202 

Avaya J179 IP Deskphones (H.323) Version 6.8202 

Avaya one-X® Communicator (H.323, SIP) 6.2.14.1-SP14 

Avaya Equinox for Windows (SIP) 3.6.4.31.2 

Avaya 2420 Series Digital Deskphones N/A 

Avaya 6210 Analog Deskphones N/A 

Motto Communications 

OpenSIPS  2.2.1 (x86_64/linux) 

Asterisk  11.14.0-motto3 

 

The specific configuration above was used for the compliance testing. Note that this solution will 

be compatible with other Avaya Servers and Media Gateway platforms running similar versions 

of Communication Manager and Session Manager. 

 

Note ï The Avaya Aura® servers and the Avaya SBCE used in the reference configuration and 

shown on the previous table were deployed on a virtualized environment. These Avaya 

components ran as virtual machines over VMware® (ESXi 6.0.0) platforms. Consult the 

installation documentation on the References section for more information. 
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5. Configure Avaya Aura® Communication Manager  
This section describes the procedure for configuring Communication Manager to work with the 

Motto Communications SIP Trunking Service. A SIP trunk is established between 

Communication Manager and Session Manager for use by signaling traffic to and from the 

service provider. It is assumed that the general installation of Communication Manager, the 

Avaya G430 Media Gateway and the Avaya Media Server has been previously completed and is 

not discussed here. 

 

The Communication Manager configuration was performed using the System Access Terminal 

(SAT). Some screens in this section have been abridged and highlighted for brevity and clarity in 

presentation. Some screens capture will show the use of the change command instead of the add 

command, since the configuration used for the testing was previously added.  

5.1. Licensing and Capacity  

Use the display system-parameters customer-options command to verify that the Maximum 

Administered SIP Trunks value on Page 2 is sufficient to support the desired number of 

simultaneous SIP calls across all SIP trunks at the enterprise including any trunks to and from the 

service provider. The example shows that 40000 licenses are available and 120 are in use. The 

license file installed on the system controls the maximum values for these attributes. If a required 

feature is not enabled or there is insufficient capacity, contact an authorized Avaya sales 

representative. 
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5.2. System Features  

Use the change system-parameters features command to set the Trunk -to-Trunk Transfer 

field to all to allow incoming calls from the PSTN to be transferred to another PSTN endpoint. If 

for security reasons incoming calls should not be allowed to transfer back to the PSTN, then 

leave the field set to none. 
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On Page 9 verify that a text string has been defined to replace the Calling Party Number (CPN) 

for restricted or unavailable calls. This text string is entered in the two fields highlighted below. 

The compliance test used the value of restricted for restricted calls and unavailable for 

unavailable calls.  
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5.3. IP Node Names  

Use the change node-names ip command to verify that node names have been previously 

defined for the IP addresses of Communication Manager (procr) and the Session Manager 

security module (SM). These node names will be needed for defining the service provider 

signaling group in Section 5.6. 
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5.4. Codecs 

Use the change ip-codec-set command to define a list of codecs to use for calls between the 

enterprise and the service provider. For the compliance test, ip-codec-set 2 was used for this 

purpose. Enter the corresponding codec in the Audio Codec column of the table. Motto 

Communications supports audio codecs G.711A, G.711MU and G.729. 
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On Page 2, set the Fax Mode to off. 

  

Motto SIP Trunk supports G.711 for transmission of fax. As this is in-band and requires no 

interaction from Communication Manager, there is no specific configuration required (refer to 

Section 2.2). 
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5.5. IP Network Regions  

Create a separate IP network region for the service provider trunk group. This allows for separate 

codec or quality of service settings to be used (if necessary) for calls between the enterprise and 

the service provider versus calls within the enterprise or elsewhere. For the compliance test, IP 

Network Region 2 was chosen for the service provider trunk. Use the change ip-network-region 

2 command to configure region 2 with the following parameters:  

¶ Set the Authoritative Domain field to match the SIP domain of the enterprise. In this 

configuration, the domain name is avaya.lab.com as assigned to the shared test 

environment in the Avaya test lab. This domain name appears in the ñFromò header of 

SIP messages originating from this IP region.  

¶ Enter a descriptive name in the Name field.  

¶ Leave both Intra -region and Inter -region IP-IP Direct Audio set to yes, the default 

setting. This will enable IP-IP Direct Audio (shuffling), to allow audio traffic to be sent 

directly between IP endpoints without using media resources in the Avaya Media 

Gateway and Media Server. Shuffling can be further restricted at the trunk level on the 

Signaling Group form if needed.  

¶ Set the Codec Set field to the IP codec set defined in Section 5.4.  

¶ Default values may be used for all other fields.  
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On Page 4, define the IP codec set to be used for traffic between region 2 and region 1 (the rest 

of the enterprise). Enter the desired IP codec set in the codec set column of the row with 

destination region (dst rgn) 1. Default values may be used for all other fields. The following 

example shows the settings used for the compliance test. It indicates that codec set 2 will be used 

for calls between region 2 (the service provider region) and region 1 (the rest of the enterprise). 
 

 

5.6. Signaling Group 

Use the add signaling-group command to create a signaling group between Communication 

Manager and Session Manager for use by the service provider trunk. This signaling group is used 

for inbound and outbound calls between the service provider and the enterprise. For the 

compliance test, signaling group 2 was used and was configured using the parameters 

highlighted below, shown on the screen on the next page: 

¶ Set the Group Type field to sip. 

¶ Set the IMS Enabled field to n. This specifies the Communication Manager will serve as 

an Evolution Server for the Session Manager. 

¶ Set the Transport Method to the transport protocol to be used between Communication 

Manager and Session Manager. For the compliance test, tls was used. 

¶ Set the Peer Detection Enabled field to y. The Peer-Server field will initially be set to 

Others and cannot be changed via administration. Later, the Peer-Server field will 

automatically change to SM once Communication Manager detects its peer is a Session 

Manager.  
 

Note: Once the Peer-Server field is updated to SM, the system changes the default values of the 

following fields, setting them to displayïonly: 
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¶ Prepend ó+ô to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? is 

changed to y. 

¶ Remove ó+ô from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? 

is changed to n. 

¶ Set the Near-end Node Name to procr. This node name maps to the IP address of the 

Communication Manager as defined in Section 5.3. 

¶ Set the Far-end Node Name to SM. This node name maps to the IP address of Session 

Manager, as defined in Section 5.3. 

¶ Set the Near-end Listen Port and Far-end Listen Port to a valid unused port instead of 

the default well-known port value. (For TLS, the well-known port value is 5061). This is 

necessary so Session Manager can distinguish this trunk from the trunk used for other 

enterprise SIP traffic. The compliance test was conducted with the Near-end Listen Port 

and Far-end Listen Port set to 5071. 

¶ Set the Far-end Network Region to the IP network region defined for the Service 

Provider in Section 5.5. 

¶ Set the Far-end Domain to the domain of the enterprise. 

¶ Set the DTMF over IP  field to rtp-payload. This value enables Communication Manager 

to send DTMF transmissions using RFC 2833. 

¶ Set Direct IP-IP Audio Connections to y. This field will enable media shuffling on the 

SIP trunk allowing Communication Manager to redirect media traffic directly between 

the Avaya SBCE and the enterprise endpoint. If this value is set to n, then the Avaya 

Media Gateway or Media Server will remain in the media path of all calls between the 

SIP trunk and the endpoint. Depending on the number of media resources available in the 

Avaya Media Gateway and Media Server, these resources may be depleted during high 

call volume preventing additional calls from completing. 

¶ Default values may be used for all other fields. 
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5.7. Trunk Group 

Use the add trunk -group command to create a trunk group for the signaling group created in 

Section 5.6. For the compliance test, trunk group 2 was configured using the parameters 

highlighted below. 

¶ Set the Group Type field to sip. 

¶ Enter a descriptive name for the Group Name. 

¶ Enter an available trunk access code (TAC) that is consistent with the existing dial plan 

in the TAC  field.  

¶ Set the Service Type field to public-ntwrk.  

¶ Set the Signaling Group to the signaling group shown in Section 5.6. 

¶ Set the Number of Members field to the number of trunk members in the SIP trunk 

group. This value determines how many simultaneous SIP calls can be supported by this 

trunk. 

¶ Default values were used for all other fields. 
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On Page 2, verify that the Preferred Minimum Session Refresh Interval is set to a value 

acceptable to the service provider. This value defines the interval that re-INVITEs must be sent 

to keep the active session alive. The default value of 600 seconds was used. 
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On Page 3:  

¶ Set the Numbering Format field to public. This field specifies the format of the calling 

party number (CPN) sent to the far-end. When public format is used, Communication 

Manager automatically inserts a ñ+ò sign, preceding the numbers in the ñFromò, 

ñContactò and ñP-Asserted Identityò (PAI) headers. The Numbering Format was set to 

public and the Numbering Format in the route pattern was set to pub-unk (see Section 

5.10). Note that in the case of Motto Communications the + sign was removed from SIP 

messages with a SigMa script added to the Avaya SBCE before sending the SIP messages 

to Motto Communications (refer to Section 7.8). 

¶ Set the Replace Restricted Numbers and Replace Unavailable Numbers fields to y. 

This will allow the CPN displayed on local endpoints to be replaced with the value set in 

Section 5.2, if the inbound call has enabled CPN block. 
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On Page 4:  

¶ Set the Network Call Redirection field to y. With this setting, Communication Manager 

will  use the SIP REFER method for the redirection of PSTN calls that are transferred 

back to the SIP trunk (refer to Section 2.2). 

¶ Set the Send Diversion Header field to y and Support Request History to n.  

¶ Set the Telephone Event Payload Type to 101, the value preferred by Motto 

Communications. 

¶ Verify that Identity for Calling Party Display  is set to P-Asserted-Identity.  

¶ Default values were used for all other fields. 
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5.8. Calling Party Information  

The calling party number is sent in the SIP ñFromò, ñContactò and ñPAIò headers. Since public 

numbering was selected to define the format of this number (Section 5.7), use the change 

public-unknown-numbering command to create an entry for each extension which has a DID 

assigned. DID numbers are provided by the SIP service provider. Each DID number is assigned 

in this table to one enterprise internal extension or Vector Directory Numbers (VDNs). In the 

example below, four DID numbers assigned by the service provider are shown. These DID 

numbers were used as the outbound calling party information on the service provider trunk when 

calls were originated from the mapped extensions. 
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5.9. Inbound Routing 

In general, the ñincoming call handling treatmentò form for a trunk group can be used to 

manipulate the digits received for an incoming call if necessary. Since Session Manager is 

present, Session Manager can be used to perform digit conversion using an Adaptation, and digit 

manipulation via the Communication Manager incoming call handling table may not be 

necessary. If the DID number sent by Motto Communications is left unchanged by Session 

Manager, then the DID number can be mapped to an extension using the incoming call handling 

treatment of the receiving trunk group. Use the change inc-call-handling-trmt command to 

create an entry for each DID. 
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5.10. Outbound Routing 

In these Application Notes, the Automatic Route Selection (ARS) feature is used to route 

outbound calls via the SIP trunk to the service provider. In the sample configuration, the single 

digit 9 is used as the ARS access code. Enterprise callers will dial 9 to reach an ñoutside lineò. 

This common configuration is illustrated below with little elaboration. Use the change dialplan 

analysis command to define a dialed string beginning with 9 of length 1, as a feature access code 

(fac). 
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Use the change feature-access-codes command to configure 9 as the Auto Route Selection 

(ARS) ï Access Code 1. 
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Use the change ars analysis command to configure the routing of dialed digits following the 

first digit 9. The example below shows a subset of the dialed strings tested as part of the 

compliance test. See Section 2.1 for the complete list of call types tested. All dialed strings are 

mapped to route pattern 2, which contains the SIP trunk group to the service provider. 

 

For international call to the U.S. (e.g., dialing: 90017863311234): 
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The route pattern defines which trunk group will be used for the call and performs any necessary 

digit manipulation. Use the change route-pattern command to configure the parameters for the 

service provider trunk route pattern in the following manner. The example below shows the 

values used for route pattern 2 in the compliance test.  

¶ Pattern Name: Enter a descriptive name.  

¶ Grp No: Enter the outbound trunk group for the SIP service provider.  

¶ FRL : Set the Facility Restriction Level (FRL ) field to a level that allows access to this 

trunk for all users that require it. The value of 0 is the least restrictive level. 

¶ Numbering Format: Set to pub-unk. All calls using this route pattern will use the public 

numbering table. See setting of the Numbering Format in the trunk group form for full 

details in Section 5.7.  
 

 
 

Note - Enter the save translation command (not shown) to save all the changes made to the 

Communication Manager configuration in the previous sections. 
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6. Configure Avaya Aura® Session Manager 
This section provides the procedures for configuring Session Manager. The procedures include 

adding the following items:  

¶ SIP domain.  

¶ Logical/physical Locations that can be occupied by SIP Entities. 

¶ Adaptation module to perform header manipulations. 

¶ SIP Entities corresponding to Communication Manager, Session Manager and the Avaya 

SBCE. 

¶ Entity Links, which define the SIP trunk parameters used by Session Manager when 

routing calls to/from SIP Entities.  

¶ Routing Policies, which control call routing between the SIP Entities.  

¶ Dial Patterns, which govern to which SIP Entity a call is routed.  

 

The following sections assume that the initial configuration of Session Manager and System 

Manager has already been completed, and that network connectivity exists between System 

Manager and Session Manager. 
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6.1.  System Manager Login and Navigation 

Session Manager configuration is accomplished by accessing the browser-based GUI of System 

Manager, using the URL ñhttps://<ip-address>/SMGRò, where ñ<ip-address>ò is the IP address 

of System Manager. Log in with the appropriate credentials and click on Log On (not shown). 

The screen shown below is then displayed; under elements select Routing Ą Domains. 
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The navigation tree displayed in the left pane below will be referenced in subsequent sections to 

navigate to items requiring configuration. Most items discussed in this section will be located 

under the Routing link shown below. 
 

 



 
HG; Reviewed: 

SPOC 1/21/2020 

Solution & Interoperability Test Lab Application Notes 

©2020 Avaya Inc. All Rights Reserved. 

34 of 93 

Motto_CM81SBC80 

 

6.2. SIP Domain 

Create an entry for each SIP domain for which Session Manager will need to be aware in order to 

route calls. For the compliance test, this was the enterprise domain, avaya.lab.com. Navigate to 

Routing Ą Domains in the left-hand navigation pane and click the New button in the right pane 

(not shown). In the new right pane that appears (shown below), fill in the following:  

¶ Name: Enter the domain name.  

¶ Type: Select sip from the pull-down menu.  

¶ Notes: Add a brief description (optional).  

¶ Click Commit to save. 

 

The screen below shows the entry for the enterprise domain. 
 

 

6.3. Locations  

Locations can be used to identify logical and/or physical locations where SIP Entities reside for 

purposes of bandwidth management, call admission control and location-based routing. To add a 

location, navigate to Routing Ą Locations in the left-hand navigation pane and click the New 

button in the right pane (not shown). In the General section, enter the following values:  

¶ Name: Enter a descriptive name for the location.  

¶ Notes: Add a brief description (optional). 

¶ Click Commit to save. 
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The following screen shows the location details for the location named Session Manager. 

Later, this location will be assigned to the SIP Entity corresponding to Session Manager. Other 

location parameters (not shown) retained the default values. 
 

 

 

The following screen shows the location details for the location named Communication 

Manager. Later, this location will be assigned to the SIP Entity corresponding to 

Communication Manager. Other location parameters (not shown) retained the default values. 
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The following screen shows the location details for the location named Avaya SBCE. Later, this 

location will be assigned to the SIP Entity corresponding to the Avaya SBCE. Other location 

parameters (not shown) retained the default values. 
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6.4. Adaptations 

In order to improve interoperability with third party elements, Session Manager 8.1 incorporates 

the ability to use Adaptation modules to remove specific headers that are either Avaya 

proprietary or deemed excessive/unnecessary for non-Avaya elements. 

 

For the compliance test, an Adaptation named CM_Outbound_Header_Removal was created to 

block the following headers from outbound messages, before they were forwarded to the Avaya 

SBCE: AV-Correlation-ID, Alert-Info, Endpoint-View, P-AV-Message-ID, P-Charging-Vector 

and P-Location. These headers contain private information from the enterprise, which should not 

be propagated outside of the enterprise boundaries. They also add unnecessary size to outbound 

messages, while they have no significance to the service provider. 

 

Navigate to Routing Ą Adaptations in the left-hand navigation pane and click the New button 

in the right pane (not shown). In the new right pane that appears (shown below), fill in the 

following: 

¶ Adaptation Name: Enter an appropriate name. 

¶ Module Name: Select the DigitConversionAdapter option. 

¶ Module Parameter Type: Select Name-Value Parameter. 

 

Click Add to add the name and value parameters, as follows: 

¶ Name: Enter eRHdrs. This parameter will remove the specified headers from  

   messages in the egress direction. 

¶ Value: Enter ñAlert-Info , P-Charging-Vector, AV-Global-Session-ID , AV-Correlation-

ID , P-AV-Message-Id, P-Location, Endpoint-Viewò 

¶ Click Commit to save. 
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The screen below shows the adaptation created for the compliance test. This adaptation will later 

be applied to the SIP Entity corresponding to the Avaya SBCE. All other fields were left at their 

default values. 
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6.5. SIP Entities  

A SIP Entity must be added for Session Manager and for each SIP telephony system connected 

to it, which includes Communication Manager and the Avaya SBCE. Navigate to Routing Ą 

SIP Entities in the left navigation pane and click on the New button in the right pane (not 

shown). In the General section, enter the following values. Use default values for all remaining 

fields:  

¶ Name: Enter a descriptive name.  

¶ FQDN or IP Address: Enter the FQDN or IP address of the SIP Entity that is used for  

    SIP signaling (see Figure 1). 

¶ Type: Select Session Manager for Session Manager, CM for  

Communication Manager and SIP Trunk (or Other) for the Avaya SBCE. 

¶ Adaptation:  This field is only present if Type is not set to Session Manager 

     If Adaptations were to be created, here is where they would be applied to the entity. 

¶ Location: Select the location that applies to the SIP Entity being created,  

      defined in Section 6.3. 

¶ Time Zone: Select the time zone for the location above.  

¶ Click Commit to save. 

 

The following screen shows the addition of the Session Manager SIP Entity for Session 

Manager. The IP address of the Session Manager Security Module is entered in the FQDN or IP 

Address field. 
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The following screen shows the addition of the Communication Manager Trunk 2 SIP Entity 

for Communication Manager. In order for Session Manager to send SIP service provider traffic 

on a separate entity link to Communication Manager, the creation of a separate SIP entity for 

Communication Manager is required. This SIP Entity should be different than the one created 

during the Session Manager installation, used by all other enterprise SIP traffic. The FQDN or 

IP Address field is set to the IP address of the ñprocrò interface in Communication Manager, as 

seen in Section 5.3. Select the location that applies to the SIP Entity being created, defined in 

Section 6.3. Select the Time Zone. 
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The following screen shows the addition of the Avaya SBCE SIP Entity for the Avaya SBCE:  

¶ The FQDN or IP Address field is set to the IP address of the SBC private network 

interface (see Figure 1).  

¶ On the Adaptation field, the adaptation module CM_Outbound_Header_Removal 

previously defined in Section 6.4 was selected.  

¶ Select the location that applies to the SIP Entity being created, defined in Section 6.3. 

¶ Select the Time Zone. 
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6.6. Entity Links 

A SIP trunk between Session Manager and a telephony system is described by an Entity Link. 

Two Entity Links were created; an entity link to Communication Manager for use only by 

service provider traffic and an entity link to the Avaya SBCE. To add an Entity Link, navigate to 

Routing Ą Entity Links in the left navigation pane and click on the New button in the right 

pane (not shown). Fill in the following fields in the new row that is displayed: 

¶ Name: Enter a descriptive name.  

¶ SIP Entity 1: Select the Session Manager from the drop-down menu (Section 6.5). 

¶ Protocol: Select the transport protocol used for this link (Section 5.6).  

¶ Port: Port number on which Session Manager will receive SIP requests from the far-end 

(Section 5.6). 

¶ SIP Entity 2: Select the name of the other system from the drop-down menu (Section 

6.5). 

¶ Port:  Port number on which the other system receives SIP requests from  

Session Manager (Section 5.6). 

¶ Connection Policy: Select Trusted to allow calls from the associated SIP Entity. 

¶ Click Commit to save.  

 

The screen below shows the Entity Link to Communication Manager. The protocol and ports 

defined here must match the values used on the Communication Manager signaling group form 

in Section 5.6. TLS transport and port 5071 were used. 
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The Entity Link to the Avaya SBCE is shown below; TLS transport and port 5061 were used. 
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6.7. Routing Policies  

Routing policies describe the conditions under which calls will be routed to the SIP Entities 

specified in Section 6.5. Two routing policies were added; an incoming policy with 

Communication Manager as the destination and an outbound policy with the Avaya SBCE as the 

destination. To add a routing policy, navigate to Routing Ą Routing Policies in the left 

navigation pane and click on the New button in the right pane (not shown). The following screen 

is displayed:  

¶ In the General section, enter a descriptive Name and add a brief description under Notes 

(optional).  

¶ In the SIP Entity as Destination section, click Select. The SIP Entity List page opens 

(not shown). Choose the appropriate SIP entity to which this routing policy applies 

(Section 6.5) and click Select. The selected SIP Entity displays on the Routing Policy 

Details page as shown below.  

¶ Use default values for remaining fields.  

¶ Click Commit to save. 

 

The following screens show the Routing Policies for Communication Manager and the Avaya 

SBCE. 
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6.8. Dial Patterns  

Dial Patterns are needed to route specific calls through Session Manager. For the compliance 

test, dial patterns were needed to route calls from Communication Manager to the service 

provider and vice versa. Dial Patterns define which route policy will be selected for a particular 

call based on the dialed digits, destination domain and originating location. To add a dial pattern, 

navigate to Routing Ą Dial Patterns in the left navigation pane and click on the New button in 

the right pane (not shown). Fill in the following, as shown in the screens below: 

 

In the General section, enter the following values:  

¶ Pattern: Enter a dial string that will be matched against the Request-URI of the call.  

¶ Min: Enter a minimum length used in the match criteria.  

¶ Max: Enter a maximum length used in the match criteria.  

¶ SIP Domain: Enter the destination domain used in the match criteria, or select ñALLò  

      to route incoming calls to all SIP domains. 

¶ Notes:  Add a brief description (optional).  

¶ In the Originating Locations and Routing Policies section, click Add. From the 

Originating Locations and Routing Policy List that appears (not shown), select the 

appropriate originating location for use in the match criteria (Section 6.3). 

¶ Lastly, select the routing policy from the list that will be used to route all calls that match 

the specified criteria (Section 6.7). Click Select (not shown). 

¶ Click Commit to save. 

 

The following screen illustrates an example dial pattern used to verify inbound PSTN calls to 

Communication Manager. In the example, calls to 11-digit numbers starting with 31, arriving 

from location Avaya SBCE, used route policy To CM Trunk 2 to Communication Manager. The 

SIP Domain was set to avaya.lab.com. 
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