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Trunking with the Avaya Business Communication
Manager 450 Release 6.0 — Issue 1.0

Abstract

These Application Notes describe a solution comprised of the Avaya Business Communication
Manager 450 release 6.0 and the CenturyLink SIP Trunking. During the interoperability
testing, Avaya Business Communication Manager 450 was able to interoperate with the
CenturyLink Broadsoft via SIP trunk. This test was performed to verify SIP trunk features
including basic call, call forward (all calls, busy, no answer), call transfer (blind and consult),
conference, and voice mail. The calls are placed in both directions with various set types.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

This document provides a typical network configuration deployment of the Avaya Business
Communication Manager 450 (hereafter referred to as BCM450) and the CenturyLink SIP
Trunking (hereafter referred to as CenturyLink system). During the interoperability testing, all
SIP trunk applicable feature test cases were executed to ensure the interoperability between the
CenturyLink system and the BCM450.

2. General Test Approach and Test Results

The Business Communication Manager 450 release 6.0 was connected to the CenturyLink
system via a SIP trunk. Various call types were made from the BCM450 to the CenturyLink
system and vice versa to ensure the interoperability between the BCM450 and the CenturyLink
system.

2.1. Interoperability Compliance Testing
The focus of this testing is to verify that BCM450 release 6.0 can interoperate with the
CenturyLink system. The following interoperability areas were covered.

e General call processing between BCM450 and CenturyLink systems including:
- Codec/ptime (G.711 u-law)
- Hold/Retrieve on both ends
- CLID displays
- Ring-back tone
- Speech paths
- Dialing plan support
- Advanced features (Call on Mute, Call Park, Call Waiting)
- Abandoned Call
e Call redirection verification: all supported methods (blind transfer, consultative
transfer, call forward, and conference) including CLID. Call redirection is performed
from both ends
RFC2833/DTMF on both direction
SIP Transport UDP
Voice Mail Server CallPilot (hosted on BCM450)
Meet-me conference (hosted on BCM450)
Early Media Transmission

2.2. Test Results

The objectives outlined in Section 2.1 were verified. All the applicable test cases were executed.
However, the following observations were noted during the compliance testing:

01. Outbound call from BCM450 to PSTN, CLID Name is not delivered over CenturyLink SIP
Trunk.
- Call scenario: Make an outbound SIP call from BCM450 phone to a PSTN phone.
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- SIP observation: BCM450 sent “From” header with display name information.

- Expected result: Call is established with 2 way speech paths. CLID Number and Name are
displayed correctly.

- Actual result: CLID Name is not delivered over CenturyLink SIP Trunk

- Recommendation: CenturyLink CLEC should populate CLID Name for the outgoing call to
PSTN and CLID Name delivery needs to be supported by Local Exchange Carrier host PSTN
test phones.

02. Inbound toll free call has not yet been tested due to lacking provision from CenturyLink.

- Call scenario: Make an inbound SIP call from PSTN phone to BCM450 toll free number.

- SIP observation: N/A.

- Expected result: Call is established with 2 way speech paths. CLID Number and Name are
displayed correctly.

- Actual result: This case has not yet been tested on CenturyLink production network.

- Recommendation: Need CenturyLink to provide a toll free number associate to SIP Trunk to
BCM450.

03. Inbound call waiting. CenturyLink should send INVITE for the 2™ inbound call to the same
BCM450 phone.

- Call scenario: Make a SIP call from PSTN 1 to BCM450 phone, then make the 2™ inbound
call from PSTN_2 to the same BCM450 phone.

- SIP observation: CenturyLink sent SIP/INFO — Call Waiting.

- Expected result: CenturyLink should send another INVITE for the 2™ call.

- Actual result: CenturyLink sent SIP/INFO — Call Waiting, BCM450 responded 501 Not
Implemented.

- Resolution: Centurylink corrected the configuration and sent INVITE for the 2™ inbound call to
BCM450. The call waiting feature on BCM450 was verified.

04. Off-net call forward. CenturyLink should increase Trunkgroup timer on SIP interface and
disable Symmetric-Latching on CenturyLink SBC.

- Call scenario: Make a SIP call from PSTN_1 to BCM450 phone which will Call Forward All
Call back to PSTN_2.

- SIP observation: CenturyLink sent CANCEL; this issue was corrected by increasing the
Trunkgroup timer on the SIP interface at CenturyLink. With this setting, the call can be
established, but there was an issue with RTP. Disabling Symmetric-Latching on the CenturyLink
SBC fixed the RTP issue.

- Expected result: Call is established with 2 way speech paths. CLID Number and Name are
displayed correctly.

- Actual result: The call was failed.

- Resolution: CenturyLink increased the Trunkgroup timer on the SIP interface and disabled
Symmetric-Latching on the CenturyLink SBC and the test case passed.

05. BCM450 drops the 3 way conference if the 1* call leg was initialized by PSTN.

- Call scenario: Make a SIP call from PSTN 1 to BCM450_A which will conferences to
PSTN_2. Then BCM450 A conferences to BCM450 B. BCM450 A and BCM450 B hang up.
- SIP observation: BCM450 sent BYE to drop the conference call.
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- Expected result: The conference was successfully open for 4 call parties. The conference will
be kept open even all BCM450 parties left.

- Actual result: The conference was dropped after all BCM450 parties left.

- Resolution: This is a known issue of BCM450.

06. Off-net call transfer.

- Call scenario: Make a SIP call from PSTN 1 to BCM450 phone which will blind transfer back
to PSTN_2.

- SIP observation: BCM450 did not send INVITE/resume.

- Expected result: Call is established with 2 way speech paths. CLID Number and Name are
displayed correctly.

- Actual result: The call was failed.

- Resolution: This issue has been fixed by patch BCM050.R600.IPTEL-37-3, applied to
BCM450.

2.3. Support
For technical support on CenturyLink system, please contact CenturyLink technical support at:

e Toll Free: 1-877-290-5458
e http://www.centurylink.com/Pages/Support/

3. Reference Configuration
Figure 1 illustrates the test configuration used during the compliant testing event between the
BCM450 and CenturyLink system.

Highlevel Diagram of the CenturyLink SIP Trunking with Avaya BCM450

Private Side Public Side
Avaya BCMASO CenturyLink system ‘ & ‘ =
; o
Anaalog.l’I ] \/
= PSTN
£ RTP
1P (UMIStim) \
SIPAIDE
PC softphone (LMIStm)
s Acme Packet — SBC

CenturyLink network

Figure 1- Network Diagram for BCM450 — CenturyLink System
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http://www.centurylink.com/Pages/Support/

The following assumptions were made for this lab test configuration.

1.
2.

BCM450 R6.0 software and implementation of latest patches
CenturyLink provides support to setup, configure, and troubleshoot on carrier switch for
the duration of the testing.

During testing, the following activities were made to each test scenario:

1.
2.
3.

4.

Calls were checked for the correct call progress tones and cadences.

During the ringing state, the ring back tone and destination ringing were checked.

Calls were checked in both hands-free and handset mode due to internal Avaya
requirements.

Calls were checked for speech path in both directions using spoken words to ensure
clarity of speech.

The display(s) of the sets/clients involved were checked for consistent and expected
CLID, name and redirection information both prior to answer and after call
establishment.

The speech path and messaging system were observed for timely and quality End to End
tone audio path generation and application responses.

The BCM450 Monitor was kept running to monitor SIP Trunking usage during the call
and / the trunks were released after the call completed.

Speech path and display checked before and after calls were put on/off hold from each
end.

Applicable files were screened on an hourly basis during the testing for any message that
may indicate technical issues. This refers to Avaya PBX files.

4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya system:

System Software/L.oadware version

Avaya BCM450 Release 6.0 with following patches:

e BCM450.R600.CORE-TELEPHONY-12
e BCM450.R600.SU.System-003.201101
e BCM450.R600.SU-2

e BCM450.R100.SU.System-012.201003

e BCM450.R100.SU.Desktop-006.201006
BCM450.R100.DSP-FIRMWARE-75

Avaya phones

2004 p2: 0604DCN (UNIStim)
1140: 0625C7M (UNIStim)
1120: 0624C7M (UNIStim)
2007: 0621C7G (UNIStim)
1220: 062AC7M (UNIStim)

e Nortel Digital Phone M7310
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‘ e 12050 PC softphone Release 3.2

CenturyLink system:
System Software/Loadware version
Broadwork Broadsoft R16 sp2
Sonus GSX9000 V07.02.05R000
Acme Packet Net-Net 4250 R6.1
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5. Avaya Business Communication Manager 450 Configuration
These Application Notes assume that the basic configuration has already been administered. For
further information on Avaya Business Communication Manager 450, please consult references in
Section 8.

The below procedures describe the configuration details of BCM450 with a SIP trunk to
CenturyLink system.

5.1. Login to BCM450

5.1.1. Install Business Element Manager and BCM450 Monitor
a) Open web browser and connect to the Web GUI http://<BCM450 IP address> as shown in
Figure 2. Then log in using the appropriate Username and Password.

Note: The web browser has to enable Java Runtime Environment to support the BCM450 Web
GUL
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AVAYA

Home | Contact |

Welcome

to

BCM

Main Advancedl
User ID: Innadmin ‘
Application Group
Password: I******** Skatus
¥ Save Credentials
o ¥ Auto-Login
Cancel |
Run
3rd Party ’
Application Launcher 1.07
Click for Mon-Java enahled browsers. or download the Java JRE if its not automatically installed from SUN.COM.
Having trouble installing java? Try to Un-install jawa first.
Copyright & Avaya Inc. 1999 - 2010, All Rights Resenved.
Figure 2 — Login to Business Communication Manager
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b) The Welcome to BCM450 page is displayed. Click on the BCM450 applications/ web
links, select Business Element Manager, and then click Run as highlighted in red box as
shown in Figure 3. This action will install Business Element M anager to the local PC. After
the installation complete, Business Element Manager shortcut will be created on desktop.

AVAYA

Home | Contact |

to

BCM

Main | Advanced |

Applications
Application Group
Mame Status |
User Applications Mo update required ;l
g Ackivity Reporter Basic Mo update required
Business applications Mo update required

B Hus Elermert Manager
B Manitor
Daka Migrakion Manager

Mo update required - currenthy a. ..
Mews update availiable - 50.2.01..,
Mew update availiable - 1.1.0 LI

Download Locations Run

e Pty _

Application Launcher 1,07

Click for Mon-Java enabled browsers. or dewnload the Jawva JRE if its not automatically installed fram SUN.COM.

Hawing trouble installing jawa? Try to UN-install java fist.

Copyright @ Awaya [nc. 1999 - 2010, All Rights Resened.

Figure 3 — Business Communication Manager
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c¢) Continue with Welcome to BCM450 page to install BCM450 Monitor as shown in Figure 4.
After the installation complete, the BCM450 Monitor shortcut will be created on desktop.

AVAYA

Home | Contact |

Tay.

BCM

Main | pdvanced |

Applications
Application Group
Mame Status I
Uszer Applications Mo update reguired :I
. Activity Reporter Basic Mo update required
Business Applications Mo update required J
B Business Element Manager Mo update reguired - currently a...

Download Locations

. ety _

Application Launcher 1.07

Click for Mon-Java enabled browsers. or download the Java JRE if its not automatically installed from SUR.COM.
Hawing trouble installing java® Try to UN-install java fiest.

Copyright ® Avaya Ine. 1999 - 2010, All Rights Resenved.

Figure 4 — Element Manager System Overview
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5.1.2. Create a new Network Element Entry for Business Element Manager
a) Double click on the Business Element Manager desktop icon; the Avaya Business Element

Manager — Network Elements will display. Create a new Network Element as shown in
Figure 5.

[ Avaya Busincss Hement Manager fetworkdements ST
File Edit View MNetwork Session Tools Help
@E)rit ‘ & Cut [WgcC h N (/eh Page ‘f Validats Device %’:-‘.ﬁ’-&:i 2% Delete 9‘;9 New Folder
Element Navigation Panel 4
9 New Folder |
Mew Metwark Element kb Business Communications Manager
Find Metwork Element »  Business Access Point
Business Ethernet Switch
Business Secure Router
Business Services Gateway
l Network Elements
Figure 5: Create a New Network Element
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b) Input IP address of BCM450, username: nnadmin and appropriate password to the red box as
shown in Figure 6. Then click OK.

nager Entry

EXCE

Figure 6: Business Communication Manager Entry
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5.1.3. Login to Business Element Manager

a) Double click on the Business Element Manager desktop icon; select the Network Element
then click Connect as shown in Figure 7.

A Avaya Business Element Manager - Network Elements /| 10.10.97.34 o =]
File Edit View MNetwork Session Tools Help

ﬂEmt | :,b Cut L.ig Copy G:— Paste | = Web Page ‘, Validate Device l%Conner_t

Element Navigation Panel

X Delet= | e e Folder

4
N

Connection Information

IP Address: 10,10,97.34

User ID: |r|r|adrmn

L

| Metwork Elements

Figure 7: Connect to BCM450
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b) After the connection has been established, click OK in the Confirm dialog (not shown).
Figure 8 shows Business Element Manager has been successfully logged on.

A Avaya Business Element Manager - 10.10.97.34 i

=1oj x|
File Edit View [letwork  Session Tools Help
“Emt | :,‘G Cut L.i;-l Copy ﬂ_:] Paste | = Web Page ‘, Validate Device mDiscaonnect :@:4 Refresh @ Auto-refresh
Element Navigation Panel 4 Task Navigation Panel
B {;{u Network Elements W me

Configuration | Admiristration

{ﬁ 10,10.97.34

AccountNotifications: fenpyrier your telsec password must be changed.

Administrator Access (WARNING! The following account passwords must be

Resources changed:

Telephany Mumeric ID: 738662
Data Services

Applications

User ID: [nnadmin

Telset user ID: [738662

Last successful login: [2011-03-28 15:23

Done.

Lol M0 m:52] W:38 W Indude ACKed alarms

Figure 8: Avaya Business Element Manager
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5.1.4. Login to BCM450 Monitor
a) Double click the BCM450 Monitor icon on the desktop. Then input IP address of BCM450,
username: nnadmin and appropriate password as shown in Figure 9.

Enter Logon Information

| 1010.97.34

[elete

Figure 9: Enter Logon Information for BCM Monitor
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b) Click Connect. The BCM450 Monitor GUI displays as shown in Figure 10.

=T
File Statistics Help
BCM Info | Media Card | Voice Ports | IP Devices | RTP Sessions | UIP | Line Monitor | Usage Indicators |
—BCM Hardware — Inztalled Devices
Platfarrm: [r450 MIC: ethl
CRU. BSEE13MHz lae
: T Mask ~ 255.255.255.0
Memory: [504 ME MAC  00-21-E1-D3-51-02
o e || MIG sth
Hard drive: 15T 38021545 195 10,97 34
Prafile: N8 Mask 255255255240
Spstem |0 [BEFCACVGJCEF NI athy HAG S RATER DS ot o
Serial number: [LENNTMGYOODML IP 1040111
Mask  255.255.255.252
_BCM Software MAC  00-21-E1-D3-51-04
cie Ema MIC: eth3
Yersion: 10.01.02.120 IF 127131
Bloot tirre: 2711012 &M Mask  265.265.255.0
MAC  02-17-65-00-00-03
—IP I:_onfiguration MIC: ethd P 971,41
PublishedlP Mask ~ 255.255.255.0
address: 135.10.97.34 MAC 02-17-65-00-00-04
Mext hop: [135.10.57.33 MIC: eth
IP 127.1.5|
Mask 2552552550
MAC  02-17-65-00-00-05
MIC: ethi
127.1.6.1
Mask  255255.255.0
MAC  02-17-65-00-00-06
4

Figure 10: BCM450 Monitor GUI

5.2. Administer Resources
This section describes how to configure a SIP Trunk on BCM450 to CenturyLink system.

5.2.1. Administer Application Resource for SIP Trunks

These Application Notes assume that the basic configuration has already been administered. This
section describes steps for configuring Application Resource for SIP Trunks on BCM450 to
work with CenturyLink system. For further information on Avaya Business Communication
Manager 450, please consult references in Section 8.

Select tab Configuration > Resources > Application Resources. Select SIP Trunks then click
Modify button.

TD; Reviewed:
SPOC 7/20/2011

Solution & Interoperability Test Lab Application Notes 16 of 49
©2011 Avaya Inc. All Rights Reserved. CTLBCM450R60



A new dialog displays with title “Modify Resource Application Reservations”, input the
configuration value as shown in Figure 11:

- Minimum: 0
- Maximum: MAX

Task Navigation Panel
ication Resources
Configuration] | Administration | e

@ Welcome [ Total Resources - ~Reserved Resources -
System

Administrator Access Signalling channels: | 580 Signalling channels: 10
VDI channels: [ 194 VDI channels: [ 0

. F"-'JF'-E' Media channels: [ 1378 Media channels: [ 12

. edia Gateways

@ Port Ranges DSP resources: 180 DSP resources: 12

@ Telephony Resources = —
= P ‘rrunk: Application Resource Reservations

i@ General

@ SIP Trunking
L. @ H323 Trunking

- &

’ Mnimum | Maximum [ Lcence [ System Max. Change Pending sig.ch. |

VDI Ch, Medach. | Dsp |

)

@ Dial Up Interfaces

=] Telephony

= Global Settings

@ Feature Settings

@ Advanced Feature Settings

@ IP Terminal Features
@ DMC Feature List
@ System Speed Dial

- @ CAP Assignment

B Sets

B ) Lines

@ Looos
- @ Scheduled Services Minimum: 1]
B | Dialing Plan

@ Ring Groups Maximum: I MAX,

B ) Cal Security Cancel

@ Hospitality

@ Hunt Groups

- @ Call Detail Recording Modify... I Restore Defaults I
- @ Call Recording

AEEERa@E

S - R - R R R

T

Figure 11 — Configuring Application Resources for SIP Trunks

5.2.2. Administer Media Gateway

Select tab Configuration > Resources > Media Gateways. Then select Echo cancellation
enabled and as shown in red box in Figure 12.

Task Mavigation Panel

: Media Gateways
| Administration |

i) Welcome

Echo cancellation: |Enahled wiNLP = I
System

] T.33 UDP redundancy: I E
- || Administrator Access 2
=~ | ||Resources

L Telephony Resources

IF Trunks

‘.. @ Dial Up Interfaces

Figure 12 — Configuring Media Gateways
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5.2.3. Administer Port Ranges
Select tab Configuration > Resources > Port Ranges. Then configure port ranges used for
RTP over UDP traffic as show in red box in Figure 13.

Task Navigation Panel

Administration I

@ Welcome

System

-- Administrator Access
= | [Resources |

t @ Application Resource
@ Media Gateways

@ Telephony Resource
= by TP Trunks
. L@ General

@ SIP Trunking
. L@ H323 Trunking
L@ Dial Up Interfaces

- || Telephony

Port Ranges
RTF over UDP
Begin / | End |
28000 29499
30000 30999
Add... I Delete |

Figure 13 — Port Ranges for RTP over UDP

5.3. Administer SIP Trunk
This section describes the steps for configuring SIP Trunk between BCM450 and CenturyLink

system.

5.3.1. General IP Trunk Settings
Select tab Configuration > Resources > IP Trunks > General. Select tab IP Trunking
Settings; configure Telephony Settings as shown in Figure 14.

- Forward redirected OLI: First Redirect

- Send name display: checked (enabled)

- Remote capacity MWI: checked (enabled)
- Ignore in-band DTMF in RTP: unchecked (disabled)

TD; Reviewed:
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Task Nawvigation Panel
- General
Configuration|| Administration |
@ Welcome Call Routing Summary [IP Trunk Settings I

£ System :

: -Telephony Settings —

- |, Administrator Access i o

&l Forward redirected OLI: !First Redirect = l Send name display: v

. @ Application Resoures Remate capability MWI: [ Ignore in-band DTMF in RTP: [
- i@ Media Gateways -

- i@ Port Ranges

- i@ Telephony Resource

B- IP Trunks

o
SIP Trunking

§ @ H323 Trunking

] ... @ Dial Up Interfaces

IE Telephony

IE Data Services

- | Applications

Figure 14 — IP Trunk Settings

5.3.2. Administer Global Settings
Select tab Configuration > Resource s > IP Trunks > SIP Trunk. Select tab Global Settings;
Figure 15 shows the detail configuration attributes.

- SIP Settings for Local Domain: bvwdev.com; Call signaling port: 5060

- RTP Keepalives, Scope: None

- Telephony Settings, Fallback to circuit-switched: Disabled

- RFC2833 Dynamic payload: 101

Task Navigation Panel
I Administration |

@ Welcome

; System ; .

#- | Administrator Access [ : [-RTP Keepalives-

g Local Domain: |bvwdev.com | Scope: [None =]
- i@ Application Resource L i i

- @ Media Gateways

SIP Trunking

service Impacting SIP Settings

- @ Port Ranges Call signaling port: I 5060
- i@ Telephony Resource Modify. .. |
(=} 1| TP Trunks
i@ General I

= -m Telephaony Settings - - -RFC2833
- @ H323 Trunking Fallback to drouit-switched: |Disal:uleu:| *I

| Dynamic Payload: llD‘l
- i@ Dial Up Interfaces 1 |

Telephony
Data Services
[ | Applications

Status: |Gateway is running

Figure 15 — Global Settings for SIP Trunk
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5.3.3. Administer Public Port

Select tab Configuration > Resources > IP Trunks > SIP Trunk. Select tab Public. Click on
tab Settings to set Provisioned Public Port to 5060 as shown in Figure 16.

Task Havigation Panel

_ SIP Trunking
Administration I

i@ Welcome
- | System
E- | Administrator Access Routing Table .ﬁ.::countsl ITsP Templatesl

~Public Metwork -
- @ Application R.esource r

- @ Media Gateways Provisioned Public Port: | 5060
- i@ Port Ranges B

- @ Telephony Resource Discovered Public Address: |0.0.0.0
= | IP Trunks

4 General Address Discovery Flag: [
. Provisioned Public Address: l
i@ H323 Trunking

- i@ Dial Up Interfaces

- | Telephony

- |, Data Services

- | Applications

Figure 16 — Provisioned Public Port Setting

5.3.4. Create a Public Account

Click on tab Accounts, and then click on Add button to create a public account for CenturyLink
(Figure 17).

Task Navigation Panel
— SIP Trunking
Administration
- @ Welcome Pl-lb"CI Pri\ratel Global Setﬁngsl Media Parametersl
- Ly System
M- | Administrator Access Routing Tablel Settings |Accounts I TSP Templatesl
[

Description

- i@ Application Resource
- @ Media Gateways
- @ Port Ranges
- @ Telephony Resource
=
@ General
ol
..4@ H323 Trunking
- i@ Dial Up Interfaces

CenturyLink

B~ |, Telephony
[~ |, Data Services
[~ |, Applications Add... Delete |

=

Figure 17 — Add a public account for SIP Trunk
The Add Account dialog displayed (not shown) to ask for the template; click on No Template

and proceed to the next step.

TD; Reviewed: Solution & Interoperability Test Lab Application Notes 20 of 49
SPOC 7/20/2011 ©2011 Avaya Inc. All Rights Reserved. CTLBCM450R60




The SIP Trunk to CenturyLink uses static I[P endpoint and does not support registration. Thus,
the detail configuration is shown in Figure 18.

- Template: None

- SIP domain: IP address of CenturyLink system

- Registration required: leave as blank

- SIP username: leave as blank

- Password: leave as blank

A Add Account x|

MName: IC.'TL

Description: !Cenb_lryLink

Template: [Mone

| SIP domain: [29. 29,196, 157 |

|F‘.egistraﬁnr1 required: [ |

SIP username: |

Password: |

(0]4 | Cancel I

Figure 18 — Account Setting for CenturyLink SIP Trunk

5.3.5. Basic Settings
Select account CTL created in Section 5.3.4. Select Basic tab, the Basic settings are displayed as
in Figure 19. Add an entry to Outbound Proxy Table associate to CenturyLink system, which
is used by BCM450 to send OPTIONS to CenturyLink for keepalive purpose.
- SIP Domain; Remote: IP address of CenturyLink system
- SIP Domain; Local: IP address of BCM450
- Proxy: leave as blank (default)
- Registrar: leave as blank (default)
- Outbound Proxy Table:
- Domain: IP address of CenturyLink system
- IP Address: IP address of CenturyLink system
- Port: 5060
- Load-balancing Weight: 0
- Keep Alive: OPTIONS
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Details for Account:

Basic I Advanced | User Accounts |

SIP Domain -

|F‘.v.=_rnute: |2‘9.2‘9.196.15?i

| Local: | 10.10.97.34 |

rProxy - = rrReagistrar
Address: | Address: |

Part: | 0 [ Part: |

Transport: |UDF'

~Outbound Proxy Table -
Domain ¢ I IP Address | Port I Load-balandng Weight Keep alive
29.29,196.157  29.29.196.157 5060

Figure 19 — Basic Configuration for Public SIP Trunk Account

5.3.6. Advance Settings

a) Select account CTL created in Section 5.3.4

b) Select Advanced tab, the Advanced settings are displayed as in Figure 20.

- Enable media relay: checked (enabled)

- Support 100rel: checked (enabled)

- Allow UPDATE: checked (enabled)

- Use null IP to hold: checked (enabled)

- Allow REFER: checked (enabled)

- Support Replaces: checked (enabled)

- Enable Connected Identify: checked (enabled)
Note: leave other fields as blank (default.)

NAT Pinhole Maintenance:
- Signalling Method: None

Session timer:
- Session refresh method: UPDATE
- Refresher: Local
- Session-Expires: 1800
- Min-SE: 90

Active call limit: 0

ITSP association method: From header domain match
Outbound Called characters to absorb: 0

TD; Reviewed: Solution & Interoperability Test Lab Application Notes
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Inbound Called prefix to prepend: leave as blank (default)
Authentication realm: leave as blank (default)

Details for Account:

Basic Advanced | User .ﬁ.::countsl

Enable local MAT compensation: [~ -MAT Pinhole Maintenance
| Enable media relay: [ | Signaling method: IM|
Use maddr in R-URT: [~ Signaling interval: | 30
Use maddr in Contact: [~
Support 100rel: |w rSession timer
Session refresh method: |UPDATE = |
e Mull IP to hold: [+ Refresher: m
Use user=phone: [~ Session-Expires: IW
Force E164 international dialing: [ Min-SE: |_9n

Enable SOP OPTIONS query: [

Allow REFER: v

Active calllmit: [ 0 |
[ support Replaces: & |

|Enab|e Connected Identity: [v |
Standard SIP Caps Exchange: [

ITSP assodation method: |From header domain match =
Outbound Called characters to absorb: |D 1=
Inbound Called prefix to prepend: |
Authentication realm: |
Figure 20 — Advanced Configuration for Public SIP Trunk Account
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5.3.7. User Account Settings
a) Select account CTL created in Section 5.3.4
b) Select User Account tab, the User Account settings are displayed as in Figure 21. Click on

Modify button.
Details for Account:
Basicl Advanced | User Accounts i
Description Parent SIF Username Register
Centurylink ' | | [Nt registered
Add... Delete Refresh I
Figure 21 — Modify SIP Trunk User Account
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c) Modify account dialog displays to show information of SIP Trunk account (as shown in
Figure 22). This feature gives an option to manipulate SIP header before sending to Centurylink.

In this testing, there is no SIP manipulation required, so leave all fields as blank.

TD; Reviewed:
SPOC 7/20/2011

A vody sccomt_______

Description: | e=ghlgh(lsls

Domain: | 29.29,196,157
-Account identity ———

Parent account: [+

~User Credentials

SIP username: |

Auth name:; |

Auth F“ESSWDFd: I*zz:t:z*tztttzzz

Realm: |

el

~Message Handling

CLID Qverride;

Display name Owerride:

PAI Display name Owverride:

|
|
PAI CLID Override: |
|
|

Contact Override:
Maddr in Contact: [
Local Domain Override: | 10.10.97.34

Compensate for NAT: [

—aIP Registration
Registration: [

oK | Cancel

Figure 22 — Modify SIP Trunk User Account Details
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5.4. Administer Codec Profile

5.4.1. Codec Settings for SIP Trunk

Select tab Configuration > Resources > IP Trunks > SIP Trunk. Select tab Media

Parameters; the detail configuration attributes is in Figure 23.

CenturyLink does not support G.729, therefore only G.711u has been selected in Seleted list,
with Voice Activity Detection disabled; G.711 payload size (ms) is set to 20ms.

Task Navigation Panel

Configuration I Administration |

E-E-

- i@ Welcome
, System
, Administrator Access

Resources

- @ Media Gateways

- @ Port Ranges

B i [P Trurks ]
.- General

.. H323 Trurking

- i@ Dial Up Interfaces

, Telephony

, Data Services

Applications

- i@ Application Resource

i@ Telephony Resource

SIP Trunking

Publicl Private' Global Settings M

Preferred Codecs

G.729
G.723
G.711-alaw

Available list

[

Selected list

G.711-ulaw ’

]

i

(- Settings

‘; Enable Voice Activity Detection: [
; Jitter buffer: |Aute =
G.729 payload size (ms): IZIJ—_'_[
G.723 payload size (ms): [30_
G.711 payload size (ms): |2IJ ;||
Fax transport: m
Force G.711 for 3. 1k audio: [~
Provide in-band ringback: [

TD; Reviewed:
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Figure 23 — Codec Settings for SIP Trunk
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5.4.2. Codec Settings for IP Sets

Select tab Configuration > Resources > Telephony Resources. Select line Internal / IP Sets;
and then configure supported codec for IP Sets as shown in Figure 24.

- Default codec: G.711-uLaw
- Default jitter buffer: Auto
- G.711 payload size (ms): 20

H323 Trunking
L i@ Dial Up Interfaces
[ || Telephony

Task Navigation Panel
Configuration | Administration SRR
@ Welcome Modules
System Location | Configured Device I Dip Switch I Bus | State | Low I High | Active | Busy I
-- Administrator Access Internal Trunks MNfA NfA Enabled 001 008 3 0
= Internal /A [NA [Enabled 3
@ Application Resources i S N/A A 7 =]
@ Media Gateways ASMJASM+ MEM 2 7
@ PortRanges DSM16,/DSM16+ MBM 2 1
OTM-PRI 3
ASM/ASM+ MBM 5
None A

Global password: I
Auto-assign DNs: [v
Play OTMF-tone: [v

Advertisement/Logo: |AVAYA BCM 450

[#- [ Data Services Diszble Enable | Deconfigure... | Configure... |
[~ || Applications e
Details for Module: Internal IP Sets
IP Terminal Global Settings I 1P Terminal Details I
Enable registration: [» Default codec: |G.711-ulaw JI
Enable global registration password: v Default jitter buffer: |Auto j|

G.729 payload size (ms): lm
G.723 payload size (ms): Iﬁ
|G.?11 payload size {ms): |20 _'J |

Support Remote Worker: [~

Discovered Public Address: ID.U.U.U Provisioned Public Address: |

IP dients configuration files

File Name

. I

File Created

File Size (Bytes) |

Upload... I Dowrload, ., |

Figure 24 — Codec setting for IP Sets

5.5. Administer Dialing Plan

This section shows how to configure BCM450 VolIP lines to be used for outbound calls over the
SIP Trunk via CenturyLink system. The public dialing plan will be provisioned with appropriate
parameters as detail as below. BCM450 uses target lines to either terminate or redirect the
inbound SIP calls.

5.5.1. Associate a Line Pool to VoIP Lines
Select tab Configuration > Telephony > Lines > Active VoIP Lines. Assigned a pool name
where the VolIP Lines are associated with. In this case it is Pool: BlocA (Figure 25).

27 of 49
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Task Navigation Panel

Configuration | Administration |

@ Welcome
System
Administrator Access
. Resources

Global Settings

Sets
=]

@ Inactive Lines
@ AllLines
@ Loops
@ Scheduled Services
e Dialing Plan
@ Ring Groups
[ ), Call Security
@ Hospitality
@ Hunt Groups
@ Call Detail Recording
@ Call Recording
2] Data Services

copy |

Contral Set Line Type Prime Set

Line002
Line003
Line004
Line005
Line00&
Line007
Line008

Paste... | Renumber |

Pub. Received #

Priv. Received #

Distinct Ring

Figure 25 — Line Pool Assignment for VolIP Lines

5.5.2. Administer DN Length
This section shows how to configure intercom DN length for BCM450 phone. In this testing, DN

length is set to 5.

Select tab Configuration > Telephony > Dialing Plan > General. Configure DN length

(intercom) and Dialing

timeout as shown in Figure 26.

- DN length (intercom): 5
- Dialing timeout: 4

System
Administrator Access
[ |, Resources

=] Telephony

t} Global Settings

H}- Sets

g

- @ Loops

- i@ Scheduled Services

[ B em B e

DM length (intercom): |5 - I
Dialing timeout: |4 - I

[Access Codes

Park prefix: I 1 - I
External code: |6 'I

Task Navigation Panel
- Dialing Plan - General
Configuration|| Administration |
;@ Welcome ~Global Settings ~Change DN-

Change DM... | ‘

= ~Direct Dial :
Direct Dial digit: IEI - i ‘
Direct Dial Sets
i@ Public Network = |
Set / T Internal DM External Mo. Fadili
@ Private Network q IInber::: IDN' 23931 I n I A i I
@ Line Pools 5 E : H % i
...... @ Routing B i A % 5
- i@ Ring Groups E o : -;. % _J'
M- | Call Security i s :'_F_' __ g
- @ Hospitality & . :
- i@ Hunt Groups
- @@ Call Detail Recording
- ig) Call Recarding
-~ Data Services
- Applications
Figure 26 — Define DN length (intercom)
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5.5.3. Administer Public Network

Select tab Configuration > Telephony > Dialing Plan > Public Network. Configure Public
Receive number length, Public network dialing plan and Public network code as shown in
Figure 27.

- Public Receive number length: 10

- Public network dialing plan: Public (unknown)

- Public network code: leave as blank

Task Navigation Panel

- Dialing Plan - Public Network
Administration I

@ Welcome Public Netwark Settings -
System

I —— Public Received number length: IID - I Public network dialing plan: IPuinc {Unknown) 'I

Resources - Public Auto DN: | Public network code: [
Ty Public DISA DN: |

[+ || Global Settings
-y Sets

[ | Lines

@ Loops DM Prefix  / DN Length Code Prefix # ID Length
- @ Scheduled Services Default 10
& Ju[Diaing Plan
i@ General
... @ DNs

~Public Metwork DM Lengths — 1 Carrier Codes-

L@ P
@ Line Pools
- Routing
- @ Ring Groups
- || Call Security
- @ Hospitality
- @ Hunt Groups
- @ Call Detail Recording
- @ Call Recording
[#- Data Services
- || Applications

Add... Delete Add... Delete

Figure 27 — Public Network Settings

Note: Public network code will affect the CLID of an outbound call. If specified, it will
combine with Public OLI setting for the phone to form the CLID. In this testing, CLID is set on
each phone individually, therefore it is unnecessary to define Public network code.

5.5.4. Administer Routing

Select tab Configuration > Telephony > Dialing Plan > Routing. On tab Routes, click Add to
create a new route. Figure 28 shows route 3 was created.
Route 3:
- Use Pool: BlocA
- DN Type: National

TD; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 49
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Task Navigation Panel

- Dialing Plan - Routing
Configuration] | Administration
o @ Welcome Routes | Destination Codesl Second Dial Tonel
- [y System Routes
B Administrator Access Route # I External Mumber I Use Pool DN Type I Service Type I Service ID
[~ |, Resources 00 r !

Ehe . BlocA Private 1t /A
B} Global Settings BlocB Prmiate NIA NIA
S [GEE Bloc Kihong NJA N/A
- @ Loops

- @ Scheduled Services
B

@ General

@ DNs

@ Public Network

@ Private Netwark
@ Line Pools

-

- @) Ring Groups

B 1) Call Security

- @ Hospitality

- @ Hunt Groups

- @@ Call Detail Recording
- @ Call Recording

&l || Data Services

Bl || Applications

Figure 28 — Create a route

5.5.5. Administer Outbound Call - Destination Codes

Destination Codes define the prefix for outbound call. This testing uses internal access code 9 to
access to the SIP trunk. The code will be trimmed out before sending to CenturyLink. In order to
exercise different dialing plans over the SIP Trunk, multiple Destination Codes were added.

Select tab Configuration > Telephony > Dialing Plan > Routing. On tab Destination Codes,
click Add to create a new route. Figure 29 shows following Destination Codes were created.
Destination Codes: 90.

- Purpose: BCM450 will use these codes:
- To reach CenturyLink’s operator by dialing 0
- To reach operator by dialing 0+10 digits

- To make international call by dialing 01 1+CountryCode+AreaCode+DN.
- Configuration attributes:

- Normal Route: 003 (created in Section 5.5.4)
- Absorbed Length: 1 (digit 9 will be deleted)

Destination Codes: 9411.

- Purpose: BCM450 will use this code to reach 411 services.
- Configuration attributes:

- Normal Route: 003 (created in Section 5.5.4)
- Absorbed Length: 1 (digit 9 will be deleted)

Destination Codes: 9911.

- Purpose: BCM450 will use this code to reach 911 services.
- Configuration attributes:
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- Normal Route: 003 (created in Section 5.5.4)
- Absorbed Length: 1 (digit 9 will be deleted)

Destination Codes: 9613.
- Purpose: BCM450 will use this code to make NPA call by dialing 10 digits
(Area Code 613 + DN).
- Configuration attributes:
- Normal Route: 003 (created in Section 5.5.4)
- Absorbed Length: 1 (digit 9 will be deleted)

Destination Codes: 91613.
- Purpose: BCM450 will use this code to make North America long distance call
by dialing 1+10 digits (1+Area Code 613 + DN).
- Configuration attributes:
- Normal Route: 003 (created in Section 5.5.4)
- Absorbed Length: 1 (digit 9 will be deleted)

Destination Codes: 91800; 91866
- Purpose: BCM450 will use these codes to make toll free call with prefix 1800,

1866.
- Configuration:
- Normal Route: 003 (created in Section 5.5.4)
- Absorbed Length: 1 (digit 9 will be deleted)
Task Navigation Panel ) )
Configuration | Administration Desbrg Pom. Routw
W Routes m‘ Second Dial Tone
Bl -SV“_E"_“ Destination Codes
__ i ::?;:Irsi:mr Aceess Destination Code I Normal Route  / I Absarbed Length Wild Card: 0 I it I ¥a I S, I 4 I 5 | 3 I 7 | 8 I 9 |
5| b e ;
. Global Settings :: 001
. Sets

) Lines
@ Loops
@ Scheduled Services

=1
1=}
coocoococoo@zo

b o o o B B o B |

Public Network
Private Network
inc Poals

=

roups
- 1 Call Security

- @ Hospitality

- @ Hunt Groups

- @ Call Detail Recording
- @ Call Recording

[l |, Data Services

. Applications

HE

i o e e o o e B e e e B B
e b o [ i fm A
i o e o o o e B e e e B B
Ananaa0n 000 aaanannn
i o e o o o e B e e e B B
minininielnnnnjpisinjinnjisiisisisin il
i e e e e o i i e A A B
Anaaa0n 000 aaaaaaann
e e e o i i A B B e

EEEER

Add... I Delete I

Figure 29 — Administer Destination Codes
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5.5.6. Administer Outbound Call - SIP Trunk Routing Table

The Destination Codes are associated with a VoIP pool. BCM450 needs to specify which
signaling protocols it going to use, SIP or H323. This section shows how to configure a SIP route
on BCM450.

Select tab Configuration > Resources > IP Trunk > SIP Trunking. On tab Public, select tab
Routing Table and then click Add to create a new route. The new route is configured and
appropriated with the Destination Codes defined in Section 5.5.5, and attached to SIP Trunk
public account CTL defined in Section 5.3.4. Figure 30 shows routes 0, 1, 411, 911, and 613
were created.

Task Navigation Panel

Configuration | Admiristration |

@ Welcome Pri\ratel Global Setﬁngsl Media Parametersl

SIP Trunking

System
Administrator Access F-OUU'”Q Table | Settings | Accounts | ITSP Templates |
! Destination Digits

@ Application Resource
@ Media Gateways

@ Port Ranges

@ Telephony Resource

IP Trunks ctl_318380 318360
@ General cH_913488 913438

.m ctl_913533 913533
@ H3Z3 Trurking ctl_913738 913738
@ Dial Up Interfaces ctl_313358 913855
Telephany ont 647

Data Services ont_416
Applications

ont_905 905

Add... Delete |

Figure 30 — Administer SIP Trunk Routing Table

5.5.7. Administer Inbound Call - Target Line

BCM450 uses a virtual target line to receive VoIP inbound calls. The maximum target line
available is defined by the license. In this section, the target line is configured to terminate the
call to a specific DID number. The target line is assigned to a key on the phone set.
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a) Select Configuration > Telephony > Sets > Active Sets.

b) On tab Line Access, chose a DN e.g. 22264.

¢) On tab Line Assignment, click Add. Then in Add Line Assignment dialog (not shown),
input the target line number. Figure 31 shows target line 998 was being added for DN 22264.

Target Line: 998

Appearance Type: Appr&Ring

Appearance: 1

Caller IP Set: checked (enable CLID delivery)

Vmsg Set: checked if want to register voice mail service for the set, uncheck if voicemail
is not being registered.

Priv. Received #: input the private number assigned to the DN. BCM450 will ring the
phone if receiving the private call to this number.

Pub. Received #: input the public DID number assigned to the DN. BCM450 will ring
the phone if receiving the public call with this number. Target line will use this input to
terminate a SIP call from CenturyLink. In this case, a target line is configured to
terminate a SIP call from CenturyLink to DID number 9134400061.

Task Navigation Panel

Active Sets
Configuration | Administration

@ Welcome Line Access | Capabilites and Preferences | Restrictions |
1’ iyd;";ri:mw o DN / | Mol | Name | Pat | PubOU Priv. OLI Fud No Answer Fud Delay Fuud Busy Fud Al
H Resources 22255
=} 22259
(- Global Settings 22260
> Sets 22261 A
E 22262 T 2 777
22263 9134400059 L
: 2276 [134400061 {22964  [2226 3
@ Inactive DNs 22265 9134400150 96139675279 4
*-@ AlDNs 22441 22441 A
- ) Lines 22524 9134404664 22524 22301 2 22301
@ Loops 22525 22525 22525 T 2 TI7i7
- @ Scheduled Services || | 22528
Dialing Plan 22527
@ Ring Groups 22528
Cal Security 22529
@ Hospitality 22530
- @ Hunt Groups 22531 A
- @ Call Detail Recording 22624 9134404975 22624 96139675279 2 22301 22263

@ Call Recording
- |, Data Services Eopy
8- |, Applications

Paste. .. Renumber...

Details for DN: 22264

Line Assignment | Line Pool Access | Answer DNs | Meetie Conferencing |

A Appearance Type Appearances Caller ID Set | Vmsg Set Priv. Received # Pub. Receivef #

Figure 31 — Administer Target Lines
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5.6. Administer Outbound CLID Delivery

5.6.1. Administer Outbound CLID-Name Delivery

This section shows how to configure CLID-Name delivery for BCM450. When DN 22264
makes an outbound call, the display name in From header will be constructed using the Business
Name (created in step a as below) and set Name (created in step b as below).

a) Select Configuration > Telephony > Global Settings > Feature Settings. Then define
Business Names Entry 1 as “BCM450” as shown in Figure 32.

Task Navigation Panel

- @ Hunt Groups

- i@ Call Detail Recording
i@ Call Recording

[~ | Data Services

[ |, Applications

= Feature Settings
Configuration|| Administration |
@ Welcome -Business Names
[~ |, System . . .
- | Administrator Access & IBCM4SD = I 3|
[ |, Resources [4: | 5|
~Feature Settings -
Background music: v On hold: |Music 1 Answer keys: IBasic - I
@ IP Terminal Features Page tone: v Held line reminder: IOf‘F - l Receiver volume: IUse sys volume I
@ DMC Feature List Message reply enhancement: [~ Delayed ring transfer: IAf'her 4rings = I Directed pickup: v
: 4 System Speed Dial Force auto/spd dial over icfconf: [ Park mode: ILowest - I Set relocation: [~
@ CAP Assignment
w- | Sets Maximum CLI per line: I 50 Alarm set: |22231
- Ju Lines
- @ Loops ~Timers -
- @ Scheduled Services Camp timeout {sec.): |45 - I Transfer callback timeout: IAf'her 4rings I Host delay (ms.): IIDDD - I
£ Dialing Plan : X
@ Ring Groups Park timeout (sec.): I45 - I Link time {ms.): IGDD - I
[E2} Call Security Page timeout {sec,): !180 'I
@ Hospitality

Figure 32 — Administer Business Name Entry 1 for BCM450

b) Then select Configuration > Telephony > Sets > Active Sets. On Line Access tab, the
defined Name for DN 22264 is “22264” as shown in Figure 33.

Task Navigation Panel

Configuration | Administration |

-@ Welcome
System

Active Sets

Line Access | Capabilities and Preferences | Restrictions |

N /] Mode! |LMame | Port |  Pub.ou Priv. OLI Fwd No Answer

g - | Administrator Access EPeby BBy Faddl |
= Resources 22255 d
[ J| Telephony 22259
ez Global Settings 22250
& 22261 NJA
-@ Templates 22262 T 2 Firss
22263 9134400059 22263 NJA
-@ ictve Appictin O T N
@ Inactive DNs 22265 9134400150 22265 96139675279 *
- All DNs 22441 22441 N/A
=3 Lines 22524 9134404664 22524 22301 2 22301
- @ Loops 22525 22525 22525 7 2 7
@ Scheduled Services 22526
[ Dialing Plan 22527
.. @ Ring Groups 22528
c Call Security 22529
- @ Hospitality 22530
@ Hunt Groups 22531 IfA
- @ Call Detail Recording 22624 9134404975 22624 96139675279 2 22301 22263 =
Figure 33 — Define a Name for DN 22264
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c¢) Continue to select Configuration > Telephony > Sets > Active Sets. On Capabilities and
Preferences tab, check Auto Called ID to enable CLID display before the call is being
answered. Then click the Preferences tab; select Business name 1 and uncheck Send long

name. Figure 34 illustrates the configuration in detail.

Business name: Business name 1
Send long name: unchecked

Task Navigation Panel
= Active Sets
Configuration | Administration
""" @ Welcome Line Access Restrictions |
[~ | System - - - -
- ) Admiristrator Access DN/ I Model I Mame I Prime Line Intercom Keys | Control Set I First Display I Auto Called ID I
- | Resources 22221 1 Ijc 2 22231 Name 72
B . Ijc 2. 22231 MName I~
: Global Settings 25 Ijc /A 22231 Name m
22226 1/c 22231 Name O
22227 22227 1IfC A 22231 Name (m
22228 22228 IfC A 22231 Name (m
Active Application DNs 22223 22229 IfC /A 22731 Name |
Inactive DNs i 22230 1IfC A 22231 Name ||
@ AllDNs 22231 22231 IfC A 22231 Name ~
Lines 22233 L 22233 IfC 2 22231 Name ~
@ Loaps 22254 22254 IfC 2 22231 Name m
@ Scheduled Services G chau Ifc 2 22231 Name [
Dialing Plan I dat Ifc 2 22231 Name ird
@ Ring Groups 60 22360 IfC 2 22231 Name ird
Call Security . 22361 IfC 2 22231 Name ird
@ Hospitality 22262 22262 1IfC 2 22231 Name (m
@ Hunt Groups 22263 & 2 22763 Name
@ Call Detail Recording /L
*.. @ Call Recording
- || Data Services Copy Paste...
[+~ |, Applications —

Details for DM: 22264

Capabilities | SWCA Call Group I 1IP Terminal Details | Button Programming Table | Button Programming | User Speed Dial

3000

Long name: {langname

Send long name: [~

Language: |English ﬂ Call log options: IND one answered 'l

Diling options: |Standard dial =l Log space: I 0
Contrast: |4 =l Available log space:
Ring type: |1 = Reset Call Log Password |

Distinct rings in use: |Mone
:_ ~Hotline
Aux. ringer: |
| Hotline type: INone 'I
| Business name: IBusiness name 1 ;||

Figure 34 — Define CLID Name for DN 22264

5.6.2. Administer Outbound CLID-Number Delivery

This section shows how to configure CLID-Number delivery for BCM450. When DN 22264
makes an outbound call, the display number in the From header will be constructed using Pub.

OLL

TD; Reviewed:
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Select Configuration > Telephony > Sets > Active Sets. On Line Access tab, define Pub. OLI
for DN 22264 as “9134400061” as shown in Figure 35.

Task Navigation Panel
T A oet
@ Welcome Line Access | Capabilitics and Preferences | Restrictions |
g ] i"d:;:;nmr cams on /| Model | Mame | Port |  pub.ouI Priv. OLL Fiud No Answer Fwd Delay Find Busy Fadal |
B | Resources 22255 £l
g o
B ]| Glabal Settings 22360
22261 i/A
2262 77777 2 7777
22263 22263 NjA
22264 22263 [ I
@ Inactive Dis 22265 9134400150 22265 95139675279 4
@ All DN FEEEH 22441 2441 i/A
B Lines 22524 22524 9134404664 22524 22301 2 22301
@ Loops 22525 22525 22525 22525 77777 2 7777
@ Scheduled Services 22526 22526 Ny
&} Digling Plan 22527 22527
@ Ring Groups 22528 22528
B ) Call Security 22529 22529
@ Hospitality 22530 22530
@ Hunt Groups 22531 22531 A
@ Cal Detail Recording 22624 2624 2001 9134404975 22624 95139675279 2 22301 22363 -
@ Call Recording
S Dt s copy | Paste.. | Renumber. |

Figure 35 — Define a Pub. OLI for DN 22264

5.7. Administer Phone Sets

5.7.1. Configure Target Line to send busy tone
This section shows how to configure DN 22264 to return Busy tone if target line 998 was seized.

Select Configuration > Telephony > Lines > Target Lines. In Section 5.5.7, target line 998
was assigned to DN 22264, so scroll down to select Line 998. On Preferences tab, configure If
Busy option to Busy tone as shown in Figure 36.

[TaskNavigation Panel

| Administration | Jecgetines
@ welcome ,Ene /| TrunkType Name Control Set Line Type Prime Set Pub. Received # Priv. Received Distinct Ring
& L System 381 e Linessl 20224 Fublic 22331 Mone
B . Administrator Access 982 Line9a2 20224 Public 22231 MNone
[ [ Resources 983 Line9s3 20224 Public 22231 None
B 984 Linegs4 20224 Public 22231 None
B |, Global Settings 985 Lineaas 20224 Public 22231 MNone
- j Sets 985 Line386 20224 Public 22231 MNone
=) 987 Linegs7 20224 Public 22231 None
Active Physical Lines B Line9ss 20224 Public 22231 None
Active VoIP Lines 983 Line9ag 0224 Public 22231 Mone
990 Lineg90 20224 Public 22231 Mone:
@ Inactive Lines 991 Lineg91 20224 Public 22231 None
@ AllLines 932 Linega2 20224 Public 22231 None
@ Loops 393 Line3s3 20224 Public 22231 Mone
@ Scheduled Services 994 Lnessd 20224 Fublic 22231 9134400059 22349 Mone
B} || Dialing Plan 995 Linegss 22263 Public 22253 9134404975 22624 None
@ Ring Groups 956 Linesss 22253 Public 22253 9134404664 22524 MNone
- | Call Security Linegs? 22263 Public 22263 9134400150 22265 Mone
@ tespaty N R - =
@ Hunt Groups Lineggs 22263 Public 22253 22263 None
@ Call Detail Recording
@ Call Recording copy | Paste.. Rerumber |
= Data Services
B Applications Details for Line: 998
[Preferences|| Assgned onis|
Aux. ringers [~ ‘ If Busy: [Busy tone - |
Distinct rings in use: [None Voice message center: [T

Redirect to: a2

TD; Reviewed:
SPOC 7/20/2011

Figure 36 — Configure Target Line to send busy tone
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5.7.2. Configure Target Line to ring Prime Set if busy
In this example, DN 22264 was set with a Prime Set of DN 22263.

To configure, select Configuration > Telephony > Lines > Target Lines. Then scroll down to
select Line 998. Define Prime Set with DN 22263 and select option If Busy: To Prime as
shown in the in Figure 37.

Task Navigation Panel

Distinct rings in use: [None

Voice message center: [1

Redirect to: =

Configuration | Acmistration | | oo e
@ Welcome lﬂne 4| TrunkType Name Control Set Line Type Prime Set Pub. Received # Friv. Received # Distinct Ring |
- L System 3680 ne Line9a0 20224 Public 22231 HNone 2|
B | Administrator Access 981 Line981 20224 Public 22231 Mone
[~ [ Resources 982 Linegs2 20224 Public 22231 None
El- | Telephony 983 Line9s3 20224 Public 22231 None
@ | Global Settings 984 Line954 20224 Public 22231 Mone
B Sets 985 Lines5s 20224 Fublic 22231 None
@ Templates EE Linegss 20224 Public 22231 None
@ Active Sets 987 Line9s7 20224 Public 22231 None
@ Active Applicatic | | ||ogg Line988 20224 Public 22231 Mone
@ Inactive DNs 983 Line9a9 20224 Public 22231 Mone
@ AlDNs 930 Line990 20224 Public 22231 None
(£ 1) Lines 991 Line991 20224 Public 22231 None
@ Active Physical L|| (lagz Liness2 20224 Public 22231 None
@ Active VoIP Line || | lag3 Line993 20224 Public 22231 MNone
g croet Lines 994 Linesdd 20224 Public 22231 9134400059 22349 None
@ Inactive Lines 295 Line9as 22253 Public 22263 9134404375 22624 None
@ allLines EE Line996 22263 Public 22263 9134404664 22524 None
- @ Loops 397 Liness7 22263 Public 22263 9134400150 22265 Hone
@ schedied sevices s ke s il 225 e
(£} Dialing Plan 999 Line999 22263 Public 22263 22263 MNone 21
@ Ring Groups
- )| Cal Security | _renumber |
- @ Hospitality
@ Hunt Groups
@ Call Detail Recording || | DE2tS forine: 998
o Do Prefrences | assgned ohs|
B | Applications Aux. ringer: [~ If Busy: [To prime B

TD; Reviewed:

Figure 37 — Configure Target Line to ring Prime Set if busy

SPOC 7/20/2011

Solution & Interoperability Test Lab Application Notes
©2011 Avaya Inc. All Rights Reserved.

37 of 49
CTLBCM450R60




5.7.3. Configure Target Line for MeetMe Conferencing hosted on BCM450.
This section shows the configuration of BCM450 Target Line #10 to receive an incoming call to
DID 9134400059 which is assigned to the MeetMe Conferencing service.

a) To enable the MeetMe conference, select Configuration > Telephony > Sets > Active Sets.
On Line Access tab, select a DN e.g. 22264, then click on tab MeetMe Conferencing. Then
click Create MeetMe Conference Bridge... buton (not shown). Figure 38 shows a MeetMe
Conference Bridge has been enabled for DN 22264.

Task Navigation Panel
Active Sets
Configuration | Administration
@ Welcome Line Access | Capabilities and Preferences | Restrictions |
g SAEfnbienr\Ztrabor Access DN+ | Mode! | Name | Port | Pub. OLT Priv, OLL Fwd No Answer Fud Delay Fwed Busy Fud All
i Resources 22221 X 0242 22301 B 22301
5 22273 1 22301
Globa Settings s
ERIN e
@ Templates Tt
a 22278 22301
@ Active Application DNs 22y
~@ Inactive DMs e
@ Al DNs pal
Sl s 22233 22301
@ Active Physical Lines 2T
@ Active VaIP Lines L
@ TargetLines I
@ Inactive Lines i)
@ Al Lines o
- @ Loops 22262 77777
. @ Scheduled Services 22508
E DigingPlan | || — = _
@ Ring Groups 7 =
5 B Cerusity Copy paste.. |  Renumber.. |
@ Hospitality
& Honit e pe Details for DN: 22264
@ Call Detail Recording
@ Call Recording
BB Bt Sarvices Line Assignment | Line Pool Access | Answer DNs |Mee g
=] Applications Class of Service: [l -~
: m;@lﬁﬁz‘i’:ﬁ;“ s Remove MestMe Conference Bridge | PIN Reset
@ LANCTE
@ Music
[ B
. .
Figure 38 — Enable MeetMe Conference Bridge for a set
TD; Reviewed: Solution & Interoperability Test Lab Application Notes 38 0f 49
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b) To custom change the Access Code for MeetMe Conference, select Configuration >
Applications > MeetMe Conferencing. Conference Bridges tab is shown in Figure 39.
By default, the Access Code is as same as DN of the set. However, it can be different.

B | Sets

@ Templates
@ Active Sets
Active Application DNs
Inactive DNs

. @ AllDNs
E—.l Lines

L@ Active Physical Lines
@ Active VoIP Lines
Target Lines
: Inactive Lines

. @ All Lines

- @ Loops

- @ Scheduled Services
(- |, Dialing Plan

~- @ Ring Groups
- |, Call Security

- @ Hospitality

- @ Hunt Groups

- @ Call Detail Recording
- @ Call Recording
[~ |, Data Services

= 1| Applications

- @ Music
L@ IR

Task Navigation Panel
- MeetMe Conferencing
Configuration || administration |
- Welcome Configuration Cenference Bridges |
[H- 1. System -
& Code (ON) # cl £S5

[+~ |, Administrator Access 29991 e S I15 e
[#- ) Resources 22322 16
=+ || Telephony 29755 16

B | Global Settings

Figure 39 — Change the Access Code for a MeetingMe Conferencing Bridge.
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c) Please refer to Section 5.5.7 to configure Target Line #10 to receive incoming call to DID

9134400059.

d) Launch CallPilot Manager by select Configuration > Applications > Voice Messaging/
Contact Center. Click Launch CallPilot Manager button as shown in Figure 40.

Task Navigation Panel

Configuration | Administraton |

Voice Messaging [ Contact Center

@ Welcome -Centralized Yoice Messaging -
B L) System Voice Message Centers
1 Administrator Access Center / Excternal Number Message Waiting Indication String Message Waiting Cancellation String
[l |, Resources
%‘1 gﬁlt:pgunyr ANF1# ANTOF
) ata Services ANF1E ANTDE
F ANT13 AN
ANF1E AN R
Launch CallPilot Manager
[-Silent Record-a-Call Network Storage Locations
FTP Dest Table
DestD /| FlPMethod | IPorName FTP User FTP Passward Destination FTP Folder |
Add...

TD; Reviewed:
SPOC 7/20/2011

Figure 40 — Launch CallPilot Manager
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e) The web browser displays CallPilot Manager. Then select Auto-Attendent > Lines
Administration as shown in Figure 41. Scroll down to line 10 than click on link Change.

AVAYA

Main | Logout Help |

Mailbox Administration * ‘Line Answer Mode Table/Skillset Rings Command

1 Auto-Attendant Table 1 10

| Auto-Attendant ’-‘| 2 Auto-Attendant Table 1 10

General Properties * 3 Auto-Attendant Table 1 10

LB Aoy 4  Auto-Attendant Table 1 10
Change Many Lines *

CLID Routing Table » 3 Auto-Attendant Table 1 10

Greeting Tables + g Aute-Attendant Table 1 10
Holidays

R T Auto-Attendant Table 1 10

Customized Digits » 8 Aute-Attendant Table 1 10

9 No —_ 0

Custom Call Routing * 10 Mo zden 0

11 No —_ ]

Networking © 12 Mo S 0

13 No —_— 0

Contact Center © 14 Ho s )

15 Mo = o

Reports * 18 No — 0

17 No —_ 0

Configuration © 18 No S 0

19 No — ]
1 &

Operations 20 No == 0

Figure 41: Line Administration
TD; Reviewed: Solution & Interoperability Test Lab Application Notes 41 of 49
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f) On the Line Properties page, select Answer Mode as MeetMe Conferencing and Number
of Rings as 4, and then click Submit (Figure 42).

AVAYA

Main | Logout Help |

Line Properties

Line Number: 10
Answer Mode: | MeetMe Conferencing j

Table/Skillset Number: |1

Number of Rings: |4 'I

Submit | Cancel |

Figure 41: Line Properties
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5.7.4. Call Redirection setting

Select Configuration > Telephony > Sets > Active Set. Then select Capabilities and
Preferences tab. Click on a DN e.g 22264 to modify. On sub-tab Capabilities, check Allow
redirect and Redirect ring as shown on Figure 42.

Task Navigation Panel

Configuration | Admiristration |

- @ Welcome

. System

| Administrator Access
| Resources

EI | Global Settings

[ p——
00 - [

@ Active Application DNs
@ Inactive DNs
@ All DNs
[ Ju Lines
@ Active Physical Lines
@ Active VoIP Lines
- i@ Target Lines
@ Inactive Lines
@ All Lines
- @ Loops
- @ Scheduled Services
[#- | Digling Plan
@ Ring Groups
-y Call Security
- (@ Hospitality
- @ Hunt Groups
@ Call Detai Recording
- @ Call Recording
[+ || Data Services
[ |, Applications

Active Sets
Line Access | Capabiliies and Preferences l Restrictions |
on | Mode! | Name | Primetine | Intercomkeys | ControlSet | FirstDisplay | Auto CalledID |

22329 Analog 22229 IfC N/A 22331 Name B
22230 22230 IfC N/A 22231 Name O
22231 22231 IfC 7 22231 Name 7
22233 22233 IjC 2 22231 Name =
22354 22354  IfC 2 22331 Name O
22255 Ifc 2 22231 Name 8]
22259 1jc 2 22231 Name =
22260 1jc 2 22231 Name =
22361 1/Cc 2 223231 Name I~
22262 Ifc 2 22231 Name O
22263 1jC 2 22263 Name =
22265 e 1/c 2 MName [~
22441 Ifc 2 22231 Name I~
22524 1jc 7 22231 Name (5]
22525 1jc NJA 22231 Name (=]
23525 22526 IfcC NfA 22231 Name (5]
22527 22527 1Ifc N/A 22331 Name O
AEae anene Tim 1 a4 Rlmemn Lo

Copy | Paste... |

Details for DN: 22264

Capabilities | siwCA Call Group I Preferenoesl 1P Terminal Deiailsl Button Programming Tahlel Button Programmingl User Speed Dial |

Handsfree: |Aum 'I Allow redirect: [V

HF answerback: [V

Pickup group: I— DMD on Busy: [ Redirect ring: [V

Page zone: I‘l— Paging: [v Silent monitor supervisor: [
Direct dial: Il_ Auto hold for incoming page: [~
Intrusion protection level: Im Priority call: [~
Auto hold: [V

TD; Reviewed:
SPOC 7/20/2011

Figure 42: Call Redirection settings
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5.7.5. Call Forward settings

Select Configuration > Telephony > Sets > Active Set. Then select Line Access tab. Figure 43
shows the configuration for DN 22264 to forward the call after 4 rings (Fwd Delay), forward no
answer to 6139675001, forward busy to 6139675002 and forward all call to 6139675003.

- Fwd No Answer: 6139675001

- Fwd Delay: 4

- Fwd Busy: 6139675002

- Fwd All: 6139675003

Task Navigation Panel
Active Sets
Configuration | Administration

@ wielcome Line Access | Capabiities and Preferences | Restrictions |
S i‘;ﬁ:mmr Access on | Model | Neme | Port | Pub.ou Priv. OLL Fwd No Answer Fud Delay FedBusy | Fwdal
[l | Resources 22255 NfA
=] 22259 A
= Global Settings 22260 A
El 22261 )
22262 77777 2 77777
15 2225, 2 2134400059 2225, A
@ Actve Applcaton DI . = N e
@ Inactive DNs TI5S STIHI0IS0 7755 S6139675279 7
@ Allons 22441 22441 NfA
B | Lines 22524 9134404664 22524 22301 2 22301
-@ Active Physical Lines 22525 22525 22525 77777 2 77777
-@ Active VoIP Lines 22526 NfA
-@ Target Lines 22527 a
-@ Inactive Lines 22528 a
-@ Al Lines 22529 A
@ Loops 22530 A
@ Scheduled Services 22531 g
(- | Digling Plan 22524 9134404975 22624 96139675279 2 22301 22263
- @ Ring Groups
By call seauity Copy Paste... Renumber. ..
@ Hospitality
£ Pk Grep Details for DN: 22264
+--@ Call Detail Recording
+-@ Call Recording z . =
. Line Assignment | Line Paol Access | Answer DN | Meete Conferendng |
[ Data Services
Assigned Lines
[ |, Applications
Line / | Appearance Type | Appearances | Caller ID Set. | Vmsg Set | Priv, Received # | Pub, Received #
998 AppraRing 1 I [ 22264 9134400061
Add...

Figure 43: Call forward settings

6. Verification Steps
The following steps may be used to verify the configuration:

6.1. General
Place an inbound/ outbound call from/to a PSTN phone to/from an internal BCM450 phone,
answer the call, and verify that two-way speech path exists. Check call display name and number

to ensure the correct info was sent/received. Perform hold/ retrieve. Verify the call remains stable
for several minutes and disconnect properly.
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6.2. Verify Call Establishment on BCM450

- Use BCM450 Monitor to verify VoIP Line
Figure 44 shows Line001 was used for an incoming call and Line008 was used for an outgoing
call.

[=] BCM Monitor - BCMA450 10| x|
File Statistice Help
" BCM Info | Media Card | Voice Ports | IP Devices | RTP Sessions | UIP Line Manior | Usage Indicators |

[~ Statistics - Line Maritar
Active Lines: [2 Line | Direction ‘ Start Time | User | State | Cruration | Mumber and Mame |

1 - Line00 Incoming E 10:58:04 2011 22264 - 22264 Cornected 000031 E133675258 - Unavailable DNIS: 9134
3242 2011 22263 - 22263 Idle E139675279 - Unavailable DNIS: 9134
E:53:23 2011 =2 Idle B139675273

~Visible lines 2 - LineD02 for 0 d
" Shaw all ines lincluding inactive]l [ 7 - LineO07 i
8 - Line003 Outgoing ritay 6 10:58:15 2011 Z20E3 - 22063 Connected 00:00:07 E139675279

4

Figure 44: VoIP Line monitoring
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- Use BCM450 Monitor to verify RTP
Figure 45 shows an active SIP call with RTP G.711

o
File Statistice Help

" BCM Info | Media Card | Voice Ports | IP Devices RTP Sessions | UIP | Line Monitor | Usage Indicators |

r—Loczal IP Endpaints — RTP Session Detalls
IP toIP: 0
TOM talP: 0 {135.10.97.34;30090}<->{ SIF Trunk (CTL2) & HE9.29.196.158:51126} G. 711, 2 fpp, SMALL jb, 101 RFC2833
TOMtTOM: [ @ | | |i5et 22263 135,10 98 3851020)<->{135.10 57 34:30088} .71 1u. 2 pp. SMALL o
S e {5et 22264 135.10.98.33:51022}¢->{135.10.97.34: 30086} G.711u, 2 fpp. SMALL b

—Local to Remate [P Endpoaint
IPtalP: [
TOMtalP: [ 4
Est. bandwidth: [£37.6 kbps

—Remote IP Endpaints
IP to IP: 0
Est. bandwidth: 0bps

i~ Media Gatewapz
Aglive (on call] Oof 2

Figure 45: RTP monitoring

6.3. Protocol Traces

Ethereal traces are captured and analyzed. The following SIP headers are inspected:
- RequestURI: verify the request number and either SIP domain
- From: verify the display name and display number.
- To: verify the display name and display number.
- Diversion: verify the call forward information and reason code.
- P-Asserted-Identity: verify the display name and display number.
- Privacy: verify the “user, id” masking.

The following attributes in SIP message body are inspected:
- Connection Information (c): verify IP address of far end endpoint
- Time Description (t): verify session timeout of far end endpoint
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- Media Description (m): verify audio port, codec, DTMF event description
- Media Attribute (a): verify specific audio port, codec, ptime, send/ receive ability,
DTMEF event and fax attributes.

pETE

Fle Edit View Go Coptwe Analyze Statistics Telephony Tools Help

BWeee cEAXEE|lAevoT2(EE RAQD | @D M%|H
Fiter: [sip v Expression... Clear Apply
No. | Tme | Source | Destination |Protocol |mfo
11 2.667086 135.10.97.34 69.29.196. Sip RequesT: OPTIONS sip:anonymous@69.29.196.158; transpor t=udp
12 2.732799 69.29.196.158 135.10.97. SIP Status: 200 OK
1 9.19 0. T ip
47 11.848845 135.10.97.34 69.29.196. SIP Status: 100 Trying
57 12.138108 135.10.97.34 69.29.196. Sip status: 180 Ringing
80 13.966590 135.10.97.34 69.29.196. SIP/SDP Status: 200 OK, with session description
97 14.248041 69.29.196.158 135.10.97. Sip RequesT: ACK sip:9134400061@135.10.97.34:5060; transport=udp
4639 28.359735 135.10.97.34 69.29.196. SIP/SDP Request: INVITE sip:6139675279@69.29.196.158; transpor dp, with session description
4708 28.577500 135.10.97.34 69.29.196. Sip RequesT: OPTIONS sip:anonymous@69.29.196.158; transpor dp
4729 28.642472 69.29.196.158 135.10.97. SIP Status: 200 OK
4797 28.866187 135.10.97.34 69.29.196. SIP/SDP RequesT: INVITE sip:6139675279€69.29.196.158; transport=udp, with session description
4884 29.147425 69.29.196.158 135.10.97. SIP status: 100 Trying
6582 34.655075 69.29.196.158 135.10.97. SIP/SDP status: 183 session Progress, with session description
8147 37.810763 69.29.196.158 135.10.97. SIP/SDP status: 200 ok, with session description
8158 37.823670 135.10.97.34 69.29.196. Sip RequesT: ACK sip:6139675279@69.29.196.158:5060; transport=udp
18076 57.485776 135.10.97.34 69.29.196. SIP RequesT: OPTIONS sip:anonymous@69.29.196.158; transpor t=udp
18107 57.548220 69.29.196.158 135.10.97. SIP status: 200 OK
25342 71.892504 69.29.196.158 135.10.97. SIP RequesT: OPTIONS sip:135.10.97.34:5060
25351 71.909047 135.10.97.34 69.29.196. SIP status: 200 OK
32170 85.395867 135.10.97.34 69.29.196. SIP RequesT: OPTIONS sip:anonymous@69.29.196.158; transpor t=udp
32204 85.457875 69.29.196.158 135.10.97. SIP status: 200 OK
34112 89.283058 69.29.196.158 135.10.97. SIP RequesT: BYE sip:9134400059@135.10.97. 34 :5060; transport=udp
34115 89.294292 135.10.97.34 69.29.196. SIP status: 200 OK
34436 90.308474 69.29.196.158 135.10.97. SIP RequesT: BYE sip:9134400061@135.10.97. 34 :5060; transport=udp
34439 90.319904 135.10.97.34 69.29.196.158 Sip status: 200 OK

Frame 46: 977 bytes on wire (7616 bits), 977 bytes captured (7816 bits)

ethernet IT, Src: Nortel_O1:b4:42 (00:17:65:01:b4:42), DST: NortelNe_d3:51:03 (00:21:e1:d3:51:03)
Internet Protocol, Src: 69.29.196.158 (69.29.196.158), Dst: 135.10.97.34 (135.10.97.34)

User patagram Protocol, Src Port: sip (5060), Dst Port: sip (5060)

Session Initiation Protocol

o, Bt
WBE. ..

- E
4400061@
7.34:506

AORA 73 A1 Aa A2 AR 3d Ta 30 AR A7 2 A2 Ah AR Aa Aa _ ranchozd hedhefnd

[ [ File: ":\Users\admin\Documents\bam. peap® 5433 KB 00:01:33 [Packets: 34451 Displayed: 25 Marked: 0 Load time: 0:01.254 [Profile: Defauit o

Figure 46: Ethereal trace analysis
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7. Conclusion

All of the test cases have been executed. The test result met the objectives outlined in Section
2.1 with observations seen during testing as noted in Section 2.2. The CenturyLink system is
considered compliant with the Avaya Business Communication Manager 450 Release 6.0.

8. Additional References

Product documentation for Avaya products may be found at:
http://support.avaya.com/css/appmanager/public/support

[1] Configuration —Telephony, Avaya Business Communication Manager, Release 6.0,
Document Number NN40170-502, Revision: 03.01, May 2010.

[2] Planning and Engineering, Avaya Business Communication Manager, Release 6.0,
Document Number NN40170-200, Revision: 02.01, May 2010.

[3] CallPilot Reference Guide, Avaya Business Communication Manager, Release 6.0,
Document Number NN40170-100, Revision 02.01, May 2010.
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