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Abstract 
 

  

These Application Notes describe the configuration steps required for the Teo IP Phones 7810 

and 7810 TSG-6 Series to interoperate with Avaya Aura® Session Manager 6.3 and Avaya 
Aura® Communication Manager 6.2. 
 

Information in these Application Notes has been obtained through DevConnect compliance 
testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab.  
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1. Introduction 
This document describes the configuration steps required to integrate Teo IP Phones 7810 and 
7810 TSG-6 Series with an Avaya SIP-enabled telephony enterprise solution. The Avaya 
solution consists of Avaya Aura® Session Manager 6.3, Avaya Aura® Communication Manager 

Evolution Server 6.2 and other Avaya endpoints.  
 

Both the Teo IP Phones 7810 and the 7810 TSG-6 Series are executive level SIP deskphones 
designed for government, military, and commercial users. The 7810 TSG-6 Series are built with 
special circuitry using ultra-low emissions technology, as they are designed for on-hook secure 

applications in sensitive areas. 
 

There are three models currently available in the 7810 TSG-6 Series: 7810-TSG, 7810PoE-
TSGA and 7810PoE-TSGB, each model using different hardware and power variations. During 
the interoperability test, 7810PoE-TSGB sets were used. Since all models share the same core 

SIP firmware, it is expected that the results of the interoperability tests can be extended to all the 
models in the series. 

2. General Test Approach and Test Results  
The compliance test focused on the interoperability between the Teo IP Phones and Avaya 
Session Manager and Communication Manager.  

 
Testing consisted of typical call scenarios involving internal endpoints at the enterprise, as well 

as external endpoints on a simulated PSTN, for the verification of support for various basic and 
supplementary features. Additionally, serviceability testing was performed to verify the ability 
for the telephones to recover from various failure scenarios.  

 
DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 
to the interoperability of the tested products and their functionalities.  DevConnect Compliance 
Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 
completeness of a DevConnect member’s solution.  



 
MAA; Reviewed: 

SPOC 5/20/2013 

Solution & Interoperability Test Lab Applicat ion Notes 

©2013 Avaya Inc. All Rights Reserved. 

3 of 32 

Teo_7810_SM_CM 

 

2.1. Interoperability Compliance Testing 
The interoperability compliance test included feature and functionality verification, as well as 

serviceability testing. 
 

The following features and functionality were covered during the compliance test:  
 

 Telephone SIP registration using transport protocols UDP, TCP and TLS. 

 Calling to and from various Avaya telephone models including SIP, H.323, digital and 
analog sets. 

 Calling to and from simulated PSTN endpoints.  

 Codec support and proper codec negotiation.  

 DTMF tone transmissions passed as out-of-band RTP events per RFC 2833.  

 Voicemail coverage with message waiting indicator (MWI) and message retrieval.  

 Direct IP-to-IP Media (Shuffling).  

 Quality of Service. 

 Basic user features such as Hold, Call Transfer, Call Forward, Conference and Bridged 

Call Appearance.  

 Supplementary Telephony features using Communication Manager Feature Name 
Extensions including Call Park, Call Pickup, Automatic Callback and Calling Party 

Number Block/Unblock. 
 
For the serviceability tests, the response of the Teo telephones was tested during various failure 

scenarios including loss of IP connectivity and a reboot of the telephone.  

2.2. Test Results 

Interoperability testing was completed with successful results with the exception of the 
observations/limitations described below: 
 

 Codec G.722 – Certain hold/resume and conference scenarios involving the Teo IP 
Phones and the Avaya G450 Media Gateway while using codec G.722 failed during the 

compliance tests. Thus, the use of codec G.722 is not recommended with this solution.  

2.3. Support 

For technical support on the Teo solution described in these Application Notes, visit  
http://www.teotech.com/support. 
 

http://www.teotech.com/support
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3. Reference Configuration 
Figure 1 illustrates the sample reference architecture used during the compliance test of the Teo 
Tech and Avaya solution. The components used to create the configuration included:  
 

 Avaya Aura® Session Manager. 

 Avaya Aura® Communication Manager. 

 Avaya Aura® System Manager. 

 Avaya Aura® Messaging. 

 Avaya G450 Media Gateway. 

 Avaya 96x0 and 96x1 Series IP Telephones (SIP).  

 Avaya 96x0 and 96x1 Series IP Telephones (H.323).  

 Avaya digital and analog telephones. 

 Teo IP Phones 7810 and 7810 TSG-6.  

 
Figure 1: Test Configuration 

 
In the reference configuration, Session Manager acts as the registrar for Teo and Avaya SIP 
endpoints. Session Manager also provides centralized dial plan, user profiles and call routing for 

the SIP entities in the enterprise. Communication Manager is configured as an evolution server, 
functioning as the telephony application server for Session Manager.  H.323 endpoints are 

registered with Communication Manager. System Manager provides a web-based interface for 
the provisioning and maintenance of Session Manager. The G450 Media Gateway provides VoIP 
resources and contains the media modules for the connectivity of analog and digital telephones. 
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A SIP trunk from Session Manager to a separate PBX system in the Lab is used to simulate 
external PSTN calls to and from the enterprise.  

 
Messaging was used during the compliance test to verify voice mail redirection, navigation  

and the delivery of MWI (Message Waiting Indicator) messages to the enterprise telephones. 
Messaging functioned on a single standalone server located on the enterprise network, 
administered as a separate SIP entity in Session Manager. Since the configuration of Messaging 

is standard and not directly related to the interoperability with the Teo telephones, they are not 
included in these Application Notes.  

4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

Component Version 

Avaya 

Avaya Aura® Communication Manager on a 
HP® Proliant DL360 G7 Server.  

6.2 Service Pack 5 
 

Avaya Aura® Session Manager on a HP® 

Proliant DL360 G7 Server. 

6.3 Service pack 1 

 

Avaya Aura® System Manager on a HP® 
Proliant DL360 G7 Server. 

6.3 Service Pack 1 
 

Avaya Aura® Messaging on a Dell PowerEdge 

R610 

6.2 Service pack 2 

Avaya G450 Media Gateway 32.24.0 

Avaya 96x0 Series IP Telephones (H.323) Avaya one-X Deskphone Edition  
H.323 3.2 

Avaya 96x0 Series IP Telephones (SIP) Avaya one-X Deskphone Edition SIP 
2.6.9 

Avaya 96x1 Series IP Telephones (H.323) Avaya one-X Deskphone Edition  
H.323 6.2 

Avaya 96x1 Series IP Telephones (SIP) Avaya one-X® Deskphone Edition 
SIP 6.2 

Avaya 9408 Digital Telephone  2.00 

Avaya 6210 Analog Telephone n/a 

Teo  

Teo IP Phone 7810 05.04.12 

Teo IP Phone 7810PoE-TSGB  05.04.12 

 
The specific configuration above was used for the compliance testing. Note that this solution will 

be compatible with other Avaya Server and Media Gateway platforms running similar versions 
of Communication Manager and Session Manager.  
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5. Configure Avaya Aura® Communication Manager  
This section describes the procedures for configuring Communication Manager in the reference 
configuration.  It is assumed that the general installation of Communication Manager and the 
Avaya G450 Media Gateway has been previously completed and is not discussed here.  

 
Most configuration tasks shown in the following screens were already in place in the lab 

environment, completed during the initial installation of the Avaya Aura® solution. However, 
these screens are presented as a reference to illustrate the Communication Manager configuration 
used in the compliance test, and for the verification of items required for the integration of the 

Teo telephones with the Avaya solution. 
 

The Communication Manager configuration was performed using the System Access Terminal 
(SAT).  Some screens in this section have been abridged and highlighted for brevity and clarity 
in presentation.   

5.1. Licensing and Capacity  
Use the display system-parameters customer-options command to verify that the Maximum 

Off-PBX Telephones - OPS value on Page 1 is sufficient to support the desired number of SIP 
extensions at the enterprise. The license file installed on the system controls the maximum values 
for these attributes. If a required feature is not enabled or there is insufficient capacity, contact an 

authorized Avaya sales representative to add additional capacity. 
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On Page 2, verify that the number of Maximum Administered SIP Trunks supported by the 
system is sufficient for the solution.  
 

 

5.2. Dial Plan 
Use the change dialplan analysis command to define the dial plan used in the system. This 

includes telephone extensions, Feature Access Codes (FACs), OPS Feature Name Extensions 
(FNEs), Dial Access Codes (DACs), etc. In the sample configuration, Feature Access Codes 
used a Dialed String that began with the digit 0, had a Total Length that was three digits long 

and Call Type fac.  FNEs were four digits long, beginning with 1, and defined as ext Call Type. 
SIP telephone extensions were four digits long, starting with the digit 2. Other extension types, 

hunt groups, etc. used during the test began with the digit 3 and were also four digits long. Both 
were defined as Call Type ext. Dial Access Codes were three digits long, starting with 6 and 
Call Type dac. 
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5.3. Feature Access Codes and Feature Name Extensions 
Third Party SIP telephones generally don’t have buttons associated with Communication 

Manager features. The equivalent functionality is accomplished by defining Feature Access 
Codes (FAC) and the corresponding Feature Name Extensions (FNE) for Off-PBX Stations 

(OPS) in Communication Manager. In the compliance test, Teo users dialed the FNE codes, 
which invoked the associated FAC for the desired feature. 
 

Use the change feature-access-codes command to define the required access codes. The screen 
below shows a sample of some of the FAC used during the tests.  
 

 

 
Use the change off-pbx-telephone feature-name-extensions set 1 command to define the 

associated FNEs. The screen below shows some of the FNE values used during the tests.  
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5.4. Class of Service 
Use the change cos-group 1 command to set the appropriate service permissions to support OPS 

features.   Class of Service 1 was used for all Teo extensions. The highlighted values were the 
ones modified and relevant to the reference configuration. 
 

 

5.5. IP Node Names  

Use the change node-names ip command to verify that node names have been previously 
defined for the IP addresses of the Communication Manager (procr) and Session Manager (asm) 

signaling interfaces. These node names will be used later in the configuration process. 
 

 

5.6.  Codecs 
Use the change ip-codec-set command to specify the codecs to be used for calls to and from the 
Teo telephones. For the compliance test, ip-codec-set 1 was used for this purpose. Enter 

G.711MU and G.729A in the Audio Codec column of the table.  Default values can be used for 
all other fields. 
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5.7. IP Network Region 

Use the change ip-network-region command to set the configuration of the network region used 
by the Teo telephones. In the reference configuration, this was network region 1, previously 

defined. Network region 1 also contained all the devices in the enterprise network relevant to the 
compliance test. Set/verify the parameters highlighted below:  
 

 Set the Authoritative Domain field to match the SIP domain of the enterprise. In the test 
configuration, the domain name was sil.miami.avaya.com 

 Enter a descriptive name in the Name field. 

 Leave both Intra-region and Inter-region IP-IP Direct Audio set to yes, the default 
setting. This will enable IP-IP Direct Audio (shuffling), to allow audio traffic to be sent 

directly between IP endpoints without using media resources in the Avaya Media 
Gateway.  

 Set the Codec Set field to the IP codec set defined in Section 5.6.  

 Default values can be used for all other fields.  
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5.8.  Signaling Group 
Use the change signaling-group command to set the configuration of the signaling group to be 

used by the trunk group between Communication Manager and Session Manager. Signaling 
group 1, previously defined, was used in the compliance test. Set/verify the parameters 

highlighted below:  
 

 Set the Group Type field to sip. 

 Set the IMS Enabled field to n.  This specifies the Communication Manager will serve 
as an Evolution Server for the Session Manager.  

 Set the Transport Method to the recommended default value of tls (Transport Layer 
Security). To facilitate tracing and fault analysis, the compliance test was conducted with 

the Transport Method set to tcp.  

 Set the Peer Detection Enabled field to y.  

 Set the Near-end Node Name to procr and the Far-end Node Name to asm. These 
node names map to the IP addresses of Communication Manager and Session Manager, 

as defined in Section 5.5. 
 Set the values for the Near-end Listen Port and the Far-end Listen Port fields. For 

tcp, the well known port value is 5060. For tls, the well known port value is 5061.  

 Set the Far-end Network Region to 1, the IP network region of the enterprise, as seen 

in Section 5.7. 

 Set the Far-end Domain to the domain of the enterprise.  

 Set the DTMF over IP field to rtp-payload.  This value enables Communication 
Manager to send DTMF transmissions using RFC 2833. 

 Set Direct IP-IP Audio Connections to y, to allow audio traffic to be sent directly 
between IP endpoints. 

 Default values may be used for all other fields.  
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5.9. Trunk Group 
Use the change trunk-group command to set the configuration of the trunk group for call 

routing between Communication Manager and Session Manager. This trunk group carries all the 
call signaling between SIP and non-SIP extensions, application sequence traffic, etc. Trunk 

group 1, previously defined, was used in the compliance test. Set/verify the parameters 
highlighted below: 
 

 Set the Group Type field to sip. 

 Enter a descriptive name for the Group Name. 

 Enter an available trunk access code (TAC) that is consistent with the existing dial plan 
in the TAC field.  

 Set Direction to two-way. 

 Set the Service Type field to tie. 

 Set the Signaling Group to the signaling group defined in Section 5.8. 

 Set the Number of Members field to the number of trunk members in the SIP trunk 

group.  This value determines how many simultaneous SIP calls can be supported by this 
trunk.   

 

 
 

On Page 3, set the Numbering Format field to private. Default values may be used for all other 
fields. 
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5.10. Calling Party Information 
Use the change private-numbering 1 command to configure/verify the calling party number 

sent to the far-end over the SIP trunk group. In the reference configuration, local extensions that 
are four digits long, beginning with 2 and 3 and whose calls are routed over SIP trunk group 1, 

have their extension number sent unaltered to the far-end for display and identification purposes. 
 

 

5.11. Routing 

Use the change aar analysis 2 command to configure/verify the routing of the digits dialed to 
reach SIP extensions. In the example below, a Dialed String beginning with 2, four digits long 

(2xxx extension range assigned to SIP extensions in the compliance test) is configured to use 

Route Pattern 1. The Call Type is set to aar. The screen below also shows an entry for the dial 
string 3888, which is the pilot number dialed to reach Messaging in the reference configuration, 

also using Route Pattern 1 to Session Manager. 
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The route pattern defines which trunk group will be used for the call and performs any necessary 
digit manipulation. Use the change route-pattern command to set/verify the route pattern used 

by Communication Manager to reach SIP extensions registered to Session Manager.  
 

 Pattern Name : Enter a descriptive name.  

 Grp No: Enter trunk group 1, configured in Section 5.9. 

 Set the Facility Restriction Level (FRL) field to a level that allows access to this trunk for 

all users that require it. The value of 0 is the least restrictive level.  

 Set the Numbering Format to unk-unk. 
 

 

5.12. Save Translation 

Use the save translation command to save any changes to made to the Communication Manager 
configuration. 
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6. Configure Avaya Aura® Session Manager  

This section provides the Session Manager procedures required to integrate the Teo IP Phones 
users to the Avaya enterprise solution. The following items are covered:  
 

 SIP domain.  

 Location. 

 SIP Entities and Entity Link for Communication Manager and Session Manager.  

 Communication Manager Instance. 

 Application and Application Sequence.  

 User Management. 

 Communication Manager data synchronization with Session Manager.  
 

It may not be necessary to create all the items preceding the User Management section on the list 
above, since some of them would have already been defined as part of the initial Session 
Manager installation. However, each item will be visited to verify the configuration and to gather 

information needed to complete the addition of the Teo users, later in Section 6.8. 

6.1. System Manager Login and Navigation 

Session Manager configuration is accomplished by accessing the browser-based GUI of System 
Manager, using the URL “https://<ip-address>/SMGR”, where “<ip-address>” is the IP address 
of System Manager. Log in with the appropriate credentials and click on Log On (not shown).  

The Home screen shown below is then displayed.  
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6.2. Domains 
From the Home screen navigate to Elements   Routing   Domains. Select Edit to review an 

existing domain or New to create a new one (not shown). Enter/verify the data as shown in the 
following screen. Enter the domain name under Name, which corresponds to the domain 

administered in the IP Network Region in Communication Manager in Section 5.7. Select sip 

from the pull-down menu under Type and add a brief description under Notes (optional). Click 
Commit. 
 

 

6.3.  Locations  

Navigate to Routing   Locations in the left navigation pane. Select Edit to review an existing 
domain or New to create a new one (not shown). Enter/verify the data as shown in the following 
screen. Enter a descriptive Name for the location, add a brief description (optional).  
 

 
 
In the Location Pattern section, click Add and enter an IP address Pattern to identify the 

location.  Verify that the range of IP addresses assigned to the Teo telephones is included under 
this pattern, or add a new pattern if necessary. Click Commit to save. 
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6.4. SIP Entities  
Navigate to Routing   SIP Entities in the left navigation pane. Select Edit to review an 

existing SIP entity or New to create a new one (not shown).  Enter/verify the data as described 
below and shown in the following screens. 
 

In the General section, enter a descriptive Name. Enter the FQDN or IP address that is used 
for SIP signaling on the SIP Entity. Under Type select Session Manager for Session Manager or 

CM for Communication Manager. Select the Location that applies to the SIP Entity being 
created. Select the Time Zone for the location. Under SIP Link Monitoring, select Use Session 

Manager Configuration.  
 
The following screen shows the Session Manager SIP entity. The IP address of the Session 

Manager Security Module is entered for FQDN or IP Address. 
 

 
 

Scroll down to the Port section of the screen. This section is only present for Session Manager 

SIP entities. Add/verify the entries for Port, Protocol and Default Domain needed to support 
the registration of the Teo telephones, as shown below. Click Commit to save. 
 

 

 
 



 
MAA; Reviewed: 

SPOC 5/20/2013 

Solution & Interoperability Test Lab Applicat ion Notes 

©2013 Avaya Inc. All Rights Reserved. 

18 of 32 

Teo_7810_SM_CM 

 

The following screen shows the SIP Entity for Communication Manager. The FQDN or IP 

Address field is set to the IP address of the procr interface in Communication Manager.   
 

 

6.5. Entity Links 

Navigate to Routing   Entity Links in the left navigation pane and select Edit to review the 
existing entity link between Session Manager and Communication Manager, or New to create a 
new one (not shown).  Enter/verify the data as described next and shown on the screen below. 

Enter a descriptive Name, select the Session Manager SIP entity under SIP Entity 1 from the 
drop-down menu. Select the transport Protocol used for this link, and the Port number on which 

Session Manager will receive SIP requests from the far-end. Under SIP Entity 2, select the 
Communication Manager SIP entity. Enter the Port number on which Communication Manager 
receives SIP requests from Session Manager. Select Trusted under Connection Policy. Click 

Commit to save.  
 

The screen below shows the Entity Link to Communication Manager. The protocol and ports 
defined here must match the values used on the Communication Manager signaling group form 
in Section 5.8. 
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It should be noted that in a customer environment the Entity Link to Communication Manager 
would normally use TLS, for security. During the compliance test, TCP was used to facilitate 

troubleshooting and trace capturing.   

6.6. Communication Manager Instance 

From the Home screen navigate to Elements   Inventory   Manage Elements. Select View 

to review an existing Communication Manager instance or New to create a new one (not shown).  
Enter/verify the data as shown in the following screens. Set an appropriate Name, set the Type 

to Communication Manager, add a Description (optional) and for the Node, enter the ip 
address of the Communication Manager procr interface.  

 

 
 
In the Attributes tap, specify a Login and Password that has permissions to perform 
administration tasks on Communication Manager. Other fields keep their default values. Click 

Commit to save. 
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6.7. Application and Application Sequence 
From the Home screen navigate to Elements   Session Manager Application 

Configuration   Applications. Select Edit to review an existing application or New to create a 
new one (not shown).  Enter/verify the data as shown in the following screen. Set an appropriate 

Name, select the Communication Manager SIP Entity as seen in Section 6.4, and on the CM 

System for SIP Entity field select the Communication Manager instance shown in Section 6.6. 
Click Commit (not shown) to save. 
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Navigate to Application Configuration   Application Sequences in the left navigation pane. 
Select Edit to review an existing application or New to create a new one (not shown).  

Enter/verify the data as shown in the following screen. Set an appropriate Name and 
Description. Select the application defined previously from the list of Available Applications, 

by clicking the “+” sign next to the application name. The selected application will then populate 
the Applications in this Sequence section. Click Commit to save. 
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6.8. Manage Users  
From the Home screen navigate to Users   User Management   Manage Users   New to 

create the profiles for the Teo users.  
 

 

6.8.1. Identity Tab 

On the New User Profile form, Identity tab, enter a meaningful description for the Last Name 

and First Name fields. Enter the Login Name in “extension@domain” format in this field 

(2054@sil.miami.avaya.com was used in the example). Keep the Authentication Type as 
Basic, the default value. Enter a preferred display name in the Localized Display Name and 

Endpoint Display Name fields. Select the Language Preference and Time Zone for the 

endpoint. 
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6.8.2. Communication Profile Tab 

On the Communication Profile  tab, enter and confirm the Communication Profile Password 
for the user. This is the password that the user of the Teo telephone must enter to log in to the 

phone. Keep Primary under the Name field and the Default box checked. Click New on the 
Communication Address section. 
 

 
 
On the Communication Address section newly expanded fields, select Avaya SIP from the 

Type pull-down list. On the Fully Qualified Address field, enter the extension number assigned 
to the Teo user, and select the enterprise domain from the list, as shown. Click the Add button. 
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Select the Session Manager Profile check box. Under SIP Registration, select the SIP Entity of 
the Primary Session Manager, as seen on Section 6.4, from the drop-down list. Under 

Application Sequences, for the Origination Sequence and Termination Sequence fields, 
select the Communication Manager application sequence, as seen on Section 6.7. Under the 

Home Location field, select the SIL Lab location defined in Section 6.3.  
 

 

 

Select the CM Endpoint Profile check box. From the System drop-down list, select the 
Communication Manager instance, as defined on Section 6.6. Select Endpoint for the Profile 

Type. In the Extension field, enter the extension number that will be created on Communication 

Manager for the new user. For the compliance test, template 9600SIP_DEFAULT_CM_6_2 
was used. Once the template is selected, the Set Type field is populated with 9600SIP, and the 

Port field with IP.  
 

 
 
Clicking the Endpoint Editor button on the previous screen allows to edit Communication 
Manager station data, like features and buttons. In the example on the next screen, under the 

General Options tab, Class of Restriction (COR) 1, Class of Service (COS) 1 and Coverage 

Path 2 were assigned to the user. Coverage Path 2, which was used in the lab environment for 
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voicemail coverage to Messaging, was previously defined as part of the Messaging installation, 
and its configuration is not covered in these Application Notes. 
 

 

 
Select Done to return to the Communications Profile tab. Press Commit (not shown) to save. 

6.9. Synchronize Communication Manager Data with System Manager 
Database 

Once all configuration tasks have been completed, from the System Manager Home screen, 
navigate to Elements  Inventory  Synchronization  Communication System. Select the 
Communication Manager entity to be synchronized.  Select Initialize data for selected devices . 

Select Now or Schedule to perform the synchronization immediately or at a specified time. If 
Now is selected, pressing the Refresh button will show the progress of the synchronization tasks, 

under the Sync. Status field. Once the synchronization is complete, Completed should be 
displayed under Sync. Status, like shown on the screen below. 
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7. Configure Teo IP Phones 

7.1. Power and Network Connection 
Connect power to the Teo telephone using the Local Power option, or in models where PoE is 
supported, connecting a CAT 5 or better cable to the Network jack of the telephone. Both the 

Teo IP Phones 7810 and the 7810PoE-TSGB models used in the compliance test support PoE, 
and they were connected to the LAN via an Avaya C364T-PWR PoE switch. A DHCP server on 

the LAN segment provided IP addressing for the telephones.  
 

 

7.2. Telephone Configuration 

The configuration steps in this section represent the basic steps required to achieve the 
registration of the Teo telephones with Session Manager. A detailed description of the different 

menu options on the telephones is beyond the scope of these Applica tion Notes. For detailed 
information on the installation and configuration of the Teo IP Phones, see References [6] and 
[7]. 

 
Once power is applied and the telephone initializes, the display shows different progress 

messages and it will then prompt for the LINE ID. This is the extension number assigned to the 
user, previously in Section 6.8.2. Extension 2054 was used in the example and it was entered at 
the prompt below. Press the OK key on the phone when the entry is completed.  
 

 
 

The telephone prompts next for the Authentication ID. Enter the same extension number that was 

assigned to the LINE ID. Press the OK key on the phone when the entry is completed. 
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Next the phone will prompt for the SIP Authentication Password. This is the Communication 

Profile Password assigned to the user previously in Section 6.8.2. Press the OK key on the 

phone when the entry is completed. 
 

 
 

The next prompt will be for the proxy server IP address, if this address has not been previously 
provided by DHCP. This is the address of the Session Manager signaling interface, 

192.168.10.32 in the reference configuration. Press the OK key on the phone when the entry is 
completed. 
 

 
 

At this point, the telephone will register with Session Manager. Upon successful registration, all 
affected line key indicators will turn solid green momentarily, and then will go out.  

The following status messages will be displayed. 
 

 
 

The idle display will then appear, indicating that the phone is ready for use.  
 
Once the telephone is registered, the SIP Configuration menu can be accessed by pressing the 

SETUP key on the phone and selecting INSTL   SIP.  
 

 

 
 

Once on the SIP Configuration screen, selecting one of the available submenus allows to make 
changes or to review the following parameters, if needed: 

 

 
 

 PHONE – Domain name, port, and RTP start port for the telephone.  

 PROXY – SIP Proxy server IP address and port.  

 REGSTR – Registration enable, SIP Registrar server IP address and port.  
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7.3. Configuration Update 
Additionally, Teo Tech telephones settings can be configured using XML settings files, loaded to 

the telephones from a FTP, TFTP or HTTP update server. Even though the majority of settings 
changes during the compliance test were made directly on the telephones, XML files were used 

to make some changes that could not be achieved by the use of the telephone menus. These files 
were placed in the root folder of a HTTP server on the enterprise network, and re-named to 
match each phone’s hardware MAC address.  

 
The IP address of the update server can be assigned by DHCP, or can be manually set on the 

phone. To manually set the IP address, click SETUP   INSTL   IP (not shown). Press the 
right arrow key and select UPDATE. Enter the IP Address of the FTP/TFTP or HTTP server 
where the update files can be found. Press the OK key when the entry is completed. 
 

 
 

To setup the protocol used by the configuration update server, press SETUP   INSTL. Press 
the right arrow key for more and select UPDATE    CONFG (not shown). Select PROTO and 
choose the correct update server protocol. Press OK and the SETUP key to exit. To initiate the 

configuration update, return to the CONFG menu as described above and press START. 
 

 

 
 

The example below shows the XML file used to change the transport protocol on the Teo 
telephones from the default transport protocol UDP to TLS, for testing.  
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7.4. Software Update 
For the compliance test, the file “signed_XX_04_12.zip” containing the firmware load and 

upgrade settings file for the telephones was unzipped and its content placed in the root directory 
of the HTTP update server, as seen on the screen below.  
 

 
 
To setup the protocol used by the software update server, press SETUP   INSTL. Press the 

right arrow key for more and select UPDATE    PRGRM (not shown). Select PROTO and 
choose the correct update server protocol. Press OK and the SETUP key to exit. To initiate the 

software update, return to the PROGRAM menu as described above and press START 
 

 
 

 

8. Verification Steps 
This section provides verification steps that may be used in the field to verify that the solution is 
configured properly.  To verify the registration of the Teo telephones with Session Manager, 

from the System Manager web interface Home screen, navigate to Elements   Session 

Manager    System Status   User Registrations. The Primary (Prim) box under the 

Registered column should be checked and the Address and IP Address fields should be 
populated if the telephone has successfully registered, as shown on the screen below. 
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Clicking Show under the Details column on a specific line will show additional information for 
that user. The example below shows additional Registration information for extension 2051. 
 

 
 
For troubleshooting and traffic analysis, traceSM is a powerful command line tool that can be 

used in Session Manager. Login to the Session Manager management interface to run this 
command. 

9. Conclusion 
This document describes the configuration steps required to integrate the Teo IP Phones 7810 

and 7810 TSG-6 Series to Avaya Aura® Session Manager 6.3 and Avaya Aura® Communication 
Manager 6.2. 
 

Interoperability testing of the sample configuration was completed with successful results for all 
test cases with the observation/limitation described in Section 2.2. 
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10. Additional References  
This section references the Avaya and Teo product documentation relevant to these Application 
Notes.   
 

The following Avaya product documentation can be found at http://support.avaya.com 
 

[1] Administering Avaya Aura® Communication Manager, Release 6.2, December 2012, 

Document ID 03-300509. 
[2] Administering Avaya Aura® Communication Manager Server Options, Release 6.2, 

December 2012, Document ID 03-603479. 
[3] Avaya Aura® Communication Manager Feature Description and Implementation, Release 

6.2, December 2012, Document ID 555-245-205. 

[4] Administering Avaya Aura® Session Manager, Release 6.3, December 2012. 
 

The following Teo documentation may be found at www.teotech.com. 
 

[5] IP Telephone Network Administration Guide, March 2013, Document ID 13-280132. 

[6] IP Phone 7810 TSG Series Installations Instructions, March 2013, Document ID 13-280138. 
[7] IP Phone 7810 Installation Instructions, Document ID 13-280124, March 2013. 
[8] IP Phone 7810 TSG Series User Guide, March 2013, Document ID 14-280211. 

[9] IP Phone 7810 User Guide, March 2013, Document ID 14-280201. 
 

 

http://support.avaya.com/
http://www.teotech.com/
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