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Abstract 
 

  

These Application Notes describe the configuration steps required for Hitachi Recware III to 

interoperate with Avaya Aura® Communication Manager and Avaya Aura® Application 

Enablement Services R6.3 using VoIP recording. Hitachi Recware III is a call recording 

solution that uses a port mirroring method to capture media. 

 

In the compliance testing, Hitachi Recware III used the Telephony Services Application 

Programming Interface from Avaya Aura® Application Enablement Services to monitor skill 

groups and agent stations on Avaya Aura® Communication Manager, and the port mirroring 

method to capture the media associated with the monitored agents for call recording. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions. Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe the configuration steps required for Hitachi Recware III to 

interoperate with Avaya Aura® Communication Manager and Avaya Aura® Application 

Enablement Services R6.3 using VoIP recording.  For RTP recording, Hitachi Recware III uses a 

port mirroring method.   

 

In the compliance testing, Hitachi Recware III used the Telephony Services Application 

Programming Interface (TSAPI) from Avaya Aura® Application Enablement Services to 

monitor skill groups and agent stations on Avaya Aura® Communication Manager, and a port 

mirroring method to capture the media associated with the monitored agents for call recording. 

 

The TSAPI interface is used by Hitachi Recware III to monitor skill groups and agent stations on 

Avaya Aura® Communication Manager.  When there is an active call at the monitored 

agent/station, Hitachi Recware III is informed of the call via event reports from the TSAPI 

interface.  Hitachi Recware III starts the call recording by using the replicated media from the 

port mirroring method.  The TSAPI event reports are also used to determine when to stop the call 

recordings. 

2. General Test Approach and Test Results 
The feature test cases were performed both automatically and manually.  Upon start of the 

Recware III application, the application automatically requests monitoring on skill groups and 

agent stations and performs device queries using TSAPI. 

 

For the manual part of the testing, each call was handled manually on the agent telephone with 

generation of unique audio content for the recordings.   Necessary user actions such as hold and 

resume were performed from the agent telephones to test the different call scenarios.   

 

The serviceability test cases were performed manually by disconnecting/reconnecting the 

Ethernet connection to Recware III. 

 

The verification of tests included use of Recware III logs for proper message exchanges, and use 

of the Recware III Client application for proper logging and playback of calls. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 
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2.1. Interoperability Compliance Testing 

The interoperability compliance test included feature and serviceability testing.   

 

The feature testing focused on verifying the following on Recware III: 

 Handling of TSAPI messages in areas of event notification and value queries. 

 Proper recording, logging, and playback of calls for scenarios involving inbound, outbound, 

internal, external, ACD, non-ACD, hold/resume, multiple calls, multiple agents, conference, 

and transfer. 

 

The serviceability testing focused on verifying the ability of Recware III to recover from adverse 

conditions, such as disconnecting/reconnecting the Ethernet connection to Recware III. 

2.2. Test Results 

All test cases were executed, and the following were observations on Recware III: 

 When the TSAPI client queries for “cstaGetDeviceList”, a worktop name has to be 

selected.  Without it, no device list will be returned.  During the Compliance test, the 

AES firmware used was 6.3.3.  However, the image that Hitachi brought in for 

installation of the TSAPI client was 6.1.1.  Thus, the combination of AES 6.3.3 and 

TSAPI client 6.1.1 was tested. 

2.3. Support 

Technical support on Recware III can be obtained through the following: 

 

 Phone:   +81-50-3163-1797 (English, available 9:00 – 17:00 Japan time/ business days) 

               +81-50-3101-2431 (Japanese, available 9:00 – 17:00 Japan time/ business days) 

 Email: www-info-recware@ml.itg.hitachi.co.jp 

mailto:www-info-recware@ml.itg.hitachi.co.jp
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3. Reference Configuration 
Recware III is a call recording solution the can record voice calls between endpoints and VoIP 

gateways.  Recware III consists of a Manager Server (MNG), Logger Server (SLGR) and a 

Gateway Server (AS-GW). 

 

 The Logger Server receives duplicated data from the mirror port of a network switch that 

voice data streams traverse.  The Logger Server filters out RTP stream from the duplicated 

data and generates it into a recording file. It also has a function to monitor H.323 

registration from phones to gather extension number information automatically. 

 

 The Gateway Server receives call interaction information from Communication Manager 

and Application Enablement Services through the TSAPI interface, and adds the metadata to 

each recorded VoIP data to be easily queried. 

 

 The Manager Server handles multiple Logger Servers and provides a centralized operation 

for a large system environment. 

 

Recware III uses a Client PC (Windows 7 Enterprise – Japanese Edition) to review and playback 

the call recordings.  The RTP streams for agents with Avaya IP Deskphones were mirrored from 

the layer 2 switch, and replicated over to the SLGR. 
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The detailed administration of basic connectivity between Communication Manager, Application 

Enablement Services, System Manager, Session Manager, and of contact center devices are not 

the focus of these Application Notes and will not be described.  In addition, the port mirroring of 

the layer 2 switch is also outside the scope of these Application Notes and will not be described. 

 

In the compliance testing, Recware III monitored the skill groups and agent station extensions 

shown in the table below. 

 

Device Type Extension 

VDN 72079 

Skill Group 72089 

Supervisor 72003 

Agent ID 72091 - 72095 

Agent Station 
H.323 - 72001,72002 

SIP – 72021, 72022 

 

 Figure 1 displays the network topology used during compliance testing. 

 

 
 

Figure 1: Compliance Testing Configuration 
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

Equipment/Software Release/Version 

Avaya Aura® Communication Manager on 

Avaya S8300D Server with 

Avaya G450 Media Gateway 

 

R016x.03.0.124.0-21754 

36.9 

Avaya Aura® Application Enablement Services 

TSAPI Client 

6.3.3 (6.3.3.0.10-0) 

6.1.1 

Avaya Aura® Session Manager 6.3.9 

Avaya Aura® System Manager 6.3.9 

Avaya 96x1 IP Deskphone (H.323) 6.2.3 

Avaya 9641G IP Deskphone (SIP) 6.4.1.25 

Avaya 96xx IP Deskphone (H.323) 3.1 

Hitachi Recware III 

 MNG 

 AS-GW 

 SLGR 

 IP/DNM Type A 

 

03-40 

03-30-/B 

03-40 

03-20 

Hitachi Recware III Client PC 

 

 Windows 7 Enterprise SP1 (Japanese 

Edition) 
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5. Configure Avaya Aura® Communication Manager 
This section provides the procedures for configuring Communication Manager.  The procedures 

include the following areas: 

 

 Verify license 

 Administer CTI link 

 Configure AES connection 

5.1. Verify License 

Log in to the System Access Terminal to verify that the Communication Manager license has 

proper permissions for features illustrated in these Application Notes.  Use the “display system-

parameters customer-options” command to verify that the Computer Telephony Adjunct Links 

customer option is set to “y” on Page 3.  If this option is not set to “y”, then contact the Avaya 

sales team or business partner for a proper license file.   

 
change system-parameters customer-options                       Page   3 of  11 

                                OPTIONAL FEATURES 

 

    Abbreviated Dialing Enhanced List? y           Audible Message Waiting? y 

        Access Security Gateway (ASG)? n               Authorization Codes? y 

        Analog Trunk Incoming Call ID? y                        CAS Branch? n 

 A/D Grp/Sys List Dialing Start at 01? y                          CAS Main? n 

Answer Supervision by Call Classifier? y                 Change COR by FAC? n 

                                  ARS? y  Computer Telephony Adjunct Links? y 

                 ARS/AAR Partitioning? y   Cvg Of Calls Redirected Off-net? y 

          ARS/AAR Dialing without FAC? n                       DCS (Basic)? y 

          ASAI Link Core Capabilities? n                 DCS Call Coverage? y 

          ASAI Link Plus Capabilities? n                DCS with Rerouting? y 

       Async. Transfer Mode (ATM) PNC? n 

  Async. Transfer Mode (ATM) Trunking? n    Digital Loss Plan Modification? y 

              ATM WAN Spare Processor? n                           DS1 MSP? y 

                                 ATMS? y             DS1 Echo Cancellation? y 

                  Attendant Vectoring? y 

5.2. Administer CTI Link  

Add a CTI link using the “add cti-link n” command, where “n” is an available CTI link number.  

Enter an available extension number in the Extension field.  Note that the CTI link number and 

extension number may vary.  Enter “ADJ-IP” in the Type field, and a descriptive name in the 

Name field.  Default values may be used in the remaining fields.   

 
add cti-link 4                                                  Page   1 of   3 

                                    CTI LINK 

 CTI Link: 4 

Extension: 72000 

     Type: ADJ-IP 

                                                                        COR: 1 

     Name: TSAPI 
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5.3. Configure Avaya Aura® Application Enablement Services 
Connection 

Add an AES connection using the “change ip-services” command.  On Page 1, set Service Type 

to “AESVCS”, and enable the service. 

 
change ip-services                                              Page   1 of   4 

 

                                   IP SERVICES 

 Service     Enabled     Local        Local       Remote      Remote 

  Type                   Node         Port        Node        Port 

AESVCS        y      procr            8765 

CDR1                 procr            0       microcall       9000 

CDR2                 procr            0       rdtt-2          9001 

 

 

 

On Page 4, enter a valid AE Services Server name, enter the password, and enable the 

connection.  When there is a connection between Communication Manager and Application 

Enablement Services, the status will change to “in use”. 

 
change ip-services                                              Page   4 of   4 

                           AE Services Administration 

 

  Server ID    AE Services       Password          Enabled    Status 

                  Server 

     1:      AES-1             *                     y        in use 

     2: 

     3: 

     4: 

     5: 
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6. Configure Avaya Aura® Application Enablement Services 
This section provides the procedures for configuring Application Enablement Services.  The 

procedures include the following areas: 

 

 Launch OAM interface 

 Verify license 

 Administer TSAPI link 

 Enable security database 

 Restart TSAPI service 

 Obtain Tlink name 

 Create Devices 

 Create Devices Groups 

 Create Worktops 

 Administer Recware III user 

6.1. Launch OAM Interface 

Access the OAM web-based interface by using the URL https://<ip-address> in an Internet 

browser window, where “ip-address” is the IP address of the Application Enablement Services 

server. 

 

The Please login here screen is displayed.  Log in using the appropriate credentials. 
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The Welcome to OAM screen is displayed next. 

 

 

6.2. Verify License 

Select Licensing  WebLM Server Address in the left pane, to display the Server Address 

screen.  Provide the WebLM server IP address and port.  Click Apply Changes. 

 

During the compliance test, a WebLM server was created in VMware. 
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Select Licensing  WebLM Server Access in the left pane, to display the WebLM License 

Administration screen (not shown).  Provide appropriate credentials to access.  The WebLM 

Home page is then displayed. 
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Select Licensed products  APPL_ENAB  Application_Enablement in the left pane, to 

display the Application Enablement (CTI) screen in the right pane. 

 

Verify that there are sufficient licenses for TSAPI Simultaneous Users, as shown below. 
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6.3. Administer TSAPI Link 

To administer a TSAPI link, select AE Services  TSAPI  TSAPI Links from the left pane 

of the Application Enablement Services Management Console.  The TSAPI Links screen is 

displayed, as shown below.  Click Add Link. 

 

 
 

The Add TSAPI Links screen is displayed next. 

 

The Link field is only local to the Application Enablement Services server, and may be set to 

any available number.  For Switch Connection, select the relevant switch connection from the 

drop-down list.  In this case, the existing switch connection “S8300D” is selected.  For Switch 

CTI Link Number, select the CTI link number from Section 5.2.  Retain the default values in 

the remaining fields. 
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6.4. Enable Security Database 

Select Security  Security Database  Control from the left pane, to display the SDB 

Control for DMCC, TSAPI, JTAPI and Telephony Web Services screen in the right pane.  

Verify the checkbox is checked for the Enable SDB for TSAPI Service, JTAPI and 

.Telephony Web Services field. 
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6.5. Restart TSAPI Service 

Select Maintenance  Service Controller from the left pane, to display the Service Controller 

screen in the right pane.  Check TSAPI Service, and click Restart Service. 
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6.6. Obtain Tlink Name 

Select Security  Security Database  Tlinks from the left pane.  The Tlinks screen shows a 

listing of the Tlink names.  A new Tlink name is automatically generated for the TSAPI service.  

Locate the Tlink name associated with the relevant switch connection, which would use the 

name of the switch connection as part of the Tlink name.  Make a note of the associated Tlink 

name, to be used later for configuring Recware III. 

 

In this case, the associated Tlink name is “AVAYA#S8300D#CSTA#AES-1”.  Note the use of 

the switch connection “S8300D” from Section 6.3 as part of the Tlink name. 
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6.7. Create Devices 

Select Security  Security Database  Devices from the left pane.  Enter a device to add 

(extension (H.323, SIP), VDN, Skill, agent) then click on Add Device.  The following screen 

shows devices that are already added. 
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6.8. Create Device Groups 

Select Security  Security Database  Device Groups from the left pane.  Enter and device 

group to create and click on Add Device Group.  During the compliance test, a device group, 

Hitachi, was created.  Check the device group checkbox, and click Edit Device Group. 
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The following screen shows the devices that are included in the device group. 

Click the Apply Changes button. 

 

Note: Unless a device has the checkmark, the device is not a part of the device group. 
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6.9. Create Worktops 

Select Security  Security Database  Worktops from the left pane, to display the 

Worktops screen in the right pane. 

 

Enter a descriptive worktop name and click Add Worktop.  In the compliance test, “recware-

group” was created.  Check the checkbox of the worktop, and click the Edit Worktop button. 

 

 
 



 
CRK; Reviewed: 

SPOC 1/13/2015 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

21 of 45 

RecwareIIIAES63 

 

The following displays the worktop screen. 

Enter a device ID (any monitored station) in the Primary Device ID field.  Select a secondary 

device group, using drop-down menu.  In the compliance test, Hitachi was selected, which was 

created in Section 6.8. 

 

Click the Apply Changes button. 
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6.10. Administer Recware III User 

To create a Recware user, select User Management  User Admin  Add User from the left 

pane, to display the Add User screen in the right pane. 

 

Enter desired values for User Id, Common Name, Surname, User Password, and Confirm 

Password.  For CT User, select “Yes” from the drop-down list.  Retain the default value in the 

remaining fields. 

 

Click Apply. 
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Navigate to Security  Security Database  CTI Users  List All Users. 

Select the user created above and click the Edit button. 
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On the Edit CTI User screen, provide the following information: 

 Select a worktop name, using a drop-down menu.  During the compliance test, “recware-

group” was used.  To query “cstaGetDeviceList” from a Hitachi TSAPI client, the 

worktop name has to be selected.  Without it, no device list will be returned.   

 Select a device group for the Device Monitoring field.  During the compliance test, 

“Hitachi” was used. 

 Select a device group for the Calls On A Device Monitoring field.  During the 

compliance test, “Hitachi” was used. 

 

Click Apply Changes. 
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7.  Configure Avaya Aura® Session Manager 
This section provides the procedures for configuring Session Manager.  The procedures include 

the following areas: 

 

 Launch System Manager 

 Administer users 

7.1. Launch Avaya Aura® System Manager 

Access the System Manager web interface by using the URL “https://ip-address/SMGR” in an 

Internet browser window, where “ip-address” is the IP address of System Manager.  Log in using 

the appropriate credentials. 
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7.2. Administer Users 

In the subsequent screen (not shown), select Users  User Management  Manage Users to 

display the User Management screen below.  Select an entry associated with a SIP agent station 

from Section 3, in this case “72022”, and click Edit. 

 

Note: Users were already created prior to the actual test, the creation of users will not be covered 

in this application note. 
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The User Profile Edit screen (not shown) is displayed.  Select the Communication Profile tab 

(not shown).  Navigate to the CM Endpoint Profile sub-section, and click Endpoint Editor. 

 

Note: The template was selected as “9641SIPCC_DEFAULT_CM_6_3”, and the set type was 

selected as “9641SIPCC”. 
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The Edit Endpoint screen is displayed next.  For Type of 3PCC Enabled, select “Avaya” from 

the drop-down list as shown below.  Retain the default values in the remaining fields. 

 

Repeat this section for all SIP agent users. 
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Select the Button Assignment tab, and provide buttons for auto-in, aux-work and agnt-login.  

The agnt –login button will toggle between login and logout on the SIP phone display. 

Click the Done button when complete. 
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8. Configure Hitachi Recware III 
This section provides the procedures for configuring Recware III.  For the compliance test, 

images for MNG, AS-GW, SLGR, and Client PC were brought in and installed by Hitachi 

engineers.  Due to the language used, the device installation is in Japanese, the installation steps 

are included separately in Appendix A for reference. 
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9. Verification Steps 
This section provides the tests that can be performed to verify proper configuration of 

Communication Manager, Application Enablement Services, and Recware III. 

9.1. Verify Avaya Aura® Communication Manager 

On Communication Manager, verify the status of the administered CTI link by using the “status 

aesvcs cti-link” command.  Verify that the Service State is “established” for the CTI link 

number administered in Section 5.2, as shown below. 

 
status aesvcs cti-link 

 

                          AE SERVICES CTI LINK STATUS 

 

CTI   Version  Mnt   AE Services      Service       Msgs     Msgs 

Link           Busy  Server           State         Sent     Rcvd 

 

1              no                     down          0        0 

4     5        no    AES-1            established   15       15 

 

 

 

9.2. Verify Avaya Aura® Application Enablement Services 

On the Application Enablement Services, verify the status of the TSAPI link by selecting Status 

 Status and Control  TSAPI Service Summary from the left pane (not shown).  The 

TSAPI Link Details screen is displayed.  Verify the Status is “Talking” for the TSAPI link 

administered in Section 6.3, and that the Associations column reflects the total number of 

monitored skill groups and agent stations from Section 3. 
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9.3. Verify Hitachi Recware III 

The following are typical steps to verify the integration between Hitachi Recware III recording 

application and the Application Enablement Services. 

 

Access MNG web page of URL, http://<ip-address>/RecIP in an Internet browser window, 

where <ip-address> is the IP address of MNG.  Then, log in using the appropriate credentials. 

 

 
 

 The subsequent web page of Recware III MNG Main Menu web page appears as shown below. 

 

 
 

By clicking (a) in the MNG Main Menu web page above, Current Interaction Logs web page 

appears as shown below.  By clicking “Search (b)” button, a list of the call recordings will 

appear. 

 

(a) 
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Verify that the first entry reflects the last call, with proper values in the Start Time, End Time, 

Duration Time, Call ID, Type (incoming or outgoing), Extension number, Agent ID, Dial to 

(DNIS), Call Held Count and Call Held Duration Time.  

 

Verify the detail information of the interaction record.  Click icon(c) to view the detail voice 

recording of the interaction record.   

 Start Time (c1) 

 End Time (c2) 

 Duration Time (c3) 

 Call ID (c4) 

 Type (incoming call or outgoing call) (c5) 

 Extension number (c6) 

 Agent ID (c7) 

 Dial to (DNIS) (c8) 

 Call Held Count (c9) 

 Call Held Duration Time (c10) 

 

 
 

(b) 

(c) (c1) (c2) (c3) (c4) (c5) (c6) (c7) (c8) (c9) (c10) 
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Click icon (d) to verify the proper playback of the call recording. 

 

 

10. Conclusion 
These Application Notes describe the configuration steps required for Hitachi Recware III to 

successfully interoperate with Avaya Aura® Communication Manager and Avaya Aura® 

Application Enablement Services R6.3 using VoIP recording.   All feature and serviceability test 

cases were successfully completed with an observation noted in Section 2.2. 

11. Additional References  
This section references the product documentation relevant to these Application Notes.   

 

1. Administering Avaya Aura® Communication Manager, Document 03-300509, Issue 10, 

Release 6.3, June 2014, available at http://support.avaya.com. 

 

2. Avaya Aura® Application Enablement Services Administration and Maintenance Guide, 

Release 6.3, 02-300357, June 2014, available at http://support.avaya.com. 

 

3. RecwareIII_MNG_03-40_Operation_Manual, January 2014, available upon request to 

Hitachi Information & Telecommunication Engineering, Ltd at http:/www.hitachi-

ite.co.jp/products/recware3/index.html. 

 

(d) 

http://support.avaya.com/
http://support.avaya.com/
http://www.hitachi-ite.co.jp/products/recware3/index.html
http://www.hitachi-ite.co.jp/products/recware3/index.html
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Appendix A 
 

Configuring Hitachi Recware III 

This section provides the procedures for configuring Recware III.  The procedures include the 

following components: 

 Recware III MNG 

 Recware III AS-GW 

 Recware III SLGR (including IP/DNM Type A) 

 Client PC 

 

A.1. Recware III MNG Settings 
(1) Launch MNG Management pages 

Access MNG web interface by using the URL “http://<ip-address>/RecIP” in an Internet 

browser window, where “ip-address” is the IP address of MNG.  Then, log in using the 

appropriate credentials. 

 

 
 

Figure A-1-1 

 

The subsequent web page shows the main menus. 

 

 
 

Figure A-1-2 

(a) 
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By clicking the management menu (a) in the above figure A-1-2, the subsequent management 

menu appears as shown in figure A-1-3. 

 

 
 

Figure A-1-3 

 

(2) Administer configuration settings; 

Site configuration settings web page invoked by clicking (b) in figure A-1-3 provides a function 

of creating a Site (or a Tenant) as shown in figure A-1-4. 

 

 
 

Figure A-1-4 

(b) 
(c) 
(d) 

(e) 

(f) 

(g) 
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Resource configuration settings web page invoked by clicking (c) in figure A-1-3 provides a 

function of assigning the range of IP phone extensions and agent IDs to a Site shown in figure A-

1-5. 

 

 
 

Figure A-1-5 

 

Group configuration settings web page invoked by clicking (d) in figure A-1-3 provides a 

function of creating a Group in a Site as shown in figure A-1-6. 

 

 
 

Figure A-1-6 
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User configuration settings web page invoked by clicking (e) in figure A-1-3 provides a function 

to add a user such as an IP phone, an agent, a group leader, business manager and site manager in 

a Site to login to RecwareIII MNG web page as shown in figure A-1-7.  A user profile needs to 

be defined to belong to a site, a group and access privilege profile in the site, and to be charged 

to a specific phone extension number or agent ID. 

 

 
 

Figure A-1-7 
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Access privilege configuration settings web page invoked by clicking (f) in figure A-1-3 

provides a function to define flexible hierarchy of access privilege profiles in each Site as shown 

in figure A-1-8. 

 

 
 

Figure A-1-8 

 

Phone IP address mapping web page invoked by clicking (g) in figure A-1-3 provides a function 

to view the map dynamically captured by port mirroring of H.323 registration from each station 

as shown in figure A-1-9.  For uncaptured devices, each phone IP address needs to be statically 

added 

 

 
 

Figure A-1-9 
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A.2. Recware III AS-GW Settings 
(1) The AS-GW configuration settings to connect to Application Enablement Services: 

The D:\AS-GW\AS-GW\Config\NSCommon.ini file should be modified as shown in figure A-2-1. 

・ Modify  ServerID part to the same value as Section 6.6 Obtain Tlink Name 

・ Modify LoginID and PassWd parts to the same value as Section 6.10 Administer Recware 

III User 

・ Modify PrivateDataVersion part as follows; 

8: for the connection with AES 5.2 or earlier 

9: for the connection with AES 6.1 or later 

 

 
 

Figure A-2-1 

 

(2) AS-GW configuration settings to connect to Recware III MNG: 

The D:\AS-GW\LNK\MngCallLogCli.ini file should be modified as shown in figure A-2-2. 

・ Modify the ServerName to the value of MNG IP address  

 

 
 

Figure A-2-2 
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A.3. Recware III SLGR Settings 
(1) Recware III SLGR License Key: 

Log into SLGR Linux by root user with the appropriate credentials.  Register Recware III SLGR 

license key according to the steps below. 

(i)  Start the license registration tool by executing the following command 

/export/license/bin/licensetool [Enter] 

(ii)  Enter the command below to select adding a license among the menu of actions 

displayed. 

A [Enter] 

(iii)  Type the same exact license key value, which is case-sensitive, at the cursor position 

prompted.  When done, hit the Enter key and verify the license key shows 

simultaneous recording channels and G.729 encoding/ decoding channels given to the 

Recware III system. 

(iv)  Upon confirming a successful completion message, finish the license registration tool 

by executing the command below. 

Q [Enter] 

 

 
 

Figure A-3-1 
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(2) SLGR configuration settings to connect to Recware III MNG: 

The \export\slgr\ini\mngrecordlogcli.ini file should be modified as shown in figure A-2-2. 

・ Modify ServerName1 which is part of the [MngRecordLogCli] section, to the value of 

MNG IP address.  

 

 
 

Figure A-3-2 
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A.4. Client PC Settings 
(1)  Internet Explore Settings: 

In order to operate Recware III MNG on the Web interface, Internet Explorer (IE8, IE9, IE10 or 

IE11) settings may require several changes.  Modify such settings according to the subsections 

below. 

 

(A) General Settings 

Modify the Browsing Settings tab on the General tab of “Internet Options” dialog according to 

the steps below. 

(i)  IE8 only: Select “Check Always switch to new tabs when they are created” 

(ii)  Select “Always open pop-ups in a new tab”. 

 

(B) Security Settings 

Change the Security Settings of Internet Explorer according to the steps below. 

(i)  Start your MNG Web page operation using the URL http://ServerName/RecIP/ (for 

ServerName, type the computer name or IP address of Management Server). 

(ii)  In Internet Explorer status bar of “Log In” page (when “Interact with Active 

Directory” feature is not used) or “Main Menu” page (when “Interact with Active 

Linkage” feature is enabled according to Recware III SE Manual), check for the 

security zone display and remember which is shown: “Internet” or “Local intranet"   

(iii) Select Local intranet zone and click Default level button on Security tab in “Internet 

Options” resulting security level in this zone set to Medium-low. 

(iv)  If the security zone display you remembered at Step (ii) is "Local intranet", go to Step 

(vi).  Otherwise, go to Step (v). 

(v)  Click Sites button to open "Local intranet" dialog and click Advanced button to open 

child dialog of the same title.  Type http://ServerName (for ServerName, type the 

computer name or IP address of Management Server) in the text box.  And after 

confirming the entered URL in "Websites" list, click Close button to close this child 

dialog.  In "Local intranet" parent dialog revisited, click OK button. 

(vi)  Select Local intranet zone on Security tab of "Internet Options" dialog, and click 

Custom level button to open “Security Settings” dialog.  Specify the following 

settings: 

・ Under “ActiveX controls and plug-ins” 

 “Run ActiveX controls and plug-ins”:  Select Enable radio button. 

 “Script ActiveX controls marked safe for scripting”:  Select Enable radio 

button. 

・ Under “Scripting” “Active scripting”:  Select Enable radio button. 

・ Under “Downloads” “File download”:  Select Enable radio button. 

In “Internet Options” dialog revisited, click OK button. 

 

(C) Add-on Management for Windows Media Player 

Check and, if necessary, modify the add-on management of Internet Explorer for Windows.  

(i)  From menu or tool bar, click Tools and click Manage Add-ons.   
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(ii)  In the left pane of “Manage Add-ons” dialog opened, click the drop-down menu under 

“Show” and select Run without permission.  In the right pane, scroll the list and select 

Windows Media Player to see if the value in “Status” field shows “Enabled”.   

(iii)  If the value in "Status" field shows "Disabled" instead of “Enabled”, enable this add-on 

according to the substeps below.  Otherwise, click Close button.   

・ Click Enable button while Windows Media Player is still selected.   

・ Click Close button and restart Internet Explorer. 

 

(D) Advanced Settings 

Change the advanced settings of Internet Explorer according to the steps below. 

(i)  From menu or tool bar, click Tools and click Internet Options.  In “Internet Options” 

dialog opened, click the Advanced tab. 

(ii)  Scroll the list and specify the following settings: 

・ Security: Check the check box of “Empty Temporary Internet Files folder when 

browser is closed” 

・ Browsing: [Optional] Check the check box of “Notify when downloads complete”  

・ Underline links: [Recommended] Select “Always” radio button 

・ Multimedia: Show pictures: [Recommended] Check the check box of “Shows 

pictures” 

(iii)  Click OK button to save the settings. 

 

(E) Compatibility View Settings 

Add MNG Web pages to Compatibility View according to the steps below. 

(i)  From menu or tool bar, click Tools and click Compatibility View. 

(ii)  In the text box of “Compatibility View” dialog, type the computer name or IP address 

of Management Server.  Click Add button. 

(iii) After confirming the entered value in “Websites you've added to Compatibility View” 

list, click Close button. 

(iv)  Exit Internet Explorer. 

 

(2) Microsoft IME Settings  

While Windows Vista and Windows 7 support JIS X2004-unique characters in addition to 

conventional Shift-JIS characters, Recware III MNG does not accept JIS X2004-unique 

characters.  To exclude JIS X2004-unique characters from input to Recware III MNG, modify 

Microsoft IME settings according to the steps below. 

(i)  Right-click IME Pad on the desktop and click Settings. 

(ii)  In "Text Services and Input Languages" dialog opened, click General tab if not 

selected.  In "Installed services" list, click Microsoft IME.  Click Properties button. 

(iii) In "Properties for Microsoft IME" dialog opened, click Conversion tab.  Click 

Character conversion control button. 

(iv)  "Microsoft IME Character conversion control" dialog opens.  Check Convert words 

and characters using only JIS X 0208 characters check box and click OK button. 

(v)  In "Properties for Microsoft IME" dialog revisited, click OK button. 

(vi)  In "Text Services and Input Languages" dialog revisited, click OK button. 
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