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Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Avaya IP Office 8.1 with
Completel UCM Service — Issue 1.0

Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) trunking between Completel UCM Service and Avaya IP Office.

The Completel UCM Service provides PSTN access via a SIP trunk connected to the
Completel Voice Over Internet Protocol (VoIP) network as an alternative to legacy Analogue
or digital trunks. Completel are a member of the Avaya DevConnect Service Provider
program.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) trunking between Completel UCM Service and Avaya IP Office. Complete]l UCM provides
PSTN access via a SIP trunk connected to the Completel network as an alternative to legacy
Analogue or Digital trunks. This approach generally results in lower cost for customers.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise site using Avaya IP Office to
connect to Completel UCM. This configuration (shown in Figure 1) was used to exercise the
features and functionality listed in Section 2.1.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
Avaya IP Office was connected to Complete]l UCM. To verify SIP trunking interoperability the
following features and functionality were exercised during the interoperability compliance test:
® Incoming PSTN calls to various phone types including H.323, Digital and Analogue
telephones at the enterprise.
e All inbound PSTN calls were routed to the enterprise across the SIP trunk from the
Service Provider
®  QOutgoing PSTN calls from various phone types including H.323, Digital, and Analogue
telephones at the enterprise.
¢ All outbound PSTN calls were routed from the enterprise across the SIP trunk to the
Service Provider
¢ Inbound and outbound PSTN calls to/from an IP Office Softphone client
Various call types including: local, long distance, international, toll free (outbound)and
directory assistance
Codecs G.711A and G.729A
Caller ID presentation and Caller ID restriction
DTMF transmission using RFC 2833
Voicemail navigation for inbound and outbound calls
User features such as hold and resume, transfer, and conference
Off-net call forwarding and twinning

Note: T.38 fax is normally tested but this is not currently functioning on IP Office due to the
codec change from the network being in an UPDATE message rather than a re-INVITE. Fax will
only work using G.711.
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2.2. Test Resulis

Interoperability testing of the sample configuration was completed with successful results for
Completel UCM with the following observations:

When incoming test calls were not answered, it was five minutes before IP Office sent a
“503 Service unavailable”. This can be reduced depending on customer requirements.
When outgoing test calls were not answered, it was only one minute before the network
sent a “BYE”. This is shorter than is usually observed.

Test calls to busy destinations were answered and an announcement played. The more
usual failure for a busy call is 486 “Busy Here” which prevents any unwanted charging of
the caller

DTMF test calls did not function correctly to all destinations. These were reliable only to
test phones at the Service Provider’s site. The advice from the Service provider is that
RFC 2833 is not implemented on all interconnects.

Toll Free access was not available for incoming calls and was not tested.

T.38 was not correctly negotiated on outbound fax test calls, these only worked when
G.711 was the codec selected on call set-up. The fault is due to the incorrect handling of
the SIP UPDATE sent by the network to change the codec to T.38. This requires a fix on
IP Office that is not due for implementation in the short term.

2.3. Support

For technical support on Completel products please visit the website at www.Completel.net or
contact an authorized Completel representative.
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3. Reference Configuration

Figure 1 illustrates the test configuration. The test configuration shows an enterprise site
connected to Completel UCM Service. Located at the enterprise site is an Avaya IP Office 500
v2. Endpoints include an Avaya 1600 Series IP Telephone (with H.323 firmware), an Avaya
9600 Series IP Telephone (with SIP firmware), an Avaya 2420 Digital Telephone, Avaya
Analogue Telephone and fax machine. The site also has a Windows XP PC running Avaya IP
Office Manager to configure the Avaya IP Office as well as an IP Office Softphone client for
mobility testing. For security purposes, any public IP addresses or PSTN routable phone
numbers used in the compliance test are not shown in these Application Notes. Instead, public IP
addresses have been changed to a private format and all phone numbers have been obscured

beyond the city code.
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software \ Release/Version

Avaya

Avaya IP Office 500 V2 Avaya IP Office R8.1(67)
Avaya 1140e SIP Telephone 04.03.09.00

Avaya 1603 Phone (H.323) 1.3100

Avaya 1608 Phone (H.323) 1.3100

Avaya 2420 Digital Phone N/A

Avaya 98390 Analogue Phone N/A

Avaya Softphone 3.2.3.48 6700

Completel

ACME Net-Net 4500 SBC SCX6.2.0 MR-5 GA (Build 777)
Cirpack Softswitch v4.2J14

5. Configure Avaya IP Office

This section describes the Avaya IP Office configuration to support connectivity to Completel
UCM. Avaya IP Office is configured through the Avaya IP Office Manager PC application.
From a PC running the Avaya IP Office Manager application, select Start - Programs - IP
Office > Manager (not shown) to launch the application. Navigate to File = Open
Configuration (not shown), select the proper Avaya IP Office system from the pop-up window,
and log in with the appropriate credentials. A management window will appear similar to the one
in the next section. All the Avaya IP Office configurable components are shown in the left pane
known as the Navigation Pane. The pane on the right is the Details Pane. These panes will be
referenced throughout the Avaya IP Office configuration. All licensing and feature configuration
that is not directly related to the interface with the Service Provider (such as twinning) is
assumed to already be in place.
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5.1. Verify System Capacity

Navigate to License 2 SIP Trunk Channels in the Navigation Pane. In the Details Pane verify
that the License Status is Valid and that the number of Instances is sufficient to support the
number of SIP trunk channels provisioned by Completel.

IP Offices

H—
o

SIP Trunk Channels

----- % Mobility Features

----- W Office Worker

----- % one-X Portal for IP Office

----- %= Phone Manager Pro

----- %= Phone Manager Pro (per seat
----- %= Phone Manager Pro IP Audic
----- & Power User

----- % Preferred Edition (Voicemail
----- % Preferred Edition Additional !
----- . Preferred/Advanced to Branc
----- %= Proactive Reporting

----- % RAS LRQ Support (Rapid Res)
----- % Receptionist

----- % Report Viewer

----- % SIP Trunk Channels

-

Licences

Licence Key HOOOOOOO00000000000000000000M

Licence Type  SIP Trunk Channels

Licence Status  Valid

255

Instances

Expiry Date MNever

5.2. LAN2 Settings

In the sample configuration, the LAN2 port was used to connect the Avaya IP Office to the
external internet. To access the LAN2 settings, first navigate to System = GSSCP_IPO2 in the
Navigation Pane where GSSCP_IPO?2 is the name of the IP Office. Navigate to LAN2 - LAN
Settings tab in the Details Pane. The IP Address and IP Mask fields are the public interface of
the IP Office, Primary Trans. IP Address is the next hop, usually the default gateway address.
All other parameters should be set according to customer requirements. On completion, click the

OK button (not shown).

IP Offices

=- K& BOOTP (1)
-4 Operator (3)

-7 Line (9)

<= Control Unit (4)
(48 Extension (32)
H-§ User (31)

E}--# HuntGroup (1)
[+-8% Short Code (59)
----- B Service (0)

BH-af RAS (1)

- Incoming Call Route (5)
----- £8 WanPort (0)

----- @u Directory (0)

- Time Profile (0]
i@ Firewall Profile (1)
i+l IP Route (5)

----- Bl Account Code (0)
% Licence (76)

= GSSCP_IPO2
| Systern | LAMNL | LANZ | DMS | Voicermnail | Telephony | Directory Servicesl System Events | SMTP
LAN Settings |VoIP | Metwork Tepolegy | SIp Registrar|
IP Address 192 . 168 . 122 . 57
IP Mask 255 . 255 255 128
Primary Trans. IP Address 192 . 168 . 122 . 7
Firewall Profile ’{None:- v]
RIP Mode ’None v]
[ Enable NAT
Number Of DHCP IP Addresses (200 =
DHCP Mode
) Server () Client ) Dialin @ Disabled
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On the VoIP tab in the Details Pane, check the SIP Trunks Enable box to enable the
configuration of SIP trunks. The IP Office Softphone uses SIP. If Softphone along with any other
SIP endpoint is to be used, the SIP Registrar Enable box must also be checked. The RTP Port
Number Range can be customized to a specific range of receive ports for the RTP media. Based
on this setting, Avaya IP Office would request RTP media be sent to a UDP port in the
configurable range for calls using LAN2.

Avaya IP Office can also be configured to mark the Differentiated Services Code Point (DSCP)
in the IP Header with specific values to support Quality of Services policies for both signalling
and media. The DSCP field is the value used for media and the SIG DSCP is the value used for
signalling. The specific values used for the compliance test are shown in the example below. All
other parameters should be set according to customer requirements. On completion, click the OK
button (not shown).

IP Offices

—

GSSCP_IPO2

@R BOOTP (1)
- Operator (3)
GSSCP_IPO2

[#-F4 Line (9)

(== Control Unit (4)
(-4 Extension (32)
'L‘l---z User (31}
L‘l---# HuntGroup (1)

(8% Short Code (59)

- Service (0)

H-alle RAS (1)

[ |® Incoming Call Route (5)
g} WanPort (0)

- Directory (0)

£ Time Profile (0)

(- Firewall Profile (1)
-§ll IP Route (5)

-l Account Code (0]

[i- % Licence (76)

| system [ Lab1 | LAN2 [DNS | Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning | vM | ccr

| LAN Settmgs| VoIP | Network Topology | SIP Registrar |

[¥] H.323 Gatekeeper Enable
[#] SIP Trunks Enable
[¥] SIP Registrar Enable

[¥] H.323 Auto-create Extn
[F] H.323 Auto-create User

[7] H.323 Remote Extn Enable

= Enable RTCP Monitoring
= On Port 5005

RTP Port Mumber Range

Port Range (Minimum) 49152

Port Range (Maximurm) 33246

DiffServ Settings
- Tunnel (0}
[1-§g User Rights (8) B8 2 DSCP(Hed FC |5 DSCP Mask (Hex) 88 21| 516 DSCP (Hex)
EF AR L) 6 = 62 4 =
e RAS Location Request (0) =1 DSCP ~| DSCP Mask ~] SIG DSCP
DHCP Settings
Primary Site Specific Option Number (SSOM) 176 =
Secondary Site Specific Option Number (S50M) 242 -
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On the Network Topology tab in the Details Pane enter the information required if NAT is to be
used. During test, NAT was not required and there was no requirement for a STUN server. To
disable this facility, 0.0.0.0 is entered in the STUN Server IP Address and Public IP Address
fields. If NAT is to be used, this tab can also be used to set the Binding Refresh Time for the
periodic sending of OPTIONS, 300 seconds or 5 minutes is shown as an example. Alternatively,
the periodic sending of OPTIONS can be specified in the User settings, see Section 5.10 for
more details. On completion, click the OK button (not shown).

IP Offices

‘x—

GSSCP_IPO2

=K BOOTP (1)
E! “# Operator (3)

System (1)

=7 GSSCP_IPO2
H-T9 Line (3)
H-<2 Control Unit (4)
H-- 48 Extension (32)
0§ User (31)
Jﬂ HuntGroup (1)
£-@X Short Code (59)

----- B Service (0)
- RAS (1)
-9 Incoming Call Route (5)
----- 2 WanPort (0)
----- @m Directory (0)

' Time Profile (0)

G- Firewall Profile (1)
&=-Jill IP Route (5)

Iinystem | LAML | LAN2 | DNS | Voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning

LAN Settings | VolP | MNetwork Topology |SIP Registrar|

Network Topology Discovery

STUM Server IP Address 0 0 0 STUM Port 3478 =
Firewall/NAT Type Open Internet -

Binding Refresh Time 300 =

(seconds) —

Public IP Address o0 .0 0

Public Port 570 = Run STUN Cancel

[] Run STUN on startup

5.3. System Telephony Settings

Navigate to the Telephony = Telephony tab on the Details Pane. Choose the Companding
Law typical for the enterprise location. For Europe, ALAW is used. Uncheck the Inhibit Off-
Switch Forward/Transfer box to allow call forwarding and call transfer to the PSTN via the
Service Provider across the SIP trunk. On completion, click the OK button (not shown).

IP Offices

GSSCP_IPO2

@R BOOTP (1)
EI i# Operator (3
El-%% GSSCP_IPO2
[=-%27 Systern (1)
-4 GSSCP_IPO2
T4 Line @)
[ Control Unit (4)
-4 Extension (32)
w-f  User 31)
[ # HuntGroup (1)
@ Short Code (59)
@ Service (0)
F-a; RAS (1)
1§ Incoming Call Route (5)
48 WanPort (0)
o Directory (0)
£ Time Profile (0)
@ Firewall Profile (1)
-l IP Route (5)
-l Account Code (0)
% Licence (76)
@ Tunnel (0)
-fi5 User Rights (8)
¢ ARS (1)
- RAS Location Request (0)

| System | LANL | LANZ | DNS |Vowcemai|‘ Telephony | Directory Services | System Eventsl SMTP | SMDR |Twinmng | VM | CCR | Codecs|

Telephony | Tones & Mu;i(l Call Log|

Dial Delay Time (secs) 4 =

=]

Dial Delay Count

]| {[4]¥]

Drefault Mo Answer Time (secs) 15

Hold Timeout (secs) 0

REIRIEG

Park Timeout (secs) 300

i
3

Ring Delay (secs)

[

Call Priority Promotion Time (secs) | Disabled =

GBP -

Default Currency

Default Name Priority

Analogue Extensions Companding Law

Switch Line
Default Qutside Call Sequence [Normal ']
Default Inside Call Sequence [Ring Typel '] 2 Ulaw U-Law Line
Default Ring Back Sequence [Rlng Type2 ']

@ A-lLaw @ A-Law Line
Restrict Analogue Extension Ringer Voltage [7]

[ DSS Status
[¥] Aute Hold
Dial By Mame

[¥] Show Account Code

| [T Inhibit Off-Switch Forward/Transfer

[ Restrict Metwork Interconnect

[7] Drop External Only Impromptu Conference

[T Visually Differentiate External Call

[T] Unsupervised Analog Trunk Disconnect Handling

[¥] High Quality Conferencing
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5.4. System Twinning Settings

Navigate to the Twinning tab, check the box labeled Send original calling party information
for Mobile Twinning. With this setting, Avaya IP Office will send the original calling party
number to the twinned phone in the SIP From header (not the associated desk phone number) for
calls that originate from an internal extension. For inbound PSTN calls to a twinned enabled
phone, Avaya IP Office will continue to send the associated host phone number in the SIP From
header (used for the caller display). This setting only affects twinning and does not impact the
messaging of other redirected calls such as forwarded calls. If this box is checked, it will also
override any setting of the Send Caller ID parameter on the SIP line (Section 5.6). On
completion, click the OK button (not shown).

IP Offices |E GSSCP_IPO2

=& BOOTP (1)

| System [ Lany [ LAN2 [DNS | Voicemail | Telephony | Directory Senvices | System Events | smTP | sMDR | Twinning

|5’j Send original calling party infermation for Mobile Twinning |

Calling party information for
Meobile Twinning

5.5. Codec Settings

Navigate to the Codecs tab on the Details Pane. Check the Available Codecs boxes as required.
Note that G.711 ULAW 64K and G.711 ALAW 64K are greyed out and always available. Once
available codecs are selected, they can be used or unused by using the horizontal arrows as
required. Note that in test, G.729(a) 8K CS-ACELP and G.711 ULAW 64K were used. The
order of priority can be changed using the vertical arrows. On completion, click the OK button
(not shown).

IP Offices | 7 GSSCP_IPO2"
=-& goorP @) | System | LANL | LAN2 [ DNS | Voicemail | Telephony | Directory Services | System Events | SMTP [ SMDR | Twinning [ veM [ cCR | Codecs
Operator (3)
-1+ (SSCP_IPO2 Auailable Codecs Default Codec Selection
el stem (1) Unused Selected
L EA @] G711 ULAW 64K G711 ULAW 64K »»» | | [6.729(2) BK CS-ACELP
a1 53] C'”e (Q]I e [ G711 ALAW 64K 6722 64K G.711 ALAW 64K
e Gontrol Unit (1) [¥] 6722 64K 67231 6K3 MP-MLQ
['f ﬁ‘te"éf)" 62 [¥] 5.729(a) 8K CS-ACELP
- Ser [ G.723. _
4188 HuntGroup (1) 7] 67231 6K3 MP-MLQ =
-8 Short Code (59)
B Service (0)
Bl RAS 1)
[‘----@ Incoming Call Route (5) B3
-4} WanPort (0)
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5.6. Administer SIP Line

A SIP line is needed to establish the SIP connection between Avaya IP Office and the Completel
UCM service. To create a SIP line, begin by navigating to Line in the Navigation Pane. Right-
click and select New—>SIP Line (not shown). On the SIP Line tab in the Details Pane, configure

the parameters below to connect to the SIP Trunking service.

e Set ITSP Domain Name field to the domain name used by Completel. In test this was
trusted.voip.completel.fr.

e Set Send Caller ID to None as it is only required if the box labeled Send original
calling party information for Mobile Twinning is unchecked in Section 5.4.

¢ Ensure the In Service box is checked.

e Default values may be used for all other parameters.

On completion, click the OK button (not shown).

IP Offices

H—

SIP Line -Line 18

- & BOOTP (1)
4% Operator (3)
) GSSCP_IPOZ
! Systemn (1)
= GSSCP_IPO2

(-2 Control Unit (4)
[+~ Extension (32)
w-§  User(31)

LJ---# HuntGroup (1)
(8% Short Code (59)
----- B Service (0)

G-olf; RAS (1)

-4 Incoming Call Route (5)
----- 48 WanPort (0)

----- @2 Directory (0]

----- £ Time Profile (0)
G- Firewall Profile (1)
-l IP Route (5)

----- m Account Code (0)
- % Licence (76)

----- % Tunnel (0)

(-fig User Rights (8)

SIP Line Transport| SIP URI|VolP | T38 Fax|SIP Credentials

Line Mumber 18 =

ITSP Domain Mame  trusted.voip.completel fr

Prefix
Mational Prefix 0
Country Code 47

International Prefix 00

Send Caller ID iNone

Association Method iBy Source IP address

[¥] REFER Support

In Service & |

Use Tel URI ]

Check 005 I}

Call Routing Method [Request URI -
Originator number for

forwarded and twinning calls

MNarme Priority ’System Default v]
Caller ID frem From header

Send From In Clear &}

User-Agent and Server

Headers

Incoming [Ne\.rer

Outgeing [Ne\.rer

UPDATE Supported  |Auto
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Select the Transport tab and set the following:
e Set ITSP Proxy Address to the IP address of the Completel SIP proxy
¢ Set Use Network Topology Info to None if NAT is not to be used as was the case during
test
e Set Layer 4 Protocol to UDP
e Set Send Port and Listen Port to 5060

On completion, click the OK button (not shown).

IP Offices |E SIP Line - Line 18
=R BOOTP (1) SIP Line| Transport |SIP URI|VolP |38 Fax|SIP Credentials|
(4% Operator (3) -
5% GSSCP_IPO2 ITSP Proxy Address  192.168.219.35

=7 Systemn (1)

MNetwork Configuration

Layer 4 Protocol ’UDP v] Send Port 5060 =
Use Network Topology Info ’None v] Listen Port 5060 -
Explicit DN5 Server(s) 0 0 0 0 [} 0 0 0

Calls Route via Registrar

H-<2x Control Unit (4)
(-4 Extension (32)

Separate Registrar

After the SIP line parameters are defined, the SIP URIs that Avaya IP Office will accept on this
line must be created. To create a SIP URI entry, first select the SIP URI tab. Click the Add
button and the New Channel area will appear at the bottom of the pane.

= SIP Line - Line 18 ek - =

|5t Line| Transport| SIP URI |volP  [T38 Fax|SIP Credentials

Channel Groups Wia Local URI Contact Display Name PAI Credential Max Calls
Remove
Edit...
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For the compliance test, a single SIP URI entry was created that matched any number assigned to
an Avaya IP Office user. The entry was created with the parameters shown below.

Set Local URI to *, this setting allows all calls on this line. If the number set in the SIP
tab of the User as shown in Section 5.8.

Set Contact, Display Name and PAI to Use Internal Data

For Registration, only 0: <None> is available at this point. Registration details are
defined under the SIP Credentials tab and, once defined, are available in this drop down
menu.

Associate this line with an incoming line group by entering a line group number in the
Incoming Group field. This line group number will be used in defining incoming call
routes for this line. Similarly, associate the line to an outgoing line group using the
Outgoing Group field. The outgoing line group number is used in defining short codes
for routing outbound traffic to this line. For the compliance test, a new incoming and
outgoing group 18 was defined that was associated to a single line (line 18).

Set Max Calls per Channel to the number of simultaneous SIP calls that are allowed
using this SIP URI pattern.

On completion, click the OK button.

SIP Line - Line 18 £k - 14

|5t Line| Transport| SIP URI |volP [ T38 Fax|SIP Credentials

Via

Edit Channel

Channel Groups Wia Local URI Contact Display Mame PAI Credential Max Calls Add...

Remove

Edit...

K
<MNone>

.

Local URI
Contact -
Display Name -
PAI -
Registration ’0: <MNonex -
Incoming Group 18
Outgeing Group 18
Max Calls per Channel 10 =
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Select the VoIP tab to set the Voice over Internet Protocol parameters of the SIP line. Set the
parameters as shown below:

Select Custom in the Codec Selection drop down menu to specify the preferred codecs
Highlight codecs in the Unused box that are to be used on this line and click on the right
arrows to move them to the Selected box

Highlight codecs in the Selected box that are not to be used and click on the left arrows
to move them to the Unused box

Highlight codecs in the Selected box and use the up and down arrows to change the
priority order of the offered codecs, for testing with Completel this was G.729(a) 8K CS-
ACELP followed by G.711 ALAW 64K

Select T38 in the Fax Transport Support drop down menu to allow T.38 fax operation
Select RFC2833 in the DTMF Support drop down menu. This directs Avaya IP Office
to send DTMF tones using RTP events messages as defined in RFC2833

Uncheck the VoIP Silence Suppression box

Check the Re-invite Supported box, to allow for codec re-negotiation in cases where the
target of the incoming call or transfer does not support the codec originally negotiated on
the trunk

Check the PRACK/100rel Supported box to allow for reliable responses to provisional
call set-up messages such as 183 Session progress and 180 Ringing.

Default values may be used for all other parameters

On completion, click the OK button (not shown).

7
:
-

SIP Line - Line 18*

|SIP Line|Transport |SIP URI VoIP |38 Fax|SIP Credentials

Codec Selection

[Cus.tom .l [] VolP Silence Suppression
Unused Selected [#] Re-invite Supported
G711 ULAW 64K P (3.729(3) 8K CS-ACELP T ;
G727 61K G711 ALAW BAK [7] Use Offerer's Preferred Codec
G.723.1 6K3 MP-MLQ) [ Codec Lockdown

| [¥] PRACK/100rel Supported

Fax Transport Support [TBE v] |

Call Initiation Timeout (s) |4 =

‘DTMF Support |RFC2833 -H
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Select the T.38 Fax tab to set the T.38 parameters for the line. Un-check the Use Default Values
box (not shown) and select 0 from the T38 Fax Version drop down menu. Set the Max Bit Rate
(bps) to 14400. All other field may retain their default values. On completion, click the OK
button (not shown).

3‘? SIP Line - Line 18°
'SIP Line| Transport | SIP URI| VolP | T38 Fax SIP Credentials
T38 Fax Version [U v]
Scan Line Fix-up
i M TFOP Enhancement
Besunency . [ Disable T30 ECM
Lo Speed K . [F] Disable EFlags For First DIS
High Speed u - [] Disable T30 MR Cormpression
TCF Method [TransTCF "'] [T MSF Override
Max Bit Rate (bps) |14400 -| ountry Code [0
EFlag Start Tirmer (msecs) 2600 = Vendor Code 0 :
EFlag Stop Tirmer (msecs) 2300 =
Tx Metwork Timeout (secs) (150 =

Select the SIP Credentials tab to configure the authentication parameters for Complete]l UCM.
The authentication takes placed on the SIP registration. Define the login details in the User
name and Authentication Name fields. Define the domain in the Contact field and the
password in the Password field. Check the Registration required box

= SIP Line -Line 18 e -8 X
[SIP Line| Transport| 1P URI|VolP |38 Fax| SIP Credentials |
Index UserMame  Authentication Name Contact Expiry (mins) Register Add...
it 0276510990 0276510990 trusted.voip.completel.fr 60 True T
Edit...
Edit 5IP Credentials
User name 0276510990
Authentication Name 0276510990
Contact trusted.voip.completel fr
Password Rl .
Expiry (mins) 60 =
Registration required
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Note: It is advisable at this stage to save the configuration as described in Section 5.11 to make
the Line Group ID defined in Section 5.6 available.

5.7. Short Codes

Define a short code to route outbound traffic to the SIP line. To create a short code, right-click
Short Code in the Navigation Pane and select New. On the Short Code tab in the Details Pane,
configure the parameters as shown below.
¢ In the Code field, enter the dial string which will trigger this short code, followed by a
semi-colon
® The example shows 90N; which will be invoked when the user dials 9 followed by a
public number.
e Set Feature to Dial. This is the action that the short code will perform.
¢ Set Telephone Number to ON which will insert the public number with leading O into
the Request URI and To headers in the outgoing SIP INVITE message
e Set the Line Group Id to the outgoing line group number defined on the SIP URI tab on
the SIP Line in Section 5.6

On completion, click the OK button (not shown).

3

IP Offices = 90N;: Dial
----- % 92N; = || Short Code
B *DSSN
BN *SDN Code 90M;
..... X *SKN
..... % 118N: Feature IDiaI il
..... Bx 1807
L @M GON: Telephone Number  OM
,;;...E ;:rgll:cl? 0 Line Group 1D 18 *
-.e Inceming Call Route (5) Locale ’ -
----- $8 WanPort (0)
----- ae Directory (0] Force Account Code [
----- £ Time Profile (0)
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Short codes are also used for routing of national calls and Operator calls. An example for
Operator calls, in this case directory enquiries, is shown below.
¢ The example of an Operator call shows 118 for the first three digits with no leading digit
9. This allows 118 numbers to be dialled without dialling 9 for an outside line
¢ Set Telephone Number to 118 and any subsequent dialled digits. In test, a 6 digit
number was dialed for directory enquiries.

e Set other parameters as shown in the first example.

IP Offices = 118N;: Dial
@M *92N; * || Short Code
@ *DSSN
L@ *SON Code 1181;
L@ 5K
..... % 115N Feature [Dial e
@K 1802
L@ Q0N Telephone Mumber 118N
DE ;:r;rlcclej @ Line Group ID 18 .
-3 Incoming Call Route (5) ol l -
----- E8 WanPort (0)
----- @ Directory (0) Force Account Code [
----- 77 Time Profile [0)
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5.8. User

Configure the SIP parameters for each user that will be placing and receiving calls via the SIP
line defined in Section 5.6. To configure these settings, first navigate to User in the Navigation
Pane. Select the User tab if any changes are required. The example below shows the changes
required to use IP Office Softphone which was used in test. Softphone replaced Phone Manager
at IP Office 8.0.
¢ (Change the Name of the User if required, this will be used for login to the IP Office
Softphone
e Select Teleworker User from the Profile drop down menu
Check the Enable Softphone box

IP Offices |E Extn89010: 89010

-9 System (1) i User |Voicemai| | DD | ShortCodes | Source Mumbers | Telephony | Forwarding | Dial In | Voice Recording | Button Programming

-4 Line (3)
- Control Unit (4) | Name Extn89010
-4y Extension (32) |
a User (31) Password ks
----- i NoUser
..... #m RemoteManager Confirm Password
""" 89000 Extn89000
89001 Extna9001 Fullblame
----- 89002 Extn89002

----- 89003 Extn89003 gzt e
""" 89004 Extn89004 Email Address
""" #9005 Extn89005
----- 89006 Extn29006 || Locale | ™
----- 89007 Extn89007
----- i 89010 Extn89010 Priority |5 ']
----- 89011 Extn89011
..... 89012 Extn89012 System Phone Rights iNone ']
----- 89013 Extn89013
----- 89014 Extn89014
----- 83015 Extn89015 [T] Receptionist
----- 89016 Extn89016

..... 89017 Extn83017 Enable Softphone

""" 89018 Extn89018 [¥] Enable one-X Portal Services
----- 89020 ExtnB9020 |

----- 89021 Extn89021 Enable one-X TeleCommuter
----- 89022 ExtnB9022
----- 89023 ExtnB9023
----- 89024 ExtnB9024
----- 89025 ExtnB9025
----- 89026 ExtnB9026 [ Ex Directory
----- 89027 ExtnB9027

[0 - -

s

Extn&3010

.

Profile lTeIeworker User v] ‘

[¥] Enable Remote Worker

Enable Flare Flare Mode |Standalone

IP Office Softphone uses SIP for signalling and hence required setting of the SIP Registrar
Enable as described in Section 5.2. Call forwarding and transfer make use of the SIP REFER
message. To handle SIP REFER on IP Office, the Call waiting function is used.
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To turn on Call Waiting, navigate to Telephony-> Call Settings. Check the Call Waiting On
box.

B

= Extn89010: 89010

| User |Voicemai| | DD ! ShortCodes | Source Number5| Telephony |Forwarding | Dial In |Voice Recording | Button Programming

Call Settings | Supervisor Settings | Multi-line Options | Call Log|

Outside Call 5equence ’Default Ring v] | ] Call Waiting On |

Inside Call Sequence ’Default Ring v] [C] Answer Call Waiting On Hold
Ringback Sequence ’Default Ring v] [] Busy On Held

Mo Answer Time (secs) System Default (15) = [[] Offhook Station

Wrap-up Time (secs) 2 =

4

Transfer Return Time (secs) |Off

4

Call Cost Mark-Up 100

Next Select the SIP tab in the Details Pane. To reach the SIP tab click the right arrow on the
right hand side of the Details Pane until it becomes visible. The values entered for the SIP Name
and Contact fields are used as the user part of the SIP URI in the From header for outgoing SIP
trunk calls. These allow matching of the SIP URI for incoming calls without having to enter this
number as an explicit SIP URI for the SIP line (Section 5.6). As such, these fields should be set
to one of the DDI numbers assigned to the enterprise from Completel.

In the example below, one of the DDI numbers in the test range is used, though only the first five
and final digits are shown. The SIP Display Name (Alias) parameter can optionally be
configured with a descriptive name. On completion, click the OK button (not shown).

= Extn89010: 89010 et

Forwarding I Dial In | Voice Recording | Button Proegramming | Menu Programming | Mobility | Phone Manager Options | Hunt Group Membership Announcements| sIP

SIP Name 02765nnnn3
SIP Display Mame (Alias) 02765nnnn3

Contact 02765nnnn3

[ Anenymous

Note: The Contact field must be in E.164 format for the caller ID on the called phone to display
properly. Also note that the Anonymous box can be checked if The Calling Line Identity is to be
Restricted (CLIR).
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5.9. Incoming Call Routing

An incoming call route maps an inbound DDI number on a specific line to an internal extension.
To create an incoming call route, right-click Incoming Call Routes in the Navigation Pane and
select New (not shown). On the Standard tab of the Details Pane, enter the parameters as shown
below:

e Set the Bearer Capacity to Any Voice

¢ Set the Line Group Id to the incoming line group of the SIP line defined in Section 5.6

e Set the Incoming Number to the incoming number that this route should match on.

Matching is right to left
e Default values can be used for all other fields

IP Offices i 18 02765 <0

w- & BOOTP (1) Standard | Voice Recording | Destinations|

#-{% Operator (3)
5% GSSCP_IPO2

[H-529 System (1) . ; al
47 Line (9) Bearer Capability IAnyVome

[#-=2 Contrel Unit (4) Line Group ID 18 -
[+-48 Extension (32)

B-§  User(31) Incoming Mumber 02765nnn0

-3 HuntGroup (1)

[+-@% Short Code (59) Incoming Sub Address

'—jg ;nglae] ©) Incoming CLI

L—J@ Inceming Call Route (5)

- Local

- 18 02765nnNN0 i ’ v]
i g 18 02765 nnnl Priority [1 e -]
o 18 02785 nnn2
o 18 02765 nnn3 Ta
- g
- 18 02765 nnn5

- ¥8 WanPaort (0) Hold Music Source [System Source ']

-8 Directory (0)

Note: A number of digits of the DDI have been obscured. Number format is national.

On the Destinations tab, select the destination extension from the pull-down menu of the
Destination field. On completion, click the OK button (not shown). In this example, incoming
calls to the test DDI number on line 18 are routed to extension 89022.

i= 18 0276610 B - Xlvl<|>»
| Standard | Voice Recording | Destinations
TimeProfile Destination Fallback Extension
»  Default Value 89022 BxtriB9022 =] -]
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5.10. SIP Options

Avaya IP Office sends SIP OPTIONS messages periodically to determine if the SIP connection
is active. The rate at which the messages are sent is determined by the lower value of the
Binding Refresh Time (in seconds) set on the Network Topology tab in Section 5.2 and the
SIP_OPTIONS_PERIOD parameter (in minutes) that can be set on the Source Number tab of
the NoUser user. During test, the Network Topology information was not used as there was no
requirement for NAT and a STUN server. As a result, the SIP_OPTIONS_PERIOD was used
to define the rate at which OPTIONS messages were sent.

To configure the SIP_OPTIONS_PERIOD parameter, navigate to User = NoUser in the
Navigation Pane. Select the Source Numbers tab in the Details Pane. Click the Add button

IP Offices = NoUser: g -BI X v|<]>

ystem (1) * | [user [ Voicemail | oND | shortCodes| Source Numbers | Telephany | Forwarding | Dialn | Voice Recording | Buttan Programming | Menu Pragramming | Mobility | Phone Manager 0y « |+

T4 Line (3)
= Centrol Unit (4)

Source Number Add...
=-§  User 31) Remove

#rg RemoteManager Edit.
& 89000 Extri89000

At the bottom of the subsequent Details Pane, the Source Number field will appear. Enter
SIP_OPTIONS_PERIOD=X, where X is the desired value in minutes. Click OK.

Edit Source Number

Source Number SIP_OPTIOMS_PERIOD=2

The SIP_OPTIONS_PERIOD parameter will appear in the list of Source Numbers as shown
below. For the compliance test, an OPTIONS period of 2 minutes was used.

W —

= NoUser:

| User I‘u'oicemail ! DMD ! ShortCodes | Source Numbers | Telephony | Forwarding | Dial In |‘u‘uice Recording

Source Mumber

SIP_OPTIOMS_PERIOD=2
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5.11. Save Configuration

Navigate to File > Save Configuration (not shown) in the menu bar at the top of the screen to
save the configuration performed in the preceding sections.

6. Completel UCM Configuration

Completel is responsible for the configuration of the UCM service. The customer will need to
provide the public IP address used to reach the Avaya IP Office at the enterprise. Completel will
provide the customer the necessary information to configure the SIP connection to the SIP
Trunking service including:

e [P address of UCM SIP proxy
Network SIP Domain
Supported codecs
DDI numbers
All IP addresses and port numbers used for signalling or media that will need access to
the enterprise network through any security devices.
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7. Verification Steps

This section includes steps that can be used to verify that the configuration has been done

correctly.

7.1. SIP Trunk status

The status of the SIP trunk can be verified by opening the System Status application. A Windows
7 Laptop PC was used for testing and the application was opened by pressing the Start button
and selecting All Programs—> IP Office > System Status.

- Microsoft Office Communicator 2007 R = |

|| @ Mozilla Firefox
| &] Windows DVD Maker
&= Windows Fax and Scan
£ Windows Media Center
@ Windows Media Player
'E'.j Windows Update
i Wireshark
=& KPS Viewer
Ji Accessories
| Avaya
J Avaya one-X Communicator
J Bluetooth Devices
. Games
J Intel
J [P Office
A\ IP Office Knowledge Base
L Manager
=k Monitor
Softphone
'E] softphone_user_en.pdf
i Systemn Status
L) Uninstall IP Office Admin Suite
ﬁ%‘ Uninstall Softphone

4  Back

| |Search programs and files L |

Gleeson, William
(Bill}

Documents
Pictures

Computer

Metwork

Control Panel
Devices and Printers
Default Programs
Help and Support

Run...
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Log in to IP Office System Status at the prompt using the Control Unit IP Address for the IP
office. The User Name and Password are the same as those used for IP Office Manager.

+J IP Office R8.1 System Status

:.IEIQ

AVAyA IP Office System Status

Online | Offine

Logon

(RIS GO 10.10.9.100

Services Base TCP Port: ERELES

Local TP Address:

Automatic

LLE L BT Administrator

Password:

[ Auto reconnect

From the left hand menu expand Trunks and choose the SIP trunk (18 in this instance). The
status window will show the status as being idle and time in state if the Trunk is operational. IP
address has been changed.

I IP Office R8.1 System Status - GSSCP_IPO2 (10.10.9.100) - IP500 V2 8.1 (697201}

[o[@] = ]

Help Snapsh

AVAYA

ot LogOff Exit About

Status  Utiization Summary

Peer Domain Mame:

Resolved Address:

Line Number:

Number of Administered Channels:
Number of Channels in Use:
Administered Compression:

Silence Suppressian:

SIP Trunk Channel Licenses:

SIP Trunk Channel Licenses in Use:
SIP Device Features:

Chan...

IP Office System Status

Alarms  Registration

SIP Trunk Summary

trusted. voip.completel fr
192.168.219.35

13

10

0

G729 A

off

Unlimited

o-
0

UPDATE (Incoming and Outgoing)

Other Party

.. onCall

S| ~|o o s wm] e

| Trace |

Trace Al ][ Pause ][ Ping ] Cai\DEtalIs

|G ) (o]

Online
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8. Conclusion

The Completel UCM service passed compliance testing. Interoperability testing of the sample
configuration was completed with successful results for Completel UCM. Refer to Section 2.2
for test observations.

9. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com.
[1 IP Office 8.1 KnowledgeBase Technical Documentation CD, 17" December 2012.
[2] IP Office 8.1 Installing IP500/IP500 V2, Document number15-601042, 22™ August 2013.
[3] IP Office R8.1 FP1 Manager 10.1, Document number15-601011, 30" August 2013.
[4] IP Office 8.1 Using System Status, Document number15-601758, 24" May 2013
[5] IP Office Softphone Installation, Document number 100164693, 12 June 2012
[6] IP Office SIP Extension Installation, 3™ October 2011
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