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Abstract

These Application Notes describe the procedures for configuring the OpenText RightFax with
Avaya Communication Server 1000 and Avaya Aura® Session Manager using a SIP trunk
interface.

OpenText RightFax is a software based fax server that sends and receives fax calls over an IP
network. In the tested configuration, OpenText RightFax interoperated with Avaya Aura®
Session Manager to send/receive faxes using SIP trunk facilities.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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Introduction

These Application Notes describe the procedures for configuring OpenText RightFax with Avaya
Communication Server 1000 (Communication Server 1000) and Avaya Aura® Session Manager
(Session Manager) using SIP trunks.

OpenText RightFax is a software based fax server that sends and receives fax calls over an IP
network. OpenText RightFax utilizes the Brooktrout SR140 T.38 Fax over Internet Protocol (FolP)
virtual fax board software from Dialogic. In the tested configuration, OpenText RightFax
interoperated with Avaya Aura® Session Manager to send/receive faxes using a SIP trunk interface.

General Test Approach and Test Results

This section describes the compliance test approach used to verify interoperability of OpenText
RightFax with Session Manager.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance Testing
is not intended to substitute full product performance or feature testing performed by DevConnect
members, nor is it to be construed as an endorsement by Avaya of the suitability or completeness of
a DevConnect member’s solution.

1.1. Interoperability Compliance Testing

The compliance test tested interoperability between RightFax and Session Manager by making intra-
site fax calls between a RightFax server and an analog fax machine that was connected to a
Communication Server 1000 via Session Manager using SIP trunks. For inter-site fax, calls were
made between a RightFax server and an analog fax machine that was connected on a remote site.
The remote site connection used ISDN trunks. Specifically, the following fax operations were tested
in the setup for the compliance test:

Fax from/to RightFax to/from fax machine at a local site

Fax from/to RightFax to/from fax machine at a remote site

Faxes were sent with various page lengths and resolutions. Serviceability testing included verifying
proper operation/recovery from failed cables, unavailable resources and restarts of RightFax server.

1.2. Test Results

OpenText RightFax successfully passed all compliance testing with the following observation,

*+ Not all services of RightFax start automatically after a reboot of the fax server. Some
services need to be manually restarted. Also if the fax server reboots in the midst of a fax
transmission, the status of the fax does not change after the reboot. Open Text indicates this
is abnormal behavior, not attributable to telephony components of the product. Customers
experiencing similar problems should contact OpenText Technical Support for further
assistance.
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Note: The SIP trunks on Communication Server 1000 for connecting to Session Manager at Site 1,
as well as the ISDN-PRI trunks for connecting the two sites must be configured with adequate
number of trunk members to support the number of simultaneous fax calls intended. On RightFax,
an adequate number of fax channels must also be appropriately configured for the intended capacity.

1.3. Support
North American Technical support for RightFax can be obtained by contacting Open Text at

Phone: (800) 540-7292
Email: support@opentext.com

For other locations go to http://www.opentext.com/2/global/company/company-contact.html
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Reference Configuration

The test configuration was designed to emulate a local site and a remote site. Figure 1 illustrates the
configuration used in these Application Notes.

In the sample configuration, Communication Server 1000, Avaya Aura® Session Manager, RightFax
server and an analog fax machine belong to Site 1 (local site). The RightFax server communicates to
the Communication Server 1000 via the Avaya Aura® Session Manager using SIP trunks. An analog
fax port is configured on the Communication Server 1000 to which a fax machine is connected. The
equipment involved in Site 2 is beyond the scope of this document and is shown here for reference
only. Site 2 (remote) can consist of any PBX with an analog fax machine configured. During
compliance testing in the lab, Site 2 consisted of an Avaya G650 Media Gateway and an analog fax
machine. Site 1 and Site 2 communicate via ISDN-PRI trunks that are configured between the
Communication Server 1000 and Avaya G650 Media Gateway.

Since Site 2 is an emulated PSTN setup, the configuration details of setting the ISDN-PRI trunks
between Site 1 and Site 2 are beyond the scope of this document. However, note that clock slips on
the ISDN-PRI link will lead to failure of fax transmission. Therefore ensure that the ISDN-PRI link
is configured correctly on both the Communication Server 1000 and Avaya G650 Media Gateway so
that their respective clocks are in synchronized state.
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Figure 1: RightFax interoperating with Avaya Aura® Session Manager
via SIP Trunk for Local Site and ISDN-PRI for Remote Site

Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration provided:

Equipment Release/Version
Avaya Communication Server 1000 7.50
Avaya Aura® Session Manager 6.2
Avaya Aura® System Manager 6.2
OpenText RightFax on Windows 2008R2 10.5.0.895 (RightFax 10.5 Release version) with
Enterprise SP1 Dialogic Brooktrout SR140 SDK 6.5.2
Analog Fax Machine N/A

Configure Avaya Communication Server 1000

This section describes the Communication Server 1000 configuration necessary to interoperate with
Session Manager and OpenText RightFax. It provides the procedures for configuring Avaya
Communication Server 1000 system. The procedures include the following areas:

* Logging into the Element Manager via Unified Communications Manager.

*+ Configuring the SIP Signaling Gateway.

* Configuring a D-Channel.

* Configuring Route and Trunks.

* Configuring Digit Manipulation Block.

* Configuring Route List Block.

* Configuring Distant Steering Code.

For detail configuration details of the Communication Server 1000 refer to Section 10.
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1.4. Logging into Element Manager via Unified Communication Manager

To login to the Unified Communications Manager (UCM) open an IE browser and type in the IP
address of the UCM in the URL (not shown). Screen below shows the login screen of the UCM.
Enter the User ID and Password credentials and click on Log In to continue.

Thiz computer system and network is PRIVATE and PROPRIETARY of [company namne] and
may only ke accessed by authorized users. Unauthorized use of this computer system ar UseriD |
ngteeork iz strictly prohibited and may be subject to criminal prosecution, employes discipline

up to and including discharge, or the terminstion of the vendorfservice contracts. The owner, Password

ot its agents, may maonitar any activity or communication on the computer system or netwark.

Log In |

Copyright @ 2002-2010 Avaya Inc. All rights reseryed.

From the UCM main screen as shown in screen below, click on the Element EM on cppm1. This is
the element which is configured to access the Element Manager (EM) for the Communication Server
1000 Call Server.

AVAYA Avaya Unified Communications Management
— MNetwork Host Name: ucmi bvwdev com — Software Yersion: 02.20-SNAPSHOT(0000)
Elements
= 51000 Services
IPSec Elements
Patches Mew elements are registered into the security framesvark, ar may be added as sir
SMMP Frofiles managemeant service, ¥ou can optionally filter the list by entering 2 cearch term.
Secure FTP Token
Software Deployment I | Search I Baset |

— Llzar Services
Administrative Lsers

External Authentication Add. . =6 | [elEte |
. Becz:tsgrswmd [T Elernent Mame Element Type « Feleaze
s ;" EMoncppmi 51000 75
PD”FiES 2 [T choml bwivdeyv.com Linux Base 7.4
Cerificates (member
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1.5. Configuring the SIP Signaling Gateway

This section describes the configuration required on the SIP Signaling Gateway present on the
Communication Server 1000 so that Communication Server 1000 can communicate with the Avaya
Aura® Session Manager via SIP Trunks. Assumption is made here that the I[P Telephony node is
already added.

To access the Node in the EM left navigator screen, navigate to IP Network = Nodes: Servers,
Media Cards as shown below.

- System
+Alarms
- Maintenance
+ Core Equipment
_I:'nriphnrnl I:qllipmnnf
— [P Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-fones
- Host and Route Tables
- Metwork Address Translation
- 205 Thresholds
- Personal Directories
- Lnicode Mame Directory

During compliance testing Node 551 was already created. Click on this Node as shown in screen
below.

IP Telephony Nodes
Click the Mode [D to wiew ar edit its propeties.

Add. I Impurt...l Expnrt...l Delete Print | Refrash
[~ Mode D« Components Enahbled Applications ELAM IP ModedTLAM IPv4  ModeSTLAM IPvE  Status
[~ 550 1 SIP Line - 1101010133 Synchronized
||' 551 1 LTPS, PD, Gateway { SIP Gw ) - 1101010.130 Synchronized
Show: [V hodes [T Component servers and cards v IPyG address

Open the SIP Signaling Gateway configuration by clicking on Gateway (SIPGw) as shown below.

IP Telephony Hode Properties Applications (click to edit configuration)
e« Voice Gateway (VGW) and Codecs « SIPLine
o Quality of Service (Q0S) . i et (TPS)
e LAN Gateway (SI1PGw
s SHTP » Personal Directaries (POY
e Mumbeting Zones « Presence Publisher
¢ MCDM Aternative Routing Treatment (MALT) Causes « |FP hedia Services
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In the General tab, select the values as shown in screen below. A SIP domain name of
bvwdev.com was chosen since this is the domain name that will be configured on the Session
Manager. Similarly cppm1 was configured as Gateway endpoint name.

Node ID: 551 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Settings | SIP Gateway Services

Wirk gateway application: Enahle gateway service on this node

General Virtual Trunk Hetwork Health Monitor
Wirk gateway application: || SIP Gateway (SIPGw) v [ Monitar IP addresses (listed below)
SIP darmain name: | bewdey. com . Infarmation will be captured for the [P addresses listed
' bl ow.
Local SIP port: (5060 #(1-65535) | Monitor IP:

Monitor addresses:

*

Gateway endpoint name: |\cppm!

Gateway password:

Application node 1D; (551 * (0-899)

Enable failsafe NRS: [
Under the Proxy or Redirect Server section enter the IP address of the Session Manager and select
UDP as the Transport protocol as shown below. Leave the remaining values at default. During

compliance testing 110.10.10.198 was the IP address of the Session Manager.

Node ID: 551 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Settings | SIP Gateway Services

] — ;I
Primary TLAN IP addresg: I11D.1D.1D.198

The IF address can have either [Pvd or IPvE format based on the value of "TLARN

address type" J
Port: EDED (1 - 63535
Transport protocol; IUDF' 'I

Options: [~ Support registration

Proxy Or Redirect Server:
Proxy Server Route 1:

[~ Primary CDS proy
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Save and transmit (not shown) these Node properties to complete the SIPGw configuration.

1.6. Configuring D-Channel

This section explains the configuration of a D-Channel for SIP Trunking. From the EM navigation
screen, navigate to Routes and Trunks = D-Channels as shown below.

- Customers

- Routes and Trunks
- Foutes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Humhbering Plans
- Electronic Switched Metawork:
- Flexible Code Restriction
- Incoming Digit Translation
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Choose a D-Channel number to add as shown below. During compliance testing D-Channel number
10 was selected. Click on to Add to continue.

D-Channels

Maintenance

D-Channel Diaghostics (LD 96)

Metwork and Peripheral Equipment (LD 32, Virual D-Channels)
MS0L Diagnostics (LD 96)

ThMDI Diagnostics (LD 56)

D-channel Expansion Diaonostics (LD 43)

Configuration

Choose a D-Channel Numher:IW 'I and type: IDCH "I tﬂﬁddl

Configure the Basic Configuration values for the D-Channel as shown below.

I
input Description
Action Device And Mumber (ADAN): |DCH
D channel Card Type :IDCH:’—
Designatnr:lSIP—
Recovery to Primary: [

FRIloop number for Backup D-channel: I—

llser: | Integrated Semvices Signaling Link Dedicatad (S0 j *
Interface type for D-channel: | Meridian Meridiant (5L1) j
Country: | ETS 300 =102 basic protocol (ETSI) I

D-Channel PRI loop number:l
Frimary Rate Interface:l more PRI |
Secondary PRIZ qups:l

heridian 1 node type: | Slawve ta the contraller (USSR j
Release ID of the switch atthe far end: I 25 vl
Central Office switch type: | 100% compatible with Bellcore standard (STD) j

Integrated Services Signaling Link Maximum: |4DDD Range: 1 - 4000
Signalling server resource capacity: |3700 Range: 0 - 3700
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 48
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To edit the Remote Capabilities of the D-Channel, click on Edit button as shown below.

ing server resource capacity | 3700 Range: 0 - 3700

Prirmary D-channel for a backup DCH:I Range: 0 - 254

- PIMX customer number:l *I

- Progress signal: | |

- Calling Line dentification :|

- Qutput requestEluffers:|32 VI

- D-channel transmission Rate: I a6 khrs when LCMT is Al (5EK)

[

- Channel Megotiation option: | Mo alternative acceptable, exclusive. (1) j

- Remote Capabilities: Edit| |

Select the boxes values for the Remote Capabilities as shown in screen below. Click on Return -
Remote Capabilities button to return back to the main screen to complete the D-Channel

configuration.

RS; Reviewed:
SPOC 5/1/2013

Remote D-channel is on a MSDL card (MSL) [

‘ Message waiting interworking with DMS-100 {MWT) F‘

Network access data (NAC) [
Network call trace supported (NCT) [
Network name display method 1 (ND1) [

Network name display method 2 (ND2) [

Network name display method 3 {(ND3) [

Hame display - integer ID coding (NDI) [

Name display - object ID coding (NDO) [

Path replacement uses integer values (PRI} [~

Path replacement uses ohject identifier (PRO) [~

Release Link Trunks over IP {(RLTI) [

Remote virtual qgueuing (RYO) [~

Trunk anti-tromboning operation (TAT) [~

User to user service 1 (UUS1) [

NI-2 name display option. (NDS) [~

Message waiting indication using integer values (QMWI) [
Message waiting indication using object identifier (QMWO) [

Return - Remote Capahilities Cancel |

User to user signalling (UUI) [~
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1.7. Configuring Route and Trunks

This section explains the configuration of the SIP route and trunks which will be used by
Communication Server 1000 to communicate with the RightFax server. To add a new route, navigate
to Routes and Trunks = Routes and Trunks from the EM left hand navigator window as shown

in screen below.

- Customers

- Routes and Trunks
- Routes and Trunks
- O-Channers
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwark
- Flexible Code Restriction
- Incoming Digit Translation

From the Routes and Trunks screen click on Add route button to start configuring a new route as
shown in below.

Routes and Trunks

+ Customer: D Total routes: B Total trunks: 123 Add route |
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During compliance testing Route number 10 was added. Select the values from the drop down
menu and configure the values as shown in the next three screens below.

- Basic Cenfiguration

Raoute data black (RDB) (TYPE) :|RDEI

Customer nurnber (CUST) IDEI
Raoute number (ROUT) :|1 ]

Designator field for trunk (DES) : |SIP

Trunk type TKTPY | TIE

Incoming and outgoing trunk C0G) :|Incoming and Qutgoing (IAD) j
Access code for the trunk route (ACODN :|1 111 =
Trunk type MIT1P (MIT1PY: [T

The route is for a virtual trunk route (TRE) © &
- Zone for codec selection and bandwidth 0254

management (ZOME) : (0- 800D
- Mode 1D of signaling server of this route|551—
{NODE) : (0-9939)
- Protacal ID for the route (PCIDY | SIF (SIP) hd
- Print correlation 1D in CDR for the route v
(CRIDY :

Integrated services digital network option (SDM) © ¥

- Mode of operation (MODE) :|R0ute uses [S0OM Signaling Link (1SLDY

- D channel number (DCH) :|1 il (0- 254

[

- Interface type for route {IFC) :|Meridian M1 (5L

- Private network identifier {(PMI) :IUUUIN (0-32700)

- Metwork calling name allowed (NCNA) : W

[

Integrated services digital netwark opfion (TSOM) - v

- Mode of aperation (MODE) : [Route uses ISDN Signaling Link (5LD) =]

- Dchannelnumber(DCH):lm {0-254)

- Interface type far route {IFC) | Meridian M1 {SL1)
- Private netwark identifier (P - {00001 {0-32700)
- Metwork calling name allowed (NCHAY . W
- Metwark call redirection (NCRD) ;. W

- - Trunk route optimization (TROY: [
- Recognition of DOTI2 ABCD FALT signal for ISL r

(FALT)

- Channel type {CHTY) :[B-channel (BCH) |
- Call type for outgoing direct dialed TIE route -
(CTYP) | Unknawn Call type (UKW 7|

- Insert ESM access code (INACY: W
- Integrated service access route (1SARY: [
- Display of access prefiy on CLID (DAPCY : [T
- Mokile extension route (MBXRY : [
- Mohile extension outgoing type (MEFOT) | Mational number (MPAY j

- Mohile extension timer (MBXT) IEI {0 - 2000 milliseconds)

Calling number dialing plan (CHDP) : |Unknown (UKAN) =]

[

+Basic Route Options
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Process notification networked calls (PRMCY: [
Electranic switched network pad contral (ESMN) . [
Signaling arrangement (S1GC) | Standard (STDY j
Route class (RCLS) | Route Class marked as external (EXT) j
Oft-hook queding (OH : T
Ofthook queue threshold (HaT) : [0 =]
Call back gqueuing (CB@) : [

mHumhber of digits (MDIG) I 2 'I
Authcode AUTH) :

Configure the trunk values as shown in screen below. During compliance testing Terminal number
used was 100 1 00 00 since it is a virtual trunk. Click on Edit button to configure the required Class
of Service for the trunks.

Customer 0, Route 10, Trunk 1 Property Configuration

-Basic Configuration

Auto increment member number.

Trunk data block: |IPTI

Terminal number: |1 oot1ooon

Designatar field far trunk: I SIF

Extended trunk: |VTRK

Member numhber: |1 *
Level 3 Bignaling:| j
Card density: |30
Start arrangement Incaming : | Immediate (ki) j
Stant arrangement Outgaing: | Immediate (ki) j

Trunk group access restriction: |1

Channel ID far this trunk: |1

Clazs of Service: Editl

+Advanced Trunk Configurations
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Screen below shows the Class of Service values selected for the compliance testing from the drop
down menu. Ensure that the Restriction level drop down table is set to Unrestricted (UNR). Rest of
the values are left at default. Click on Return Class of Service button (not shown) to complete the
trunks configuration.

- Calling party: | Calling party Denied {(CND) v

- Central Office Ringback:l j
- Centrex Switchhook Flash: | Centrex Switchhook Flash Denied (THFDY j
- Dial Pulse: | Dial Pulse (DIP) =l
- DTR PAD value: | =l
- Echo Canceling: | Echo Canceling Denied (ECDN j
- Hang Konog 0TI :| j
- Loop Break Supervised CDT:| j
- Make-break ratio far dial pulse: | 10 pulses per second (P10) j
- Manual Incaoming: | Manual Incoming Denied (WMIC) j
-Media Security: | Media Security Never (MSMY) =l
-Network Hook Flash Over M311P: | =l
- F'u:ularihf:l j
- Priarity: | Law Priarity (LPR) 7|
- Restriction level: | Unrestricted (UNR) =] |

- Reversed Ear Piece: | Feversed Ear Fiece denied (<REF) j

1.8. Configuring Digit Manipulation Block

This section explains the digit manipulation block that is to be configured in the Communication
Server 1000 dialing plan for its users to communicate with the RightFax server. From the EM
navigator pane, navigate to Dialing and Numbering Plans - Electronic Switched Network as
shown below.

- Customers

- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwark
- Flexiale Caode Hestriction

- Incaming Digit Translation
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Click on Digit Manipulation Block (DGT) option as shown below.

Electronic Switched Network (ESN)

- Customer 00
- Metwork Control & Services

- Metwork Contral Parameters (MCTL)

- ESM Access Codes and Parameters (ESM)
Digit Manipulation Block (DGT)

- Home Area Code (HHPA)

Flexible CLID Manipulation Block (CMDB)
Free Calling Area Screening (FCAS)

Free Special Mumber Screening (FEMS)
Route List Block (RLB}

Incaming Trunk Group Exclusion (TGE)
Metwork Attendant Services (NAS)

Screen below shows the Digit Manipulation Block Index users can add. However during compliance
testing Digit Manipulation Block Index of 0 was used which is already added in the
Communication Server 1000 system by default.

Digit Manipulation Block List

Please choose the | Digit Manipulation Block Index 7 Ll to Add I

1.9. Configuring Route List Block

This section explains the route list block that is to be configured in the Communication Server 1000
dialing plan for its users to communicate with the RightFax server. From the EM navigator pane,
navigate to Dialing and Numbering Plans = Electronic Switched Network as shown in the
screen in the beginning of this section. Click on Route List Block (RLB) option as shown below.

Electronic Switched Network (ESN)

- Customer 00
- Wetwork Control & Services

- Metwark Contral Parameters (MCTL)

- ESM Access Codes and Parameters (ESM)
- Dinit Manipulation Block {DGT)

- Haome Area Code (HRPA)

- Flexible CLID Manipulation Block (CMDH)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSMS)

- Route List Block {(RLB)

- Incaming Trunk Group Exclusion (TGE)

- Metwork Attendant Services (NAS)
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Start adding a route list index as shown below. During compliance testing list index 10 was added.
Click on to Add to continue.

Route List Blocks

Please enter a route list index |1 I ¢0-100gy  [0Add |

Click on Edit for Data Entry Index 0 as shown below. This Data Entry Index value of 0 is already
added in the Communication Server 1000 system by default.

Please choose the | Data Entry Index 1 x| to Add |

+ Data Entry Index -- 0 Edit

Screen below show the values configured for the index block used during compliance testing. Route
Number of 10 and Digit Manipulation Index of 0 were selected as per the configuration explained
in Sections 5.4 and 5.5 respectively. Click Submit (not shown) to complete the configuration.

Route List Block Index: 10

General Properties

Entry Mumber for the Route List: ID

Indexes

Time of Day Schedule: m
Facility Restriction Lewvel: |0 (0-773
Digit Manipulation Index: IE |
I5L D-Channel Down Digit Manipulation Index: ID— (0-10007)
Free Calling Area Screening Index: IE
Free Special Mumhber Screening Indesx; IE
Business Metwork Extension Route: [~

Incaming CLID Table: [0 (o100

Options

Local Termination entry; [

Route Mumber: |1D VI ‘

Skip Conventional Signhaling: [
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1.10. Configuring Distant Steering Code

This section explains the distant steering code that is to be configured in the Communication Server
1000 dialing plan for its users to communicate with the RightFax server. From the EM navigator
pane, navigate to Dialing and Numbering Plans - Electronic Switched Network as shown in the
screen in the beginning of this section. Click on Distant Steering Code (DSC) option as shown

below.

Electronic Switched Network (ESN)

- Customer 00
- Metwork Control & Services

- Metwork Control Parameters (NCTL)
- ESM Access Codes and Parameters (ESM)
- Digit Manipulation Block (DGT)
- Home Area Code (HMNP&)
- Flexible CLID Manipulation Black (CMOHE)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSMNE)
- Route List Block (RLB)
- Incaming Trunk Group Exclusion {TGE)
- Metwoark Attendant Services (MAS)

- Coordinated Dialing Plan {CDP)

- Distant Steering Code (DSC)

- Trunk Steefing Code (150)

From the drop down menu select Add and enter a distant steering code to add as shown in below.
During compliance testing a code of 350 was added since the fax number assigned to the RightFax
server was 35000. Click on to Add to continue.

Distant Steering Code List

Please enter a distant steering code |35EI to Add |

Enter the values as shown in screen below. Note that Route List to be accessed for trunk steering
code value selected is 10 based on the configuration explained in Section 5.6 above. Click on
Submit to complete the configuration.

Distant Steering Code

Distant Steering Code: | 350

Flexible Length number of digits: |5 (0-10)
Display: [ Local Steering Cade (L&C) |

Remote Radio Paging Access: [

Route Listto be accessed for trunk steering code: [10 =
Collect Call Blocking: [~

Maximum 7 digit NPA code allowed
Maxirum 7 digit Nx< code allowed

(/B:;nTD Refresh Delete Cancel
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Configure Avaya Aura® Session Manager

This section provides the procedures for configuring routing using Avaya Aura ® System Manager.
The procedures include the following areas:

* Logging into the System Manager.

* Adding Domain.

*+ Adding Location.

* Adding SIP entities.

* Adding Entity Links.

*+ Adding Routing Policies.

*+ Adding Dial Patterns.

For detail configuration details of the Session Manager refer to Section 10

1.11. Logging into the Avaya Aura® System Manager

This section explains the steps to launch the login screen of the System Manager and accessing the
Network Routing Policy.

To launch the System Manager Login screen, start an IE browser and type the IP address of the
System Manager in the URL (not shown). Screen below shows the Log On Screen. Type the
required User ID and Password credentials and click on Log On to continue.

AVAYA Avaya Aura ® System Manager 6.2

Home / Log Cn

Log On

This system is restricted solely to authorized users for
legitimate business purposes only. The actual or
attempted unauthorized access, use, or modification
of this system is strictly prohibited

Unauthorized users are subject to company User 1D:
disciplinary procedures and ar criminal and civil .
penalties under state, federal, or ather applicable Password:

domestic and foreign laws

The use of this systemn may be monitored and

recorded for administrative and security reasons Clear
Anyone accessing this system expressly consents to

such monitaring and recording, and is acvised that if it

reveals possible evidence of criminal activity, the

evidence of such activity may be provided to law

enforcement officials.

All users must comply with all corporate instructions
regarding the protection of infarmation assets.
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From the main screen of System Manager access the Network Routing Policy by selecting Routing

as shown below.

AVAyA Avaya Aura® System Manager 6.2

Users Elements

Administrators B5800 Branch Gateway

Manage Administrative Users Manage BS800 Branch Gateway 6.2
Directory Synchronization elements

Synchronize users with the enterprise Communication Manager

directory Manage Cormmunication Manager 5.2
Groups & Roles and higher elements

Manage groups, roles and assign roles Conferencing

to users Manage Conferencing Multimedia
User Management Server objects

Manage users, shared user resources Inventory

and provision users Manage, discover, and navigate to

elements, update element software

Meeting Exchange
Manage Meeting Exchange and Avaya
Aura Conferencing 6.0 elements
Messaging
Manage Avaya Aura Messaging,
Comrunication Manager Messaging,
and Modular Messaging
Presence
Presence

Routing
Metwork Routing Policy
Session Manager
Session Manager Element Manager

SIP AS 8.1
SIP A5 8.1

1.12. Adding Domain

To add a domain, select Domains from the left hand window of the Routing screen and click on
New (not shown). Configure the Name as shown in screen below and click on Commit to complete
adding a domain. During compliance testing a domain name of bvwdev.com was used. Additional
domains can be added in a similar fashion.

Routing "Il Home /Elements / Routing / Domains

.
Locations Domain Management -m @
Adaptations Warning: 5IP Dormain name change will causze login failure for Comrunication Address handles with thiz dormain, Consult release notes or Support for steps to reset lagin

credentials.
SIP Entities
Entity Links
Time Ranges
Routing Policies il B | i Filter: Enat
Dial Patterns (= Type Default Notes
*
Regular Expressions bvwdev.com .
Defaults
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 20 of 48

SPOC 5/1/2013

©2013 Avaya Inc. All Rights Reserved. RFax CS1K SIPT1




1.13. Adding Location

To add a location, select Locations from the left hand window of the Routing screen and click on
New (not shown). Configure the Name as shown in screen below and click on Commit to add a
Domain. During compliance testing a location name of Belleville,Ont,Ca was used. Click on
Commit to complete adding a location. Additional locations can be added in a similar fashion.

. Help ?
Domains
- Location Details Cancell

Adaptations Call Adrission Control has been set to ignare SDP. All calls will be counted using the Default Audio Bandwidth,

SIP Entities see Session Manager -» Session Manager Administration -» Global Setting

Entity Links
General

Time Ranges

. .. * Name: Belleville,Ont,Ca
Routing Policies

Dial Patterns Notes:

1.14. Adding SIP Entities

This section explains the adding of SIP entities for the Session Manager, RightFax server and the
Communication Server 1000 system routing. To add SIP Entities, select SIP Entities from the left
hand window of the Routing screen and click on New (not shown).

Next two screens show the SIP Entity Details for the Session Manager routing.

Enter a descriptive name for the Name field.

Populate the FQDN or IP Address field with 110.10.10.198 , which is the IP address of the Session
Manager.

Select Type as Session Manager.

Select the location configured in Section 6.3 in the Location field.

Select Use Session Manager Configuration option under the SIP Link Monitoring field.

MlHome / Elements / Routing / SIP Entities - SIP Entity Details

Routing
- . Help ?
omains
SIP Entity Details .m Cancell
Locations —_—
Adaptations General
* Name: [DevaSM
Entity Links * FQDN or IP Address: |110.10.10.198
Time Ranges Type: |Session Manager -
Routing Polici -
(O (O EES Motes: For Session Manager
Dial Patterns
el Epreseli Location: | Belleville,Ont,Ca ;I
Defaults
Outbound Proxy: hd|
Time Zone: |america/Toronto ;I
Credential name:
SIP Link Monitoring
SIP Link Monitoring: |Use Session Manager Configuration ;I
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Under the Port section, add both TCP and UDP protocol along with the Port value and the Default
Domain value.
Click on Commit to complete adding the SIP Entity.

Port
TCP Failover port:
TLS Failover port:

10 Items = Refresh

] Port Protocol Default Domain Notes
O 15060 |TLS v| |ava\,ra.c:0m vl

1 | |so60 |TCP v| |bvwdev.com vl

O 5060 |UDF‘ V| |bvwdev.com V|

Next two screens show the SIP Entity Details for the RightFax server routing.

Enter a descriptive name for the Name field.

Populate the FQDN or IP Address field with 110.10.5.64, which is the IP address of the RightFax
server.

Select the location configured in Section 6.3 in the Location field.

Select Use Session Manager Configuration option under the SIP Link Monitoring field.

Avaya Aura® System Manager 6.2

Help |

AVAYA

Routing 'l Home /Elements / Routing / SIP Entities
Domains
Locations SIP Entity Details
Adaptations General
SIP Entities p
* Mame: RightFax
Entity Links
* FQDN or IP Address: (110.10.5.64
Time Ranges
Routing Policies Type:
Dial Patterns Notes: |Faor RightFax Testing
Regular Expressions
Defaults Adaptation: | V|
‘ Location: |Belleville v ‘
Time Zone: |America,-’New_YDrk V|
Override Port & Transport with DNS SRY: [
* SIP Timer B/F {in seconds}): |4
Credential name:
Call Detail Recording:
CommProfile Type Preference:
SIP Link Monitoring
SIP Link Monitoring: |Use Session Manager Configuration V| |
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Under the Entity Links section, add DevASM as SIP Entity 1 and RightFax as SIP Entity 2 with
UDP Protocol and 5060 as Port.

Click on Commit (not shown) to complete adding the SIP Entity.

Entity Links

1 Item | Refresh

Filter: Ena
I | SIP Entity 1 Protocol Port SIP Entity 2 Port Connection Policy
H | DevASM W LUDP % * 5060 RightFax - * 5060 Trusted he

Select : all, Mone

Next two screens show the SIP Entity Details for the Communication Server 1000 System routing.
Enter a descriptive name for the Name field.

Populate the FQDN or IP Address field with 110.10.10.130 , which is the IP address of the SIP
Signaling Gateway of the Communication Server 1000 System.

Select the location configured in Section 6.3 in the Location field.

Select Link Monitoring Dsiabled option under the SIP Link Monitoring field. This was the value

used during compliance testing however Use Session Manager Configuration option can also be
used here.

Domains ) A
SIP Entity Details
Locations

Adaptations General

* Name: cppmi

Entity Links * FQDN or IP Address: |110.10.10.130
Time Ranges

Type: | Other =l

Routing Polici . :
(IUTETOND (FAELDEER: Notes: |Connectivity to CS51K 7.5 Enterpn

Dial Patterns

Regular Expressions Adaptation: =

Defaults

Location: Belleville,Ont,Caj

Time Zone: | America/Toronto =

Override Port & Transport with DNS r
SRY:

* SIP Timer BfF (in seconds): 4
Credential name:

call Detail Recording: [none |

SIP Link Monitoring
SIP Link Monitoring: | Link Monitoring Disabled ﬂ ‘

* Proactive Monitoring Interval (in

seconds): s00

Under the Entity Links section, add DevASM as SIP Entity 1 and cppm1 as SIP Entity 2 with
UDP and TCPProtocol and 5060 as Port.
Click on Commit to complete adding the SIP Entity.
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Entity Links

ﬂl Removel

2 Items  Refresh

Filter: Enable
l SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted
[T |Devasm =l [Tcr = * 5080 cppri =] | *[s080 v
[ |Devasm =l [uoe -] * 5080 cppmi =1 | *[s080 =
Select : all, None

* Input Required

Cancell
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1.15.

Adding Entity Links

This section explains the adding of Entity Links RightFax server and the Communication Server
1000 system routing. To add Entity Links, select Entity Links from the left hand window of the
Routing screen and click on New (not shown).

Next three screens show the Entity Links for Communication Server 1000 and the RightFax server.
For the Communication Server 1000 both TCP and UDP protocols were used.

Enter a descriptive name under the Name field. Select DevASM under SIP Entity 1. Select cppm1
for Communication Server 1000 and RightFax for RightFax server under SIP Entity 2. Select the
required Protocol and enter the Port value of 5060. Click on Commit to complete adding an Entity

Link.

Domains
Locations Entity Links
Adaptations

SIP Entities

Time Ranges

1 Item | Refresh

Routing 'l Home /Elements / Routing / Entity Links

Routing Policies Name

‘ SIP Entity 1 ‘ Protocol

Port ‘ SIP Entity 2

Port Connection
Policy

Dial Patterns

* [DevesM_copml 50 * [DevasmM v #[5060 | *[copmi

v *|soen0 |__Trusted v

Regular Expressions

Defaults

Domains
Locations Entity Links
Adaptations
SIP Entities
Entity Links

Time Ranges

1 Item | Refresh

Routing il Home /Elements / Routing / Entity Links

Routing Policies Name

‘ SIP Entity 1 ‘ Protocol

Port ‘ SIP Entity 2

‘ Port ‘ Connection

Policy

Dial Patterns

I' DevASM_cppml_50  *[DevasM v * 5060

* ‘cppml

v| +lboen | | [trusted v

Regular Expressions

Defaults

Domains

Locations Entity Links
Adaptations

SIP Entities

Entity Links

Time Ranges

1Item Refresh

Routing [ Home /Elements / Routing / Entity Links

=

Filter: £

Routing Policies Name

| SIP Entity 1 ‘ Protocol

Port ‘ SIP Entity 2

Notes

Port l:nnne_ctiun
Policy

Dial Patterns

* \RightFax_To_DevSk * | DevASM v UDP v * 5060

* | RightFax

v| [s060 | | [Trusted v [For Right Fax

Regular Expressions

Defaults

* Input Required

Cemmi ]
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1.16. Adding Routing Policies

This section explains the Routing Policy configuration for RightFax server and Communication
Server 1000 Systems. To add a routing policy, select Routing Policies from the left hand window of
the Routing screen and click on New (not shown).

Screen below shows the Routing Policy Details for the RightFax server. Enter a descriptive name in
the Name field and include some notes in the Notes field if required. Leave the rest of the values at
default.

Click on the Select button and various SIP Entities configured are displayed (not shown). Select the
RightFax server as the SIP Entity Destination. To add a dial pattern, click on Add and various dial
patterns that are configured is displayed (not shown). Select the dial pattern that needs to be
associated with RightFax server. A dial pattern can be added once it has been configured as
explained in Section 6.7 below. Click on Commit to complete adding a routing policy.

Routing ‘
Domains H
Locations Routing Policy Details @
Adaptations
SIP Entities General
Entity Links * Name: RightFax_routing

Time Ranges Disabled: []

Routing Policies * Retries: 0

Dial Patterns
Motes: Routing for RightFax Server

Regular Expressions

Defaults . . .
SIP Entity as Destination

Name FOQDN or IP Address Type Notes
‘ RightFax 110.10.5.64 Other For RightFax Testing
Time of Day
[ Remove ] I Wigw Gaps/Owerlaps
1 Item | Refresh Filter: Enat
I | Ranking 1 Name 2 Mon Tue Wed Thu Fri Sat Sun Start Time End Time Notes
O o 24/7 00:00 23:59 Time Range 24/

Select : All, Mone

Dial Patterns

1Item | Refresh Filter: Enat
|:| Pattern Min Max Emergency Call SIP Domain Originating Location Notes
‘ O 350 5 5 bywdev.com -ALL- Routing for Right Fax server
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Screen below shows the Routing Policy Details for the Communication Server 1000 System. Enter a
descriptive name in the Name field and include some notes in the Notes field if required. Leave the
rest of the values at default.

Click on the Select button and various SIP Entities configured are displayed (not shown). Select the
cppml as the SIP Entity Destination. To add a dial pattern, click on Add and various dial patterns
that are configured is displayed (not shown). Select the dial pattern that needs to be associated with
Communication Server 1000.. A dial pattern can be added once it has been configured as explained
in Section 6.7 below. Click on Commit to complete adding a routing policy.

Additional routing policies can be configured as required in a similar fashion.

Routing 'l Home /Elements / Routing / Routing Policies
Domains He
Locations Routing Policy Details Can
Adaptations
SIP Entities General
Entity Links * Name: TO-CS1K75-TOP-System
Time Ranges Disabled: []
Routing Policies ¥ Retries: |0
Dial Patterns -
Notes: | TO-CS1K7E-TOP-System (CPPM1]
Regular Expressions

Defaults . . .

SIP Entity as Destination
Name FODN or IP Address Type Notes
cpprnl 110.,10.97.130 SIP Trunk Connectivity to CS1K 7.5 Ent, 1 -top

Time of Day

[ Remove ] [ View Gaps/Overlaps
1 Item @ Refresh Filter: Enat
I | Ranking 1 Name 2 Mon Tue wed Thu Fri Sat Sun Start Time End Time Notes
F 0 24/7 0o:00 23:59 Time Range 24/7
Select : all, None

Dial Patterns
& Items | Refresh Filter: Enat
|:| Pattern Min Max Emergency Call SIP Domain Originating Location Notes
[0 is13985 11 11 bywdey.com -ALL- Route to CS1K75_TOP as PSTN number
0O ez 3 36 byvwdev.com Belleville
[0 =8 5 1z bywdev.com -ALL- Dial Pattern for C51000 Routing
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1.17. Adding Dial Patterns

This section explains the steps to add a dial pattern for the RightFax and Communication Server
1000 systems. To add a dial pattern, select Dial Patterns from the left hand window of the Routing
screen and click on New (not shown).

Screen below shows the Dial Pattern Details for the RightFax server. During compliance testing
extensions range on RightFax server started with 350xx and therefore 350 are used in the Pattern
field. The minimum and maximum size of the extension is defined as 5. Add the RightFax_routing
policy as configured in Section 6.6 above. Click on Commit to complete adding the dial pattern.
Additional dial patterns can be configured as required in a similar fashion.

Routing «
Domains Help
Locations Dial Pattern Details @
Adaptations
SIP Entities General
Entity Links * Pattern: |350
Time Ranges * Min: |5

Routing Policies * Max: |5
Dial Patterns
Emergency Call: []
Regular Expressions
Emergency Priority:

Defaults
Emergency Type:
SIP Domain: | byvwdey.com M
Notes: |Routing for Right Fax server
QOriginating Locations and Routing Policies
1 Item | Refresh Filter: Enable
L . . Routing . ) . )
o - - originating Routing Policy - Routing Policy Routing Policy
D Ugiopatingjioesboplameps Location Notes Name Ganls = ?DI'EY Destination Notes
Disabled
. . . . . Routing for
| O ALL. Any Locations RightFax_routing o RightFax RightFax Server
Select : 2ll, None
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Configure OpenText RightFax

This section describes the configuration of OpenText RightFax and the embedded RightFax Original
Equipment Manufacturer (OEM) or Brooktrout SR140 virtual fax board software from Dialogic
(hereafter referred to as “SR140”). It assumes that the application and all required software
components, including Brooktrout SR140 and the database software (Microsoft SQL Server 2012),
have been installed and properly licensed. For instructions on installing RightFax, refer to Section
10.

Note that the configurations documented in this section pertain to interoperability between RightFax
and the Avaya SIP infrastructure. The standard configurations pertaining to RightFax itself (e.g.,
administering fax channels) are not covered. For instructions on administering and operating
RightFax, refer to Section 10.

The configuration procedures covered in this section include the following:

Launch RightFax Enterprise Fax Manager and Brooktrout Configuration Tool (Steps 1 — 6)
Configure IP stack (Step 7)

Configure BTCall parameters (Steps 8 — 9)

Configure Call Control parameters (Step 10)

Configure SIP IP parameters (Step 11)

Configure T.38 parameters (Step 12)

Configure RTP parameters (Steps 13 — 14)

Administer RightFax dialing rules (Steps 15 — 16)

Administer RightFax users (Steps 17 —20)

> 2 5 > > > > > »

The examples shown in this section refer to Site 1 from Figure 1.
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l. Launch RightFax Enterprise Fax Manager

File Edit Utlity Help

ﬁ RightFax Enterprise Fax Manager

\__"';1_"_; Fax Servers
=@ M

-8 Users
-

3 Groups

- iy Signatures

Q Foims
"g Frinters
-8 Biling Codes
Cover Shesats

@ Library Dacuments
H SMS/Pager Services

“\f" Alerts & Moritors

|||I| Queues

BI:J Diialing Plan

’E: Dialing Aules
¢E Deestination Tables

Update How Last Updated: 2/25/2013 1:13:04 PM
Right Fax DoeTransport hisdule |
Channel Operation Eg:gng Phone Mumber User D State
sy lifle: Brooktrout: Check Brooktrout: 1
1(5) lille: Brooktrout: die Brooktrout: |
2(%) lclle: Brooktrout: Check... Brooktrout: 1
3(S) lclle Brooktrout: Idie Brooktrout: |
4(R) Rov Brookirout: Check... Brooktrout:
S(R) [ Brookirout: Check... Brooktrout:
G(R) [ Brookirout: Check... Brooktrout:
< |
el DESEETR :I Service Name Status m‘;&f‘ﬂ:‘"ﬁss)
12 Fax Server Everts PL_|
RightFax= DocTran... o Running 0005:03:11:10
5000000 Fax Availabilty Index
#® FRunning
Sh aility Ince
RightFax Databas.. Running
Available Disk Space -« o
B

The RightFax configuration is performed using the RightFax Enterprise Fax Manager.
Launch the RightFax Enterprise Fax Manager from the Windows Start menu. At the

main window, highlight the host name of the fax server (created during the installation
process) from the navigation menu in the left pane:

RightFax DocTransport Module
The Brooktrout SR140 was configured during installation. To view or modify the
settings, the RightFax DocTransport Module must be stopped. Right-click this module
in the lower right pane and select Stop All Services. After all the service modules

indicate the stopped status, right-click the RightFax DocTransport Module name again
to select Configure Service.

ﬂRightFax Enterprise Fax Manager !E
File Edit Utlity Help
[
i FanSenvers Update: How Last Updated: 272502012 1:21:10 PM
B O Right Fax DocTransport hibdule |
]
e 2 sers
s Channel Operation Ry Phone Mumber User D State Remote ID Rate 2
5 Groups Code
. ars) Iclle: Brooktrout; ldle Brooktrout: e M/
J2g Sianatures
1(5) Iclle: Brooktrout: Idle Brooktrout: Idle A
Q Forms
" Biinters 2(3) Idle Brooktrout: Idle Brooktrout: Idle iy
™ 3(5) lcle: Brooktrout: Idie Brooktrodt: ldle 174
jij Biling Codes ®
4(R) Rcy Brooktrout: Check: Brooktrout: Check: [y
g" Cover Sheets
5(R) Row Brooktrout: Check... Brooktrout: Check... /A
@ Library Documents
B(R; Rov Brooktrout: Check. .. Brooktrout: Check.. 174 =
H SMS/Pager Services '|[ ) | LIJ
'W" Alerts & Moritars
” 1 alue Description - Funning Time
UEes
III 0% 0 Fax Server Event Gu 5 (i <)
= Q Dialing Plar E RightFax DocTran.. | @ Running 0005031414
R 161 Fax Server Events PI P — Start Serwice
- Didling Rules RightFax Server . Runnin Automsti
E g 5000000 Fex Availabilty Index s @ s SEpERIED
E -EE Destination Tables RightFax Databas... | () Running el Configure Service
° 0 SMS Availability Inde: + — |
A b o Start All Services
Stop All Services
‘ ‘ Status
Debug
Cancel
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3. RightFax DocTransport Module - Continued
In the DocTransport Configuration window that appears, click RightFax OEM (left
side of screen), then click on the Configure Brooktrout button.
x
;----Auln Billing Code Setllng:f Board module number m DID Settings
i Global DocTransport Settings Murber of digits f fina:
2 Brooktrout Mumber from the rotamy switch on the board. UMDET OF gt 107 oUng: I4 :Iv
Global Transport Settings
Advanced Settings Iv SetFa ID for all channels: |TPS1A
-} RightFax [ Set Capahilty for all channels: IEDth j
- Channe
- Channel #1 Configure Brooktout Board Exchange 2010 UM Fax Routing—
. Channel #2 e e .
Eh::::l 3 Configue Brooktrout I " Route to SMTP Email Only
- Channel 4 ~ Route to RightFax User Only
.. Channel #5 Mumber of SR140 channels: IB VI {* PFoute to Both
- Channel #6
- Channel #7 ~ SMTF &uthertication to Exchange 20010 Unified Messaging Server—————————
Exchange Server Mame or IP ILInifiedMessageEHchangeSewer
Domain IEHchangeSewerDDmain
Uszer Accaount J IVaIidSmtpf-‘u:cu:uunt
Pazzword I sessnsnenene
 SAL Connections
I Driver ={SQL Server};server =WIN-LGYU4RV7IVL\RIGHTFAX; database =RightFax J
Delete Device Add Transport | Select Service Account... | (]S I Cancel |
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4. Account Access Information

Enter the credentials for the RightFax Service account used for the RightFax
DocTransport Module. This account must have administrative user rights on the
computer that runs the service.

Account access information

The RightFax OEM service account must have administrative user rights on
the computer that runs the service,

Enter the Username and Password of the account with which the service will
log on.

Username: ITPSLE\'l,administrath

Password: I Ty

oK I Cancel
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3. Brooktrout Configuration Tool
The Brooktrout Configuration Tool — Wizard Mode window gets displayed. Click the
Advanced Mode button in this window.
Brooktrout Configuration Tool - Wizard Mode |
Welcome to the Brooktrout Configuration Wizard
This wizard will help you configure your Dialogic Brooktrout hardware and software to communicate
with the networks in which they are deployed. Thene are two ways to run the configuration tool:
Wizard Mode
The tool will guide you through the corfiguration, prompting you for the minimal information
needed to get your product up and running. Wizard mode uses default values that will work in most
Dialegic | ..
g . Advanced Mode
This mode is for users with a strong knowledge of the network parameters needed for the paricular
deployment. This mode lets you modify the default parameters set in the Wizard Mode and aives
access to parameters not usually needed. If you enter Advanced Mode, you can only switch back
to the Wizard Mode by restarting the toal.
Context Sensitive Help - The Corfiguration Tool provides context sensitive help for parameters.
To access the context sensitive help, hold the cursor over the parameter input area to see a brief
parameter description, or ight-click the parameter and select "What's this 7" from the drop-down
box to get a more complete defintion.
Click Next to continue in Wizard Mode or switch mode by clicking Advanced Mode.
Advanced Mode Help | < Back Next = Cancel |
6. Click Yes when prompted to launch the Configuration Tool in Advanced mode.
x4
) | You chese to launch the tool in Advanced Mode and exit
" the Wizard Mode. Do you want to continue?
Yes Mo
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7. Configure IP Stack

configuration tool:

A Configure IP Stack window is displayed on first invocation of the Brooktrout

Configure IP Stack | x|

IP Enabled module(s) have been detected in your system.
Would you like to configure a Brooktrout P stack to run on
this module(s)?

-
3
:
i

Both (SIF and H323)

o]

Cancel

displayed.

Choose SIP and click OK. The following Brooktrout Configuration Tool window is

File ‘Wiew Options Help

#:Brooktrout Configuration Tool - Advanced Mode

@ ﬁ»‘u

Hame Back  flest Save

river Parameters (Al boards)
i BTCall Parameters (&1 boards]
EI Call Contral Parameters

- Module w41 SR140

g1 ?
License | Help

| »

Mote: If you are intending to configure an SR140 only, you must first activate a license
using the License Manager.

This page containg essential information to use the tool effectively. You can get to this
page any time by clicking on the Home icon on the toolbar. The user interface cansists of
two views: (a) the explorer view and (b) the content view.

The explarer view allows you to navigate through the various configurable components of
Brooktrout Hardware and Software. The content view contains either informational content
such as this page or controls that allow you to fine tune the Brooktrout cormponents.

Inv this maode you can:
¢ Edit call control configuration per maodule.
¢ Edit the btcall parameters.
¢ Edit the device driver parameters.
¢ Save the configuration information.
* And finally apply the configuration.

Please note that you must apply the configuration information for the changes to take
effect. The apply action is available fram the toolbar as well as from the Options menu.

Under normal conditions (that is, all Brooktrout hardware installed on your system has the
same ship level number programmed on them), the configuration tool should come up in
the Wizard Mode. It can also be launched explicitly to come up in the advanced mode
by using /a or -advanced command line option. If you did not specify this option and the
tool came up in in this mode, it is because hardware detected by the tool required -

idantificatinmn arthn hact cuctam bae e than ann tunn of Beanldraot harvduearn mmadnle
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functionality.

Configure BTCall Parameters

Note: During the compliance testing, the following settings were configured differently
than the default settings. In practice, these settings may not be required for full

Navigate to Brooktrout = BTCall Parameters (All boards) in the left navigation
menu. Click the Show Advanced button.

¥ Brooktrout Configuration Tool - Advanced Mode =10l x|
File View Options Help
o | € = | & 3 ?
Home Back  flest Save  Apply | License Help
El- B!'ooktrout (Boston Host Service - Stor | — BTCall Parameters
- Driver Parameters (All boards)
Call Parameters (All boards) Courtry Telephony Parameter File: IBT_CF'AHM.C FG ﬂ
- Call Control Parameters
o - Module Bed1: SR140 Courtry: IUSA [oo1a] j
=P C;IllpControI Modules Maimum Timeout, sec: [0 0 ——— 99
~Debug
API Debugging: [Enabled =l
1st Debug Log File Name: I M
2nd Debug Log File MName: I %
I i Debug File Size; |1 0000000
Trace Bfv AP| Function Calls: IEnabIe j
Show Advanced »» I
4 | HE
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Configure BTCall Parameters (continued)
Under Advanced Settings, configure the fields as follows:

* Error Correction Mode: ECM Disabled
* Permitted Compression Types: MH only

*+ V.34 Enable Send Call Indicator: Disable

* V.34 High Speed Control Signaling: Disable
*+ V.34 Modulation Capability: Disable

Use default values for other fields.

¥ Brooktrout Configuration Tool - Advanced Mode =]

File View Options Help

w | & = | H 3 ?
Home Back  Fest Save  Apply | License Help
El- Brooktrout (Boston Host Service - Stop | — BTl Parameters
- Driver Parameters (Al boards) .
“all Parameters (All boards) P A::vanced S:ttmgj " d
E Call Cortrol Parameters 0 N ange e;e parameters uniess you nave
. b structed to d
- Module Ged1: SR140 - cenmREeTe
- IP Call Control Modules
LLEIP Action Taken on Mismatches: IHorizorrtaIIy and vertically scale the fax j
Bad Line Behavior: IRepIace with last good line j
Defautt 1D String: |
[EcHasabid 3

4y Brooktrout Configuration Tool - Advanced Mode _al x|

File Wiew Options Help

oy & = = g3 ?
Home Back  [ext Save  Apply | License | Help
[=)- Brooktrout (Boston Host Service - Stor | — BTCal Parameters
-~ Driver Parameters (Al boards)
Call Parameters (All boards) Minimum Mumber of Lines, x10 units: | 00— 2% d
El Call Cantrol Parameters Pemitted Compression Types: IMH by j
L Module 0c1: SR140 : i L
&P Call Control Modules Send RTP F3K. [Enabled =l
""" 3P Time to Wait for CED Tone, x10msec: Idl}DD
V.34 Enable Send Call Indicator: IDisabIe j
V.34 High Speed Control Signaling: [Disable =
V.34 Modulation Capabilty: [Disabie =l
I
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10.

Configure Call Control Parameters

environment:

Navigate to Brooktrout = Call Control Parameters > Module 0x41: SR140 in the
left navigation menu. Ensure the following configuration parameters are correct for your

+ [P Call Control Module: SIP

*+ Media IP Interface for IPv4: If the server contains multiple network interface
cards (NICs), ensure you have selected an interface that is able to communicate

with the Session Manager.

*+ Lowest/Highest IP Port Numbers: Ensure your RTP range matches the port
range configured on the Avaya SIP infrastructure. By default, the port range for
SR140 is 56000 to 56999. A maximum range of 1000 ports may be specified.
When you change the Lowest IP Port Number value, the Highest IP Port Number

value will adjust automatically.

4% Brooktrout Configuration Tool - Advanced Mode =101 x|

File WView Options Help
@« » | SH
Home Back  [ex Save  Apply | License | Help

[=)- Brooktrout (Boston Host Service - Stog
Driver Parameters (All boards)
- BTCall Parameters (Al boards)
EI Call Control Parameters
R |/ i (hcd 1 SR140)
- IP Call Control Modules

' General Information  Parameters |

|P Call Control Module:

Media IP Interface for [Pv4:

fsip =l

I (10.4.22.82) Intel(R) PRO/1000 MT Network Connectinj

..... 5P
Lowest P Port Number: 56000
Highest IP Port Number: 56399
Show Advanced »> |
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11. | Configure SIP IP Parameters
Navigate to Brooktrout > IP Call Control Modules = SIP in the left navigation
menu. Select the IP Parameters tab in the right pane. Configure the fields as follows:

* From Value — If required by the Avaya environment, set this to an appropriate
UserInfo@DomainName. The DomainName should be set to the authoritative
domain as configured in Session Manager. During compliance testing this value
was left at default.

*+ Contact Address — If required by the Avaya environment, set enter the IP
address assigned to RightFax and the port number 5060. During compliance
testing this value was left at default.

*+ Username — Required. Default value is a dash (‘-°) character.

Use default values for all other fields.

# Brooktrout Configuration Tool - Advanced Mode - 10l 1
File View Options Help
fod E = =] L %
Home Back [Ext Save  Apply | License Help
EJ- Brooktrout (Boston Host Service - Stor | General Infomation P Parameters | T 38 Parameters I RTP Parameters I
Driver Parameters (All boards)
BTCall Parameters (All boards) Maximum SIP Sessions: =
EJ- Call Control Parameters ;
i Moduls 041 SR140 Primary Gateway: | o
&+ IP Call Conttrol Modules Ty T e [ Jo
L. 5IP :
Additional Proxy Server H2: | :| 0
Additional Proxy Server #3; | :| 0
Additional Proxy Server #4: I :I 0
Primary Registrar Server URL: | :|D
Additional Registrar Server #2: | :|D
Addttional Registrar Server #3: I :ID
Additional Registrar Server #4: | :|D
|Anorry1'nous <sip:no_from_info@anonymous invalid>
Contact IPv4 Address: Jo .0 .0 .0 [fo
Usemame: |
Session Name: Ino_session_name
Session Description: |
Description LIRI: |
Email Address: |
Phone Number: |
Show Advanced >> | |
| ' |
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12. | Configure T.38 Parameters
Select the T.38 Parameters tab. Configure the fields as shown below in the screenshot.

Note: During the compliance testing, the following settings were configured differently
than the default settings. In practice, these settings may not be required for full
functionality.

*  “Maximum Bit Rate, bps” is set to maximum, 9600 (default is 14400).

4% Brooktrout Configuration Tool - Advanced Mode 100 x|
File View Options Help
ol = = =] g7 ?
Home Back [t Sawve  Apply | License Help
E=l- Brooktrout (Boston Host Service - Stopped) | " General Information | IP Parameters T3 Parameters | RTF Parameters I
- Driver Parameters (All boards)
-~ BTCall Parameters {All boards) Fax Transporting Protocol: IT.SS only j
|- Call Control Parameters
: ... Module Ox41: SR140 Generate CED tone over RTF: IYBS j
=N IP Call Control Modules Maximum Bit Rate, bps: IEEDD j|
o SIP
Media Passthrough Timeout Inbound, msec: |1DDD
Media Passthrough Timeout Outbound, msec: I4DDD
Media Renegotiate Delay Inbound, msec: |1DI}D
Media Renegotiate Delay Outbound, msec: |-1
i T30 Fast Notfy: {No =l
g UDPTL Redundancy Depth Control: [s 0 —I1 5
UDPTL Redundancy Depth Image: [z 0 —1 2
Advanced Settings
Do not change these parameters unless you have
] been instructed to do so
1
| Maximum T.38 Version: I 0 ﬂ
1 T.38 Media Stream Renegotiation: ISingIe j
Type of Service (DSCP valus): [C 0 —— 8

13. | Configure RTP Parameters
Select the RTP Parameters tab. Set the RTP codec list value to use only a single codec,
either pemu or pcma to match the codec used in your region.

J;b Brooktrout Configuration Tool - Advanced Mode _ ||:||5|

File View Options Help

it & = =] - ?
Home Back [{iest Save  Apply | License Help

El- Brookdrout (Beston Host Service - Stopped) | | General Information I IP Parameters | T.38 Parameters RTF Paameters
- Driver Parameters (All boards)

-~ BTCall Parameters (Al boards) | RTF codec list:
[=)- Call Control Parameters
¢ L Module Bxd1: SR140 Silence Control: Iinband j
B IP Call Control Modules

L. 5IP Show Advanced > |

|pcrnu |
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14. | Complete Brooktrout SR140 Configuration
After verifying all the above parameters are properly set, click Save in the button menu
(not shown).
Exit the Brooktrout Configuration Tool.
In the DocTransport Configuration screen, click the OK button (See screen shot in
Step 3 above).
Restart all RightFax service modules by right clicking the RightFax DocTransport
Module name in the lower right pane of the RightFax Enterprise Fax Manager window
and select Start All Services (See screen shot in Step 2 above).
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15.

Configure Dialing Rules

Dialing Rules are used by RightFax to route calls. In the compliance test, a dialing rule

was created to route outbound fax calls to the Session Manager.

In the left navigation menu under the host name of the fax server, navigate to Dialing

Plan, right-click Dialing Rules and select New to create a new rule.

The example below shows the single rule created for the compliance test at site 1. The +
in the Pattern field indicates that this rule applies to all dialed numbers. To view the

details, double click on the rule in the right pane.

File Edit Utiity Help

ﬁ RightFax Enterprise Fax Manager

Fax Servers
=] TRS1A(TCRAR)

----- 2 Users
-

----- 0?‘ Groups
==

----- g Signatures

----- IQ Formnz

..... "; Printers

..... W Biling Codes
(£

..... Cover Sheets

----- @ Library Documents
----- ﬂ S5 Pager Services

Mumber | Comment

Mew, ..

Edit...
Delete
Duplicate

Print Selected List

Routing Pricrity Source(s)

Local High/Mormal/Low Al

Tirne of Day

Al Times

|2 Dialing Rules
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16. | Configure Dialing Rules - Continued

RS; Reviewed:
SPOC 5/1/2013

The Rule Edit window will appear as shown below. The Number Adjustments tab
shows the digit string manipulation that is done to each dialed number. In the example
below, each outbound fax phone number is appended with @110.10.10.198 as indicated
in the Append this field. This IP address is for the Session Manager server at Site 1.

Rule Edit B

Destination I Other I DnD Matifications |
Matching | Restrictions | Mumnber Adjustments I Time and Day
~ Pattern
2

tatches zero or more digits [must be at end)
tatches zero or one digit

tatches exactly one diglt

Z[tbl.#] Matches dighs against destination table

F0 b+

~ Priorities
¥ Applies to High priority faxes
¥ &pplies to Momal priotity faxes
I+ &pplies to Low priority faxes

i~ Fax Traffic Type
' Rule applies ta all iraffic

" Rule applies to Production traffic only

" Rule applies to Mon-Production traffic only
€ Rule applies to SMS traffic anly

r~ Other
Minimum Queve Depth [in pages): |0 _Ij

Minimum Fax Size [in pages): |0 _Ij

|

e X

Destination | Other | DnD Motifications
Makching | Restrictions Hurber Adjustments | Time and Day
Strip beginning digits: ID 3
Prepend this: ||

Strip ending digits: ID 3

‘ Append this: |@11D.1D.1D.198 ‘

K I Cancel
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17. | Configure Users

A user is created on the RightFax server for each incoming fax number. The user
represents the fax recipient. To view the list of users, navigate to Users in the left
navigation menu under the host name of the fax server. The example below shows a list
of five users. To view the details of a user, double-click on the user entry in the right

62 RightFax Enterprise Fax Manager =] S
File Edit Ukility Help
O o Servers [ Name Floute .. | Graup Fanes | Gubseiber..| Foute Tvpe Floute F... [NT Ace...| Default... | Unpr =
e z Al Jetault for new user 0o 0 0o ax Mailbox Momal — [No
&) testancenn) B et Default for new user 1 Far Mailb Normal
_____ - 3 ADMINISTRATOR | Administrator [ EVERYONE  [548  |D Fax Mailbox TIFF-G3 [N/& Nomal  |No
- oL 8 e wialkup 1000 |EVERYOME |0 100 Fa Malloox TIFFG3  [N/A Nomdl  |Ne
= B Tpsiausert /00 |EVERYOME |0 100 Fax Mailbox TIFF-G3 |[N/A Marmal — |Ne
o Signatures \;\’
B 2 TPS1AUSERZ 3OO |EVERYONE |0 100 Fa Mailbox TIFF-G3 |[N/A Momal  |No
----- Farms -
----- 50 Printers
Lﬂ Biling Codes
Cover Sheets
[ Library Documents
----- B SMS/Pager Services
----- A Hlerts & Monitors
ill]] Queves
e[| Dialing Plan
Dialing Fules
Destination Tables
4| | »
[ |5 Users 4
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18.

Configure Users — Identification

The User Edit window will appear as shown below. Select the Identification tab. The
example below shows the settings used for the compliance test at Site 1. The User ID
field is set to a descriptive name. Appropriate values should be entered or selected for
other fields.

Cutbound Auko-Prinking I Default Receive Setkings I Makification
Okher I Pager Mokification | Administrative Pager Alerts
Identification | Permnissions I Inbound Routing I Cefault outbound Settings
Uzer [D: (INE=REANESEY
[T Uze Integrated Windows MNT Security?

Select T Sccount |

IJzer Mame: I

Bazsward; I Change Pazzword

Dizgtinguished M arme; I

Group D: |EVERYONE 4

Woice Mail Subscrber 1D: I'I na

E-mail addreszz: I

SMS/Mobile Address: |

Compute Dizk Lzage | tday take several secondsz on a server with many faxes

Ok, I Cancel
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19.

Configure Users — Inbound Routing

On the Inbound Routing tab, the Routing Code field is set to the fax number of the
recipient. In the case of the compliance test, this was extension 35000 for Site 1 as

shown below. Default values may be used for all other fields.

Routing Type:
I Fax Mailbox j

File Farmat;
| TIFF (G3-1D] =]

R outing [nfo:

User Edit Eq

Cutbound Auko-Printing I Default Receive Settings I Motification
Other I Pager Motification I Administrative Pager Alerts
Identification I Permissions Inbound Routing | Defaulk outbound Setkings

Beceived Fax Routing Form:
I.-’-'-.dvanc:ed Outlaak, Farm j

[T Delete after routing?

hen routing to a Fax Mailbox, no additional information iz necessarny. If notifications
occur throvugh e-mail, the e-mail address should be specified in the Routing Info figld.

(0] 4 I Cancel
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20.

Configure Users — Outbound Settings

The Default Outbound Settings tab configures various outbound fax call settings.

Configure these settings as appropriate.

Default Fax Besolution:

Ciefault Priarity: I Mormal j

User Edit | x|

Cutbound Auto-Prinking I Default Receive Settings I Matification
Cther I Pager Matification I Bdriniskrative Pager Alerts
Identification | Permissions | Inbound Routing — Default Outbound Settings

Auto-Delete Setting: I Mewver

[ Usze Smant-Fesume?

— Cover Sheet Defaults
¥ Send Cover Sheets?

Cover Sheet Model; Cover Sheet Reszolution;

| {System Default =] |Fine (200 200)

Frivate Fax Humber:

General Fax Mumber;

General Yaice Number:

Fram Mame:
Wioice Mumber:
(] 4 I Cancel
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Verification Steps

The following steps may be used to verify the configuration:

*+  From Communication Server 1000 command line (CLI) use LD 32 to find the status of the
trunks for both SIP (Site 1) and ISDN (between Site 1 and 2) are up and in service.

*+  From Communication Server 1000 CLI use LD 96 to check the status of D-channel (DCH)
for both the SIP and ISDN configured and make sure they are active and in service with no
alarms.

* Verify that fax calls can be placed to/from OpenText RightFax server to an analog fax
machine at both Sites 1 and 2.

*  From Communication Server 1000 CLI use LD 96 to capture DCH messages and verify that
the fax calls are routed through the correct DCH and trunks.

*+  From System Manager, confirm that the Entity Link between Session Manager and the
OpenText RightFax server is in service.

Conclusion

These Application Notes describe the procedures required to configure OpenText RightFax to
interoperate with Avaya Communication Server 1000 and Avaya Aura® Session Manager. OpenText
RightFax successfully passed compliance testing.

Additional References

*  Software Input Output Reference — Administration Avaya Communication Server 1000 7.5
NN43001-611, Standard 05.13 September 2012.
*  Element Manager System Reference — Administration Avaya Communication Server 1000 7.5
NN43001-632, Standard 05.15 August 2012.
* Unified Communications Management Common Services Fundamentals Avaya
Communication Server 1000 7.5 NN43001-116, 05.17 January 2012.
* [SDN Primary Rate Interface Installation and Commissioning Avaya Communication Server
1000 7.5 NN43001-301, 05.08 February 2012.
Administering Avaya Aura® Session Manager, Doc # 03-603324, Release 6.2, July, 2012.
Administering Avaya Aura® System Manager, Release 6.2, Issue 2.0, July 2012
OpenText RightFax 10.5 Administrator’s Guide, July, 2012.
OpenText RightFax 10.5 Installation Guide, June, 2012.

» % » »

Documentation for:
Avaya products may be found at http://support.avaya.com.
RightFax products may be found at https://knowledge.opentext.com. (Valid login required)
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©2013 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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