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Abstract

These Application Notes describe the configuration steps for Aperio from Firserv to
interoperate with Avaya Aura® Communication Manager R6.3 and Avaya Aura® Application
Enablement Services R6.3. Aperio utilizes the Device Media Call Control on Avaya Aura®
Application Enablement Services to allow 3" party call control.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps to integrate Avaya Aura®
Communication Manager and Avaya Aura® Application Enablement Services with Aperio.

Aperio consists of a backend Application Server and an agent client. It is a solution for agent
desktops in an Avaya call center environment focused on voice

Aperio database contains customer and third party agency information which is available to
Aperio clients. The Aperio client allows Computer Telephony Integration to Avaya telephones
via Avaya Aura® Application Enablement Services using Device Media Call Control (DMCC).
The client can access stored information from the Aperio database using recognised phone
numbers.

2. General Test Approach and Test Results

The general test approach was to configure the Aperio client to communicate with
Communication Manager via the Application Enablement Services (Avaya AES). Two Aperio
clients were configured. Two Agents and two skills were created on Communication Manager.
See Figure 1 for a network diagram. The interoperability compliance test included both feature
functionality and serviceability tests focusing on validating successful handling of inbound
skillset/\VDN calls using Aperio Client. This was performed by calling inbound to a VDN and/or
outbound using Aperio Client to answer and make calls.

Aperio has a Client/Server relationship and Aperio server was installed on a Windows 7 laptop
running an MS SQL 2008 R2 database. Connect client software is installed on each client PC
utilised by an agent. The Aperio database contains the IP address of the AES and the Aperio
software references this when connecting to AES ensuring that each agent PC will get its
connection information to AES from a single source i.e., the database on the Aperio server.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability
testing. The feature functionality testing focused on placing and receiving calls in different call
scenarios. The tests included:

Aperio client controlling 9630 IP Deskphone.

Aperio client controlling 9611G IP Deskphone.

Agent logs on/off of the Avaya desk phones.

Internal/External calls to Aperio client.

e Agent Transfer and conference from Aperio client.

e Hold initiated by Aperio client

e Calls to Aperio client from customers with/without case files.

e Failover/Service — Tests the behaviour of Aperio Client during certain failed conditions.

2.2. Test Results

All functionality and serviceability test cases were completed successfully. The following
observations were noted.

1. Aperio does not support making agent state changes on the handset controlled by the
Aperio Client. The Ready/Not Ready events are not sent via Avaya AES to Aperio

2. Direct Agent calls cannot be made to the client when Aperio has the agent in an
Unavailable state

3. Aperio does not return an Agent to ready state even if the AUTO-IN feature is used.
Agent must be manually made available from the client. It is recommended that
MANUAL-IN is used on Communication Manager stations.

4. Aperio does not have the ability to detect that an unanswered call has been terminated
meaning a call answer pop up remains on screen. There is no adverse effect on the
functionality when this is closed.

5. Aperio only supports conferencing to existing agents administered on the system via a
drop down menu and there is no functionality to manually enter a number to add to the
conference.

3. Support

Graham Hefford

Operations Manager

Agiliti

Fiserv

Office: +44 (0)208 8333193
Mobile: +44 (0)7793 249303
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www.fiserv.com
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4. Reference Configuration

The configuration shown in Figure 1 was used during the compliance test of Aperio with Avaya
AES and Communication Manager. Aperio utilises a DMCC connection through Avaya AES to
gain call control of the Avaya Aura® Communication Manager agent sets.

AvayaAura® Communication
Ianager

Avaya Aura® Appliction
Enablement Services

96201P Deskphone

Firsery Aperia Client

Firs erv Aperio Server

9611 IP Deskphone

Firserv Aperio Client

Figure 1: Connection of Firserv Aperio with Avaya Aura® Application Enablement Services
R6.3, Avaya Aura® Communication Manager R6.3
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5. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura® Communication Manager R6.3 SP11
running on a virtual server R016x.03.0.124.0 - 22361
Avaya Aura® Application Enablement Services | R6.3 SP4
running on a virtual server Build No — 6.3.3.4.10-0
Avaya G450 Gateway 36.14.0
Avaya 9611G IP Deskphone 96x1 H323 Release 6.6.029
Avaya 9630 IP Deskphone 96xx H323 Release 3.2
Aperio for Agiliti PSO_Release 2.1 20150910
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 5 of 29
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6. Configure Avaya Aura® Communication Manager

The information provided in this section describes the configuration of Communication Manager
relevant to this solution. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 10.

The configuration illustrated in this section was performed using Communication Manager
System Administration Terminal (SAT).

6.1. Configure the Avaya Aura® Communication Manager Connection
to Avaya Aura® Application Enablement Services

The connection between Communication Manager and Avaya AES is assumed to be already in
place however the steps required to set this connection are listed in the sections below.

6.1.1. Verify System Features

Use the display system-parameters customer-options command to verify that Communication
Manager has permissions for features illustrated in these Application Notes. On Page 3, ensure
that Computer Telephony Adjunct Links? is set to y as shown below.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call ID?

A/D Grp/Sys List Dialing Start at 01?2
Answer Supervision by Call Classifier?
ARS?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

ASAI Link Core Capabilities?

ASAT Link Plus Capabilities?

Async. Transfer Mode (ATM) PNC?
Async. Transfer Mode (ATM) Trunking?
ATM WAN Spare Processor?

ATMS?

Attendant Vectoring?

Audible Message Waiting?
Authorization Codes?

CAS Branch?

CAS Main?

Change COR by FAC?

Computer Telephony Adjunct Links?
Cvg Of Calls Redirected Off-net?
DCS (Basic)?

DCS Call Coverage?

DCS with Rerouting?

KKK KNKD B BRK

Digital Loss Plan Modification?
DS1 MSP?
DS1 Echo Cancellation? y

KK B B3B8 3B BKKKKKKBIK
<K
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6.1.2. Note procr IP Address for Avaya Aura® Application Enablement
Services Connectivity

Display the procr IP address by using the command display node-names ip and noting the IP
address for the procr and Avaya AES (aes63vmpg).

display node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
SM100 10.10.40.34
aes63vmpg 10.10.40.30
default 0.0.0.0
g430 10.10.40.15
procr 10.10.40.31

6.1.3. Configure Transport Link for Avaya Aura® Application Enablement
Services Connectivity

To administer the transport link to Avaya AES use the change ip-services command. On Page 1
add an entry with the following values:

e Service Type: Should be set to AESVCS.

e Enabled: Settoy.

e Local Node: Set to the node name assigned for the procr in Section 5.1.2

e Local Port: Retain the default value of 8765.

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765

Go to Page 4 of the ip-services form and enter the following values:
e AE Services Server: Name obtained from the Avaya AES server, in this case
aes63vmpg.
e Password: Enter a password to be administered on the Avaya AES server.
e Enabled: Settoy.

Note: The password entered for Password field must match the password on the Avaya AES
server in Section 6.2. The AE Services Server should match the administered name for the
Avaya AES server, this is created as part of the AES installation, and can be obtained from the
AES server by typing uname —n at the Linux command prompt.

change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
isg aes63vmpg WL WS y idle
2:
3:
SJW; Reviewed: Solution & Interoperability Test Lab Application Notes 7 of 29
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6.1.4. Configure CTI Link for TSAPI Service

Add a CTI link using the add cti-link n command. Enter an available extension number in the
Extension field. Enter ADJ-IP in the Type field and a descriptive name in the Name field.
Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 2002
Type: ADJ-IP
COR: 1
Name: aes63vmpg

6.2. Configure routing on Avaya Aura® Communication Manager

This section shows the steps required to add a new service or skill on Communication Manager.
Services are accessed by calling a Vector Directory Number (VDN) which points to a hunt group
associated with an agent. These VDN’s are also configured on Aperio, for example, “Sales” or
“Support”. The following sections give step by step instructions on how to add or configure the
following:

e Variable.
VDN.
Vector.
Hunt Group.
Agent.

This same procedure is required for every VDN and Agent that is to be added on Aperio, the
following sections will show the required steps to add one agent 4404 and the necessary routing
for VDN 2901.
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6.2.1. Add VDN

To add a VDN, type add vdn x, where x is your VDN number. Enter a suitable name for
example the VDN 2901 below will be used exclusively for calls to support.

add vdn 2901 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 2901
Name*: Support Voice
Destination: Vector Number 2901
Attendant Vectoring? n
Meet-me Conferencing? n
Allow VDN Override? n

COR: 1
TN*: 1
Measured: both
Acceptable Service Level (sec): 20

VDN of Origin Annc. Extension*:
1st Skill*:
2nd Skill*:
3rd Skill*:

* Follows VDN Override Rules

6.2.2. Add Vector

Use change vector x where X is the vector number to edit the vector entered in Section 6.2.1.
The example below shows the call queuing to skill 1 (queue-to skill 1).

change vector 2901 Page 1 of 6
CALL VECTOR

Number: 2901 Name: Support Voice

Multimedia? n Attendant Vectoring? n Meet-me Conf? n Lock? n
Basic? y EAS? vy G3V4 Enhanced? y ANI/II-Digits? y ASATI Routing? y

Prompting? y LAI? y G3V4 Adv Route? y CINFO? y BSR? y Holidays? y

Variables? y 3.0 Enhanced? y

01 wait-time 2 secs hearing ringback

02 queue-to skill 1 prim

03 wait-time 20 secs hearing ringback

04 disconnect after announcement none

08

09

10

11

12

6.2.3. Add Hunt Group

To add a new skillset or hunt group type, add hunt-group x where x is the new hunt group
number. For example the hunt group 1 is added for the Support_Voice skill. Ensure that ACD,
Queue and Vector are all set to y. Also that Group Type is set to ucd-mia.
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add hunt-group 1 Page 1 of 4
HUNT GROUP
Group Number: 1 ACD? y
Group Name: Support Voice Queue? y
Group Extension: 1901 Vector? y
Group Type: ucd-mia
TN: 1
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n
ISDN/SIP Caller Display:
Queue Limit: unlimited
Calls Warning Threshold: Port:
Time Warning Threshold: Port:
On Page 2 ensure that Skill is set to y as shown below.
add hunt-group 1 Page 2 of 4
HUNT GROUP
Skill? y Expected Call Handling Time (sec): 180
AAS? n Service Level Target (% in sec): 80 in 20
Measured: both

Supervisor Extension:

Controlling Adjunct:

VuStats Objective:

Multiple Call Handling:

Timed ACW Interval (sec):

none

none

After Xfer or Held Call Drops? n

SJW; Reviewed:
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6.2.4. Add Agent

To add a new agent type add agent-loginID x, where x is the login id for the new agent. Enter a
suitable password for Password as this will be used to log the agent into the phone sets.

add agent-loginID 4404 Page 1 of 3
AGENT LOGINID

Login ID: 4404 AAS? n
Name: Paul AUDIX? n
TN: 1 Check skill TNs to match agent TN? n
COR: 1
Coverage Path: LWC Reception: spe
Security Code: LWC Log External Calls? n

AUDIX Name for Messaging:

LoginID for ISDN/SIP Display? n

Password:

Password (enter again):
Auto Answer: station
MIA Across Skills: system
ACW Agent Considered Idle: system
Aux Work Reason Code Type: system
Logout Reason Code Type: system
Maximum time agent in ACW before logout (sec): system

Forced Agent Logout Time: :
WARNING: Agent must log in again before changes take effect

On Page 2 add the required skills. Note that the skill 1 is added to this agent so that when a call
to the VDN added in Section 6.2.1 is initiated, the call is routed correctly to this agent.

add agent-loginID 4404 Page 2 of 3
AGENT LOGINID
Direct Agent Skill: Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL SN RL SL SN RL SL
1: 1 1 16: 31: 46:
2: 17: 32: 47 :
3: 18: 33: 48:
4: 19: 34: 49:
5: 20: 35¢ 50:
6: 21: 36: 51:
7: 22: 37: 52:
8: 23: 38: 53:
9: 24: 39: 54:
10: 25: 40: 55:
11: 26: 41: 56:
12: 27: 42: 57:
13: 28: 43: 58:
14: 29: 44: 59:
15: 30: 45: 60:
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7. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Avaya AES. The procedures fall into the
following areas:
e Verify Licensing.
e Create Switch Connection.
Administer TSAPI link.
Enable DMCC Ports.
Create CTI User.
Associate Devices with CTI1 User.

7.1. Verify Licensing

To access the Avaya AES Management Console, enter https://<ip-addr> as the URL in an
Internet browser, where <ip-addr> is the IP address of Avaya AES. At the login screen
displayed, log in with the appropriate credentials and then select the Login button.

AVAYA Application Enablement Services

Management Console

Please login here:
Username

Password

© Copyright © 2009-2012 Avaya Inc. All Rights Reserved.
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The Application Enablement Services Management Console appears displaying the Welcome to
OAM screen (not shown). Select AE Services and verify that the TSAPI Service is licensed by
ensuring that TSAPI Service is in the list of Services and that the License Mode is showing

NORMAL MODE. If not, contact an Avaya support representative to acquire the proper license
for your solution.

AVAyA Application Enablement Services

Management Console

CVLAN AL Services
oLe
. IMEORTANT) AT Services murt be restamad for ssmmistratye cranges to fully teks affec
OMace Shanpas t5 the Sezurity Databsse 2o net requees o restant
SME
= L seriee ] stehe ] state ] Ucemettede | Cenet
L2341 Urs Matage N4 Aunng Kis na
SVLAN Service OMLINE nng NOSMAL NODE WA
UG Sevien oerLine Rurnng NA n
CMLINE Wy NORML - Wi
wINE ng ORI, € ] Wa
ST X np N/A "
A3 04 BLAM pev e Desae Lse Statys and Control
20 reorw Salan pRane SCuae Sobr Sw Causk poa T ees e ot o gu bs bl poge

7.2. Create Switch Connection

From the Avaya AES Management Console navigate to Communication Manager Interface >
Switch Connections to set up a switch connection. Enter a name for the Switch Connection to
be added and click the Add Connection button.

AVAyA Application Enablement Services

Management Console

Commmame atyom Manager Inderface | Swilch Connodtions

Swirch Cennections

CAAYIMSS Ad2 Corracho

| Comection tame | Procemsor Etbernet | g Puriod | Mamber o Active Cnnections

E2iz Cannmcnion | | £t PEICLAN Ps || Ede M222 Gateneapar | [ Delete Comemen | [ Survivatite Meraeery |
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In the resulting screen enter the Switch Password; the Switch Password must be the same as that
entered into Communication Manager AE Services Administration screen via the change ip-
services command, described in Section 6.1.3. Default values may be accepted for the remaining

fields. Click Apply to save changes.

Application Enabl t Servi
AVAYA ppucin Eblemens Suvioas

P | Help | Logaut

WAt Manayer Isterdacs | Swilch Connections

From the Switch Connections screen, select the radio button for the recently added switch
connection and select the Edit PE/CLAN IPs button (not shown). In the resulting screen, enter
the IP address of the procr as shown in Section 6.1.2 that will be used for the Avaya AES

connection and select the Add/Edit Name or IP button.

AVAyA Application Enablement Services
Matiagement Console

Ut wlsen Manager Inberfnce | Swich Connottwns

Edit Processce Ethurost . CMElvmpg

14 of 29
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7.3. Administer TSAPI link
From the Application Enablement Services Management Console, select AE Services - TSAPI
- TSAPI Links. Select Add Link button as shown in the screen below.

AVAyA Application Enablement Services e ] 19,36113 3011 from 18,103
Management Console arver ¢ o T JRNXEY

AE Services | TSAPI | TSAPI Link Home | Help | Logout

¥ AE Services

CVLAN TSAPI Links
LG [ ok | switch connection | swichcTilink s | AsAtunk version | Security |

oMee = - -
[ Add Lnk ﬂ [Edit Lk | [ Delete Link |
SMS
TSAP]
TSAP] Link

» TSAPI Properes

F Communication Manager
Interface

On the Add TSAPI Links screen (or the Edit TSAPI Links screen to edit a previously
configured TSAPI Link as shown below), enter the following values:

e Link: Use the drop-down list to select an unused link number.
Switch Connection: Choose the switch connection CM63VMPG, which has already
been configured in Section 7.2 from the drop-down list.
Switch CTI1 Link Number: Corresponding CTI link number configured in Section 5.1.4
which is 1.
e ASAI Link Version: This can be left at the default value of 5.
e Security: This can be left at the default value of both.

Once completed, select Apply Changes.

AVAYA Application Enablement Services
Management Console

Haome | Molp | Logoat

AL Services | TSAFL | TSAR] Links

15 of 29

SJW; Reviewed: Solution & Interoperability Test Lab Application Notes
Aperio_AES63

SPOC 11/30/2015 ©2015 Avaya Inc. All Rights Reserved.



Another screen appears for confirmation of the changes made. Choose Apply.

AVAyA Application Enablement Services

Management Console

AE Services | TSAPI | TSAPI Link Home | Help | Logout
cVLAN Apply Changes to Link
oG Warning! Ass you sure you wanrt 10 apply the changes?
. These changes can only take effect when the TSAPL server restarts

DMCC Plaase use the Maintenance -> Service Controller page to restart the TSAPL servar

SMS ——]——
L ooply | || Canest |

ISani

TSAPE Links

» TSAP] Propartiss

, Communication Manager
Interface

When the TSAPI Link is completed, it should resemble the screen below.

AVAYA Application Enablement Services

Management Console

AL Services | TSAPT | TSAPL Links

CVLAN TSAPI Lisks

SwitCh Comaeston Switch CTT Link @ ASAT Lk Version

The TSAPI Service must be restarted to effect the changes made in this section. From the
Management Console menu, navigate to Maintenance - Service Controller. On the Service
Controller screen, tick the TSAPI Service and select Restart Service.

E1G | Uzapr oraft
AVAyA Application Enablement Services hu Deo 16 19:28113 2011 from 10.10.16.62
Management Consolae e TURMEEY

Sary Y
SW Version) rea-1-1-30-0

Maintenance | Service Controllar Home | Help | Lagout

F AE Serwices

Communication Manager

¥ Intarface Service Controller

F Licensing | Swervice _____|Controller Status]
* Mailntenance ™ A=AT Link Managar RuUnning
" » -
Date Time/MNTRE Seryer I pmce service LLLILL]
Securlty Databass I CyLan Sarvics RuUnning
. 7 bLG Service Running
Service Controller
I Transport Laysr Service Running
ServarData | [=F .
W| TSAP]l Sarvies I-\'.|.|||||||||,||

F Metworking
» Sacurlty For status on actusl services, plesss use Status and Control

F Status start | stop | Restart Service | Restart AE Server | RestartLinux | Restart web Server |
F User Managemant
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7.4. Enable DMCC Ports

To ensure that DMCC ports are enabled, navigate to Networking = Ports. In the section
DMCC Server Ports, ensure that the Unencrypted Port is set to Enabled as shown below.

" Interface
High Availability

} Licensing
» Maintenance

~ Networking

AE Service IP (Local IP)
Network Configure

I Ports

TCP Settings
» Security
» Status

» Wtilities

» Help

¢ User Management

CVLAN Parts Enabled Disabled
Unencrypted TCP Port EEEE] (O]
crepred T o ®0

DLG Port TCP Port 5678

TSAPI Ports Enabled Disabled
TSAPI Service Port 450 ® O
Local TLIMK Ports
TCP Part Min 1024
TCP Port Max 1039
Unencrypted TLINK Ports
TCP Part Min
TCP Port Max
Encrypted TLINK Ports
TCP Part Min
TCP Port Max

DMCC Server Parts

Enabled Disabled

Unencrypted Port (S )]

Encryptad Port (OS]

TR/87 Port ® O
H.223 Ports

TCP Paort Min

TCP Port Max

Local UDP Port Min

Lacal UDP Port Max

Server Madia

RTF Local UDP Part Min®

RTP Local UDP Port Max™

£ |[ & w [ |[ra][ra =] [&] [& [ [
w || o Blla||&]lS U I [ e ollo ol
w || & wllallw|la pa| 3| [ @ || @ @ ||
w || o wlla||lw|la wl [raf (= = [LRIR=]
w || olla||le|la

Enabled Disabled

® O

* Mote: The number of RTP ports needs to be double the number of extanszions using sarver media.
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7.5. Create CTI User

A User ID and password needs to be configured for the Aperio server to communicate as a
TSAPI client with the Avaya AES server. Navigate to the User Management - User Admin
screen then choose the Add User option.

AVAyA Application Enablement Services

Management Console

User Management | User Admin

» AE Services

Communication Manager User Admin
Interface

» Licensing . . . . . . .
User Admin provides you with the fallowing aptions for managing AE Services users:

Maintenance
»

FrTEETer Fassword
* List All Users
» Security * Modify Default User
* Search Users

» MNetworking

» Status

¥ User Management

Service Admin

User Admin

s Add User

= Change User Password
= List all Users

= Modify Default Users

= Search Users

» Utilities
» Help
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In the Add User screen shown below, enter the following values:
e User Id - This will be used by the Aperio Server to connect to Avaya AES.
e Common Name and Surname - Descriptive names need to be entered.
e User Password and Confirm Password - This will again be used by the Aperio Server.
e CT User - Select Yes from the drop-down menu.

AVAYA Application Enablement Services

Management Console

User Managemesd | Usar Admes | Last Al Users

+ AE Services
’ Communscation Manager
Intertace

+ Licensing

+ Maintenance
+ Networking
+ Security

+ Status

* User Management

Avays Lole None
Sarvice Acmin
HSumnass Catupory

Car Lcans

oM rome
hanQe User Pasen
Caa Home
A Users ———————
s Modfy Default Usars CT User Yes ¥

Complete the process by choosing Apply at the bottom of the screen.

—m o n:::-‘g YJ
Business Category

Service Admin

Car Licanse

CH oy
Css Hoome
= Change User Password
[ T User Yes v ]
« List AN Vsers
« Moddy Default Users Desartrmant lisiter
* Search Users Duplay Name

+ Utilities Empleyes thumber

» Help Emploves Type
Enterpriss Mande
Govan Nasne
Homa Fhone
ticove Postal Address |
Tntals
Labwelec UMY
Mai
MM Home
Mobie
Organization
Pagar
Prafarred Lasguage | English
Room Number {

Telephone Number

Cancr Grange |

The next screen will show a message indicating that the user was created successfully (not
shown).
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8. Configure Aperio

8.1. Configure telephony server

Run Portrait management console and create a new telephony server whose name is the server
name of the Avaya AES.

E= PSOMAIN - [Console Root' Portrait System C

liy Fil=  Ackion iew Favorkes ‘Window  He

e[ HmE|HE
[_1 Consale Root
= Portrait System Configuration
= Bl Portrait via ServiceHost on LOE
Al Servers
&l Prinkers
Automatic Task Service erv
Conkact Centre Channel Enz
@ Process Serwvers
Resume Service Servers
@ Simplex Servers
= Telephony Servers
= LY Lonarsez
k| Telephony Settings
@ ‘Web Channel Enablers

Marne

The Properties of Telephony Settings should be set as below

Telephony Server I

— Port settings

Part number |4721

— Elueue range

Hueues: |=1

Enter Queus numbers and/or ranges separated by commas
Far exarnple, 8007 8003-8005,8003

— DN range
DM's: |=c

Enter DM walues and/or ranges separated by commaz
For example, 600610-620 650

— Application
These settings are for the gerver 'LOM47592"

0k I Cancel | Lpply |

Note: If the Portrait MMC does not resolve the server name (or IP address) being added as the
telephony server it will refuse to allow the server to be added.
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8.1.1. Manually Add Telephony Server

Create a telephony server whose name is the name of the local server and set up all other settings
as above. Go to the Aperio database and update the relevant tables directly in order to add the
Avaya AES server as a new telephony server. The following script will create and update the
necessary tables, and should be modified beforehand so that the names of the new and
configured telephony server are correctly set as indicated by the comments in the script.

2

Updste telephany s
aver_detalks sqgl

8.2. Configure Aperio Administrator

Configure the AE Services User ID, AE Services Password and Switch name into Aperio
Administrator. Use the user and Switch created in Section 7

_iglx
-Enmmunicatnrl Jacadaa’Xll DocPIusl Nautilu3| W55 | GWSA' Genesys CME  Awapa | 1 I 'I

Awvapa AE Services Configuration

AE Services User D Iaperio Switch name ICM1 623
AE Services Password Iaperio1 23

r—Dialler configuration

Dialler Hozt || Part I

Folder location for dialler update file I
Timeout for incomplete applications I

Dizplay telephony options screen -

fiserv. Arpl o
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8.3. Configure Agent in Agent Manager

Each agent will need to be configured in Agent Manager with Extension number, Telephony
ID and Telephony queue.

Telephone number 02088333003

Extension number 8230004

Auto Answer ||

Telephony 1D 8231004

Telephony log-on status Logged out

Telephony password
Telephony queue 1
Auto dialler user ID

Auto dialler password

Entries in the above dialogue should be set as follows.

Extension number The extension of the phone used by the agent.

Telephony ID The agent ID as configured in CM for the
agent.

Telephony password The password for the agent ID as configured in
CM.

Telephony queue The hunt group number that the agent will log
on to as configured in CM.

8.4. Configure Teams in Agent Manager
In Agent Manager configure the telephony details for individual teams.

Telephony details

Telephone number 8234050

The telephone number for the team should be set to the VDN associated with the hunt group as
defined in Section 6.2.1.
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9. Verification Steps

This section provides the steps that can be taken to verify correct configuration of the Avaya
solution and Aperio server.

9.1. Verify Avaya Aura® Communication Manager CTI Service State

The following steps can validate that the communication between Communication Manager and
Avaya AES is functioning correctly. Check the AESVCS link status by using the command
status aesvcs cti-link. Verify the Service State of the CTI link is established.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no aes63vmpg established 18 18

9.2. Verify TSAPI Link

On the Avaya AES Management Console verify the status of the TSAPI link by selecting Status
- Status and Control = TSAPI Service Summary to display the TSAPI Link Details screen.
Verify the status of the TSAPI link by checking that the Status is Talking and the State is
Online.

AVAYA Application Enablement Services

Management Consoke

Status | Stutus wnd Control | TSAPI Service Sunumary
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9.3. Aperio connection
Start Aperio client and enter Agent name and Password as configured in Agent Manager. Note,
this is the user 1D and password for Communicator / Signature. Press OK to validate Agent

Name and Password.
Aperio

Log on

Agent name woodia

Password == | eesssssss

Choose a role and branch for the agent and ensure that the “Telephony enabled” checkbox is

ticked. Press OK
Aperio

Role selection

Role ITBam Manager Customer (ﬂ

Branch selection

Branch MeBank |
Telephnn‘,r enabled
[ o]
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The agent desktop will be displayed. The telephony bar at the bottom of the screen will show the
initial status of telephony. System status will be Available and Agent status will be Logged on
and unavailable.

@,,, el Y " Abriih [T Vo Wirens

Peisiace | Panmad dowestime Forthoomiag evant
Cruwtn tanh
iy e
Mdmithy i u i

By

Caniteves
g I »
e
locms »
Logatt
Wde rarasr
Ve gener 3t
Cnange

e Panunal Mgt indeonasan ;

FrAtaen SMA4 Anaibes £ swmiven LOQReE 4 el 4 hawasnt i B  couwa  wsen

ok

Cult A w [ R B e

Tou 8280910 -
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10. Conclusion

These Application Notes describe the configuration steps required for Fiserv Aperio to
successfully interoperate with Avaya Aura® Avaya Aura® Communication Manager R6.3 and
Avaya Aura® Application Enablement Services R6.3. All feature functionality and serviceability
test cases were completed successfully with observations noted in Section 2.2.

11. Additional References

This section references the Avaya and Fiserv product documentation that are relevant to these
Application Notes.

Product documentation for Avaya products may be found at http://support.avaya.com
[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509.
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document 1D 555-245-205.
[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide
Release 6.3.

Technical documentation can be obtained for fiserv Aperio by contacting Fiserv and / or
consulting the following Portrait base documents.

[1] Integrating telephony, Edition 7.1.

[2] New Feature Overview, Edition 1.0.

[3] Telephony Client Integration Developers Guide, Edition 1.0.
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Appendix

Avaya 9608 H323 Deskphone
This is a printout of the Avaya 9608 H323 Deskphone used during compliance testing.

display station 2016 Page 1 of 5
STATION
Extension: 2016 Lock Messages? n BCC: M
Type: 9608 Security Code: * TN: 1
Port: S00102 Coverage Path 1: COR: 1
Name: CCT Agent2 Coverage Path 2: COos: 1
Hunt-to Station: Tests? y
STATION OPTIONS
Location: Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 2016
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? y
Short/Prefixed Registration Allowed: default

Customizable Labels? y

Page 2

display station 2016 Page 2 of 5
STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any Idle Appearance? n
LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference?
n
n
s

n
Per Button Ring Control? Bridged Idle Line Preference? n
Bridged Call Alerting? Restrict Last Appearance? y
Active Station Ringing: single

EMU Login Allowed? n

H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed EC500 State: disabled
Multimedia Mode: enhanced Audible Message Waiting? n
MWI Served User Type: Display Client Redirection? n
AUDIX Name: Select Last Used Appearance? n
Coverage After Forwarding? s

Multimedia Early Answer? n
Remote Softphone Emergency Calls: as-on-local Direct IP-IP Audio Connections? y
Emergency Location Ext: 2016 Always Use? n IP Audio Hairpinning? n
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Page 3

display station 2016 Page 3 of 5
STATION
Conf/Trans on Primary Appearance? n
Bridged Appearance Origination Restriction? n Offline Call Logging? y
Require Mutual Authentication if TLS? n
Call Appearance Display Format: disp-param-default
IP Phone Group ID:
Enhanced Callr-Info Display for 1-Line Phones? n
ENHANCED CALL FORWARDING
Forwarded Destination Active
Unconditional For Internal Calls To: n
External Calls To: n
Busy For Internal Calls To: n
External Calls To: n
No Reply For Internal Calls To: n
External Calls To: n
SAC/CF Override: n
Page 4
display station 2016 Page 4 of 5
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: O
Building: Set Color:
ABBREVIATED DIALING
Listl: List2: List3:
BUTTON ASSIGNMENTS
1: call-appr 5: ec500 Timer? n
2: call-appr 6: extnd-call
3: call-appr 7:
4: call-park 8:
voice-mail
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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