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Abstract

These Application Notes describe the procedure for configuring the AudioCodesMediai
and Mediant 800 Multi Service Business Gateways with Avaya Aura® Session Manag
Avaya Aura® Communication Manager.

The AulioCodes Multi Service Business Gateways serve several functions, primar
branch locationdrirst, as a bridge, offering connectivity betswn legacy analog endpoirdisa
branch location and a VolP infrastructuretta Enterprise Corasing the Se&sn Initiation
Protocol (SIP). Second, as a Stand Alone Survivable media gateway providing PSTN
for SIP endpoints when connectivity to the Enterprise Core is lost.

Information in these Application Notes has been obtained through DevConnectacw®a
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure for configuring the AudioCodesMEadnand
Mediant 800Multi Service Business Gatewaygith Avaya Aura® Session Manager and Avaya
Aura® Communication Manager.

The AudioCodesMediant Multi Service Business Gateways serve several functions, primarily for
branch locations. Both gateways tilveere tested had 4 FXS (analog endpoint) ports and 4 FXO
(POTS trunk) ports, the Mediant 1000 series can be expanded by adding additional modules. Using
these ports, PSTN trunks were configured allowing the gateway to connect calls to and from external
paties. During normal conditions, calls to the analog trunk were routed to Session Manager as SIP
messages, and Session Manager used routing rules to determine where to route Analogll.
endpoints were connected to FXS ports and the gateways acte8IBspaoxy to register these
endpoints with Session Managenabling the analog endpoints to make and receive calls through
Session Manager and the Enterprise Core

As a Stand Alone Survivable media gateway, the gateways provided PSTN acaasaldgand

SIP endpoints when connectivity to the Enterprise Core was lost. The SIP endyiirtately
registered to Session Manager and the local gat®iagn the phones detected the loss of
connectivity with Session Manageihey performed a soft reset enalg them to use the Audio
Codes gateway as a SIP proxy. The soft reset generally occurred within a minute of loss of WAN,
and the reset would also initiatdena user attemptlto initiate a call while WAN connectivitwas

out of service Upon restoratiorof the WAN, all phones restablished communications and used
Session Manager for call processing, typically within a minute of the link being restored.

In this tested Centralized Trunk configuration, while WAN connectivity to the Enterprise Core was
in service, all calls were routed by Session Manager. Calls outside of the Enterprisél.823p

DCP or Analog devices connected to Communication Manager,thseghteway functionality of

the Communication Manager servers in Brgerprise ©re.An altemate configuration is separately
described inApplication Notes for Configuring the AudioCodesMediant 1000 and Mediant 800
Multi Service Business Gateways with Avaya Aura® Session Manager and Avaya Aura®
Communication Manager in a Distributed Trunk Confegion.

2. General Test Approach and Test Results

The general test approach was to make calls to/from the telephones at the branch site using various
codec settings and exercising common PBX features.

2.1. Interoperability Compliance Testing

Thetesting incluled the analog telephones, and Avaya SIP telephones. The calls were made to/from
Enterprise users located in each branch as well as in the central Enterprise Core location, to and from
the PSTN and within the branch site. The same test cases, wheralapplieere repeated with a

simulated data WAN outage using the local analog trunks to access the PSTN.
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2.2. Test Results

The AudioCodesMediant 1000 and Mediant 800 Multi Service Business Gateways successfully
passed compliance testing. The following featwed functionality were verified usimgthan
analog endpoirdis well as a variety of Avaya SIP endpointeen the data WAN was available.

> > D >

A

Calls to/fromendpoints registered the Enterprise Core

Calls to/from the PSTNia the Enterprise Core

Intra-branch calls

G.711mu, G.722 and G.729AB codec support

Proper recognition of DTMF transmissions

Local device support for Hold, Transfer, and Call Waifjog analog phones)

Call Forwarding provided by Avaya Communication Manager.

Conferencing

Extended telephty features using Avaya Communication Manager Feature Name
Extensions such as Conference On Answer, Call Park, Call Pickup, Automatic Redial and
Send All Calls.

Proper system recovery after a restart

The following features and functionality were verifiehen a simulated data WAN failure was
introduced.

A

Automaticroutingto the POTS line to complete calls to teterprise Corencluding
voicemail,andthe PSTN using full 11 digit dialing. Incoming calls to the branare
limited to the single POTS mber assigned to the branch.

A Intrarbranch callgi.e. calls to the POTS lines to each respective branch)
A Local device support for Hold, Transf&onferenceand Call Waiting
A Survivability of active calls (requires shuffling)

2.3. Support

For technical supportontact AudioCodes via the support linkaatw.audiocodes.com
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3. Reference Configuration

The lab test environment used the AudioCodesMediant 1000 and Mediant 800 Multi Service

Business Gatewaywlution testingis shown inFigure 1. This test bed includeithe following
components:

e Brancles

A AudioCodes Multi Service Business Gatewayswith analog FXS stations and

analog FXO PSTN trunks

A 9600 and 96x1 SIP phones
¢ Headquarters/Datacenter

A Avaya Aura® Communication Manag

A Avaya Aura® Session Manager

A Avaya G450 Media Gateway

A HTTP Phone Configuration Server (not shown)
e PSTN

A Simulated lab PSTN analog trunks used.

TCP/IP & SIP
Analog

Avaya Aura® System Manager
Avaya Aura” Session Manager

Headquarters
Avaya Aura” Communication Manager
Avaya Aura® Communication Manager Messaging
Avaya S8300 Server
Avaya G450 Media Gateway

PSTN Enterprise LAN/WAN

Avaya Baystack 5520-24-PWR

Avaya Baystack 5520-24-PWR

BB

Avaya 96x1 Series SIP Telephones
(Registered to Session Manager)

BB

Avaya 9600 Series SIP Telephones
(Registered to Session Manager)

Figure 1: AudioCodes Multi Service Business Gatewaybest Configuration
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4. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration provided:

Equipment Software/Firmware
Avaya S8300 with G450 Media Gateway | AvayaAura® Communication Manage
6.0.1SP3(R016x.00.1.510.119009

Avaya Aura® System Maager 6.1.0.0.7345.1.5.106
AvayaAura® Session Manager 6.13.0.613006
Avaya96x1 SeriedP Telephones SIP versior6.0.1

e 9611G39621G/9641G
Avaya9600Series IHelephons SIP versior2.6.4

e 9620/9630
Analog Telephones -

WindowsServer Windows2003
(HTTP Server fophone settings files)

AudioCode#lediant 1000B 6.20A.032.002
AudioCodesMediant 800 6.20A.032.002

®elX] el ITIleefl T I T lee[ T I I »

® L T1T el T11le hw vl

Figure 2: AudioCodedMediant 800 Multi Service Business Gateway
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5. Configure Avaya Aura® Communication Manager
Theconfigurationbetween Avaya#ura® Communication Manager and Avagara® Session
Managemwasvia a SIP trunk group. This configuration was in place prior to this test, and followed
standard configuration. Full gels of this part of the configuration are not relevant to the tested
solution. Only those particular configuration settings that are helpful to understanding the tested
solution are provided, primarily relating to call routing.

5.1. Configuration Details for Communication Manager

The following configuration of Communication Manager was performed using the System Access
Terminal (SAT). After the completion of the configuration in this section, perfaave
translation command to make the changes permanent.

The changes made were:

Configure IP Network Regions

Configure IP Codecs

Configure Signaling Group for Session Manager

Configure SIP Trunks for Session Manager

Configure Numbering Format for SIP Calls to Session Manager
Create a route pattern that wiBaithe SIP trunk to Session Manager
Map Incoming DID Numbers to Internal Route Points

Configure the Phone Settings File
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Step Description

1. | Configure IP Network Regions
Use thechange ipnhetwork-regionn command, whera is the number of the region t
be changed, to define the connectivity settings for all VoIP resources and IP end
within the region. In the case of the compliance test, the same IP network regior
contains the S8300 Media Server and IP Telephones was selected to contain the
Session Manageserver. By default, the Media Server and IP telephones are in IP
Network Region 1.
On thelP Network Region form:

A TheAuthoritative Domain field is configured to match the domain name
configured orSession Managerin this configurationthe domain name is
avayacom This name wil | appear in {
originating from this IP region.

By default,IP-IP Direct Audio (shuffling) is enabled to allow audio traffic to
be sent directly between IP endpoints without usieglimresources in the
G450 Media Gateway. This is true for both intesgion and interegion IRIP
Direct Audio. Shuffling can be restricted at the trunk level orSigaaling
Group form.
TheCodec Seis set to the number of the IP codec set to bd fmecalls
within this IP network region. If different IP network regions are used for t
Avaya S8300 Media Server and tBession Manageserver, then Page 3 of
eachlP Network Regionform must be used to specify the codec set for-int¢
~ region communiations.
A The default values can be used for all other fields.
changeip - network -region 1 Page 1of 20
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain:avaya.com
Name:
MEDIA PARAMHEHERS Intra -regionIP - IP Direct Audio: yes
Codec Set: 1 Inter -region IP - IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5  AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery?y
Idle Traffic Interval (sec): 20
Keep- Alive Interval (sec): 5
Keep- Alive Count: 5
RAB; Reviewed: Solution & Interoperability Test Lab Application Note: 7 0f53
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Step Description
2. | Configure IP Codecs
Use thechange ipcodecsetn command, whera is the codec set value specified in
Step1, to enter the supported audio codecs for callembtaSession Manager
Multiple codecs can be listed in priority order to allow the codec to be negotiated
during call establishment. The list should include the codecs the enterprise wish
support within the normal traetdf of bandwidth versus vogcquality. The example
below shows the values used in the compliance test.
changeip - codec - set1 Page 1lof 2
IP Codec Set
Codec Set: 1
Audio Silence  Frames Packet
Codec Suppression PerPkt Size(ms)
1:G.722.1 -32K 1 20
2: G.711MU n 2 20
3:G.729 n 2 20
RAB; Reviewed: Solution & Interoperability Test Lab Application Note: 8 of 53
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Step

Description

Configure Signaling Group for Session Manager
Use theadd signaling grougn command, whera is the number of an unused
signaling group, to creatbe SIPsignaling grougas follows:

A

A
A

>\

Set theGroup Type field to sip.

TheTransport Method field will default totls (Transport Layer Security).
SetPeer Detection Enabled?oySpecify the S8300 Media Server (node nan
procr) and theSession Manag€nodenameAuraSM) as the two ends of the
signaling group in th&lear-end Node Nameand theFar-end Node Name
fields, respectively. These field values are taken frontRld¢ode Names
form (not shown)

Ensure that the TLS port value®d61is configured in te Near-
endListenPort and theFar-endListenPort fields.

In theFar-end Network Regionfield, enter the IP network region value
assigned in th&® Network Regionform in Step 3 This defines which IP
network region contains tigession Managerlf the Far-end Network Region
field is different from the neagnd network region, the preferred codec will b
selected from the IP codec set assigned for theiatgon connectivity for the
pair of network regions.

Enter the domain name 8kssion Managen theFar-end Domainfield. In
this configuration, the domain nameasgayacom This domain is specified in
the Uniform Resource I dentifier (
message.

TheDirect IP-IP Audio Connectionsfield is set toy.

TheDTMF over IP field must be set to the default valuerg-payloador a
SIP trunk This value enables Avaya Communication Manager to send DT
transmissions using RFC 2833.

The default values for the other fields may be used.

add signaling - group 30 Page 1lof 1

Group Number: 30 Group Type: sip
IMS Enabled? n  Transport Method: tls
Q SIP?n SIP Enabled LSP? n
IP Video? y Priority Video? n  Enforce SIPS URI for SRTP? y
Peer Detection Enabled? y Peer Server: SM

Near - end Node Name: procr Far - end Node Name: AuraSM
Near - end Listen Po  rt: 5061 Far - end Listen Port: 5061
Far - end Domain: avaya.com
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payloadDirect IP - IP Audio Connections? y

Session Establishment Timer(min): 3 IP Audio Hairpinning? n

H.323 Stat  ion Outgoing Direct Media?n Alternate Route Timer(sec): 6

SIGNALING GROUP

Far - end Network Region: 1

Bypass If IP Threshold Exceeded? n

Enable Layer 3 Test? y Initial IP - IP Direct Media? n
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Step

Description

4. | Config
Add a

> >

>\

number of an unused trunk group. For the compliance test, trunk group ri0wiees
chosen.

On Page 1, set the fields to the follog values:

ure SIP Trunks for Session Manager
SIP trunk group by using thdd trunk -groupn command, whera is the

Set theGroup Type field to sip.

Choose a descriptivdroup Name.

Specify an available trunk access co@iAC) that is consistent with the
existing dial plan.

Set theService Typefield to tie.

Specify the signaling group associated witls tihunk group in th&ignaling
Group field as previously specified iBtep 3

Specify theNumber of Memberssupported by this SIP trunk grougach SIP
call between two SIP endpoints (whether internal or external) requires twg
trunks for the durationf the call. Thus, a call from a SIP telephone to anot
SIP telephone will use two SIP trunks. A call between aSiéhtelephone an
a SIP telephone will only use one trunk. In this solution, each analog end
at the branch counts as a SIP telegho

A The default values may be retained for the other fields.
change trunk - group 30 Page 1of 22
TRUNK GROUP
Group Number: 30 Group Type: sip CDR Reports: n
Group Name: AuraSM COR: 1 TN: 1 TAC: *030
Direction: two - way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Signaling Group: 30

Member Assignment Method: auto

Number of Members: 23
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Step

Description

Configure SIP Trunks for Session Manager (continued)
A Verify the Numbering Format field is set taunk-pvt This field specifies the
format of the calling party maber sent to the faend.
A The default values may be retained for the other fields.

change trunk - group 30 Page 3of 22
TRUNK FEATURES

ACA Assignment?n Measured: none

Maintenance Tests?y

Numbering Format: unk - pvt
UUI Treatment: shared
Maximum Size of UUI Contents: 128
Replace Restricted Numbers? n
Replace Unavailable Numbers? n
Modify Tandem Calling Number: no
Send UCID? y

Show ANSWERED BY on Display? y

Configure Numbering Format for SIP Calls to Session Manager

Use thechangeprivate -unknown-numberingé command to define the full calling
partty number to be sent to thefand. Add an entry for the trunk group defined in
Step 4 In the example shown below, all calls originating froddigit extension
beginning with60 and routed across trunk groBP will be sent as 4 digit calling
numbe. This calling party number will be senttothedan d i n t he S
header.

change private - numbering 6 Page 1lof 2
NUMBERING- PRIVATE FORMAT

Ext ExtTrk Private Total

Len Code Grp(s) Prefix Le n

4 60 30 4 Total Administered: 2
5 45000 30 5 Maximum Entries: 540
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Step Description
6. | Create a route pattern that will use the SIP trunk toSession Manager
To create a route pattern, use thange routepattern n command, whren is the
number of an unused route pattern. Enter a descriptive name fatteen Name
field. Set theGrp No field to the trunk group number created for the SIP trunk. S¢
the Facility Restriction LeveHRL) field to a level that allows accessthis trunk for
all users that require it. The value@ the least restrictive level. The default valug
may be retained for all other fields.
change route - pattern 30 Page 1of 3
Pattern Number: 30 Pattern Name: AuraSM
SCCAN?n  Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
NoMrkLmt List Del Digits QSIG
Dgtsintw
1: 30 0 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA - TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4W Request Dgts Format
Subaddress
1:yyyyyn n rest levO - pvt none
2:yyyyyn n rest n one
3:yyyyyn n rest none
4:yyyyyn n rest none
5:yyyyyn n rest none
6:yyyyyn n rest none
7. | Map Incoming DID Numbers to Internal Route Points
To map a DID number tostation at the main or branch office, used¢hange ine
call-handling-trmttrunk -group n command, whera is the trunk group number
connectd to the PSTN from the Avaya 8@ Media Gateway. The compliance test
used trunk group 2 to connect to the PSTNisTrunk group configuration is not
shown in these Application Notes. The example below sHiauwsncoming7-digit
numbers being deleted and replaced with the extension number of the desired st
Extension 6050 was the Voicemail access number, @8 &nd 6004 were analog
station ports that connected to the FXS ports on the Audio Codes Media Gatewa
routing PSTN calls to and from the two branch gateways.
changeinc -call -handling - trmt trunk - group 2 Page 1of 3
INCOMING CALL HANDLING TREATMENT
Service/ Number Number Del Insert Per Call Night
Feature Len Digits CPN/BN Serv
public -ntwrk 7 5381202 all 6050
public -ntwrk 7 5381220 all 6005
public -ntwr k 7 5383512 all 6004
pu_b!!c -ntwr!< 7 5383520 all 600 4
RAB; Reviewed: Solution & Interoperability Test Lab Application Note: 12 of 53
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Step Description

8. | Configure the Phone Settings File
The settings file is naactually configured in Communication Manager, but is inclug
in this section for brevity.

The goal was to use a single settings file that could be used for all endpoints, in {
branches. Theamplete settings file is not provided as it will differaach
deployment, but the following settings were required for survivable server functio
to apply to the phones. Full details of these settings can be found in the phone
documentation [4].

Note, theSIP_CONTROLLER_LIST setting can be expanded tolumbe branch
gateways, but is overridden by the configuration done in Session Manager for
Survivability Servers (se@ection 6, Step 2

Also note that th&IMULTANEOUS REGISTRATIONS parameter must be set tg
value that is equal to the number of Avay® Seérvers that the phone will register wi
For example, if the phones use a-gedundant Session Manager scheme as well a
nonAvaya Survivable Branch Gateway, this setting would need to be 2ailltiwing
the phone to simultaneously register witlotSession Managers. Any additional SIP
servers the phone is instructed to register with, be it via settings file or Session
Manager User Configurationwiti e t r edltdrnated ase gii st rati o
required as now\vaya registrars are unable to pige all of the Advanced SIP
Telephony (AST) and supplementary services (PPM, Presence) that Avaya AST
servers are able to provide.

SET REGISTERWAIT "60"

SET WAIT_FOR_REGISTRATION_TIMER 32
SET WAIT_FOR_UNREGISTRATION_TIMER 32
SET TCP_KEEP_ALIVE_STATUS 1

SET TCP_KEEP_ALIVE_TIME 60

SET TCP_KEEP_ALIVE_INTERVAL 10

SET SIP_CONTROLLER_LIST 10.64.21.31:5061
SET CONTROLLER_SEARCH_INTERVAL 4
SET FAST_RESPONSE_TIMEOUT 2

SET RECOVERYREGISTERWAIT 10

SET FAILBACK_POLICY auto

SET SIPREGPROXYPOLICYalternate

SET SIMULTANEOUS_REGISTRATIONS 1
SET DISCOVER_AVAYA_ENVIRONMENT 1
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6. Configure Avaya Aura® Session Manager

This section covers the configuration of Avayara® Session ManagerSession Managés
configured viaAvaya Aurd System Manager usiran Internet browser.

6.1. Configuration Details for Session Manager

As this test used an in place, standard configuration for the core SIP elements, only those steps

relevantto the configuration of thAudioCodes Multi Service Business Gateways will be described.
Additional details pertaining to call routing are also provided in order to understand the functional
elements of this tested solutigor additional information othese and other configuratitasks,

refer to B].

Session Manager is configured using browser access to System Manager. Enter the URL of System
Manager such dagttps://<hostname/SMGR where<hostname is the ip address or qualified
domain name of the Stem Manager. Login using appropriate credentials.

AVAYA Avaya Aura™ System Manager 6.1
| vomejooon |

Log On

Recommended access to System Manager is
via FQDN,

G0 to central login for Single Sign-On

User 10z
If 1P address access is your only option, then
note that authentication will fail in the
following cases:

Password:

® First time login with “admin” account
. ords
Log On || Cancel

hange Paspeard

" hyperlink on this
ge rd manually, and
then lagin,

Also note that single sign-on between servers
n the same secunty domain is not supported
whan accessing via [P address.

The home page is a navigation screen as shown below. Each of these links will open a new tab from
which to navigate to the details of the managed environment.

AVAYA Avaya Aura™ System Manager 6.1 e 1 Aot | Crange Passwod | Lag o

Manage ap)
application

5, roles and assign Commur
Man

sers with the Ce
directory, import users

Manage alarms, view and harvest
lags
v lag
e, discover, and navigate er

i
shared user to elements, update elemant
d g software

and delete jobs
Security
Manage Security Certificates

&7
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Step

Description

Add SIP Entity and Entity Links for E ach Branch Gateway

Each AudioCodes Multi Service Business Gateway estasiessiDP SIP connection
to Session Manager. The purpose is to establish a socket for heartbeats so the ¢
knows when the WAN link is in service.

The MediantLl000 was administered assarvivability ServeiEntity Type, and was
configured to use an existifglaptation that added a 9 to the diald@it string. This
adaptatiorwas used in an alternate configuration described in separate applicatic
notesThelL ocaion (TestRoom}) correlated to the location &ranch A endpoints
and the Mediant 1000 gateway. This location m&viously defined andanbeused
in routing rulesas described iBtep 3 below. ThePort settings5080, UDPProtocol
andavaya.conbefault Domain are settings that push to the phones when they reg
with Session Manager. These entries eliminate the need for, and override these
if administeredn the phoner in phonesettings files. The Audio Codes gateways
listen for registration f'rm phones on port 5080 using UDP.

This step was repeated for the Mediant 800 Branch Gateway using similar settin
shown).
%lp Entity Details Commit || Cancel

General

* Name: AudioCodes M1000
* FQDN or IP Address: 10.64.10.110
Type: | Survivability Server v

Notes: Branch &

Adaptation: RouteFailOuthound v
Location: |TestRooml
Time Zone: |America/Denver b
Owverride Port & Transport with DNS SRv: [
* SIP Timer B/F {in seconds): 4
Credential name:

Call Detail Recording: | none +

SIP Link Monitoring
SIP Link Monitoring: | Use Session Manager Configuration »

Entity Links
Entity Links can be modified after SIP Entity is committed.

| dort
1Item Refresh Filter: Enable
H| Port Protocol Default Domain Notes

[0 |soso UDP & avaya.com v

Select : all, None
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Step

Description

Add SIP Entity and Entity Links for Each Branch Gateway (Continued)

Entity Links wereadministered after completing t&¢P Entity aboveby clicking the
Entity Links navigation link(not shown)and separately administering these setting
as shown below.

1Item | Refresh

Filter: Enable

Protocol  Port SIP Entity 2 Port Trusted Notes

* | AudioCodes M1000 %  * |S060

Name SIP Entity 1
* [ACM1000

*SM_21_31 v LUDP [ & * 5060

Commit || Cancel

* Input Required

Modify Existing Users to add a Survivable Server

All endpoints were previously createzkistingSIP accounts were usddr the analog
FXS ports at each branavhich werepreviouslyadministered as 9620 SIP set types
Configuration of these endpoints is not covered in these Application Notes as the
followed stamlard practice. However, the one setting that is enabled dneaapoint
isto assigriheSurvivability Server defined inStep 1above.This is done by editing
each User and navigating to tGemmunication Profile tab.

Session Manager Profile =

Primary Secondary Maximum

* Primary Session Manager
33 u] 33

SM_21_31 v

Primary  Secondary = Maximum

Secondary Session Manager | (None) v

Origination Application Sequence
Termination Application Sequence
Survivability Server

* Home Location

CM_FS_TestRooml Vi
CM_FS_TestRooml v
AudioCodes M1000 ¥ | supports 3 Communication Profile(s).

TestRooml +
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7. AudioCodes MSBG Configuration

This section describes the procedures for configuring the Metft MSBG the Mediant 800 is
administered identically using settings appropriate for the alternate lacafithese procedures
assume the MSBG has been installed using the procedures documented in the AudioCodes
Installation Manual and has been assignetPaaddress for network connectivity.

Step Description

1. | Login to the MSBG

The configuration of the Mediant 1000 and Mediant 800 MSBG is done via a We
browser. To access the device, entelfhaddressof the MSBG in théAddressfield
of the web browsr. The IP address was entered duhiggallation.

2 AudioCodes - Microsoft Internet Explorer

Fle Edt Vew Favortes Tooks Help
¢ A N A f—
@m r @ ¥ 1B G| POsern Favorkes %) A B 3
£)] hetp:4/192.168.1.60] v B
Google - v (Gl seach - 30 Sropupsohay | NF Check ~ X Autolink ~ #d options ¥ Gt 1

2. | Login credentials
The following popup window will appear.Login with the proper credentials.

G 5
Enter Network Password @

’?> This secure Web Sie (3t 192168.1.60) requires you to kg on
Please type the User Name and Password that you use for Realm1

Wb | =

Patword |

I~ Save this password in your passwoed et

_Concdl |
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Step Description

3. | MSBG Main Page at Login
The MSBG main page will appear as shown below.

3\ = Mediant 1000 - MSH wnt (E) B Device Actions. . & Home Help .

¢ 3 AudioCodes tecian 10601356 < © & @t Hma

:;’ » ?(!)'»u-;n«,.cs Mediant 1000 - MSEG Home Fage w

Search
Cosic Oran o — T 5
[ mm] | ] &
: : BHE
nicemanon Channel (Analog Modules)

4. | Saving the MSBG Coniguration

It is recommended to periodically save the configuration as the following steps of
configuration guide are completed. Return to the home web page and select
Maintenancein the left pane. Undévlaintenance Actions dick the BURN button.

£ 3 AudioCodes &> @5 i W' @~ g
m o= ?’e\"‘:}n“ﬂ’ ( i S onfigurats ‘e )
St izard
= v Reset Configuration
O asic Ol Rese: Board [ Resst )
@ system Burn To FLASH Yes w
#@vore v
*@oaa
v LO
u LOCK
NLOC)
. Bum To FLASH [TeuRn |
For Save Configuration:
in voice quality, therefore, it is recom
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Step Description
5. | View Network Settings
The network settings that were configured during installation can be viewed by
selectingConfiguration in the left pane then navigating oIP>Network>IP
Settingdor theMultiple Interface Table in the right pane. If necessaghanges can
be made to the settings on this page followed by clicBmgmit. For the compliance
test, thdP Address, Subnet MaskandDefault Gateway Addresswere set to values
consistent with the test configuration showrrigure 1.
[ Muluple Interface Table N
Note: Select row index to modify the relevant row
.[ndEx . Application Type 1P Address Prefix Length Gateway VLAN [3. Interface Name
==
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Step Description
6. | Set Application Enabling for Stand Alone Survivability (SAS)
To access these parameters, saletP>Applications Enabling in the left pane. The
pull-down choices for Applications Enabling are shown below. Notgdhew-bolt
iconi ndi cat or Mdevigeesedb ebet patf ar fmed. Th
configuration screens from this point forward.
[ Appications Enabling J
; Enable SA5 Enable b —
% Enable SEC Application Dizable v
4 Enable IPZIP Application ahiz v
v
7. | Feature and License Key

To access the Feature Key information, go to the HH&ME page of the MSBG

GUI. SelectMAINTENANCE menu dropdown. TherSoftware Updatein the left
pane and droplown toSoftware Update Key The features licensed and supported
the MSBG for Compliance testing aredisplayed below:

v Q) B Device Actions v (i, Home \e‘ Help = Log off

'3 AudioCodes
!

e Status (- Software Upgrade Key Status
Contiguration | Martensnce| 31015 uncs |

Search
Current Key

Add a Software Upgrade Key

[ Adakey |
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Step Description

8. | SIP General Parameters
To access these parameters, sékteral Parametersin the left @ne and navigate t
SIP Definitions in the right pane. From the menu showistep 3(Main Login Page),
navigate taS1P General Parameters Configure the parameters as described belo
A For theEnable Early Media field, selectEnable If enabled, the MSB sends
Session Description Protocol (SDP) information in the 18x responses allo
the media stream to be a4t prior to answering the call.
A SelectUDP for theSIP Transport Type field; Enter port5060for the SIP
Local Port
A SelectNo for theUse user=one in SIP URL field.
Default values may be retained for all other fields. Scroll down to the bottom of t
page and cliclsubmit (not shown).

w SIP General

% NAT IP Address

PRACK Mode Dezable M
Channel Select Mode By Dest Phane Number w
Enable Early Media Enable v —
183 Message Behavior At w

Session-Expires Time

Minimum Session-Expires

Session Expires Method ReNVITE
Aszserted Identity Mode Desabled
Fax Signaling Method No Fax

Detect Fax on Answer Tone 38 on Freamble

£ | £]|%]] <

SIF Transport Type upp _
SIP UDP Local Port 5060 _
SIP TCF Local Port 5060

SIP TLS Local Port 5061

Enable SIFS Disable »

Enable TCP Connection Reuse Enable

TCP Timeout

SIP Destination Port 5060

Usge yser=phone in SIF URL No w _
Use user=phone in From Header No v

Use Tel URI for Asserted Identity Disable w

Tel to IP No Answer Timeout 180
Enable Remote Party 1D Disable
Add Number Flan and Type to RPI Header
Enable History-Info Header Chzable
Use Source Number as Display Name
Use Display Name as Source Number
Enable Contact Restriction

Flay Ringback Tone to IF

Flay Ringback Tone to Tel

Use Tgrp information

A A A AN R ) (£

Multiple Packetization Time Format v
Enable Semi-Attended Transfer v
3xx Behavier v
~

v

) -

Paralisl handing v

Desable v

ource v

Enable Reasocn Header Enable »

w Retransmission Parameters
SIP T1 Retransmission Timer [msec]
SIP T2 Retransmission Timer [msec]

SIP Maximum RTX
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Step

Description

Proxy and Registration

From the menu shown Btep 3 navigate t&IP Definition>Proxy & Registration.
Configure the parameters as described below.

A For theUse Default Proxyfield, selectYesfrom the puliddown menu.
Ent avaya.dono f oRroxytNaree

SetRedundancy Modeto Homing

For theAlways Use Proxyfield, selectEnable

For theEnable Registratian field, selectEnable. This will allow the MSBG to
register the FXS endpoints with the Avaya SM.

In theRegistrar IP Addressfield, enter the IP address of the Avaya SM.
In the Gateway Namefield, enter thalomain of the Avaya SM
Registration Modeis sé& to Per Endpoint

Click Submit.

> D> D>

Note: Homing provides the ability to revert registrations back to AVAYA SM whe
connection is reestablished.

Default values may be retained for all other fields. Scroll down to continue
configuring parameters on the lemhalf of the screen.

ItT1 1

1
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