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SIP Trunks — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for IPC System
Interconnect 16.01 to interoperate with Avaya Modular Messaging 5.2 and Avaya Aura®
Session Manager 6.1 in a centralized messaging environment using SIP trunks to Avaya
Aura® Session Manager.

IPC System Interconnect is a trading communication solution. In the compliance testing, [PC
System Interconnect used SIP trunks to Avaya Aura® Session Manager, for IPC turret users to
obtain voice messaging services from Avaya Modular Messaging. The Avaya Modular
Messaging system in the Central site supported local subscribers from Avaya Aura®
Communication Manager at the Central site, and from IPC turret users at the Remote site.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for IPC System Interconnect
16.01 to interoperate with Avaya Modular Messaging 5.2 and Avaya Aura® Session Manager
6.1 in a centralized messaging environment using SIP trunks to Avaya Aura® Session Manager.

IPC System Interconnect is a trading communication solution. In the compliance testing, IPC
System Interconnect used SIP trunks to Avaya Aura® Session Manager, for IPC turret users to
obtain voice messaging services from Avaya Modular Messaging. The Avaya Modular
Messaging system in the Central site supported local subscribers from Avaya Aura®
Communication Manager at the Central site, and from IPC turret users at the Remote site.

2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were manually established among IPC
turret users with Avaya SIP, Avaya H.323, PSTN users, and/or the Avaya Modular Messaging
voicemail pilot to verify various call scenarios. The Avaya Modular Messaging Web Subscriber
Options web-based interface was used to configure subscriber features such as Call Me.

The serviceability test cases were performed manually by disconnecting and reconnecting the
LAN connection to the IPC ESS server.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing included subscriber login, greeting, voice message, message waiting
indicator, call forward, multiple call forward, personal operator, auto attendant, find me, call me,
call sender, and transfer.

The serviceability testing focused on verifying the ability of IPC System Interconnect to recover
from adverse conditions, such as disconnecting/reconnecting the LAN connection to the IPC
ESS server.
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2.2. Test Results

All test cases were executed. The following were the observations from the compliance testing.

e [PC does not offer the Coverage feature, therefore coverage to voicemail for the turret users
were accomplished by setting the Modular Messaging pilot number as the Call Forwarding
destination for the users.

e The configuration in Section 6 to set Modular Messaging to read the SIP History
Information records in a different way has a direct impact on the proper identification of
calling party number for Vectoring scenarios.

e When an IPC turret user calls an Avaya user that has calls forwarded to another IPC turret
user that doesn’t answer the call, the calling IPC turret user will continued to hear ringing
instead of the greeting for the called Avaya user.

¢ [PC cannot pass on subsequent DTMF digits after a call has diverted, therefore the following
scenarios will not work properly: personal operator for IPC turret users, and IPC calling an
Avaya user whom has another IPC turret user as the Find Me destination. The DTMF digit
to reach the personal operator, and the DTMF digit to accept the call at the Find Me
destination will be ignored.

2.3. Support

Technical support on IPC System Interconnect can be obtained through the following:

e Phone: (800) NEEDIPC, (203) 339-7800
e Email: systems.support@ipc.com
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3. Reference Configuration

As shown in the test configuration below, IPC System Interconnect at the Remote Site consists
of the Enterprise SIP Server (ESS), Alliance MX, System Center, and Turrets. SIP trunks are
used from IPC System Interconnect to Avaya Aura® Session Manager, to reach Avaya Modular
Messaging for voice messaging services.

The detailed administration of basic connectivity among Avaya Aura® Communication
Manager, Avaya Aura® Session Manager, and Avaya Modular Messaging is not the focus of
these Application Notes and will not be described.

The configuration of Avaya Aura® Session Manager is performed via the web interface of
Avaya Aura® System Manager. The detailed administration of SIP trunks among Avaya Aura®
Communication Manager, Avaya Aura® Session Manager, and IPC System Interconnect, to
enable IPC turret users to reach users on Avaya Aura® Communication Manager and on the
PSTN, is assumed to be in place with details described in [4].

These Application Notes will focus on the additional configuration required to support IPC turret
users as local subscribers on Avaya Modular Messaging.

----- T Eee——— Bl
- “ Avaya Aura®
_ Avaya Modular Messaging Session Manager 7~ 1
0 X60000 - / \ @ 557 IpC Alliance MX
Avaya Aura® 70 3 >3 o2 ) \0-31'31 : %1

Communication Manager on 2“2?.55 3.9 st' 7o i 20 0'3‘
Avaya S8800 Server with ~— 9c>i i
Avaya GB50 Media Gateway
Avaya CI63T-PWR

289 Avaya C363T-PWR 03255

s Convarged Stackable Switch Converged Stackable Switch Z
SO — r&/ ol o
Avaya Aura® " i R 3
System Manager o e 39 106 L?P % / 4/ %
N ‘ i IPC system Centre
Avaya M_?S Avaya 1608  Avaya 1608 Avaya 9630 IPC IPC
Desk.top Video (H.323) (H.323) (SIP) Turret Turret
Device (SIP) %65001 x65002 x66001 x61111-x61118 x61111-x61119
x66008
Central Site br110.com Remote Site
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment

Software

Avaya Modular Messaging
e  Messaging Storage Server
e  Messaging Application Server

5.2 SP8
5.2 SP8

Avaya Aura® Communication Manager on
Avaya S8800 Server

6.0.1 SP2 with special patch 18993
(RO16x.00.1.510.1-18993)

Avaya G650 Media Gateway

e TN799DP C-LAN Circuit Pack HWO01 FW038
e TN2302AP IP Media Processor HW20 FW122
Avaya Aura® Session Manager 6.1 SP2
Avaya Aura® System Manager 6.1 SP2
Avaya A175 Desktop Video Device (SIP) 1.0.2
Avaya 1608 IP Telephone (H.323) 1.3
Avaya 9630 IP Telephone (SIP) 2.6.4

IPC System Interconnect
e Alliance MX
e Enterprise SIP Server
e System Center
o SIPX Line Card
e  Turrets

SipProxy-2.00.01-13
16.01.01.04.0005
16.01.01.04.0005
16.01.01.04.0005
16.01.01.04.0005
16.01.01.04.0005
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5. Configure Avaya Modular Messaging MSS

This section provides the procedures for configuring IPC turret users as local subscribers on
Avaya Modular Messaging. The subscriber management is configured on the Messaging
Storage Server (MSS) component. The configuration procedures include the following areas:

e Launch messaging administration
¢ Administer subscriber extension ranges
¢ Administer subscribers

5.1. Launch Messaging Administration

Access the MSS web interface by using the URL “http://ip-address” in an Internet browser
window, where “ip-address” is the IP address of the MSS server. The Logon screen is
displayed. Log in using a valid user name and password. The Password field will appear after a
value is entered into the Username field.

AVAyA Messaging Administration

Modular Messaging

Username

2009 Avaya Inc, all Rights Reserved,

The Messaging Administration screen appears, as shown below.

Modular Messaging
AVAyA Messaging Administration

Help Log Off This server: 10.32.36.10

» Messaging Administration A
Subscriber Management [ & it "
Activity Log Configuration Messaglng AdmlnIStratlon
Messaging Attributes
Classes-of-Service
Enhanced-Lists
Sending Restrictions
System Administration

The Web Interface allows you to maintain, troubleshoot, and configure your Messaging
System. Select a link from the left-side menu to display the corresponding page.

Request Remote Update
Metworked Machines
Trusted Servers

¥ Server Administration
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5.2. Administer Subscriber Extension Ranges

Select Messaging Administration > Networked Machines from the left pane, to display the
Manage Networked Machines screen. Select the MSS server from the table listing, and click
Edit the Selected Networked Machine toward the bottom right of the screen.

Modular Messaging
Messaging Administration

This server: 10.22.36.10

AVAYA

Help Log Off

¥ Messaging Administration [N
Subscriber Management [§
Activity Log Configuration
Messaging Attributes
Classes-of-Service
Enhanced-Lists
Sending Restrictions
System Administration
Reguest Remote Update
Networked Machines
Trusted Servers

¥ Server Administration
Configure Using DCT
TCP/IP Network Configura
Esxternal Hosts
MAS Host Setup

Manage Networked Machines

MAS Host Send L [ Display Report of Netwarked Machines ]
Windows Domain Setup
Console Reboot Dption [ Add a Mew Networlked Machine ] [ Edit the Selected Networked Machine

Date/Time/NTP Server
Syslog Server

Modem fTerminal Display [
Modem fTerminal Configur|

Display Metwork Snapshot ] Display Report of Networlked Machine Ranges

The Edit Networked Machine screen is displayed. Under the MAILBOX NUMBER
RANGES section, locate an available entry line and enter the desired starting and ending
mailbox numbers to be used for the IPC subscribers as necessary. In the compliance testing, the
existing entry covered the 61xxx extensions used by the IPC turret users.

AVAYA

Help Log Off

Modular Messaging
Messaging Administration

This server: 10.32.36.10

¥ Messaging Administration S N . A
e © Edit Networked Machine —
Activity Log Configuration
Messaging Attributes
Classes-of-Service )
Enhanced-Lists -

Sending Restrictions Machine Name EI T Password |7|
System Administration s ———— Confirm Password | |
Request Remote Update TR A TR A T e T E-——
Networked Machines T T

Trusted Servers IP Address | |10 Machine Type | “-pip

¥ Server Administration | R |
Configure Using DCT | . e 1
TCP/IP Network Configura Mailbox Number Length |5 v Default Community |1+
External Hosts I -r -

MAS Host Setup T | .
ey L Updates In E|yes Updates Out_ yes _|
Windows Domain Setup | € I .
Console Reboot Option LDAP Port | |“555° Log Updates In | |no v
Date/Time/NTP Server A —
Syslog Server

Modem fTerminal Display T

Modem /Terminal Configur MAILBOX NUMBER RANGES

Modem fTerminal Removal It ; .

TCP/IP Service Settings Prefix Starting Mailbox Number | Ending Mailbox Number

* IMAP/SMTP Administration| i e 2 i)

SMTP Options ! | [soo00 | |[69993
Mail Dptions I = == i |
IMAP fSMTP Status | |

¥ Server Information | | 7_|

Server Status i ——
Alarm Summary | | | | |
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5.3. Administer Subscribers

Select Messaging Administration > Subscriber Management from the left pane, to display the
Manage Subscribers screen. For the Local Subscriber Mailbox Number field toward the top
of the screen, enter the first IPC turret user extension to add as a local subscriber, in this case
“61118”. Click Add or Edit.

AVAyA Modular Messaging

Messaging Administration
Help Log Off This server: 10.32.36.10

¥ Messaging Administration P8 .
Subscriber Management [ Man age Su bscrl bers
Activity Log Configuration
Messaging Attributes . . r =
Classes-of-Service « Local Subscriber Mailbox Number 51115 |[Add or Edit_|
Enhanced-Lists
Sending Restrictions

System Administration Machine Local Total Filtered
Request Remote Update T T T

Mot Maehiass Name Sul?scriher Subscribers Subscribers
Trusted Servers Mailboxes
¥ Server Administration Local
Configure Using DCT 2
TCP/IP Network Configura Subscribers  brmssi 18 19 19
External Hosts
MAS Host Setup
MAS Host Send
Windows Domain Setup » Remote
Console Reboot Option Subscribers internet 0 0
Date/Time/NTP Server
Syslog Server
Modem fTerminal Display

ModemfTerminal Configur

Modem /Terminal Remowval

The Add Local Subscriber screen is displayed next. Enter the desired string into the Last
Name, First Name, and Password fields.

In the compliance testing, the same telephone extensions for the IPC subscribers were used for
the Mailbox Number, Numeric Address, and PBX Extension fields. Select the appropriate
Class Of Service, and retain the default values in the remaining fields.

Scroll down to the bottom of the screen and click Save (not shown). Repeat this section to add
all IPC subscribers.

AVAYA Modular Messaging

Messaging Administration
Help Log Off This server: 10.32.36.10

¥ Messaging Administration P8 N ~
Subscriber Management [ Add Local SUbscrlber W
Activity Log C
Messaging Attributes
Classes-of-Service
Enhanced-Lists
Sending Restrictions

System Administration "anm INFORMATION
Request Remote Update * {Required Fields})
Networked Machines = = =
Trusted Servers | = T
v 5erver Administration | “Last Name I|IPC || First Name |[Trad &

Configure Using DCT r T e — T
TCPfIP Network Configura ” *Mailbox
i ‘Password [eeeee | e || EEETE T
MAS Host Setup
MAS Host Send * .
windows Domain Setup “Numeric 61118 | PBX [e1118 [
Console Reboot Option Address | Extension
DatefTime/NTP Server CI 5 S z
Syslog Server *Class *Community
Modem/Terminal Display Service | 0 - classO0 v| 1D | 1 vl
Modem/Terminal Configur| | . ===
Modem/fTerminal Removaligy )
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6. Configure Avaya Modular Messaging MAS

This section provides the procedures for configuring the Avaya Messaging Application Server
(MAS) servers. A change is needed on each MAS server, to set the way Modular Messaging
reads the SIP History Information records for proper integration with [IPC. Note that enabling
this setting has an impact on the proper identification of calling party number for Vectoring call

scenarios.

From the first MAS server, navigate to the C:\Avaya_Support\Registry Keys directory, and

double-click on CalledPartyAlgorithm-Orig.reg.

& C:\Avaya_support:Registry_Keys

File Edit ‘iew Favorites Tools  Help | ﬂ"
i) Back - T | 0 search Folders | ey (3 D¢ ) | M-

Address |7 Cavava_SupportiRegistry_Keys j G
Mame = I Size I Tvpe I Date Modified I Attributes I -
@‘l.ﬁ.vava DSE_7434D_carreck_integration.reg 1 KE Registration Entries ZIZI2007 2146 PM o
@Calledlﬂarty.ﬁ.lgnrlthm Mewl reg 1 KE Reqistration Entries 3/19/2008 12:03 PM 1

22 B alledParty Algorithm-Orig . 1 KE Reqistration Entries 8/19)2003 12:03 PM A o
@CCI Presvent_AA Message Transfer.reg 1 KB Registration Entries 211212007 2:47 PM A
MCDnvertsupp_z_Dpurtmas req 1 KB Registration Entries 212312009 3:55 AM o
@DeFauItDiversionReason_busy.reg 1 KE Reqistration Entries 2212007 2,47 PM A
@disaI:uIe_alarm_u:un_\-'ectu:ur_handler.reg 1 KB Registration Entries 211212007 330 PM A
@disahle_Nurtel_DSE.reg 1 KB Redqistration Entries 21212007 2,47 PM & Li

Select Start > Settings > Control Panel > Administrative Tools > Services, to display the
Services screen. Navigate to the MM Messaging Application Server entry, right-click on the
entry and select Restart. Repeat these procedures on all MAS servers.

File

Action  Wiew  Help

= @ EFRR| 20> 8 1 »
% Services [Local) 4,

Services {Local)

MM Messaging Application Server Mame / I Descripkion I Status I Starkup Ty AJ
%MM alarming server Provides al...  Started Automatic
Stop the service 88aMM Audit Service MM Audit 5., Started Automatic
Restart the service %MM Call Me Server Enables &w,., Started Aukomatic
%MM Event Monitor Server Monitars 4., Started Automatic
Description: ; 81 Faulk Manitar Monior fa..,  Started Automatic
Z;Dt;ﬂ? Sa%leelfspgﬁg.iﬂ:ralﬁzlﬁgf Far %MM Fax Sender Server Provides a.., Started Aukomatic J
Messaging subscribers, and telephary &8 MM Mailbox Monitar Monitors &...  Started Automatic
services for other MM applications %MM Message Waiting Indicator Server  Enables Aw,.,  Started Automatic
aging Application Serve Provides a ...  Skarked Automakic
%MM Performance Manitor Server Monitors A...  Started Automatic
%MM Process Monitor Seryver Monitars cr,.,  Started Automatic
1] | i
Extended A Standard /
|
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7. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Avaya Aura® Session Manager. The
procedures include the following areas:

e Launch System Manager
e Administer dial patterns

7.1. Launch System Manager

Access the System Manager web interface by using the URL “https://ip-address” in an Internet
browser window, where “ip-address” is the IP address of the System Manager server. Log in
using the appropriate credentials.

AVAYA Avaya Aura® System Manager 6.1

Horme f Log On

Log On

Fecommended access to System
Manager is via FQDM,

Go to central login for Single Sign-0n User ID:

If IP address access is your only Password:
option, then note that

authentication will fail in the

following cases:

s First time login with "admin" Lee sy l [ el
account
¢ Expired/Reset passwords Changs Password
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7.2. Administer Dial Patterns

In the subsequent screen (not shown), select Elements > Routing to display the Introduction to
Network Routing Policy screen (not shown). Click Routing > Dial Patterns from the left pane
to display the Dial Patterns screen (not shown). Locate and click on the dial pattern that
corresponds to the Modular Messaging pilot number, in this case “66666”.

The Dial Pattern Details screen is displayed. In the Originating Locations and Routing
Policies sub-section, add or modify the entry as desired to allow IPC turret users to reach
Modular Messaging. In the compliance testing, a new entry was created to allow for call
origination from the existing IPC location, as shown below.

AVA\YA Avaya Aura® System Manager 6.1 Help | About | Change Password | Log off admin
0 ®
Routing Home
Routing il Home /Elements / Routing / Dial Patterns- Dial Pattern Details
Domains Help 7
Loiations Dial Pattern Details
Adaptations
SIP Entities General
Entity Links * Pattern: 66666
Time Ranges * Min: |5
Routing Policies
. * Max: 5
Dial Patterns
2 E Call:
Regular Expressions mergency ta o
Defaults SIP Domain: | brii0.com :

Notes: Test Room 1C110 MaS

Qriginating Locations and Routing Policies

2 Items | Refresh Filter: Enable
Tro Routi [ Routi : ; | Routi
D Originating Location Name | . E;Itgalzg'r::r:\lgntes :3:‘:;:9 Rank = . ;‘:I“IEI';Q gg';::zgt?;,l.'“ Pz:‘:clyng
! . | i LD
[0 er-iciig Test Room 1C110  To-BR110-MAS i BR110-MAS
[0 1pc-lec LEPSE)RWW G110 1y pR110-MaS i BR110-MAS
Select ; all, Mone
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8. Configure IPC System Interconnect

This section provides the procedures for configuring IPC System Interconnect. The procedures
include the following areas:

e Launch One Management System
e Administer voicemail buttons

The configuration of IPC System Interconnect is typically performed by IPC installation
technicians. The procedural steps are presented in these Application Notes for informational
purposes.

8.1. Launch One Management System

Access the One Management System web interface by using the URL “http://ip-
address/oneview” in an Internet browser window, where “ip-address” is the IP address of IPC
System Center. Log in using the appropriate credentials.

The Login screen is displayed. Enter the appropriate credentials. Check I agree to the terms
and conditions, and click Login.

The License Login screen is displayed next (not shown). Enter the appropriate password and
click Login. In the subsequent Login Information screen (not shown), click Continue.

OneMS 77 =

( Usermanie
Ine Man idemien J e

Password

| Reset [ Login
TERMS AND COMDITIONS |£| I agree to the terms and conditions,

Access ta this systern andf/or network and the infarmation

in it are lawfully available anly for approaved purposes by
employees of IPC or other uzers authorized by IPC, Other
than where prohibited by law and subject to legal
requirements, IPC resarves the right to review any infarmation
in any farm on this systern and/or netwark at any time,

Thizs systern is for the use of authorized users only, All
individuals using thiz computer systern are subject to having
their activities on this system monitored and recaorded, Anvane
using thiz systerm expressly consents to such monitaring.
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8.2. Administer Voicemail Buttons

The screen below is displayed next, with the Main Menu screen in the forefront. Select BUTTON
CONFIG > Button Data View, as shown below.

L ]
OﬂEVIGW LOGOUT  MAINMENU WORK AREAS D a (e sxdb1
Alarm - MmO
Red Alarms Pink Alarms

— DDI Exte Time Rep

" Button Data Viaw

Main Menu .
p Button Utilities

TRADER CONFIG " Button Locking Utility
BUTTON CONFLGE

IEM CONFIG

LINE CONFIG

STATION COMFIG

GROURS

SYSTEM STATUS

SYSTEM SETTIMGS

VOICE RECORDING

LINE HETWORKING

MEHLIS

The Button Data View screen is displayed. For TRID, select the ID of the trader whose button
sheet is being configured, in this case “1”. For Button Class, select “MODULE BUTTON™.

Onev IBW 1ocoutr  MAINMENU 2 WORK AREAS D A (e sxdb1

Button Data View - M o»

TRID 1 v

Button Class l MODULE BUTTON YJ

| submit
Cancel
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The Button Data View screen is updated with a list of configured module buttons. Follow [5] to
add a voicemail button for each IPC subscriber, as shown below. Enter the following values for
the specified fields, and retain the default values for the remaining fields.

Button Type:
Extended:
Speed Dial:
VM system:

“VOICE MAIL”
A desired name to use for the phone display.
The extension number of the IPC subscriber.
The voicemail pilot number, in this case “66666”.

Repeat this for all trade users. In the compliance testing, two voicemail buttons for IPC
subscriber extensions “61118” and “61119” were created on each of the two trade users.

E OneView LOG DUT

MAIN MENU

2 WORK AREAS

A ca @ sxdbl

Button Data View Trid:1, Button Class: MODULE BUTTOMN EDIT ACTION - B o®

Select column @ Go |
Button # Button Type Extended Speed Dial/ Incoming Line LAC / Line ¥M system |

123 141 LIME ST 6111% HPF MRg Fl LI £111i8 2 |

124 142 LIME S5I 61119 HPF MRg Fl QLI 51119 2

125 143 WOTECE MAIL SEWM 51118 MOT APPLICAR Ak L BEEGE

12e| 144 WOTCE MAaIL SO 51119 MNOT APPLICAR = 2 BEEEE

127|143 BUTTOM SEQUE  Suppress CLI 1214 HOT APPLICAR -1 2

128| 145 BUTTOM SEQUE  Toggle CLI 1z18 MOT APPLICAR -1 2z

129 147 BUTTOM SEQUE  Privacy 1211 NGT APPLICAE | -1 2

130| 148 BUTTON SEQUE  Get CLI 1315 MOT ARPLICAR | -1 z
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Modular Messaging, Avaya Aura® Session Manager, and IPC System Interconnect.

Place a call from an IPC turret user to the Modular Messaging pilot number. Verify that
Modular Messaging recognizes the calling party as a local subscriber.

10. Conclusion

These Application Notes describe the configuration steps required for IPC System Interconnect
16.01 to successfully interoperate with Avaya Modular Messaging 5.2 and Avaya Aura® Session
Manager 6.1 in a centralized messaging environment using SIP trunks to Avaya Aura® Session
Manager. All feature and serviceability test cases were completed with observations noted in
Section 2.2.

11. Additional References

This section references the product documentation relevant to these Application Notes.

1. Administering Avaya Aura™ Communication Manager, Document 03-300509, Issue 6.0,
Release 6.0, June 2010, available at http://support.avaya.com.

2. CN 88011 Avaya S8xx0 SIP Integration using Avaya Session Manager, Version M, August
2010, available at http://support.avaya.com.

3. Avaya Modular Messaging for the Avaya Message Store Server (MSS) Configuration,
Release 5.0, February 2009, available at http://support.avaya.com.

4. Application Notes for IPC System Interconnect 16.01 with Avaya Aura® Communication
Manager 6.0.1 and Avaya Aura® Session Manager 6.1 using SIP Trunks, Issue 1.0,
available at http://support.avaya.com.

5. Nexus Suite 2.0 SP1 Patchl 1 or Higher Deployment Guide, Part Number B02200161,
Revision Number 01, available upon request to IPC Support.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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