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Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Ascom Wireless IRDECT
SIP Solution with Avaya IP Office 10.0in a Converged Voice
over IP and Data Network- Issuel.0

Abstract

These Application Notes describaa@ution for supporting wireless interoperability between
Ascom Wireless IDECT with Avaya IP Office releas£0.0

Readers should pay attentionSection 2 in particular the scope of testing as outlined in
Section 2.1as well as any observations noted@ection 2.2 to ensure that their own use
cases are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect com
testing and adtional technical discussionslesting was conduetl via the DevConnes
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe tIRRBECEonfi gur
solutiont o i nteroper ate wi t BECAhaadgeharelcéhfigirédfomnthedP As c o
Avaya Office as SIP Users, therefore enabling them to make/receive internal and PSTN/external

calls and have full voicemail and other telephony facilities available on Avaya IP Office. The

Wireless communication is made usiAgcom IP DECT Access pointsonnected to the same

LAN as the Avaya IP Office.

The Ascom IPDECT system is a modular solution for large and small deployments with full
handover capabilities within one PBX. The AscorDBCT Access points works as a conduit
between the Avaya IP Office and the AscomDECT wireless handsets. After the AscorfDECT
wireless handsets register with the AscorDIECT Access points, thiccess pointsegisters the
handsets to Avaya IP Office.

2. General Test Approach and Test Results

The general test approach was to confighesAscomIP DECThandset$o communicate with

AvayalP Office(IP Office) as I mpl ement ed oTheiateropenabiliyo mer 0 s p |
compliance testing evaluates the ability of the As¢BrDECT Handset€DECT Handsets) to make

and receive calls to and from Avaya H.323, SIP, Digital desk phones and PSTN endpoints. The

integrated IP Office Voicemail was used to allow users leave voicemail messages and to demonstrate
Message Waiting Indication and DTMF on DECT HandsetsSeeFigure 1 for a network
diagram.Theinteroperability compliance test included both feature funatipnand

serviceability tests.

DevConnect Compliance Testing is conducted jointhAlglya and DevConnect membefhe
jointly-defined tesplan focuses on exercising APIs &rstandarddased interfaces pertinent

to the interoperability of the tested pratland their functionalitie®evConnect Compliance
Testirg is not intended to substitulid! productperformance or feature testipgrformed by
DevConnect membersor is it to be construed as an endorsement by Avaya of the suitability or
completenessad De v Co nn e cdlutiome mber 6s
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2.1. Interoperability Compliance Testing

The testing included:

Basic Calls, local and PSTN

Hold and Reteve

Attended and Blind Transfer

Call Forwarding Wconditional, No Reply and Busy
Call Waiting

Call Park/Pickup

Do Not Disturb

Calling Line Name/ldentification

Codec Support

DTMF Support

Message Waiting Indication

Handover to backup Access points after ida#éccess point failure
Hunt Groups

Mobile Twinning

=4 =2 =8 -8 _8_-5_-9_-9_9_4_9_2_-2°_--°

Avayaods formal testing and Declaration of Con
that carry the Avaya brand or logo. Avaya may conduct testing eAraga headsets/handsets

to determinenteroperability with Avaya telephones. However, Avaya does not conduct the

testing of norAvaya headsets/handsets for Acoustic Pressure, Safety, Hearing Aid Compliance,

EMC regulations, or any other tests to ensure conformity with safety, audio qualifyetm

reliability, scalability or any regulation requirements. As a result, Avaya makes no representation
whether a particularneAvaya headset will work with Avayab
generation of the same Avaya telephone.

Since there is0 industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not eguate to
guarantee that the headset will provide adequate safety protection or audio quality.
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2.2. Test Results

Tests were performed @msure full interoperabilitppetweemscomIP-DECT SolutionandIP
Office. The tests were all functional in nature and performésteng was not included. All the
test cases passed successfwith the following observations

1 Expires timer on IPO is hard coded at 180 seconds. Recommend this be used on
handsets for Expires timer.

1 Call Waiting on IPO and IFDECT turned off is recomended. There is a known issue
forDECTsemiat t ended tr ansf darged wahnginl eflleoh ® ERC{Tr an s f
handsets hang up whilst a second party 1is
cal l i's made t o t hewithCall Waitiagferabledithe haBdEeC T h a n d
accepts the call but the ringing call is cancelled. This behaviour is seen using a single
R<extn> method to transfer calls.

When Call waiting is off on the IP Office (and-IFECT base station), the call to the
transfering handset shows busy until the transferred call is answered. When the
RR<extn> method is used for transfer a call can be placed to the transferring handset as
this method completes the transfer on hangup.

Note: Issue is currently under investigatmnAvaya and AscorfAscom reference:
IPDECT-2596)

2.3. Support

Technical support froldscomcan be obtained through the following:
Phone: +46 31 559450
E-mail: support@ascom.com
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3. Reference Configuration

Figure 1illustrates the network topology used during compliance teslimg Avaya solution
consistf an IP Office whicithe DECT Handsets were configured as SIP Uséhe Ascom
device Manager was used to configureIPMOECT HandsetsDigital, H323 and Soft phones
were configued on the IP OfficeQSIG and SIP trunkaereconfigured to connect to the PSTN.
The Ascom Master Access poimtasconnected to the IP Network whithe IRDECT Handsets
registerto. The RoamingAccess point allows radicommunication between the-IBECT
Handsets which in turn communicates with IP Office.

Avaya |P Office Server Edition
with 5002 Expansion

I
I
I —
Avaya 2420 ~ | | - / _—
Digital -~ | / [+
Deskphone I | /
/
| =
|
[ il

Ascom Access point |
Avaya 2420 I-‘,
Digital
Deskphone

Master f
PRI/SIP
Trunks

Avaya Avaya Communicator  Avaya IP Office
H323 for windows Manager

IP Network

L 3
Ascom Access point
Standby Master

d21 Protector Handsets

Callers from an
External Source \
Ascom Unite
Connectivity \

Manager

Figure 1: Avaya IP Office and AscomReference Configuration
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4. Equipment and Software Validated
The following equipment and software were used for the sample coatf@uprovided:

Avaya Equipment Software / Firmware Version
Avaya IPOffice 500v2 10.0.0.0.0 Build 550

Avaya IP Office Manager 10.0.0.0.0 Build 550

Avayal616IP Telephone H323 3.25.0A

Avaya 2420 Digital Telephones -

AvayaCommunicator for Windows 2.1.3.0

AscomEquipment Software / Firmware Version
AscomlIP DectHandset4d81) 4.4.1

Unite Connectivity Manager 5.8.1

IP Base Station (IPBS2) 9.0.6 [Bootcode 9.0.6]
SIJW Reviewed: Solution & Interoperability Test Lab Application Note 6 of 28
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5. Avaya IP Office Configuration

Configuration and verification operations AvayalP Office illustrated in this section were all
performed usind\vaya IP Office Manager. The information provided in this sectiooridsss

the configuration oAvaya IP Office for this solution. It is implied a working system is already
in place. For albther provisioning information such as initial installation and configuration,
please refer to the product documentatioSeation9. The configuration operations described in
this section can be summarized as follows:

LaunchAvaya IP Office Manager

LAN1 Configuration

VolP Configuration

Create a SIP Extension for the AscBfECT Handset

Create a User for the AscdDECT Handset

Verify the Voicemail Collect Short Code

Save Configuration

= =4 =4 -8 -4 _9_-°

5.1. Launch Avaya IP Office Manager

From the Avaya IP Office Manager PC, gcSttartA ProgramsA IP OfficeA Manager to

launch the Manager application. Log in to Avaya IP Office using the appropriate credentials to
receive its configuration (Not shown). In the IP Offices windidak on ConfigurationDuring
compliance testing the Systemas calledPOSE1635

File  Edit ‘iew Tools Help

8% Short Code(51)
@ Directory(0)
£ Time Profile(l
& Account Code(2)
§5 User Rights(@)
8 Lacation(l)
a7 IPOSEL635
“ System (1)
17 Line (3)
= Control Unit (8)
A Extension (27)
i useros
2% Group (1)
82 Shart Code (5)
B Service ()
& Incoming Call Route £15)
A P Route ()
R Licence (2
o ARS ()
-8 Location (0)
- 3% Authorization Code (D)
=7 IPOMC

= Hardware Installed
Control Unit: IPO-Linus-PC
Secondary Server: NOME
Expansion Systems: 1010.16.36
System Identification: 21747dd27863f4aa47fe2c26975(284afebcacel
Serial Number: 00505694637 d
= System Settings
IP Address: 10101635
Sub-Met Mask 25525525450
Systern Locale: United Kingdom (UK English)y
Device |D: NONE
Murnber of Extensions on Systerm: 27

Salution MR = I v
Configuration ‘ i= Server Edition
& 00T (9 Summary Open... &
# Operator (3)
sen
8 Group(h oJ systern Status

?@w

@ Resiliency Administration

H Orn-boarding

:‘ IP Office YWeb Manager 3

@ Hep

-;’,\ Setall Nodes Licence Source

Add...

%, Secondary Server

%, Eupansion System B

Link... o

Primary Link U

Solution 32 48
IPOSE1E35 10.10.16.35 25 27
10.10.16.36  Bothway 7 21

% Primary Server
® Expansion System IPOMGC
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5.2. LAN1 configuration

For theAscom IP DECT handsete communicate withlihe IP Office DHCP MODE must be
disabled.To disable DHCP,dectlPOSE1635A System(1)then on the LAN1 tab followed
by the LAN Settingstabclick on theDisabledradio button in th&©HCP Mode section.Click
the OK button to save.

File  Edit ‘“iew Tools Help
IPOSELR3S v System ~ IPOSELG35 =

H—

Configuration System = IPOSE1635

BOOTP (4) Name
“ Operator (3) S IPOSELG35

| System| LAM1 |LAN2 | DNS |V0icemai| | Telephony | Directory Services | Systern Events

=5 Solution LAM Settings |VDIP | Metnork Topology’|
@ User(32)
.ﬂ Group(7) IP Address 10 10 16 35
@ Short Code(31) 355 . 255 . 755 1
o Directany(l) IP Mask

£ Tirme Profile(0)
-l Account Code(2)

-5 User Rights(3) Murnber Of DHCP IP Addresses (2000 2
@ Location()

IPOSE1635
System (1)

- 0 Serwer () Client| @ Disabled Advanced
Line {3)

> Contral Unit (8)

5.3. VoIP Configuration

SelecttheVoIP tab and in théayer 4 Protocol section check theeDP andTCP Check boxes
and selecb060from bothdropdown boxes. &lng the scroll bar on thiéght hand side scroll
down to theDiffServ Settingssection.

File  Edit View Tools Help

IPOSEL635 - System - POSELS - =i v
Configuration System i= IPOSE1635 e v |«
o R BooTr (4 Lans System | LANL |Lanz | DNS | Voicemail | Telephany | Directory Services | System Events | SMTP | SMDR [ VolP [ olP Security | Cant ¢
% Operator (3) “=IPOSEL635
E-%% Salution ‘ LAN Settings| WalP |Network Tupology|
§ Userany A
W8 Group(n H323 Gatekeeper Enable
9% Shart Cade(51) [7] Auto-create Extn Auto-creste User [7] H323 Remnote Extn Enable
@ Directory(l)
£ Time Profile(n) H.323 Signalling over TLS Disabled - 1720
mm Account Code(d)
ﬂ‘, User Rights(9)
BB Location(l) SIP Trunks Enable
=53 IPOSEL635
= Syster (O SIP Registrar Enable
7 Line (3) [7] Autn-create Extn/User [C] I Remnote Extr Enable =
< Control Unit (8)
& Extension (27) SIP Domain Mame devconnectlocal
4 Userie
2 Group (7) SIP Registrar FQDM
8% Short Code (5)
B service () UDP UDP Port (5060 2 5060
e Incorming Call Route (15)
BB 1P Route (2) Layer 4 Pratocal TCP TCP Port 5060 £ 5060
S Licence (22) =
g ARSI TS TLSPort 5061 = 5061
8 Location (1)
28 Buthorizstion Code (1) Challenge Expiry Time (secs) 0
-5 POMC
RTP
Port Huraber Range
Minimurm 40750 = Maximurm 50730 =
Port Humber Range (MAT)
Minimurn 40750 = Maximurm 50730 =
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At the DiffServ Settingssection select6 from theDSCPdrop down box an@6 from theSIG
DSCPdropdown boxClick theOK button to save.

File

IPOSEL635

Edit  Wiewr Tools  Help

- Systern

Configuraticn

System IPOSE1635

B v | <

»

¥y

-5 Group(T)

-8 Short Code(51)
o8 Directony(l)
417 Time Profile(0)
-8 Aecount Code(?)
-4 User Rights(3)

- Location(D)

BOOTP (4)
Operator (3
Solution

£ User3n)

“a [POSELG3S
% System (1)
{ Line (3)

= Control Unit (8)
-y Extension (27)

Mame
“pIPOSELRIS

| System| LANL |LANZ [DNS [ Voicemail | Telephany | Directory Services | System Events | SMTP | SMDR [volP [ VolP Security | Cant « | -

| LA Settings| YolP | Network Topology |

Enable RTCP Maonitoring on Port 5005

RTCP collector IP address for phones 1] 1]
Keepalives
Stope Disabled -

Disabled

DiffServ Settings

::% E:ﬁ;f?i) BE 7 DSCP(Hexy B8 [T Video DSCP(Hedd FC (2] DSCPMask (Hed) 88 (2] SIG DSCP (Hew)
@ Short Code (5) - - -
B Senvice (1) % = psce 4% % video DSCP 8 2] D3CP Mask %[5 sepscp
-3 Incoming Call Route (15)
-l IP Route (2) DHCP Settings
% Licence (22)
g ARS (1) Primary Site Specific Option Murber (4600/5600) 176 <
-5 Location (1) ) o -
8 Sutharization Code (1) Secondary Site Specific Option Mumber (1600/3600) (242 =
1100 Woice VLAN Site Specific Option Nurnber (SS0M) 232 <
1100 Woice WLAN IDs 3
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5.4. Create a SIP Extension for the Ascom DECT Handset

TheDECT Handsets are configured as SIP Extensamiy Office. From the Configuration
Tree dick on Extensionthen right click and selettew followed bySIP Extension The
exampé below showanextensior835200] repeat these steps for ed2BCT Handset
extension.

| | e ’ | H323 Extension
& cCut Chrl+X IP DECT Extension
=3 Copy |+ | SIP Extension
Paste Chrl+ ZIP DECT Extension
43 Delete Ctrl+Del Disable Speakerphone
W Walidate

F Authorisati
Mew from Termplate mree Adthansaten

Export as Ternplate

Showe In Groups

Customise Columns..,

When the new window opens enter Besse Extension The Extension ID will be automatically
filled in.

File  Edit View Tools Help
POSEL635 - Extension - 11212 8352001 -
Configuration Extension = SIP Extension: 11212 8352001 ef - | o
K BOOTP (&) Id Extension Module Port W
i+ Operstor (3) e, 11200 9355100 0 0
=929 Solution 11201 8355101 O 0 Extension Id 11212
% g:sg;f;) e 11202 8355102 0 0 Base Extension 8352001
8K Short Code(S1) e, 11203 355200 0 0
- Directory(l) e, 11204 355300 0 0 Caller Display Type Qn
{4 Time Profile(0) e, 11205 §355201 0 0 Reset Valurne After Calls @]
o Account Code(?) 11206 8355301 O 0
a, User Rights(®y -
&% Locationil) " 11207 8355202 0 0 Device Type ﬁ Unknauen SIP device
S POSELSIS e, 11208 9355302 0 0
= System (1) e 11209 9355500 0 0 Location [Autumat\: ']
7 Line (3) e, 11210 8355501 0 0
4;9 Eﬂﬂtﬂﬂ UH;(E) e, 11711 8355001 0O ) Fallback &5 Remote Warker [Auto v]
1 U’:t:r”é‘g)”( ) 11212 8352000 0 0 Module 0
80 Group 11213 8352002 0 0
9% Short Code (5) 11214 8352003 0 0 Port 0
B service (1) N, 11215 8352004 0 0
@ Incorning Call Route (15) [y, 11216 p352011 0 I Disable Speakerphone O
B P LT 0352021 0 0 Force Authorisstion
ARSI 11218 8352022 0 0
i Location () e, 11210 8352012 0 0
ﬁ Authorization Code (0) ™. 11220 8362021 0 1]
-5 ROMC 11271 8362022 0 0
11222 5350001 0 0
11223 8350002 O 0
e, 11224 9350003 0 0
11225 9350004 0 0
e, 11226 8350005 0 0
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Click on theVolP tab, andwhen theVolP tab opens click thallow Direct Media Path check
box. Click theOK button to save.

File  Edit  Wiew Tools  Help
IPOSEL635 - Biension - 11212 8352001 - 5-HIE v
Configuration Extension = SIP Extension: 11212 8352001 gf -8 X v <
R BOOTP (4) d Extension Module Port |Exm | alp ‘
i Operatar () " 11200 8355200 0 0 )
B -“_.ngﬁ.s.z(}z) i1 0L 0 o P Address ; ; . . [] Local Hald Music
5§ Group(n) e ll202 @55Uz 0 0 Re-ifite Supparted
% Shart Code(51) 11203 355200 0 0 Codec Selection Systern Default -
o, Directory(l) 11204 8355300 0 0 [ ] [ Codec Lockdown
717 Tirne Profile (0 wy, 11205 9355201 0 ] ST1ULAw B e Gl Allow Direct Media Path
B Account Cade(Z) . e 729 -
i User Rights(® :ﬁigj g:::gg; g E G722 64K 5TLLALAW 64K
- Lacstion(l)
5 5 POSELEI5 11208 8355302 0 i
- Systern (1) 11208 9355500 O i
T4 Line (3) ", 11710 355501 0 0 <<
- E”"”?‘ ”"';T(B) 11211 8355001 0 0
oy u’it::"(sz';)"( ! 11212 0352001 0 0
2 Group 0 11213 9352002 0 i
8% Short Cade (5) 11214 8352003 0 0 o
B Service (1) 11215 8352004 0 0
-4 Incoming Call Route (1) | wy, 11716 9352011 0 0 .
B T Foute 1) Ressrve Lience [rane -
% Li on 11217 9352021 0 0
% Licence
" ARS (D W 11718 8352022 0 i Fax Transport Support | Nane -
; 11219 0352012 0 0
& Location (1) iy DTHF Support [Recas3ymrcaTsa N
ﬂ Authorization Code (0) ™ 11220 8362021 0 0
= POMC W 11221 6362022 0 0 3rd Party Auto Answer [None -
11232 8350001 0 i .
- Media Security tedia Security Features Disabled
11273 9350002 O i
11224 9350003 O i
11225 8350004 0 i
11236 8350005 0 i

5.5. Create a User for the Ascom DECT Handset

A user must be configured for AscddieCT Handset Extensiorcrom the Configuration Tree
click onUserthen right click and selettew.

o Cont== I
& Do ] Mew CtrleN |
a m Mewy User Rights frorm user

ﬂ Grou

-9 Shor| b Cut Ctel 4%
4 Seri 23 Copy Ctrl+C
e nee Paste Crl +%
-l IP Rg

W Licer 2  Delete Ctrl +Del
CEOARS| L validate

- Loca

B8 Auth Mew from Termplate

FIPORMC Export as Ternplate

Showe In Groups
Customise Columns..,

Apply User Rights to users
Copy User Rights walues to users
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When theUserwindow opens, select the User tab and enter the follow:

1 Name Enter an name for this user, iijgdectone
1 Password Enter the Password
1 Confirm Confirm the Password
1 Extension  Enter the Extension which was created previausly
File  Edit “iew Tools  Help
IPOSEL635 - User T 8352031 ipdectone - =
Configuration | User = ipdectone: 8352021 [
: ‘S BOOTP (4 Hzme Elension User |Voicemai| | DMD | ShortCodes | Source Murnbers |Te\ephany| Forwarding | Dial In |\;"o\ce Recording | Butto
i Operator (3) §re3s0004 8350004
. SU'“S‘U”GE) - aaso010 399999 Mame ipdectane
SET
38 Group( g:Axls Speaker  B355501 Password cesenanes
8% Short Code(51) s Video 3355500
- Directory(l) &= Communicator 8355001 Confirm Passward sesssnses
£17) Tirve Profile(0) frH3235tation 8350001
; Unique Identi
& Account Code(?) H323Station2 9350002 rique Ientiy
--f3 User Rights(d
i ser Rights(2) §-Hzz35tation 8350003 Audio Conferance PIN
B Loeation(® g6z 8352001
IPOELG35 aeone Confirm Sudio Conference PIN
Systern (1) frisztwo 8352002
Line (3} §ripdectfour 8362022 Account Status Enabled -
=2 Contral Unit (8) B ipdectane 835202
f E’f:r"é'%” @n fripdectthres 8352021 Full Name
38 Group (T i ipdecthwo 8352022 Extension 8352021
TV S F SR 02E9011

Click on theVoicemail tab, andcheck the/oicemail On check box and enter théicemaiil
Codethat will be used to access the dsenail box,andConfirm the voicemail code

Mame Extension ‘ User | Waicemail |DND | ShortCodes | Source Murnbers |Te|ephony | Foraarding | Dial In |Vmce Recording | Buttan Pro
fr 9350004 4350004
i Userid fra350010 999999 Woicemail Code [— Voicernail On
5 Group() i 2ois Speaker 8335501 Confirm Vaicemail Cade  sosessen [T Waicemail Help
B Shart Cade (ST Fr fedis Video 4395500
a5 Directory(l) # Communicator 8355001 “Woicermail Email [] Woicemail Ringback
8 Ti i
; :me Prtmglegﬂ)z i H3235eation 8330001 Woicemail Email Reading
& U“”;”htﬂ(gfu frH3mStEton2 8350002 S et Sen
i L;E;t\‘ugnws) §rHIStond 8350003 eb Services
£ = POSE1635 f-iszane f35z001 Enable GRLIL AP
H ra ,_
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Click onTelephonytabfollowed bythe Supervisor Settingstab andenter a_ogin Code in the
Login Codebox. Click theOK button to save.

Note: TheLogin Codeis ud by the AsconDECT Handset to log in td°l Office inSection 6
Ensure all DECT Handset Users use the shogen Code.

“ BOOTP () fang Ricpioy ‘ User |\u’mcemail | DND | ShortCodes | Source Number5| Telephony |Fovwarding | DialIn |\-"oice Recording | B
s Operator (3) 350004 8350004 - -
alution §H83SUUlU 999949 Call Settings | Supervizor Settings | Multi-line Options | Call Log | TUL |
g User()
ﬂ Group(? aHAX\S Speaker 83554301 Lagin Cade [ [[] Force Login
§r s Video 9355500
§- Communicatar 8355001 Canfirm Login Cade sebbanse
§H3235tation 3350001
? Account Code(?) frH3Smtion? 8350002 Lagin [dle Period (secs) [C] Force Account Code

5.6. Verify the Voicemail Collect Short Code

As part of the Ascom HDECT Base Stationonfiguration the Voicemail access number is
requred. During compliance testing tHtgature was set td/oicemail Collect, and theCode
was*17 also theTelephoneNumber wasfi ? 0 U

W
o
i

*17: Yoicemail Collect

Short Code
Code *17
*This hort Code is commaon to all systems,
Feature Woicernail Collect -
Telephone Mumber "
Line Graup ID 0 -
Locale ’ -
Force Account Code |
Force Suthorization Code [T
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5.7. Save Configuration

Once all the configurations havedn made it must be senti®bOffice. Click on theSavelcon
as shavn below.

File  Edit ‘Wiew Tools Help
IPOSE1635 - Extension - 1212 8352000 - 1- 1|2 E[EA] v
Configuration Extension = SIP Extension: 11212 8352001 ef - 4
BOOTR (4) Id Extension Module Port W
* Operator (3) 11200 §355100 O 0
_‘-§U|L‘Itll‘tlll:‘], 11201 $355101 0 ] Extension Id 11212

Once theSave ConfigurationWindow opens, click th®K button.

" Send Multiple Configurations EI@
Select ) Change . Incoming CQutgoing Error
v [t Mode Rebootlin: Call Barring Call Barring Status PrezyeE
v PN poseLess Reboot MEUEH A0z
QK ] ‘ Cancel | ‘ Help
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6. Configure Ascom DECT

This section describes how to access and configure the ASE®H solution.The Ascom wireless
IP-DECT Base Stations can be configured in a MasterdbtaNaster scenario to provide

redundancy or to extend the radius of coverage (roaming). The following configuration steps detail
the configuration process used to configure an Ascom wireleBE®T Base Station in Master

mode only.

Roaming between muytie Ascom Wireless HDECT Base Stations as showrFigure 1 was tested
but the configuration setup will not be shown in this document. Refer to the Ascom document in
Section 9for information on how to configure roaming.

6.1. Configure the IP-DECT Base Station

To configure théP-DECT Base Statigraccessa web browser ancheer the IP address the Base
Station as the URLThe user will be presented with the screen shown below. ClicRytsiem
administration link and enter the appropriate credentials tweas the Ascom wireless-BECT
Base Station and then click OK (not shown).

File Edt Wew Favorites Tools  Help

G.p Favorites | 52 & * & Free Hotmall £

a {} A 7 = -~ Page > Safety v Tools » -Z@Z-v 2

ascom
IP-DECT Base Station
Select login:
User administration
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6.1.1. General Configuration of IP-DECT Base Station
When thenewwindow opensnavigateto General and select thAdmin tab and enter the

following:

i Device Name

f User Name
M1 Password

DECT Base Station

1 Confirm Password confirm the password

Click theOK buttonto continue.

Enter a descriptive mae that identifies this Ascom wireless IP

Enterthe User Name (the defaultUser name was used)
Enterthe Password(the default Password was used)

Configuration
General
LAN
P
LDAP
DECT
VolP
Unite
Services

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update

Diagnostics

Reset

IP-DECT Base Station

Info | Admin NTP Kerberos Certificates License EULA

Local Admin

Device Name INTOP R8 M
User Name admin
Password eccsccee

Confirm Password eecccsoe

Delegated Authentication

Join realm

Additional Kerberos encryption types
Enable AES and RC4 [

Authentication Servers

Realm/Domain Address Port Admin Port

OK \ Cancel

Secondary Address

Secondary Port

ascom

Secondary Admin

Port Delete
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6.1.2. Configure LAN DHCP

Navigateto LAN and select th®HCP tab. SelecDisabledfrom theMode dropdown boxA
reset of the base station is required to activate this seftftey the reset is completed log back on to
theIP-DECT Base Station to completike configuration.

IP-DECT Base Station
Configuration DHCP IP VLAN Link 802.1X  Statistics LLDP
General
LAN Mode disabled ~ Currently - disabled
P | ok | | cancel |
LDAP
DECT
VolP
Unite
Services
Administration
Users
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6.1.3. Configure LAN IP

Navigateto LAN and select th&P tab andenter the following:
1 [P Address Enter the IP address be assigned tihe IP-DECT Station
1 Network Mask Enter theNetwork Mask to be assigned to theECT Station
1 Default Gateway Enter the DefaulGateway IP Address

Click on theOK Button to save.

Note: No DNS Server was used during Compliance Testing.

IP-DECT Base Station

Configuration DHCP IP VLAN Link 802.1X  Statistics LLDP
General
LAN Active Settings
P IP Address 10.10.16.8 10.10.16.8
LDAP Network Mask 255.255.255.0 2552552550
DECT Default Gateway  10.10.16.1 10.10.16.1
VolP DNS Server
Unite Alt. DNS Server
Services Check ARP ]
Administration | OK ‘ l Fee I
Users
Device Overview
DECT Sync
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6.1.4. Reset IP-DECT Base Station

Click Resetfollowed by theOK buttonto initiate the system reset. Many of the other gesrmade
to the system during the configuration process requieset Repeat this procesvhenever a reset is
required.

Configuration Idle-Reset Reset TFTP Boot
General
LAN Reset only if the system is idle (no active calls, etc.)
IP oK
LDAP
DECT
VolP
Unite
Services
Administration
Users
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6.1.5. Configure DECT
Navigate to thdECT and click on théVlaster and enter the following:

Mode

Protocol
Proxy

=A =8 =4 -4 -8 -4 -4

Mirror Master IP address
Check theEnable PARI Function check box

SelectMirror from the dropdown box

SelectSIP/TCP from the dropdown box
Enter thelP address of the IP Office

Check theEnbloc Dialing check box
Check theAllow DTMF through RTP check box.

Click theOK button to continue (not shown)

Enter the IP Address of the Mirrored base station

IP-DECT Base Station ascom
Configuration System  Suppl. Serv. | | Crypto Master Mobility Master Radio Radio config PARI SARI  Air Sync
General Mode  Mirror ¥
LAN
= Mirror Master IP address 10.10.16.7
Mirror Status Active
EDAE Connected to 10.10.16.7
DECT Multi-Master
pol Master ID 0
B Enable PARI Function 7]
Sshyices Region Code
Administration IP-PBX
Users
Protocol SIP/TCP  +
Device Overview
Proxy 10.10.16.35
DECT Sync
Alt. Proxy
Traffic
Alt. Proxy
Gateway
Backup Alt. Proxy
Update Domain
Diagnostics Max. Internal Number Length 7
Reset International CPN Prefix
Registration with system password
Enbloc Dialing v
Enable Enbloc Send-Key 2
Send Inband DTMF
Allow DTMF Through RTP v
Short Disconnect Tone L
Treat rejected calls as Busy v
Scroll down and sdRegistration Time-To-Live to 180 (sec)
TTEATTEJETTEU TElls & Busy A
LAN
Configured With Local GK
s SIP Interoperability Settings
LDAP
Registration Time-To-Live 180 [sec]
DECT . "
Hold Signalling inactive
VolP =
Hold Before Transfer I
Unite -
Accept Inbound Calls Not Routed Via Home Proxy ||
Semvices Register With Number [Ed
Administration AOR as Line Identity
Users KPML support
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