AVAYA
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Abstract

These Application Notes describe thenfiguration steps required fddold Technologieg
Manitou to interoperate with Aaya Aura® Communication Managand Avaya Aura®
Application Enablement Services Bold Technologies Manitous an alarm automatio
solution for central stations.

In the conpliance testing,Bold Technologies Manitowsed theDevice, Media, and Cal
Control interfacefrom Avaya Aura® Application Enablement Servicessigpportthe Auto
Dialerfeature forcentral station operater

Information in these Application Notes haseln obtained through DevConnect complia
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the confajiom steps required f@old Technologies

Manitouto interoperate with Aaya Aura® Communication Managand Avaya Aura®

Application Enablement Services. Bold Technologies Manitou is an alarm automation solution
for central stations.

In the complianceesting,Bold Technologies Manitoused theéDevice, Media, and Call Control
(DMCC) interfacerom Avaya Aura® Application Enablement Serviceptovidethe Auto
Dialerfeature for central station operators.

The central station operators have desktoppmders running the Bold Technologies ManitouCS
Operator Workstation to handle alarnihe Auto Diakr feature allows an operator to select a
customer contact phone number, and have the systemtipsmgtbound call on behalf of the
operator. Bold Technaogies Manitou accomplishes this by using the DMCC interface and the
Multiple Registration featursom Avaya Aura® Application Enablement Servitesedster a
virtual IP softphonédor the operator, and initiate the outbound call from the virtual IPplsofte.
The Bold Technologies ManitouCS Operator Workstation can also be used to hang up the
outbound call.

2. General Test Approach and Test Results

The feature test cases were performed manuhilfiation and termination of outbound calls
were performedising the ManitouCS Operator Workstatiohdditional call controls such as
hold, resume, transfer, and conference were performed from the operator telephone.

The serviceability test cases were paried manually by disconnecting amatonnecting the
Etheanetconnectiorto Manitou and to thélanitouCS Operator Workstation.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standas#sl interfaces pertinent

to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endordgmfrdya of the suitability or

compl eteness of a DevConnect memberds solutio
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2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying the followamgVianitou

¢ Use of DMCC registratioand monitoringservices to register amdonitorthe virtual IP
softphones.

e Use of DMCC call control services iitiate and dropputbound callvia the virtual IP
softphones.

¢ Proper passing of replacement calliragty number in the Usdp-User Information
parameter.

e Proper handling of outbound call for scenarios involving invalid number, internal
destination, external destination, drop, hold, resume, transfer, conference, multiple
operators, and multiple calls.

The serviceability testing focused on verifying the abilityviainitouto recover from adverse
conditions, such as disconnecting aedonnecting the Ethernednnectiorto Manitou and to
theManitouCS Operator Workstation.

2.2. Test Results

All test cases werexecuted and verified. The following were observationslanitoufrom the
compliance testing.

e When the operator uses ManitouCS Operator Workstation to drop from an active
conferenceby desigrthe conferenceall is clearednd therefore all remainirgartiesare
dropped.

eThe ManitouCS Operator Workstation displays
for any failures from the outbound call, including a busy destination.

e The ManitouCS Operator Workstation may generate multiple instances upenassd/or
client Ethernet disruptions. The multiple instances do not have downside impact as any can
continue tdbe used, and the operator can manually close theirgteancess desired.

2.3. Support
Technical support oManitoucan be obtained throughetffiollowing:

e Phone: (719) 5932829
e Email: support@boldgroup.com

TLT; Reviewed: Solution & Interoperability Test Lab Application Note 30f30
SPOC5/1/2013 ©2013 Avaya Inc. All Rights Reserved. Bold-Dial-AES


mailto:support@boldgroup.com

3. Reference Configuration

Manitoucan be configured on a single server or with components distributed across multiple
servers. The compliangest configuration used a gie server configuration, which also hosted
the ManitouCS Supervisor Workstation application, as shovgure 1.

The detailed administration of basic connectivity betw@emmunication Manager and
Application Enablement Saces and oftelephonydevices are not the focus of these
Application Notes and will not be described.

A% > =
@ Central Station Operators with

Emulated

PSTN \ I \ Bold Technologies ManitouCS
2 10.32.39.190 05 Operator Workstation and
o7 q | AR Avaya 1608 and 9611G
sy \/
o?' %\ IF’ Deskphones (H.323)
é } l
-'-'
Avaya Aura® Avaya Aura® Bold Technologies Manitou ’
Communication Manager.on Application ‘ With ManitouCS _ Central Stauon Superwsor with
Avaya S8300D Server with Enablement Services Supervisor Workstation Avaya 9650
Avaya G430 Media Gateway 'l e DMEC = _: IP Deskphone (H.323)

Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated
The following equipment and software were used for the samplegooation provided:

Equipment/Software

Release/Version

Avaya Aura® Communication Manager on
Avaya S800D Serverwith
Avaya G450 Media Gateway

6.2 SP5
(RO16x.02.0.823420399

AvayaAura® Application Enablement Services

6.2 (r6:2-0-18-0 Patch }

Avaya1608IP Deskphone (H.323)

1.3®@S

Avaya 9611G IP Deskphone (H.323) 6.2209
Avaya 9650 IP Deskphone (H.323) 3.105S
Bold Technologies Manitoan 1.61.0.885
Microsoft Windows2008 R2 Standard SP1
e PBXServer 1.614827.650
e ManitouCS Supervisor Workstation 1.61.0.682
e AvayaDMCC .NET (ServiceProviderll 6.2.0.29
Bold TechnologieslanitouCS Operator Workstatian | 1.61.0.885
Microsoft WindowsXP Professional 2002 SP3

e BoldPBX.tsp

1.61.4827.381
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5. Configure Avaya Aura® Communication Manager

This section providese procedures for configuring Communication Manager. The procedures
include the following areas:

¢ Verify license

e Administer CTI link

e Administer special applicatien
e Administeroperator stations

5.1. Verify License
Log into the System Access Terminal (SAT) trify that the Communication Manager license

has proper permissions for features il lustrat
systemparameters customerpt i ons 60 ¢ 0o mma nGComputer Telephonyf vy t hat t |
Adjunct Links customer optionis¢e t o Page8 on f this option is no

contact the Avaya sales team or business partner for a proper license file.

display system - parameters customer - options Page 3of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? y Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Bra nch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS?y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off -net?y
ARS/AAR Dialing without FAC? y DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities ?y DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n

5.2. Administer CTI Link

Add a CTI | inkl iumk nmgo tdemmardd, cwhere Ano i s ar
Enter an available extension number inEx¢ensionfield. Note that the CTI link number and
extension number -mB¢ Vypeafigld and &dedcrgptive marAelnlthe

Namefield. Default values may be used in the remaining fields.

addcti -link1 Page 1of 3
CTI LINK
CTI Link: 1
Extension: 40001
Type: ADJ - IP
COR: 1
Name: TSAPI Link
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5.3. Administer Special Applications

Usethefichange systerparameters spectapplication® ¢ o miara navigate t®age 4
Enable thg SA8481)i Replace Calling Party Number with ASAI ANI specialapplication, as
shown below.

Thisfeatureallows Manitou to supply calling party number informatampart of the third party
make call request for outgoing ISDN calls.

change system - parameters special - applications Page 4 of 10
SPECIAL APPLICATIONS

(SA8481) - Replace Calling Party Number with ASA I ANI? y
(SA8500) - Expanded UUI Display Information? n
(SA8506) - Altura Interoperability (FIPN)? n
(SA8507) - H245 Support With Other Vendors? n
(SA8508) - Multiple Emergency Access Codes? n
(SA8510) - NTT Mapping of ISDN Called - Party Subaddress IE? n
(SA8517) - Authorization Code By COR? n

(SA8520) - Hoteling Application for IP Terminals? n
(SA8558) - Increase Automatic MWI & VuStats (S8700 only)? n
(SA8567) - PHS X- Station Mobility over IP? n
(SA8569) - No Service Observing Tone Heard by Agent? n
(SA8573) - Call xfer via ASAI on CAS Main? n
(SA8582) - PSA Location and Display Enhancements? n
(SA8587) - Networked PSA via QSIG Diversion? n
(SA8589) - Background BSR Polling? n
(SA8608) - Increase Crisis Alert Buttons? n
(SA8621) - SCH Feature Enhancements? n

TLT; Reviewed: Solution & Interoperability Test Lab Application Note 7 0of 30
SPOC5/1/2013 ©2013 Avaya Inc. All Rights Reserved. Bold-Dial-AES



5.4. Administer Operator Stations

Us e dhdnge stiationlhn ¢ o mmawhde r e
case A450010

i operatorstation éxeensibnn this t

EnablelP SoftPhone to allow for avirtual IP softphondo be registered against the station.
Note the value oBecurity Code whichwill be used later to configufdanitou

change station 4 5001 Page 1lof 4
STATION
Extension: 45001 Lock Messages? n BCC: 0
Type: 1608 Security Code: 12345 TN: 1
Port: SO0000 Coverage Path 1: 1 COR: 1
Name: Bold Operator #1 Coverage Path 2: COS: 1

Hunt - to Station:
STATION OPTIONS
Time of Day Lock Table:
Personalized Ringing Pattern: 1
Message Lamp Ext: 45001
Mute Button Enabled? y

Loss Group: 19

Speakerphone: 2 - way
Display Language: english
Survivable GK Node Name:
Survivable COR: internal
Survivable Trunk Dest? y

Media Complex Ext:
IP SoftPho  ne?y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

Repeat this section to administdroperator stationsin the compliance testintyyo stations
wereadministered as shown below.

list station 45001 count 2
STATIONS
Ext/ Port/ Name/ Room/ Cvl/ COR/ Cable/
Hunt - to Type  Surv GK NN Move DataExt Cv2 COST N Jack

45001 S00000 Bold Operator #1 1

1608 no 11
45002 S00045 Bold Operator #2 1

9611 no 11
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6. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. The
procedures include the following areas:

e Launch OAM interface

o Verify license

e Administer TSAPI link

e Administer H.323 gatekeeper
¢ Disable security database

¢ Restart service

e Obtain Tlink name

¢ AdministerBold user

e Enable ports

6.1. Launch OAM Interface

Accessthe OAMwelb ased i nterface by-addregsorieenURD fAht
browser wi ndaodwd,r ewshseor e sfiitphe | P address of the
server.

ThePlease login herescreen is displayed. Log in using the appropriate credentials.

AVAyA Application Enablement Services

Management Console

Please login here:

Username

Password

© Copyright @ 2008-2012 Avaya Inc. All Rights Reserved.
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TheWelcome to OAM screen is displayed next.

Welcome: User
Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20

H H H Number of prior failed login attempts: 0
AVA A Appllcatlon Enablement ser‘"ces HostName/IP: aes_125_72/10.64.125.72
Management Console Server Offer Type: VIRTUAL_APPLIANCE

SW Version: r6-2-0-18-0 Patch 1
Server Date and Time: Mon Mar 18 07:43:33 MDT 2013

Home Home | Help | Logout

AE Services
Communication Manager Welcome to OAM
Interface
Licensing ; : s ; ;
The AE Services Operations, Administration, and Management (OAM) Web provides you with tools for
Maintenance managing the AE Server. OAM spans the following administrative domains:
Networking * AE Services - Use AE Services to manage all AE Services that you are licensed to use on the AE
Server.
Security * Communication Manager Interface - Use Communication Manager Interface to manage switch

connection and dialplan.

Licensing - Use Licensing to manage the license server.

Maintenance - Use Maintenance to manage the routine maintenance tasks.

Networking - Use Networking to manage the network interfaces and ports.

Security - Use Security to manage Linux user accounts, certificate, host authentication and
authorization, configure Linux-PAM (Pluggable Authentication Modules for Linux) and so on.
Status - Use Status to obtain server status infomations.

User Management - Use User Management to manage AE Services users and AE Services user-
related resources.

Utilities - Use Utilities to carry out basic connectivity tests.

* Help - Use Help to obtain a few tips for using the OAM Help system

Status

User Management

Depending on your business requirements, these administrative domains can be served by one
administrator for all domains, or a separate administrator for each domain.

6.2. Verify License

SelectLicensing A WebLM Server Accessn the left pane, to display thieb License
Manager pop-up screen (not shown), and log in with the appropriate credentials.

Welcome: User
2 22 x Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20
AVA ya Apphcat'on Enablement Services Number of prior failed login attempts: 0
HostName/IP: aes_125_72/10.64.125.72
Management Console Server Offer Type: VIRTUAL_APPLIANCE
SW Version: r6-2-0-18-0 Patch 1
Server Date and Time: Mon Mar 18 07:43:33 MDT 2013

Licensing Home | Help | Logout

» AE Services

Communication Manager Licensing
Interface

v

If you are setting up and maintaining the WebLM, you need to use the following:

WebLM Server Address
* WebLM Server Address

NebLM Server Access ; : : < nis : ¢
& . N If you are importing, setting up and maintaining the license, you need to use the following:

Reserved Licenses * WebLM Server Access

» Maintenance If you want to administer TSAPI Reserved Licenses or DMCC Reserved Licenses, you need to use

» Networking the following:
» Security * Reserved Licenses
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TheWeb License Managerscreen below is displayed. Seletensed poducts A
APPL_ENAB A Application_Enablementin the left pane, to display thecensed Features
in the right pane.

Verify that there are sufficient licenses T8API Simultaneous UsersandDevice Media and
Call Control, as shown belowNote that the TSAPI ligese is used for monitoring and call
control via DMCC, and the DMCC license is used for the virtual IP softphones.

AVAYA Web License Manager (WebLM v6.2) Help | About | Change Password | Log off

WebLM Home Application Enablement (CTI) - Release: 6 - SID: 10503000 (Standard License file)

Install license
You are here: Licensed Products > Application_Enablement > View License Capacity

Licensed products

APPL_ENAB License installed on: May 11, 2012 6:07:47 PM -05:00

~ Application_Enablement
View license capacity License File Host IDs: 00-16-3E-48-ED-82
View peak usage

. o Licensed Features
Uninstall license

Server properties f::;:r:rd) s:{:eiration Licensed Acquired
Manage users E:\xALtﬁJNEfASé\SI_CVLAN_ASAI) permanent 16 0
Shortcuts (VALUE AZ&. ARG UNIFIED. @c_DESKTOP) Permanent 10000 0
SESMACDSLENTCE o s 38 .
CVLAN Proprietary Links BerraneRt 16 5

(VALUE_AES_PROPRIETARY_LINKS)

SmallServerTypes:

s8300c;s8300d;icc; premio;tn8400;laptop; CtiSmallServer
MediumServerTypes:
ibmx306;ibmx306m;dell1950;xen;hs20;hs20_8832_vm;CtiMediumServer
LargeServerTypes:
isp2100;ibmx305;dI380g3;dI385g1;dI385g2;unknown;CtiLargeServer
TrustedApplications: IPS_001, BasicUnrestricted, AdvancedUnrestricted,
DMCUnrestricted; 1XP_001, BasicUnrestricted, AdvancedUnrestricted,
DMCUnrestricted; 1XM_001, BasicUnrestricted, AdvancedUnrestricted,
DMCUnrestricted; PC_001, BasicUnrestricted, AdvancedUnrestricted,

?\;Z‘?_lacg ,\rfloot'?és) permanent DMCUnrestricted; CIE_001, BasicUnrestricted, AdvancedUnrestricted, ?c?:nted
= DMCUnrestricted; OSPC_001, BasicUnrestricted, AdvancedUnrestricted,

DMCUnrestricted; VP_001, BasicUnrestricted, AdvancedUnrestricted,
DMCuUnrestricted; SAMETIME_001,
VALUE_AEC_UNIFIED_CC_DESKTOP,,; CCE_001, BasicUnrestricted,
AdvancedUnrestricted, DMCUnrestricted; CSI_T1_001, BasicUnrestricted,
AdvancedUnrestricted, DMCUnrestricted; CSI_T2_001, BasicUnrestricted,
AdvancedUnrestricted, DMCUnrestricted; AVAYAVERINT_001,
BasicUnrestricted, AdvancedUnrestricted, DMCUnrestricted;
CCT_ELITE_CALL_CTRL_001, BasicUnrestricted, AdvancedUnrestricted,
DMCUnrestricted, AgentEvents;

AES ADVANCED LARGE SWITCH

(VALUE_AES_AEC_LARGE_ADVANCED) pesmanent. 16 B

TSAPI Simultaneous Users

(VALUE_AES_TSAPI_USERS) P Epariant 20000 .

DLG

(VALUE_AES_DLG) permanent 16 0

Device Media and Call Control

(VALUE_AES_DMCC_DMC) permanent 10000 9
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6.3. Administer TSAPI Link

To administer a TSAPI link, seleBE ServicesA TSAPI A TSAPI Links from the left pane
of theManagement Console The TSAPI Links screen is displayed, as shown below. Click
Add Link .

clc*me lf::r

AVAYA Application Enablement Services

Management Console

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CVLAN TSAPI Links
DLG
DMCC
® 1 |sss00 |2 4 Both
SMS

T [ Add Link | [ Edit Link | [ Delete Link |

= TSAPI Links
= TSAPI Properties

The Add TSAPI Links screen is displayed next.

ThelLink field is only local to the Application Enablement Services server, and may be set to

any available number. F&witch Connection, select the relevant switch connection from the
dropdown | i st. I n this cas 00Dt hies esxe |Sditdhtnegd .s wi R ¢
CTI Link Number , select the CTI link number fro®ection5.2 Retain thelefault values in

the remaining fields.

Welcome: User
Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20

AVAyA Application Enablement Services Number of prior failed login attempts
HostName/IP: ae 64.

Management Console r Offer Typ

ersion: r6-2-
Date and Tir

AE Services | TSAPI | TSAPI Links Home | Help | Logout

Honrlc 180 3:33 MDT 2013

CVLAN Add TSAPI Links

228 Link 2 ¥

bMCC Switch Connection SSéOOD ‘;
SMS Switch CTI Link Number ‘_1 VVJ

TSAPI ASAI Link Version ‘@Ly

= TSAPI Links Security [Unencrypted ¥
= TSAPI Properties [ Apply Changes | [ Cancel Changes |
TWS

) Communication Manager
Interface
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6.4. Administer H.323 Gatekeeper

SelectCommunication Manager InterfaceA Switch Connectionsfrom the left pane. The
Switch Connectionsscreen shows a listing of the existing switch connections.

Locate the connéion name associated with the relevant Communication Manager, in this case
iSBB0DO, and select the corbEdek32dCattkeepgr r adi o but t

Welcome: User
Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20

H H s Number of prior failed login attempts: 0
AVA A Application Enablement Services HostName/IP: aes_125_72/10.64.125.72
Management Console Server Offer Type: VIRTUAL_APPLIANCE

SW Version: r6-2-0-18-0 Patch 1
Server Date and Time: Mon Mar 18 07:43:33 MDT 2013

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

~ Communication Manager Switch Connections
Interface

Switch Connections | | [ Add Connection |

Dial Plan Processor Ethernet Msg Period Number of Active Connections

b Licensing ® s3300D No 30 1
) Maintenance r r ‘
O ssz00 No 30 1
» Networking — | — I E— — - —
» Security [ Edit Connection J [ Edit PE/CLAN IPs ] [ Edit H.323 Gatekeeper ] [ Delete ConnectionJ [ Survivability Hierarchy ]

» Status

TheEdit H.323 Gatekeeperscreen is displayed. Enter the IP address oL AR circuit pack
or the Processor-CAN on Communication Manager to be usedtssH.323 gatekeeper, in this
c asle.3289.88 as s hown AtddNaneewrIP. CIl i ck

Welcome: User
= s - Last login: Mon Mar 18 07:29:20 2013 from 10.32.359.20
Appllcatlon Enablement Ser\"ces Number of prior failed login attempts: 0
HostName/IP: aes_125_72/10.64.125.72
Management Console Server Offer Type: VIRTUAL_APPLIANCE
SW Version: r6-2-0-18-0 Patch 1
Server Date and Time: Mon Mar 18 07:43:33 MDT 2013
Communication Manager Interface | Switch Connections Home | Help | Logout
» AE Services
~ Communication Manager Edit H.323 Gatekeeper - $8300D
Interface
Switch Connections [10.32.39.83 | [ Add Name or 1P |
Dial Plan Name or IP Address
» Licensing
» Maintenance
» Networking
» Security
TLT; Reviewed: Solution & Interoperability Test Lab Application Note 130f 30
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6.5. Disable Security Database

SelectSecurity A Security DatabaseA Control from the left pane, to displaitie SDB
Control for DMCC, TSAPI, JTAPI and Telephony Web Servicesscreen in the right pane.
Uncheck both fields below.

Welcome: User
Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20

o o H H H Number of prior failed login attempts: 0
VA Appllcatlon Enablement Sel‘VIceS HostName/IP: aes_125_72/10.64.125.72
Management Console Server Offer Type: VIRTUAL_APPLIANCE

SW Version: r6-2-0-18-0 Patch 1
Server Date and Time: Mon Mar 18 07:43:33 MDT 2013

Security | Security Database | Control Home | Help | Logout

» AE Services

, Communication Manager SDB Control for DMCC, TSAPI, JTAPI and Telephony Web Services
Interface

» Licensing [ Enable SDB for DMCC Service
» Maintenance [[] Enable SDB for TSAPI Service, JTAPI and Telephony Web Services

» Networking

¥ Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

= Control

6.6. Restart Services

SelectMaintenanceA Service Controller from the left pane, to display ti8ervice Controller
screen in the rightgne. ChecloMCC ServiceandTSAPI Service and clickRestart Service

Welcome: User
Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20

H 1 H Number of prior failed login attempts: 0
AVA A Appl'cat'on Enablement Services HostName/IP: aes_125_72/10.64.125.72
Management Console Server Offer Type: VIRTUAL_APPLIANCE
SW Version: r6-2-0-18-0 Patch 1

Server Date and Time: Mon Mar 18 07:43:33 MDT 2013

Maintenance | Service Controller Home | Help | Logout

» AE Services

Communication Manager Sefvice Controller
Interface
» Licensing Controller Status|
¥ Maintenance [ AsAI Link Manager Running
% 7 3 Bunti
Date Time/NTP Server DMCC Service unning
- [0 cvian servi Running
Security Database FRGIES .
[ oLG service Running

Service Controller

[ Transport Layer Service Running
Server Data

TSAPI Service Running
» Networking
S Security For status on actual services, please use Status and Control
) Status [ Start ][ Stop ][ Restart Service ][ Restart AE Server ][ Restart Linux ][ Restart Web Server ]
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6.7. Obtain Tlink Name

SelectSecurity A Security DatabaseA Tlinks from the left pane. Thélinks screen shows a
listing of the Tlink names. A new Tlink name is automatically genératethe TSAPI service.
Locate the Tlink name associated with the relevant switch connection, which would use the
name of the switch connection as part of the Tlink name. Make a note of the associated Tlink
name, to be used later for configurikignitou

as s G8300HCITAHAET2S &0 haa.me N =t

I n this case, e
h  Sectionée3ad parbohtheMIBIBNMAMe0 Do f r om

h
use of t he swi C

t
t

Welcome: User
Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20

H H H Number of r failed login att ts: 0
AV/-\YA Application Enablement Services [0 7 pe oy e

Management Console Offer Ty VIRTUAL_APPLIANCE

ersion: r6-2-0-18-0 ch 1
erver Date and Time: Mon Mar 18 07:43:33 MDT 2013

Security | Security Database | Tlinks Home | Help | Logout

» AE Services

R Communication Manager Tlinks
Interface

» Licensing Tiink Name

» Maintenance @ AVAYAZS8300D2CSTAZAES_125_72
» Networking O AVAYA=S8B00=CSTAZAES_125_72
¥ Security O AVAYA#S8800#CSTA-S#AES_125_72

Account Management Delete Tlink

Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

Control

CTI Users
Devices
Device Groups
Tlinks

3]
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6.8. Administer Bold User

SelectUser ManagementA User Admin A Add User from the left pane, to display tiAeld
User screen in the right pane.

Enter desired values fadser Id, Common Name Surname, User Passworg andConfirm

Password ForCT User,

remaining fields.

sel ect

i Y edovan lidt. rRetam the klefaultdvalieethe

» AE Services

R Communication Manager
Interface

» Licensing

» Maintenance

» Networking

» Security

» Status

¥ User Management
Service Admin
User Admin

= Add User

= Change User Password
= List All Users

= Modify Default Users

= Search Users

» Utilities
» Help

Management Console

Add User

Fields marked with * can not be empty.

bod ]
* User Password sessssee
* Confirm Password |sssssses

Admin Note

* Common Name

* Surname

AVAYA Application Enablement Services

Avaya Role

Business Category

Car License [:I
oM Home ]
Css Home

CT User [Yes ¥

Department Number

Display Name
Employee Number
Employee Type

Enterprise Handle

Welcome: User

Last login: Mon Mar 18 07:29:20 2013 from 10.32.39.20
Number of prior failed login attempts: 0

HostName/IP: aes_125_72/10.64.125.72

Server Offer Type: VIRTUAL_APPLIANCE

SW Version: r6-2-0-18-0 Patch 1

Server Date and Time: Mon Mar 18 07:43:33 MDT 2013

User Management | User Admin | Add User Home | Help | Logout
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6.9. Enable Ports
SelectNetworking A Ports from the left pane, to display tiorts screen in the right pane.

In theDMCC Server Ports section, select the radio button fdnencrypted Portunder the
Enabled column, as shown bal. Retain the default values in the remaining fields.
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