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Abstract

These Application Notes describe the configuration steps required to integrate Microsoft
Exchange Server 2010 Unified Messaging (UM) with Avaya Aura® Communication Manager
and Avaya Aura® Session Manager. Exchange UM is a voice mail system that combines
voice messaging, fax, and e-mail into one inbox, which can be accessed from a telephone or
computer. UM subscribers can have their calls cover to voicemail and can retrieve their
messages from a telephone by calling into a voice mailbox, or from a PC via the Play-on-
Phone feature available with Outlook Web Access (OWA). In addition, Exchange UM can
control the Message Waiting Indicator (MWI) on a user’s telephone to notify the user of new
voicemail messages. The focus of these Application Notes is on the Exchange UM component
of Microsoft Exchange Server 2010.

These tests were executed with the cooperation of Microsoft, based in part on test cases
outlined in the Microsoft UC Open Interoperability Program (OIP) Test Plan, Telephony
Partner Product Interoperability Specification Interfaces for Connection to Mediation
Server/OCS 2007 R2 and to Exchange Server 2010 Unified Messaging, June 2009. Additional
test cases specific to Avaya capabilities were also included. Not all test cases were executed
successfully. Readers should note specific limitations and constraints as documented in
Section 2.2, Test Results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required to integrate Microsoft
Exchange Server 2010 Unified Messaging (UM) with Avaya Aura® Communication Manager
and Avaya Aura® Session Manager. Exchange UM is a voice mail system that combines voice
messaging, fax, and e-mail into one inbox, which can be accessed from a telephone or computer.
UM subscribers can have their calls cover to voicemail and can retrieve their messages from a
telephone by calling into a voice mailbox, or from a PC via the Play-on-Phone feature available
with Outlook Web Access (OWA). In addition, Exchange UM can control the Message Waiting
Indicator (MWI) on a user’s telephone to notify the user of new voicemail messages. The focus
of these Application Notes is on the Exchange UM component of Microsoft Exchange Server
2010.

2. General Test Approach and Test Results

The general test approach was to exercise the features of Exchange UM and verifying the
appropriate behavior. All test cases were performed manually.

2.1. Interoperability Compliance Testing
The interoperability compliance test covered the following features:

= (Calls to Exchange UM from subscribers and non-subscribers, including a VDN/vector
scenario where final call treatment is to a subscriber’s mailbox.

= (alls to UM subscribers covered to Exchange UM on no-answer and the appropriate
greeting was played to the caller. Voicemail was left for the UM subscriber.

= Subscribers logging into Exchange UM.

= MWI lamp of a subscriber’s phone was turned on when a new voicemail message
existed.

= UM subscriber was able to retrieve voicemail messages from a phone, which would
extinguish the MWL

= UM subscriber was able to use Play-on-Phone via OWA to listen to voicemail messages.

= UM subscriber was able to navigate Exchange UM using the Voice User Interface or
Telephony User Interface.

= (Call transfer from Exchange UM to another subscriber.

= (alls to the UM Auto Attendant.

= @G.711 and G.723 codec support.

= (alls to Exchange 2010 UM were performed with direct IP-IP media (i.e., shuffling)
enabled.

= Configuration with Exchange 2007/2010 co-existence, Exchange 2010 UM redirected
calls to Exchange 2007 UM for subscribers on Exchange 2007 UM.

= Configuration with primary and backup Exchange UM server, verified that the backup
Exchange UM server would handle calls when the link to the primary server was down.

= Verified that calls can cover to Exchange UM for an extension specified in the
“messaging” step of a vector.

= Various call transfer scenarios were verified with Exchange UM coverage.
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Call answering rules to do a “Find Me” or “Transfer” to another number.

2.2. Test Results

All test cases were successful, except for the following observations:

Unlike Exchange 2007 UM, Exchange 2010 UM requires an external fax server, which
wasn’t available during testing. The T.38 negotiation would have been between
Communication Manager and a 3" party fax server. The scope of Fax T.38 testing was to
verify that Exchange UM returns the correct URL of the external fax server in the
REFER message when it detects a fax tone, which was verified sucessfully.

In a configuration with Microsoft Exchange 2007/2010 co-existence, Shuftling (i.e.,
direct IP-IP calls) between H.323 stations and Exchange 2007 UM is not supported. If
Exchange 2010 UM redirects a call to Exchange 2007 UM, the call is initially shuffled
successfully. However, when the first DTMF digit is pressed on the H.323 station to log
into Exchange UM or use the Telephony User Interface, Communication Manager un-
shuffles the call, which is unsuccessful. Once no more DTMF tones are being sent,
Communication Manager shuffles the call again successfully. When the H.323 station
dials another DTMF digit, the call is un-shuffled again unsuccessfully. This occurs every
time the H.323 station sends a DTMF tone. This causes the H.323 station to not hear all
of the UM prompts.

TLS is currently not supported between Exchange UM and Session Manager 5.2.1 due to
certificate issues.

2.3. Support

Technical support of Microsoft Exchange Server 2010 Unified Messaging is available at
Microsoft Technet at http://technet.microsoft.com/en-us/library/bb125141.aspx. Additional
support options are also covered on this webpage.
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3. Reference Configuration

The following diagram illustrates a sample configuration consisting of Communication Manager
running on a pair of S8720 Servers, Session Manager, and Exchange UM servers. Avaya 9600
Series H.323 IP Telephones, Avaya digital, and Avaya analog telephones were included in the
configuration to server as UM subscribers. A SIP trunk was established between Session
Manager and the Exchange UM servers. The Avaya G650 Media Gateway connected to the
PSTN via an ISDN-PRI trunk. Avaya Aura® System Manager was used to configure Session
Manager.

Note 1: The configuration of Exchange 2007/2010 co-existence, while tested, is outside the
scope of documenting configuration steps in these Application Notes and will not be covered.
However, the configuration of a backup Exchange UM server to support UM failover scenarios
is covered.

Note 2: Session Manager Release 5.2.1 was used as the basis for this set of testing. To support
direct SIP endpoints, this release requires a Communication Manager Feature Server, which was
not included in the configuration. Readers should take explicit note that Avaya SIP clients were
not used in these tests.
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4. Equipment and Software Validated

The following equipment and software were used in the configuration.

Equipment

Software

Avaya S8720 Servers with Avaya G650
Media Gateway

Avaya Aura® Communication Manager
5.2.1 (R015x.02.1.016.4) with SP 5 (Patch

18475)
Avaya G650 Media Gateway
TN799DP C-LAN HWO01 FW031
TN2602AP Media Processor HWO02 FW047
TN2302AP Media Processor HW20 FW120

Avaya Aura® Session Manager

5.2.1(5.2.1.1.521012)

Avaya Aura® System Manager

5.2(5.2.8.0)

Avaya 9630 IP Telephone

3.110b (H.323)

Avaya 6408D+ Digital Telephone

Analog Fax Machine

Microsoft Exchange Server 2007 SP 2
Unified Messaging with Microsoft
Windows Server 2008 with SP 1 (64-
bit)

Microsoft Exchange Server 2007 SP 2
Unified Messaging

Microsoft Exchange Server 2010 SP 1

Microsoft Exchange Server 2010 SP 1

Unified Messaging with Microsoft Unified Messaging

Windows Server 2008 with SP 2 (64-

bit)
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5. Configure Avaya Aura® Communication Manager

This section describes the steps for configuring a SIP trunk to Session Manager and a station
with voicemail coverage to Exchange UM. Administration of Communication Manager was
performed using the System Access Terminal (SAT). The SAT is accessed by establishing a
telnet session to Communication Manager using a terminal emulation application.

This section covers the following configuration:

= JP Node Names to associate names with IP addresses.

= JP Network Region to specify the domain name and the IP codec set, to enable IP-IP
direct audio (Shuffling), and to specify the UDP port range.

= P Codec Set to specify the codec type used for calls to Exchange UM and to enable T.38
Fax support.

= SIP trunks for outgoing calls to Exchange UM and incoming calls from Exchange UM.

= Private Numbering to allow the caller’s extension to be sent to Exchange UM.

* Voicemail Hunt Group for routing calls to Exchange UM.

= Voicemail Coverage Path to allow stations to cover to Exchange UM.

= Stations with voicemail coverage.

= Locations form to specify the route pattern used to send a re-INVITE when Exchange UM
requests a different port number for receiving SIP signaling messages.

= Call Routing to route calls to Exchange UM using AAR.

5.1. Configure IP Node Names

In the IP Node Names form, assign a name and IP address for Session Manager and the C-LAN
that will terminate the SIP trunk. The names will be used in the signaling group configuration
configured later.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
03A medpro 12.184.9.136
08A CLAN 12.184.9.135
09A Xfire 12.184.9.137
default 0.0.0.0
procr 0.0.0.0
sp-asm 12.184.9.144
( 6 of 6 administered node-names were displayed )

Use 'list node-names' command to see all the administered node-names
Use 'change node-names ip xxx' to change a node-name 'xxx' or add a node-name
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5.2. Configure IP Network Region

In the IP Network Region form, the Authoritative Domain field is configured to match the
domain name configured on Session Manager. In this configuration, the domain name is
avaya.com. By default, IP-IP Direct Audio (shuffling) is enabled to allow audio traffic to be
sent directly between IP endpoints and Exchange UM without using media resources in the
Avaya G650 Media Gateway. The IP Network Region form also specifies the IP Codec Set to
be used for calls to Exchange UM. This IP codec set is used when its corresponding network
region (i.e., I[P Network Region ‘1°) is specified in the SIP signaling groups. Accept the default

values for the other fields.

Note: The UDP port range should match the configured range on Exchange UM to avoid audio

problems.
change ip-network-region 1 Page of 19
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name: Avaya devices
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y
UDP Port Max: 65535
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y
Video PHB Value: 26
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5.3. Configure IP Codec Set

In the IP Codec Set form, select the audio codec type supported for calls to Exchange UM. The
form is accessed via the change ip-codec-set 1 command. Note that IP codec set ‘1’ was

specified in IP Network Region ‘1°.
below. Exchange UM supports G.711mu-law, G.711a-law, and G.723.

The default settings of the ip-codec-set form are shown

change ip-codec-set 1

Codec Set: 1

Audio
Codec
: G.711MU

Silence
Suppression Per Pkt Size (ms)

n

IP Codec Set

Frames Packet

2 20

Page

1

To enable Fax T.38, set the Fax mode on Page 2 of the IP codec set form to ¢.38-standard.

change ip-codec-set 1 Page 2 of 2
IP Codec Set
Allow Direct-IP Multimedia? n
Mode Redundancy

FAX t.38-standard 0

Modem off 0

TDD/TTY Us 3

Clear-channel n 0
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5.4. Configure SIP Trunk for Outgoing Calls to Exchange UM

Add a signaling group for calls placed to Exchange UM. Incoming calls from Exchange UM
(e.g., Play on Phone) will use a different signaling group configured in Section 5.5. Prior to
configuring a SIP trunk group for communication with Session Manager, a SIP signaling group
must be configured. Configure the Signaling Group form as shown below:

= Set the Group Type field to sip.

= Set the Transport Method field to 7cp. TLS transport may also be used between
Communication Manager and Session Manager.

= Specify the C-LAN in the Avaya G650 Media Gateway and the Session Manager as the
two ends of the signaling group in the Near-end Node Name field and the Far-end
Node Name field, respectively. These field values were configured in the IP Node
Names form shown in Section 5.1.

= Set the Near-end Listen Port and the Far-end Listen Port fields to 5060. If the Far-
end Network Region field is configured, the codec for the call will be selected from the
IP codec set assigned to that network region.

= Enter the domain name in the Far-end Domain field. In this configuration, the domain
name is avaya.com.

= [f calls to Exchange UM are to be shuffled, then the Direct IP-IP Audio Connections
field must be set to ‘y’.

= The DTMF over IP field is set to the default value of rtp-payload. Avaya
Communication Manager supports DTMF transmission using RFC 2833.

= The default values for the other fields may be used.

add signaling-group 10 Page 1 of 1
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tcp
IMS Enabled? n

Near-end Node Name: 08A CLAN Far-end Node Name: sp-asm
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Network Region: 1
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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Configure the Trunk Group form shown below for outgoing calls to Exchange UM. Set the
Group Type field to sip, set the Service Type field to tie, specify the signaling group associated
with this trunk group in the Signaling Group field, and specify the Number of Members
supported by this SIP trunk group.

add trunk-group 10 Page 1 of 21
TRUNK GROUP

Group Number: 10 Group Type: sip CDR Reports: y
Group Name: To Sess Mgr COR: 1 TN: 1 TAC: 1010
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0O
Service Type: tie Auth Code? n

Signaling Group: 10
Number of Members: 10

On Page 3 of the trunk group form, set the Numbering Format field to private. This field
specifies the format type of the calling party number sent to Exchange UM. The specific calling
party number format is specified in the Numbering- Private Format form.

add trunk-group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: private
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Show ANSWERED BY on Display? y
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5.5. Configure SIP Trunk for Incoming Calls from Exchange UM

This signaling group is used for incoming calls from Exchange UM. A different signaling group
is required because Exchange UM specifies a different domain in the SIP INVITE message than
the one configured in the far-end domain name field of the Signaling Group form shown in
Section 5.4. In the signaling group form, the Far-end Domain field may be left blank to match
any domain in an incoming call request or set to the domain received in the SIP INVITE
message from Exchange UM. In this configuration, Exchange UM specified
exch-a-919.cjcrvh-dom.extest.microsoft.com as the domain. In this example, the field
was set left blank. Follow the instructions described above for the other fields.

add signaling-group 11 Page 1 of 1
SIGNALING GROUP

Group Number: 11 Group Type: sip
Transport Method: tcp
IMS Enabled? n

Near-end Node Name: O08A CLAN Far-end Node Name: sp-asm
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Network Region: 1
Far-end Domain:

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? n Direct IP-IP Early Media? n

H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6

Repeat the trunk group configuration in Section 5.4 for the trunk group used for incoming calls
from Exchange UM. The only difference would be to specify the signaling group configure
above for this trunk group. All other fields may be entered as shown.

add trunk-group 11 Page 1 of 21
TRUNK GROUP

Group Number: 11 Group Type: sip CDR Reports: y
Group Name: From Sess Mgr COR: 1 TN: 1 TAC: 1011
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Signaling Group: 11
Number of Members: 10
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5.6. Configure Private Numbering

Configure the Numbering — Private Format form to send the calling party number to Exchange
UM. Add an entry so that local stations with a 5-digit extension beginning with ‘2’ are sent to
Exchange UM. This allows Exchange UM to provide the proper greeting on calls that cover to
voicemail and to automatically recognize UM subscribers when retrieving messages. Since the
Trk Grp(s) field is blank, this entry will apply for all outgoing trunk groups.

change private-numbering 0 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp (s) Prefix Len
5 2 5 Total Administered: 1

Maximum Entries: 540

5.7. Configure Voicemail Hunt Group

Configure a voicemail hunt group as shown below. Specify the voicemail pilot number in the
Group Extension field. In this example, extension ‘29000’ is dialed by users to access
Exchange UM.

add hunt-group 10 Page 1 of 60
HUNT GROUP
Group Number: 10 ACD? n
Group Name: Microsoft UM Queue? n
Group Extension: 29000 Vector? n
Group Type: ucd-mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

On Page 2 of the hunt group, set the Message Center field to sip-adjunct since Exchange UM is
accessed via SIP. Set the Voice Mail Number and the Voice Mail Handle fields to the digits
used to route calls to Exchange UM (e.g., the same hunt group extension is used here) and set the
Routing Digits field to the AAR access code. In this example, the AAR feature access code was
used to route calls. The voice mail number is used by Communication Manager to route calls to
Exchange UM.

add hunt-group 10 Page 2 of 60
HUNT GROUP

Message Center: sip-adjunct

Voice Mail Number Voice Mail Handle Routing Digits
(e.g., AAR/ARS Access Code)
29000 29000 8
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5.8. Configure Coverage Path

Configure the coverage path for the voice mail hunt group, which is group 410 in this sample
configuration. The default values shown for Busy, Don’t Answer, and DND/SAC/Goto Cover

can be used for the Coverage Criteria.

add coverage path 10 Page 1 of
COVERAGE PATH

Coverage Path Number: 10
Cvg Enabled for VDN Route-To Party? n Hunt after Coverage? n
Next Path Number: Linkage

COVERAGE CRITERIA

Station/Group Status Inside Call Outside Call
Active? n n
Busy?
Don't Answer? vy vy Number of Rings:
All? n n
DND/SAC/Goto Cover? % %
Holiday Coverage? n n

COVERAGE POINTS
Terminate to Coverage Pts. with Bridged Appearances? n

Pointl: hl0 Rng: Point2:

Point3: Point4:

Point5: Point6:
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5.9. Configure Station with Voicemail Coverage

When adding a station with voicemail coverage, configure the appropriate coverage path that
points to the voicemail hunt group. The coverage path configured in Section 5.8 was specified
as shown below.

add station 20005 Page 1 of 5
STATION
Extension: 20005 Lock Messages? n BCC: O
Type: 2420 Security Code: TN: 1
Port: 01A0401 Coverage Path 1: 10 COR: 1
Name: DCP x20005 Coverage Path 2: CoS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 2 Personalized Ringing Pattern: 1
Data Option: none Message Lamp Ext: 20005
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n

Customizable Labels? y

On Page 2 of the station form, set the MWI Served User Type field to sip-adjunct.

add station 20005 Page 2 of 5
STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any Idle Appearance? n

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference? n
Per Button Ring Control? n Bridged Idle Line Preference? n
Bridged Call Alerting? n Restrict Last Appearance? n
Active Station Ringing: single
EMU Login Allowed? n
H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed EC500 State: enabled
Multimedia Mode: enhanced
MWI Served User Type: sip-adjunct Display Client Redirection? n

Select Last Used Appearance? n
Coverage After Forwarding? s

Remote Softphone Emergency Calls: as-on-local Direct IP-IP Audio Connections? y
Emergency Location Ext: 20005 Always Use? n IP Audio Hairpinning? n
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5.10. Configure the Locations Form
Use the command change locations command to configure the route pattern (Proxy Sel Rte

Pat) used for outgoing calls to Exchange UM. In this configuration, route pattern ‘10” was used

which routed calls over trunk group ‘10°, the trunk group used for outgoing calls.

Note: When a call is made to Exchange UM, it initially responds with a “302 Temporarily
Moved” SIP message, Communication Manager then uses the specified route pattern in the
Locations form to place the call again using a different port requested by Exchange UM.

change locations Page 1 of 1
LOCATIONS

ARS Prefix 1 Required For 10-Digit NANP Calls? n

Loc Name Timezone Rule NPA Proxy Sel
No Offset Rte Pat
1: Main + 00:00 0 10

5.11. Configuring Call Routing

In this configuration, AAR was used to route calls to Exchange UM as specified on Page 2 of the

hunt group configured in Section 5.7. The UM pilot number is 29000’ and those digits were
used to route calls to Exchange UM whenever a call covers to voicemail or when a user dials
Exchange UM directly. The UM auto attendant number is ‘29500’ and is also routed to
Exchange UM. For information in configuring AAR or ARS, refer to [2].
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include

adding the following items:

= SIP domain
= Logical/physical Locations that can be occupied by SIP Entities
= Adaptations to modify SIP messages as necessary

= SIP Entities corresponding to Session Manager, Communication Manager, and

Exchange UM

= Entity Links, which define the SIP trunk parameters used by Session Manager when

routing calls to/from SIP Entities

= Routing Policies, which control call routing between the SIP Entities

= Dial Patterns, which govern to which SIP Entity a call is routed

= Session Manager, corresponding to the Avaya Aura™ Session Manager Server to be

managed by Avaya Aura™ System Manager

Configuration is accomplished by accessing the browser-based GUI of Avaya Aura™ System
Manager using the URL “https://<ip-address>/SMGR”, where <ip-address> is the IP address of

System Manager. Log in with the appropriate credentials.

6.1. Specify SIP Domain

Add the SIP domain for which the communications infrastructure will be authoritative. Do this
by selecting Domains on the left and clicking the New button (not shown) on the right. The

following screen will then be shown. Fill in the following:

= Name: The authoritative domain name (e.g., avaya.com).
= Notes: Descriptive text (optional).

Click Commit.
welcorme, admin Last Logged on at ©ct, 15,
A\/A\\/l—\ Avaya Aura™ System Manager 5.2 zwz4zen
Help | Log off
Home Routing Policy / SIP Domains
» Asset Management Domain Management
Communication System
Management
» User Management
} Monitoring
SR i Dl ol 1 Item | Refresh Filter: Enahble
sdaptations Name Type Default Notes
Dial Patterns * |avaya.com s @ O
Entity Links
Locations
Reqular Expressions * Input Required
Routing Policies
SIP Domains
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6.2. Add Locations

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
purposes of bandwidth management. To add a location, select Locations on the left and click on
the New button (not shown) on the right. The following screen will then be shown. Fill in the

following:
Under General:
= Name:

= Notes:

Under Location Pattern:

= JP Address Pattern:

= Notes:

A descriptive name.
Descriptive text (optional).

Descriptive text (optional).

A pattern used to logically identify the location.

The screen below shows the addition of the SP-BaskingRidge location, where Communication
Manager and Session Manager reside. Click Commit to save the Location definition.

Avaya Aura™ System Manager 5.2

-ation Details

Welcome, admin Last Logged on at Oct, 13,
2010 2:42 PM

Help | Log off

» Asset Management Location Details
Communication System
Management
2 General
» User Management
) Monitoring * Name: |SP—Bask|ngRldge
¥ Network Routing Policy Notes: |A\.raya CM 8 5M
Adaptations
ST Managed Bandwidth: [
ity Uil * Average Bandwidth per Call: | EID| |Kbit,-‘sec v|
Locations
Regular Expressions Time to Live (secs):
Routing Paolicies
=P Bamains Location Pattern
HmETEanges 1 Item | Refresh Filter: Enahle
Personal Settings
" | | IP Address Pattern Notes
» Security
» Applications O *l12.1849. |
) Settings Select : All, Mone ( 0 of 1 Selected )
» Session Manager
Change Password
Help for Locations Details fields
Help for Committing
configuration changes
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The screen below shows the addition of the Microsoft location, where the Exchange UM servers
reside. Click Commit to save the Location definition.

Welcome, admin Last Logged on at Oct, 13,
Avaya Aura™ System Manager 5.2 i zazen
Help | Log off

-ation Details

» Asset Management Location Details

Communication System
Management

General
» User Management
* . H

» Monitoring Mame: |M|crosoft
¥ Network Routing Policy Notes: |E><UM 2010

Adaptations

S — Managed Bandwidth: [ ]

Entity Links . -

¥ * Average Bandwidth per Call: | EID| |Kb|t,-‘sec v|
Locations

Z * Time to Live {secs):
Regular Expressions ( )

Routing Paolicies
SIP Domains Location Pattern

SIP Entities

Time Ranges

1 Item | Refresh Filter: Enahle
Personal Settings
" | | IP Address Pattern Notes
» Security
» Applications O *[131.107.5. |
) Settings Select : All, Mone ( 0 of 1 Selected )

» Session Manager

Shortcuts * Input Required

Change Password

Help for Locations Details fields

Help for Committing
configuration changes
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6.3. Add Adaptations

Adaptations are used to modify SIP messages that are leaving Session Manager (egress
adaptation) and that are entering Session Manager (ingress adaptation). One reason to use an
adaptation is to convert strings containing calling and called party numbers from the local dial
plan of a SIP entity to the dial plan administered on the Session Manager, and vice versa.
Another reason would be to convert the domain in a SIP INVITE URI to an IP address. The
DigitConversionAdapter installed on Session Manager is used for this purpose.

To add an Adaptation, select Adaptations on the left and click on the New button (not shown)
on the right. The following screen is displayed. Fill in the following:

Under General:
= Name: A descriptive name.
* Module name: Specify the appropriate adaptation module.

Defaults can be used for the remaining fields. Click Commit to save each Adaptation definition.

The following adaptation will be used for calls routed from Exchange UM to Communication
Manager.

Weleome, admin Last Lagged on at Oct. 13,
T .
A\/A\\/l—\ Avaya Aura™ System Manager 5.2 zoiozezem
Help | Log off
daptation Details
» Asset Management Adaptation Details
Communication System
Management
» User Management General
» Monitoring * adaptation name: |CM Adapter
¥ Metwork Routing Policy Module name: | DigitConversionadapter v
Adaptati
OREEaN Module parameter:
Dial Patterns
T Egress URI Parameters:
Entity Links 9
Locations MNotes:
Regular Expressions
Routing Policies Digit Conversion for Incoming Calls to SM
SIF D i
SIP Entities
0 Items | Refresh Filter: Enable
Time Ranges
Personal Settings Matching Pattern Min Max Delete Digits Insert Digits Address to modify Notes
» Security
» Applications Digit Conversion for Qutgoing Calls from sM
» Session Manager :
0 Items | Refresh Filter: Enable
Shortcuts Matching Pattern Min Max Delete Digits Insert Digits Address to modify Notes
Change Password
Help for Adaptation Details fields * Input Required
Help for Committing
configuration changes
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The following adaptation will be used for calls routed from Communication Manager to

Exchange UM. This adaptation will allow the domain in the SIP URI of the INVITE message
received from Communication Manager to be converted to the UM IP address specified in the
Module parameter field.

» Asset Management

Communication System
Management

» User Management

» Monitoring

¥ Network Routing Policy

Adaptations
Dial Patterns
Entity Links
Locations
Regular Expressions
Routing Policies
SIP Domains
SIP Entities
Time Ranges
Personal Settings
» Security
» Applications

» Settings

» Session Manager

Shortcuts
Change Passwaord
Help for Adaptation Details fields

Help for Committing
configuration changes

Avaya Aura™ System Manager 5.2

Adaptation Details

Adaptation Details

General
* pdaptation name
New module name

Module parameter:

Egress URI Parameters:

MNotes:

Digit Conversion for Incoming Calls to SM

Add

Femove

0 Items  Refresh

Welcome, admin Last Logged on at Oct, 13,
2010 2:42 PM

Help | Log off

: [MSUM2010 adapter

: |DigitC0nuersi0nAdapter

: [131.107.5.6]

Filter: Enable

| Matching Pattern | Min

Max Delete Digits Insert Digits

Address to modify | MNotes

Digit Conversion for Outgoing Calls from M

Add

Femove

0 Items  Refresh

Filter: Enable

| Matching Pattern | Min

Max

Delete Digits Insert Digits | Address to modify | MNotes

* Input Required
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6.4. Add SIP Entities

In the sample configuration, a SIP Entity is added for Session Manager, the C-LAN in the G650
Media Gateway, and Exchange UM.

6.4.1. Avaya Aura® Session Manager

A SIP Entity must be added for Session Manager. To add a SIP Entity, select SIP Entities on the
left and click on the New button (not shown) on the right. The following screen is displayed.
Fill in the following:

Under General:

= Name: A descriptive name.

= FQDN or IP Address: IP address of the signaling interface on Session Manager.
= Type: Select Session Manager .

= Location: Select one of the locations defined previously.

* Time Zone: Time zone for this location.

Defaults may be used for the remaining fields. Click Commit to save each SIP Entity definition.

AVAyA Avaya Aura™ System Manager 5.2 s o

Help | Log off

SIP Entity Details

» Asset Management SIP Entity Details

Communication System
Management General

» User Management * Name: |SP-ASM B

» Monitorin
9 * FQDM or IP Address: |12,124.9,.144

¥ Network Routing Policy

o Type: | Session Manager v

Cial Patterns Notes:

Entity Links

Locations Location: | SP-BaskingRidge v
Regular Expressions Outbound Proxy: Py

Routing Palicies Time Zone: | America/Mew_vork v

SIP Daomains

e Credential name:
SIP Entities

LTSRN SIP Link Monitoring

Persanal Settings SIP Link Monitoring: | Use Session Manager Configuration v

» Security
» Applications

» Settings

- Entity Links
» Session Manager Entity Links can be modified after SIP Entity is committed.
Port
Shortcuts
Add Remove
Change Password
Help for SIP Entity Details fields Oltems Refrech Filter: Enabla
Help for Cammitting T ] z
configuration changes | Port Protocol Default Domain MNotes
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6.4.2. Avaya Aura® Communication Manager

A SIP Entity must be added for Communication Manager. To add a SIP Entity, select SIP
Entities on the left and click on the New button (not shown) on the right. The following screen
is displayed. Fill in the following:

Under General:

= Name: A descriptive name.

= FQDN or IP Address: I[P address of the signaling interface (e.g., C-LAN board)
on the telephony system.

= Type: Select CM.

= Adaptation : Select CM Adapter configured in Section 6.3. This
adaptation is required for Exchange UM transfers.

= Location: Select one of the locations defined previously.

* Time Zone: Time zone for this location.

Defaults may be used for the remaining fields. Click Commit to save each SIP Entity definition.

Welcome, admin Last Logged on at Oct, 13,
Avaya Aura™ System Manager 5.2 w0 zazen
Help | Log off

P Entity Details

» Asset Management SIP Entity Details

Communication System
Management General

» User Management

* Name: |SP—C0mmMgr >

» Monitoring

* FQDN or IP Address: |12.1El4.9.135

¥ Network Routing Policy

Adaptations Type: |CM v
Dial Patterns MNotes: |

Entity Links

Locations Adaptation: |CM Adapter V|
Regular Expressions Location:

Routing Policies

Time Zone: |America,-‘|\|ew_‘r‘0rk v

SIP Domains
R Override Port & Transport with DNS O
SIP Entities SRY

Time Ranges

* SIP Timer B/F (in seconds):
Personal Settings

Credential name: |

» Security

» Applications Call Detail Recording:

» Settings

SIP Link Monitoring

» Session Manager . T : : :
SIP Link Monitoring: |Use Session Manager Configuration

Shortcuts

Change Passwaord

Help far SIP Entity Details fields Entity‘ L!nks . o .
L Entity Links can be modified after SIP Entity is committed.
Help for Committing
fi ti h
connguration changes " Input Required
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6.4.3. Microsoft Unified Messaging

A SIP Entity must be added for Exchange UM. To add a SIP Entity, select SIP Entities on the
left and click on the New button (not shown) on the right. The following screen is displayed.

Fill in the following:

Under General:
= Name:

= FQDN or IP Address:

= Type:

= Adaptation :
= Location:

= Time Zone:

A descriptive name.

UM IP address.

Select Other.

Select MSUM2010 Adapter configured in Section 6.3.
Select one of the locations defined previously.

Time zone for this location.

Defaults may be used for the remaining fields. Click Commit to save each SIP Entity definition.

Avaya Aura™ System Manager 5.2

IP Entity Details

Welcorme, admin Last Logged on at Oct, 13,
2010 2:42 PM

Help | Log off

» Asset Management SIP Entity Details
Communication System
Management General
» User Management * Name: |MSUM2010 }
» Monitoring
- _ * FQDN or IP Address: |131.1D?.5.62

¥ Network Routing Policy

s Type:

Dial Patterns MNotes: |

Entity Links

Locations Adaptation: |MSUM2010 Adapter V|

Regular Expressions Location:

Routing Policies -

Time Zone: |Amer|ca,-’New_Y0rk »
SIP Domains
R Override Port & Transport with DNS O

SIP Entities SRY:

Time Ranges * SIP Timer B/F {in seconds):

Personal Settings

Credential name: |
» Security
» Applications Call Detail Recording:
» Settings . . .
- SIP Link Monitoring
» Session Manager . o : - ;
SIP Link Monitoring: |Use Session Manager Configuration
Shortcuts
Change Password
Help far SIP Entity Details fields Entity‘ L!nks . o .
" Entity Links can be modified after SIP Entity is committed.
Help for Committing
configuration changes
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6.5. Add Entity Links

The SIP trunk from Session Manager to Communication Manager and Exchange UM are
described by Entity Links. To add an Entity Link, select Entity Links on the left and click on
the New button on the right. Fill in the following fields in the new row that is displayed:

= Name: A descriptive name.

= SIP Entity 1: Select the Session Manager.

= Protocol: Select TCP as the transport protocol.

= Port: Port number to which the other system sends SIP
Requests (e.g., 5060 for TCP).

= SIP Entity 2: Select the name of Communication Manager or Exchange
UM.

= Port: Port number on which the other system receives
SIP requests (e.g., 5060 for TCP).

* Trusted: Check this box. Note: If this box is not checked,

calls from the associated SIP Entity specified in
Section 6.4 will be denied.

The following screen displays two Entity Links after being configured per the instructions above.
The first entity link is for Session Manager and Communication Manager and the second entity
link is for Session Manager and Exchange UM.

AVAyA Avaya Aura™ System Manager 5.2 sicrn T s

Help | Log off

Horme outing Policy / Entity Links

} Asset Management Entity Links
R Communication System

Management Mew More Actions = ] [ Commit
} User Management

» Monitoring

3 Itemns | Refresh Filter: Enable
¥ Network Routing Policy
&daptations | Name SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted Motes
Dial Patterns [ CMLink SP-ASM TCP 5060  SP-CommMgr 5060
Entity Links 0 MSUM2010  Sp-AsM Tce 5060 MSUM2010 5060

Locations Select : All, Mone { 0 of 3 Selected )

Regular Expressions
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6.6. Add Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 6.4. Three routing policies were added — one for Communication Manager,
one for the UM Pilot Number, and one for the UM Auto Attendant. To add a routing policy,
select Routing Policies on the left and click on the New button (not shown) on the right. The
following screen is displayed. Fill in the following:

Under General:
Enter a descriptive name in Name.

Under SIP Entity as Destination:
Click Select, and then select the appropriate SIP entity to which this routing policy applies.

Under Time of Day:
Click Add, and select the time range configured in the previous section.

Defaults can be used for the remaining fields. Click Commit to save each Routing Policy
definition. The following screen shows the Routing Policy for Communication Manager.

AVAyA Avaya Aura™ System Manager 5.2 ors i

Help | Log off

Home / Network Routing Policy / Routing Policies / Routing Policy Details

» Asset Management Routing Policy Details

N Communication System
Management

» User Management General
» Monitoring * Name: ToCommMgr
¥ Network Routing Policy Disabled: []

Adaptations

Notes:
Dial Patterns

Entity Links . . .
= SIP Entity as Destination
Locations
Regular Expressions
Routing Policies Name FQDN or IP Address Type Notes
SIP Domains SP-CommMar 12.184.9.135 cM
SIP Entities
Time Ranges Time of Day
Personal Settings [Remove] [Vlew Gapstver\aps]
» Security
» Applications 1 Item ' Refresh Filter: Enable
)} Settings | ‘ Ranking 1 ~ ‘ Name 2 -~ ‘ Mon = Tue ‘ wed ‘ Thu Fri Ssat ‘ Sun ?::: .E:fe Notes ‘
» Session Manager im
O o 24/7 00:00 23:59 Range
24/7
Shortcuts
Select ; all, None ( 0 of 1 Selected )
Change Password
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The following screen shows the Routing Policy for Exchange UM.

Avaya Au raTM System Manager 5 . 2 ';;'Dellgogl:ﬂ;a 3ﬁ1min Last Logged on at Mov. 19,
Help | Log off

Routing Poli Routing Policy Details

» Asset Management Routing Policy Details

N Communication System
Management

» User Management General
» Monitoring * Name: [ToMSUM2010 |
¥ Network Routing Policy Disabled: [
Adaptations MNotes: | |
Dial Patterns
Eﬂtlty_ Hinks SIP Entity as Destination
Locations
Regular Expressions
Routing Policies Name FQDN or IP Address Type Notes
SIP Domains MSUM2010 131.107.5.62 Other
SIP Entities
Time Ranges Time of Day
Personal Settings [Remove] [View Gapsfo\.rerlaps]
} Security
Chrrmore 1 Item | Refresh Filter: Enable
» Settings [] ‘ Ranking 1 - ‘ Name 2 - ‘ Mon  Tue ‘ Wed ‘ Thu Fri Sat ‘ Sun ?::: TF;:e Notes ‘
L SCon Hanaser O o | 24/7 00:00  23:50 E;:Ze
24/7
Shortcuts
Change Password Select : All, None ( 0 of 1 Selected )
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6.7. Add Dial Patterns

Dial patterns must be defined that will direct calls to the appropriate SIP Entity. In the sample
configuration, 5-digit extensions beginning with “2” reside on Communication Manager,
extension “29000” is the UM pilot number and extension “29500” is the UM auto attendant. To
add a dial pattern, select Dial Patterns on the left and click on the New button (not shown) on
the right. Fill in the following:

Under General:

= Pattern: Dialed number or prefix.

= Min Minimum length of dialed number.
= Max Maximum length of dialed number.
= SIP Domain SIP domain of dial pattern.

= Notes Comment on purpose of dial pattern.

Under Originating Locations and Routing Policies:
Click Add, and then select the appropriate location and routing policy from the list.

Default values can be used for the remaining fields. Click Commit to save this dial pattern. The
following screen shows the dial pattern definitions for local extensions on Communication
Manager.

Welcome, admin Last Logged on at Nov. 18, 2010
AVAyA Avaya Aura™ System Manager 5.2 2:50 PM

Help | Log off

Home [ Network Routing Policy / Dial Patterns / Dial Pattern Details

b Asset Management Dial Pattern Details
Communication System
Management
» User Management General
» Monitoring * Pattern: |2
~ Network Routing Policy * Min: |5
Adaptations * Max: |5
Dial Patterns
S Emergency Call: []
Entity Links
i SIP Domain: | avaya.com [V]
Locations
R Notes:
egular Expressions
Routing Policies
SIP Domains Originating Locations and Routing Policies
SIP Entities
Time Ranges
: 1 Item Refresh Filter: Enable
Personal Settings
" Originating Routing Routing Routing Routing
» Security []  originating Location Name 1 . | Location Policy Rank 2 . Policy Policy Policy
— Notes Name Disabled Destination Notes
» Applications
_ |:| -ALL- Any Locations ToCommMgr 0 SP-CommMagr
» Settings
} Session Manager Select : All, None ( 0 of 1 Selected )
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The following screen shows the dial pattern definition for the UM pilot number.

Welcome, admin Last Logged on at Nov, 1%, 2010
AVAyA Avaya Aura™ System Manager 5.2 2:50 Al

Help | Log off

outing Poli Patterns / Dial Pattern Details

» Asset Management Dial Pattern Details

» Communication System
Management

)} User Management General
» Monitoring * Pattern: 20000
~ Network Routing Policy * Min:

Adaptations * Max:

Dial Patterns
Emergency Call: []

Entity Links
SIP D i avaya.com i
Locations | i [_I
Regular Expressions Notes: |UM Pilot Number |
Routing Policies
SIP Domains Originating Locations and Routing Policies
Time Ranges §
- 1Item Refresh Filter: Enable
Personal Settings
- Originating " Routing Routing Routing
) Security [] | originating Location Name | .  Location :::f““’g. Rank 7 . Policy Policy Policy
S Notes icy Name Disabled = Destination = Notes
» Applications
. |:| -ALL- Any Locations  ToMSUMZ2010 1] M3UMZ010
» Settings
)} Session Manager Select : all, None 0 of 1 Selected )

The following screen shows the dial pattern definition for the UM auto attendant.

welcome, admin Last Logged on at Now. 19, 2010
Avaya Aura™ System Manager 5.2 2:50 P
Help | Log off

Dial Pattern Details

» Asset Management Dial Pattern Details

N Communication System
Management

» User Management General
» Monitoring * Pattern
* Network Routing Policy * Min:
Adaptations * Max:
Dial Patterns
Emergency Call:
Entity Links
. SIP D i avaya.com bt
Locations [avay [l
Regular Expressions MNotes: |UM Auto Attendant |
Routing Palicies
SIP Domains Originating Locations and Routing Polides

SIP Entities

Time Ranges

1Item Refresh Filter: Enable
Personal Settings
Originati . Routil Routil Routil
» Security [ | originating Location Name 1 « et R":!""‘-’ Rank 7 . :olnlc':rg Pgliclvng P::Iiclyng
. Notes HALEYLEETS Disabled = Destination Notes
» Applications
= O -aw- Any Locations ToMSUM2010 0 MSUM2010
b Settings
} Session Manager Select : All, None ( 0 of 1 Selected )
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6.8. Add Session Manager

To complete the configuration, add the Session Manager to provide the linkage between Avaya
Aura™ System Manager and Avaya Aura™ Session Manager. Expand the Session Manager
menu on the left and select Session Manager Administration. Click Add (not shown), and fill
in the fields as described below and shown in the following screen:

Under Identity:
= SIP Entity Name: Select the name of the SIP Entity added for Session
Manager.
= Description: Descriptive comment (optional).

= Management Access Point Host Name/IP:
Enter the IP address of the Session Manager management

interface.
Under Security Module:
= Network Mask: Enter the network mask corresponding to the IP
address of Session Manager.
= Default Gateway: Enter the IP address of the default gateway for

Session Manager.

Accept default values for the remaining fields. Click Commit to add this Session Manager.

Welcome, admin Last Logged on at Oct, 13, 2010 2:42
AVAyA Avaya Aura™ System Manager 5.2 Pt

Help Log off

ration / New Session Manager

} Asset Management

Communication System Add Session Manager

2 Management

» User Management General | Security Module | Monitoring | COR | Personal Profile Manager (PPM) - Connection Settings | Event Server |

» Monitoring Expand all | Collapse all
» Network Routing Policy
General =
» Security
» Applications *SIP Entity Name | SP-ASM v

b Settings

Description
¥ Session Manager
" .
Session Manager Management Access Point Host Name /1P |10.32.24.234

Administration . . e —
*Direct Routing to Endpoints |Enable «

Metwork Configuration
Device and Location
Configuration
Lpplication Configuration

Security Module =
System Status

System Tools SIP Entity IP Address [12.184.9.144

*MNetwork Mask |[255,255,255,128
Shortcuts
*Default Gateway |12.184.9.129
Change Password

Help for Session Manager *Call Control PHB |46

administration *QOS Priority |6

Help for Page Fields

*Speed & Duplex | Auto bl
YLAN ID
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6.9. Configuring a Backup Exchange UM Server

This section covers the additional configuration in Session Manager required to support a backup
Exchange UM server. The configuration steps are similar to adding the primary Exchange UM
server configured in Section 6.

1. Add another Adaptation that specifies the IP address of the backup Exchange UM server
in the Module parameter field. See the MSUM2010 Adapter in Section 6.3.

2. Add a SIP Entity for the backup Exchange UM server. Follow the instructions for
configuring the MSUM2010 SIP Entity in Section 6.4.3, except that the IP address would
be different and the Adaptation configured in the step above would be assigned.

3. Configure an Entity Link between Session Manager and the backup Exchange UM server.
4. Configure Routing Policy for the backup Exchange UM server.

5. For the Dial Pattern associated with the UM pilot number (e.g., 29000), configured in
Section 6.7, specify two SIP entities, the primary Exchange UM server and the backup
Exchange UM server. The backup Exchange UM server should have a lower rank (i.e.,
higher number) than the primary Exchange UM server so that calls are only routed to the
backup server if the primary Exchange UM server fails. If the rank were the same, the
Exchange UM calls would be equally distributed between both servers. Below is a sample
Dial Pattern configuration.

Welcome, admin Last Logged on at Nov. 19, 2010
™ =
AVAyA Avaya Aura™ System Manager 5.2 2:50 PM
Help | Log off
Home [ Network Routing Policy [ Dial Patterns / Dial Pattern Details
» Asset Management Dial Pattern Details
Communication System
Management
) User Management General
» Monitoring * Pattern: |29000
¥ Network Routing Policy * Min: |5
Adaptations ¥ Max: |5
Dial Patterns
Emergency Call: []
Entity Links
. SIP Domain: | avaya.com [V]
Locations
Regular Expressions Notes: UM Pilot Number
Routing Paolicies
SIP Domains Originating Locations and Routing Policies
SIP Entities
Time Ranges )
2 Items Refresh Filter: Enable
Personal Settings
" Originating Routi Poli Routing Routing Routing
b Security I | Originating Location Name 1 . Location Nou ing Folicy Rank 2 - Policy Policy Policy
E— Notes ame Disabled Destination Notes
» Applications
- O -a- Any Locations  ToMSUM2010 0 MSUM2010
} Settings X
O -ALL- Any Locations  ToMSUMBackup 1 MSUM-Backup
» Session Manager
Select : all, None ( 0 of 2 Selected )
Shortcuts
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7. Configure Microsoft Exchange Server 2010 Unified
Messaging
This section covers the configuration of Exchange UM using the Exchange Management

Console. The following screen illustrates the main page of the Exchange Management Console.
The steps required include:

= Creating a UM Dial Plan

=  (Creating a UM IP Gateway

= (Creating a UM Hunt Group

= Assign the UM Dial Plan to a Exchange UM Server and a UM IP Gateway
= Creating a User Mailbox

= Enabling a User for Exchange UM

File Acton View Help

=1

[£3] Microsoft Exchange
[ {3 Microsoft Exchange On-Premises (&

Post-Installation Tasks | Community Resources | Actions

= .i.‘: Organization Configuration
|45 Mailbox
|- Client Access

Exchange 2010 Post-Installation Tasks

-l

Microsoft Exchange &

(%3 Add ExchangeF...

i) View »
|~ Hub Transport 5 e
3 = = ~
s Unified Messaging *=| Post-Installation Tasks 2 E Help

= f] Server Configuration

After you complete a new installation of Exchange 2010 or after you

G Mailbox add an additional Exchange 2010 server role to an existing Exchange
2 Client Access 2010 server, you should complete the post-installation tasks. Because
= Hub Transport each server role offers several features that you can configure for

i Unified Messaging
= ?_) Redpient Configuration

your organization, make sure that you complete the postdnstallation
tasks for each server role that you install.

3 Mailbox See the following topics for information about post-installation tasks:
£3, Distribution Group i@l Finalize Deployment Tasks
{25l Mal Contact These tasks are required to complete the deployment of your

= Move Request
=1 Toolbox

ﬁ Disconnected Mailbox

Exchange 2010 organization. The tasks apply to features that are
enabled by default but require additional configuration.

IZ@I End-to-End Scenario Tasks
This topic provides a check list of the recommended tasks to
perform after you deploy Exchange 2010.

.j@. Additional Post-Installation Tasks

These tasks indude optional steps for configuring Exchange 2010
features, Also provided is a chedkist of the optional tasks to
perform after you install Exchange 2010.
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7.1. Create a UM Dial Plan

A UM dial plan establishes a link from the telephone extension number of an Exchange 2010
recipient in Active Directory to a UM-enabled mailbox. In the console tree of Exchange
Management Console, expand the Organization Configuration node and click on Unified
Messaging. In the action pane, select New UM Dial Plan... to display the following window
and create a dial plan. Enter a descriptive name and specify the Number of digits in extension
numbers. In this configuration, a 5-digit dial plan was used. Configure the other fields as
shown below. Click Next to display the Completion screen.

%
"= .. ___l_ MNew UM Dial Plan
O Introduction Introduction

This wizard helps you create a UM dial plan for use by Microsoft Exchange Unified

1 Set UM Servers Messaging. A dial plan is a grouping of unique telephone extengion numbers.

1 New UM Dial Plan Name:
CM-SM-5-Digit

2 Completion I &
Mumber of digits in extension numbers:
5
URI type:
ITeIephnne Extension j
WolP securty:
I Unsecured j
Courtry/Region code:
[1

Help < Bacl | Mead > Cancel
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On the Completion screen, click the Finish button to submit the new UM dial plan.

%
'~ ., New UM Dial Plan
M Introduction Enmpletinn e i
The wizard completed successfully. Click Finish to close this wizard.
[ Set UM Servers Elapzed time: 00:00:05
1 Meaw UM Dial Plan Summary: 1 item(z]. 1 succeeded, O failed,
[ Completion i CM-SM-5-Digit LV ] 2

Exchange tanagement Shell command completed:
Mevs-IbDialPlan -Mame 'Th-5h4-53-Digit’ -MumberDiDigitzlnE stenszion '5* -URIType
TelEutn' YolPSecurity 'Unsecured' -CountryOrRegionCode '1'

Elapzed Tirme: 00:00:05

To copy the contents of thiz page, preszs CTRLAC,

ﬂl < Back | Finigh I LCancel
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7.2. Create a UM IP Gateway

Session Manager will serve as the IP gateway used by Exchange UM to connect to the telephony
network through SIP. In the console tree of Exchange Management Console, expand the
Organization Configuration node and click on Unified Messaging. In the action pane, select
New UM IP Gateway... to display the following window and create an IP gateway. Enter a
descriptive name and specify the IP Address or Fully qualified domain name (FQDN) of
Session Manager. Click New to submit the IP gateway.

%;_‘l__' New UM IP Gateway
New UM IP Gateway

O Mew UM IP Gateway
This wizard helps you create a UM IP gateway for use by Microsoft Exchange Unified
1 Completion Messaging. UM IP gateways represent the connection between a physical gateway or IP
PB¥ and Unified Messaging.

Mame:

{ch-sm

& |P address:

[12.184.5.144
Bample: 152.168.10.10

" Fully qualified domain name (FQDN):

Eample: ipgateway1.contoso.com

Dial plan:
CM-5M-5-Digit

nin if a dial plan is selected, a default hunt group will be created to associate this new UM
~ |P gateway to the specified dial plan. i no dial plan is selected, a hunt group must be
created manually.

Help < Back MNew Cancel
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7.3. Create the UM Hunt Group

After creating the UM IP Gateway, create a new UM hunt group and then associate the UM hunt
group with the UM IP gateway. A UM hunt group provides the communication link between the
UM [P gateway and the UM dial plan. In the console tree of Exchange Management Console,
expand the Organization Configuration node and click on Unified Messaging and then click on
the UM IP Gateways tab. Select the UM IP gateway created in Section 7.2 and then click on
New UM hunt Group... in the action pane. The window below is displayed. The UM hunt
group will already be associated with the UM IP gateway. Next, specify a descriptive Name and
associate the UM dial plan configured in Section 7.1 by clicking the Browse button. Lastly,
assign the Pilot identifier for this UM hunt group and then click New to submit the
configuration. Extension 29000 was assigned to this UM hunt group.

1% New UM Hunt Group

O Mew UM Hunt Group New UM Hunt Group
This wizard helps you create a UM hunt group for use by Microsoft Exchange Uinffied

1 Completion Messaging. A hunt group represents a connection between a UM |IP gateway and a UM
dial plan, and associates the dial plan with the pilot idertifier specified below.
Associated UM |P gateway:
fcm-sm

Mame:
||.|M Hunt Group

Dial plan:

|CM-5M-5-Digit Browse.. |

Pilot identifier:
{23000

Help = Back | Mew Cancel
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7.4. Assign UM Dial Plan to Exchange UM Server

In the console tree of Exchange Management Console, expand the Server Configuration node
and click on Unified Messaging. In the work pane, double-click on the Exchange UM Server
and select the UM Settings tab in the window below. Assign the UM dial plan configured in
Section 7.1 with the Exchange UM server, and then click OK.

File  Acton WView Help
e = [l
|4 Microsoft Exchange
= _g Microsoft Exchange On-Premi
= £ Organization Configuratic
|4 Mailbox
,g?_; Client Access
|1 Hub Transpart
,g:]ﬁ Unified Messaging
= ﬂ Server Configuration
iy Mailbox
=2 Client Access
1= Hub Transport
=i Unified Messaging

Exchange Management Consgla
| EXCH-A-919 Properties

"Generl I System Settings I Customer Feedback Options UM Settings |

Associated Dial Plans

Lange.. K

Name

CM-5M-5-Digit
ndp14

Miscellaneous Configuration:

=10 %]

. Export List...

View 3
|l Refresh
I Help
{CH-A-919 -

. Manage Mailbox...

= E, Redipient Configuration Prompt languages: English (United States) ﬂ Manage Client ...
#3 Mailbox
#2 Distribution Group = : Manage Hub Tr...
2] Mail Contact | Manage Diagno...
g Disconnected Mailbox Startup mode: IDuaI =| r
3 { Disable After C...
Move Request @ The service must be restarted for these changes to take effect. i Dsabe '
i1 Toolox ¥ Disable Immedia...
¥ Maxdmum concurent calls: I'IDD ] Properties
i Help
2 ok | Cancel sy | Hep
K I = | =
| |
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Next, verify the associated UM dial plan and UM IP gateway. Click on Unified Messaging
under the Organization Configuration node. The window shown below is displayed. Verify that
the UM dial plan is associated with the appropriate Exchange UM server and UM IP gateway

configured in

the steps above.

Note: Click on Refresh in the action pane to update the window if necessary.

g Exchange Management Console

File

Action  View

=101 x|

Help

&9 7 nld=

Qf‘“?""s"ﬁ Zail Bt Unified Messaging 2 objects Il
4 Microsoft E _
. LE? .::Fooi;am; UM Dial Plans | UM 1P Gateways | UM Mailbox Polices | UM Auto Attendants | Unified Me... «
% Mai | [} Create Filter 74 MNewu
a# Clie -
| Hut Associated UM Mails E NewU
|s Ui CM-5M-5-Digit Defaf | IEERICAY
= Server | b4 dp14 5 EXCH-A-919,EXCH-B-764 gwid mpi4 & Newu
Gy Mai
i Clie 5k Export.
T Hut '
__—:jj Uni View
= & Redipie G| Refresh
3 Mai
#2 Dis Help
5] Mai CM-SM-5-.. =
Disi .
g Mo /~  Remove
=8 Toolbm D Froper...
Help
oy s o
I |
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7.5. Create New Mailbox
In the Exchange Management Console, click Recipient Configuration. In the action pane, click
New Mailbox to display the New Mailbox wizard. On the Introduction page shown below,

select User Mailbox, and then click Next.

Regy?®™

O Introduction
A Uszer Type
- Mew bailbox

. Completion

Help |

-'J'J'JI-' New Mailbox

Introduction

Thig wizard will guide vou through the steps for creating a new mailbox, resource mailbox,
linked mailbox and mail-enabling an exizting uzer.

Chooze mailbox type.
{*

Thiz mailbox iz owned by a uzer to send and receive messages. This mailbox cantot be
uzed for rezource scheduling,

~ Room Mailbos

The raorm mailbox is for room scheduling and i not owned by a user. The user account
agsociated with rezource mailbox will be dizabled.

" Equipment Mailbox

The equipment mailbos iz for equipment scheduling and iz not owned by a user. The
uzer account azzociated with the resource mailbox will be disabled.

| Linked Maibox

Linked mailbox iz the name for a mailbox that iz acceszed by a zecurity principal [uzer] in
a separate, trusted forest,

< Back | Mest > I Cancel
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On the New Mailbox page, select New User, and then click Next.

New Mailbox

[ Intraduction Uzer Type
B User Type Yol_,l cah create a new user of select existing uzers for whom pou want to create new
mailboses.
- Mew Mailbox
: Create mailboxes for;
/| Completion = i

" Esisting users:

add...

MHame | Organizational LInit

Help | ¢ Back | Mest > I Cancel
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On the User Information page, enter the user name and account information as shown below,

and then click Next.

! \égﬁ New Mailbox

B Introduction

[ User Type
O User Information
[J Mailbox Settings
[ Archive Settings

[ New Mailbox

[J Completion

Help

JAO; Reviewed:
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User Information
Enter the uger name and account information.

[T Specify the organizational unit rather than using a default one:

First name: Initials: Last name:

Browse... |

Mame:

[E14AvayaD5

lUser logon name (User Principal Name):

User logon name (pre-Windows 2000):
[E14AvayaD5

Password: Confirm password:

IE'I-iﬂ.\ra:,'aﬂﬁ I @cjcrvh-dom extest microgoft.com j u

[T User must change password at next logon

<Back || Mext>

Cancel
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On the Mailbox Settings page, complete the Alias field, and then click Next. Review the
Configuration Summary, and then click New to create the new mailbox. On the Completion

page, click Finish.

New Mailbox
M Introduction Mailbox Settings
Enter the alias for the mailbox user, and then select the mailbeoex location and policy settings.
M User Type i
Mlias:
[ User Information Eldivavals

O Mailbox Settings
/. Archive Settings
J Mew Mailbox

2 Completion

Help

JAO; Reviewed:
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[T Specify the mailbox database rather than using a database automatically selected:

[T Retention policy:

[T BEechange ActiveSync mailbox policy:

require an Exchange Enterprize Client Access License (CAL).

< Back |

Mext =

Browse...

.| Personal Tags are @ premium feature. Mailboxes with policies that contain these tags
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Enable Unified Messaging for the user. In the console tree of the Exchange Management
Console, expand Recipient Configuration. In the result pane, select the user mailbox that will be
enabled for Exchange UM. In the action pane, click Enable Unified Messaging. The Enable
Unified Messaging wizard is displayed as shown below. Click the Browse button to select the
Unified Messaging Mailbox Policy and specify a PIN for the user. Click Next.

/ ‘..:4{ Enable Unified Messaging

(1)

O Intreduction

Extension
= Configuration

Enable Unified
= Messaging

2 Completion

Help

JAO; Reviewed:
SPOC 12/17/2010

Introduction
The selected mailbox will be enabled for Unified Messaging. Upon completion, an e-mail
message will be sent to the mailbox notifying the user that they have been enabled for
IUnified Messaging. The message will include the PIN and the number to dial to gain access
to their mailboe. By default, an extension number and PIN are automatically generated. You
can also manually specify an extension number and PIM.

Unified Messaging Mailbox Palicy:

|CM-SM-5-Digit Default Policy Browse... |

PIMN Settings

" Automatically generate PIM to access Outlook Voice Access
[ f* Manually specify PIN: I"""|
[” Require userto reset PIN at first telephone logon

-/ Unified Messaging is a premium feature and requires an Exchange Enterprise Cliert
Access License (CAL)to enable it for the mailbo.

< Back | Mead > Cancel
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On the Extension Configuration page, specify the mailbox extension and then click Next. On
the next page, click Enable. And finally, on the Completion page, click Finish.

Enable Unified Messaging

A
%‘(Q]

M Introduction Bxdension Configuration
o Extension_ T Automatically-generated mailbox extension

Cou o ¥ Manually-ertered mailbox extension: |2-D[h[|ﬂ
= Enable Unified SIF Resource |dentifier

Mezzaging

ey : This refers to a SIP address of a UM-enabled user when a S|P URI dial plan is used. For
Ld Completion example, tonysmith@contoso.com. When an E.164 dial plan is used, this would refer to the
E. 164 address of the user. For example, +14255551234

T MAtomatically-generated SIP resource identifier:
¥ Manually-entered SIF resource identifier;

Help <Back || Nex> Cancel
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7.6. Enable Fax T.38 Support

This section covers the steps to enable Fax support on Exchange UM.

First, verify that the UM dial plan allows users to receive faxes. The Allow users to receive
faxes checkbox must be enabled in the General tab of the UM dial plan properties window. By

default, this field is enabled.

CM-5M-5-Digit Properties X|

Settings I Dialing Rule Groups I Dialing Restrictions
Genersl | Subscriber Access I Dial Codes I Features

CM-5M-5-Digit

Associated UM servers: EXCH-A-915
Associated UM IP gateways: CM-5M
IR type: Telephone Bxdension

Mumber of digits in the extension: 5
Modffied: Friday, October 08, 2010 4:55:36 FM

¥ Alow users to receive faxes

W Allow users to corfigure call answering rules

WYolP security: Unsecured j

Eal OK I Cancel Apphy Help
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Next, enable Fax T.38 Support for the UM subscriber. In the console tree of Exchange
Management Console, expand the Organization Configuration node and click on Unified
Messaging and select the UM Mailbox Policies tab. Open the UM mailbox default policy
object for the corresponding dial plan. The screen below is displayed. Verify that the UM
mailbox allows receiving faxes. The Allow users to receive faxes checkbox must be enabled in
the UM properties of the UM mailbox. By default, this field is enabled. Also, specify the
partner fax server URI in the appropriate field.

Note: Unlike Exchange 2007 UM, Exchange 2010 UM requires an external fax server, which
wasn’t available during testing. The T.38 negotiation would have been between Communication
Manager and a 3" party fax server. The scope of Fax T.38 testing was to verify that Exchange
UM returns the correct URL of the external fax server in the REFER message when it detects a
fax tone.

CM-SM-5-Digit Default Policy Properties x|

General I Mezzage Texd I FIM Paolicies I Dialing Restrictions I Protected Voice Mail I

7} |CM-SM-5-Digit Default Policy

Associated UM dial plan:  CM-SM-5-Digit
Modified: Friday, October 08, 2010 4:55.37 PM

Maimum greeting duration (minutes): |5

v Alow mizzed call notifications
¥ Alow Message Waiting Indicator
v Alow inbound faxes

Partner fax server LRI

(Examples: sipfaxd.eng contoso.com: 5060 transpart=tcp,
sip it litware .com:5061 transport=tis)

¥  Alow Voice Mail Preview
v Alow Outlock Voice Access
¥ Alow Play on Phone

v Alow users to corfigure call answering rules

B ok | Cancel Apply Help
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7.7. Enable MWI for UM Subscriber

In the screen displayed above for the UM mailbox policy object for the dial plan, verify that
MWTI is enabled for the UM mailbox. The Allow Message Waiting Indicator checkbox must be

enabled.

CM-5M-5-Digit Default Policy Properties

General | Message Text | PIN Policies | Diaing Restrictions | Protected Voice Mail |

ZJ |cM-SM-5-Digit Default Policy

Associated UM dial plan:  CM-5M-5-Digit

Modified: Friday, October 08, 2010 4:55:37 PM

Madmum greeting duration (minutes):

¥ Alow missed call notifications
v Alow Message Waiting Indicator
v Alow inbound faxes

Partner fax server LURI:

—

(Examples: sip fax3d.eng.contoso.com: 5060 transport=tcp,
gip i it litware com:5061 transport=tls)

v Allow Voice Mail Preview

MV Alow Outlook Voice Access

¥ Alow Play on Phone

¥ Allow users to corfigure call answering rules

X

JAO; Reviewed:
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7.8. Add Auto Attendant

In the console tree of Exchange Management Console, expand the Organization Configuration
node and click on Unified Messaging. In the action pane, select New Auto Attendant... to
display the following window and create an auto attendant. Enter a descriptive name and set the
dial plan. In the Pilot identifier list field, specify the extension of the auto attendant. Click
New to submit the auto attendant.

% MNew UM Auto Attendant

oy New UM Auto New UM Auto Attendant

Attendant Thig wizard helps you create a new UM auto attendant for use by Microsoft Exchange
IUnified Messaging. You need to enter a name for this auto attendant and associate the
J Completion auto attendant with a dial plan. You can also enter the extension number or numbers that
callers will use to access this auto attendart.

MName:
[UM Auto Attendant

Select associated dial plan.

|CM-SM-5-Digit Browse... |

Pilot identifier list:

add 7 Edit X
259500

¥ Create auto attendant as enabled
¥ Create auto attendant as speech-enabled

Help < Back | Mew Cancel
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8. Verification Steps
The following steps can be used to verify installations in the field.

1. Verify that the SIP trunk is in-service using the status trunk command on
Communication Manager.

2. Verify that the UM Entity Link is up on Session Manager.

3. Verify that users can dial the UM pilot number and that the proper greeting is played. If
Exchange UM is called by a UM subscriber, the user should not be prompted for the
extension, only the password.

4. Place a call to a UM subscriber and let the call cover to voicemail. Verify that the proper
greeting is played.

5. Leave a voice message for a UM subscriber and verify that the MWI of the user’s
telephone is illuminated.

6. Log on to Exchange UM to retrieve voice messages from a telephone. Use the telephone
or voice interface to navigate through the menu. Verify that the voice message is heard
by the user.

7. Retrieve voice messages from Outlook Web Access (OWA). Enter https://<ip-
addr>/owa, where <ip-addr> is the IP address of the Exchange 2010 server, as the
URL in an Internet browser and log on. Use the Play-on-Phone feature to play the
messages on a telephone.

8. Delete the voice messages and verify that the MWI lamp is extinguished.

9. Conclusion

These Application Notes have described the configuration steps required to integrate Microsoft
Exchange Server 2010 Unified Messaging with Avaya Aura® Communication Manager and
Avaya Aura® Session Manager. Observations are noted in Section 2.2.

10. Additional References

[1] Administering Avaya Aura® Session Manager, August 2010, Issue 3, Release 6.0, Document
Number 03-603324, available at http://support.avaya.com.

[2] Administering Avaya Aura® Communication Manager, June 2010, Release 6.0, Issue 6.0,
Document Number 03-300509, available at http://support.avaya.com.

[3] Telephony Partner Product Interoperability Specification Interfaces for Connection to
Mediation Server/OCS 2007 R2 and to Exchange Server 2010 Unified Messaging, June 2009.
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