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Abstract

These Application Notes describe the configuration steps required to enable calls between
Avaya Voice Portal and the PSTN through a SIP infrastructure consisting of Avaya SIP
Enablement Services and the NMS Communications Vision Media Gateway VG2000. This
solution allows Avaya Voice Portal to receive calls from the PSTN and transfer calls to Avaya
SIP telephones or the PSTN. The Vision Media Gateway or VG2000 combines signaling and
media gateway functions providing PSTN access to SIP-based telephony networks.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required to enable calls between Avaya
Voice Portal and the PSTN through a SIP infrastructure consisting of Avaya SIP Enablement
Services and the NMS Communications Vision Media Gateway VG2000. This solution allows
Avaya Voice Portal to receive calls from the PSTN and transfer calls to Avaya SIP telephones or
the PSTN. The Vision Media Gateway or VG2000 combines signaling and media gateway
functions providing PSTN access to SIP-based telephony networks. In this configuration, the
VG2000 connects to Avaya Voice Portal through a SIP interface on Avaya SIP Enablement
Services and to the PSTN via an SS7 interface. The VG2000 has separate network connections
for IP-based call signaling (SIP) and for IP-based media (RTP). The Vision Signaling Server or
VS5000 provides an interface to the SS7 network using the ISUP signaling protocol and
terminates the SS7 signaling link. Refer to Figure 1 for an illustration of the test configuration.
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Figure 1: SIP-to-PSTN Interworking with the NMS Communications VG2000 & VS5000
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1.1. Equipment and Software Validated
The following equipment and software were used for the sample configuration:

Equipment Software

Avaya Voice Portal 4.0.0.1 Build 0003

Avaya SIP Enablement Services 4.0.0.0-033.6

Avaya Communication Manager 4.0

Avaya S8700 Servers with a G650 Media Gateway (R014x.00.0.730.5)

Avaya 4600 Series SIP Telephones 2.2.2

NMS Communications Vision Media Gateway

Model VG2000 with CG6565 PSTN Interface Version 1.0 (Build 5997)

NMS Communications Vision Signaling Server

Model VS5000 with TX4000 SS7 Signaling Board | ¥ &si1on 1.0

Application Server — HTTP Server running on

Windows 2003 Server Service Pack 2

2. Configure Avaya Communication Manager

Avaya Communication Manager was used in this configuration to support the Avaya SIP
telephones. Avaya Communication Manager is in the call flow for all calls originating and
terminating on Avaya SIP telephones, and extends telephony features to the SIP telephones.
This required configuring a SIP trunk, off-PBX stations (OPS), and call routing on Avaya
Communication Manager. A SIP trunk was established between Avaya Communication
Manager and Avaya SIP Enablement Services. Off-PBX stations (OPS) were administered for
each Avaya SIP telephone registered with Avaya SIP Enablement Services. Since the main
focus of these Application Notes is on establishing calls between Avaya Voice Portal and the
PSTN through a SIP infrastructure consisting of the Avaya SIP Enablement Services and the
NMS Communications Vision Media Gateway, the configuration steps for Avaya
Communication Manager are not covered here. Refer to [3] for details on configuring SIP
trunks, OPS stations, and call routing.
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3. Configure Avaya Voice Portal

This section covers the administration of Avaya Voice Portal. In this configuration, Voice Portal
connected to the IP network via a SIP interface. Voice Portal configuration required:

Importing certificates for TLS authentication
Configuring a SIP connection

Adding MPP servers

Configuring the VVoIP audio format (mu-law or a-law)
Adding a speech server

Adding applications

Starting the MPP servers

Avaya Voice Portal is configured via the Voice Portal Management System (VPMS) web
interface. To access the web interface, enter http://<ip-addr>/VoicePortal as the URL in an
Internet browser, where <ip-addr> is the IP address of the VPMS. Log in using the
Administrator user role. The screen shown in Figure 2 is displayed.

Note: All of the screens in this section are shown after the VVoice Portal had been configured.
Don’t forget to save the screen parameters after configuring Avaya Voice Portal.

AVAyA Welcome, admin

Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal) ?Help BLogoff

Expand All | Collapse all

¥ User Management "

Users Voice Portal Management System Vversion 4.0.0.0.2901
¥ System Maintenance
System Monitor

MPP Manager
Active Calls

Paort Distribution
Audit Log Viewer

“oice Portal Management System (WPMS3) is the consolidated web-based application for administering
“oice Portal. Through the VPMS interface, you can configure Voice Portal, check the status of a Voice
Portal component, and generate reports related to system operation.

Log Viewer Legal Notice
&larm Manager ;

¥ System Configuration ® 2005 — 2007 Avayva Inc. All Rights Reserved. i)
Applications | =
Certificates Notice
Licensin
MER SE:‘,EE While reasonable efforts were made to ensure that the information in
Report Data this document was complete and accurate at the time of printing,
SHMP Avaya Inc. can assume no liability for any errors. Changes and

Speech Servers
System Settings
Viewer Settings
VolP Connections
¥ Reports Documentation disclaimer

Application Summary Avaya Inc. is not responsible for any modifications, additions, or

Application Detail : A5 r < » iy
S el deletions to the original published version of this documentation
Call Summary

corrections to the information in this document might be
incorporated in future releases.

call Detail unless such modifications, additions, or deletions were performed by
Performance Avaya. Customer and/or End User agree to indemnify and hold harmless
Session Summary Avaya, Avaya's agents, servants and employees against all claims, s

Session Detail
Last Login: 8/16/07 7:21:47 AM EDT

Figure 2: VPMS Main Screen
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Install Certificate. In this configuration, Avaya Voice Portal used TLS authentication over the
SIP interface to Avaya SIP Enablement Services. To install the certificate for TLS
authentication, navigate to the Certificates page and select the Root Certificate tab. Specify the
directory path where the certificate is located and the password, and then click Install. Figure 3
shows a certificate that has already been installed.

AVAyA Welcome, admin

Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal) PHelp @Logoff

Expand All | Collapse &ll i
: ome
¥ User Management ey
Users Certificates
¥ System Maintenance
System Monitor
MPF Manager
Active Calls
Part Distribution
Audit Log Viewsr
Log Viewer

This page displays the Voice Portal root certificate and application certificate that are currently in
effect.

Alarm Manager | Root Certificate | Application Certificates |
¥ System Configuration
Applications Security Certificate
Certificates
Licensing
MPP Servers Owner: CH=vpmsl. devecon.ecom,O=Avaya Inec, OU=SITL
:;;g"t Data Issuer: CN=vpmsl.devcon.com,0=Awveys Inc, 0U=S5ITL

Serial Humber: 4
F Valid from: Mon Bug 13 095:5Z:13 EDT 2007 until: Thu Bug 10 0%:52:13 EDT 2017
\S,r?r;:,:?si:;tr:;gs Certifiecate fingerprints
ValP Cannechons MD5: ef:cb:44:cb:92:096:ed:24z:0dbez82:74:75:02:18:de
¥ Reports SHA: d5:b9:05:f2:cB:le:ca:98:0a:f8:47-el:3c:65:35:-d2:0b-dd-28:21

Speech Servers

Application Summary
Application Detail

Call Summary Install New Security Certificate

Call Detail

Performance Enter Security Certificate Path:
Session Summary Passas

Session Detail =

Figure 3: Certificates

Configure the SIP Connection. To configure a SIP connection, navigate to the VolP
Connections page and then click on the SIP tab. In the SIP tab shown in Figure 4, the
following parameters must be configured:

= Select TLS as the Proxy Transport

= Specify the IP address of Avaya SIP Enablement Services in the Proxy Server Address
field

= Set the Proxy Server Port and Listener Port fields to ‘5061’ for TLS

= Set the SIP Domain (e.g., avaya.com)

= Set the Maximum Simultaneous Calls and Number of Outbound Calls Allowed. In
this example, a maximum of 40 calls is supported between two MPP servers.

= Under the SIP Proxy Certificate section, click on the Trust this Certificate checkbox
(not shown in the screen below)

= Accept the default values for the other fields
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Expand All | Collapse All

¥ User Management
Users

¥ System Maintenance
System Monitor
MPP Manager
Active Calls
Port Distribution
Audit Log Viewsr
Log Viewer
Alarm Manager

¥ System Configuration
Applications
Certificates
Licensing
MPP Servers
Report Data
SNMP
Speech Servers
System Settings
Viewer Settings
VoIP Connections

¥ Reports
Application Summary
Application Detail
Call Summary
Call Detail
Performance
Session Summary
Session Detail

Welcome, admin
Last logged in today at 7:21:47 AM EDT

Home > System Configuratio VolIP Connections
Change SIP Connection

Use this page to change the configuration of a SIP connection.

Name: SES1
Proxy Transport: TLS

Proxy Server Address:|192.45.122.133

Proxy Server Port: 5061
Listener Port: 5061

SIP Domain: avaya.com
Maximum Simultaneous Calls: 40

Number of Outbound Calls Allowed: |40
P-Asserted-Identity:

SIP Proxy Certificate

Owner: C=US5,C0=RAwvaya Inc.,0U=5IF Product Certificate RAuthority, CN=Converged Communicetion Serwver Z.1
Issuer: CN=5IP Product Certificate Buthority,OU=SIP Product Certificate Buthority,O=Rvaye Inc.,C=U3
Serial Number: &
Valid from: Wed Oct 2ZZ Z1:43:05 EDT 2003 until: Thu Oct 20 21:43:05 EDT 2011
Certificate fingerprints

MD5: 15:3=2:d5:e4:5e:d%:285:20:bf:cc:aZ:ab:75:82:e5:8d

SHA: 45:98:47:85:12:c0:ba:7e:24:35:5b:£5:b0:4a:fd:0a:cc:02:af-ec

Owner: CN=SIP Product Certificate Authority,OU=SIP Product Certificate Authority,O=Avaya Inc.,C=US
Issuer: CHN=S5IP Product Certificate Authority,0U=S5IF Product Certificate Authority,0=RAvaya Inc.,C=U5
Serial Number: 0
Valid from: Thu Jul 24 20:33:17 EDT 2003 until: Fri Jul 22 20:33:17 EDT 2011
Certificate fingerprints

MD5: 95:81:0e:0c:dl:2e:c6:04:36:76:£f4:66:17:c9:eZ:cé

SHA: 37:b7:eB:18:e2:0d:fb:16:2d:0e:45:f3:b0:17-ee:3c:a7:7a:b5:51

SRTP
Enable: ® ves O No
Encryption Algorithm: ® aEs_cm_128 O NONE

Authentication Algorithm: ® HMAC_sHA1_80 O HMAC_SHA1_32

RTCP Encryption Enabled: (O yves (® No

RTP Authentication Enabled: & ves O No m

Configured SRTP List

<MNo SRTP List=

[roon B corcer I v

JAO; Reviewed:
SPOC 10/12/2007

Figure 4: SIP Connection
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Add the MPP Servers. Add the two MPP servers' by navigating to the MPP Servers screen.
In the MPP Server configuration page, specify a descriptive name and the Host Address of each
MPP server. Also, specify the Maximum Simultaneous Calls supported by each MPP server.

Figure 5 shows the configuration for the first MPP server. Repeat these steps for the second
MPP server.

AVAyA Welcome, admin

Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal)

Expand &ll | Collapse All i i
. eret Home > Systen onf ervers
¥ User Management
Users Change MPP Server
¥ System Maintenance

Systern Monitor Use this page to change the configuration of an MPP. Take care when changing the MPP Trace
MPP Manager

; Logging Thresholds. Do not set Trace Levels to Finest if your Voice Portal system has heavy call
’;"':tr':z_c:!:: - traffic. The system might experience performance issues if Trace Levels are =et to Finest. Set
O Istribution

3 ; Trace Levels to Finest only when you are troubleshooting the system.
Audit Log Viewer

Log Viewer

Alarm Manager e mppl

¥ System Configuration Host Address: 192.45.122.131
Applications
Certificates Network Address (VoIP): =Default=
Licensing
MPP Servers MNetwork Address (MRCP): =Default=
Report Data
SNMP Maximum Simultaneocus Calls: |20
Speech Servers
System Settings Restart Automatically: ) ves & No

Viewer Settings
VoIP Connections .
* Reports MPP Certificate
Application Summary
Application Detail

Cwner: CH=mppl, 0=Rvays, 0U=MEP
Call Summary

call Datail Issuer: CH=mppl,=hvaya,OU=MPE

Serizl Number: B240334e0db3dfactd
Performance B i3 TN - . G -
Session Summary Valid from: Mon RBug 06 16:Z2%:25 EDT 2007 until: Thu Aug 03 16:25:Z5 EDT 2017
Seccion Detail Certificate fingerprints

MD5: d0:7£:63:63:3e:%c:14:4a:e2:40:75:50-e3:a3:0c:46
SHA: c6:34:41:fd-2f:-8a:35:26:14:dc:83:ca-8f:14:-:18:5b:-8d:-4d:-37:41

Categories and Trace Levels »

[Sove [ avoiy |
Figure 5: MPP Server

! Although two MPP servers were used in this configuration, only one MPP is required when deploying a Voice
Portal system.
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Configure the VolP Audio Format. The VolP Audio Format for the MPP servers is
configured in the VolP Settings screen. The VG2000 supports both mu-law and a-law. The
MPP Native Format field in Figure 6 is set to audio/basic for mu-law.

AVA A Welcome, admin
Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal) PHelp @Logoff

Expand All | Collapse All i ) ) o
=re here: Home > Systs Configuratic Srvers
¥ User Management 5
Users VoIP Settings
¥ System Maintenance
System Monitor
MPP Manzger
Active Calls
Port Distribution
Audit Log Viewer
Log Viewsr
Alarm Manager

‘foice over Internet Protocol (VolIP) is the process of sending voice data through a network
using one or more standard protocols such as H.323 and Real-time Transfer Protocol (RTE).
Use this page to configure parameters that affect how voice data is transferred through the
netwaork. Mote that if vou make any changes to this page, you must restart all MPPs.

¥ System Configuration Port Ranges
Applications B m
Certificates
Licensing UDP: 30000 30999
MPP Servers
RCEeRE Dat TCP: 31000 |31939
SHMP
Speech Servers :
S T MRCP: 32000 329595
Viewer Settings
VoIP Connections B _
~ Reports RTCP Monitor Settings
Application Summary Host Address:
Application Detail
Call Summary Part:
Call Datail
Performance
Session Summary VoIP Audio Formats

Session Detail -

MPP Native Format: | audio/basic |
QoS Parameters

| VLAN | Diffserv |
H.323: <] 46
SIP: 5] 46
RTSP: g 46

Out of Service Threshold (% of VoIP Resources)

Trigger | Reset |

Warn: 10 0
Errar: 20 10
Fatal: 70 50

Figure 6: VVoIP Settings
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Add an ASR Server. To configure the ASR server, click on Speech Servers in the left pane,
select the ASR tab, and then click Add. Figure 7 shows the screen after the ASR server has
already been configured. Set the Engine Type to the appropriate value. In this configuration, a
Nuance ASR server was used so the engine type was set to Nuance. Set the Network Address
field to the IP address of the speech server and select the desired Languages to be supported.
The other fields were set to their default values.

AVA A Welcome, admin
Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal) PHalp DLogoff

Expand All | Collapse All i ; 5 v
=re ome Systemn Cc jurat peech Servers
¥ User Management
Users Change ASR Server
¥ System Maintenance
System Monitor
MPP Manager
Active Calls
Port Distribution

Use this page to change the configuration of an ASR server. Note that if you make any
changes to this page, you must restart all MPPs.

Eadit Lot Miewer Name: Nuance ASR

Log Viewer Engine Type:

Alarm Manager

¥ System Configuration Network Address: 192.45.122.52

Applications

CaitiFioatae Base Port: 4300

s Total Mumber of Licensed ASR Resources: | 300

MPP Servers

Report Data MRCP Ping Interval: 15 second(s)

SNMP

Speech Servers MRCP Response Timeout: 4 second(s)

System Settings k ) = i

Viewar Settings New Connection per Session: ) Yes (&) No

VolP Connections - -

* Reports RTSP URL: 192.45.122.52/media/speechrecognizer

Application Summary IF - 7]

Application Detail Dutclh[NetherIar)ds} nl-nl ||

Call Summary English(Australia) en-au |

Call Detail English(GreatBritain) en-gb

ERi i S English{India) en-in

Session Summary E -

Session Detail Eﬂg“_Sh(SII"IngUI'E} en-5G ’
|English{USA) en-us el

[ Sove [ hovty [ concel o

Figure 7: ASR Speech Servers
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Add a TTS Server. To configure the TTS server, click on Speech Servers in the left pane,
select the TTS tab, and then click Add. Figure 8 shows the screen after the TTS server has
already been configured. Set the Engine Type to the appropriate value. In this configuration, a
Nuance TTS server was used so the engine type was set to Nuance. Set the Network Address
field to the IP address of the speech server and select the desired Languages to be supported.

The other fields were set to their default values.

AVAYA

Voice Portal 4.0 (VoicePortal)
Expand All | Collapse All

¥ User Management
Usars

¥ System Maintenance
System Monitor
MPP Manager
Active Calls
Part Distribution
Audit Log Viewer
Log Viewsr
Alarm Manager

¥ System Configuration
Applications
Certificatas
Licensing
MPP Servars
Report Data
SNMP
Speech Servers
System Settings
Viewer Settings
VolP Connections

¥ Reports
Application Summary
Application Detail
Call Summary
Call Detail
Performance
Session Summary
Session Detail

Welcome, admin
Last logged in today at 7:21:47 AM EDT

?Help OlLogoff

v = here: Home Systan omif Speech Sarvers
Change TTS Server

Use this page to change the configuration of a TTS server. Note that if you make any
changes to this page, you must restart all MPPs.

Mame: Nuance TTS
Engine Type:

Metwork Address: 192.45.122.52
Base Port: 43900

Total Number of Licensed TTS Resources: 300

MRCF Ping Interval: 15 second(s)

MR.CP Respanse Timeout: 4 second(s)

Mew Connection per Session: ) Yes &) No

RTSP URL: 192.45.122.52/media/speechsynthesize

| English{Great Britain) en-GB Serena F |4 |
|English(Indian) en-IN Sangeeta F

| English(lrish) en-El Maoira F

| English{Scottish) en-SC Fiona F
|English(US) en-US Erica F

| English{US) en-US Jennifer F [se ]|

 Save | Avoly Jf Cancel [ elp

Voices:

JAO; Reviewed: Solution & Interoperability Test Lab Application Notes
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Figure 8: TTS Server
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Add an Application. On the Applications page, add a Voice Portal application. Specify a
Name for the application, set the MIME Type field to the appropriate value (e.g., VoiceXML),
and set the VoiceXML URL field to point to a Voice XML application on the application server.
Next, specify the type of ASR and TTS servers to be used by the application and the called
number that invokes the application. The called number is entered into the Called Number field
and then the Add button is clicked. The Applications screen is shown in Figure 9.

AVA A Welcome, admin
Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal) ?Help BlLogoff

Expand All | Collapse All
You are here: Home Syste ® fig tion Applications
¥ User Management
Users Change Application
¥ System Maintenance
System Maonitor
MPP Manager
Active Calls

Use this page to change the configuration of a VoiceXML or CCXML application.

Port Distribution o : S

Audit Log Viewsr MIME Type:| VoiceXML |

Log Viewer A

Alarm Manager VoiceXML URL: | http://192.45.60.61/avptestapp/dtmf/intro.vxml m
¥ System Configuration

Applications

Certificates Speech Servers

Licensing —_— — — —

MPP Servers ASR: Muance || TT5: Nuance ||

Report Data e ——==— S S

SHMP |English(USA) en-us |English(US) en-US Jennifer F

Speech Servers Languages: | Voices:

System Settings

Viewer Settings
VoIP Connections

¥ Reports

Application Summary Application Launch

Application Detail

Call Summary Type: (& Inbound O Inbound Default & Outbound

Call Detail

Performance

e @ Number O Number Range O URI

Session Detail
Called Number: Add
8523000

Speech Parameters »
Reporting Parameters »

Advanced Parameters »

Ea [1eip
Figure 9: Applications
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Start the MPP Servers. Start the MPP servers from the MPP Manager page shown in Figure
10. Select each MPP and then click the Start button. The Mode of each MPP should be Online
and the State should be Running.

AVAYA

Voice Portal 4.0 (VoicePortal)

Expand All | Collapse All

¥ User Management
Users

¥ System Maintenance
System Monitor
MPP Manager
Active Calls
Paort Distribution
Audit Log Viewer
Log Viewear
Alarm Manager

T System Configuration
Applications
Certificates
Licensing
MPPR Servers
Report Data
SHNMP
Speech Servers
System Settings
Viewer Settings
VoIP Connections

¥ Reports
Application Summary
Application Detail
Call Summary
Call Detail
Performance
Session Summary
Sessjon Detail

=re here: Home > System
MPP Manager (8/16/07 8:34:05 AM EDT)

This page displays the current state of each MPP in the Voice Portal system. To enable the state and
mode commands, select one or more MPPs. To enable the mode commands, the selected MPPs must

alzo be stopped.

Auto
nm

mppl
D mpp2

State Commands

Mode Commands

Online  Running No &
Online  Running (0] 4 No &

[

Welcome, admin
Last logged in today at 7:21:47 AM EDT

?Help BLogoff

Refresh

Last Poll: 8/16/07 8:33:52 AM EDT
Restart Schedule Active Calls

Today  Recurring In Out
No & None & 0
No & None & 0 0

Restart/Reboot Options

Figure 10: MPP Manager
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4. Configure Avaya SIP Enablement Services

This section covers the administration of Avaya SIP Enablement Services (SES) with a focus on
configuring:

= Trusted Certificates for TLS authentication to Voice Portal
= aHost Address Map for routing calls to the PSTN

= a Trusted Host for the VG2000

= Adjuncts for Voice Portal

= Application IDs for the VVoice Portal application

Basic configuration of Avaya SIP Enablement Services, including Users and Media Server
Interfaces, are not included in these Application Notes. Refer to [3] for more information.

Avaya SIP Enablement Services is configured via an Internet browser using the Administration
web interface. To access the Administration web interface, enter http://<ip-addr>/admin as the
URL in an Internet browser, where <ip-addr> is the IP address of Avaya SES. Log in with the
appropriate credentials and select the Launch Administration Web Interface link. To install the
certificates for TLS authentication, navigate to the Trusted Certificates page and click the
Import button and specify the path to the certificate. The first two certificates shown in Figure
11 are used for Voice Portal.

AVAYA

Integrated Management
Maintenance Web Pages

Help Exit This Server: [1] sesl
Temperature/Voltage Nl L
Ping m’ Trusted Certificates
Traceroute . . .
Netstat The Trusted Certificates Web Interface allows you to manage Trusted Root Certificates on this server.
Modem Test
Server
Status Summary
Process Status
Shutdown Server Status Issued To Issued By Expiration Date
Server Date/Time o vpms1.devcan.com vpms1.devcan.com Thu Aug 10 2017 09:52:13
Software Version =
e e T wpms1,devcon.com vpms1,devcon.com Thu Aug 10 2017 09:52:13
N _con_fig_u re Server SIP Product Certificate Authority SIP Product Certificate Autharity Fri Jul 22 2011 20:33:17
Eject CD-ROM /] SIP Product Certificate Authority SIP Product Certificate Authority Fri Jul 22 2011 20:33:17
Server Upgrades Avaya Product Root CA Avaya Product Root CA Sun Aug 14 2033 07:25:36
Manage Software [ Avaya Product Root CA Avaya Praduct Raot CA Sun Aug 14 2033 07:25:36
Make Upgrade Permanent - —
Boot Partition Avaya Call Server Avaya Call Server Fri Jan 02 2032 22:40:47
Data Backup/Restore Avaya Call Server Avaya Call Server Fri Jan 02 2032 22:40:47

Backup Now
Backup History
Schedule Backup
Backup Logs
View/Restore Data
Restore History

Format PC Card
Security

Authentication File

Firewall

WeblLM Software

WebLM License Admin

Tripwire

Tripwire Commands

Trusted Certificates

55H Keys
Miscellaneous

Download Files

<

Figure 11: Trusted Certificates
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Note: All the configuration screens in this section were captured after they were already
configured. Configuration data is displayed in edit screens instead of add screens.

Add a Host Address Map. To route calls from the Avaya SIP-based network to the PSTN, 7-
digit numbers beginning with ‘538’ were dialed. In order for the SIP calls to be routed to the
PSTN through the VG2000, a Host Address Map is required on Avaya SES. In this case, the
Host Map Entry screen should appear as shown in Figure 12. The Pattern field in the Host Map
Entry was set to "sip:538[0-9]1{4}. The Host Contact specified the IP address of the
VG2000 and the transport protocol and port.

MAyA Integrated Management
SIP Server Management
Help Exit Server: 192.45.122.133
Top » )
Users W List Host Address Map
Conferences
X _ Host 192.45.122.133
Media Server Extensions
Emergency Contacts Commands Hame Commands Contact
Hosts Edit Delete 538000
Media Servers [
: - Edit Delete SIP:$(user)
Address Map Priorities @192.45.60.150:5060; transport=tcp
Adjunct Systems Add Another Map Add Another Contact gflit:

Trusted Hosts

Services Add Map In New Group
Server Configuration

Certificate Management

IM logs

Trace Logger

Export/Import to ProVision

© 2007 Avaya Inc. All Rights Reserved.

Figure 12: Host Address Map

To route calls from the PSTN to Avaya Voice Portal, 7-digit numbers beginning with ‘852 were
received by Avaya SES. These calls were routed directly from Avaya SES to Avaya Voice
Portal because Application IDs were configured in Avaya SES that matched the incoming
number. No address maps were required. Application IDs are shown in Figure 9.
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Add a Trusted Host. Configure the Vision Media Gateway as a trusted host so that Avaya SES
does not challenge its incoming SIP requests. Navigate to the Trusted Host page and configure
the IP address of the VG2000 and provide a descriptive comment. The Trusted Host page is
shown in Figure 13.

Integrated Management
SIP Server Management

Help Exit Server: 192.45.122.133
Top n i
Users Edit Trusted Host
Conferences
E N
Media Server Extensions IP Address™: 192.45.60.150
Emergency Contacts Host 192.45.122.133
Hosts Comment: nms
Media Servers Fields marked * are required.

Address Map Priorities m
Adjunct Systems

Trusted Hosts

Services

Server Configuration

Certificate Management

IM logs
Trace Logger

Export/Import to ProVision

© 2007 Avaya Inc. All Rights Reserved.

Figure 13: Trusted Host
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Add Adjunct System. Provision an adjunct system for the VPMS. Provide a System Name and
select the Avaya SES with which this adjunct system will be integrated. Figure 14 displays the
Adjunct System page configured for the VPMS.

Integrated Management
SIP Server Management
Help Exit Server: 192.45.122.133

Top | .
Users Edit Adjunct System
Conferences
Media Server Extensions System vpms1
E N Name
mergency Contacts
Host 1192.45 122 133 ||

Hosts
: Fields marked * are required.
Media Servers q

Address Map Priorities
Adjunct Systems
Trusted Hosts

Services

Server Configuration

Certificate Management
IM logs
Trace Logger

Export/Import to ProVision

© 2007 Avaya Inc. All Rights Reserved.

Figure 14: Adjunct System
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Add Adjunct Servers. Add an adjunct server, associated with the adjunct system configured in
Figure 14, for each MPP server. Specify the Server Name, Server ID, Link Type, and the
Server IP Address. The Server ID is the server’s handle or extension used to directly call this
adjunct server. In this configuration, TLS is enabled between the Voice Portal and the SES.
Figure 15 shows the configuration for one MPP server. Repeat this configuration for the other
MPP server.

Integrated Management
SIP Server Management
Server: 192.45.122.133

Edit Adjunct Server
Conferences
Media Server Extensions Host 192.45.122.133
_ System vpms1l
Emergency Contacts
Server
Hosts Name™* mppl
Media Servers Server ID 8523001

55 Ma iorities .
Address Map Prioritie Link Type OTcP ®TLS

Adjunct Systems

Server IP
192.45.122.131

Trusted Hosts Address™
Services Fields marked * are required.

Server Configuration

Certificate Management
IM logs

Trace Logger

Export/Import to ProVision

© 2007 Avaya Inc. All Rights Reserved.
Figure 15: Adjunct Server
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Add Applications IDs. Add Application IDs for the applications configured on the Voice
Portal in Figure 9. This Application ID is associated with the adjunct system configured in
Figure 14. When the called number of an incoming call matches the Application ID field in this
form, the SES will route the call to the adjunct system. Figure 16 displays the Application ID

form.
AVAYA Integrated Management
SIP Server Management
Help Exit Server: 192.45.122.133
Top - . -
Users Edit Application ID
Conferences
Media Server Extensions ?gfllcatmn 8523000
v tacts
Emergency Contac Host 192.45.122.133
SEE Fields marked * are required.
Media Servers
Address Map Priorities m
Adjunct Systems
Trusted Hosts
Services
Server Configuration
Certificate Management
IM logs
Trace Logger
Export/Import to ProVision
© 2007 Avaya Inc. All Rights Reserved.
Figure 16: Application ID
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5. Configure NMS Communications Vision Media Gateway

This section provides the procedures for configuring the Vision Media Gateway (VG2000). The
procedures require two distinct operations:

= Configuring the Vision Media Gateway host IP network parameters
= Configuring the Vision Media Gateway telephony network interfaces

5.1. Configure the IP Network Parameters

The IP network parameters of the Vision Media Gateway are configured using standard Linux
administration tools. Refer to [5] for instructions.

5.2. Configure Telephony Network Interfaces

To configure the telephony network interfaces of the Vision Media Gateway, access the
Configuration Manager by launching Mozilla Firefox browser version 2.0 or later. Browse to the
IP address of the Vision Media Gateway using port 8080 by specifying
“http://<ip-address>:8080” in the URL. Log in using administrator credentials. The Vision
Media Gateway welcome screen shown in Figure 17 is displayed.

) Introduction - Mozilla Firefox

File Edt Mew Go Bookmarks Tools Help

Ga@-2-8 ) btk 192, 45,60, 150: 8080 indes. htrl ¥ @ = |G,

Intreduction

‘Welcome to NS Comrmunications VG 2000 ranager. The WG 2000 is used to connect the PSTN network to IF only SIP based application servers. This
hrowser-based manager is used ta configure and operate the VG 2000,

PSTN
il PBX or T1/E1 trunk
Switch

TAE1 trunk The | Etemat | IP network

- | Gateway SIF, RTP
PSTN PEX or T1/E1 trunk J

network Switch

Figure 17: VG2000 Welcome Screen

Done
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Configure the SIP Interface. SIP messages are exchanged between the VG2000 and Avaya
SES using the TCP transport protocol and Port 5060. Navigate to the SIP Configuration screen
and configure the parameters as shown in Figure 18. Under the General section, specify the IP
address of the VG2000 in the IP Address field, set the Port field to 5060, and enable TCP
support. Under the Outbound Proxy section, set the Transport field to TCP, configure the
Host or IP Address field to the IP address of Avaya SES, and set the Port field to 5060. Click
Save All.

£ SIP Configuration - Mozilla Firefox l._|@®
File Edt M“ew Go Bookmarks Tools Help
@a@-2-8 £ B httpif192.45.60,150:8080/canfig-sip. htrl v @ s ([ |
Vision Media Gateway 1.0
f

IP Address 192.45.60.150

Port 5080

Enable TCP Support

Enable UserTolser =

Header

Duthound Proxy

Transport

Host or IP Address 19245122133

Port 5080

Done

Figure 18: SIP Configuration
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Configure the RTP Interface. Navigate to the RTP Configuration screen. Provide the IP
network configuration associated with the RTP interface of the Vision Media Gateway. Accept
the default Base Port of 8000 and enable RFC 2833 support. Click Save All.

) RTP Configuration - Mozilla Firafox E”E”@
File Edt Y“ew Go Bookmarks Tools Help
Q@-5-a @ ‘ http: 192,45, 60, 1 50:8080 /canFig-rtp. html V| @ Go |@, |
N Vision Media Gateway 1.0
Introduction RTP Configuration
Control Panel
Module 0
Configuration
IP Address
- SIP
Network Mask
-~ RTP
.
_PSTN Gateway IP Address 192 45.60.1
. Base Port
- Routing
Licensing RFC 2833 support
Logging
Statistics
Daone
Figure 19: RTP Configuration
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Configure the SS7 Interface. Once the SIP and RTP interfaces are configured, configure the
SS7 interface to the PSTN. In the PSTN Configuration screen, configure the SS7 interface as
shown in Figure 20. In this configuration, the trunk parameters were configured for E1 with
HDB3 line coding and the CEPT frame type. The SS7 interface used the ISUP signaling
protocol. The Circuit Mask specifies which voice circuits of the interface to use. For example,
Ox7FFFFFF enables all 31 voice circuits on the E1 interface. Click Save All.

) PSTN Configuration - Mozilla Firefox E|E|rz|
File Edt ‘“ew Go Bookmarks Tools Help
@-u-8 @ \ btk 192,45, 600, 1 50:5080/canFig-pstn, heml V| @ Go |IC|, |
m' Vision Media Gateway 1.0
Introduction PSTN Configuration
Contrel Panel
Module 0
Configuration
P PSTN Type ISUP
-5
RTP Trunk Type
XLaw MU_L&w v
~PSTN ‘ =
- Routing ko || mnkt || mnkz || wonks || weka || wueks || munke || mrunky
Licensing E1T1 Configuration
Logging Line Code HDBZ »
Statistics Frame Type CEPT w

lutti-frame CRC
Echo Cancellation
Direction Bothway W
ISUP Configuration
Starting Circuit ld
Circuit Mask 7FFFFFFF

Digits to Collect

Wait for Digits (ms)

Diang

Figure 20: PSTN Configuration
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Configure Call Routing. Use the Vision Media Gateway Routing Configuration screen to
create a set of routing rules for the gateway. Routing table entries include from and to (or calling
and called) patterns that are matched against the calling and called addresses received for an
incoming call. For each matched pattern set, the routing table specifies the outgoing call mode
(for example, SIP to PSTN or PSTN to SIP) and the substitution pattern for constructing the
outgoing from and to addresses from the incoming addresses for that call. Separate routing rules
are also required for transferred calls. Patterns are specified as JavaScript regular expressions.

In this configuration, two routes were used to route calls between the SIP and PSTN networks
and two routes were used to route transferred calls. Below is a brief description of each call
route. When multiple routes exist with the same Mode value, the order of the routes is
important. The routes with the lower IDs take precedence over the ones with a higher ID.

= Routing ID 1: Routes calls from the PSTN to the SIP-based network (i.e., Mode is set to
pstn=sip). In this configuration, the VG2000 received 10-digit dial strings, stripped off
the area code, and sent the resulting dial string to Avaya SES in the SIP signaling.

= Routing ID 2: Routes calls from the SIP-based network to the PSTN (i.e., Mode is set to
sip=2pstn). In this configuration, 7-digit numbers beginning with ‘538 were passed to
the VG2000. The VG2000 prepended the 732 area code to the dial string and sent the 10-
digit number to the PSTN over the SS7 interface.

= Routing IDs 3 and 4: These routes are used for routing transferred calls to the PSTN and
SIP networks.

%2 Routing Configuration - Mozilla Firefox Q@@
File Edt Wiew Go Bookmarks Iools  Help
@-5-8 i} http: (192,45, 60. 150:5080, config-route. bt v| ® e [[Gl
Py
ID Name Mode "To"incoming "To'" outgoing "From"inceming "From' outgeing
1 |TolPhtwk pstn — sip W ||732(B524d+) sip$1 @avaya.cor | (d*) sip$1 @avaya.cor
7. |[ToPSTN sip — pstn | |5ip:(B38d @ 7324 sip (@ > 1
9. #ferMoPSTN transter — patn v | |sip: (38 @ 73281 sip E > $1
- Routing 4 ferTaolFMowk transter —sip % |[sip:(B5d+ )@ > sip$1 @avaya.con| |sipid)@.* sip 1 @avaya.con
5 none hd
g none v
7. none 5 =z
Dane

Figure 21: Routing Configuration
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6. Configure NMS Communications Vision Signaling Server

This section provides the procedures for configuring the Vision Signaling Server (VS5000). The
procedures require two distinct operations:

= Configuring the Vision Signaling Server IP network parameters
= Configuring the Vision Signaling Server SS7 network interface

6.1. Configure the IP Network Parameters

The Visions Signaling Server IP network configuration is managed by scripts and the procedures
is described in [7].

6.2. Configure SS7 Interface
The Vision Signaling Server network configuration is based on two configuration files:

» txcfgl.txt: TDM configuration file, which defines the physical characteristics of the
T1/E1 trunks.

* ss87 config default.xml: SS7 configuration, which defines the SS7 network
configuration including signaling links, link sets, routes, and circuit groups.

The configuration files used during testing are contained in the appendix of this document. Refer
to [7] for information on how to configure these files.
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7. Interoperability Compliance Testing

This section describes the interoperability compliance testing used to verify calls between Avaya
Voice Portal and the PSTN through the NMS Communications Vision Media Gateway, which
served as a SIP-to-PSTN gateway. This section covers the general test approach and the test
results.

7.1. General Test Approach

The interoperability compliance test included feature, serviceability, and performance load
testing. The feature testing focused on verifying the following:

= Placing calls from the Avaya SIP-based network to the PSTN

= Placing calls from the PSTN to Avaya Voice Portal

= Call transfers from Voice Portal to users on the PSTN and the Avaya SIP-based
network

= Performing Blind, Supervised, and Bridged call transfers from Voice Portal to users on
the PSTN and Avaya SIP-based network

= Sending UUI during call transfers from Voice Portal to the PSTN

= Receiving UUI from the PSTN to Voice Portal

The serviceability testing focused on verifying the ability of the VG2000 and VS5000 to recover
from adverse conditions, such as power failures and disconnecting cables to the IP network.

The performance load testing was accomplished by repeatedly establishing 240 calls through the
Vision Media Gateway to Voice Portal for an extended period of time.

7.2. Test Results

All test cases passed. Avaya Voice Portal was successful in establishing and transferring calls to
users on the PSTN through the NMS Communications Vision Media Gateway. However, it was
noted during testing that the VS5000 needs to be powered up manually after a power outage.
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8. Verification Steps

This section provides the verification steps that may be performed to verify that the Voice Portal
can establish calls to the PSTN through the Vision Media Gateway.

1. From the VPMS web interface, verify that the MPP servers are online and running in the

System Monitor page shown in Figure 22.

AVAYA

Voice Portal 4.0 (VoicePortal)
Expand All | Collapse all

System Monitor
MPP Manager
Active Calls

Port Distribution
Audit Log Viewer

2! Home > System Maintenance
¥ User Management E
u B
i M e System Monitor (8/16/07 8:33:21 AM EDT) P

This page displays the current state of the local Voice Portal system plus any remote Voice Portal
systems that you have configured. For information about the colored alarm symbaols, click Help.

Welcome, admin
Last logged in today at 7:21:47 AM EDT

?Help @Logoff

Log Viewsr
Al M 5 2

'Sysi::n-l: G::;girraﬁnn | Summary l VoicePortal Details |
Applications
Certificatas Last Poll: 8/16/07 8:33:12 AM EDT
Licensing Server Call Capacity Active Calls| calls
MPP Servers Type Canbg Current Licensed Maximum | In  Out |[Today
Report Data
SNMP VEMS VPMS
Speech Servers
Shete Setnos mppl MPP Online Running OK 20
Viewar Settings mpp2 MPP Online Running OK 20 20 20 o] o] 0
VoIR C ecti

e Summary VP 40 a0 a0 0 o 0
Application Summary
Application Detail m
Call Summary
Call Detail
Performance
Session Summary
Session Detail

Figure 22: System Monitor
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2. From the VPMS web interface, verify that the ports on the MPP servers are in-service in
the Port Distribution page shown in Figure 23.

AVA ﬂ Welcome, admin
Last logged in today at 7:21:47 AM EDT

Voice Portal 4.0 (VoicePortal)
Expand All | Collapse All
=rz: Home > System
¥ User Management E
U - - -
e e Port Distribution (8/16/07 8:37:13 AM EDT) Y
System Monitor

MPP Manager This page displays information about how the telephony resources have been distributed to

Active Calls the MPPs. You configure the telephony resources on the VoIP Connections page.

Port Distribution

Audit Log Viewer

Ve e Total Ports: 40 Last Poll: 8/16/07 8:37:13 AM EDT

Alarm Manager Port 3|Mode | sState  |Port Group Current Allocation |Base Allocation
= 5:5“']_“‘ ?’“ﬁg“"'t"’“ 1 Online Connected SES1 SIP_Trunk mppl

cations e =

C';':tl'ficates 2 Online In =ervice SES1 SIP_Trunk mppl

Licensing 3 Online In service SES1 SIP_Trunk mppl

’:pp E:teg'et': 4 online In service SES1 SIP Trunk mppl

S:E‘I; £ 5 Online In service SES1 SIP_Trunk mppl

Spaech Sarvars 6 Online In service SES1 SIP_Trunk mppl

FaERE s 7 Online In service SES1 SIP_Trunk mppl

Wisees Sethiens 8 Online In service SES1 SIP_Trunk mppl

WolIP Connections & z
Online In service SES1 SIP_Trunk mppl

Online In service SES1 SIP_Trunk mppl

¥ Reports
Application Summary
Application Detail

g

10

Gall B 11 Online In service SES1 SIP_Trunk mppl

Call Detail 12 Online In service SES1 SIP_Trunk mppl

Parformance 13 Online In service SES1 SIP_Trunk mppl

gi:z: ES)';:;TEW 14 Online In service SES1 SIP_Trunk mppl

15 Online In service SES1 SIP_Trunk mppl

16 Online In service SES1 SIP_Trunk mppl

17 Online In service SES1 SIP_Trunk mppl

18 Online In service SES1 SIP_Trunk mppl

19 Online In service SES1 SIP_Trunk mppl

20 Online In service SES1 SIP_Trunk mppl

1 Online Connected S5ES1 SIP_Trunk mpp2

2 Online In service SES1 SIP_Trunk mpp2

3 Online In service SES1 SIP_Trunk mpp2

4 Online In service SES1 SIP_Trunk mpp2

5 Online In service SES1 SIP_Trunk mpp2

6 Online In service SES1 SIP_Trunk mpp2

7 Online In service SES1 SIP_Trunk mpp2

8 Online In service SES1 SIP_Trunk mpp2

9 Online In service SES1 SIP_Trunk mpp2

10 Online In service SES1 SIP_Trunk mpp2

11 Online In service SES1 SIP_Trunk mpp2

12 Online In service SES1 SIP_Trunk mpp2

13 Online In service SES1 SIP_Trunk mpp2

14 Online In service SES1 SIP_Trunk mpp2

15 Online In service SES1 SIP_Trunk mpp2

16 Online In service SES1 SIP_Trunk mpp2

17 Online In service SES1 SIP_Trunk mpp2

138 Online In service SES1 SIP_Trunk mpp2

19 Online In service SES1 SIP_Trunk mpp2

20 Online In service SES1 SIP_Trunk mpp2

Figure 23: Port Distribution
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3. From a Linux terminal on the Vision Signaling Server, verify that the physical
connectivity is established using the commands specified in Figure 24.

e root@ mgw:~

File Edit Yiew Terminal Tabs Help

[13:17:51] ws5000:/> cpcon Fia:
Console program V3.2 : [Hit Return to Actiwvate, 'quit' to Exit]

[For multi-screen reply, 'more' to scroll]
Copyright 1996-2005: NMS Communications

(1) [con] =frstatus

Trunk  State RX Alarms TX Alarms Loop B C Testing
1 S¥YNC NO ALARMS NO ALARMS NONE
2 SYNC NO ALARMS NO ALARMS NONE 7
3 NO CONNECT R NO ALARMS NONE
4 NO CONNECT R NO ALARMS NONE L
(1) [con] >

[¢]

e,

Figure 24: Frame Status

4. From a Linux terminal on the Vision Signaling Server, verify that the SS7 interface is in-
service using the commands specified in Figure 25.

rooL@ mgw:~

File Edit \iew Terminal Tabs Help

[11:30:22] vs5000: /opt/hs-data/raid/nms_hearsay/cfg/oam> ssicli

ssicli V1.0 - Copyright 2006: NMS Communications

[ss¥cli] > status link *

Link L3 State L2 State Inh Blk Congested L2FlowCtlLwvl
0 Active In Service false 0
1 Active In Service false 0

[ss¥cli] > status route *
Num of Num of

Rte DPC OFC RteState Cong Cong L5 Act LS  Adj SP Rst
2 2 1 Available false 0 1 true ]
[ss7cli] > [ ]
Figure 25: Link Status
JAO; Reviewed: Solution & Interoperability Test Lab Application Notes 28 of 36

SPOC 10/12/2007 ©2007 Avaya Inc. All Rights Reserved. NMS-VG2000-SS7



5. From the Configuration Manager of the Vision Media Gateway, navigate to the Control
Panel and verify that SS7 interface and channels are in-service as shown in Figure 26. In
this example, four channels are in-service. The checkboxes are enabled so that the
system comes up automatically after rebooting or cycling power.

3 Control Panel - Mozilla Firefox

File Edt ew Go Bookmarks Tools Help

Ga - - & 00 @) M hitpif192.45.60. 150: 8080 st atus. bl v| @ e [[CL |
N* Vision Media Gateway 1.0
Intreduction ConivalPanel

Control Panel
_— " @ Gateway Stop

Configuration & SIP Stack l:l

- SIP @ Module 0 I:|..1 03 4 6 6 7 8 9 10 11 12 12 14 15 16 17 12 19 20 I I 23 24 5 26 I7 2% 20 30 3
—RTP @-Trmko [ o |[Stop |FEmE OO0 NENENENE DN NN NN NNEEENEEE
PSTN o-Trmk1 [Start || 1 |[CIME EEEEEEEEEEEESEEEEEEEEEEEEEEEEEER

- e-Trmk2 [Sart || ) |[CIMmE EEEEEEEEEEEEENEEEEEEEEEEEENEEEER
~ Routing o-Tmk3 [Sfart || ) |[CIME EEEEEEEEEEEEEEEEEEEEEEEEEEEEEER
Licensing o.-Trmkd [Sfart || ) |[COME EEEEEEEEENEEENEEENEEENEEENEEEER
i i e-Tuks [Sat [ v [CNE EESEESSSESEESEESESESEEEEEEEEEEEEES
= ©-Thwké [Stat || 0 (NS EEEEEEEEESEEENEEEEEEEEEEEEEEEEN
S s e-Tuk? [Staf || 0 [IWME EEEEEESSESESSEEESEEEEEEEEEEEEEEEER
Note: Wove the mouse over indicators to get more status infarmation.
Dane

Figure 26: Control Panel

6. From a phone on the PSTN, place a call to an application on Voice Portal. Verify that the
call is established successfully and that the proper greeting is provided. Transfer the call
to another user.
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9. Support

NMS Communications Technical support is available by phone, web, and Email.

= Phone: (508) 271-1333
= Web: http://www.nmscommunications.com/Support
= Email: tech support@nmss.com

10. Conclusion

These Application Notes describe the configuration steps required so that the NMS
Communications Vision Media Gateway can allow calls between Avaya Voice Portal and the
PSTN through a SIP infrastructure. All feature, serviceability, and performance test cases were
completed successfully.

11. Additional References

This section references the product documentation that is relevant to these Application Notes.

[1] Administrator Guide for Avaya Communication Manager, Document 03-300509, Issue 3.1,
February 2007, available at http://support.avaya.com.

[2] Feature Description and Implementation for Avaya Communication Manager, Document
555-245-205, Issue 5, February 2007, available at http://support.avaya.com.

[3] SIP Support in Avaya Communication Manager Running on the Avaya S8300, S8400, S8500
series and S8700 series Media Server, Document 555-245-206, Issue 2007, May 2007,
available at http://support.avaya.com.

[4] Installing the VG 2000 Gateway, Version 1.0, July 2007, Document ID 9000-62494-10,
available from NMS Communications.

[5] Vision Media Gateway Configuration and Administration Manual, Document ID 9000-
62701-10, Version 1.0, July 2007, available from NMS Communications.

[6] Installing the Vision VS 5000 Signaling Server, Document ID 9000-62672-11, Version 1.1,
June 2007, available from NMS Communications.

[7] Vision Signaling Server Configuration and Administration Manual, Document ID 9000-
62666-11, Version 1.1, July 2007, available from NMS Communications.
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APPENDIX: Vision Signaling Server Configuration Files

A sample TDM configuration file, txcfgl . txt, isdisplayed below.

HAHHHHHH AR AR AR R R R AR AR R AR AR
NMS Communications TX Series E1/T1/J1 and H.100 / H.110 Configuration File

General Information:

This file contains sample configuration information to help you set up
communication between E1/T1/J1/H100/LOCAL channels on the TX Board.

A separate instance of this file is usually generated

for each TX Series board that is installed in your system.

Both H.100 and H.110 are treated identically in this file.

This configuration file is provided as an input fille to the TXCONFIG
utility. The TXCONFIG commands that relate to initial TX board
configuration are described below. Additional commands are also provided

by TXCONFIG. These commands are used to perform other [non-configuration]
related functions. Enter "?" to the TXCONFIG utility for further details.
HHHHIHHHE

HHIFEHHFHEHFHEHFFEHEHEEHREHS

HHHH RS SR U R A R
# HearSay/MyCaller CONFIGURATION:

#
# Configure as clock master with trunk 1 as primary clock source and no

# fallback clock.

HHH R R R R R R R A R R A R A R A R R A R R R R R R

e o e e O O 0 D 0 e e D e e D D D 0 ) D D D D D e e S e D D 0 D D D O D D e e
clock net=1 a

e o O O o o o e e O e O e e e e O e S e S e =
# Trunk Framing Encoding Loop Master

elcfg 1 ccs hdb3 false

elcfg 2 ccs hdb3 false

elcfg 3 ccs hdb3 false

elcfg 4 ccs hdb3 false
e
# PortNum LIHIEITIdJ Trunk Channel Speed

port 1 el 1 16

port 2 el 2 16

port 3 el 3 16

port 4 el 4 16
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A sample SS7 configuration file, ss7 config default.xml, isdisplayed below.

<Properties xmIns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"”
xsi:noNamespaceSchemalocation="ss7__config.xsd">
<Version>1.0</Version>
<AutoStart>Yes</AutoStart>
<State>OutOfService</State>
<Config>
<MtpConfig>
<GenConfig>
<OPC>1</OPC=>
<DefaultVariant>1TU</DefaultVariant>
<DefaultDPC>2</DefaultDPC>
<NodeType>SP</NodeType=>
<MaxLinks>2</MaxLinks>
<MaxUsers>2</MaxUsers>
<MaxLinksets>2</MaxLinksets>
<MaxRoutes>32</MaxRoutes>
<RestartRequired>false</RestartRequired>
</GenConfig>
<NsapConfig Index="1">
<I-- Nsap #1 used by ISUP  -->
</NsapConfig>
<NsapConfig Index="2">
<I-- Nsap #2 reserved for future use by SCCP or other MTP user -->
</NsapConfig>
<LinkConfig Index="1">
<!-- Link #1: first link to DPC 2, terminates on SS701 server -->
<Server=>SS701</Server=>
<PortNumber>1</PortNumber>
<LinkSLC>0</LinkSLC>
<Linkset>1</Linkset>
<Ssf>National</Ssf>
</LinkConfig>
<LinkConfig Index="2">
<!-- Link #1: second link to DPC 2, terminates on SS702 server -->
<Server>SS701</Server=>
<PortNumber>2</PortNumber=>
<LinkSLC>1</LinkSLC=>
<Linkset>1</Linkset>
<Ssf>National</Ssf>
</LinkConfig>
<LinksetConfig Index="1">
<!I-- Linkset #1: direct link set to DPC 2 (DefaultDpc) -->
<TargetNmbActLinks>2</TargetNmbActLinks>
<Route Index="1">
<RouteNumber>2</RouteNumber>
<Priority=0</Priority>
</Route>
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</LinksetConfig>
<RouteConfig Index="1">
<!1-- NOTE: This first route is the UP (inbound) route, therefore its DPC is the local point
code -->
<DPC>1</DPC>
<Ssf>National</Ssf>
<Direction>Up</Direction>
</RouteConfig>
<RouteConfig Index="2">
<!-- Direct route to attached DPC 2, via link set #1 -->
<DPC>2</DPC>
<Ssf>National</Ssf>
<Direction>Down</Direction>
<AdjRoute>true</AdjRoute>
</RouteConfig=>
</MtpConfig>
<lIsupConfig>
<GenConfig>
<DefaultVariant=I1TUWHITE</DefaultVariant>
<MaxCircuits>256</MaxCircuits>
<MaxGroups>32</MaxGroups=>
<MaxCallRefs>256</MaxCallRefs>
<ExtElImts>true</ExtElmts>
</GenConfig>
<CircConfig Index="1">
<!-- 1st voice E1 to attached DPC 2 -->
<Circuit>1</Circuit>
<CIC>=1</CIC=>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="2">
<!-- 2nd voice E1 to attached DPC 2 -->
<Circuit>33</Circuit>
<CIC>33</CIC>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="3">
<!-- 3rd voice E1 to attached DPC 2 -->
<Circuit>65</Circuit>
<CIC>65</CIC>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
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<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="4">
<!-- 4th voice E1 to attached DPC 2 -->
<Circuit=97</Circuit>
<CIC>97</CIC>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="5">
<!-- 5th voice E1 to attached DPC 2 -->
<Circuit>129</Circuit>
<CIC>129</CIC>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="6">
<!-- 6th voice E1 to attached DPC 2 -->
<Circuit>161</Circuit>
<CIC>161</CIC=>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="7">
<!-- 7th voice E1 to attached DPC 2 -->
<Circuit>193</Circuit>
<CIC>193</CIC=>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
<CircConfig Index="8">
<!-- 8th voice E1 to attached DPC 2 -->
<Circuit>=225</Circuit>
<CIC>225</CIC=>
<NumCircuits>31</NumCircuits>
<Direction>Bothway</Direction>
<UnusedCircuits>None</UnusedCircuits>
<Ssf>National</Ssf>
</CircConfig>
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<UsapConfig Index="1">
<!-- Only 1 ISUP user, the ssp_server -->
</UsapConfig>
<NsapConfig Index="1">
<!-- Matches the MTP Nsap reserved for use by ISUP -->
<Ssf>National</Ssf>
</NsapConfig>
</IsupConfig>
<SspConfig>
<GenConfig>
<Serverl>SS701</Serverl>
<Server2>SS702</Server2>
</GenConfig>
</SspConfig>
</Config>
</Properties>
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