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Abstract

These Application Notes describe the procedure for integrating Acqueon RAPCTI with Avaya
Aura® Application Enablement Services.

RAPCTI is a set of ready to use productivity tools with an open, modular architecture that
comes complete with CTI functionalities. It focuses on enabling contact centers to make the
most of their agent resources and enhance customer service. Additionally, it enables
organizations to scale up each solution to suit their business needs.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure for integrating Acqueon RAPCTI with Avaya
Aura® Application Enablement Services.

RAPCTT is a set of ready to use productivity tools with an open, modular architecture that comes
complete with CTT functionalities. It focuses on enabling contact centers to make the most of
their agent resources and enhance customer service. Additionally, it enables organizations to
scale up each solution to suit their business needs.

These Application Notes assume that the prerequisites in Section 5 have been met prior to
configuring Avaya Aura® Application Enablement Services. Only steps relevant to this
compliance test are described in this document.

2. General Test Approach and Test Results

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The general test approach included verification of a successful integration between RAPCTI and

Application Enablement Services. Modifications were made using the RAPCTI client GUI and
verified by placing calls to configured extensions associated with the RAPCTT application.

The following scenarios were used to verify RAPCTTI functionality:
Agent Login

Agent State Change

Inbound calls

Outbound calls

Hold / Resume

Call termination (origination/destination)

Transfer

Conference

TSAPI Link State Change

2.2. Test Results
Acqueon RAPCTT successfully passed the compliance testing.
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2.3. Support

Technical support for the RAPCTI solution can be obtained by contacting Acqueon:
e URL - http://acqueon.issuetrak.com
e Phone — +9198403 57893 (or) +1 888 946 6878
¢ Email — support@acqueon.com

3. Reference Configuration

Figure 1 illustrates the reference configuration used during testing. In the reference
configuration, RAPCTI was integrated with Application Enablement Services (AES).
Configuration for RAPCTI was performed using the RAPCTI GUI and verification was done by
placing calls to the associated extensions. Calls were placed both internally and externally, along
with agent login, and VDN monitoring.
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Figure 1: Test Configuration of RAPCTI
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4. Equipment and Software Validated

The following equipment and software were used for the test configuration.

Equipment

Software/Firmware

Avaya PBX Products

Avaya S8300D Server running Avaya Aura®
Communication Manager

Avaya Aura® Communication Manager 6.2
Service Pack 5

Avaya G450 Media Gateway MGP

HW 2 FW 31.20.0

Avaya Aura®

Session Manager

Avaya Aura® Session Manager HP Proliant
DL360 G7

6.3.0 Service Pack 1

Avaya Aura® System Manager HP Proliant
DL360 G7

6.3.0 Service Pack 1

Avaya Aura® Applica

tion Enablement Services

Avaya Aura® Application Enablement Services
Dell Power Edge R610

r6-2-0-18-0-Patch 1

Avaya Endpoints
‘ H.323 3.1SP2
Avaya 96x0 Series IP Deskphones SIP 2.6.6.0
‘ H.323 6.2
Avaya 96x1 Series IP Deskphones SIP 6.2.1
Acqueon Products
RAPCTI Server 4.2
RAPCTI Agent Desktop 1.0

5. Prerequisite Configuration

The following components must be installed and running in order for the RAPCTI application to
function properly. This configuration is performed by the Acqueon support team.

e Dot Net Frame Work 2.0

e TSAPI Client 5.x

e AES IP Address

e TSAPI Link Name, AES User Name, AES Password

e RAPCTI Server must be installed as a Windows service on the Server machine.
Note: Details for contacting Acqueon support can be found in section 2.3.
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6. Configure Avaya Aura® Application Enablement Services

This section describes the Application Enablement Services configuration to support the network
shown in Figure 1.

Configuration of Application Enablement Services was performed using a web browser.

Application Enablement Services configuration includes the following:
e Communication Manager Interface

AE Services

User Management

Security

6.1. Communication Manager Interface

From a PC, open a web browser and enter the URL for Application Enablement Services and
login with the proper credentials.

& BES Management Console - Windows Internet Explorer provided by Muaya IT EI@

@l\/ id Ié‘ https:/¢10.64,50.14/zesvcs o ginxhitml 1l Certificate Error] bl {"‘?| A | | Bing p |
x B snagit B =

’? Favorites & AES Managernent Console rfi * B - & M ~ Page~ Safety~ Tools~ CQ:Z-V =

AVAyA Application Enablement Services

Management Console

Please login here:
Username

Password

Copyright @ 2009-2010 Avaya Inc. All Rights Reserved.
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Upon successful login, the following page should be displayed. From the left pane, select
Communication Manager Interface - Switch Connections.

€ AES Management Console - Windows Internet Explorer provided by Svaya IT = ]El _>§_j

@'\T A ]g hittps://10.64.50. 14/ aesves fhorne shitmlfeid =29 _'J @ Certificate Error | [ | %2 X Google » =
% & snagit E =]

{3 Favorites | 5 A\ IO Admin < AvayaIQ Reparting £ ‘e Slice Gallery v @ | IP Office @ | Ch%eb

»

& ALS Managerment Cansale I @ B -3 @1 ~ Page~™ Safety v Tools~ @-v

welcome; User craft
Last login: Wed Apr 3 11:18:32 2013 from 10.64.21.11

H H 1 Murnber of prior failed login atternpts: 0
AVAyA Appllcatlo“ E“ableme“t Services Hosthame/IP: aesl4/10.64.50.14
Management Console Server Offer Type: WVIRTUAL_APPLIAMCE

SW Wersion: r&-2-0-18-0 Patch 1
Server Date and Time: Mon Apr 22 10:20:14 MDT 2013

Hom Home | Help | Logout

» AE Services

Commun ion Manager Welcome to 0AM
Interface

Licensing

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools for managing the AE
Maintenance Server, OAM spans the following administrative dornains:

AE Services - Use AE Services to manage all AE Services that vou are licensed to use on the AE Server,
Communication Manager Interface - Use Communication Manager Interface to manage switch connection and dialplan.
Licensing - Use Licensing to manage the license server.

Maintenance - Use Maintenance to manage the routine maintenance tasks.

Networking - Use Metworking to manage the network interfaces and ports,

Security - Use Security to manage Linux user accounts, certificate, host authentication and authorization, configure
User Management Linux-PAM (Pluggable Authentication Modules for Linux) and so on.

Status - Use Status to obtain server status infomations,

User Management - Use User Managerent to manage AE Services users and AE Services user-related resources.
Utilities - Use Utilities to carry out basic connectivity tests,

Help - Use Help to obtain a few tips for using the 0AM Help system

Metworking
Security

Status

Utilities

Help

Depending on your business requirements, these administrative domains can be served by one administrator for all domains,
ar a separate administrator for each domain.

Copyright @ 2009-2012 Avaya Inc. All Rights Reserved,

Daone | | .7 .7 .7 .7 ;0 Internet | Protected Mode: On :V;a - | H100% -

RDC; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 24
SPOC 7/29/2013 ©2013 Avaya Inc. All Rights Reserved. RAPCTI_AES



Add a name for the connection and click the Add Connection button.

_r,é"AES hanagement Consale - Windows Internet.'EprDrer provided by fwvaya IT

6_6 - Ig, hittps:/10.64.50. 14/ 3 e sucsfview/switchconnfswitch ConnsPage.shtrlfeid=14 _V] g4 Certificate Error || B3| 42| X Google

|X (&2 Snagit E =)

| Sl Favorites J S5 A IO Admin < Bvaya IO Reporting @ Web Slice Gallery v g IP Office @] CMSueh

_ré AES Management Consaole

l

Jﬁv = [ fEy » Page ¥ Safety > Tools~ @~ i

Application Enablement Services
Management Console

AVAYA

Communication Manager Interface | Switch Connections

- Communication Manager

Switch Connections
nterface

Switch Connections

Dial Plan

|ems0s2

Add Connection I

Processor Ethernet

Welcome: User admin

Last login: Mon Apr 22 09:55:30 2013 from 10.64.50.210
Murnber of prior failed login atternpts: 0

HostMame/IP: aesld4/10.64 50,14

server Offer Type: VIRTUAL_APPLIANCE

SW Wersion: ré-2-0-18-0 Patch 1

Server Date and Time: Man Apr 22 10:08:11 MDT 2013

Home | Help | Logout

Msg Period Number of Active Connections |
T

Licensing | C em10157 Yes |3g |1

Maintenance T i |
@ crns05z Yes |30 |1

Networking

Edit PE/CLAN IPs

Security Edit H.323 Gatekeeper | Delete Connection Survivability Hierarchy |

Status
Utilities

Help

Copyright @ 2009-2012 Avaya Inc. All Rights Reserved.
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Enter the password for connecting to Communication Manager.

Note: This password is configured on the ip-services form in Communication Manager.

Click Apply.

€ LES Management Consale - Windows Internet Explarer provided by Swaya IT o I Dlil

6@# - |g, hittps:/10.64.50. 14/ 3 e e s fview/switchconn/switch PurdPageshtrnl fcid=16 j Igd) Certificate Error || b | 42| X Gaoogle 2o~
J % (& Snagit E e

J 5 Favorites J S5 A I0 Admin < Bvaya I Reporting @ Web Slice Gallery v &) IP Office @ | ChSueh

.fé AES Management Consaole

| Jﬁv ~ g%;v Page v Safety ¥ Tools ™ @‘ »

Wwelcome: User admin
Last login: Mon Apr 22 09:55:30 2013 from 10.64.50.210
H H 1 Murnber of priar failed login atternpts: 0
AVAyA Appllcatlon E“ableme“t servlces HostMarne/IP: aes14/10.64 50,14
Management Console server Offer Type: VIRTUAL_APPLIANCE

SW Wersion: ré-2-0-18-0 Patch 1
Server Date and Time: Man Apr 22 10:10:54 MDT 2013

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

» Communication Manager Connection Details - cm3052
Interface
Switch Connections Switch Password |
Dial Plan Caonfirm Switch Passwordl

Licensing Msg Period ISD— Minutes {1 - 72)
Maintenance S5L Ir2

Networking Processor Ethernet *2

Security Apply | Cancel |

Status

Utilities

Help

Copyright @ 2009-2012 Awvaya Inc. All Rights Reserved.
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There should be a new entry in the list.

From the list, select the new connection and click the Edit PE/CLAN IPs button.

€ AES Management Console - Windows Internet Explorer provided by Swaya IT 5 ID il
6.\:.} - IE https://10.64.50.14/ae sves frien switchconndswitchConnsPagexhtm| Peid=31 ;l @ Certificate Errar | 1 44| X Google R .

\x (& Snagit E =

‘ 5 Favarites J 95 A\ IQ Bdmin < fwayal) Reporting @ Web Slice Gallery v @ | 1P Office @ CM3Weh

& AES Management Cansale ] | J M- v [ fmy v Pagev Safety~ Toolsv @ =

wielcorne: User craft
Last login: Wed apr 3 11:18:32 2013 from 10.64.21.11
H H H Mumber of prior failed login atternpts: 0
AVAyA Appllcatlo“ E“ableme“t Sel’\llces Hosthame/IP: aesld/10.64.50.14
Management Console Server Offer Type: WIRTUAL_APPLIANCE
SW Wersion: re-2-0-18-0 Patch 1
Server Date and Time: Mon Apr 22 10:23:59 MDT 2013

h Connections Home | Help | Logout

b AE Services

~ Communication Manager
Interface

Switch Connections I Add Connection
Dial Plan Processor Ethernet Msg Period Number of Active Connections

Licensing | " cm10157 ‘Yes

Switch Connections

!30 |1
Maintenance | ‘ T
= cm5052 es |30 |1
Metworking |
Security Edit Connection Edit PE/CLAN IPs | Edit H.323 Gatekeeper | Delete Connection | Survivability Hierarchy

Status
User Management

Utilities

Help

Copyright @ 2009-201Z Avaya Inc. All Rights Reserved.
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Enter the IP Address or FQDN of Communication Manager and click the Add Name or IP
button.

€ AES Management Console - Windows Internet Explorer provided by Swaya IT 5 ID il
@.:jﬁ - IE bt/ 10.64.50. 14/ e suc s fui e suvitcheonn/switch Clan sPage shitml Teid=33 j 4 Certificate Ervar | 1 |43 X Google Fel 2

\x (& Snagit E =

‘ 5 Favarites J 95 A\ IQ Bdmin < fwayal) Reporting @ Web Slice Gallery v @ | 1P Office @ CM3Weh

& AES Management Cansale ] I J M- v [ fmy v Pagev Safety~ Toolsv @ =

wielcorne: User craft
Last login: Wed apr 3 11:18:32 2013 from 10.64.21.11
H H H Mumber of prior failed login atternpts: 0
AVAyA Appllcatlo“ E“ableme“t Sel’\llces Hosthame/IP: aesld/10.64.50.14
Management Console Server Offer Type: WIRTUAL_APPLIANCE
SW Wersion: re-2-0-18-0 Patch 1
Server Date and Time: Mon Apr 22 10:24:34 MDT 2013

Communication Manager ch Connections Home | Help | Logout

b AE Services

~ Communication Manager Edit Processor Ethernet IP - cm5052
Interface
Switch Connections [10.64.50.52 fdd/Edit Name or IP |
Bl el

Licensing |10.64.50.52 [1n use

Maintenance Back

Metworking

Security
Status
User Management

Utilities

Help

Copyright @ 2009-201Z Avaya Inc. All Rights Reserved.
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6.2. AE Services TSAPI Links
From the left pane, select AE Services > TSAPI - TSAPI Links.

Click the Add Link button.

€ AES Management Console - Windows Internet Explorer provided by Svaya IT = II:l il
@'{'j’ - |g hittps://10,64.50. 14/ aesves folenytsapl TEARILInk sPage shtrnl foid=33 Ll @ Certificate Errar | B3 44| X Google = -

‘ % & snagit a =
‘ {f Favorites J {;’, A\ IO Admin < AvayaIQ Reparting £ ‘e Slice Gallery v @ | IP Office @ | Ch%eb
] | | %~ B - O @ - Pagev Safetyr Took~ @~ 7

.fé AES Management Console

Welcome; User craft
Last login: Wed Apr 3 11:18:32 2013 from 10.64.21.11

H H H Murnber of prior failed login atternpts: 0
AVAyA Appllcatlo“ E“ableme“t Services Hosthame/IP: agsl4/10.64.50.14
Management Console Server Offer Type: VIRTUAL_APPLIAMCE

SW Wersion: r&-2-0-18-0 Patch 1
Server Date and Time: Mon Apr 22 10:25:31 MDT 2013

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CULAN TSAPI Links
DLG = T 5 A TR . i Z = 5 5
DMCC

(ot cmS052 ElS 4 Unencrypted
sMs I | |
TSAPT | 2 icmlﬂlS? |1 ‘4 !Unancrypted
» TSAPI Links AddLink | EditLink | Delete Link |
= TSAPI Properties
TWE

Communication Manager
Interface

Licensing
Maintenance

MNetworking

Security

Status
User Management
Utilities

Help

: s : 4]
| 7!7!7|0 Internet | Protected Mode: On iVT;]T‘ A - A
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Select a number from the Link pull-down box to identify this link.
Select the connection configured in Section 6.1 from the Switch Connection pull-down box.

Select the Switch CTI Link Number that corresponds to the CTI link number on
Communication Manager.

Remaining fields can use the default settings.
Click Apply Changes.

€ AES Management Console - Windows Internet Explorer provided by Svaya IT = ]El _>§_j
@'\T L Ad ]g hittps:A/10.64.50. 14/ aeswes fuiew/tsapifeditTSAPILinkPage xhitm| foid =33 _'J @ Certificate Errar | B3 44| X Google = -
% & snagit E =]

{3 Favorites | {3, A\ I0 Admin| < AwvayaIQ Reparting £ ‘e Slice Gallery v @ | IP Office @ | Ch%eb

_ré AES Managerment Console

I B v B - [ v Pagev Safeyv Toolsv @ 7

Welcome; User craft 1
Last login: Wed Apr 3 11:18:32 2013 from 10.64.21.11
H H H Murnber of prior failed login atternpts: 0
AVAyA Appllcatlo“ E“ableme“t Services Hosthame/IP: agsl4/10.64.50.14
Management Console Server Offer Type: VIRTUAL_APFLIAHMCE
SW Wersion: r&-2-0-18-0 Patch 1
Server Date and Time: Mon Apr 22 10:25:55 MDT 2013

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CULAN Edit TSAPI Links

(B Link 1

DMCC Switch Connection cms052 >
SMS Switch CTI Link Number |1 =

TSAPT Asal Link Yersion 4 -

= TSAPI Links Security Unencrypted >
= TSAPI Properties

Apply Changes I Zancel Changes ] Advanced Settings

TWE

Communication Manager
Interface

p Licensing

» Maintenance

» Networking

p Security

p Status

» User Management

» Utilities

b Help

L | @ Intemet | Protected Made; On |45 ~ H1E% ~
Note: Addition of a TSAPI link requires a restart of the TSAPI server. Follow on-screen
instructions after applying changes to restart. (Not Shown)
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6.3. User Management
From the left pane, select User Management - User Admin - Add User.

Enter data for the required fields marked with an asterisk and select Yes for CT User. The User
Id field will be used by the RAPCTI Application server when connecting to Application

Enablement Services.

€ AES Management Console - Windows Internet Explorer provided by fvaya IT

@.\_ A ‘@, https: /10,6450, 14/ae sves Aviewfusermgrmty/createllserPage shim frid=33

% (& Snagit E =

| S Favorites | 555 A\ IQ &dmin <, AvayaIQ Reporting @] Web Slice Gallery v @& IP Office & ChSWeb

& AES Management Consale

—1o[x]

_'_I@CertlﬁcateErrur s |42 % Gﬂng\e

fii v B v I v Pagev Safety™ Toolsv @~ 7

AVAYA

» AE Services
tion Manager

Licensing

Maintenance

Metworking

Security
» Status
¥ User Management
Service Admin
User Admin
Add User
Change User Password
List all Users
Modify Default Users
Search Users

RDC; Reviewed:
SPOC 7/29/2013

Application Enablement Services

Management Console

Add User

Figliis marked with * can not be empty.

* User 1d [deveonneet
* Commaon Name W
* Surname W
* User Password LLLITITY

* Confirm Password |eesess

Adrmin Maote

Avaya Role None =

Business Category
Car Licenss

M Home
Css Home
CT User fes =

Bepraveetwe-tes [
Enterprise Handle ,7
Given Name ,7
Home Phone ,7
Home Postal Address ,7

Initials ,7
Labeled URI —
Mail —
MM Home —
Mobile —
Grganization —
Pager ,7

Preferred Language ,Engllshi

Room Number ,7

Telephone Mumber ,7
Apply Cancel

Copyright @ 2009-2012 Avaya Inc, All Rights Reserved.

welcome: User craft

Last login: Wed Apr 3 11:18:32 2013 from 10.64.21.11
Murnber of prior failed login atternpts: 0

HostMame/IP: aes14/10.64.50.14

server Offer Type: WIRTUAL_APPLIAMCE

W Uersion: r6-2-0-18-0 Patch 1

Server Date and Time: Mon Apr 22 10:42:16 MDT 2013

User Management | User Admin | Add User Home | Help | Logout

&) Internet | Protected Made: On
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6.4. Security

During the compliance test, Unrestricted Access was allowed for the CTI User. Actual
deployments may have a more detailed security policy.

From the left pane, select Security Database = CTI Users = List All Users.

Select the desired user and click the Edit button.

'€ AES Management Console - Windows Internet Explarer provided by fvaya [T

@“‘CJ/‘. - I@, httpsit/10.64.50,14/aesvesfviemesdblistCtilsersPage.schtmlfoid =36

;i @ Certificate Ervar || 2

_ O] x|
|| K Google pe) =

| 2 (& snagit E [
1

& AESManagement Console

| T Favorites J 5 A\ IQAdmin 7 AvayaIQ Reparting @ Web Slice Gallery v @] IP Office & | CMSWeb

l

|~ B - O & v Pogev Safety~ Took~ @+ 7

AVAYA

Application Enablement Services

Management Console

-
welcorne: User craft =
Last login: wed Apr 3 11:1&:52 2013 from 10.64 21,11
Murnber of prior failed login attermnpts: 0

HostMame/IP: ags14/10.64,50,14

Server Offer Type: VIRTUAL_APPLIANCE

SW Version: rf-2-0-18-0 Patch 1

Server Date and Tirme: Man Apr 22 10:45:12 MDT 2013

» AE Services

Communication Manager

CTI Users
Interface

» Licensing

Security | Security Database | CTI Users | List All Users Home | Help | Logout

[ userrn ] cCommonNeme | worklop Name |__Devicern |

» Maintenance
‘ it
» Metworking

ciil

¥ Security

‘ ' Cluser

|CNarr|E

Account Management

* devoonnect

Audit

Certificate Management

‘ o interop

Diew |NONE

interop

Enterprise Directory
Hiost 24
PAM
Security Database
= Control
B CTI Users
= List &ll Users
= Search Users
= Devices
= Device Groups
= Tlinks
= Tlink Groups
= YWorktops
Session Timeouts
Standard Reserved Ports
Tripwire Properties
b Status
» User Management

» Utilities

» Help

Edit List all I

Copyright @ 2009-2012 Avaya Inc, All Rights Reserved,
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In the User Profile section, check the Unrestricted Access box.

Click Apply Change

& AES Management Console - Windows Internet Explarer provided by Svaya IT

@ L& Ad ]g, hittps://10.64.50. 14 3 svcsAview/sdbeditCtillserPage xhtrml foid =37

S[=E3

_vJ @ Certificate Error @ 2| X Google

|X @Snaglt E |ﬂ‘

| ﬁ Favarites J {5 A\ 10 Adrain < Avaya 10 Reporting £ Web Slice Gallery v @] IP Office @] CMSWeb

& AES Management Cansale | |

[&@ -

R @ v Page ™ Safety ™ Tools ™ @V =

| List all Users

» AE Services

Communication Manager Edit CTI User

* Interface

» Licensing User Prafile:
» Maintenance

} Networking

AVAyA Application Enablement Services

Management Console

Welcome: User craft
Last login: Wed Apr 3 11:18:32 2013 from 10.64.21.11
Murnber of prior failed login atternpts: 0

HostMame/IP: aes14/10.64.50,14

Server Offer Type: VIRTUAL_APPLIANCE

SW Version: ré-2-0-18-0 Patch 1

Server Date and Time: Mon Apr 22 10:47:10 MDT 2013

User 1D devconnect
Comman Mame Dew
worktop Name INONE bt
Unrestricted Access I

-

Home | Help | Logout

¥ Security

Call Origination/Termination and Device ﬁ
Status LR

Accaunt Management Call and Device Control:
Audit
Certificate Management Call and Device Manitoring:

Enterprise Directary

Host 24

Device Monitoring INDnE “’I
Calls On & Device Monitaring INDnE 'I

Zall Monitoring ]

P&
Routing Contral:

Security Database
Apply Changes I Cancel Changes

Allow Routing on Listed Devices INDnE 'I

= Caontral
2 CTI Users
= List All Users
= Search Users
= Devices
= Device Groups
= Tlinks
= Tlink Groups
= YWorktops
Session Timeouts
Standard Reserved Ports
Tripwire Properties
b Status

} User Management

» Utilities

» Help

Copyright @ 2009-2012 avaya Inc, all Rights Reserved,
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7. Configure RAPCTI

This section describes the RAPCTI configuration to support the network shown in Figure 1.

7.1. Configure Server
After installing the RAPCTI Server Component as a Windows Service, the following RAPCTI
Configuration should be performed in the RAPCTI Configurator tool.
¢ Configure RAPCTI Server IP and Port Number along with TSAPI Link Name, AES
User Name and AES Password.
¢ Add VDN for Monitoring in RAPCTI Configuration.
e Apply the RAPCTI 4.x License File through RAPCTI Configurator.

Note: Refer to [2] for installation documentation.

7.2. Configure RAPCTI Agent Desktop
RAPCTTI Agent Desktop configuration includes the following:

¢ Dot Net Frame Work 4.0 should be the prerequisite for installing the Agent Desktop
Package.
® Once RAPCTI Agent Desktop is installed, configure the RAPCTI Server IP & Port
Number in RAPCTI Agent Config File.
o The steps are as follows, go to the path C:\Program Files (x86)\Acqueon\RapLite
and edit the file named Acqueon.RapCti.RapLiteAgent.exe.config as highlighted
below.
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| Acquenn.RapCti RapLitefgent. exe - Motepad EI@
File Edit Farmat  Wiew Help
<appender-ref ref="RollingFile"/> :
</root>
</logdnet>

<l --RapLite configuration section-->

€RapLite
ServerIp="172.16.3.153"
ServerPort="5001"
Ldgoutheasnncaderequired="True"
NotReadyReasonCodeRequired="True"
LDg"I nMode="wM_AUX_WORK ,WM_AFT_CALL ,WM_AUTO_IN,WM_MANUAL
ReasonCodeForReady="AUTO IN,MANUAL IN"
ReasonCodeForNotReady="Break,Lunch,Home,Tea,Coffee"
ReasonCodeForLogout="End of the Day,Shiftover,Meeting"
SearchEnginewebadd="http://172.16.3.11/webcallback/">

</RapLite>

<startup>

<supportedrRuntime version="v4.0" sku=".NETFramework,vers-

</configuration>

m

4 L 2
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8. Verification Steps

The following steps may be used to verify proper configuration between Application Enablement
Services and RAPCTI.

Go to the path Start - Programs - Avaya AE Services - TSAPI Test Application.
Execute the TSAPI Test and the window below is launched.

TSAPI Test Application | x| I

Server | A/ a A ST 20RCS TARAE S =]
Uszer: I
Pazsword: I
— Make Telephone Call...
Erarn: I
To I
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Select the appropriate Server and enter the TSAPI AES User, and Password. In order to make a
test call, enter a valid extension in the From and To fields. Click Dial to check the TSAPI Link

Status.

TSAPI Test Application
Server | avav G BT20RCS TARAES |
Lzer: Iacquennaes
Easswnrd: I xxxxxxxxxx

—kake Telephone Call...
From; IF"EIE
To |anz
Dial | Close |
TSAPI Test Application

i .'\'-I Call successfully originated, Dismiss this message box to kerminate
k. 4 4 call.

The Dialog Box Appears with the Information “Call successfully originated” when the extension
is dialed.

8.1. Verify Avaya Aura® Application Enablement Services

From the Application Enablement Services Management Console, select Status = Status and
Control > TSAPI Service Summary. Verify that the Status is Talking, State is Online, and
the number of Associations corresponds to the devices being monitored.
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& AES Management Console - Windows Internat‘Eprorer provided by Svays IT

@{'/‘ i lg, hittps://10.64.50. 14 3 svc s AvieweSstatentrl fctilink DetP age.chtim|feid =37

_v_i @ Certificate Error || kst | ¥4 || X Google L i

|x @Snaglt E |ﬂ‘

| ﬁ Favarites J 1:5 A\ 19 Adrin < Avaya 10 Reporting £ Web Slice Gallery » @] IP Office @] CMSWeb

& AES Management Consale | |

J& v > =3 @ * Page ™ Safety ™ Tools ™ @v Z

Application Enablement Services
Management Console

AVAYA

Status | Status and Control |T: ummar
» AE Services

Communication Manager

TSAPI Link Details
Interface

p Licensing I Enable page refresh everylﬁD ¥ | seconds
» Maintenance

» Metworking
Status

Switch
Yersion

Welcome: User craft

Last login: Wed Apr 3 11:18:32 2013 from 10.64.21.11
Nurnber of prior failed login attermpts: 0

HostMame/IP: aesld/10.64.50.14

Server Offer Type: VIRTUAL_APPLIANCE

S Mersion: r6-2-0-16-0 Pateh 1

Server Date and Time: Mon Apr 22 10:52:24 MDT 2013

Msgs

Msgs

Lon Period

Associations

» Security Switch
¥ Status 4
& |1 | emE052 ‘ 1 |Talking ‘ 1;';‘;,‘:';“210313 [Online 16 | 8 | 15 | 15 | 30
Alarm Wiewer | Fai
Fri Apr 12
Logs o] 2 cml0157 ‘ 1 Talking ‘ 0E:54:10 2013 [Onllne 16 | 0 | 18 | 15 | 30

Status and Control

Offline |

= CWLAN Service Summary
For service-wide information, choose one of the following:

= DLG Services Summary . .
TSAFI Service Status | TLink Status

= DMCC Service Summary
Switch Conn Summary

User Status

TSAPI Service Summary

} User Management

» Utilities

» Help

Copyright @ 2009-2012 Avaya Inc, All Rights Reserved.
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8.2. Verify RAPCTI

8.2.1. RAPCTI Server
Ensure the correct TSAPI Link Details and RAPCTI License File is applied in the System.

Note: Refer to [3] for Configuration Documentation.
RAPCTI Agent Desktop

1. From the Windows Start Menu select Programs - RapLiteAgent - RapLiteAgent to
launch the Agent Desktop and verify proper functionality.

User Account

veicet |
e

EJ Disconnected
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2. Enter a valid Device Id, Agent Id, and Password then click LOGIN.
Note: State displayed in lower right corner should change to Connected.

R RAPLITE

User Account

Ef Connected

Note: Refer to [4] for RAPLite Configuration.

RDC; Reviewed: Solution & Interoperability Test Lab Application Notes 22 of 24
SPOC 7/29/2013 ©2013 Avaya Inc. All Rights Reserved. RAPCTI_AES



9. Conclusion

Acqueon RAPCTI passed compliance testing. These Application Notes describe the procedures
required to configure RAPCTTI to interoperate with Avaya Aura® Application Enablement
Services to support the reference configuration shown in Figure 1.

10. Additional References

The following Avaya product documentation can be found at http://support.avaya.com

[1] Avaya Aura® Application Enablement Services Administration and Maintenance Guide,
Release 6.2 Issue 1 July 2012.

[2] Acqueon — RAP CTI—4.2_Installation Guide V1.1

[3] Acqueon — RAP CTI-4.2_Configurator Guide V1.1

[4] Acqueon - RAP CTI Lite-1.0_User and Admin Guide V1.0
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