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Abstract

These Application Notes describe the steps required to connect Speakerbus iD808 i turret to a
SIP infrastructure consisting of Avaya Aura™ Communication Manager and Avaya Aura' "
SIP Enablement Services. Also described is how Avaya Aura™ Communication Manager
features can be made available to the standard features supported in the iD808 deskstations. In
this configuration, the Off-PBX Station (OPS) feature set is extended from Avaya Aura™
Communication Manager to the Speakerbus iD808 i turret, providing the iD808 deskstations
with enhanced calling features.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.

JAO; Reviewed: Solution & Interoperability Test Lab Application Notes 1 of 64
SPOC 11/30/2009 ©2009 Avaya Inc. All Rights Reserved. Speakerbus-Aura



1. Introduction

These Application Notes describe the steps required to connect Speakerbus iD808 i turret to a
SIP infrastructure consisting of Avaya Aura'™ SIP Enablement Services and Avaya S8730
Servers with a G650 Media Gateway running Avaya Aura' " Communication Manager. Also
described is how Avaya Aura'™ Communication Manager features can be made available in
addition to the standard features supported in the i turret. In this configuration, the Off-PBX
Stations (OPS) feature set is extended from Avaya Aura™ Communication Manager to the
Speakerbus iD808 i turret', providing the iD808 deskstation with enhanced calling features. The
configuration steps described are also applicable to other Linux-based Avaya Servers and Media
Gateways running Avaya Aura'™ Communication Manager.

The following table provides a summary of the supported features available on the i turret with
the Avaya SIP offer. Some features are supported locally in the 7 turret, while others are only
available with Communication Manager and SIP Enablement Services with OPS. In addition to
basic calling capabilities, the Internet Engineering Task Force (IETF) has defined a
supplementary set of calling features, often referred to as the SIPPING-19 [6]. This provides a
useful framework to describe product capabilities and compare features supported by various
equipment vendors. Additional features beyond the SIPPING-19 can be extended to the i turret
using OPS.

Some OPS features listed in the following table can be invoked by dialing a Feature Name
Extension (FNE). A speed dial button on the i turret can also be programmed to an FNE. Other
features, such as Exclusion/Privacy and Call Forwarding, are available by using the Feature
Name URI (FNU). Communication Manager automatically handles many other standard features
via OPS, such as call coverage, trunk selection using Automatic Alternate Routing (AAR) and
Automatic Route Selection (ARS), Class Of Service/Class Of Restriction (COS/COR), and voice
messaging. Details on operation and administration of OPS can be found in References [2] [3].
The Avaya SIP solution requires all SIP telephones to be configured in Communication Manager
as OPS.

" In these Application Notes, i turret and iD80S deskstation will be used interchangeably to refer to the Speakerbus
iD808 i turret.
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Supported

Locally at | With Avaya
FEATURE the Phone SIP Offer COMMENTS
Basic Calling Features
Extension to Extension Call Yes Yes
Basic Call to legacy phones No Yes
Speed Dial Buttons Yes Yes
Message Waiting Support Yes Yes
SIPPING-19 Features
Call Hold Yes Yes
Consultation Hold Yes Yes
Unattended Transfer Yes Yes
Attended Transfer Yes Yes
Call Forward All Yes Yes Local menu option on i turret and FNU
Call Forward Busy/No Answer Yes Yes Local menu option on i turret and FNU
Call Forward Cancel Yes Yes Local menu option on i turret and FNU
3-way conferencing — 3" party added Yes Yes
3-way conferencing — 3" party joins Yes Yes
Find-Me No Yes Via OPS Coverage Paths
Incoming Call Screening No Yes Via OPS Class Of Restriction
Outgoing Call Screening No Yes Via OPS Class Of Restriction
Call Park/Unpark No Yes Via OPS FNE
Call Pickup No Yes Via OPS FNE
Automatic Redial No Yes Via OPS FNE
OPS- Selected Additional Station-Side Features
Automatic Call Back No Yes Via OPS FNE
Automatic Call-Back Cancel No Yes Via OPS FNE
Conference on Answer No Yes Via OPS FNE
Directed Call Pick-Up No Yes Via OPS FNE
Drop Last Added Party No Yes Via OPS FNE
Exclusion/Privacy Yes Yes Local hard key on i turret and FNU
Last Number Dialed Yes Yes Via OPS FNE
Priority Call Yes Yes Via OPS FNE, i turret does not support
distinctive ring indication; also local at phone
Send All Calls No Yes Via OPS FNE
Send All Calls Cancel No Yes Via OPS FNE
Transfer to Voice Mail No Yes Via OPS FNE
Whisper Page No Yes Via OPS FNE
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1.1. Interoperability Compliance Testing
Interoperability compliance testing covered the following features and functionality:

= Successful registration of the i turret with Avaya SIP Enablement Services.

= (Calls between the i turret and Avaya SIP, H.323, digital, and analog stations.

=  G.711u and G.729 codec support.

= Proper recognition of DTMF transmissions by navigating voicemail menus.

=  Proper operation of voicemail with message waiting indicators (MWI).

= PBX features including Multiple Call Appearances, Hold, Transfer, and Conference.

= Extended telephony features using Avaya Communication Manager Feature Name
Extensions (FNEs) such as Call Forwarding, Conference On Answer, Call Park, Call
Pickup, Automatic Redial and Send All Calls. See Table 1 for the complete list of
features. For more information on FNEs, please refer to [2].

= Exclusion/Privacy using the AST Exclusion FNU.

= Proper system recovery after an i turret restart and loss of IP connection.

1.2. Support

For technical support of Speakerbus products contact the Speakerbus Service Desk:

Web: http://www.speakerbus.com

Email: info@speakerbus.com

Telephone: (646) 289-4700 in North America
+44 (0) 870 240 7252 in Europe
+65 6222 4577 in Asia

2. Reference Configuration

The configuration used as an example in these Application Notes is shown in Figure 1. The
diagram illustrates an enterprise site with an Avaya SIP-based network, including Avaya Aura™
SIP Enablement Services, a pair of Avaya S8730 Servers with a G650 Media Gateway running
Avaya Aura™ Communication Manager, and Avaya IP endpoints. Avaya Modular Messaging
provides voice mail service. The enterprise site also contains three Speakerbus iD808 i turret
deskstations that register with Avaya Aura™ SIP Enablement Services and are configured as
OPS stations on Avaya Aura'" Communication Manager. Communication Manager extends the
telephony functionality that is supported by the SIP-based iD808 devices through the use of
Feature Name Extensions (FNEs) and FNUs. The i cms server contains the i manager
application for configuring the iD808 deskstations.
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(10.32.24.10)
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(C-LAN: 10.32.24.20)
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i manager Administration
(10.32.24.150)

Main Appearance 78200
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(10.32.24.151)

H.323 IP Telephones

Main Appearance 78205

Handset 1: 78206

Handset 2: 78207
(10.32.24.152)

Main Appearance 78210
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Handset 2: 78212

(10.32.24.153)

Speakerbus
iD808 i turret

Figure 1: Speakerbus iD808 i turret with Avaya SIP Solution
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3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Hardware Component Version

Avaya S8730 Servers Avaya Aura™ Communication Manager 5.2

(R015x.02.0.947.3) with Service Pack 3
(Patch 17579)

Avaya G650 Media Gateway
TN799DP C-LAN HWO01 FW031
TN2302AP IP Media Processor HWI11 FWI118

Avaya Aura™ SIP Enablement Services | 5.2 (SES-5.2.0.0-947.3b) with Service Pack 2

Avaya Modular Messaging 5.0
Avaya 4600 Series IP Telephone 2.8 (H.323)
Avaya 9600 Series IP Telephones 2.0.5 (SIP)

Avaya Digital Telephones --

Avaya Analog Telephones --
Speakerbus iD80S i turret 1.110.4.0

Speakerbus i cms Server with i manager | 1.210.3.0
Administration on Windows 2003 Server
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4. Configure Aura™ Avaya Communication Manager

This section describes the steps for configuring the Speakerbus iD808 i turret as an Off-PBX
Station (OPS), administering support for the OPS features indicated in Table 1, and configuring
a SIP trunk between Avaya Aura' ™ Communication Manager and Avaya Aura'™ SIP
Enablement Services. For complete SIP documentation, see References [2] [3]. Use the System
Access Terminal (SAT) to configure Avaya Aura™ Communication Manager. Log in with the
appropriate credentials.

4.1. Verify OPS and SIP Trunk Capacity

Using the SAT, verify that the Off-PBX Telephones (OPS) and SIP Trunks features are enabled
on the system-parameters customer-options form. The license file installed on the system
controls these options. If a required feature is not enabled, contact an authorized Avaya sales
representative. On Page 1, verify that the number of OPS stations allowed in the system is
sufficient. One OPS station is required per iD808 device.

display system-parameters customer-options Page 1 of 11
OPTIONAL FEATURES

G3 Version: V15 Software Package: Standard
Location: 1 RFA System ID (SID): 1
Platform: 6 RFA Module ID (MID): 1

USED

Platform Maximum Ports: 48000 222
Maximum Stations: 36000 149

Maximum XMOBILE Stations: 0 0
Maximum Off-PBX Telephones - EC500: 5 0
Maximum Off-PBX Telephones - OPS: 100 10

Maximum Off-PBX Telephones - PBEFMC: O
Maximum Off-PBX Telephones - PVFMC: 0
Maximum Off-PBX Telephones - SCCAN: O

O O O

(NOTE: You must logoff & login to effect the permission changes.)

JAO; Reviewed: Solution & Interoperability Test Lab Application Notes 7 of 64
SPOC 11/30/2009 ©2009 Avaya Inc. All Rights Reserved. Speakerbus-Aura




On Page 2 of the system-parameters customer-options form, verify that the number of SIP

trunks supported by the system is sufficient.

display system-parameters customer-options
OPTIONAL FEATURES

IP PORT CAPACITIES

Maximum Administered H.323 Trunks:

Maximum Concurrently Registered IP Stations:

Maximum Administered Remote Office Trunks:

Maximum Concurrently Registered Remote Office Stations:
Maximum Concurrently Registered IP eCons:

Max Concur Registered Unauthenticated H.323 Stations:
Maximum Video Capable H.323 Stations:

Maximum Video Capable IP Softphones:

Maximum Administered SIP Trunks:

Maximum Administered Ad-hoc Video Conferencing Ports:
Maximum Number of DS1 Boards with Echo Cancellation:
Maximum TN2501 VAL Boards:

Maximum Media Gateway VAL Sources:

Maximum TN2602 Boards with 80 VoIP Channels:

Maximum TN2602 Boards with 320 VoIP Channels:
Maximum Number of Expanded Meet-me Conference Ports:

(NOTE :

200
18000

[ceNeoN NoNoNoNoNoNe]

o
N
(ee]

128
128

Page

USED

(2T
(@]

OO OO OOKRrROOOOOoOOo
o
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You must logoff & login to effect the permission changes.)

11

4.2. Define System Features

Use the change system-parameters features command to administer system wide features for

SIP endpoints. Those related to features listed in Table 1 are shown in bold. These are all

standard Communication Manager features that are also available to OPS stations.

change system-parameters features

FEATURE-RELATED SYSTEM PARAMETERS

INTERCEPT TREATMENT PARAMETERS

Invalid Number Dialed Intercept Treatment: tone
Invalid Number Dialed Display:
Restricted Number Dialed Intercept Treatment: tone

Restricted Number Dialed Display:
Intercept Treatment On Failed Trunk Transfers? n

WHISPER PAGE
Whisper Page Tone Given To: all

6400/8400/2420J LINE APPEARANCE LED SETTINGS

Station Putting Call On Hold: green
Station When Call is Active: steady
Other Stations When Call Is Put On Hold: green
Other Stations When Call Is Active: green
Ringing: green
Idle: steady

Pickup On Transfer? y

wink

wink

flash

Page

17 of

18
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change system-parameters features Page 18 of 18
FEATURE-RELATED SYSTEM PARAMETERS

IP PARAMETERS

Direct IP-IP Audio Connections? y
IP Audio Hairpinning? y

SDP Capability Negotiation for SRTP? n
CALL PICKUP
Maximum Number of Digits for Directed Group Call Pickup: 4
Call Pickup on Intercom Calls? vy Call Pickup Alerting? vy
Temporary Bridged Appearance on Call Pickup? y Directed Call Pickup? y
Extended Group Call Pickup: none

Enhanced Call Pickup Alerting? y

Enhanced Call Pickup Delay Timer (sec.) Display: 5 Audible Notification: 5

Display Information With Bridged Call? n
Keep Bridged Information on Multiline Displays During Calls? n
PIN Checking for Private Calls? n

4.3. Define the Dial Plan

Use the change dialplan analysis command to define the dial plan used in the system. This
includes all telephone extensions, OPS Feature Name Extensions (FNEs), and Feature Access
Codes (FACs). To define the FNEs for the OPS features listed in Table 1, a Feature Access
Code (FAC) must also be specified for the corresponding feature. In the sample configuration,
telephone extensions are five digits long and begin with ‘7°, FNEs are also five digits beginning
with 7, and the FACs have formats as indicated with Call Type fac.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 1

Dialed Total Call Dialed Total Call Dialed Total Call

String Length Type String Length Type String Length Type
1 attd

dac

ext

ext

aar

ext

ext

fac

fac

fac

fac

H OO JUDWN PO
WWE P O o u O
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4.4. Define Feature Access Codes (FACs)

Use change feature-access-codes to define the access codes for the OPS FNEs, shown in bold.

change feature-access-codes Page 1 of 9
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code: *11
Answer Back Access Code: *24

Auto Alternate Routing (AAR) Access Code: 8

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Automatic Callback Activation: *25 Deactivation: #25
Call Forwarding Activation Busy/DA: *21 All: *20 Deactivation: #20
Call Forwarding Enhanced Status: Act: Deactivation:

Call Park Access Code: *26
Call Pickup Access Code: *27
CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:
Change COR Access Code:
Change Coverage Access Code:

Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: Close Code:
change feature-access-codes Page 2 of 9

FEATURE ACCESS CODE (FAC)
Contact Closure Pulse Code:

Data Origination Access Code:
Data Privacy Access Code:

Directed Call Pickup Access Code: *28
Directed Group Call Pickup Access Code:
Emergency Access to Attendant Access Code:
EC500 Self-Administration Access Codes:

Enhanced EC500 Activation: Deactivation:
Enterprise Mobility User Activation: Deactivation:
Extended Call Fwd Activate Busy D/A All: Deactivation:

Extended Group Call Pickup Access Code:
Facility Test Calls Access Code:
Flash Access Code:
Group Control Restrict Activation: Deactivation:
Hunt Group Busy Activation: Deactivation:
ISDN Access Code:
Last Number Dialed Access Code: *29
Leave Word Calling Message Retrieval Lock:
Leave Word Calling Message Retrieval Unlock:
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change feature-access-codes Page 3 of
FEATURE ACCESS CODE (FAC)
Leave Word Calling Send A Message:
Leave Word Calling Cancel A Message:
Limit Number of Concurrent Calls Activation: Deactivation:
Malicious Call Trace Activation: Deactivation:
Meet-me Conference Access Code Change:

PASTE (Display PBX data on Phone) Access Code:
Personal Station Access (PSA) Associate Code: Dissociate Code:
Per Call CPN Blocking Code Access Code: *34
Per Call CPN Unblocking Code Access Code: *35

Priority Calling Access Code: *30
Program Access Code:

Refresh Terminal Parameters Access Code:

Remote Send All Calls Activation: Deactivation:
Self Station Display Activation:
Send All Calls Activation: *31 Deactivation: #31

Station Firmware Download Access Code:

change feature-access-codes Page 4 of
FEATURE ACCESS CODE (FAC)
Station Lock Activation: Deactivation:
Station Security Code Change Access Code:
Station User Admin of FBI Assign: Remove:

Station User Button Ring Control Access Code:
Terminal Dial-Up Test Access Code:
Terminal Translation Initialization Merge Code: Separation Code:
Transfer to Voice Mail Access Code: *32
Trunk Answer Any Station Access Code:
User Control Restrict Activation: Deactivation:
Voice Coverage Message Retrieval Access Code:
Voice Principal Message Retrieval Access Code:
Whisper Page Activation Access Code: *33

PIN Checking for Private Calls Access Code:
PIN Checking for Private Calls Using ARS Access Code:
PIN Checking for Private Calls Using AAR Access Code:
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4.5. Define Feature Name Extensions (FNEs)

The FNEs can be defined using the change off-pbx-telephone feature-name-extensions
command.

change off-pbx-telephone feature-name-extensions set 1 Page 1 of 2
EXTENSIONS TO CALL WHICH ACTIVATE FEATURES BY NAME
Set Name:

Active Appearance Select: 78100
Automatic Call Back: 78101

Automatic Call-Back Cancel: 78102
Call Forward All: 78103

Call Forward Busy/No Answer: 78104
Call Forward Cancel: 78105

Call Park: 78106

Call Park Answer Back: 78107

Call Pick-Up: 78108

Calling Number Block: 78109

Calling Number Unblock: 78110
Conditional Call Extend Enable: 78111
Conditional Call Extend Disable: 78112
Conference Complete: 78113

Conference on Answer: 78114

Directed Call Pick-Up: 78115

Drop Last Added Party: 78116

change off-pbx-telephone feature-name-extensions set 1 Page 2 of 2
EXTENSIONS TO CALL WHICH ACTIVATE FEATURES BY NAME

Exclusion (Toggle On/Off): 78117
Extended Group Call Pickup:

Held Appearance Select: 78118

Idle Appearance Select: 78119

Last Number Dialed: 78120
Malicious Call Trace:
Malicious Call Trace Cancel:
Off-Pbx Call Enable:
Off-Pbx Call Disable:

Priority Call: 78125

Recall: 78126

Send All Calls: 78127

Send All Calls Cancel: 78128

Transfer Complete: 78129

Transfer On Hang-Up: 78130

Transfer to Voice Mail: 78131

Whisper Page Activation: 78132
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4.6. Specify Class of Service (COS)

Use the change cos command to set the appropriate service permissions to support OPS features
(shown in bold). For the example, a COS of 1 was used. Priority call indication (e.g., distinctive
ring) is not supported on the i turret when using the Priority FNE. However, the iD808 does
support a distinctive-ring/alerting mechanism locally on the phone, not covered in testing.

change cos 1 of 2

CLASS OF SERVICE

19)
Q
Q
()

[

KB 3B BB BKBBBKBBK O
=

BB BB BBKBBBNKIBKBR
—

BB BB BBOKBBBKIBIKKDND
=

8D B85 B B8B8BBKIBODBKKNKIDBBBW
—

D BB B8 BBKI3IODBKKKBK &
=

8D B85 B BB BKISDBKKNKKIBDOU

Auto Callback

Call Fwd-All Calls

Data Privacy

Priority Calling

Console Permissions

Off-hook Alert

Client Room

Restrict Call Fwd-Off Net
Call Forwarding Busy/DA
Personal Station Access (PSA)
Extended Forwarding All
Extended Forwarding B/DA
Trk-to-Trk Transfer Override
QSIG Call Offer Originations
Contact Closure Activation

BB BB BBKKKKNKD DSBS BK O
555 53585K55855K3KKP-
55553838 B8KBB8KEEBKN
5555555 5855K535K5Ww
555535858 B85KBB8KSED8KKS
5553855558 5855KB3x55350
555535858 85K 588K BKBKO
555555585 5855K3BKKS3
555535585 85K 88K BSKKNK®
55555558 855KKDS3S550

4.7. Specify Class of Restriction (COR)

Use the change cor command to enable applicable calling features. To use the Directed Call
Pickup feature, the Can Be Picked Up By Directed Call Pickup and Can Use Directed Call
Pickup fields must be set to “y” for the affected stations. In the sample configuration, the i
turrets were assigned to COR 1. Note that Page 3 can be used to implement a form of centralized

call screening for groups of stations and trunks.

change cor 1 Page 1 of 23
CLASS OF RESTRICTION

COR Number: 1
COR Description:

FRL: O APLT? y
Can Be Service Observed? y Calling Party Restriction: none
Can Be A Service Observer? y Called Party Restriction: none
Partitioned Group Number: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? y
Restriction Override: all Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? n
Access to MCT? y Fully Restricted Service? n
Group II Category For MFC: 7 Hear VDN of Origin Annc.? y
Send ANI for MFE? n Add/Remove Agent Skills? n
MF ANI Prefix: Automatic Charge Display? n
Hear System Music on Hold? y PASTE (Display PBX Data on Phone)? n
Can Be Picked Up By Directed Call Pickup? y
Can Use Directed Call Pickup? y

Group Controlled Restriction: inactive
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4.8. Add Coverage Path

Configure the coverage path to one used for the voice messaging hunt group, which is group 430
in the sample configuration. The default values shown for Busy, Don’t Answer, and

DND/SAC/Goto Cover can be used for the Coverage Criteria.

add coverage path 20 Page 1 of
COVERAGE PATH

Coverage Path Number: 20
Cvg Enabled for VDN Route-To Party? n Hunt after Coverage? n
Next Path Number: Linkage

COVERAGE CRITERIA

Station/Group Status Inside Call Outside Call
Active? n n

Busy?

Don't Answer?

All?

DND/SAC/Goto Cover?

Holiday Coverage?

DK BNKK
S BN

COVERAGE POINTS
Terminate to Coverage Pts. with Bridged Appearances? n

Number of Rings:

Pointl: h30 Rng: Point2:

Point3: Point4:

Point5: Point6:
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4.9. Add Stations

Use the add station command to add a station for each i turret to be supported. The Speakerbus
iD808 i turret requires up to three stations for each device. The first station is referred to as the
default appearance. The second and third stations are needed when privacy is required on the
handsets/headsets. If the privacy feature is not needed, then only the first station is required. To
configure the default appearance, use 9630 for the Station Type and include the Coverage Path
for voice messaging, if applicable. Use the COS and COR values administered in the previous
sections. The Name field is optional and is shown on the display of Avaya non-SIP telephones
when receiving calls from this station. Use the default values for the other fields on Page 1.

add station 78200

Page 1 of 5

STATION
Extension: 78200 Lock Messages? n BCC: O
Type: 9630 Security Code: TN: 1
Port: IP Coverage Path 1: 20 COR: 1
Name: iturret 78200 Coverage Path 2: Ccos: 1
Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 78200
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n
Customizable Labels? y
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On Page 2, note the following:

= [f this 7 turret will have a bridged appearance for another telephone (see Page 4 for this
station), then Bridged Call Alerting should be set to y, so that this i turret will ring when
the other telephone is called.

= By default, the last call appearance is reserved for outgoing calls from the i turret. Set the
Restrict Last Appearance field to y.

= Set the MWI Served User Type field to the appropriate value to allow message waiting
indication to be sent to the i turret.

add station 78200 Page 2 of 5
STATION
FEATURE OPTIONS

LWC Reception: spe Auto Select Any Idle Appearance? n

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction?
Redirect Notification? y Idle Appearance Preference?
n
b4
S

i)

n
Per Button Ring Control? Bridged Idle Line Preference? n
Bridged Call Alerting? Restrict Last Appearance? y
Active Station Ringing: single

EMU Login Allowed? n

H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed EC500 State: enabled
Multimedia Mode: enhanced Audible Message Waiting? n
MWI Served User Type: gsig-mwi Display Client Redirection? n
Select Last Used Appearance? n
Coverage After Forwarding? s

Multimedia Early Answer? n
Direct IP-IP Audio Connections? y
Emergency Location Ext: 78200 Always Use? n IP Audio Hairpinning? n
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On Page 4 under the heading BUTTON ASSIGNMENTS?, fill in the number of call
appearances that are to be supported for the i turret. In this example, the first station for the i
turret was configured with four call appearances. Locally, the i turret will actually be configured
with 3 call appearances since the last appearance is restricted as configured on Page 2.

add station 78200

SITE DATA
Room:
Jack:
Cable:
Floor:
Building:

Page 4 of 5

STATION

ABBREVIATED DIALING

Listl:

List2:

BUTTON ASSIGNMENTS

1: call-appr
2: call-appr
3: call-appr
4: call-appr

voice-mail Number:

0w Jo W

Headset?
Speaker?
Mounting:
Cord Length:
Set Color:

o QB B

List3:

brdg-appr B:1 E:78201
brdg-appr B:1 E:78202
auto-cback
no-hld-cnf

Under the BUTTON ASSIGNMENTS section, configure Call Forwarding feature buttons.

add station 7

8200

Page 5 of 5

STATION

BUTTON ASSIGNMENTS

9: call-fwd

Ext:

10: cfwd-bsyda Ext:

11:
12:

Under the same heading, enter the function button names, if required, for OPS FNEs that will be
used at the 7 turret. Only the FNEs shown in the table below require the station to have a

corresponding

function button.

FNE Name Function Button
Automatic Callback, auto-cback
Automatic Callback Cancel
Call Forward All call-fwd
Call Forward Busy/No Answer | cfwd-bsyda
Conference on Answer no-hld-cnf

* The bridged appearances for the handsets (i.e., button assignments 5-6) and the automatic call back and conference
on answer feature buttons (i.e., button assignments 7-8) may not be required as described in [5].
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In the sample configuration, four call appearances were administered for extension 78200. Two
bridged appearances were for second and third stations corresponding to two handsets. Note that
these stations are configured below and these bridged appearance buttons cannot be configured
until those stations have been added. If privacy is not needed for this i turret, then these bridged
appearances are not required.

Page 1 of the second station for handset 1 is configured as follows. A coverage path is not
required for this station.

add station 78201 Page 1 of 5
STATION
Extension: 78201 Lock Messages? n BCC: O
Type: 9630 Security Code: TN: 1
Port: IP Coverage Path 1: COR: 1
Name: HS1 of 78200 Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 78201
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n

Customizable Labels? y

On Page 2, the Bridged Call Alerting and Restrict Last Appearance fields should be set to y.

add station 78201 Page 2 of 5
STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any Idle Appearance? n
LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference?
n
y
S

n
Per Button Ring Control? Bridged Idle Line Preference? n
Bridged Call Alerting? Restrict Last Appearance? y
Active Station Ringing: single
EMU Login Allowed? n
H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed EC500 State: enabled
Multimedia Mode: enhanced Audible Message Waiting? n
MWI Served User Type: Display Client Redirection? n
AUDIX Name: Select Last Used Appearance? n
Coverage After Forwarding? s

Multimedia Early Answer? n
Direct IP-IP Audio Connections? y
Emergency Location Ext: 78201 Always Use? n IP Audio Hairpinning? n
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On Page 4 of the second station for handset 1, one call appearance should be configured, one
feature button for the Exclusion feature (required for privacy), and bridged appearances® for each
call appearance of the first station (default appearance) configured below.

add station 78201 Page 4 of 5
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: 0
Building: Set Color:

ABBREVIATED DIALING
Listl: List2: List3:

BUTTON ASSIGNMENTS

1l: call-appr

2: exclusion

3: brdg-appr B:1 E:78200
4: brdg-appr B:2 E:78200

brdg-appr B:3 E:78200
brdg-appr B:1 E:78202

© J o !

volice-mail Number:

’ The bridged appearance for the second handset (i.e., button assignment 6) on Page 4 may not be required as
described in [5].
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Below is the conﬁguration4 of the third station for handset 2.

add station 78202 Page 1 of 5
STATION
Extension: 78202 Lock Messages? n BCC: O
Type: 9630 Security Code: TN: 1
Port: IP Coverage Path 1: COR: 1
Name: HS2 of 78200 Coverage Path 2: COoS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 78202
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Button Modules: 0
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n

Customizable Labels? y

add station 78202 Page 2 of 5
STATION
FEATURE OPTIONS
LWC Reception: spe Auto Select Any Idle Appearance? n

LWC Activation? y Coverage Msg Retrieval? y
LWC Log External Calls? n Auto Answer: none
CDR Privacy? n Data Restriction? n
Redirect Notification? y Idle Appearance Preference? n
Per Button Ring Control? n Bridged Idle Line Preference? n
Bridged Call Alerting? y Restrict Last Appearance? y
Active Station Ringing: single
EMU Login Allowed? n
H.320 Conversion? n Per Station CPN - Send Calling Number?
Service Link Mode: as-needed EC500 State: enabled
Multimedia Mode: enhanced Audible Message Waiting? n
MWI Served User Type: Display Client Redirection? n
AUDIX Name: Select Last Used Appearance? n
Coverage After Forwarding? s

Multimedia Early Answer? n
Direct IP-IP Audio Connections? y
Emergency Location Ext: 78202 Always Use? n IP Audio Hairpinning? n

* The bridged appearance for the first handset (i.e., button assignment 6) on Page 4 may not be required as described
in [5].
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add station 78202

SITE DATA
Room:
Jack:
Cable:
Floor:
Building:

ABBREVIATED DIALING

Listl:

BUTTON ASSIGNMENTS

1: call-appr
2: exclusion
3: brdg-appr
4: brdg-appr

B:1
B:2

Page 4 of
STATION

Headset?
Speaker?
Mounting:
Cord Length:
Set Color:

[@JoRgae)

List2: List3:

brdg-appr B:3 E:78200
brdg-appr B:1 E:78201
E:78200
E:78200

® ~J o

voice-mail Number:

Note: If a bridged appearance is required for another i turret or telephone, a bridged appearance
button must be added to all three stations corresponding to the i turret device.
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Use the change off-pbx-telephone station-mapping command to map the Communication
Manager extensions (78200, 78201, and 78202) to the same SIP Enablement Services
Communication Manager extension. Enter the field values shown. For the sample
configuration, the Trunk Selection value indicates the SIP trunk group between Communication
Manager and SIP Enablement Services. The SIP trunk group is configured in Section 4.10. The
Configuration Set value can reference a set that has the default settings.

change off-pbx-telephone station-mapping 78200 Page 1 of 3
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION

Station Application Dial CC Phone Number Trunk Config Dual
Extension Prefix Selection Set Mode
78200 OPS = 78200 10 1
78201 OPS = 78201 10 1
78202 OPS = 78202 10 1

On Page 2, change the Call Limit to match the number of call-appr entries in the station form.
Also, verify that Mapping Mode is set to both (the default value for a newly added station). It is
recommended that 10 be used for the primary stations call limit as this is the Avaya maximum
and would not have to be subsequently changed if bridged appearances are added to the user.

change off-pbx-telephone station-mapping 78200 Page 2 of 3
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION

Station Appl Call Mapping Calls Bridged Location
Extension Name Limit Mode Allowed Calls

78200 OPS 4 both all none

78201 OPS 2 both all none

78202 OPS 2 both all none
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4.10. Configure SIP Trunk

In the IP Node Names form, assign an IP address and host name for the C-LAN board in the
Avaya G650 Media Gateway and for the SIP Enablement Services server at the enterprise site.
The host names will be used throughout the other configuration screens of Communication
Manager.

change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address

Gateway001 10.32.24.1

ModMsg 192.50.10.45

clancrm 10.32.24.20

default 0.0.0.0

medprocrm 10.32.24.21

procr 0.0.0.0

ses 10.32.24.100

(7 of 7 administered node-names were displayed )

Use 'list node-names' command to see all the administered node-names
Use 'change node-names ip xxx' to change a node-name 'xxx' or add a node-name

In the IP Network Region form, the Authoritative Domain field is configured to match the
domain name configured on SIP Enablement Services. In this configuration, the domain name is
avaya.com. By default, IP-IP Direct Audio (shuffling) is enabled to allow audio traffic to be
sent directly between IP endpoints without using media resources in the Avaya G650 Media
Gateway. The IP Network Region form also specifies the IP Codec Set to be used for calls
routed over the SIP trunk to SIP Enablement Services. This codec set is used when its
corresponding network region (i.e., IP Network Region ‘1’) is specified in the SIP signaling

group.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: avaya.com
Name :
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? y
UDP Port Max: 3029
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 34 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 7
Audio 802.1p Priority:
Video 802.1lp Priority: AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

a1 o
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In the IP Codec Set form, select the audio codec type supported for calls routed over the SIP
trunk to the i turret deskstations. The form is accessed via the change ip-codec-set 1 command.
Note that IP codec set ‘1’ was specified in IP Network Region ‘1’ shown above. The default
settings of the IP Codec Set form are shown below. However, the IP Codec Set form may
specify multiple codecs, including G.711 and G.729, which are supported by the iD80S
deskstations.

Note: G.729 calls between an i turret and an Avaya SIP telephone are not shuffled. However,
G.729 calls between two i turret deskstations and an i turret and Avaya H.323 telephone are
shuffled.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
23
3:
4:
5:
6:
7
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Prior to configuring a SIP trunk group for communication with SIP Enablement Services, a SIP
signaling group must be configured. Configure the Signaling Group form shown as follows:

= Set the Group Type field to sip.

= The Transport Method field will default to #/s (Transport Layer Security).

= Specify the C-LAN board in the G650 Media Gateway and the SIP Enablement Services
Server as the two ends of the signaling group in the Near-end Node Name field and the
Far-end Node Name field, respectively. These field values are taken from the IP Node
Names form shown above.

= Ensure that the recommended TLS port value of 5061 is configured in the Near-end
Listen Port and the Far-end Listen Port fields.

= The preferred codec for the call will be selected from the IP codec set assigned to the IP
network region specified in the Far-end Network Region field.

= Enter the domain name of SIP Enablement Services in the Far-end Domain field. In this
configuration, the domain name is avaya.com. This domain is specified in the Uniform
Resource Identifier (URI) of the “SIP To Address” in the INVITE message. Mis-
configuring this field may prevent calls from being successfully established to other SIP
endpoints or to the PSTN.

= [f calls to/from SIP endpoints are to be shuffled, then the Direct IP-IP Audio
Connections field must be set to y

= The DTMF over IP field should be set to the default value of r#p-payload.
Communication Manager supports DTMF transmission using RFC 2833. The default
values for the other fields may be used.

add signaling-group 10 Page 1 of 1
SIGNALING GROUP

Group Number: 10 Group Type: sip
Transport Method: tls
IMS Enabled? n

Near-end Node Name: clancrm Far-end Node Name: ses
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain: avaya.com

Bypass If IP Threshold Exceeded? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? n Direct IP-IP Early Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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Configure the Trunk Group form as shown below. This trunk group is used for calls to the i
turret deskstations. Set the Group Type field to sip, set the Service Type field to tie, specify the
signaling group associated with this trunk group in the Signaling Group field, and specify the
Number of Members supported by this SIP trunk group. Configure the other fields in bold and
accept the default values for the remaining fields.

add trunk-group 10 Page 1 of 21
TRUNK GROUP

Group Number: 10 Group Type: sip CDR Reports: y
Group Name: To SES COR: 1 TN: 1 TAC: 1010
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0O
Service Type: tie Auth Code? n

Signaling Group: 10
Number of Members: 10

On Page 3 of the trunk group form, set the Numbering Format field to public. This field
specifies the format of the calling party number sent to the far-end.

add trunk-group 10 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public
UUI Treatment: service-provider

Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Show ANSWERED BY on Display? y
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Configure the Public/Unknown Numbering Format form to send the calling party number to
the far-end. Add an entry so that local stations with a 5-digit extension beginning with ‘7’ and
whose calls are routed over SIP trunk group ‘10’ have the number sent to the far-end for display
purposes.

change public-unknown-numbering 0 Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT
Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len
Total Administered: 1
5 7 10 5 Maximum Entries: 9999
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5. Configure Avaya Aura' SIP Enablement Services

This section covers the administration of Avaya Aura'" SIP Enablement Services. SIP

Enablement Services is configured via an Internet browser using the Administration web

interface. To access the Administration web interface, enter http://<ip-addr>/admin as the URL
in an Internet browser, where <ip-addr> is the IP address of SIP Enablement Services. Log in
with the appropriate credentials and then select the Administration=>SIP Enablement Services
from the next screen. The main screen is displayed as shown below.

Help Exit

Top

Users

Addr

n
N Top

lap Priarities

Manage Users

Manage Address Map
Priorities

Manage Adjunct
Systems

Manage Event
Aggregators

Certificate
Management

Manage Conferencing

ication Manager

ication Manager

SIP Phone S

nivable

am Status

g Logger
Trusted Hos

Manage Emergency
Contacts

Export Import to
Pro¥ision

Manage Hosts
IM logs

Manage
Communication
Manager Servers

Manage
Communication
Manager Extensions

Server Configuration

Manage SIP Phone
Settings

Manage Survivable
Call Processors

System Status
Trace Logger

Manage Trusted Hosts

Integrated Management

SIP Server Management
This Server: [1] sesl

Add and delete Users,

Adjust Address Map Priorities.
Add and delete Adjunct Systems.
4add/Delete Event Aggregators,
Manage Certificates.

4dd and delete Conference

Extensions,

Add and delete Emergency
Contacts,

Export and import data using
Protision on this host,

Add and delete Hosts.
Download IM Logs.

Add and delete Communication
Manager Servers.

Add and delete Communication
Manager Extensions,

Yiew Properties of the system.
Add/Delete Phone Settings
Add and delete Survivable Call
Processors.

Yiew System Status,

Manage SIP Trace Logs.

Add and delete Trusted Hosts,
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From the left pane of the Administration web interface, expand the Server Configuration option
and select System Properties. In the System Properties screen, enter the domain name
assigned to the Avaya SIP-based network and the SIP License Host. For the SIP License Host
field, enter the fully qualified domain name or the IP address of the SES server that is running
the WebLM application and has the associated license file installed. This entry should always
correspond to the localhost unless the WebLM server is not co-resident with this server. After
configuring the System Properties screen, click the Update button.

Integrated Management
SIP Server Management

Help Exit This Server: [1] sesl
Top i} i}
Usars View System Properties
address Map Priorities _
: SES Version SES-5.2.0.0-947.3b
Adjunct Systems . .
- System Configuration Simplex
AN Host Type SES combined home-edge
SIP Domain® |ava3ra.|:|:|rn |

Mote that the DMNS domain is avaya.com

If wou are unsure about this field, most often the SIP
domain should be the root level DNS domain. For example,
for a OMS domain of eastcoast.example.com, the SIP
domain would likely be configured to example.com. This
allows SIP calls and instant messages to users with handles
of the format handle@example.com

SIP License Host™* 110,32,24,100 |

DiffServ/TOS Parameters
Call Contral PHB “alue™ 46 |

802.1 Parameters

Priority Yalus® & |

Managemer!t System | |
vivable Call Processors Access Login

Management System | |
Access Password

DB Log Level |disa|:|led V|

Trace Logger
Trusted Hosts
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After setting up the domain in the System Properties screen, create a host entry for SIP
Enablement Services. The following example shows the Edit Host screen since the host had
already been configured. Enter the IP address of SIP Enablement Services in the Host IP
Address field. The Profile Service Password was specified during the system installation.
Next, verify the Host Type field. In this example, the host server was configured as an SES
combined home/edge during the initial setup. The default values for the other fields may be used

as shown below.

on Manager

on Manager

Trusted Hosts

. Edit Host

Eg;trefg* [10.32.24.100 |
Profile Service [sesasses |
Password™

Host Type SES combined home-edge
Parent none

Listen Protocols
Link Protocols
Access Control
Palicy (Default)
Emergency
Contacts Policy
Minirnum
Registration
{seconds)

Line Reservation
Timer {seconds)
*

Cutbound
Routing Allowed
From

OuthoundProxy

Cutbound Direct
Domains

Default Ringer
Yolume*

Default Receiver
Yolume*

YWl Server
Address

WM Server
Port

Fields marked * are required.

Integrated Management
SIP Server Management
This Server: [1] ses1

Mupp [V TCP FITLS
Qupp OTCP ®TLS

O allow &l & Deny all

® allow O Deny

Registration Expiration Timer (seconds)*
Subscription Expiration Timer {seconds)™

Ml internal [ External

| | por | ©Quoe ©TCP OTLS

Default Ringer Cadence
Default Speaker volume*
| |
WMM Report Period
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Under the Communication Manager Servers option in the Administration web interface, select
Add to add the Avaya Media Server in the enterprise site since a SIP trunk is required between
Communication Manager and SIP Enablement Services. The screen below shows the Edit
Communication Manager Server Interface screen since the server has already been added. In
this screen, enter the following information:

= A descriptive name in the Communication Manager Server Interface Name field (e.g.,
devconl3).

= Select the home server in the Host field.

= Select 7LS (Transport Link Security) for the SIP Trunk Link Type.

= Enter the IP address of the C-LAN board in the Avaya G650 Media gateway in the SIP
Trunk IP Address field.

Refer to [3] for additional information on configuring the remaining fields.

Integrated Management
SIP Server Management
This Server: [1] ses1

Edit Communication Manager Server Interface

Communication Manager

Server Interface Name® |devcon13 |
Host 10.32.24.100

SIP Trunk

SIP Trunk Link Type OTCcP ®TLS

SIP Trunk IP Address*  [10.32.24.20

Communication
ation Manager Manager Server
Communication Manager
ation Manager Server Admin Address* |1D.32.24.1D |
(see Help)

guration Communication Manager
Server Admin Port™
Comrmunication Manager
Server Admin Login®*
Communication Manager
Server Admin Passwoaord™

[s022 |

|interop |

Comrmunication Manager
Server Admin Password |"""" |
Confirm™*

SMS Connection Type @ s55H O Telnet O Mot Available

MNote: If the Communication Manager Server
connection type is changed and the admin port
value is not also changed,changing connection
type to SSH will change the admin port to 022
when Add or Update is clicked and changing
connection type to Telnet will change admin
port to 5023 when Add or Update is clicked.

Fields marked * are required.
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Add three users for each Speakerbus iD808 i turret registering with SIP Enablement Services.
Three users are required, one for the main appearance and two for the handset appearances. The
handset appearances are required to support privacy with Communication Manager. If fewer
than two handsets are used, or Privacy is not enabled on the iD808, then it is not necessary to
enable three users via SIP Enablement Services. In the Add User screen, enter the extension of
the SIP endpoint in the Primary Handle field. Enter a user password in the Password and
Confirm Password fields. In the Host field, select the SIP Enablement Services server hosting
the domain (avaya.com) for this user. Enter the First Name and Last Name of the user. To
associate the extension for this user with a Communication Manager extension, select the Add
Communication Manager Extension checkbox. Calls from this user will always be routed
through Avaya Communication Manager over the SIP trunk. The Add Communication
Manager Extension screen is displayed next after adding this user profile by clicking on the
Add button.

Integrated Management
SIP Server Management
This Server: [1] ses1

»
Add User
Primary Handle* [78200 |
User ID | |
Password™ |oooooo |
|

Confirm Password™® |uuu

Host* 10.32.24.100 1+

First Mame™* [ITurret |
Last MName* [78200 |
sddress 1 [211 Mount airy Rd |
Address 2 | |
offce ]
City |Basking Ridge |
State [ |
Country |USP. |

m Status Zin

Logger

4 s Survivable Call none i
-t F0Sts Processar

Add Communication
. v
Manager Extension

Fields marked * are required.
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In the Add Communication Manager Extension screen, enter the Extension configured in
Avaya Communication Manager for the previously added user. Usually, the Communication
Manager extension and the user extension are the same (recommended). Click the Add button.

Integrated Management
5IP Server Management

Help Ezxit This Server: [1] ses1

Top |

- Add Communication Manager
Address Map Priorities Extension

Adjunct Systems o )

R = Add Communication Manager extension for user
AgQregator 78200,
Certificate M Extension |78200 |

Communication

Emergency Cantacts Manager

Export/Import to ProVision Server
Hosts

IM lo gs m

ication Manager

Fields marked * are required,

ication Manager

Trace Logger
Trusted Hosts
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6. Speakerbus iD808 i turret Configuration

This section provides the procedure for configuring the Speakerbus iD80S i turret using i
manager Administration. i manager allows users to manage the iD808 i turret devices from a
single workstation through a point-and-click interface using a web browser. The procedures for
configuring the i turret fall into the following areas:

JAO; Reviewed:
SPOC 11/30/2009

Launch i manager
Verify Product Key
Create Site
o Create Subnet
o Create Deskstations
Create SIP Server
o Create PBX
o Create Dial Plan
o Create Appearances
Create Users
Create Groups
Assign Ownership of Appearances to Users
Assign Default Call Appearance for each User
Program Feature Name Extensions (FNEs)
Synchronize Deskstations
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6.1. Launch i manager

To access the i manager software interface, open a web browser and type the i manager web
address, for example, http://10.32.24.150/imanager. Press the Enter key. At the i

manager logon page enter the appropriate credentials. The i manager home page is displayed as

shown below.

0 d in: SBSPK20P05\Administrator

& OREGOO

Choose activity:

Manage i cms system
anage and review system wide components of the § cms, § series netwot and § manager itself.

Manage Users
Ferdorm management of i series users.

Manage User Groups
Perdorm management of logical f series User Groups and their memberships and permissions.

Manage Voice Sendces
Ferdorm management of § saries Woice Senice and their assignments and permissions.

Manage Sites, Subnets anid Devices
Ferdorm management of the Sites, Subnets and i saries Deshstation J G ateway dewvices.

Manage SIP Servers and PEXs

Perdorm management of SIF Senvers, PB2s, Dial Plans and Appearances for use with SIP enabled §

series devices.
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http://10.32.24.150/imanager

6.2. Verify Product Key

Navigate to System->Product Key to verify that a valid key is installed and sufficient devices are
allowed.

Logged in: SBSPK20P05\Administrator |

#,. Systemn > Product Key

Eza

Jocms Product Key

a? Product Kesy
* Jseries Feature Keys
e Q Corporate Direckory

@ Jmanager Syskem Information

Currently Configured Devices 0

haximum Allowable Devices 100

¥ Users MAC Address 00:11:43:42:A2:46

F oyl
".‘f-‘ Froups Praoduct Key 1AOF-89C9-BODF.8Ca0

6.3. Create Site

Configure a site representing the location where the Speakerbus iD808 devices are installed.
Under Sites in the left pane, click on Create new Site. The Sites page is displayed.

d in: SBSPK20P05\Administrator [

=l

Choose activity:
. Users View all Sites
F Wiews 3 list of all Sites to review and manage.
Ja? Groups

Create a Site
: Create a nem Site.
: é Create a Subnet

Create a new Subnet on a Site.

Eﬁ *Create new Site
Back to jmanager Home

Return to the root/ manager home page.
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In the General tab of the Sites page, set the Name field to a descriptive name. If the i cms is
located via DNS, then select the Locate i cms using DNS checkbox. When this option is
selected, the 7 turret will use the DNS server to locate the i cms server IP address. Refer to [5]
for correct configuration of DNS.

Name jcms IP Address
Mo records to dizplay.
F'age:noﬂ ZReload

Eﬁ #reake new Sike General Device Seftings iDE05 Settings

Marme |Ava5ra |

Locate foms uzing DMNS

foms Primary P Address | 10,32.24.150 |

In the iD808 Settings tab, set the network time protocol time zone and configure the password
for logging into the iD808 deskstation. The NTP Server field may be set to the IP address of the
NTP server if one is used. Click OK. The “Avaya” site will be now listed under Sites.
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Logged in: SBSPK20PD5\Administrator

'm Hame

fcms IP Address

Mo records to display.
FPage: n of1 =2Reload

i ¥ paate new Site | General Device Settings D03 Settings |
MTP Server |
MTP Time Zone | Arnericar Mew rork h

Acmin Password | [TITITITTY]

Yerifty Password | ITITIT T T

|
|
Dizl Tare Locale | Usa v|
|
|

6.4. Create Subnet

To create a subnet, click on Create new Subnet under the newly configured “Avaya” site. In
the General tab, provide a descriptive name for the subnet and configure the Subnet Address
and Default Gateway Address.

Note: A Service Locator Record (SRV) needs to be added to the DNS server in order to allow
the iD808 to locate and register to i cms. Refer to [5] for more details.

Subnet Subnet Address
Mo records ta display.
Page:nnﬁ =Reload

General SERTP
2 @ dvaya Name [10.32 24 x |
{ *Create new Subnet =i B
e waya
Subnet Address |10.32.24 .0 |
Default Gateway Address | 10,32.24.1 |
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In the SbRTP tab, set the Compatibility field to Version 3.0. Click OK.

m Horme

= ﬁ Aayva
{ *Create new Subnet

' General J SERTP |

‘Logged in: SBSPK20P0S\Administrator _ iyt I ?'manager

Sites > Avaya

Subnet Subnet Address
Mo records to display.
Page:nnﬁ =Reload

RTP Payload Code | 96 |
DSCP Walue E |
Comptiilty [ wersian 3.0 ~|
Packet Size |1 ms ~|

“oice Activity Detection
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6.5. Create Deskstations

Once the site and subnet exist, the iD808 devices can be created. The network was set up using
DNS without DHCP so IP configuration was manually performed on the iD808 devices. The
deskstations then registered to i manager through DNS. After the iD808 devices are
synchronized with i cms, they should automatically be created in i manager. To create a device,
select the Sites directory tree and expand the sites directory. Click on Deskstations to display
the device list. The newly created devices are automatically displayed in the list. Verify that the

deskstations are automatically created as shown below.

_Ll:lgged in: SBSPK20P05\Administrator

m Home L7 Sites > Avaya > 10.32.24.x > Deskstations
Channels Connections  Recording Streams
Lelete | Al | Seat.. | Unseat | Synchra

Name Type IP Address « |MAC Address

nise | Eirrmware... |

Seated User Status

Firmware

hDeviceS? iDE0E 10,3224 151 00:05:83:00:1C:6F 111040
g Devicest i0E08 103224 152 00:05:83:00:1C:05 111040
| By Dervicess IDE0S 103224153 00:05:8200:1BFF 111040
Page: n of 1 2Reload
=] Efﬂ Avaya
a 4 10,5, 24 5 General Metwark Festure Key SERTP Deskstation Gatewvay Test Tones
& Gateways
§ Deskstations

@ Woice Services

Channels Connectians
Delete m f

MAC Address

10.32.24.151 00:05:83:00:1C 6]

Firmware

Seated User
.110.4.0

@ Devicess D303 10.32.24.152
@ Devicess D805 10.32.24.153
Page: n of 1 2Reload

00 0583001 C:05
00:05:83:00:1B:FF

1
1

=] Eﬂ] Mvaya
9 4 10,32, 24 x General Pletwork Medlia Deskstation
B Gateways Mame | iTurret 1 |
§ Deskstations
MAC Address | D0:05:83:00:1C:6F |
@ Wioice Services
Type iDans
Firmmvare Yersion  1.110.4.0
Site Avaya
Subnet 10.32.24 .«
Location | |
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In the Network tab, verify the IP settings. Set the DNS Server IP Address and Local Domain
Name fields, if necessary.

limanager

MAC Address Firmware Seated User Status

[0.32.24.151 00:05:83:00:1C 6 D
@ Uevicess DE0S 103224152 00:05E3001C:05 111040
@ Uevicess DE0S  10.32.24.153 00:0583001B:FF 111040

Page: [ of 1 2Reload

2 i avava ——
= 4 I General J Metwork | tediz Dieskstation
B Gateways Obtain [P Address using DHCP
5 Deskstations I Sddress |10.32.24.151 |
@ Woice Services
Subnet Mask | 255.255.255.0 |
Default Gateway 110.32.24.1 |
DNS Server P Address |10.32.24.150 |
Local Host Harme | id808-001CEF |
Local Domain Marme | avaya.com |
Enahile SHMP
Ethernet Pott 1
Ethernet Mode | Auto Megotiate V|
Ethernet Part 2
Ethernet Mode | Disabled V|
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In the Deskstation tab, select preferred codec. In this configuration, G.711mu-law is the
preferred codec. Click Apply. Repeat these steps for all deskstations.

Logged in: SBSPK20PO\Administrator

,'m Haorne

MAC Address Firmware Seated User
! i [0,32,24.151 00:05:83:00:1C:6l
‘ﬂ; Wigliee : ﬂ Devicess iDaE05 103224 152 0005830k 1C:0s 111040
ﬂDeviceSS iDg03 1032.24.153 00030k 1BFF 111040
: Page:n of1 =FReload

..":'4"? Groups

= fﬂ] Mvaya [
=l 103224 General Metiwork Media Deskstation
& Gateways Seated Lser Mo User seated
§ Desketations Preferred Telephony Codec | 5.711 p-Law w |
@ Voice Services

“aice Activity Detection

Iods Server Address | |

Iods Server Part | |

6.6. Create SIP Server

To create a SIP Server, click Create a new SIP Server under the SIP directory in the left pane.
Provide a descriptive name for the SIP server and set the Registrar Address and SIP Domain
fields to avaya.com, which in this configuration DNS resolves the domain name to 10.32.24.100,
the SIP Enablement Services IP address. Click OK. After the SIP server is created, the Port
field will be displayed on this page with the default value of 5060. The default value was used in
this configuration.

Note: Create a server locater record (SRV) for registrar address and SIP domain on DNS. Refer
to [5] for more details.

Lagged in: SBSPK20P05\Administrator

Cancel

Name Registrar Address SIP Domain

Mo recaords to display.
Page:nuﬂ ZReload

General

[Matme |.¢waya |

& *create new SIP Server Registrar Address | avaya.com |

SIP Domain |avava.com |
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6.7. Create PBX

Select the SIP directory and click Create new PBX. Provide a descriptive name/text for the
PBX in the Name and Version fields and set the Type field to “Avaya”. The Outbound and
Inbound tabs are left with their default values. Click OK.

Logged in: SBSPK20P05\Administrator

ﬁ Home T SIP > Avaya

@ e I

Name Version
Mo records to display.
Page:nuﬁ =Reload

General Inkbaund Cuthound

Mame |.¢waya |

ﬁ *Create new PBX Type | Avaya L |

“ersion | 5.2 |

6.8. Create Dial Plan

Under the SIP directory, click Dial Plan and then the New button to add a dial rule. Dial rules
specify the valid digit formats that the iD808 devices are allowed to dial, otherwise the user will
have to press OK after entering the dial string on the iD808 device. In this configuration, 5-digit
extensions beginning with ‘7’ were used to dial other iD808 devices and Avaya telephones. A
dial rule is also required for the voice mail pilot number which was a 5-digit extension beginning
with “29”. The example below corresponds to 5-digit extensions beginning with *7°. The X’s
in the dial rule match any digit. Note that the X must be a capital letter. Click OK. Repeat this
for all valid extension formats.

Logged in: SBSPK20P05\Administrator

Mo records to dizplay.
Page: [ of 1 2Reload

General

= 8 avaya Disl Rule | 7#KK%
S| @ Avaya
& Dial Plan

Q Appearances
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6.9. Create Call and Handset Appearances

Three call appearances need to be created for each iD808 device for the main appearance,
handset 1 appearance, and handset 2 appearance. As previously mentioned, three extensions are
also required on Communication Manager and SIP Enablement Services. To create the main
appearance, click Appearances under the “Avaya” PBX under the SIP directory. Click the New
button on the next page to add a new appearance. In the General tab, provide a descriptive name
for the appearance in the Name field, such as the extension or user’s name. Set the Long Label
field to the label that will be displayed for the call appearance button on the iD808 deskstation.
In this example, the label was set to the main appearance extension 78200. The Address field
should also be set to the appearance extension. Set the Type field to Call.

¥ Users

Name (Short Label) | Type Status
Mo records to display.
Page: [ of 1 2Reload

Address Long Label

{a¥ Groups

General Advanced
= a fvaya Mame: | FEZ00 |
2 {55 avava Type | Call v|
& Dial Plan Long Lakel | Fazoo |

Q Appearances

Address | 78200 |

Oyt

Scheme | =IP w |
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In the Advanced tab, set the Maximum Appearances field to “3”. This field should be set to
the number of call appearances configured on the station in Communication Manager minus one
since the last call appearance is restricted. See the button assignment section of the station form
and the second page of the Off-PBX-Telephone Station-Mapping form in Section 4.9 as an
example. The number of call appearance buttons dictates the number of calls on the system the
user can have directed to them. When all of a user’s call appearances are in-use (not idle) the
user is considered busy and no further calls can be routed to them. Up to a maximum of 10 call
appearances may be configured on Communication Manager for each iD808 deskstation. Select
the Message Indication checkbox for voice mail purposes. The Authentication Name and
Authentication Password fields should be set to the extension and password, respectively,
configured on SIP Enablement Services. These are the credentials that the iD808 deskstation
will use to authenticate and register with SIP Enablement Services. Use the default values for
the other fields as shown below. Click OK.

r w @ Mavigation 9 Help ma nager

’: SIP = Rvaya > Avaya > Appearances

abel) | Type Status Address Long Label
Mo records to dizplay.

Pane: |:| of 1 =Reload

B General Achvanced
) @Y

=88 avava Group Mumber | o |
=] @ DLvaya Maximum Appesarances | 3 |
© Dial Plan Allow Outhaund Cals
Q Aippearances Meszage Indication
Authentication Name | 75200 |

Authentication Password | LT L |

“erify Pazsward | sesase |

Next, this procedure will be repeated for the two handset appearances.
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Click the New button to add another appearance. In the General tab, set the Name, Long
Label, and Address fields to the extension of handset 1. In this example, the extension is 78201.
Review the previous section for a description of these fields. Set the Type field to Privacy 1.

Logged in: SBSPK20P0S\Administrator _ @ Navigation e Help ﬁ ﬁn‘anager

ﬁ Hame ": SIP > Avaya > Avaya > Appearances

Ga) User Permissions  Group Permissions
.f Users
Name (Short Label)| Type Status Address Long Label
@ 7a200 Call & 78200 78200

Page: [ of 1 2Reload

..'.:.a"" Grau af3

General Aclvanced
2 B avaya || Neme  [782D1 |
= {55 avaya Type | Privacy 1 v|

& Dial Plan

Long Label | 73201 |
Q Appearances

Address | 78201 |

Crvner
Scheme | SIP ~ |
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In the Advanced tab, configure the Authentication Name and Authentication Password fields
with the credentials for registering with SIP Enablement Services. For the handset appearances,
the Maximum Appearances field should be set to “0” since no calls will be made to the handset
appearances directly. The Message Indication checkbox does not need to be enabled since the
handset appearances are not voice mail subscribers. Handset appearances are hidden on the
1D808 deskstation and need to be defined in order for privacy to work on the iD808 with
Communication Manager. Click OK.

.Lngged in: SBSPK20P05\Administrator

": SIP > Avaya > Avaya > Appearances
User Permissions  Group Permissions

Cancel
Name (Short Label) Type Status Address Long Label
@ 7a200 Call & TE200 FE200
Page: n of 1 2Reload

General Aclvanced
= a fvaya - Group Mumber | 1]
= @ Avaya Maimum Appearances il
© Dl Plan Allow Quthound Calls
Q Appearances Mezzage Indication
Authertication Name | 78201 |
Authertication Password | LITTIT] |
“erify Pazsvward | [TITTT] |

Repeat the above procedure to add the handset 2 appearance.
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The three call appearances for the previously configured iD808 deskstation are listed below.

@ IMawvigation eHeIp

limanager

Logged in: SBSPK20P05S\Administrator

": SIP = Avaya > Avaya > Appearances

L Ll Llser Permissions Group Permissions

Lelete | Apnly, | Assign Ownership.. | Clear Oyrnership |

Name (Short Label) | Type Status Address Long Label
@ 7E200 Call & 78200 75200

@ a0 Privacy 1 & 78201 78201

| @ 73202 Privacy 2 & 7E202 78202
Page:nnﬂ SReload

=] Q vaya
= @ Awvaya
& Dial Plan
Q AppEarances

| General Achvanced

Repeat the above procedure for adding the main and handset appearances for each iD808
deskstation.
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6.10. Create Users

In this section, the users are created. Click on Users in the directory tree and then click on
Create a User link on the next page to add a new user. In the General tab, provide a descriptive
name in the Name field.

fimanager

@ Mawigation e Help

.Lujgged in: SBSPK20P05\Administrator

'f] Horne
Groups V.S, Permissions App. Permissions Channels Alerts  Personal Dir.
iDa0s Layout

Q User Templates
a Users by Group
E2] a Users by Site

Name Logon ID Logon Name Seated Site Seated Subnet Seated Device
Mo records to display.
] Page:noﬁ =Reload

General Izeries Settings iDE0G Settings
Pame | iTurret 1 |
Local Muting | Duplex ~|

In the iD808 Settings tab, provide the logon credentials for the user to log into their iD808
deskstation. This page will be revisited later in Section 6.14 to configure the default call
appearance for this deskstation. Click OK.

@ Mavigation e Helg manager

_Lu:ugg:_qed in. SBSPK20P05\Administrator

. Users

Groups W5 Permissions  App. Permissions  Channels  Alerts  Persaonal Dir.
D808 Layout

. Users

8 User Templates

a Users by Group
= a Users by Site Mo records to display.
Page: n of1 =Reload

Name Logon ID Logon Name Seated Site Seated Subnet Seated Device

Genersl i zeries Settings iDE03 Settings

Logon Mame | iturretl |
Logon Password | [TITITITTT) |
Werify Password | [TITTTTTT] |
Woicemail Address | 23000 |
Callz to display on Dynamic Keys | all Calls hd |

Repeat the previous procedure to add more users.
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After a user has been created, the user needs to be “seated” on an iD808 deskstation. In the
Users directory tree, click on the “Avaya” link under Users by Site to display the list of users.
Select the user previously configured (i.e., iTurret 1) and click on the Seat... button.

Logged in: SBSPK20PO5\Administrator _ m‘anager

'm Hame

Groups  W.5. Permissions  App. Permissions  Channels  Alets  Personal Dir,
- iDa08 Layout

. Users

ﬁu Templat - ! | ] m Unseat Wewe Users. . | Apply Template.. | Mew Template. .
ser [emplates

a Users by Group Name Logon ID Logon Name Seated Site Seated Subnet Seated Device

I e
= & Users by Site ; LUrEEt

| Page:[[|of1  ZRelnad

urret

General | Izeries Settings iDE05 Settings
Mame | iTurret 1 |
Lacal huting | Duplex vl

Seated st Device  User not seated

On the next page, filter options are presented. Filter deskstations in the “Avaya” site and in the
“10.32.24.x” subnet as shown below. The user will be seated on an iD808 deskstation with these
properties. Click Next.

Logged in: SBSPK20P05\Administrator _ igati m‘anager

& Home . Users > iTurret 1> Seat User
e

i 31T Step 1: Select Deskstation filter options

Site | Avaya Vl
& user Templates Subnet [10.32.24 x v|
a IJsers by Group EA—-— | [Al] vl

H g Users by Site

Shiovy anly free Deskatations

Eimish
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In the following deskstation list, select the iD808 deskstation where the selected user will be
seated. In this example, the user will be seated on the “iTurret 1~ deskstation. Select “iTurret 1”
in the list and click Finish.

@ Mavigation eHelp manager

gged in: SBSPK20P05\Administrator

W. Users =iTurret 1> Seat User

Step 2: Select a Deskstation to seat the User at

# Users ( Selected Deskstation  (Turret 1

Subnet Product |IP Address |MAC Address Seated User

——
10,32, 24.% 808 10.32.24.151 00:05:83:00:1C:6

8 IJser Templates
a IJsers by Group
] a Isers by Site

ﬁiTurre‘t 2 Aways 103224 % iDia0g 103224152 000283001205
ﬁiTurre’( 3 Aways 103224 % iDig0g 1053224153 00:05:83:00:1B:FF

Fage: n of1  =Reload

The user has been successfully seated as indicated by the deskstation displayed in the Seated
Device column on the following page. Repeat this procedure for seating other users.

limanager
'm Horme

.:::':f"f""' Groups W5 Permissions  App. Permissions  Channels  Alerts Persanal Dir,
iDa0s Layout

# Users

a IJser Templates
a Isers by Group
H g Users by Site

Seated Device

General | Fzeries Setings iDE05 Settings
hatme | iTurret 1 |
Loezal Muting | Duplex vl

Seated at Site Avaya

Seated at Subnet 10,532,240

Sested at Device  Turret 1
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6.11. Create Group

To create a group, click on Create new Group in the Groups directory tree. In the General tab,
provide a descriptive name in the Name field, such as “Traders”. Click OK. The “Traders”
group has been successfully added. Next, the user will be added to this new group.

@ Mavigation eHeIp

lmanager

Logped in: SBSPK20PO5\Administrator

& Home 74 Groups

Mo recaords to display.
Page: n of1 2Reload

General |

Mame | Traders

In the Groups directory tree, expand “Traders” and click on User Memberships in the left pane.
A list of users is displayed. Select all the users to be added to the “Traders” group as shown
below and then click Add Membership. The Is Member column will then indicate that the
selected users are members of the “Traders” group.

limanager

.L|:|g:_1ged in: SBSPK20P05\Administrator

1 Groups > Traders > User Memberships

EGLRCEGLERH T | Femove Membership |

Seated Subnet Seated Device Is Member

J47 Groups

= a Traders
a ser Memberships

@ Voice Services Permissions

& Appearances Permissions
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6.12. Assign User Permissions

The next step will be to assign appearances permissions to users. In the SIP directory tree, click
on Appearances under “Avaya”. The list of appearances is displayed. Select the main call
appearance for “iTurret 17 (i.e., 78200) and click User Permissions.

fimanager

UL Lser Permissions  Group Permissions

[oace T rony

Clear Owhership

Address

Status Long Label
fg200 |
Ta201
TE202
TE205
TE206
Fa0r
Ta210
Ta211
a2

@ 7E201 Privacy 1
| @ 73202 Privacy 2
| @ 7Eon0s Call
@ 7E206 Privacy 1
@ a7 Privacy 2
@ a0 Call
@ 7aa11 Privacy 1
@ 7212 Privacy 2
Page: [ of1  2Reload

=g Q fyvaya
2 ¥ avays
& Dial Plan

Q Appearances

Al Al Ad A o 4

Select the user on the next page to which the appearance will be assigned. Set the Permission
field to Allow as shown below. Click Apply. Assign “Privacy 1” and “Privacy 2” permissions
to this user by repeating this procedure.

Logged in: SBSPK20POS\Administrator _ @Nawgmion eHeIp ﬁ ﬁ]'.ianager

# jTurret1 Us Aviya [0.32.24.x furret 1 |
a ITurret 2 Use group Uszer  Awvaya 103224 = iTurret 2
| a iTurret 3 U=ze group Deny Uszer  Awvaya 103224 % iTurret 3
{Page:[]or1  2Reload
=F ) Avaya | General |
=
@.ﬂwaya Permission | Allow w
Z Dial Plan
‘ Appearances
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6.13. Assign Ownership

Assign ownership of the appearances to a user. In the SIP directory tree, click on Appearances
to display the appearances list as shown below. In the General tab, select the main call
appearance and click on the Assign Ownership button.

fimanager
Name (Short Label)| Type
L a200 | )
@ 7201 Privacy 1 & a0 73201
@ 7o202 Privacy 2 & az02 TE202
@ 78205 Call & TE205 TH205
@ 78208 Privacy 1 & TE205 TH206
@ 78207 Privacy 2 & TazO7 TE207
=8B avaya @ 78210 call & 7az10 78210
2 5 avays | @ TEz1 Privacy 1 & a2 78211
& Dial Plan 1 @ 7ez1z Privacy 2 & 78212 a2
@ pppearances | Page: n of1 2Reload
General Aclvanced
Mame | 78200 |
Type Call
Long Lakel | 78200 |
Address | 78200 |
Oyt
Scheme | SIF - |
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The next page displays filter options. Filter users by selecting the “Avaya” site and the
“Traders” group and click Next.

‘Logged in: SBSPK20P0S\Administrator m‘anager

& Home @ SIP > Avaya > Avaya > 78200 > Assign Ownership
T,

A T Step 1: Select User filter options

Show only unzeated users

Filter by St |avaya v

Fitter by Group |Traders Vl

Filter by Mame | |

=] Q Awvaya
=] @ Avaya
@ Dial Plan
Q Appearances

ut = Eimish

On the next page, select the user to which ownership will be assigned to the main call
appearance. In this example, the main call appearance 78200 will be assigned to “iTurret 1.

Click Finish.

fimanager

.L|:|g:_1ged in: SBSPK20P05\Administrator

& Home ¥ SIP > Avaya > Avaya > 78200 > Assign Ownership

)

Step 2: Select a User to assign ownership to

Selected User  Turret 1

Seated Site Seated Subnet Seated Device

|+ iTurret 1 Avays [0.32,24.x [urret 1
a ITurret 2 Avaya 1035224 iTurret 2
a iTurret 3 Avaya 10353224 % iTurret 3

Page [ of 1 2Relnad

= Q Avaya
255 avaya
& Dial Plan
Q Appearances

Repeat this procedure to assign “Privacy 1” and “Privacy 2” to “iTurret 1”.
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6.14. Assign Default Call Appearance

In the Users directory tree, click on the “Avaya” link to display the users list. Set the Default
Appearance field to the main call appearance (e.g., 78200). Click Apply.

limanager

.Lu:ugg:_qed in: SBSPK20P05\Administrator

9. Users > By Site > Avaya

Groups VB Permissions  App. Permissions  Channels  Alerts  Personal Dir,
D208 Layout

a ser Templates
# £ Users by Group

= a, IUsers by Site 1 A ;
(4] *hat seated a ITurret 2 iturret2 Avaya 103224 % iTurret 2

= m_‘] fvaya a iTurret 3 iturrets Avaya 103224 = iTurret 3
Page [/ of1  ZReload

Seated Subnet Seated Device

General Izeries Settings D805 Settings

Logon Mame | iturretl |

Vaicemail Address | 29000 |
Defautt Appearance Type | Call hd |
Default Appearance | Foz0o w |
Calls to dizplay on Dynamic Keys | all Calls b |
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6.15. Program Feature Name Extensions (FNEs)

In this section, the Feature Name Extensions (FNEs) are configured. FNEs can be created in the
Corporate directory or Personal directory. In this example, the FNEs are created under the
Personal directory of an iD808 deskstation. This makes the FNE available to this deskstation
only as opposed to the whole corporation.

In the Users directory tree, click on the “Avaya” link and then select a user (e.g., iTurret 1).
Click on Personal Dir.

Logged in: SBSPK20P05\Administrator

W. Users > By Site > Avaya

Groups %5 Permizssions  App. Permissions  Channels  Alerts  Personal Dir.
iDB08 Layout

Apply Template...

a IJser Templates
&4 Users by Group

= £ Users by site ; :
il *Mot seated a ITurret 2 turret2 Avaya 103224 % iTurret 2

] fwvaya S iTurret 3 furretd Daya 10,32 24 % iTurret 3
Page: n of1 2Reload

Seated Subnet Seated Device
[0.32.21.x

General I zeries Settings iDE0S Settings
Mame | iTurret 1 |
Laocal huting | Duplex Vl

Seated at Site Lwaya

J4¥ Groups

Seated st Subnet 10,52 24 00

Seated st Device i Turret 1

JAO; Reviewed: Solution & Interoperability Test Lab Application Notes 57 of 64
SPOC 11/30/2009 ©2009 Avaya Inc. All Rights Reserved. Speakerbus-Aura



On the next page, click th

e New button to add an FNE in the personal directory.

@ Marvigation eHeIp

~. Users > By Site > Avaya > iTurret 1 > Personal Directory

iimanager

General Groups V.5 Permissions  App Permizssions  Channels  Aleris
D208 Layout

a Iser Templates
H & Users by Group
= a IUsers by Site

ﬁ *hak seated

Delete (| Agpli

Name Long Label

Mo recards to display.
Page [/ of1  ZReload

= ) avava

Directory Entry Sub-Ertries

In the Directory Entry tab, provide the name of the FNE in the Name and Long Label fields
and set the Default Sub-Entry Address to the FNE extension configured in Section 4.5. In this
example, the transfer-to-voicemail FNE is added. Click OK. Repeat for other FNEs of interest.

@ Mavigation eHeIp

;' Users > By Site > Avaya > iTurret 1 > Personal Directory

limanager

General Groups .5 Permissions  App Permissions  Channels  Alers
iDa0s Layout

Name Long Label

Mo records to display.
Page: [ of 1 2Reload

?. Users

& User Templates

# L Users by Group
=] a Users by Site

Eﬁ] *hok seated

= ] avaya

Directory Entry | Sub-Entries

Ja¥ Groups

Mame | xfer-to-wm

Laong Lakel | wfer-to-Wi
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‘Logged in: SBSPK20P0S\Administrator _ @mawgmion eHeIp ﬁ ﬁl’.ianager

?. Users

& User Templates
# £ Users by Group
= a Users by Site
il *1ot seated
B i) avava

..t:f"" Grau pE

g

,_'_' Users > By Site > Avaya > iTurret 1 > Personal Directory

General Groups .2 Permissions App. Permissions Ghannels Alerts
iDB08 Layout

Long Label
xferto-vyg___~—~— |

Directory Entry | Sub-Entries
Type Leldress Defaut i)
[ General w|| 78131 | ®

| v =
| |

| v

Refer to [5] for instructions on how to create iD808 deskstation keys. The following keys can be
created using the iD808 layout page: Dynamic, Appearance, Shortcut, Soft Function, and Speed
Dial amongst others. For the compliance test, each user was configured with three Dynamic
keys, two Soft Function keys, and one Shortcut key. Although the configuration may vary, this
configuration is suitable for most users.
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6.16. Synchronize Deskstations

To send the new configuration to the iD808 deskstations, the deskstations need to be
synchronized with i cms. In the Sites directory tree, click on Deskstations to display the
deskstation list. Select the deskstations as shown below and click the Synchronise button. The
D808 deskstation will indicate that they are being synchronized on their displays. After the
deskstations have been synchronized, the status icons on the iD808 deskstations corresponding to
the network, i cms, and SIP registrar status should be green.

Note: Active calls will be dropped.

Logaed in: SBSPK20POS\Administrator

L Sites > Avaya > 10.32.24.x > Deskstations

Channels Connections Recording Streams

' m Seat. . Unseat Synchronise Firmware...
T

IP Address MAC Address Firmware

Seated User

D0:05:8.5:00:1C.:6]

rrm:quu 08 qlmuu.m-'r#umu-ﬂ Iﬂlllﬁlﬂlkﬁlllllllﬁl q—
nm:lﬁm 08 qlnm.u.nnq-mu-ﬂ 3:00:1H n:#nu-ml-qmr—m—

.| Fage: n0f1 =Reload

E] fﬂ] Bvaya
2l 10.32.24.
&R Gateways
§ Deskstations
@ Voice Services

General Metvweark erdiz Deskstation
Maime imurret 1 |: 4
-,
MAC Address 00:05:83:00:1C:6F |
Tvrne &5
JAO; Reviewed: Solution & Interoperability Test Lab Application Notes 60 of 64

SPOC 11/30/2009 ©2009 Avaya Inc. All Rights Reserved. Speakerbus-Aura



7. General Test Approach and Test Results

To verify interoperability of Speakerbus iD808 i turret with Avaya Aura'™ Communication
Manager and Avaya Aura' ™ SIP Enablement Services, calls were made between iD808
deskstations and Avaya SIP, H.323, digital, and analog stations using various codec settings and
exercising common PBX features. The telephony features were activated and deactivated using
buttons and menu options on the i Turret, FNEs, and FNUs. The PBX features listed in Section
1 were covered. Speakerbus iD808 i turret passed compliance testing with the following
observation.

Observation(s): Calls between an i turret and an Avaya SIP telephone are not shuffled.

However, calls between two i turrets or between an i turret and an Avaya H.323 telephone are
shuffled.
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8. Verification Steps

All features shown in Table 1 were tested using the sample configuration. The following steps
can be used to verify and/or troubleshoot installations in the field.

1.

On the Speakerbus iD808 i turret, verify that the status icons are green. These status icons
indicate whether the 7 turret is connected to the network, i cms server, and SIP registrar (i.e.,
Avaya SIP Enablement Services). Refer to [5] for more details.

Verify that the iD808 deskstations have successfully registered with SIP Enablement
Services. Each iD808 deskstation contains three extensions on SIP Enablement Services for
one main appearance and two handset appearances.

Verify basic feature set administration by making calls from one i turret to another i turret
and phones. Test supported features according to Table 1 and feature deployment plans at
the site.

Verify that speed dials defined locally at the 7 turret are correct. If any are missing or are
inoperative, use i manager administration to re-check the configuration.

Verify extended OPS features by selecting the speed dial button for the feature or dialing the
FNE. If busy or intercept tone is heard, check Communication Manager administration for
the correct FNE, proper permissions under COS/COR, and the proper station button
assignment to support the feature.

Call an i turret that currently has no voice messages, and leave a message. Verify that the
message waiting indicator illuminates on the called i turret. Press the Message soft key on
that i turret and verify that the voice messaging system is called. Use the voice messaging
menus to retrieve and delete the voice message, verifying that DTMF is interpreted correctly
by the system, and that the message waiting indicator extinguishes.

9. Conclusion

These Application Notes have described the administration steps required to use Speakerbus
iD808 i turret with Avaya Aura'™ Communication Manager and Avaya Aura'™ SIP Enablement
Services. Both basic and extended feature sets were covered as shown in Table 1. The extended
set includes features not yet available to SIP telephones via the current IETF standards.
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