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Abstract

These Application Notes describe the procedures for configuring the Open Text RightFax with 
Avaya Aura® Communication Manager and Avaya Aura® Session Manager using a SIP trunk 
interface.

Open Text RightFax is a software based fax server that sends and receives fax calls over an IP 
network.  In the tested configuration, Open Text RightFax interoperated with Avaya Aura® 
Session Manager to send/receive faxes using SIP trunk facilities. 

Information in these Application Notes has been obtained through DevConnect compliance 
testing and additional technical discussions. Testing was conducted via the DevConnect 
Program at the Avaya Solution and Interoperability Test Lab.
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Introduction
These Application Notes describe the procedures for configuring Open Text RightFax with Avaya 
Aura® Communication Manager and Avaya Aura® Session Manager using SIP trunks.

Open Text RightFax is a software based fax server that sends and receives fax calls over an IP 
network.  Open Text RightFax utilizes the Brooktrout SR140 T.38 Fax over Internet Protocol (FoIP) 
virtual fax board software from Dialogic. In the tested configuration, Open Text RightFax 
interoperated with Avaya Aura® Session Manager to send/receive faxes using a SIP trunk interface.  

General Test Approach and Test Results
This section describes the compliance test approach used to verify interoperability of Open Text 
RightFax with  Session Manager. 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to 
the interoperability of the tested products and their functionalities.  DevConnect Compliance Testing 
is not intended to substitute full product performance or feature testing performed by DevConnect 
members, nor is it to be construed as an endorsement by Avaya of the suitability or completeness of 
a DevConnect member’s solution.

1.1. Interoperability Compliance Testing
The compliance test tested interoperability between RightFax and Session Manager by making intra-
site fax calls between a RightFax server and an analog fax machine that was connected to a 
Communication Manager via Session Manager using SIP trunks. For inter-site fax, calls were made 
between a RightFax server and an analog fax machine or another RightFax server that was 
connected on a remote site. The remote site connection used SIP or ISDN trunks. 
Specifically, the following fax operations were tested in the setup for the compliance test:

 Fax from/to RightFax to/from fax machine at a local site 
 Fax from/to RightFax to/from fax machine at a remote site
 Fax from/to RightFax to/from RightFax server at a remote site

In the compliance test, SIP or ISDN/T1 trunks directly connecting two Communication Manager 
Systems connected the Main Site, and Remote Site. 

The general test approach was to make intra-site and inter-site fax calls to and from RightFax. The 
inter-site calls were made using SIP or ISDN/T1 trunks between the sites.  Faxes were sent with 
various page lengths and resolutions.  For capacity, a large number of 2-page faxes were 
continuously sent between the two RightFax servers simultaneously.  Serviceability testing included 
verifying proper operation/recovery from failed cables, unavailable resources, and RightFax restarts.  
Fax calls were also tested with different Avaya Media Gateway media resources used to process the 
fax data between sites. This included the TN2302 MedPro circuit pack, the TN2602 MedPro circuit 
pack in the Avaya G650 Media Gateway; the integrated VoIP engine of the Avaya G450 Media 
Gateway and the Avaya MM760 Media Module installed in the Avaya G450 Media Gateway.
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1.2. Test Results
OpenText RightFax successfully passed all compliance testing with the following observations,

 RightFax server transmission rate was set to 9600 for all test cases. The actual transmission 
rate depends on the Avaya Media Gateway or Media processor card being used. TN2302 in 
G650 supports 14.4 K and G450 and TN2602 in G650 support 9.6 K.

  Not all services of RightFax start automatically after a reboot of the fax server. Some 
services need to be manually restarted. Also if the fax server reboots in the midst of a fax 
transmission, the status of the fax does not change after the reboot. Open Text indicates this 
is abnormal behavior, not attributable to telephony components of the product.  Customers 
experiencing similar problems should contact OpenText Technical Support for further 
assistance.

 A small percentage of faxes failed when sending simultaneous 100 two page faxes, from 
each site, between the main and remote site RightFax servers.  Open Text indicates that a 
significant number of factors contribute to fax transmission failures, including network and 
line conditions. A small percentage of fax transmission failures are considered normal for 
most production telephony environments.

Note 1: Fax calls consume DSP (Digital Signal Processing) resources for processing fax data on the 
TN2302AP IP Media Processor (MedPro) circuit pack and the TN2602AP IP Media Processor 
circuit packs in the Avaya G650 Media Gateway and the integrated Voice over Internet Protocol 
(VoIP) engine of the Avaya G450 Media Gateway. To increase the capacity to support simultaneous 
fax calls, additional TN2302AP and/or TN2602AP MedPro circuit packs need to be installed in the 
Avaya G650 Gateway, and additional Avaya MM760 Media Module or Modules need to be installed 
in the Avaya G450 Media Gateway.  The information contained in the table below indicates DSP 
capacities/usage in the Avaya media processors.  Customers should work with their Avaya sales 
representatives to ensure that their fax solutions have adequate licenses and DSP resources to match 
the intended Fax capacity/usage.  

Platform
Device

DSP Resources 
per Platform Device

DSP Resources 
per FoIP Call

TN2302, G450, MM760 64 4
TN2602 64 1

  
Note 2: The SIP trunk group on Communication Manager for connecting to Session Manager at each 
site, as well as the SIP trunk group for connecting the two sites must be configured with adequate 
number of trunk group members to support the number of simultaneous fax calls intended.  On 
RightFax, an adequate number of fax channels must also be appropriately configured for the 
intended capacity.
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Note 3: The ISDN/T1 link between the two sites should be clean with no clock synchronizing errors. 
Any errors in the link will cause the fax transmission to fail. Use the command list measurements 
ds1 log <card slot> to provide DS-1 link performance measurements detailed log report. 

1.3. Support
North American Technical support for RightFax can be obtained by contacting Open Text at 

 Phone: (800) 540-7292
 Email: support@opentext.com

For other locations go to http://www.opentext.com/2/global/company/company-contact.html
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Reference Configuration
The test configuration was designed to emulate two separate sites with a single Port Network at one 
site, and modular Gateway resources at the other site. Figure 1 illustrates the configuration used in 
these Application Notes.  

1.4. Configuration Details
In the sample configuration, Communication Manager Servers and Gateways at the two sites were 
connected via SIP or ISDN/T1 trunks. Faxes were alternately sent between the two sites using the 
SIP or ISDN/T1 facilities. Connections to Session Manager were via SIP trunk facilities, and the 
RightFax servers communicated directly with Session Manager via SIP.

Two separate Session Manager Servers were used to connect the RightFax Servers to each site.
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Figure 1: RightFax interoperating with Avaya Aura® Session Manager via SIP Trunk



The Main Site had an Avaya S8800 Server running Communication Manager with an Avaya G650 
Media Gateway. The RightFax server at this site communicated with Session Manager via SIP. In 
turn, Communication Manager used a SIP Trunk which terminated on a CLAN circuit pack in port 
network 1 to communicate with Session Manager. IP media resources were provided by Media 
Processor (MedPro) circuit packs. Two versions of the MedPro circuit pack were tested in this 
configuration: TN2302AP and TN2602AP. Endpoints at this site included an Avaya 9600 Series IP 
Telephone (with H.323 firmware), and an analog fax machine. 

The Remote Site had an Avaya S8300 Server running Communication Manager in an Avaya G450 
Media Gateway. The RightFax server at this site communicated with Session Manager via SIP. On 
the Avaya G450 Media Gateway, the signaling and media resources supporting a SIP trunk 
connected to Session Manager were integrated directly on the media gateway processor. Endpoints 
at this site included Avaya 9600 Series IP Telephones (with H.323 firmware), and an analog fax 
machine.

The IP telephones were not involved in the faxing operations, they were present in the configuration 
to verify the effect VoIP telephone calls had on the FoIP faxing operations.

Outbound fax calls originating from RightFax were sent to Session Manager first, then to 
Communication Manager, via the configured SIP trunks. Based on the dialed digits, Communication 
Manager directed the calls to the local fax machine, or the inter-site trunks (SIP or ISDN/T1) to 
reach the Remote Site.  Inbound fax calls to RightFax were first received by Communication 
Manager from the local fax machine or from across the SIP or ISDN/T1 trunks connected to the 
Remote Site.  Communication Manager then directed the calls to RightFax via the configured 
Session Manager SIP trunks.
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Equipment and Software Validated
The following equipment and software/firmware were used for the sample configuration provided:

Equipment Release/Version
Avaya S8800 Servers (at both sites) Avaya Aura® Session Manager 6.2

Avaya Aura® System Manager 6.2
Avaya S8800 Server (at Main Site) Avaya Aura® Communication Manager 6.2 SP4
Avaya S8300D Server (at Remote Site) Avaya Aura® Communication Manager 6.2 SP4
Avaya 9650E IP Deskphone (H.323) 3.104S
Analog Fax Machines N/A
OpenText RightFax on Windows 2008R2 
Enterprise SP1

10.5.0.895 (RightFax 10.5 Release version) with 
Dialogic Brooktrout SR140 SDK 6.5.2
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Configure Avaya Aura® Communication Manager
This section describes the Communication Manager configuration necessary to interoperate with 
Session Manager and Open Text RightFax.  It focuses on the configuration of the SIP trunks 
connecting Communication Manager to the Avaya SIP infrastructure with the following 
assumptions:

 The examples shown in this section refer to the Main Site. Unless specified otherwise, these 
same steps also apply to the Remote Site using values appropriate for that location.

 These same steps also apply to the SIP trunk configuration between the Main and Remote 
site using appropriate values.

 The configuration of Communication Manager was performed using the System Access 
Terminal (SAT). After the completion of the configuration, the save translation command 
was used to make the changes permanent.

1.5. Steps to Configure Communication Manager
The procedures for configuring Communication Manager include the following areas:

 Verify Communication Manager License (Step 1)
 Identify IP Interfaces (Step 2)
 Administer IP Network Regions (Steps 3 – 4)
 Administer IP Node Name (Step 5)
 Administer IP Codec Set (Steps 6 – 7)
 Administer SIP Signaling Group (Step 8)
 Administer SIP Trunk Group (Steps 9 – 10)
 Administer Private Numbering (Step 11)
 Administer Route Pattern (Step 12)
 Administer Uniform Dial plan (Step 13)
 Administer AAR Analysis (Step 14)
 Administer DS1 for ISDN/T1 (Step 15)
 Administer ISDN Signaling Group (Step 16)
 Administer ISDN Trunk Group (Step 17)
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1.
Verify Communication Manager License
Use the display system-parameters customer-options command to verify that the 
Communication Manager license has proper permissions for features illustrated in these 
Application Notes.  Navigate to Page 2, and verify that there is sufficient remaining 
capacity for SIP trunks by comparing the Maximum Administered SIP Trunks field 
value with the corresponding value in the USED column.  

The license file installed on the system controls the maximum permitted.  If there is 
insufficient capacity, contact an authorized Avaya sales representative to make the 
appropriate changes

display system-parameters customer-options                      Page   2 of  11
                                OPTIONAL FEATURES

IP PORT CAPACITIES                                            USED
                     Maximum Administered H.323 Trunks: 12000 0
           Maximum Concurrently Registered IP Stations: 18000 5
             Maximum Administered Remote Office Trunks: 12000 0
Maximum Concurrently Registered Remote Office Stations: 18000 0
              Maximum Concurrently Registered IP eCons: 414   0
  Max Concur Registered Unauthenticated H.323 Stations: 100   0
                        Maximum Video Capable Stations: 41000 2
                   Maximum Video Capable IP Softphones: 18000 4
                       Maximum Administered SIP Trunks: 24000 130
  Maximum Administered Ad-hoc Video Conferencing Ports: 24000 0
   Maximum Number of DS1 Boards with Echo Cancellation: 522   0
                             Maximum TN2501 VAL Boards: 128   1
                     Maximum Media Gateway VAL Sources: 250   0
           Maximum TN2602 Boards with 80 VoIP Channels: 128   0
          Maximum TN2602 Boards with 320 VoIP Channels: 128   1
   Maximum Number of Expanded Meet-me Conference Ports: 300   0
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2.
2

Identify IP Interfaces
Use the list ip-interface clan and list ip-interface medpro commands to identify IP 
interfaces in the network region. Interfaces in cabinet 01 (port network 1) as indicated in 
the Slot field are in IP network region 1 as indicated in the Net Rgn field. 

Testing with the TN2302 and TN2602 circuit packs were done separately. When testing 
with the TN2302, the TN2602 was disabled (turned off) and vice versa as indicated in the 
ON field.

list ip-interface clan

                                IP INTERFACES

                                                            Skts  Net       Eth
ON  Slot   Code/Sfx Node Name/       Mask  Gateway Node     Warn  Rgn VLAN  Link
                    IP-Address
--  ----   -------- ---------------  ----  ---------------  ----  --- ---- ----
 y  01A02  TN799  D CLAN1            /26   GW               400   1   n    1
                    10.10.97.217
 y  01A03  TN799  D CLAN2            /26   GW               400   2   n    2
                    10.10.97.238

list ip-interface medpro

                                IP INTERFACES

                                                       Net
ON Slot  Code/Sfx Node Name/      Mask Gateway Node    Rgn VLAN Virtual Node
                  IP-Address
-- ----- -------- --------------- ---- --------------- --- ---- ---------------
 y 01A07 TN2302   MedPro1         /26  GW              1   n
                  10.10.97.218
 n 01A08 TN2602   MedPro2         /26  GW              1   n
                  10.10.97.233
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3. Administer IP Network Region 1
The configuration of the IP network regions (Steps 3 – 4) was already in place and is 
included here for clarity. At the Main Site, the Avaya G650 Media Gateway comprising 
port network 1 and all IP endpoints were located in IP network region 1. 

Use the display ip-network-region command to view these settings. 

A descriptive name can be entered for the Name field. None was used during compliance 
testing.

 IP-IP Direct Audio (Media Shuffling) was enabled to allow audio traffic to be sent 
directly between IP endpoints without using media resources in the Avaya Media 
Gateway. This was done for both intra-region and inter-region IP-IP Direct Audio. 
This is the default setting. Media Shuffling can be further restricted at the trunk level 
on the Signaling Group form. 

 The Codec Set field was set to the IP codec set to be used for calls within this IP 
network region. In this case, IP codec set 1 was selected. 

 The default values were used for all other fields. 

At the Remote Site, all IP components were located in IP network region 1 and the IP 
network region was configured in the same manner as shown below.

display ip-network-region 1                                     Page   1 of  20
                               IP NETWORK REGION
  Region: 1
Location: 1       Authoritative Domain: bvwdev.com
    Name:
MEDIA PARAMETERS                Intra-region IP-IP Direct Audio: yes
      Codec Set: 1              Inter-region IP-IP Direct Audio: yes
   UDP Port Min: 2048                      IP Audio Hairpinning? n
   UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
 Call Control PHB Value: 46
        Audio PHB Value: 46
        Video PHB Value: 26
802.1P/Q PARAMETERS
 Call Control 802.1p Priority: 6
        Audio 802.1p Priority: 6
        Video 802.1p Priority: 5      AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS                                       RSVP Enabled? n
  H.323 Link Bounce Recovery? y
 Idle Traffic Interval (sec): 20
   Keep-Alive Interval (sec): 5
            Keep-Alive Count: 5
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4. Administer IP Network Region 1 – Continued
On Page 4, codec sets are defined for inter-region calls. In the case of the compliance test 
at the Main and Remote Site, only one IP network region was used, so no inter-region 
settings were required and therefore only codec set 1 is used. The default values were used 
for all other fields.

display ip-network-region 1                                     Page   4 of  20

 Source Region: 1     Inter Network Region Connection Management     I       M
                                                                     G  A    t
 dst codec direct   WAN-BW-limits   Video      Intervening      Dyn  A  G    c
 rgn  set   WAN  Units    Total Norm  Prio Shr Regions          CAC  R  L    e
 1    1                                                                all
 2

5. Administer IP Node Name 
Use the change node-names ip command to create a node name that maps to the Session 
Manager IP address. This node name is used in the configuration of the SIP trunk signaling 
group in Step 8. 

display node-names ip                                           Page   1 of   2
                                  IP NODE NAMES
    Name              IP Address
AES62               10.10.98.17
CLAN1               10.10.97.217
CLAN2               110.10.97.238
DevCM3              10.10.4.9
GW                  10.10.97.193
InteropSM62         10.10.1.11
MedPro1             10.10.97.218
MedPro2             10.10.97.233
SM61                10.10.97.198
default             0.0.0.0
procr               10.10.97.201
procr6              ::

6. Administer IP Codec set
Use the change ip-codec-set 1 command to verify that G.711MU or G.711A is contained 
in the codec list. The example below shows the value used in the compliance test.  

display ip-codec-set 1                                          Page   1 of   2

                          IP Codec Set

    Codec Set: 1

    Audio        Silence      Frames   Packet
    Codec        Suppression  Per Pkt  Size(ms)
 1: G.711MU           n         2        20
 2: G.729             n         2        20
 3: G.722-64K                   2        20
 4:
 5:
 6:
 7:
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7. Administer IP Codec set – Fax settings
On Page 2, set the FAX Mode field to t.38-standard.  This is necessary to support the 
RightFax server.  The Modem Mode field should be set to off. 

Leave the FAX Redundancy setting at its default value of 0.  A packet redundancy level 
can be assigned to improve packet delivery and robustness of FAX transport over the 
network (with increased bandwidth as trade-off). Avaya uses IETF RFC-2198 and ITU-T 
T.38 specifications as redundancy standard.    A setting of 0 (no redundancy) is suited for 
networks where packet loss is not a problem.  This setting should match the redundancy 
settings in Brooktrout SR140 configuration; otherwise Brooktrout SR140 will negotiate 
T.38 redundancy to the most common denominator (no redundancy in this case).  

display ip-codec-set 1                                          Page   2 of   2

                          IP Codec Set

                              Allow Direct-IP Multimedia? y
              Maximum Call Rate for Direct-IP Multimedia:  4096:Kbits
     Maximum Call Rate for Priority Direct-IP Multimedia:  4096:Kbits

                    Mode               Redundancy
    FAX             t.38-standard       0
    Modem           off                 0
    TDD/TTY         US                  3
    Clear-channel   n                   0
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8. Administer SIP Signaling Group
For the compliance test, a signaling group and the associated SIP trunk group was used for 
routing fax calls to/from the RightFax server via Session Manager. For the compliance test 
at the Main Site, signaling group 4 was configured using the parameters highlighted 
below.  For further details on other fields refer to Section 10.
  
 The Group Type was set to sip.
 The Transport Method was set to tcp (Transport Layer Security).  As a result, the 

Near-end Listen Port and Far-end Listen Port are automatically set to 5060.
 The Near-end Node Name was set to CLAN1, the node name that maps to the IP 

address of the CLAN circuit pack used to connect to Session Manager.  Node names 
are defined using the change node-names ip command (see Step 5 above).

 The Far-end Node Name was set to InteropSM62.  This node name maps to the IP 
address of the Session Manager server as defined using the change node-names ip 
command.

 The Far-end Network Region was set to 1.  This is the IP network region which 
contains Session Manager and RightFax.

 The Far-end Domain was set to bvwdev.com. This domain is sent in the headers of 
SIP INVITE messages for calls originating from and terminating to Session Manager 
using this signaling group.

 Direct IP-IP Audio Connections was set to y.  This field must be set to y to enable 
Media Shuffling on the trunk level (see Step 3 on IP-IP Direct Audio).

 The DTMF over IP field was set to the default value of in-band.  
 The default values were used for all other fields.

display signaling-group 4
                                SIGNALING GROUP

 Group Number: 4              Group Type: sip
  IMS Enabled? n        Transport Method: tcp
        Q-SIP? n
     IP Video? n                                   Enforce SIPS URI for SRTP? y
  Peer Detection Enabled? n  Peer Server: SM

   Near-end Node Name: CLAN1                 Far-end Node Name: InteropSM62
 Near-end Listen Port: 5060                Far-end Listen Port: 5060
                                        Far-end Network Region: 1

Far-end Domain: bvwdev.com
                                             Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate                  RFC 3389 Comfort Noise? n
         DTMF over IP: in-band                Direct IP-IP Audio Connections? y
Session Establishment Timer(min): 3                     IP Audio Hairpinning? n
         Enable Layer 3 Test? y                   Initial IP-IP Direct Media? n
H.323 Station Outgoing Direct Media? n            Alternate Route Timer(sec): 6
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9. Administer SIP Trunk Group 
For the compliance test, trunk group 4 was used for the SIP trunk group for routing fax 
calls to/from Session Manager. Trunk group 4 was configured using the parameters 
highlighted below.  For further details on other fields refer to Section 10.

On Page 1:
 The Group Type field was set to sip.
 A descriptive name was entered for the Group Name.
 An available trunk access code (TAC) that was consistent with the existing dial plan 

was entered in the TAC field. 
 The Service Type field was set to tie.
 The Signaling Group was set to the signaling group shown in the previous step.
 The Number of Members field contained the number of trunks in the SIP trunk group. 

It determines how many simultaneous SIP calls can be supported by the configuration.  
Each SIP call between two SIP endpoints (whether internal or external) requires two 
SIP trunks for the duration of the call.  

 The default values were used for all other fields.

display trunk-group 4                                           Page   1 of  21
                                TRUNK GROUP

Group Number: 4                    Group Type: sip           CDR Reports: y
  Group Name: G650 to InteropSM           COR: 1        TN: 1        TAC: #004
   Direction: two-way        Outgoing Display? n
 Dial Access? n                                   Night Service:
Queue Length: 0
Service Type: tie                   Auth Code? n
                                              Member Assignment Method: auto
                                                       Signaling Group: 4
                                                     Number of Members: 50
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10
.

Administer SIP Trunk Group – continued

On Page 3:
 Set the Numbering Format field to private.  This field specifies the format of the 

calling party number sent to the far-end.
 Default values may be used for all other fields.

display trunk-group 4                                           Page   3 of  21
TRUNK FEATURES
          ACA Assignment? n            Measured: none
                                                          Maintenance Tests? y

                     Numbering Format: private
                                                UUI Treatment: service-provider

                                                 Replace Restricted Numbers? n
                                                Replace Unavailable Numbers? n

                                Modify Tandem Calling Number: no

 Show ANSWERED BY on Display? Y

11
.

Administer Private Numbering
Private numbering defines the calling party number to be sent to the far-end.  Use the 
change private-numbering command to create an entry that will be used by the trunk 
groups defined in Steps 9-10.  In the example shown below, all calls originating from a 5-
digit extension beginning with 5 is routed across trunk group 4 is sent as a 5-digit calling 
number.  

display private-numbering 0                                     Page   1 of   2
                           NUMBERING - PRIVATE FORMAT

Ext Ext            Trk        Private          Total
Len Code           Grp(s)     Prefix           Len
 5  5              1                           5     Total Administered: 2
 5  5              4                           5        Maximum Entries: 540
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12
.

Administer Route Pattern
Use the change route-pattern command to create a route pattern that will route fax calls 
to the SIP trunk that connects to the RightFax server.  

The example below shows the route pattern used for the compliance test at the Main Site. 
A descriptive name was entered for the Pattern Name field.  The Grp No field was set to 
the trunk group created in Steps 9–10.  The Facility Restriction Level (FRL) field was set 
to a level that allows access to this trunk for all users that require it.  The value of 0 is the 
least restrictive level.  The default values were used for all other fields.

display route-pattern 4                                         Page   1 of   3
                    Pattern Number: 4   Pattern Name: SIP-To-SM62
                             SCCAN? n     Secure SIP? n
    Grp FRL NPA Pfx Hop Toll No.  Inserted                             DCS/ IXC
    No          Mrk Lmt List Del  Digits                               QSIG
                             Dgts                                      Intw
 1: 4    0                                                              n   user
 2:                                                                     n   user

13
.

Administer Uniform Dial Plan
Use the change uniform-dialplan command to create a matching pattern that matches 
with the extensions used in the RightFax server. During compliance testing extensions 
36xxx were used on the Main site RightFax and therefore a matching pattern of 36 with 
length of 5 was configured as shown below.

display uniform-dialplan 0                                      Page   1 of   2
                       UNIFORM DIAL PLAN TABLE
                                                              Percent Full: 0

  Matching                   Insert              Node
  Pattern       Len Del      Digits     Net Conv Num
 36              5   0                  aar  n
 5               5   0                  aar  n 

14
.

Administer AAR Analysis
Automatic Alternate Routing (AAR) was used to route calls to RightFax via Session 
Manager.  Use the change aar analysis command to create an entry in the AAR Digit 
Analysis Table for this purpose.  The example below shows entries previously created for 
the Main Site using the display aar analysis 0 command. The highlighted entry specifies 
that 5 digit dial string 36 was to use route pattern 4 to route calls to the RightFax fax server 
at the Main Site via Session Manager. 

display aar analysis 0                                          Page   1 of   2
                             AAR DIGIT ANALYSIS TABLE
                                   Location: all            Percent Full: 1

          Dialed           Total     Route    Call   Node  ANI
          String          Min  Max  Pattern   Type   Num   Reqd
    36                    5    5     4        aar          n
    5                     5    5     1        aar          n
    53                    5    5     4        aar          n    
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15
.

Administer DS1 for ISDN/T1
Use the add ds1 01a13 command. Note that the actual slot number may vary. During 
compliance testing 01a13 was used as the slot number. The highlighted values shown 
below were used during compliance testing and retain the default values for the remaining 
fields. Submit these changes.

The Interface field must be complementary on both switches. For the sample 
configuration, Main Site was administered as the peer-master, and therefore the remote 
site was administered as the user/slave.

display ds1 01a13                                               Page   1 of   2
                                DS1 CIRCUIT PACK

            Location: 01A13                           Name: T1toG450
            Bit Rate: 1.544                    Line Coding: b8zs
   Line Compensation: 1                       Framing Mode: esf
      Signaling Mode: isdn-pri
             Connect: pbx                        Interface: peer-master
   TN-C7 Long Timers? n                      Peer Protocol: Q-SIG
Interworking Message: PROGress                        Side: a
Interface Companding: mulaw                            CRC? n
           Idle Code: 11111111
                              DCP/Analog Bearer Capability: 3.1kHz

                                           T303 Timer(sec): 4
                                          Disable Restarts? n

      Slip Detection? y                 Near-end CSU Type: other

   Echo Cancellation? N

16
.

Administer ISDN Signaling Group
For the compliance test, a signaling group and the associated ISDN trunk group was used 
for routing fax calls between the two sites. For the compliance test at the Main Site, 
signaling group 6 was configured using the parameters highlighted below.  For further 
details on other fields refer to Section 10.  
 The Group Type was set to isdn-pri.
 The Primary D-Channel, enter the slot number for the DS1 circuit pack which is 

01a13 and the port is 24.
 The Trunk Group for Channel Selection was set to 6, since this was the ISDN trunk 

group number configured during compliance testing (see Step 17 below).
 For the TSC Supplementary Service Protocol field, enter b for QSIG. 
 The default values were used for all other fields.

display signaling-group 6
                                SIGNALING GROUP

 Group Number: 6              Group Type: isdn-pri
                    Associated Signaling? y          Max number of NCA TSC: 0
                       Primary D-Channel: 01A1324     Max number of CA TSC: 0
                                                   Trunk Group for NCA TSC:
       Trunk Group for Channel Selection: 6       X-Mobility/Wireless Type: NONE
      TSC Supplementary Service Protocol: b          Network Call Transfer? N
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17
.

Administer ISDN Trunk Group 
For the compliance test, trunk group 4 was used for the SIP trunk group for routing fax 
calls to/from Session Manager. Trunk group 4 was configured using the parameters 
highlighted below.  For further details on other fields refer to Section 10.

On Page 1:
 The Group Type field was set to isdn.
 A descriptive name was entered for the Group Name.
 An available trunk access code (TAC) that was consistent with the existing dial plan 

was entered in the TAC field. 
 The Direction was set to two-way.
 The Service Type field was set to tie.
 The Carrier Medium was set to PRI/BRI.
 The default values were used for all other fields.

display trunk-group 6                                           Page   1 of  21
                                TRUNK GROUP

Group Number: 6                    Group Type: isdn          CDR Reports: y
  Group Name: T1-to-G450                  COR: 1        TN: 1        TAC: #006
   Direction: two-way        Outgoing Display? n         Carrier Medium: PRI/BRI
 Dial Access? n              Busy Threshold: 255  Night Service:
Queue Length: 0
Service Type: tie                   Auth Code? n            TestCall ITC: rest
                         Far End Test Line No:
TestCall BCC: 4

Administer ISDN Trunk Group – continued 
On Page 2:
 Set the Supplementary Service Protocol to b for QSIG.
 For the Format field, enter unk-unk.
 Default values may be used for all other fields.

display trunk-group 6                                           Page   2 of  21
Group Type: isdn

TRUNK PARAMETERS
         Codeset to Send Display: 6     Codeset to Send National IEs: 6
        Max Message Size to Send: 260   Charge Advice: none
  Supplementary Service Protocol: b     Digit Handling (in/out): enbloc/enbloc

            Trunk Hunt: cyclical
                                                   Digital Loss Group: 13
Incoming Calling Number - Delete:     Insert:                 Format: unk-unk
              Bit Rate: 1200         Synchronization: async    Duplex: full
 Disconnect Supervision - In? y  Out? n
 Answer Supervision Timeout: 0
          Administer Timers? n        CONNECT Reliable When Call Leaves ISDN? n
             XOIP Treatment: auto    Delay Call Setup When Accessed Via IGAR? n

Repeat Steps 12 – 14 to configure the values required for the ISDN routing and dialing plan between 
the two sites.
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Configure Avaya Aura® Session Manager
This section provides the procedures for configuring routing using Avaya Aura ® System Manager.  
The procedures include the following areas:
 Logging into the System Manager.
 Adding Domain.
 Adding Location.
 Adding SIP entities.
 Adding Entity Links.
 Adding Routing Policies.
 Adding Dial Patterns.

Examples shown in this section refer to the Main Site. Unless specified otherwise, these same steps 
also apply to the Remote Site using values appropriate for that location. For detail configuration 
details of the Session Manager refer to Section 10

1.6. Logging into the Avaya Aura® System Manager
This section explains the steps to launch the login screen of the System Manager and accessing the 
Network Routing Policy.

To launch the System Manager Login screen, start an IE browser and type the IP address of the 
System Manager in the URL (not shown). Screen below shows the Log On Screen. Type the 
required User ID and Password credentials and click on Log On to continue.
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From the main screen of System Manager access the Network Routing Policy by selecting Routing 
as shown below.

1.7. Adding Domain
To add a domain, select Domains from the left hand window of the Routing screen and click on 
New (not shown). Configure the Name as shown in screen below and click on Commit to complete 
adding a domain. During compliance testing a domain name of bvwdev.com was used. Additional 
domains can be added in a similar fashion.
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1.8. Adding Location
To add a location, select Locations from the left hand window of the Routing screen and click on 
New (not shown). Configure the Name as shown in screen below and click on Commit to add a 
Domain. During compliance testing a location name of Belleville,Ont,Ca was used. Click on 
Commit to complete adding a location. Additional locations can be added in a similar fashion. 

1.9. Adding SIP Entities
This section explains the adding of SIP entities for the Session Manager, RightFax server and the 
Communication Manager routing. To add SIP Entities, select SIP Entities from the left hand 
window of the Routing screen and click on New (not shown).

Next two screens show the SIP Entity Details for the Session Manager routing. 
Enter a descriptive name for the Name field.
Populate the  FQDN or IP Address field with 10.10.1.11 , which is the IP address of the Session 
Manager. 
Select Type as Session Manager.
Enter some descriptive notes in the Notes field if required.
Select the location configured in Section 6.3 in the Location field.
Select Use Session Manager Configuration option under the SIP Link Monitoring field.
Click on 

Under the Port section, add both TCP and UDP protocol along with the Port value and the Default 
Domain value.
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Click on Commit to complete adding the SIP Entity.

Next two screens show the SIP Entity Details for the RightFax server routing. 
Enter a descriptive name for the Name field.
Populate the  FQDN or IP Address field with 10.10.5.44, which is the IP address of the RightFax 
server. 
Enter some descriptive notes in the Notes field if required.
Select the location configured in Section 6.3 in the Location field.
Select Use Session Manager Configuration option under the SIP Link Monitoring field.
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Under the Entity Links section, add InteropSM as SIP Entity 1 and RightFax as SIP Entity 2 
with UDP Protocol and 5060 as Port.
Click on Commit (not shown) to complete adding the SIP Entity.
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Next two screens show the SIP Entity Details for the Communication Manager routing. 
Enter a descriptive name for the Name field.
Populate the FQDN or IP Address field with 10.10.97.217, which is the CLAN IP address of the 
G650 Media Gateway of the Communication Manager.
Enter some descriptive notes in the Notes field if required.
Select the location configured in Section 6.3 in the Location field.
Select Link Monitoring Enabled option under the SIP Link Monitoring field. This was the value 
used during compliance testing however Use Session Manager Configuration option can also be 
used here.

Under the Entity Links section, add InteropSM as SIP Entity 1 and DevCM-CLAN1 as SIP 
Entity 2 with TCP Protocol and 5060 as Port.
Click on Commit to complete adding the SIP Entity.
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1.10. Adding Entity Links
This section explains the adding of Entity Links for RightFax server and the Communication 
Manager routing. To add Entity Links, select Entity Links from the left hand window of the 
Routing screen and click on New (not shown).

Next two screens show the Entity Links for Communication Manager and RightFax server. 
Enter a descriptive name under the Name field. Select InteropSM under SIP Entity 1. Select 
DevCM-CLAN1 for Communication Manager and RightFax Server for RightFax server under SIP 
Entity 2. Select the required Protocol and enter the Port value of 5060. Click on Commit to 
complete adding an Entity Link.
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1.11. Adding Routing Policies
This section explains the Routing Policy configuration for RightFax server and Communication 
Manager. To add a routing policy, select Routing Policies from the left hand window of the Routing 
screen and click on New (not shown).

Screen below shows the Routing Policy Details for the RightFax server. Enter a descriptive name in 
the Name field and include some notes in the Notes field if required. Leave the rest of the values at 
default. 
Click on the Select button and various SIP Entities configured are displayed (not shown). Select the 
RightFax Server as the SIP Entity Destination. To add a dial pattern, click on Add and various dial 
patterns that are configured is displayed (not shown). Select the dial pattern that needs to be 
associated with RightFax server. A dial pattern can be added once it has been configured as 
explained in Section 6.7 below. Click on Commit to complete adding a routing policy.
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Screen below shows the Routing Policy Details for the Communication Manager. 
Enter a descriptive name in the Name field and include some notes in the Notes field if required. 
Leave the rest of the values at default. 
Click on the Select button and various SIP Entities configured are displayed (not shown). Select the 
DevCM-CLAN1 as the SIP Entity Destination. To add a dial pattern, click on Add and various dial 
patterns that are configured is displayed (not shown). Select the dial pattern that needs to be 
associated with Communication Manager. t. A dial pattern can be added once it has been configured 
as explained in Section 6.7 below. Click on Commit to complete adding a routing policy.

Additional routing policies can be configured as required in a similar fashion.
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1.12. Adding Dial Patterns
This section explains the steps to add a dial pattern for the RightFax and Communication Manager. 
To add a dial pattern, select Dial Patterns from the left hand window of the Routing screen and 
click on New (not shown).

Screen below shows the Dial Pattern Details for the RightFax server. During compliance testing 
extensions range on RightFax server started with 360xx and therefore 360 are used in the Pattern 
field. The minimum and maximum size of the extension is defined as 5 to 36.  Add the To RightFax 
Server policy as configured in Section 6.6 above. Click on Commit to complete adding the dial 
pattern. Additional dial patterns can be configured as required in a similar fashion.
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Configure Open Text RightFax
This section describes the configuration of OpenText RightFax and the embedded RightFax Original 
Equipment Manufacturer (OEM) or Brooktrout SR140 virtual fax board software from Dialogic 
(hereafter referred to as “SR140”).  It assumes that the application and all required software 
components, including Brooktrout SR140 and the database software (Microsoft SQL 2012), have 
been installed and properly licensed.  For instructions on installing RightFax, refer to Section 10. 

Note that the configurations documented in this section pertain to interoperability between RightFax 
and the Avaya SIP infrastructure.  The standard configurations pertaining to RightFax itself (e.g., 
administering fax channels) are not covered.  For instructions on administering and operating 
RightFax, refer to Section 10.

The configuration procedures covered in this section include the following:

 Launch RightFax Enterprise Fax Manager and Brooktrout Configuration Tool (Steps 1 – 6)
 Configure IP stack (Step 7)
 Configure BTCall parameters (Steps 8 – 9)
 Configure Call Control parameters (Step 10)
 Configure SIP IP parameters (Step 11)
 Configure T.38 parameters (Step 12)
 Configure RTP parameters (Steps 13 – 14)
 Administer RightFax dialing rules (Steps 15 – 16)
 Administer RightFax users (Steps 17 – 20)

The examples shown in this section refer to the Main Site. Unless specified otherwise, these same 
steps also apply to Remote Site using values appropriate from Figure 1.
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1. Launch RightFax Enterprise Fax Manager
The RightFax configuration is performed using the RightFax Enterprise Fax Manager.  
Launch the RightFax Enterprise Fax Manager from the Windows Start menu.  At the 
main window, highlight the host name of the fax server (created during the installation 
process) from the navigation menu in the left pane:
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2. RightFax DocTransport Module
The Brooktrout SR140 was configured during installation.  To view or modify the 
settings, the RightFax DocTransport Module must be stopped.  Right-click this module 
in the lower right pane and select Stop All Services.  After all the service modules 
indicate the stopped status, right-click the RightFax DocTransport Module name again 
to select Configure Service.
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3. RightFax DocTransport Module - Continued
In the DocTransport Configuration window that appears, click RightFax OEM (left 
side of screen), then click on the Configure Brooktrout button.
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4. Account Access Information
Enter the credentials for the RightFax Service account used for the RightFax 
DocTransport Module.  This account must have administrative user rights on the 
computer that runs the service.
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5. Brooktrout Configuration Tool
The Brooktrout Configuration Tool – Wizard Mode window gets displayed. Click the 
Advanced Mode button in this window.

6. Click Yes when prompted to launch the Configuration Tool in Advanced mode.
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7. Configure IP Stack
A Configure IP Stack window is displayed on first invocation of the Brooktrout 
configuration tool:

Choose SIP and click OK.  The following Brooktrout Configuration Tool window is 
displayed.

Note that IP Stack can be viewed/reconfigured from the Brooktrout Configuration Tool 
menu Options  Configure IP Stack.
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8. Configure BTCall Parameters

Note: During the compliance testing, the following settings were configured differently 
than the default settings. In practice, these settings may not be required for full 
functionality.

Navigate to Brooktrout  BTCall Parameters (All boards) in the left navigation 
menu.  Click the Show Advanced button.  
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9. Configure BTCall Parameters (continued)

Under Advanced Settings, configure the fields as follows:

 Error Correction Mode: ECM Disabled
 Permitted Compression Types: MH only
 V.34 Enable Send Call Indicator:  Disable
 V.34 High Speed Control Signaling: Disable
 V.34 Modulation Capability: Disable

Use default values for other fields.
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10. Configure Call Control Parameters
Navigate to Brooktrout  Call Control Parameters  Module 0x41: SR140 in the 
left navigation menu.  Ensure the following configuration parameters are correct for your 
environment:

 IP Call Control Module: SIP
 Media IP Interface for IPv4: If the server contains multiple network interface 

cards (NICs), ensure you have selected an interface that is able to communicate 
with the Avaya Session Manager.

 Lowest/Highest IP Port Numbers:  Ensure your RTP range matches the port 
range configured on the Avaya SIP infrastructure. By default, the port range for 
SR140 is 56000 to 56999. A maximum range of 1000 ports may be specified. 
When you change the Lowest IP Port Number value, the Highest IP Port Number  
value will adjust automatically.
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11. Configure SIP IP Parameters
Navigate to Brooktrout  IP Call Control Modules  SIP in the left navigation 
menu.  Select the IP Parameters tab in the right pane.  Configure the fields as follows:

 From Value – If required by the Avaya environment, set this to an appropriate 
UserInfo@DomainName. The DomainName should be set to the authoritative 
domain as configured in Session Manager. During compliance testing this value 
was left at default.

 Contact Address – If required by the Avaya environment, set enter the IP 
address assigned to RightFax and the port number 5060. During compliance 
testing this value was left at default.

 Username – Required. Default value is a dash (‘-‘) character.

Use default values for all other fields.
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12. Configure T.38 Parameters
Select the T.38 Parameters tab.  Configure the fields as shown below in the screenshot.

Note: During the compliance testing, the following settings were configured differently 
than the default settings. In practice, these settings may not be required for full 
functionality.

 “Maximum Bit Rate, bps” is set to maximum, 9600 (default is 14400).

13. Configure RTP Parameters
Select the RTP Parameters tab. Set the RTP codec list value to use only a single codec, 
either pcmu or pcma to match the codec used in your region.
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14. Complete Brooktrout SR140 Configuration
After verifying all the above parameters are properly set, click Save in the button menu 
(not shown).  

Exit the Brooktrout Configuration Tool. 

In the DocTransport Configuration screen, click the OK button (See screen shot in 
Step 3 above).

Restart all RightFax service modules by right clicking the RightFax DocTransport 
Module name in the lower right pane of the RightFax Enterprise Fax Manager window 
and select Start All Services (See screen shot in Step 2 above).
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15. Configure Dialing Rules

Dialing Rules are used by RightFax to route calls.  In the compliance test, a dialing rule 
was created to route outbound fax calls to the Session Manager. 

In the left navigation menu under the host name of the fax server, navigate to Dialing 
Plan, right-click Dialing Rules and select New to create a new rule.

The example below shows the single rule created for the compliance test at Main site.  
The + in the Pattern field indicates that this rule applies to all dialed numbers.  To view 
the details, double click on the rule in the right pane.
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16. Configure Dialing Rules - Continued
The Rule Edit window will appear as shown below. The Number Adjustments tab 
shows the digit string manipulation that is done to each dialed number. In the example 
below, each outbound fax phone number is appended with @10.10.1.11 as indicated in 
the Append this field. This IP address is for the Session Manager server at the Main site.
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17. Configure Users
A user is created on the RightFax server for each incoming fax number. The user 
represents the fax recipient. To view the list of users, navigate to Users in the left 
navigation menu under the host name of the fax server. The example below shows a list 
of five users.  To view the details of a user, double-click on the user entry in the right 
pane. 
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18. Configure Users – Identification
The User Edit window will appear as shown below. Select the Identification tab. The 
example below shows the settings used for the compliance test at Main site. The User ID 
field is set to a descriptive name. Appropriate values should be entered or selected for 
other fields. 
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19. Configure Users – Inbound Routing
On the Inbound Routing tab, the Routing Code field is set to the fax number of the 
recipient. In the case of the compliance test, this was extension 36000 for Main site as 
shown below. Default values may be used for all other fields. 

RS; Reviewed:
SPOC 5/13/2013

Solution & Interoperability Test Lab Application Notes
©2013 Avaya Inc. All Rights Reserved.

47 of 50
RFax_CM62_SIPT1



20. Configure Users – Outbound Settings
The Default Outbound Settings tab configures various outbound fax call settings.  
Configure these settings as appropriate.  
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Verification Steps
The following steps may be used to verify the configuration:

 From Communication Manager SAT, use the status signaling-group command to verify that 
the SIP signaling groups configured in Step 8 of Section 5.1 are in-service.

 From Communication Manager SAT, use the status signaling-group command to verify that 
the ISDN signaling groups configured in Step 16 of Section 5.1 are in-service.

 From Communication Manager SAT, use the status trunk-group command to verify that 
the SIP trunk group configured in Section 5.1, Steps 9 - 10 is in-service.

 From Communication Manager SAT, use the status trunk-group command to verify that 
the ISDN trunk group configured in Section 5.1, Step 16 - 17 is in-service.

 Verify that fax calls can be placed to/from Open Text RightFax server at each site.
 From Communication Manager SAT, use the list trace tac command to verify that fax calls 

are routed to the expected trunks.
 From System Manager, confirm that the Entity Link between Session Manager and the Open 

Text RightFax server is in service.

Conclusion
These Application Notes describe the procedures required to configure Open Text RightFax server 
to interoperate with Avaya Aura® Communication Manager and Avaya Aura® Session Manager.  
Open Text RightFax successfully passed compliance testing with the observations and notes 
mentioned in Section 2.2.

Additional References 
[1] Avaya Aura® Communication Manager Feature Description and Implementation, Doc # 555-

245-205, Release 6.2, Issue 9.0, December, 2012.
[2] Administering Avaya Aura® Communication Manager, Doc # 03-300509, Release 6.2, Issue 7.0, 

December, 2012.
[3] Administering Avaya Aura® Session Manager, Doc # 03-603324, Release 6.2, July, 2012.
[4] Administering Avaya Aura® System Manager, Release 6.2, Issue 2.0, July 2012

[5] OpenText RightFax 10.5 Administrator’s Guide, July, 2012.
[6] OpenText RightFax 10.5 Installation Guide, June, 2012.

Documentation for: 
Avaya products may be found at http://support.avaya.com.
RightFax products may be found at https://knowledge.opentext.com. (Valid login required).
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