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Abstract

These Application Notes describe the configuration steps required for Verint Impact 360 to
interoperate with Avaya Proactive Contact and Avaya Communication Manager using Service
Observing. Verint Impact 360 is a call recording solution for contact centers. In the
compliance testing, the Verint Impact 360 used the Event Services interface from Avaya
Proactive Contact to obtain information on agent states and outbound calls, and used the
Avaya Communication Manager Service Observing feature via the Avaya Application
Enablement Services Device, Media, and Call Control interface to capture the media
associated with the outbound calls for call recording.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Verint Impact 360 to
interoperate with Avaya Proactive Contact and Avaya Communication Manager using Service
Observing. Verint Impact 360 is a call recording solution for contact centers. In the compliance
testing, the Verint Impact 360 used the Event Services interface from Avaya Proactive Contact to
obtain information on agent states and outbound calls, and used the Avaya Communication
Manager Service Observing feature via the Avaya Application Enablement Services (AES)
Device, Media, and Call Control (DMCC) interface to capture the media associated with the
outbound calls for call recording.

The Avaya Proactive Contact Event Services interface is used by Verint Impact 360 to monitor
the states and outbound calls for the agents. When the agent logs into Avaya Proactive Contact
to service outbound calls, Verint Impact 360 receives the notification and initiates a Service
Observing request to Avaya Communication Manager via the Avaya AES DMCC interface, to
add a virtual IP softphone to the dedicated audio connection between the agent and Avaya
Proactive Contact. The virtual IP softphone will stay connected to the agent until the agent logs
out of Avaya Proactive Contact.

When an outbound call is delivered to the agent, the Verint Impact 360 is informed of the call via
call events from the Avaya Proactive Contact Event Services interface, and therefore starts the
call recording using the media from the virtual IP softphone that is connected to the agent. The
call events from the Avaya Proactive Contact Event Services interface are also used to determine
when to stop the call recording.

Verint Impact 360 only uses the Avaya Proactive Contact Event Services to record outbound
calls, therefore the compliance test only covered the recording of outbound calls from Avaya
Proactive Contact.
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1.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying the following on the Verint Impact 360:
¢ Handling of real-time agent states and call events from Avaya Proactive Contact.

e Use of Avaya AES DMCC registration services to register and un-register the virtual IP
softphones.

e Use of Avaya AES DMCC physical device services to activate Service Observing for the
virtual IP softphones.

e Use of Avaya AES DMCC monitoring services and media control events to obtain the
media from the virtual IP softphones.

¢ Proper recording, logging, and playback of outbound calls for scenarios involving basic,
hold, reconnect, simultaneous, conference, and transfer calls.

The serviceability testing focused on verifying the ability of Verint Impact 360 to recover from
adverse conditions, such as disconnecting/reconnecting the Ethernet cable to Verint Impact 360.

1.2. Support
Technical support on Verint Impact 360 can be obtained through the following:

e Phone: (800) 776-2462
e Email: contactcenter@verint.com
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2. Reference Configuration

Verint Impact 360 can be configured on a single server or with components distributed across
multiple servers. The compliance test configuration used two servers to host Verint Impact 360
components, as shown in Figure 1.

The detailed administration of basic connectivity between Avaya Communication Manager and
Avaya AES, and between Avaya Communication Manager and Avaya Proactive Contact, are not
the focus of these Application Notes and will not be described.
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Figure 1: Verint Impact 360 with Avaya Proactive Contact and Avaya Communication
Manager Using Service Observing
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3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment

Avaya S8700 Servers

Avaya Communication Manager 5.1.2,
RO15x.01.2.416.4

Avaya MCCI1 Media Gateway

e TN799DP C-LAN Circuit Pack HWO01 FW024
e TN2302AP IP Media Processor HW13 FW116
Avaya Application Enablement Services 4.2
Avaya Proactive Contact with PG230 Switch 4.0
Avaya 4600 Series [P Telephones (H.323) 2.9
Verint Impact 360
e Verint Impact 360 HUB ULTRA 10 SP3
e Verint Impact 360 VoIP ULTRA 10 SP3
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4. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager. The
procedures include the following areas:

e Verify Avaya Communication Manager License
Administer DMCC CTI link

Administer feature access codes

Administer class of restriction

Administer agent stations

Administer virtual IP softphones

4.1. Verify Avaya Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Avaya Communication Manager
license has proper permissions for features illustrated in these Application Notes. Use the
“display system-parameters customer-options” command to verify that the Service Observing

(Basic) customer option is set to “y” on Page 6. If this option is not set to “y”, then contact the
Avaya sales team or business partner for a proper license file.

display system-parameters customer-options Page 6 of 11
CALL CENTER OPTIONAL FEATURES

Call Center Release: 5.0

ACD? vy Reason Codes? vy
BCMS (Basic)? y Service Level Maximizer? y
BCMS/VuStats Service Level? y Service Observing (Basic)? y
BSR Local Treatment for IP & ISDN? n Service Observing (Remote/By FAC)? y
Business Advocate? n Service Observing (VDNs)? y
Call Work Codes? y Timed ACW? y
Navigate to Page 10, and verify that there is sufficient IP_Soft license.
display system-parameters customer-options Page 10 of 11
MAXIMUM IP REGISTRATIONS BY PRODUCT ID
Product ID Rel. Limit Used
AgentsSC : 12000 0
IP API A : 12000 0
IP API B : 100 0
IP API C : 100 0
IP Agent : 12000 0
IP IR A : 100 0
IP Phone : 12000 4
IP ROMax : 12000 0
IP_Soft : 12000 0
IP eCons : 128 0
oneX Comm : 12000 0
0 0
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4.2. Administer DMCC CTI Link

Add a CTTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields.

add cti-link 15 Page 1 of 3
CTI LINK
CTI Link: 15
Extension: 24998
Type: ADJ-IP
COR: 1
Name: Verint DMCC Link

4.3. Administer Feature Access Codes

Use the “change feature-access-codes” command, to enter an available feature access code for
the Service Observing Listen Only Access Code field.

change feature-access-codes Page 5 of 10
FEATURE ACCESS CODE (FAC)

Automatic Call Distribution Features

After Call Work Access Code: *13
Assist Access Code:
Auto-In Access Code: *15
Aux Work Access Code: *16
Login Access Code: *17
Logout Access Code: *20
Manual-in Access Code: *12
Service Observing Listen Only Access Code: *05
Service Observing Listen/Talk Access Code: *06
Service Observing No Talk Access Code: *07
Add Agent Skill Access Code:
Remove Agent Skill Access Code:
Remote Logout of Agent Access Code:
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4.4. Administer Class of Restriction

Enter the “change cor n” command, where “n” is the class of restriction (COR) number used for
integration with Verint Impact 360. Set the Can Be Service Observed and Can Be A Service
Observer fields to “y”, as shown below. For the compliance testing, this COR was assigned to
the physical stations used by the Avaya Proactive Contact agents and to the virtual IP softphones
used by Verint Impact 360.

change cor 7 Page 1 of 22
CLASS OF RESTRICTION

COR Number: 7
COR Description:

FRL: 7 APLT? y
Can Be Service Observed? y Calling Party Restriction: none
Can Be A Service Observer? y Called Party Restriction: none
Time of Day Chart: 1 Forced Entry of Account Codes? n
Priority Queuing? n Direct Agent Calling? y
Restriction Override: none Facility Access Trunk Test? n
Restricted Call List? n Can Change Coverage? y

4.5. Administer Agent Stations

Modify each physical station used by the Avaya Proactive Contact agents to allow the station to
be service observed. Change the agent station using the “change station n” command, where “n”
is the station extension number. For the COR field, enter the COR from Section 4.4, which
allows the station to be service observed.

Repeat this section for all agent stations. In the compliance testing, two physical agent stations
with extensions of “22721” and “26614” were modified.

change station 22721 Page 1 of 5
STATION

Extension: 22721 Lock Messages? n BCC: O

Type: 4621 Security Code: * TN: 1

Port: S00011 Coverage Path 1: COR: 7

Name: Customer Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 22721
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n

IP Video? n

Customizable Labels? y
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4.6. Administer Virtual IP Softphones

Add a virtual softphone using the “add station n” command, where “n” is an available extension
number. Enter the following values for the specified fields, and retain the default values for the
remaining fields.

Type: “4602+”
Name: A descriptive name.
Security Code: A desired value.

e COR: The class of restriction number from Section 4.4.

IP SoftPhone: “y”

add station 22991 Page
STATION
Extension: 22991 Lock Messages? n
Type: 4602+ Security Code: 12345
Port: S00147 Coverage Path 1:

Name: Verint Virtual Softphone 1 Coverage Path 2:

STATION

Hunt-to Station:

1 of

BCC:

TN:
COR:
COS:

OPTIONS
Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 22991
Speakerphone: l-way Mute Button Enabled? y

Display Language: english

Survivable GK Node Name:

Survivable COR: internal Media Complex Ext:

Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n

P dF O

Repeat this section to administer the desired number of virtual softphones, using sequential
extension numbers and the same security code for all virtual softphones. For the compliance
testing, two virtual softphones were administered as shown below, to allow for two simultaneous

recordings.
list station 22991 count 2
STATIONS

Ext/ Port/ Name / Room/ Cvl/ COR/ Cable/
Hunt-to Type Surv GK NN Move Data Ext Cv2 COS Jack
22991 S00147 Verint Virtual Softphone 1

4602+ no 1
22992 S00139 Verint Virtual Softphone 2

4602+ no 1
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5. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya AES. The procedures include the
following areas:

e Verify AES license
e Obtain H.323 gatekeeper
e Administer Verint user

5.1. Verify AES License

Access the AES OAM web-based interface by using the URL “https://ip-address:8443/MVAP”
in an Internet browser window, where “ip-address” is the IP address of the AES server. The
Logon screen is displayed as shown below. Log in with the appropriate credentials.

Application Enablement Services

Please log on.

Logon:
Password:
- J
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The Welcome to OAM screen is displayed next. Select CTI OAM Administration from the
left pane.

Operations Administration and Maintenance

, AVAyA Application Enablement Services

# 0AM Home ® Help (@ Logout

You are here: > Home

Welcome to OAM

I Home
|| CTIOAM Administration
| User Management
Security Administration

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools
for managing the AE Server. OAM spans the following administrative domains:

{ e« CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the AE Server.

e User Management - Use User Management to manage AE Services users and AE Services
user-related resources.

e Security Administration - Use Security Administration to manage Linux user accounts and
configure Linux-PAM (Pluggable Authentication Modules for Linux).

| Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

The Welcome to CTI OAM Screens is displayed. Verify that AES is licensed for the DMCC
Service, as shown below. If the service is not licensed, contact the Avaya sales team or business
partner for a proper license file.

|
7 AVAVA Application Enablement Services
Fi y Operations Administration and Maintenance
' $ 0AM Home ® Help i@Logout
| CTIOAM Home You are here: > CTI OAM Home
'+ Administration
e and ool Welcome to CTI OAM Screens
Maintenance
{ Alarms [craft] Last login: Wed Feb 4 10:34:15 2009 from 192.168.199.73
¢ Logs
' |» Utilities
' » Help IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
| Changes to the Security Database do not require a restart.
| Service Status State Licenses Purchased
i ASAI Link Manager Running N/A N/A
3 DMCC Service Running ONLINE Yes
CVLAN Service Running ONLINE Yes
DLG Service Running ONLINE Yes
Transport Layer ;
{ Service Running N/A N/A
1 TSAPI Service Running ONLINE Yes
| SMs N/A N/A Yes
For status on actual services, please use Status and Control.
: License Information
‘ You are licensed to run Application Enablement (CTI) version 4.2.
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5.2. Obtain H.323 Gatekeeper

Select Administration > Switch Connections from the left pane. The Switch Connections
screen shows a listing of the existing switch connections. Locate the connection name associated
with the relevant Avaya Communication Manager, in this case “devcon2715”, and select the
corresponding radio button. Click Edit H.323 Gatekeeper.

/AVA A Application Enablement Services
y Operations Administration and Maintenance
® 040 Home ®Help @Logout

You are here: Administration > Switch Connections

CTI OAM Home

|+ Administration - -
{ : Switch Connections
| » Network Configuration
Switch Connections -
|| b CTILink Admin | Add Connacion
| » DMCC Configuration Connection Mame Murnber of Active Connections
TSAPI Configuration ) devconll 0
» Security Database © devconia 1
» Certificate Management
. O devconil4 0
» Dial Plan
Enterprise Directary O devconzs =
» Host &4 ® devcon2715 o
SMS Configuration O devcon3az 0
{ wWehblM Configuration O devconaz o
| Bridged Alert Config
| ) procurementlab 0
| |» Status and Control
' |y Maintenance [ Edit Connection ] [ Edit CLAN IPs ] [ Edit H.323 Gatekeeper ] [ Delete Connection ]
'+ Alarms

The Edit H.323 Gatekeeper screen is displayed. Note the IP address, for this value will be used
later to configure the Verint Impact 360 server.

Application Enablement Services
Operations Administration and Maintenance

® 040 Home ®Help @Logout

You are here: Administration = Switch Connections

|| CTI OAM Home

et e Edit H.323 Gatekeeper - devcon2715

v Network Configuration

Switch Connections
CTI Link Admin | Add Narme o [P

-

|| » DMCC Configuration Mame ar IP Address
TSaPI Canfiguration ® 192.45.100.84

-

Security Database Delete IP

Certificate Management

-
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5.3. Administer Verint User

Administer a new user account for Verint Impact 360, which is created from the AES User
Management web pages. Select OAM Home, located at the upper right corner of the screen, to
display the Welcome to OAM screen below. Select User Management from the left pane.

Application Enablement Services

F
AVAyA Operations Administration and Maintenance

# 0AM Home ®Help @Logout

> Home

You are here:

Welcome to OAM

Home

CTI OAM Administration
User Management
Security Administration

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools
for managing the AE Server. OAM spans the following administrative domains:

e CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use

{ on the AE Server.
e User Management - Use User Management to manage AE Services users and AE Services
user-related resources.
e Security Administration - Use Security Administration to manage Linux user accounts and
configure Linux-PAM (Pluggable Authentication Modules for Linux).

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

The Welcome to the User Management home page screen is displayed, as shown below.

Application Enablement Services

/ AVAVA Operations Administration and Maintenance

# 0AM Home @ Help @ Logout

B L Al You are here: > User Management Home
{

+ User Management
B e et Welcome to the User Management home page
]

Help

User Management provides you with the following tools for managing user-related information for
AE Services:

e User Management -- Use the User Management tools to manage all AE Services users (add,

change or delete users).
e Service Management -- Use the Service Management tools for managing the User
Management service itself (for example, synchronizing events between the AE Services user

database and the Security database).
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Select User Management > Add User from the left pane. In the Add User screen shown

below, enter descriptive values for the User Id, Common Name, Surname, User Password,
and Confirm Password fields. For the CT User field, select “Yes” from the drop-down list.
Retain the default value in the remaining fields. Click Apply at the bottom of the screen (not

shown below).

User Management Home
~ User Management

List All Users

Add User

Search Users

Modify Default User
| Change User Password
} » Service Management
+ Help

You are here: > User Management > Add User

Application Enablement Services |
Operations Administration and Maintenance |

# 0AM Home @ Help (@ Logout

Add User
Fields marked with * can not be empty.

* User Id |yerint
* I %
Common Name |yerint
* Surmname [yerint
|

* User Password [,

* Confirm Password -

Admin Note ‘

Avaya Role | None |

Business Category ‘
Car License ‘;
CM Home ™
Css Home ‘
CT User [y ~|
Department Number ‘_ —

Display Name [
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6. Configure Verint Impact 360

This section provides the procedures for configuring Verint Impact 360. The procedures include

the following areas:

Launch Configuration Manager

Administer acquisition configuration

Administer recording control

Generate and distribute configuration

Launch IntelliLink Configuration

Administer Communication Manager connection
Administer Proactive Contact connection

The configuration of Verint Impact 360 is performed by Verint technicians. The procedural
steps are presented in these Application Notes for informational purposes.

6.1. Launch Configuration Manager
From the Verint Impact 360 server running the HUB component, double-click on the System

Tool icon shown below, which is created as part of the installation.

kemn Tools

The System Tools screen is displayed. Select the Run tab, followed by Configuration
Manager to launch the application.

Gereral  Fun

I Daily files restore tool
o Database Pre Allocation
I Database Status Viewer

% Infarmation Collectar

B License ananer

& Online Help

B Post-recovery Acquisition Database Sync
B Post-recovery Application Database Sync

¥ Post-recovery Ct
B Real-Time Views
'ﬁl Recording Monit
O Reporting Frarme
O Reparting Frame
O Reparting Frame
1 reporting Frame
O Reparting Frame
B Restore

[{H Rule Editor

ﬁ] Screen Recordir
af SMMP Testing U
E WatchDog

i
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In the Configuration Manager Login screen, enter the appropriate credentials.

|
Configuration Manager Login

Enter Pazsword:

Ok,

Cancel

The Open Site Configuration screen is displayed next. Select the appropriate site under Sites
and click Open Site. Note that the applicable sites are created by the Verint technicians as part

of the initial configuration.

Open Site Configuration

M arme;

Site |0

s PC

|2002

Primary Site: |es

Description: ;I
Version:  90,1.1301
Releaze:
Open Site Cloze |
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6.2. Administer Acquisition Configuration

The Configuration Manager screen is displayed. Select Recording and Call Flow >
Acquisition Configuration > Acquisition Unit 2 from the left pane, to display the Acquisition
Configuration — Acquisition Unit 2 screen. Enter the following values for the specified fields,
and retain the default values for the remaining fields. Click Save.

¢ No. of Channels: The number of virtual softphones from Section 4.6.
e Tapping Mode: “Delivery — CMAPI”

e Number of simultaneous contacts: The number of virtual softphones from Section 4.6.
e VoIP Compression: Select a desired VoIP compression.

P Configuration Manager - D:\Comverse', Uconf,Bin'5ites' AYAYA_PC.uclk

“Fie| |
D

FE] Spstem
B Machines/Subsystems

Bl General System Configuration Gieneral |
F B Recording and Call Flow
B B Acquisiion Configuration Arquisition Type: |V0IP vI
-2 Acquisition Unit 1
2 zition Lnit 2
BB Recarding Contral Mo. of Channels: |2 :I'
B &cquisition Director : -
B &udio Transfer and Storage Module Tapping bode: | Delivery - CMAP) .L‘

B Storage Manager
LB Multiple Sites Murnber of simultaneous contacts: |2 '!
B B Applications
B Application Features I~ Enable Signaling
-B Field Hames
B DataAccess Services
LB Directony
5 B Database [ illse Variable Compressiore
Bl Datahase Backup
B Databaze Purging and Maintenance YolP Compression; IG.?23_MUNU Li
B B Alarms
EI Wik Status Monitaring
B B Data Center
L B Datawarehouse

Signaling Pratocol: ICisc-:u Skinmm ll

Pair with Lnit INone 'I far redundancy. handled by Redundancy Maritar IN-.'-ne 'I |
[ Authorized
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6.3. Administer Recording Control

From the Configuration Manager screen, select Recording and Call Flow > Recording
Control > Acquisition Unit 2 from the left pane, to display the Recording Control —
Acquisition Unit 2 screen. Select the CMapi tab. Enter the following values for the specified
fields, and retain the default values for the remaining fields.

Virtual extensions start
Silent observation code:

Switch address:
e Login password:

Connector server address:

at: The starting virtual softphone extension from Section 4.6.
The Service Observing Listen Only code from Section 4.3.

The IP address of the Avaya AES server.

The IP address of the H.323 gatekeeper from Section 5.2.
The password for the virtual softphones from Section 4.6.

,Q—Eunfiguratinn Manager - D:\ Comverse',UconMBin",Sites  A¥AYA_PC.ucl

File:

O A

F B Spstem
B Machines/Subspstems
B General Spstem Configuration
F B Recording and Call Flaow
B Acquisiion Configuration
=B Recording Contral
Acquisition Unit 1

i n Uit 3
B Acquisition Director
B Audio Transfer and Storage Module
B Storage Manager
LB Multiple Sites
F B Applications
B Application Features
-B Field Mames
I-B Datascoess Services
LB Directory
Fl B Databaze

B Databaze Backup
B Databaze Purging and Maintenance

F B Alarms

@ Wiehd Statuz Monitaring
Fl B DataCenter

LB Data'warshouse

I

General  CMapi

Connectar server part:
Capture Mic 1P address:
SoftPhone preferred codec:

irtual extenzions start at:

Silent obzervation code:
Connector server address:
Switch address:

Login pazsword:

Encryption;

UDP ports for recording start at:

54?21
|1 9216819363

|Grza

i22991
iElDEIE‘
i"DE

192459598

|192 45.100.84

Authorized 2
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6.4. Generate and Distribute Configuration
Click on the Generate and Distribute Configuration To Site icon circled below.

j-_'! Configuration Manager - D¢ Comyerse', Uconf,Bin', Sites  AYAYA_PC.ucf
B B System ReCcord (] 0 0 AC ol 0 Save
M achines/Subsystems -
General System Configuration General CMapi
E B Fecording and Call Flove
Acquizition Configuration
Acquisition Uit 1 ; I—
& t L 4721
Acquisition Urit 2 BNEEIAT SEREL Pt
Recording Control Capture Mic [P address: |1 0.61.21.70
Acquisition Unit 1
E SoftPhone preferred codec: IG?29 L‘

The Generation and Distribution of Configuration screen is displayed. Click Select All,
followed by Distribute Configurations to distribute the updated configuration to all
components. Reboot all Verint Impact 360 servers.

Generation and Distribution of Configuration

|Jzing the checkboxes, select the subsystem instances to which pou want to distribute

configurations. Click the subsystem name to select/clear all ingtances of a subsystem. Usze
buttans to select/clear all

Subsystem [l [P Address [=]
Acquisition Database
O 1 106121 53
Acquisition Director =
O 1 1061.21.70
Acquisition Unit(s) on
O 10.61.21.53
O 106121 70
Application Database
O 1 1061.21.53
Applications
[ 1 b
Diztribute Configurations | Select Al | Clear Al |

Advanced... | Cloze |
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6.5. Launch IntelliLink Configuration

From the Verint Impact 360 server running the VoIP component, double-click on the System

Tool icon shown below, which is created as part of the installation.

'_:n':.-'StEim Toals

The System Tools screen is displayed. Select the Configuration tab, followed by IntelliLink

Configuration to launch the application.

System Tools =] |

File Group

Configuratior I Generall Run I

W add Users Group to LILTRA's Yidual Folders
L add Users Group to Virtual Folders

2=l Encryption Utility
@ IntelliLink Analyzer
0 =\ ntelliLink Configuration
m=l T Tool

i ey Retriever

i Log Manadger

1 Security Configuration LHility
[ valP o Mic Manager
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6.6. Administer Communication Manager Connection

The IntelliLink Configuration Utility screen is displayed. Right click on IntelliLink in the left
pane, and select New to create a new switch connection.

O pIntelliLink Configuration Utility

B InteliLink Active CTI I
General | Advanced' Troubleshooting I IntelliLink APl /&b Service | Truncate Data| Ewvents Filter |

Recording Mode
[ |5tation Side =l

‘ Logout agents if InteliLink iz disconnected for more than [10 minutes

— Duplicate PEX IDz or Extension:

[T PE¥1Ds are duplicate across switches

[~ Estensions are duplicate across switches

— Switch Mode

|Single Switch =l

Save Changes | QK |

The IntelliLink Configuration Wizard screen is displayed (not shown). Select Avaya
Communication Manager, and click Next.

In the subsequent screen (not shown), select TSAPI for protocol, and click Next. Note that the
TSAPI selection includes the DMCC.

The screen below is displayed. Enter a desired name for Switch Name, and click Next.

O IntelliLink Configuration Wizard I

Define the switch name ar select switch fram the hist:
— Switch Mame

EE =

<-Back | MHewt > | LCancel ‘
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The IntelliLink Configuration Utility screen is displayed again, and updated with the newly
added switch connection shown in the left pane. Select CMS (Switchl) > TSAPI from the left
pane. Select the General tab in the right pane. For Login ID and Password, enter the Verint
user credentials from Section 5.3. Click Save Changes.

O qIntelliLink Configuration Ukility

E- IntelliLink
Bl @ CM5 [Switch1)
@ TSAR
@ Devices
- Channel Mapping
@ Custom Data

General | Advanced I
Server Name I
Login ID lverinl{
Passward [weiint!
Optional

Backup Server Name

Lagin IC l

Pazswaord l

Save Changes

oK |

Select CMS5 (Switch1l) > Channel Mapping from the left pane. Use the Add/Modify Modules
and Channels and the Map Channels sections to assign the physical agent stations from
Section 4.5 to relevant modules and channels. This will associate a virtual softphone with each
physical agent station. In the compliance testing, two channels for module “2” were used, with
module “2” denoting audio recording. The screen below is shown after entering the values and

clicking Save Changes.

O pIntelliLink Configuration Utility

IrteliLink

EE

_:J@ CME (Switchl] * Module | Channel Device
1 2 1 26614
2 2 2 22721

@ Channel Mapping
@ Customn Data

— Add/Modify Modules and Channel

From module; | to: | Lharoe s I

rnadule:

AddAMaodify |

—Map Channelz

Map module; | From channel: I

From device; I

ka: |

Map

— Unmap Channels

Select the channels to unmap and click Unmap,  Unmap |

r— Delete Module
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— File Options
[~ &ppend Export | Impart |
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6.7. Administer Proactive Contact Connection

From the IntelliLink Configuration Utility screen, right-click on IntelliLink in the left pane,
and select New to create a new switch connection.

O qIntelliLink Configuration Utility

= InteliLink Lctive CTI i
I:-!m?_..gﬁ'r[g:;rh” General | Advariced | Troubleshooting | InteliLink AP1web Service | Truncats Data] Events Fiter |
@ Devices " Recording Maode
i @ Channel Mapping
oo Custom Data |Station Side LI
‘ Logout agents if IntelliLink iz disconnected for more than [10 minutes

— Duplicate PBX [Dz or Extenzions

[ PEBX Dz are duplicate across switches

[™ Extensions are duplicate across switches

— Switch Mode

Single Switch =l

Save Changes | ak. |

The IntelliLink Configuration Wizard screen is displayed (not shown). Select Avaya PDS,
and click Next.

The screen below is displayed. For Switch Name, select the same switch name from Section
6.6, and click Next.

O IntelliLink Configuration Wizard i

Defing the switch name or select switch from the list;
— Switch Mame

E E2

<-Back | Mewt-: | LCancel ‘
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The IntelliLink Configuration Utility screen is displayed again, and updated with the newly
added switch connection shown in the left pane. Select CMS5 (Switch2) > CMS from the left
pane. Select the General tab in the right pane. Enter the following values for the specified
fields, and retain the default values for the remaining fields. Click Save Changes.

e Server Name: The host name of the Avaya Proactive Contact server.
e Switch ID: The switch number for the Communication Manager connection.
e Server version: “4”

O qiIntelliLink Configuration Utility

=- : InteiLink General |.&dvanced
El- @ CM5 [Switch1]

- Devices Server Name ||2|:||:|S4b
- Channel Mapping

: @ Custom Data Fort [2z2m
Bl @ CMS [Switch2)
@ Switch D i
e Custom Data

Server version I4 vl

[~ Conkect to Secondany Server

Save Changes ak.
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7. General Test Approach and Test Results

The feature test cases were performed both automatically and manually. Upon start of the Verint
Impact 360 application, the application automatically registers the virtual IP softphones to Avaya
Communication Manager using Avaya AES DMCC, obtains the current status on Avaya
Proactive Contact using Event Services, and initiates Service Observing to add a virtual IP
softphone to each logged in agent using Avaya AES DMCC.

For the manual part of the testing, each outbound call was handled manually on the agent with
generation of unique audio content for the recordings. Necessary agent actions such as hold and
reconnect were performed from the agent desktop to test the different call scenarios.

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet cables to the Verint Impact 360 servers.

The verification of tests included using the Verint Impact 360 logs for proper message
exchanges, and using the Verint Impact 360 web interface for proper logging and playback of the

calls.

All test cases were executed and passed.
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8. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya AES, and Verint Impact 360.

Follow the procedures in Section 6.5 to launch System Tools from the Verint Impact 360 server
running the VolIP component, and select IntelliLink Analyzer.

The IntelliLink Analyzer screen is displayed. Verify that the Running and Connected to CTI
status are “Yes”, as shown below. Also verify that the Switch Specific Connection Status
section shows both switch connections to be “Connect”.

I: IntelliLink Analyzer [_ O] i
= InteliLink Status — Quernies :
it |

Running: ez il [
Connected to CTI: Tes

By iEHtEhSiDH _‘_'_I
Switch Specific Canhection Status:

Estenzion: I

Switch 1 - Connect [FID 4200]
Switch 2 - Connect [FID 4412]

Execute Query

Segmentz per Hour; ]
Total Falled Devices: O - Query Results
Failed Devices: [uen: I

Le

—InteliLink Eventz

& Hide Events © Show Brief Events € Show Detailed Events [~ Expand Event Pane Clear i

[nfolinkClignt: Init] returned FALSE, client's keep alive thread will take care of recowven... _:_I
00: 3749 Connection Callback - Connection; s

003751 Switch 1 - Connect [PID 4200]

003751 Switch 2 - Connect [PID 4412]
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Launch an outbound job on Avaya Proactive Contact, and log an agent in to handle an outbound
call. Launch the Verint Impact 360 web interface with the hostname or IP address of the Verint
Impact 360 server running the VoIP component, and log in with the appropriate credentials.

The Contacts screen displays a list of the call recordings. Verify that the first entry reflects the
last call, with proper values in the Start Time, Duration, Dial To (DNIS), and Extension fields.
Double click on the entry to view the details.

| IMPACT=EC | Contacts Home | Search ‘ Preferences | Help

! Contacts: 1-50  Sorted By: Start Time |
Start Times Flay Duration Agent E Bl | Dialed From {ANI) Dialed To (DNIS) Extension Data =
2/23/2009 5:25:148.2 PM aﬂ o012z 912025216781 22721 @
2/23/2009 5:25:33.6 PM ua 0o:00:20 9120252167581 22721 @
2/23/2009 5:20042.3 P |REED  [o0:17i04 26614 &
2/253/2009 5:18:05.4 PM au 00:02:26 912025216783 ZB614 @
2/23/2009 5:16:25.5 PM ud 00:09:058 912025216754 22721 |§]
2/23/2009 5:14:59.58 PM ﬂu 0o:01:19 912025216785 22721 @
2/23/2009 5:04:24.1 PM uu 00:13:46 912025216783 26614 @
272372009 5:04:23.5 PM ﬂu 00:10:41 912025216785 22721 El
2/11/2009 1:25:48.6 AM uﬂ 00:00:31 912025216786 22721 @
2/11/2009 1:23112,5 AM ua 00:01:06 912025216782 22721 @
4 »

Click the play icon highlighted below to verify the proper playback of the call recording.

‘ IMPACT=EC | Contacts Home | Search | Back to list | Preferences | Help
‘ [ Customer Xperience Flags ][ Send ][ Download |
]
!SEqmentl;IA P e o G 7# |A R T i
TGV e 5:25:_48;1) 3 Acquisition Module z - Contact Analysis Exception | False -
Channel 2 Contact ID 9103626435322002012
PBX ID: agentl & 2/23/2009 Contact duration 00:01:17
Start Time
5:25:148 PM Mumnber of Holds 0
. 2/23/2009
End Time Humber of Transfers ]
si2 LR Murnber of Conferences o]
Local Start Time g{'gg{ignfm Total Hold Time 00:00:00
: = 2/23/2009
Local End TII‘!‘I?. st T 5:25:48 PM Pt
Screen Acquisition Module | 0
Dialed From (AN}
Dialed To (DNIS) 912025216781
Extension 22721
" PEX ID agentl
Switch CMS
Switch Call ID 0020010541000000 -
Stopped 0000/ 01:2
L Y—
N
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9. Conclusion

These Application Notes describe the configuration steps required for Verint Impact 360 to
successfully interoperate with Avaya Proactive Contact and Avaya Communication Manager
using Service Observing. All feature and serviceability test cases were completed.

10. Additional References

This section references the product documentation relevant to these Application Notes.

1. Administrator Guide for Avaya Communication Manager, Document 03-300509, Issue 4.0,
Release 5.0, January 2008, available at http://support.avaya.com.

2. Avaya MultiVantage Application Enablement Services Administration and Maintenance
Guide, Release 4.2, Document ID 02-300357, Issue 10, May 2008, available at
http://support.avaya.com.

3. Avaya Proactive Contact Release 4.0 Administering Avaya Proactive Contact, January
2008, available at http://support.avaya.com.

4. Verint Impact 360 documentation is available upon request to Verint technical support.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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