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Application Notes for Integrated Research’s Prognosis IP
Telephony Manager 10 with Avaya Communication Server
1000E Release 7.6 — Issue 1.0

Abstract

These Application Notes describe a solution comprised of Avaya Communication Server
1000E Release 7.6 and Prognosis IP Telephony Manager 10. During the compliance testing,
the Prognosis IP Telephony Manager was able to provide a monitoring and management
solution for IP telephony networks by collecting data and filtering it as required and then
presenting it in a user-friendly format. This test was performed to verify that the Prognosis IP
Telephony Manager software also presented the information and data of Avaya
Communication Server 1000E correctly and also has no adverse impact on the Avaya
Communication Server 1000E system when used to monitor and manage the Avaya
Communication Server 1000E.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

This is the interoperability Application Notes for Avaya Communication Server 1000E Release
7.6 (herein after referred to as CS1000) and the Prognosis IP Telephony Manager 10 (herein after
referred to as Prognosis). During the compatibility testing session, the Prognosis was able to
provide a wide range of metrics for monitoring performance and troubleshooting IP telephony
networks by collecting data, filtering it as required and then presenting it in a user-friendly
format. It was also able to collect data into databases for further analysis and reporting.

2. General Test Approach and Test Results

The general test approach was to connect Prognosis to the CS1000 system via Secure Shell
(SSH) to monitor activity and to manage the CS1000 IP telephony networks by placing various
telephone calls within the CS1000.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute a full product performance or feature testing performed by
third party vendors, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a third party solution.

2.1 Interoperability Compliance Testing

Interoperability compliance testing covered the following features and functionality:

9 The operational status report of all CS1000 modules such as: Signaling Server, Media
Gateway (MGC), all IP Phones, all routes, all zones and the status of all commands
executed on the CS1000 PBX.

CS1000 Hardware configuration report such as Signaling Server, MGC, etc.

All processes running on a Signaling Server.

All IP Phones are registered to a Signaling Server. All IP Phones are configured on the
CS1000 PBX.

UNSTIm/SIP Gateway Calls

The channel utilization report on a Route.

The inter-zone bandwidth usage report for a Zone.
CPU utilization.

= =4 =4
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2.2 Test Results

The objectives outlined in Section 2.1 were verified and met. All tests were executed and passed.
However, there are number of observations during the testing:

The following limitations are known at the time of the compliance testing:

1. The phone status update is only applicable for IP and IP soft-phone. All other type of phones
such as Digital sets, Analog Sets, SIP clients will have “unknown” status. The command
isetShow is used for determining the status of the telephone sets, up/down.

2. Only prime DN of a telephone set is discovered and associated with that telephone.

3. After disconnecting and re-connecting the LAN interface to the Prognosis server, the
connection is automatically re-established but Prognosis cannot continue monitoring the PBX,
and requires a restart of Prognosis.

4. The route utilization is just updated after making a call for 2 minutes.

5. If a command is executed by Prognosis when an overlay is in progress, the command is
unsuccessful due to overlay conflict. The command will not run till its next scheduled time to
execute (which could be up to 24hrs). To execute the command immediately, the user must
restart Prognosis and the command will be executed.

6. When a new card is added to the system, it is not recognized by Prognosis until the user runs
command “INV Generate Cards” first and then runs “INV PRT CARDS” to print it. We
recommend customers enable automatic execution of “INV Generate All” every 24 hours to
ensure that the PBX regenerates its inventory before Prognosis performs an inventory update.

7. If an error is received when clicking on the Status of MGC, it may be due to NTL-Status
Log database not being started. Start the database via the GUI and it will update the status on
the card.

8. In CS1000 Release 7.6 the main IP Address of MGC cards are not shown. This is due to the
existing command “PRT CAB” under LD 117 not being supported by these versions.

9. Information about members of a route which has more than 32 members within it, is shown
incorrectly. This is a performance limitation where Prognosis shows these records in two
fields: LD 21/LTM reports a route may contain, for example:

- 32 channels in loop 100 1 01 with member number 1-32
- 32 channels in loop 100 1 02 with member number 128-159.

10. Model of CPPM SS servers are shown incorrectly. This is due to the HostType field size
being restricted to 10 characters for performance reasons.

PM; Reviewed: Solution & Interoperability Test Lab Application Notes 30f19
SPOC 2/17/2014 ©2014 Avaya Inc. All Rights Reserved. Prognosis10CS1K



11. Routes status update is only applicable to routes that are configured with a Node that reside
on the Call Server, ISDN trunk. All other routes that belong to a Node that reside on other
servers, such as on SIPLine Server, will not show their status and will be marked as Unknown.
The command vtrkShow all and LD 60 — stat is used for determining the status of the routes.

The following items were not tested during the compliance testing:
- Generating alerts when predefined conditions are exceeded, and automatically running
commands to rectify system problems.

- Media Cards test cases are not tested as there is no Media Card installed in the Avaya
lab.

- “Down” status of Signaling Server, Media Gateway, Phones are Zones was not tested.

2.3 Support

For technical support on Prognosis, please contact Prognosis technical support team:
1 Telephone: 1 800 942 7382
1 Email: support.usa@prognosis.com
1 Web Site: www.prognosis.com
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3. Reference Configuration

Figure 1 illustrates a sample configuration between the CS1000 and the Prognosis application
server. In the configuration, the Prognosis is connecting to the CS1000 system via SSH for
accessing the Command Line Interface on the Call Sever. There is IP connectivity for sending
SNMP requests and receiving traps between Prognosis and the CS1000.

Prognosis 10

1

Secure Shell  SNMP ShMP
(SSH) Reguest Trap

ol

Avaya UNSTim Phones 11xx series
register to CS1K

Call Server/Signaling Server
TLAN: 10.10.97.150
ELAN: 10.10.97.78

SIP Line Gateway
TLAN 10.10.97.136
ELAN: 10.10.97.69

Avaya Communication Server 1000E Release 7.6 System

Figure 1: Avaya Communication Server 1000E System and Prognosis 10
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version

Avaya Communication Server 1000E | Call Server: 765P Service Packs date created Sep 24,
running on CPPM 2013. DEPLISTS date created Sep 24, 2013.
DEPLIST

Signaling Server: 765 P plus latest Service Update
SIP Line Gateway: 765 P plus latest Service Update

Avaya UNIStim IP deskphones 1140E - Model NTYS05
2004 — Model NTDU82
Prognosis Server Software release 10

5. Configure Avaya Communication Server 1000E

These Application Notes assume that CS1000 is installed, configured and operational. For
detailed information on how to configure and administer the Avaya Systems, please refer to
Section 9.

The following section will describe how to configure the SNMP profile on the CS1000 for
receiving the SNMP requests and sending traps to Prognosis server.

5.1 Log on to Unified Communication Manager of Avaya CS1000

Log on to System Manager (not shown), click on Communication Server 1000 to access the
UCM Common Services of the Avaya CS1000.

‘NVZS A Avaya AU ra@ System Ma nager 6 3 Last Loggad on st Janusry 14, 2014 3:09
Help | About | Change Password | Log off adr
s
Administrators Communication Manager Backup and Restore
Manage Administrative Users Manage Communicgtion Backup and restore System
Directory Synchronization g:':f&;s'z and higher Manager database
Synchronize users with the . - Bulk Import and Export
enterprise directory Communication Server 1000 Manage Bulk Import and
Manage Communication Server Export of Users, User Global
Groups & Roles - .
Manage groups, roles and 1000 elernents thtt\ngs, Roles, Elements and
assign roles to users Conferencing others
User Management Mattimedia Server abjects O e ayavarm wia
Manage users, shared user N 1 Mar;_age system wide
resources and provision users IP Office configurations
Manage IP Office elements Events
Meeting Exchange Manage alarms,view and
Manage Meeting Exchange and harvest logs
Avaya Aura Conferencing 6.0 Geographic Redundancy
elements Manage Geographic
y Messaging Redundancy
Manage Avaya Aura Inventory
L] anina Communication Moanana Aicrniine an A
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The Avaya Communication Server 1000 Elements page is displayed.

Network
Elements
CS 1000 Services
Corporate Direclory
IPSec
Mumbering Groups
Patches
Secure FTP Token
Software Deployment
User Services
Administrative Users
External Authentication
SAML Configuration
Password
Security
Roles
Policies
Active Sessions

Host Name: devsmgr.bvivdev.com User Name: admin

Elements
Mew elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to launch its management

service. You can optionally filter the list by enfering a search term.
| Search | Reset ‘

Add... | [ Edit | | Delete | B

[] Element Name Element Type « Releaze Address Description

1 [] devsmar.bvwdey.com (primary) Base 05 7.6 10.97.196 Base 05
element.

2[] EMonsipl75 CS51000 7.6 ©o1o.grTe New
element.
5[] copm3.bvwdev.com (member) Linux Base 7.6 10.97.150 Base 05
element.
nn Sipl75.bvwdev.com (member) Linux Base 7.6 10.97.136 Base 05
element.

s 109779 Media Gateway 76 01049779 Mew
Controller element.

5.2 Create SNMP Profile

Click on SNMP Profiles in the left hand pane, as shown above, the SNMP Profile Manager
will appear as shown below. Click on SNMP Profile in the right hand pane.

AVAYA

=UCM Metwork Services
SNMP Profile
SNMP Distribution

SNMP Profile Manager

SMMP Profile Manager allows the user fo configure SNMP parameters

BNMP Profile
BSMMP Profile provides the flexibility of configuring SMMP Profiles in UCM

SNMP Distribution
SMMP Distribution allows SNMP profiles to be assigned to Elements configured in UCM

Click on the Add button to create a new profile

SNMP Distribution

AVAYA SNMP Profile Manager
«UCM Network Services Fa
SNMP Profile SNMP Profiles |

SNMP Profiles are used for configuring Network Elements

e |

(] |Profile Name Profile Type | Version Status & ‘

1[7] CUSTOM- 10.10.97.150-Alarm Alarm 1.0 Not Assigned

2] CUSTOM- 10.10.97.171-Alarm Alarm 1.0 Not Assigned ‘

2[] CUSTOM- 1010.97.172-Alarm Alarm 1.0 Not Assigned \
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The new SNMP Profile page will appear. Enter the following information:
1 Profile Name: enter name for the new profile.
1 Trap community: enter public.
91 Alarm Threshold: None.
1 Trap destinations: enter IP address of Prognosis 10.

Other fields are left as default as shown below. Click Save. Below is the screenshot of profile
created during the compliance test.

SNMP Alarm Profiles Details :Prognosis

Profile Name: |Progn05is |

Trap community: |public |
Alarm Threshold:

Alarm below this level will be suppressed
Option:

Enabile trap sending

Trap Destinations:
IPAddress1:((10.10.98.80 Porti: 162

canca|
Elements with SNMP Alarm Profile :Prognosis
[Element Name [Status |
EM on sipl75 Assigned

5.3 Assign newly created SNMP profile to an Element

On the left menu panel, click on SNMP Distribution, the SNMP Target Selection page will
appear as shown below. Select the check box as shown below and click Next.

AVAYA SNMP Profile Manager

<UCM Network Senvices

SNMP Profile SNMP Target Selection

SNMP Distribution

Selectthe elements or group of elements for viewing and assigning SNMP Profiles

Select at least one element or group

— - ENetwork
+-_Element Manager

S

+-_Signaling Servers
+-lcar2-sps
+-car2-cores

+-#cpppm3

+_Ungrouped Elements

Next
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The SNMP Profile Distribution page will appear as shown below. Click Assign.

VAYA

«UCM Network Services
SNMP Profile
SNMP Distribution

SNMP Profile Manager

SNMP Profile Distribution

SNMP Profile Distribution page is used to assign profiles to the Network Elements

Note: This page shows only Call Servers and the Primary and Member UCM servers. If a UCM server has an installed Signaling Server and g
Call Server, it is not listed in the SNMP Profile Distribution Page because it receives SNMP parameters from the Call Server to which it is reg

Current
Element Name «
Element Name P Address Current Sysinfo Profile Current MIB Access Profile Alarm Profile
|1 [+ EM on sipl75 -1097.78 Default-Sysinfo Default-MibAccess Prognosis

The SNMP Profile Distribution Details page will appear. Select and enter the information as
highlighted in red-boxes as shown below. Others are left at default. Click Save (not shown).

SNMP Profile Distribution Details [EM on sipl73]

Sysinfo Profile; | Default-Sysinfo |

MIB Access Profile]| Default-MibAccess |

Alarm Profile{| Prognosis V|

Sysinfo Profile Defauli-Sysinfo

System name:

System contact:

System location:
Mavigation site name:
Mavigation system name:

Mib Access Profile:
Administrator Group 1:
Administrator Group 2
Administrator Group 3

System management read:
System management readfwrite:

Alarm Profile:
Trap community:

Alarm Threshold

Trap Destinations:
IPAddress1:

System Mame
System Contact
System Location
Mavigation Site Name
Mavigation System Mame
Default-MibAccess
admingroup
admingroup2
admingroup3

otm123

otm321

Prognosis

public

- Mone
Trap Enable:

1

.10.93.20

Port1: 162
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The newly created prognosisSNMP profile has now been assigned to the call server of the
CS1000 as shown below.

SNMP Profiles
SHMP Profiles are used for configuring Metwork Elements
Add... \
[]  Profile Mame « Profile Type Wersion Status
1O CUSTOM- 31087 150-Alarm Alarm 1.0 Mot Assigned
3 [] CUSTOM: . 10.97 78-Alarm Alarm 1.0 Mot Assigned
2 [] Default-Alarm Alarm 1.0 Mot Assigned
4[] Default-MibAccess MibAccess 1.0 Assigned
5 ] Default-Sysinfo Sysinfo 1.0 Azsigned
6 [ |Prngnosis Alarm 1.0 Assigned
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6. Configure Prognosis IP Telephony Manager

The assumption here is that the Prognosis has been installed and operational. Please refer to
Section 9 for more information. This section describes the steps to configure Prognosis for
monitoring the CS1000.

Since the PBX is already added into Prognosis before the screenshots were captured, the
following screenshots are listed here for purpose of information on detail of PBX setup during
compliance test.

6.1 Add PBX system

Open Prognosis webpage and login as shown in below.
9 User Name: enter name used to login local PC.
91 Password: enter password of user.

- — -

’,.-" i Prognosis - Login * % . s

€& - C | @ httpsy//Ic121002/Prognosis/Login

i Prognosis

Login

Enter your username and password

User name

lab

Fassword

Login to

Yiew Systems ¥
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Click on Add System to add a new PBX into Prognosis to monitor it. The second screenshot
below shows the system has been added and been given the name PBX_Bottom.

’,- B Administration x Y - e

I |

| € C' | G https://1c121002/Prognosis/Admin/Systems?node=LC121002 el ¢
: . - . 1 ? og Ou
@ Prognosis Prognosis 10 Administration © = ? - oo
View Systems Commun ity Help
#A  Home - 1 \LC121002 Prognosis node - LC121002
= | Navigali A PBY_BOTTOM
- avigaton
- < Details
IP Address: .10.95.80
Version: Prognosis 10.0.0

Operating System: Windows 7 Professional

Status: Connected

UC & Infrastructure Configuration

Add System

In the Add New Unified Communication Monitoring window, select Avaya CS1000 PBX
system then click Add.

-1 3% \LC121002 Add New Unified Communication Monitoring
s PEX_BOTTOM
PBXs
[ Avaya CS1000 PBX v

m Add a PBX System

Enter PBX detail:

91 1P Address: ELAN of Call Server, example: 10.10.97.78.
91 Display Name: Enter any descriptive name for the PBX, example: PBX_Bottom.
9 User Name: enter user name used to login to CS1000 system.
91 Password: enter password of user.
1 Mode: SSH
1 Port: 22
9 Version: select 7.5. This version is incorrect and is updated to 7.6 as shown in Section
6.3.
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I PBX_BOTTOM
Basic Details

Prognosis 10 Administration © =

View Systems Community Help

- 38 \LC121002 Update Avaya Communication Server 1000 PBX

IP Address: [7]* |/10.10.97.78
Display Name: |PBX_BOTTOM

Customer Name: |

Site Name: |

CLI Connection Details

User Mame: * |jadmin

Password: * ||
e
Port: * |22

Version: * || 75 «

Log OQut
lab

-

Select SNMP Connection Details; check “Use SNMP Version 1”. Click Create if user add a new

PBX. In this case as PBX already added, click Update to save changes.

SNMP Connection Details

* Use SNMP Version 1
Use SMMP Version 2c

Databases and Thresholds

Start standard databases and thresholds

3 2 D

6.2 Update Nortel PBX
In the left hand side menu, expand Configurations menu.

=-I@ Entire Network I

H-35 \LC121002 |

E-3 \LC121002
+-%m Analysts
[=- & Configurations
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Right click on NORTEL_PBX (not shown) and select properties. In the properties window,
update Version=R7.6 as shown in below.

4% NORTEL_PBX on \LC121002

=S

General ] Nodes to Run On - Configuration ]

SUBSYS NORTEL FBX

CEFINE TRAPPORT (#GlckalDefault, port=162)
CEFINE BURSTFILTER(#GlocbalDefzult, pericd=30, number=1000, restart=30)

ROD FBX (\FBX_BOTTOM, ip=1ﬂ|.1ﬂ.97.?3:l
PEFINE CLI_FROFILE(\FBX BOTTOM, mode=ssh, port=22, Version=R7.6, anmp=1)

6.3 Add new password entry
This section describes steps on how to add password in order for Prognosis to communicate with

CS1000.

In the Configurations menu, right click on PASSWORDS (not shown), add password entry for
Call Server and snmp as shown below:

Eﬁ My Displays & Configurations
| E-{] Auto-Saved Documents

i -1“ My Custom Display

ECI Knowledge

#° PASSWORDS on \LCT21002

=TS

2=l

& NAT
¥ NETDIAG

- f NETWORK
- f NODEGROUP

- o NORTEL_PBX
[« Passworns
%, POSTILION
- PRM

- f PROGNOSIS
-, PUBLISH

. o/ RTCP MONTOR

n

General ] Modes to Run On | Configuration  Passwords

-

+ -

Entry Name

Password
Username

m

Password

COMMAND:PROGNOSIS

sftp

PrognosisCOR

Mortel-CLI:PBX_BOTTOM

admin

=nmp:\PBX_BOTTOM

Rimin o g-

m
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6.3.1 Add a password entry for PBX password

1. Create a new password entry name of “Nortel-CLI:<pbx-name>’.

2. The password Entry Name can be selected from the drop down list in the Entry Name
column.

3. Ensure that the Password Only column is not selected.

4. Enter the Username (User ID) to be used for login to the CS1000.

5. Note: The Username (User ID) and Password is used for login to the Call Server and all
Signaling Servers within the CS1000.

6. Enter the Password (with verification).

See below screenshot for detail:

A~ PASSWORDS on \LC121002 =] = @
General ] MNodes to Run On | Configuration  Passwords
+ —
Entry Name PEET;UM Username Password
COMMAND:PROGNOSIS =2 ErEEEEE
sfip |l PrognosisCOR =
arte g 20TTO ﬂ r admin s
snmp\PBX_BOTTOM =2 ErEEEEE

Start | Close Save As._. Help

6.3.2 Add a password entry for snmp

1. Create new entry name of “snmp:\PBX_BOTTOM”

2. Ensure that the Password Only column is checked.

3. Enter the Password as listed in CS1K SNMP Profile Distribution Detail screenshot in
Section 5.3; it is System Management read/write: otm321.

See above screenshot for detail.
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6.3.3 Manage PBX on Prognosis

Click View > Document Folders > UCC-Welcome (not shown), the Unified Communications
and Collaboration Central page will display (not shown).

Observe that the new CS1000 node appears in the Entire Network and in the UCC Ecosystem
Summary window of the UCC- Welcome display.

[-&] My Displays & Configurations
F-54 Knowledge
#-{_] Common

»

Unified Communications and Collaboration Central

{] Management Reporter
{7 Microsoft
{7 Network Diagnostics

m

#-{_] Telephony

-] Virtualization

{ild A0 Contact Centers.

{ild AnM and Presence

{ild anpexs

il AN Session Managers
il Ansurvivable Appliances
il A1 System and Session Manag —
{4l System Managers
il AllUnified Messaging

- - Configuration

[ Master Reports

¢-{_] NonStop

Alcatel-Lucent
OmniPCX Enterprise

Avaya
CMm
Cs1000
Modular Messaging

Cisco
CUCM33&4
CUCM 5+
uccx
cuc
CupP
CME
UCS B-Series
UCS C-Series

ol

[N ™

Beohs b s bl ke B By

#-{] Desktop Manager Connected to \LC121002 All PROGNOSIS Nodes Configuration Path Insight
1< IP Telephony Manager
{1 Alcatel osyst I Licenses Used: 125 M Critical Alerts: 0
{_] Avaya LEElz em [H Licenses Alloc: 25000 [ Error Alerts: 0
] Cisco o 2

Yy Name
\PBX_BOTTOM

Vendor
Avaya CS1000 PBX

UCC Ecosystem Summary

Con| Alrts/Alrms | CPU
Yes 0 (Crit) 0 (Em)

Customer - Site

Destinations
20f13

Endpoints
0 of 140

In the UCC Ecosystem Summary, click on PBX node added in Section 6.1, in this case it is
PBX_BOTTOM. This display provides a summary of the configured CS1000.

BE NTL-PBX B
{_] Desktop Manager ~ lﬂ
B3 IP Telephony Manager
20 Aleator i Avaya CS51000 PBX
(] Avaya CLI Connection OK \PBX_BOTTOM Configuration Voice Quality Worksheets
@] Cisco
(] Management Reporter  |= Avaya . P . .
ya CS1000 PBXs Connection Availability Voice Quality Samples
{1 Microsoft
(] Network Diagnostics MNow This Hr | | Today Samples Good Fair Poor [INE T
#-(_] Nortel ||| | \EBX_BOTTOM 100.00 100.00 99.30 1 0 1 1 0
{] sBC . 2
(] Telephony PROGNOSIS Raised Alerts e
-{_] Virtualization Severity Alerts : | |
-3 All Contact Centers os
i A1 and Presence
0y T T T T
g 2:: EBXS . 18:12:20 18:13:20 16:14:20 16:15:20 16:18:20
ession Managers
a ikl All Survivable Appliances A¥/ O Fair I Unacceptable
‘ + O Poor
=lal PBX Status Gateway Calls
28 \Lc121002 P
=i Entire Network (e Type Up | Down | Degr | Unkn | Total 1
a8 wci21002 |ﬂ Gateways 1 1 08
All Clusters Routes 3 10 13
All Telephony Systems Servers 1 1 €<
'35 Applications Zones 7 7 0z
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7. Verification Steps

This section provides some steps that can be followed to verify the CS1000 system and
Prognosis are working correctly.

7.1 Measure the CS1000 PBX performance under test conditions

1. Establish a SSH connection to the CS1000 Signaling Server.
2. Login to the Signaling Server (not shown).
3. Ata frequency of once every minute for a period of 10 minutes perform the following:
a. Enter the command memShow(not shown) and note the memory usage.
b. Check CPU load on PBX.
c. Login to the Call Server by executing “cslogin’ command (not shown).
d. Enter pdt mode on the Call Server by holding down <Ctrl> and typing PDT (not
shown).
4. At a frequency of once every minute for a period of 10 minutes perform the following:
a. Enter the command memShowand note the memory usage (not shown).
b. Check CPU load on PBX.
c. Exit pdt mode by typing exit (not shown)..

7.2. The status of all commands executed on the Avaya
Communication Server 1000

1. Inthe NTL-PBX display, click on Node Name A CLI Connection OK (screenshot
shown below).

2. Drill down on Commands to open the Avaya CS1000 Commands display (not shown).
3. Select “View All Cmds” to show all commands executed (not shown).
4. Observe that all commands being executed in the list.
5. Observe that execution status for all commands is displayed and successful.
[ NTL-PBX =]
Avaya CS51000 PBX
CLI Connection OK \PBX_BOTTOM Configuration Voice Quality Worksheets
Avaya C51000 PBXs Connection Availability Voice Quality Samples
Now This Hr| | Today Samples Good Fair Poor Unacc
\PBX BOTTOM 100.00 100.00 99.30 1 0 1 1 0
PROGNOSIS Raised Alerts 1; |
N L
0.5
916:1‘2:20 1&:1‘3:2{! 1&:1“4:20 1&:‘1‘5:20 ‘15:1‘6:20
O Fair M Unacceptable
O Poor
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7.3. Observe Voice Quality sample

In Prognosis client, navigate to the NTL-PBX page of \PBX_BOTTOMnode (not shown), this
is shown in Section 6.3.3. Make a call and observe the call quality report. As shown below the
chart displays a call with Poor Quality.

I NTL-PEX =
Avaya CS1000 PBX
CLI Connection OK \PBX_BOTTOM Configuration Voice Quality Worksheets
Avaya C51000 PBXs Connection Availability | Voice Quality Samples |
Now This Hr| | Today Samples Good Fair Poor Unacc
\PBX _BOTTOM 100.00 100.00 99.30 1 0 1 1 0
PROGNOSIS Raised Alerts 1‘;
Severity Alerts 1 ]
0.5
o . T T T
16:12:20 16:12:20 16:14:20 16:15:20 16:16:20
O Fair M Unacceptable
O Poor
PBX Status Gateway Calls
T Type Up | Down | Degr | Unkn | Total 1
Gateways 1 1 0.8 4
Phones 10 130 140 o d
Routes 3 10 13 '
Semers 1 1 041
Zones T 7 0.2

8. Conclusion

These Application Notes describe a solution comprised of Avaya Communication Server 1000E
Release 7.6 and Prognosis 10. All interoperability compliance test cases executed against such a
configuration were completed successfully. All of the executed test cases have passed and met
the objectives outlined in Section 2.2.

9. References

This section references the Avaya documentation relevant to these Application Notes. The

following Avaya product documentation is available at http://support.avaya.com.

[1] Linux Platform Base and Applications Installation and CommissiofAiraya
Communication Server 1000 Release R843001-315, Issue 06.04, December 2013.

[2] Signaling Server IP lne Applications Fundamentals Avaya Communication Server 1000
Release 7.6 NN43001-125, Issue 04.05 November 2013

Product documentation for Prognosis may be found in the Prognosis release CD.
For more information, please refer to the link www.prognosis.com
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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