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Abstract

These Application Notes describe the configuration steps required for IPC System
Interconnect Alliance 16.02 to interoperate with Avaya Communication Server 1000 7.5 using
SIP trunks.

IPC System Interconnect Alliance is a trading communication solution. In the compliance
testing, IPC System Interconnect Alliance used SIP trunks to Avaya Communication Server
1000 via Avaya Aura® Session Manager, for turret users on IPC to reach users on Avaya
Communication Server 1000 and on the PSTN.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for IPC Alliance 16.02 to
interoperate with Avaya Communication Server 1000 7.5 using SIP trunks.

IPC System Interconnect Alliance (hereafter referred to as Alliance) is a trading communication
solution. In the compliance testing, IPC Alliance used SIP trunks to Avaya Communication
Server 1000 (hereafter referred to as Communication Server 1000) via Avaya Aura® Session
Manager, for turret users on IPC Alliance to reach users on Avaya Communication Server 1000
and on the PSTN.

2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were manually established among
Alliance turret users with Communication Server 1000 SIP, IP (UNIStim), Digital and/or PSTN
users. Call controls were performed from various users to verify the call scenarios.

The serviceability test cases were performed manually by disconnecting and reconnecting the
network connection to Alliance.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing included basic call, basic display, G.711, DTMF, hold/reconnect, call
forwarding unconditional/ring-no-answer/busy, blind/attended transfer, basic voicemail features
and attended conference.

The serviceability testing focused on verifying the ability of Alliance to recover from adverse
conditions, such as disconnecting/reconnecting the network connection to Alliance.

2.2. Test Results

The objectives outlined in Section 2.1 were verified and met. All tests were executed and passed
with the following observations.

e Alliance does not support G.722 codec negotiation.

e Alliance sets intermittently show all zeroes in the Calling Line ID (CLID) display while
making outgoing calls to a PSTN set.

e Alliance Set A calls Alliance Set B invoking suppressed CLID. Set B is Forward No
Answer to Avaya Set C. Set C sees Set B number in the CLID display when the set is
ringing however when Set C answers the call, Set B CLID disappears.

e Alliance Set A calls Alliance Set B invoking suppressed CLID. Set B is forward no
answer to PSTN. PSTN sees Set B number in the CLID display when the set is ringing
and even after answering the call.
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e Alliance Set A calls Avaya Set B which has calls forward no answer to Alliance Set C
which has all calls forward to a PSTN number. Even though Alliance document claims to
use UDP protocol only, during diversions like the example mentioned above, it changes
protocol to TCP. Therefore for calls to be successful, Avaya Aura® Session Manager
needs to be configured for both UDP and TCP protocols while integrating with Alliance
system. Detail configuration is explained in Section 6.

2.3. Support
Technical support on IPC Alliance can be obtained through the following:

e Phone: (800) NEEDIPC, (203) 339-7800
e Email: systems.support@ipc.com

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 3 0of 35
SPOC 4/23/2012 ©2012 Avaya Inc. All Rights Reserved. Alli-CS1K75-SIP


mailto:systems.support@ipc.com

3. Reference Configuration

As shown in Figure 1 below, Alliance configuration consists of the IPC Alliance MX, IPC
System Center, [IPC Enterprise SIP Server and Turrets.

Alliance, Communication Server 1000 and Avaya Aura® Session Manager are connected to each
other through the lab network. SIP trunks are used from Alliance to Avaya Communication
Server 1000 via the Avaya Aura® Session Manager, to reach users on Communication Server
1000 and on the PSTN. Communication Server 1000 is connected to Call Pilot (for voicemail)
using proprietary Application Module Link (AML).

A five digit Uniform Dial Plan (UDP) was used to facilitate dialing between the Alliance and
Communication Server 1000. During compliance testing, extension ranges S8xxx were

associated with Communication Server 1000 users and 35xxx were associated with the Alliance
turret users. Avaya Call Pilot pilot DN is 58888 and the PSTN number is 96139655570.

Lab Hetwork
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il . T =

IPC Allance MX IPC SymbasnConter E

ch Avaya CS1000RIS6.0

e

Figure 1: Compliance Test Setup in the lab
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software

Avaya Communication Server 1000 7.50.17
Avaya Call Pilot (600r) 5.00.41
Avaya Aura® Session Manager 6.1 SP2
Avaya Aura® System Manager 6.1 SP2
Avaya Digital user (3904) NA
Avaya 1120E IP Deskphone (UNIStim) 0624C8A
Avaya 1120E IP Deskphone (SIP) 04.01.13.00
IPC System Interconnect

e SipProxy 2.00.01-14b

e Alliance MX 16.02.01.00.0007-1

Enterprise SIP Server (ESS)

System Center
o SIPX Line Card

16.02.01.00.0007-1

16.02.01.00.0007-1
16.02.01.00.0007-1

e  Turrets
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 5of35
SPOC 4/23/2012 ©2012 Avaya Inc. All Rights Reserved. Alli-CS1K75-SIP




5. Configure Avaya Communication Server 1000

This section provides the procedures for configuring Avaya Communication Server 1000 system.
The procedures include the following areas:
e Logging into the Element Manager via Unified Communications Manager.
e Configuring the SIP Signaling Gateway.
e Configuring a D-Channel.
Configuring Route and Trunks.
Configuring Digit Manipulation Block.
Configuring Route List Block.
Configuring Distant Steering Code.

Assumption 1s made here that the Communication Server 1000 users are already created during
compliance testing. Assumption is also made that mailboxes are created in Call Pilot for Turrets.
For detail configuration details of the Communication Server 1000 refer to Section 10[1].

5.1. Logging into Element Manager via Unified Communication
Manager

To login to the Unified Communications Manager (UCM) open an IE browser and type in the IP
address of the UCM in the URL (not shown). Figure 2 below shows the login screen of the
UCM. Enter the User ID and Password credentials and click on Log In to continue.

This computer system and network is PRIYATE and PROPRIETARY of [company name] and
may only be accessed by authorized users. Unauthorized use of this computer system or User ID: Il
network iz strictly prohibited and may be subject to criminal prosecution, employves discipline

up to and including dizcharge, or the termination of the vendorfzervice contracts. The owner, Password: I
of its agents, may monitor any activity or communication on the computer system or network

Log In |

Copyright @ 2002-2010 Avaya Inc. Al rights reserved.

Figure 2: UCM Login Screen
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From the UCM main screen as shown in Figure 3 below, click on the Element EM on cppml.

This is the element which is configured to access the Element Manager (EM) for the
Communication Server 1000 Call Server.

AVAYA

— Metwork
Elements
= 51000 Services
IPSec
Fatches
SMMP Profiles
Secure FTP Token
Software Deployment
— llser Services
Administrative Users

Avaya Unified Communications Management

Host Hame: ucm 1 bvwdev.com  Software Version: 02, 20-SMNAPSHOTO000)

Elements

Mews elements are registered into the security framewark, or may he added as sim
management service. You can aptionally filter the list by entering a search term.

| | Search I Resetl

External Authentication Add... =it | [Elete |
SECE;';SWDM [T Element Mame Element Type « Release
— [~ EMan cppmi C51000 75
Eulrltl?]lrest 2 [T chpml.ewdey.com Linux Base 7.4
ertificates
(memkber
Figure 3: UCM Main Screen
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5.2. Configuring the SIP Signaling Gateway

This section describes the configuration required on the SIP Signaling Gateway present on the
Communication Server 1000 so that Communication Server 1000 can communicate with the
Avaya Aura® Session Manager via SIP Trunks. Assumption is made here that the IP Telephony

node is already added.

To access the Node in the EM left navigator screen, navigate to IP Network > Nodes: Servers,

Media Cards as shown in Figure 4 below.

- System
+Alarms
- Maintenance
+ Zore Equipment
_F'nriphnr:xl Fnlllilnmnni
- IP Metwork
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
- Host and Raute Tahlas
- Metwark Address Translation
- 05 Threshalds
- Persanal Directories
- Unicode Mame Directory

Figure 4: EM Screen showing navigation tree to Nodes

During compliance testing Node 551 was already created. Click on this Node as shown in Figure

5 below.

IP Telephony Nodes
Click the Mode ID to view or edit its properties.

Add. I Impon...l E}{pon...l Delete

Frint | Refresh

[~ Node D« Components Enabled Applications ELAM IP MNode/TLAMN IPv4  MNodedTLAN IPvE  Status

[~ &&0 1 SIP Line - 1101010133 Synchronized
||_ 551 1 LTFS, PD, Gateway { SIPGw ) - 110.1010.130 Synchronized
Show: [ Modes [~ Component servers and cards ¥ IPvE address

Figure 5: Accessing the Node

Open the SIP Signaling Gateway configuration by clicking on Gateway (SIPGw) as shown in

Figure 6 below.
IP Telephony Node Properties Applications (click to edit configuration)
= Voice Gateway (VGW) and Codecs » SIP Line
& Quality of Service (Qo03) »__TenrimatProe-Sener
. LAN Gateway (SIP G
« SHTP » PersonalDirectories (POY
e Mumbering 7ones » Presence Publisher
« MCDM Aternative Routing Treatrnent (MALT) Causes = |P Media Services
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Figure 6: Accessing the SIP Signaling Gateway
In the General tab, select the values as shown in Figure 7 below. A SIP domain name of
sip.ipc.com was chosen since this is the domain name that will be configured on the Avaya
Aura® Session Manager. Similarly eppm1 was configured as Gateway endpoint name.

MNode ID: 551 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Settings | SIP Gateway Services

virk gateway application: [ Enable gateway service on this node j

General Yirtual Trunk Hetwork Health Monitor

Wirk gateway application: |SIF' Gateway (SIPGw) j ™ Monitor IP addresses (listed below)

Infarmmation will be captured for the IF addresses listed

SIF domain name: |sip.ipc.|:0m *
below.

Local SIP port: 0G0 1 -65535) || Monitor [P Adid

Monitor addresses:

-

Gateway endpoint name: |cppm1

Gateway password: I *

Application node (D 551 *(01-9983)

Enable failsafe NRS: [T

Femove |

Figure 7: SIPGw General tab Configuration

Under the Proxy or Redirect Server section enter the IP address of the Avaya Aura® Session
Manager and select UDP as the Transport protocol as shown in Figure 8 below. Leave the
remaining values at default. During compliance testing 110.10.10.198 was the IP address of the
Avaya Aura® Session Manager.

Mode ID: 8§51 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Settings | S|P Gateway Services

. [
Proxy Or Redirect Server:

Proxy Server Route 1:
Primary TLAM IP address: I11D.1D.1D.198

The IP address can have either IPv4 or IPvE format bazed on the walue of "TLAMN

address type" J
Port: 060

{1 - B5535)
Transport protocol: IUDF' vl

Options: - Support registration

[~ Prirmary COS proxy

Figure 8: Proxy or Redirect Server Configuration
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In the SIP URI Map section enter the values as shown in Figure 9 below. These values need to
be matched if integration has to be successful between Alliance and Communication Server 1000
since Alliance is only able to understand the below values in its SIP messaging properties.

MNode ID: 551 - Virtual Trunk Gateway Configuration Details

General | SIF Gateway Settings | SIP Gateway Services

SIP URI Map:

Fublic E.164 domain names Private domain names

Mational: | UDF: |udp

Subscriber: | CDF: |

Special number: | Special numhber: IF'rivateSpeciaI

Unknown: | Yacant number: IF'ri\tateUnknnwn

Unknown: | J

Figure 9: SIP URI Map Configuration

Save and transmit (not shown) these Node properties to complete the SIPGw configuration.

5.3. Configuring D-Channel

This section explains the configuration of a D-Channel for SIP Trunking. From the EM
navigation screen, navigate to Routes and Trunks > D-Channels as shown in Figure 10 below.

- Customers
|— Routes and Trunks |

- D-izhannels

- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwaorl
- Flexible Code Restriction
- Incoming Digit Translation

Figure 10: EM Screen showing navigation tree to D-Channels
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Choose a D-Channel number to add as shown in Figure 11 below. During compliance testing D-

Channel number 10 was selected. Click on to Add to continue.

D-Channels

Maintenance

D-Channel Diagnostics (LD 96)

MHetwork and Peripheral Equipment (LD 32, Vitual D-Channels)
MSDL Diagnastics (LD 96)

TMDI Diagnostics (LD 96)

D-Channel Expansion Diggnostics (LD 48)

Configuration

Choose a D-Channel Number:l'lﬂ "I and type: IDCH *I tDﬁddl

Figure 11: Adding D-Channel

Configure the Basic Configuration values for the D-Channel as shown in Figure 12 below.

-Basic Configuration

Input Description Input Value

Action Device And Rumber (A0ARNY |DCH

O channel Card Type IDCIP
Designatar; ISIP

Recovery to Primary, [

FREI loop number for Backup D—channel:l

Interface type for D-channel: | meridian Meridian1 (SL1) j
Country: [ETS 300 =102 hasic pratocal (ETSI) |

D-Channel PRI loop numher:l
Primary Rate Interface:l more PRI |
Secondary PRIZ Innps:l

Meridian 1 node type: | Slave to the contraller (ISR j
Release ID of the switch at the far end: I 25 "I

Lzer: | Integrated Services Signaling Link Dedicated (I5L0Y j *

Central Office switch typea: | 100% compatible with Bellcore standard (STDY j

Integrated Services Signaling Link Maximum: |4DDD Range: 1 - 4000
Signalling server resource capacity, |3700 Range: 0 - 3700
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Figure 12: D-Channel Basic Configuration

To edit the Remote Capabilities of the D-Channel, click on Edit button as shown in Figure 13

below.

ing server resource capacity. 3700 Range: 0 - 3700
Pritnary D-channel for a backup DCH:l Range: 0 - 254
- PIME custnmernumber:l 'I
- Progress signal:l j

- Calling Line [dentification :I

-OutputrequestEluffers:IS? "l

- D-channel transmission Rate: | af khrs when LCMT is Al (561K

- Channel Megotiation option; | Mo alternative acceptable, exclusive. (1) j

- Remote Capabilties: Edit| |

[

Figure 13: Editing Remote Capabilities Screen

Select the boxes values for the Remote Capabilities as shown in Figures 14 below. Click on
Return - Remote Capabilities button to return back to the main screen to complete the D-
Channel configuration.

Remofe D-channelis ona MSDL card (MSL)y T |
| Message waiting interworking with DMS-100 {MAT) IF‘
Network access data (NAC) [
Hetwork call trace supported (NCT) [~
Network name display method 1 (ND1) [
Network name display method 2 (ND2) [
Network name display method 3 {ND3) [

Hame display - integer ID coding (NDI) [~

Hame display - object ID coding (NDO) [

Path replacement uses integer values (PRI) [

Path replacement uses ohject identifier (PRO) [~

Release Link Trunks over IP{RLTIH [~

Remote virtual queuing (RvQ) [~

Trunk anti-tromboning operation (TAT) [

User to user service 1 (UUS1) [

NI-2 name display option. (NDS) [

Message waiting indication using integer values (QMWI [
Message waiting indication using object identifier (QMWO) [

User to user signalling (U [
Return - Remate Capahilities Cancel |
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Figure 14: Remote Capabilities Values

5.4. Configuring Route and Trunks

This section explains the configuration of the SIP route and trunks which will be used by
Communication Server 1000 and Alliance to communicate between them. To add a new route,
navigate to Routes and Trunks > Routes and Trunks from the EM left hand navigator window
as shown in Figure 15 below.

- Customers

- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwark
- Flexible Code Restriction
- Incoming Digit Translation

Figure 15: EM Screen showing navigation tree to Routes and Trunks

From the Routes and Trunks screen click on Add route button to start configuring a new route
as shown in Figure 16 below.

Routes and Trunks

+ Customer: 0 Total routes: B Total trunks: 123 Add route |

Figure 16: Adding a new Route
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During compliance testing Route number 10 was added. Select the values from the drop down
menu and configure the values as shown in Figures 17a, 17b and 17¢ below.

- Basic Configuration

Route data block (RDB) (TYPE) :IRDEI

Customer number (CUST) :IDD
Route number (ROUT) :|1D

Designator field for trunk (DES) : |SIP

Trunk type (TKTP) | TIE

Incoming and outgoing trunk (COG) :|Incuming and Cutgaing (IAO)j
Access code forthe trunk route GACODY (1111
Trunk type M311P (MI11F) : [

The route is for avitual frunk route (TREK) : [F
- Zone for codec selection and handwidth

management (ZOMNE) Hozs4 (0- 8000
- Mode D of signaling server ofthis routel551—
(NODE) - (0-9999)
- Protocol ID for the route (PCID) o SIP (SIP) =
- Print carrelation |Din COR for the route I
(CRIDY :

Integrated services digital network option (ISDN) : ¥
- Made of operation (MODE) :|R0ute uses [SDM Signaling Link (SLD) j
- D channel number (DCH) :lm— (0- 254)
- Interface type far raute {IFC) : | Meridian M1 (SL1) =]
- Private network identifier (PRI - (00001 (0- 327003
- Metwork calling name allowed (NCHA) W

Figure 17a: Route Basic Configuration values

Integrated services digital netwark option JE0R) . v

- Made of aperatian (MODE) : | Route uses ISDN Signaling Link (I5LD)

- D channel number (OCH) @ |10 (0-254)

- Interface type for route {FC) :|Meridian M1 {51
- Private netwark identifier (FMI 2 |00001 {0- 32700}
- Metwork calling name allowed (NGRS W
- Metwork call redirection (MCRDD - W

- - Trunk route optimization TROY:
- Recognition of DTIZ ABCD FALT signal for ISL r

(FALT):
- Channel type (CHTY) : [ B-channel (BCH} =l

- Call type for outgoing direct dialed TIE route -

©TYP) | Unknown Call type (UK x|

-Inset ESM access code (INACY .
- Integrated serice access route (ISAR) : [T
- Display of access preficon CLID (DAPCY : [
- Mobile extension route (MBXR) : [~
- Mobile extension outgoing type (MBXOT) :|Nati0na| number (NPA) j

- Mohile extension timer (MBXT) :ID {0 - 8000 milliseconds)

Calling number dialing plan (CHDP) : [ Unknawn (UKIAN] |

+Basic Route Options
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Figure 17b: Route Network Options values

Frocess notification networked calls (PRMCY: [
Electronic switched network pad control (ESN) : [T
Signaling arrangement (S1GC) | Standard (STDY j
Foute class (RCLS) ¢ | Route Class marked as external (EXT) j
Oft-hook queding (OHE : [
Ofthook queue threshold (OHaT : [0 =]
Call back gqueuing (CBQ) : [

mHumber of digits (MDIG) I 2 'I
Authcode AUTHY :

Figure 17¢: Route Network Options values

Configure the trunk values as shown in Figure 18 below. During compliance testing Terminal
number used was 100 1 00 00 since it is a virtual trunk. Click on Edit button to configure the
required Class of Service for the trunks.

Customer 0, Route 10, Trunk 1 Property Configuration

- Basic Configuration

Auto increrment member number: W

Trunk data block: |IPT|

Terminal number: |1 oot aoaon

Designatar field for trunk: | SIF

Extended trunk: |\.FI'F{K

Member number: |1 *
Level 3 Signaling:l j
Card density: |3D
Start arrangement Incoming :|Immediate (Ihd by j
Start arrangement Outgaing: | Immediate (M) j

Trunk group access restriction: |1

Channel ID for this trunk: |1

Class of Service: Editl

+Advanced Trunk Configurations

Figure 18: Trunk Properties
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Figure 19 shows the Class of Service values selected for the compliance testing from the drop
down menu. Click on Return Class of Service button (not shown) to complete the trunks
configuration.

- Calling party: | Calling party Denied (CND) x|

- Central Office Ringback:l j
- Centrex Switchhook Flash: | Centrex Switchhook Flash Denied (THFDD j
- Dial Pulse: | Dial Pulse (DIP) =
- DTR PAD value: | =l
- Echo Canceling: | Echo Canceling Denied (ECD j
- Hong Kong DTI:| j
- Loop Break Supervised CDT:| j
- Make-break ratio for dial pulse: | 10 pulses per second (P10) j
- Manual Incoming: | Manual Incoming Denied (WD) j
-Media Security | Media Security Never (MSN) =l
-Metwork Hook Flash Over M311P: | =l

- F'u:ularihf:l j
- Priarity: | Law Priarity (LPR) 7]
| - Restriction level: | Unrestricted (UNR]) hd |
- Reversed Ear Piece: | Feversed Ear Piece denied (XREF) j

Figure 19: Trunk Class of Service

5.5. Configuring Digit Manipulation Block

This section explains the digit manipulation block that is to be configured in the Communication
Server 1000 dialing plan for its users to communicate with the Alliance system. From the EM
navigator pane, navigate to Dialing and Numbering Plans > Electronic Switched Network as
shown in Figure 20 below.

- Customers

- Rowtes and Trunks
- Routes and Trunks
-D-Zhannels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwark
- FIexble Code Hestrciian
- Incoming Digit Translatian

-

Figure 20: EM Screen showing navigation tree to Electronic Switched Network
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Click on Digit Manipulation Block (DGT) option as shown in Figure 21 below.

Electronic Switched Network (ESN)

- Customer 00
- Hetwork Control & Senices

- Metwork Cantrol Parameters (MCTL)

- ESM Access Codes and Parameters (ESH)
| - Digit Manipulation Block (DGT) |

- Homme Area Code (HRHPA)

- Flexihle CLID Manipulation Block (CMDB)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSMS)

- Route List Block (RLB)

- Incoming Trunk Group Exclusion (ITGE)

- Metwork Attendant Services (NAS)

Figure 21: Accessing Digit Manipulation Block

Figure 22 below shows the Digit Manipulation Block Index users can add. However during
compliance testing Digit Manipulation Block Index of 0 was used which is already added in
the Communication Server 1000 system by default.

Digit Manipulation Block List

Please choose thelDigitManipuIatiDn Block Index 7 j to Add |

Figure 22: Adding a Digit Manipulation Block Index

5.6. Configuring Route List Block

This section explains the route list block that is to be configured in the Communication Server
1000 dialing plan for its users to communicate with the Alliance system. From the EM navigator
pane, navigate to Dialing and Numbering Plans > Electronic Switched Network as shown in
Figure 20 above. Click on Route List Block (RLB) option as shown in Figure 23 below.

Electronic Switched Network (ESN)

- Customer D0

- Metwork Control & Services
- Metwork Control Parameters (NCTL)
- ESM Access Codes and Parameters (ESK)
- Digit Manipulation Block {DGT)
- Home Area Code (HMPA&)
- Flexible CLID Manipulation Black {CMDE)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSMS)
- Route List Block {(RLB})
- Incoming Trunk Group Exclusion (TGE)
- Metwork Attendant Services (MNAS)

Figure 23: Accessing Route List Block
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Start adding a route list index as shown in Figure 24 below. During compliance testing list
index 10 was added. Click on to Add to continue.

Route List Blocks

Please enter a route list index I1 a ¢0-1ogg [0 Add |

Figure 24: Adding Route List Index

Click on Edit for Data Entry Index 0 as shown in Figure 25 below.

Flease choose the | Data Entry Index 1 x| to Add |

+ Data Entry Index - 0 Edit

Figure 25: Adding Data Entry Index

Figure 26 below show the values configured for the index block used during compliance testing.
Route Number of 10 and Digit Manipulation Index of 0 were selected as per the configuration
explained in Sections 5.4 and 5.5 respectively. Click Submit (not shown) to complete the

configuration.

RS; Reviewed:
SPOC 4/23/2012

Route List Block Index: 10

General Properties

Entry Mumber for the Route List: ID

Indexes
Time of Day Schedule: m
Facility Restriction Level: |0 (0-73
Digit Manipulation Index:ﬂ |
I5L D-Channel Down Digit Manipulation Index: ID— (0-1000)
Free Calling Area Screening Indesx: IE
Free Special Mumber Screening Index: IE
Business Metwork Extension Route: [~
Incorming CLID Table: |0 (0-1007)
Options

Lacal Termination entry: [~

‘ Route Numher:lm 'I ‘

Skip Conventional Signaling:

Figure 26: Route List Block properties
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5.7. Configuring Distant Steering Code

This section explains the distant steering code that is to be configured in the Communication
Server 1000 dialing plan for its users to communicate with the Alliance system. From the EM
navigator pane, navigate to Dialing and Numbering Plans > Electronic Switched Network as
shown in Figure 20 above. Click on Distant Steering Code (DSC) option as shown in Figure

27 below.

Electronic Switched Network (ESN)

- Customer 00

- Network Control & Services
- Metwork Caontral Parameters (NCTL)
- E5SM Access Codes and Parameters (ESN)
- Digit Manipulation Block (DGT)
- Hormne Area Code (HMPA)
- Flezible CLID Manipulation Block (CMDB)
- Free Calling Area Screening (FOAS)
- Free Special Number Screening (FSNS)
- Route List Block (RLB)
- Incoming Trunk Group Exclusion (TGE)
- Metwork Attendant Seniices (NAS)

- Coordinated Dialing Plan {CDP)
- Local Steering Code

de

- [run eerng .o

Figure 27: Accessing Distant Steering Code

From the drop down menu select Add and enter a distant steering code to add as shown in
Figure 28 below. During compliance testing a code of 350 was added since the Alliance
extension range started with 350xx. Click on to Add to continue.

Distant Steering Code List
Please enter a distant steering code |350 ﬂl

Figure 28: Adding a Distant Steering Code

Enter the values as shown in Figure 29 below. Note that Route List to be accessed for trunk
steering code value selected is 10 based on the configuration explained in Section 5.6 above.
Click on Submit to complete the configuration.
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Distant Steering Code

Distant Steering Cade: {350

Flexihle Length numher of digits: |5 (0-10)

Display. [Local Steering Code (LSC) |
Remote Radio Paging Access: [

Route Listto be accessed for frunk steering code: |10 =
Collect Call Blocking: [~

Maximum 7 digit NPA code allowed.
Maximum 7 digit N code allowed

@;n?b Refresh Delete

Cancel

Figure 29: Distant Steering Code properties
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6. Configure Avaya Aura® System Manager

This section provides the procedures for configuring routing using Avaya Aura ® System
Manager. The procedures include the following areas:
Logging into the Avaya Aura® System Manager.

Adding Domain.
Adding Location.
Adding SIP entities.
Adding Routing Policies
Adding Dial Patterns.

6.1. Logging into the Avaya Aura® System Manager

This section explains the steps to launch the login screen of the System Manager and accessing

the

Network Routing Policy.

To launch the System Manager Login screen, start an IE browser and type the IP address of the
System Manager in the URL (not shown). Figure 30 below shows the Log on Screen. Type the
required User ID and Password credentials and click on Log On to continue.

AVAyA Avaya Aura® System Manager 6.1

Home f Log Cn

Log On

This systerm is restricted solely to
authorized users for legitimate bUSINESS
purposes anly. The actual or attemnpted
unauthorized access, use, or modification
of this system is strictly prohibited.

Unauthorized users are subject to
compary disciplinary procedures and ar
criminal and civil penalties under state,
federal, or other applicable domestic and
fareign laws.

User ID:

Password:

_Logon ) cear |
ogOn |) Clear

Figure 30

: Avaya Aura® System Manager Login Screen
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From the main screen of System Manager access the Network Routing Policy by selecting

Routing as shown in Figure 31 below.

AVAYA

Users

Administrators
Manage Administrative Users

Groups & Roles
Manage groups, roles and
assign roles to users

Synchronize and Import
Synchronize users with the
enterprise directory, import
users from file

User Management
Manage users, shared user
resources and provision
users

Avaya Aura® System Manager 6.1

Elements

Application Management
Manage applications and
application certificates

Communication Manager
Manage Communication
Manager objects

Conferencing
Conferencing

Inventory
Manage, discover, and
navigate to elements,
update element software
Messaging
Manage Messaging System
ohjects

Presence
FPrese

Routing
Metwork Routing Polic

Session Manager

Figure 31: Avaya Aura® System Manager Main Screen

6.2. Adding Domain

To add a domain, select Domains from the left hand window of the Routing screen and click on
New (not shown). Configure the Name as shown in Figure 32 below and click on Commit to
complete adding a domain. During compliance testing a domain name of sip.ipc.com was used.

Additional domains can be added in a similar fashion.

Routing

Domain Management
Locations

Adaptations

MlHome / Elements / Routing / Domains - Domain Management

Help ?

Cancell

SIP Entities
Entity Links 1 Item | Refresh Filter: Enable
Time Ranges Name | Type | Default | Notes |
Routing Policies * |sip.ipe.com sip - [ IPC Testing domain |
Nial Patterng
Figure 32: Domain Management
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6.3. Adding Location

To add a location, select Locations from the left hand window of the Routing screen and click
on New (not shown). Configure the Name as shown in Figure 33 below and click on Commit to
add a Domain. During compliance testing a location name of Belleville,Ont,Ca was used. Click
on Commit to complete adding a location. Additional locations can be added in a similar
fashion.

. Help ?
Domains . ;
- Location Details [ Cancell
Adaptations call Admission Control has been set to ignore SOP, All calls will be counted using the Default Audio Bandwidth,
SIP Entities See Session Manager -= Session Manager Administration -> Global Setting
Entity Links

General

Time Ranges

. .. * Name: Bellevile,Ont,Ca
Routing Policies

MNotes:

Dial Patterns

Figure 33: Location Details

6.4. Adding SIP Entities

This section explains the adding of SIP entities for the Session Manager, Alliance System and
the Communication Server 1000 system routing. To add SIP Entities, select SIP Entities from
the left hand window of the Routing screen and click on New (not shown).

Figures 34a and 34b show the SIP Entity Details for the Session Manager routing. The FQDN
or IP Address of 110.10.10.198 is the [P address of the Session Manager. Also note that both
TCP and UDP protocols need to be selected for IPC and sip.ipc.com since Alliance System
changes protocols for various diversions. If only UDP protocol is selected then the integration
will fail. Click on Commit to complete adding the SIP Entity.

Routing MiHome / Elements / Routing / SIP Entities - SIP Entity Details
Help ?

Domains

SIP Entity Details .m! Cancell
Locations —_—
Adaptations General

* Name: [DevASM

Entity Links * FQDN or IP Address: |110.10.10.198
Time Ranges Type: |Session Manager  ~|

Routing Policies :
g MNotes: For Session Manager

Dial Patterns

Regular Expressions Location: Belleville,Ont,Ca;I

Defaults
Outbound Proxy: =l

Time Zone: |America/Toronto j

Credential name:

SIP Link Monitoring
SIP Link Monitoring: |Use Session Manager Configuration LI

Figure 34a: SIP Entity Details for Session Manager
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[T | Devasm = [uor -] * 5060 DevCH =| *[s060
T | Devasm =l [Ter =] * 5060 IPC =|| *|s060
T | Devasm =l [uor -] * 5060 IPC =|| *|s060
Select : &ll, None < Previous | Page| 4 |of6
Port
ﬁi'«ddl Removel
4 Items | Refresh Filter: Enable
r 5060 LIDP;I sip.ipc.com ;I
- S060 TR - sip.ipc.com =
[ 5061 TLS ;I bvwdev.com ;I

Figure 34b: SIP Entity Details for Session Manager (cont’d)

Figures 35a and 35b show the SIP Entity Details for the Alliance System routing. The FQDN or
IP Address of 110.10.10.226 is the IP address of the Alliance System. Also note that both TCP
and UDP protocols need to be selected for IPC since Alliance System changes protocols for
various diversions. If only UDP protocol is selected then the integration will fail. Click on
Commit to complete adding the SIP Entity.

Domains . )
SIP Entity Details
Locations

Adaptations General

* Name: |IPC

Entity Links * FQDN or IP Address: |110.10.10.225

Time Ranges

Type: | Cther ;l

Routing Polici ;
X s Notes: For IPC Testing

Dial Patterns

Regular Expressions

Adaptation: ;I
Defaults -
Location: Bellewlle,Ont,Ca;l
Time Zone: | America/Mew _York LI
Override Port & Transport with DNS r
SRY:
* SIP Timer BfF (in seconds): 4
Credential name:
call Detail Recording: [none =]
SIP Link Monitoring
SIP Link Monitoring: |Link Monitoring Disabled ;I‘
* Proactive Monitoring Interval {in ano
seconds):
Figure 35a: SIP Entity Details for Alliance System
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Entity Links
.&ddl Removel

2 Items | Refresh Filter: Enable
[ SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted
[T |[Devasm = [Tor =] * 5060 IPC || *|s060 I

[ |Devasm = [uor -] * 5060 IPC 1| *|soen I

Select : All, Mone

* Input Required Cancell

Figure 35b: SIP Entity Details for Alliance System (cont’d)

Figures 36a and 36b show the SIP Entity Details for the Communication Server 1000 System
routing. The FQDN or IP Address 0f110.10.10.130 is the Node IP address of the SIP Signaling

Gateway of the Communication Server 1000 System. Click on Commit to complete adding the
SIP Entity.

Domains . .
SIP Entity Details
Locations

Adaptations General

* Mame: |cppmi

Entity Links * FQDN or IP Address: (110.10.10.130
Time Ranges

Type: Other ;I

Routing Policies P .
< MNotes: |Connectivity to CS1K 7.5 Enterpri
Dial Patterns

Regular Expressions adaptation: LI

Defaults A -
Location: E‘.ellewlle,Ont,Ca;l|

Time Zone: |America/Toronto |

Override Port & Transport with DNS r
SRY:

* SIP Timer BfF (in seconds): 4
Credential name:

Call Detail Recording: | none Ll

5IP Link Monitoring
SIP Link Monitoring: | Link Monitoring Disabled j |

* Proactive Monitoring Interval (ingDD
seconds):

Figure 36a: SIP Entity Details for Communication Server 1000 System
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Entity Links
Add Remove

2 Items  Refresh Filter: Enable
I SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted
T |Devasm =l [Ter = * 5080 cppmi =l | * 5060 I

[T |Devasm =] [uor -] * 5080 cppmi | | * 5080 Icd

Select : All, None

* Input Required Cancel |

Figure 36b: SIP Entity Details for Communication Server 1000 System (cont’d)

6.5. Adding Routing Policies

This section explains the Routing Policy configuration for Alliance and Communication Server
1000 Systems. To add a routing policy, select Routing Policies from the left hand window of the
Routing screen and click on New (not shown).

Figures 37a and 37b show the Routing Policy Details for the Alliance System. Select the
Alliance System as the SIP Entity Destination and add the dial pattern associated with the
Alliance System. A dial pattern can be added once it has been configured as explained in Section
6.6 below. Click on Commit to complete adding a routing policy.

Routing fiHome / Elements / Routing / Routing Policies - Routing Policy Details
Help 2
Domains
Routing Policy Details Cancel

Locations

Adaptations General

SIP Entities
* Name: |IPC_routing

Entity Links

Time Ranges Disabled: ™

Routing Policies MNotes: |Routing for IPC Server

Dial Patterns

Regular Expressions SIP Entity as Destination
Defaults
Name FQDN or IP Address Type Notes
[P 110.1010.226 Other For IPC Testing |

Figure 37a: Routing Policy Details for Alliance System

Dial Patterns

Removel

1 Item | Refresh Filter: Enable
I Pattern Min Max Emergency Call SIP Domain Originating Location Notes

[ | 350 5 5 - sip.ipc.com Belleville,ont,Ca Routing for IPC server

Select : all, Mone

Figure 37b: Routing Policy Details for Alliance System (cont’d)
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Figures 38a and 38b show the Routing Policy Details for the Communication Server 1000
System. Select the Communication Server 1000 System as the SIP Entity Destination and add
the dial pattern associated with the Communication Server 1000 System. A dial pattern can be
added once it has been configured as explained in Section 6.6 below. Click on Commit to
complete adding a routing policy.

Additional routing policies can be configured as required in a similar fashion.

Routing fiHome / Elements / Routing / Routing Policies - Routing Policy Details

. Help ?

Domains
Routing Policy Details m; Cancel
Locations _I
Adaptations General
SIP Entities -
* Name: |Routing_2_CS1K
Entity Links
Time Ranges Disabled: ™
Notes: |Routing to C51000 cppmil
Dial Patterns
Regular Expressions SIP Entity as Destination
Defaults .
Name FQDN or IP Address Type MNotes
| cpprnl 135.10.97.130 Other Connectivity to CS1K 7.5 Enterprise 1 system for Skype Testing
Figure 38a: Routing Policy Details for Communication Server 1000
Dial Patterns
Remmre |
3 Items | Refresh Filter: Enable
r Patt Mi M Emergency SIP D - Originating Mot
attern in ax call omain et otes

r -
r =
r =
I 58 5 5 - sippe.com Belleville,ont,Ca
™ |9s1398 11 36 - sip.ipe.com Belleville,ont,Ca *E:a?-.”dg-im IPC to 51000 via

Select : &ll, Mone

Figure 38b: Routing Policy Details for Communication Server 1000 (cont’d)
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6.6. Adding Dial Patterns

This section explains the steps to add a dial pattern for the Alliance and Communication Server
1000 systems. To add a dial pattern, select Dial Patterns from the left hand window of the

Routing screen and click on New (not shown).

Figure 39 shows the Dial Pattern Details for the Alliance System. During compliance testing
extensions range on Alliance system started with 350xx and therefore 350 are used in the
Pattern field. The minimum and maximum size of the extension is defined as 5. Add the
IPC_routing policy as configured in Section 6.5 above. Click on Commit to complete adding
the dial pattern. Additional dial patterns can be configured as required in a similar fashion.

D i HElg 7
omains
Dial Pattern Details Cancell
Locations —
Adaptations General
SIP Entities
* Pattern: (350
Entity Links
* in-
Time Ranges Min: [S
Routing Policies * Max: |5
Emergency Call: [
Regular Expressions ‘ SIP Domain: | sip.pc.com |
Dl MNotes: Routing for IPC server
Originating Locations and Routing Policies
Removel
1 Item | Refresh Filter: Enahble
Originating Routing Routing Routing Routi
I Originating Location Name 1 Location Policy Rank 2 Policy Policy Policy
Notes Name Disabled Destination Notes
Routing
[ |eelleville,ont,Ca IPC_routing il - IFC far IPC
Server
< |
Figure 39: Dial Pattern Details
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7. Configure IPC System Interconnect

This section provides the procedures for configuring IPC System Interconnect. The procedures

include the following areas:
e Launch One Management System

Administer SIP configuration

Administer routing plan

Administer wire groups
Administer trusted host

The configuration of System Interconnect is typically performed by IPC installation technicians. The

procedural steps are presented in these Application Notes for informational purposes.

7.1. Launch One Management System

Access the One Management System web interface by using the URL “http://ip-address/oneview” in
an Internet browser window, where “ip-address” is the IP address of [IPC System Center. Log in
using the appropriate credentials. The Login screen is displayed as shown in Figure 40 below. Enter
the appropriate credentials. Check I agree to the terms and conditions, and click Login. The
License Login screen is displayed next (not shown). Enter the appropriate password and click Login.
In the subsequent Login Information screen (not shown), click Continue.

OneMJ i —

Access to this system andfor network and the information
im it are lawfully available anly for approved purposes by

than where prohibited by law and subjecd: to legal
in any farrm on this systern and/or netwark at any time,

This systerm is for the use of authorized users anly, Al

ermplovees of IPC ar other users authorized by IPC, Other

requirerments, IPC reserves the right to review any information

Username
Ore Man igenien J e

Password

| Reset [ Login
TERMS AND COMDITIONS |v_(| I agree to the terms and conditions,

RS; Reviewed:

individuals using thiz cormmputer systern are subject to having
their activities on this systermn ronitored and recorded, Anvone
using thiz systermn expressly conzents to such monitoring.

Figure 40: One Management System Login Screen

Solution & Interoperability Test Lab Application Notes

SPOC 4/23/2012 ©2012 Avaya Inc. All Rights Reserved.

28 of 35
Alli-CS1K75-SIP



7.2. Administer SIP Configuration

The screen below in Figure 41 is displayed next, with the Main Menu screen in the forefront. Select

NEXUS > SIP Trunk Parameters > Edit SIP Config, as shown below.

SIP Sitas

Main Menu
B SIF Servers
2 TRADER CONFIG » SIP Authertication
BUTTON CONFIG w SIP Trunk Parameters
= 1M CONFIG B Edit SIP Canfig
p Update ESS with SIP Trunk Info
LIME ZOMFIG G
4 » Routing Plan
STATION COMFIG
B Enterprize Lines
5 R S
SRIGURS » Entarprize Reach
6 SYSTEM STATUS SIP Security Config
SYSTEM SETTIMNGS
# WOICE RECORDIMG
LIME METW ORKIMG
8 MERUS
a ! MAXaccess 1000
TOoLE
— REPORTS
i0
DMEMSE ADMIM
11 Layer? Link | Critical

Figure 41: Main Screen

OanI&W LOGOUT  MAIN MENU 1 WORK AREAS o () sxdb1
Alarm = i T
Red Alarms Pink Alarms
Time Rep

The Edit SIP Config screen is displayed as shown in Figure 42 below. For DDI Group ID/ DDI
Group Name, select the relevant SIP trunk card number from the drop-down list, in this case “5”.

Click Submit.
OneVI W  LoGouT  MAINMENU 7 WORK AREAS -
Edit SIP Config - M M
0CI Group IDY DDI Sroup Mame 5 [2] v |
Submit
Figure 42: Edit SIP Config Screen
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Figure 43 below shows the SIP Config parameters.

Edit 8IP Gonfig EDIT ACTION
Selact colurnn @ Go
DDI Group Outbound " o - Confirm DNS11P DNS2 IP VM Domai call Control RTP Start Transport
i URL semame asswo Password Address Address omain Port Port Type
ils ipc ok ok 10.0.0.0 10.0.0.0 s060 16384 uop

Figure 43: SIP Config Screen

7.3. Administer Routing Plan

Select MAIN MENU from the top menu to display the Main Menu screen. Select NEXUS >
Routing Plan > View/Edit/Delete Routing Plan, as shown in Figure 44 below. Click Submit in the
subsequent screen (not shown) to search for all routing plans.

.
OanIeW LOGOUT  MAINMENU 1 WORK AREAS E a ci ® sxdbl
Alarm i B 38
Red Alarms | Pink Alarms
A
1 2y . SIP Sites SR
Main Menu
» SIP Gervers
2 TRADER CONFIG & SIF Authentication
BUTTOM CONFIG p SIP Trunk Pararneters
3 PR ¥ Routing Plan

Add Routing Plan

LINE SOWFIS % S
Wiew/Edit/Delete Raouting Plan

FANgnteitg b Enterprize Lines
ol 2t > Enterprise Reach
SYSTEM STATUS SIP Security Config
SVETEM SETTINGS

WOICE RECORDING

LINE NETWORKING

MEXLS

Maxaccess 1000

LU TOOLS
ALR]
REPORTS
10 ] o
OMEMS ADMIN
11 yerd Link | Critical Atterdec 2.8.40% < - 2011-06-10

Figure 44: Routing Plan
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The View/Edit/Delete Routing Plan screen as seen in Figure 45 below is displayed. The entry with
Sequence Number 3 was used for routing of inbound calls to IPC. Note that the Destination URL
contains the internal default value for the SIP trunk card, in this case “group5.com”. The entry with
Sequence Number 4 was used for routing of outbound calls to Session Manager. Note the
Destination URL includes the IP address of the signaling interface for Session Manager, and the
transport protocol from Section 5.2. IPC Alliance uses UDP by default. If the protocol is other than
UDP, then this needs to be added after the URL.

.
E O?ZEVIGW LOGOUT ~ MAINMENU 2 WORK AREAS

View /Edit/Delete Routing Plan

Selact columnn [ o |

Sequence

Number Action From To

1 zipi* sipielffs@*

2 sip# sipi58$EE@*

2 Farward

2 sipi# sipi3sfft@t

3 Farward

o A [ @

sip: fuserl@groupS.com

sip:{fuser}@110.10.10.198

sipi{userk@aroupS. cam

sip:{fuserk@110.10.10.198

sxdbl

09:08 EST tachnician

Destination

Welcormne

Figure 45: View/Edit/Delete Routing Plan
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7.4. Administer Wire Groups
Select MAIN MENU from the top menu to display the Main Menu screen. Select GROUPS >
Engineering Groups > Wire Groups, as shown in Figure 46 below.

.
Onev I8W Locour  MAaINMENU 1 WORK AREAS (= a il sxdb1
alarm - Mox
Red Alarms Pink Alarms

_ DDI Exta Tima Rep

» Trader Group

Main Menu -
p Billing Group
< TRADER CONFIG » Hunt Group
BUTTON COMFIG I' Engineering Groups
s ICM CONFIG ~ Line Groups

Wire Groups
LIME COMFIG R 1 —

Station Groups
STATION COMFIG

Module Groups

GROUPS R
SYSTEM STATUS

SYSTEM SETTIMGS

WOICE RECORDIMNG

LIME METW QR EIMG

MEXLIS

MAraccess 1000

TOOLE

REFORTS
io
OMEMS ADMIM

11 5 Lirk

Figure 46: Wire Groups

The Wire Groups screen is displayed as shown in Figure 47 next. Select “SIP” from the Select Wire
Group drop-down list, and “Edit” from the Select Operation drop-down list, as shown below.

Onev IEW 1ocour  MAINMENU 2 WORK AREAS o A C sxdb1l
Wire Groups - B % - O %
Select Wire Group l 5IP v J
Select Cperation Edit L Exte Time; Rep
Submit | S
Figure 47: Wire Groups Configuration
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The Edit Wire Groups screen is displayed as shown in Figure 48 below.

e Scroll down the screen as necessary to locate the entry with Param ID of “365”. Double
click on the corresponding Param Value field, and enter “3” to denote Nortel (note that IPC
still uses Nortel to represent CS1000) as the PBX provider.

e Locate the entry with Param ID of “370”. Double click on the corresponding Param Value
field, and enter “3”.

g9 |SIP sip SIp Line Card 47 0 32767 DSP_VTHRESH... Volume Thresh... number 136 27
70 |sIp sIip SIP Line Card 47 0 32767 DSP_VTHRESH... Volume Thresh... number 13r 27
F1 |5IP Sip SIP Line Card 16423 1 32767 DSP_VBALANCE DSP Voleme B... number 138 27
FZ |SIP Sip SIP line Card 3BEFET 1 32767 DSP_TERM_AT... DSP TERM thre... namber s 27
73 |sIP sip SIp Line Card a -5 5 TERM_SHIFT gain/loss into ... namber 362 27
74 |SIP sIip SIP Line Card a -5 5 PERIPH SHIFT gain/loss inte... number 363 27
5 |5Ip sip SIP Line Card -3 L 32 INTERDIGIT_TO interdigit time... number 264 27
JE |STP Sip SIP Iine Card 3 1 T PRX_PROVIDFR I-T/DEF,AVYA... enum 365 27 |
77 |5IP sIp SIp Line Card & 1 15 MAX_DIVERTS Max Numberof... number 369 27
78 |sIp sip SIP Line Card 3 0 4 F5 ENABLE 0-F/08, Imm... number 370 27 |
I3 |8Ip SIp SIP Line Card 200 200 10000 FS_DELAY Fime{msec) to ... namber 37r 27
80 |5Ip Sip SIP Line Card 1 1 ¥ LW _RECORDS I-5 /NONE,MX... number 375 27
Figure 48: Edit Wire Groups

e Scroll down the screen as necessary to locate the entry with Param ID of “661” (not shown).
Double click on the corresponding Param Value field, and enter “1” to activate detection for
G729.

e Locate the entry with Param ID of “666” (not shown). Double click on the corresponding
Param Value field, and enter “1” to enable SIP Provisional Acknowledgement (PRACK).

e Locate the entry with Param ID of “668” (not shown). Double click on the corresponding
Param Value field, and enter “0” to disable SIP Remote Party ID (RPI). Reboot the SIP
trunk card.
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7.5. Administer Trusted Host

From the Linux shell of the ESS server, navigate to the /usr/local/SipProxy/ directory, and issue the
command shown below with the “-add” option to add Session Manager as a trusted host. Note that
110.10.10.198 is the IP address of the signaling interface for Session Manager.

The same command can be used with the “-view” option to make certain Session Manager is
displayed as a trusted host.

[root@esshost ~]# cd /usr/local/SipProxy/

[root@esshost SipProxyl# ./trusted_hosts.pl -add=110.10.10.198
[root@esshost SipProxy]# ./trusted_hosts.pl —view

ip_address last_modified 110.10.10.198 2011-06-13 10:13:04

8. Verification Steps

The following tests were conducted to verify the solution between the Communication Server
1000 and Alliance system:
e All basic call features operate successfully between Communication Server 1000 and
Alliance users.
e Connection between Alliance system and Avaya Aura® Session Manager is successfully
established when the Ethernet connection is disconnected and connected back on the
Alliance System.

9. Conclusion

These Application Notes describe the configuration steps required for IPC Alliance to
successfully interoperate with Avaya Communication Server 1000 7.5 using SIP trunks. The
entire executed test cases have passed and met the objectives outlined in Section 2 along with
the observations as noted in Section 2.2. The Alliance System is considered compliant with
Avaya Communication Server 1000 Release 7.5.

10. Additional References

This section references the product documentation relevant to these Application Notes.

1. Communication Server 1000 7.50 Administering and System Programming documents,
available at http://support.avaya.com.

2. Administering Avaya Aura™ Session Manager, Document Number 03-603324, Issue 1.1,
Release 6.1, November 2010, available at http://support.avaya.com.

3. Nexus Suite 2.0 SPI Patchll or Higher Deployment Guide, Part Number B02200161,
Revision Number 01, upon request to [PC Support.
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full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
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