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Abstract

These Application Notes describe the configuration steps required for IPC Alliance to
interoperate with Avaya Communication Server 1000 7.5 using QSIG trunks.

IPC Alliance is a trading communication solution. In the compliance testing, IPC
Allianceused E1 QSIG trunks to Avaya Communication Server 1000, forturret users on IPC to
reachusers on Avaya Communication Server 1000 and on the PSTN.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for IPC Alliance to
interoperate with Avaya Communication Server 1000 7.5 using QSIG trunks.

IPC Alliance (hereafter referred to as Alliance) is a trading communication solution. In the
compliance testing, [IPC Allianceused E1 QSIG trunks to Avaya Communication Server 1000 7.5
(hereafter referred to as CS1000), for turret users on IPC Allianceto reach users on Avaya
Communication Server 1000 and on the PSTN.

This solution covered CS1000 IP (UNIStim), Digital and/or PSTN users. SIP endpoints are
currently not supported due to an issue with Calls Forward scenario.

2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were manually established among
Alliance turret users with CS1000 IP (UNIStim), Digital and/or PSTN users. Call controls were
performed from various users to verify the call scenarios.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Elconnection to Alliance.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and standards-based interfaces pertinent to
the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute a full product performance or feature testing performed by
third party vendors, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a third party solution.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing included basic call, basic display, DTMF, hold/reconnect, call forwarding
unconditional/ring-no-answer/busy, blind/attended transfer, and attended conference.

The serviceability testing focused on verifying the ability of Alliance to recover from adverse
conditions, such as disconnecting/reconnecting the E1connection to Alliance.
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2.2. Test Results

The objectives outlined in Section 2.1 were verified and met. All basic tests were executed and
passed with the following observations.

e Call Forward No Answer on a Turret fails if the call is initiated by an Avaya SIP end
point. For example, Set A (Avaya SIP end point) calls Set B (Turret) which has a
diversion for Call Forward No Answer to Set C (Turret or Avaya). Set B keeps on ringing
and call is not forwarded to Set C. Issue is not seen if Set A is a non-SIP Avaya end
point.

e Set A (Avaya) initiates a call to Set B (Turret) which is Call Forward No Answer to Set C
(Avaya) which is Call forward No Answer to PSTN, which is in a busy state. Set A does
not hear the busy tone.

e Alliance has certain issues with Calling Line ID (CLID) when it invokes the restricted
CLID feature and during conference calls.

2.3. Support
Technical support on IPC Alliance can be obtained through the following:

e Phone:(800) NEEDIPC, (203) 339-7800
e Email: systems.support@ipc.com
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3. Reference Configuration
As shown in Figure 1 below, Allianceconfigurationconsists of the IPC Alliance MX and Turrets.

There is a physical connection between the 2MbPRI circuit pack on Avaya CS1000 with the
AllianceMX. E1 QSIG trunks are used from Allianceto Avaya CS1000, to reach users on
CS1000 and on the PSTN.

A five digit Uniform Dial Plan (UDP) was used to facilitate dialing between the Alliance and
CS1000. During compliance testing, extension ranges 58xxx were associated with CS1000 users
and36xxx were associated with the Alliance turret users. Avaya Call Pilot DN is 58888 and the
PSTN number is 96139655570.
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Figure 1: Compliance Test Setup in the lab
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Communication Server 1000 7.50.17
Avaya Communication Server 1000 6.0
(for emulated PSTN) '
Avaya Call Pilot (600r) 5.00.41
Avaya Digital user (3904) NA
Avaya [P (UNIStim) user (1120) 0624C8A

IPC System Interconnect
e Alliance MX
e  Turret (IQ/Max)

16.02.01.00.0007-1
16.02.01.00.0007-1
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5. Configure Avaya CS1000

This section provides the procedures for configuring Avaya CS1000 system. The procedures
include the following areas:
e Logging into the Element Manager via Unified Communications Manager.
¢ Configuring the D-Channel Loop.
e Configuring a D-Channel.
Configuring Route and Trunks.
Configuring Digit Manipulation Block.
¢ Configuring Route List Block.
e Configuring Distant Steering Code.

Assumption is made here that the CS1000 users are already created and also the PRI Trunk
between CS1000 7.5 and CS1000 6.0 1s configured for emulated PSTN setup during compliance
testing. For detail configuration of the CS1000 refer to Section 9 [1].

5.1. Log In to Element Manager via Unified Communication Manager

To login to the Unified Communications Manager (UCM) open an Internet Explorer browser and
type in the IP address of the UCM in the URL (not shown). Figure 2 below shows the login
screen of the UCM. Enter the User ID and Password credentials and click on Log In to
continue.

This computer systemn and netweork iz PRIVATE and PROPRIETARY of [company name] and
may only be accessed by authorized users. Unauthorized use of this computer system or User D Il
network is strictly prohibited and may be subject to criminal prosecution, employee discipline :

up to and including dizcharge, or the termination of the vendarfzervice contracts. The owner, Password: I
ot itz agents, may monitor any activity of communication on the computer system or network

Lag In |

Copyright @ 2002-2010 Avava Inc. All rights reserved

Figure 2: UCM Login Screen
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From the UCM main screen as shown in Figure 3 below, click on the Element EM on cppml.
This is the element which is configured to access the Element Manager (EM) for the CS1000

Call Server.

AVAYA

— Metwork
Elements
= 51000 Services
IPSec
Fatches
SMMP Profiles
Secure FTP Token
Software Deployment
— llser Services
Administrative Users

Avaya Unified Communications Management

Host Hame: ucm 1 bvwdev.com  Software Version: 02, 20-SMNAPSHOTO000)

Elements

Mews elements are registered into the security framewark, or may he added as sim
management service. You can aptionally filter the list by entering a search term.

| | Search I Resetl

External Authentication Add... =it | [Elete |
SECE;';SWDM [T Element Mame Element Type « Release
— [~ EMan cppmi C51000 75
Eulrltl?]lrest 2 [T chpml.ewdey.com Linux Base 7.4
ertificates
(memkber
Figure 3: UCM Main Screen
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5.2. Configuring D-Channel Loop

This section explains the configuration required to add a D-Channel loop which will be used to
configure the D-Channel on. In the EM left navigator screen, navigate to System > Core
Equipment > Loops as shown in Figure 4 below.

- UCM Hetwork Services =

- Home

-Links
=Wirtual Terminals

- System

+Alarms

- Maintenance

- Core Equipment
-Loops
- Superloops
-MSDLMISP Cards
- ConferencelTOSMUtifreguen
- Tone Senders and Detectors

- Peripheral Equipment

Figure 4: EM Screen showing navigation tree to Loops

Add a Loop by selecting 2.0 Mb/s Primary Rate Interface from the drop down menu and click
on Add to continue as shown in Figure 5 below.

Loops

2.0 Miss Primary Rate Interfacef = | Add.. Enahlel Disablel Status | Delete | Refresh

Figure 5: Adding a Loop on the 2Mb PRI circuit pack

During compliance testing a loop number of 10 was selected and the physical location of the
circuit pack on the CS1000 was in 004 0 03. Enter these values as shown in Figure 6 below to
complete adding the loop.

2.0 Mb/s Primary rate interface loop number Details

2.0 Mhfs Primary rate interface loop number: |D1E| *(0-255)
Media gateway card: IDEI4 003 *  (supl# sh# card#)

*Required value Cancel |
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Figure 6: Loop Configuration

5.3. Configuring D-Channel

This section explains the configuration of a D-Channel on the 2Mb PRI circuit pack. From the

EM navigation screen, navigate to Routes and Trunks > D-Channels as shown in Figure 7
below.

- Customers
|— Routes and Trunks |

- D-izhannels

- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwaorl
- Flexible Code Restriction
- Incoming Digit Translation

Figure 7: EM Screen showing navigation tree to D-Channels

Choose a D-Channel number to add as shown in Figure 8 below. During compliance testing D-
Channel number 5 was selected. Click on to Add to continue.

D-Channels

Maintenance

D-Channel Diagnostics (L0 968)

Metwork and Peripheral Equipment (LD 32, Virual D-Channels)
MEDL Diagnostics (LD 96)

TMDI Diagnostics (LD 96)

D-Channel Expansion Diagnostics (LD 48)

Configuration

ChnnseaD-ChannelNumher:l5 'I and type: IDCH 'I tDAddl

Figure 8: Adding D-Channel
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Configure the Basic Configuration values for the D-Channel as shown in Figure 9 below. Note
here that the D-Channel PRI loop number is the same one that was configured in Section 5.2

above.

-Basic Configuration
Input Description Input Value

Action Device And Number (ADARN): IDCH

D channel Card Type IMSDL
Media Gateway Card: 004 0 03 (supl# sh# card#) *
Group numher: I_L,
Device number: m
Port number: |1—
Designatar: W

Recovery to Frimary [

FRIloop number far Backup D-channel: I

User:lPrimary Rate Interface (PRI} j *
Interface type for D-channel: | 151G interface with GF platform (1SGF) j
Country: |ETS 300 =102 hasic protocal (ETSI) |

C-Channel PRI loop number: |1D
Primary Rate Inter‘face:l mare PRI |
Secondary PRIZ Ioops:l

Release ID ofthe switch at the far end:ls Vl
Central Office switch type: | 100% compatible with Bellcore standard (STDY) j

Integrated Services Signaling Link Maximum: IEDD Range: 1 - 4000

Figure 9: D-Channel Basic Configuration

To edit the Remote Capabilities of the D-Channel, click on Edit button as shown in Figure 10

below.

Inte%rated Semices Signaling Link Maximum: |2|JD Range: 1 - 4000

Frimary D-channel for a backup DCH:I Range: 0 - 254

- PIMX customer number, I ] 'I

- Frogress signal:| j
- Calling Line Identification :|F'reﬂx= 0 for Maorth American dialing plan. (OPTO) j

—OutputrequestEluffers:|32 'I

- D-channel transmission Rate: | 64 khis clear (G4K0C) j

- Channel Negotiation option: | Mo alternative acceptable, exclusive. (1) j

- Remote Capabhilities: Editl ‘

- B channel Service messading.. [

Figure 10: Editing Remote Capabilities Screen
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Select the boxes values for the Remote Capabilities as shown in Figures 11a and 11 b below.
Click on Return - Remote Capabilities button to return back to the main screen to complete the
D-Channel configuration.

Input Description Input Value

Basic rate interface (BRI) [~

| Call completion on busy using integer value (CCBI) [V
Call completion on busy using object identifier (CCBO) [

Call completion on busy for QSIG and EurolSDN BRI (CCBS) [

| Call completion on no response using integer value {(CCNI) ¥ |

Call completion oh no response using object identifier (CCNO) [~
Call completion to no reply for QSIG and EurolSDN BRI{CCNR) [
Network call park (CPK) [~

Connected line identification presentation (COLP) [
Call transfer integer (CTl)

Call transfer object (CTO) [~

Diversion info. is sent using integer value (DV1I) [~

Diversion info. is sent using object identifier (DV10) [~

Rerouting requests processed using integer value (DV2l) [

Rerouting requests processed using object identifier (DV20) [~
| Diversion info. sent. rerouting requests processed (DV3Il) [ |

EurolSDN - div. info sent. rerouting req. processed (DV30) [

Figure 11a: Remote Capabilities Values

NEeTWork name dsplay method Z{HD2F T 7|

Network name display method 3 (ND3) [

| Name display - integer ID coding {ND) @ |
Name display - ohject ID coding (NDO) [~

‘ Path replacement uses integer values (PRI} [ ‘
Path replacement uses ohject identifier (PRO) [~
Release Link Trunks over IP {(RLTI) [~
Remote virtual queuing (RvQ) [~

Trunk anti-tromboning operation (TAT) [
User to user service 1 (UUS1) [~
N2 fispl . NDS) [
Messaige waiting indication using integer values (QMW) [V
Message waiting indication using object identifier (QMWO) [

User to user signalling (UUN [~

Return - Remote Capahilities Cancel |

Figure 11b: Remote Capabilities Values (cont’d)

Note that in LD 73 under FEAT LPTI, the value for MFF could be AFF or CRC (not shown).
The Alliance QSIG configuration should match with the value that is defined on the CS1000. If
there is a mismatch then the D-Channel will not be active.
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5.4. Configuring Route and Trunks

This section explains the configuration of the QSIG route and trunks which will be used by
CS1000 and Alliance to communicate between them. To add a new route, navigate to Routes
and Trunks > Routes and Trunks from the EM left hand navigator window as shown in
Figure 12 below.

- Customers

- Routes and Trunks
- Foutes and Trunks
-DO-Channels
- Digital Trunk Interface

- Dialing and Humbering Plans
- Electronic Switchied Metiork
- Flexible Code Restriction
- Incoming Digit Translation

Figure 12: EM Screen showing navigation tree to Routes and Trunks

From the Routes and Trunks screen click on Add route button to start configuring a new route
as shown in Figure 13 below.

Routes and Trunks

+ Customer: 0 Total routes: B Total trunks: 123 Add route |

Figure 13: Adding a new Route

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 24
SPOC 4/23/2012 ©2012 Avaya Inc. All Rights Reserved. AlliICS1K75QSIG



During compliance testing Route number 50 was added. Select the values from the drop down
menu and configure the values as shown in Figures 14a and 14b below.

-Basic Configuration

Route data block (RDB) (TYPE)
Custamer number (CUST)

Route number (ROLUT)

Designator field for trunk (DES)

Trunk type (TKTF)

Incoming and outgoing trunk JCOG)
Access code for the trunk route (ACOD)

Trunk type MY11P ®911P

The route is for a wirtual trunk route WTRE)
Digital trunk raute (DTRE) :

- ISDMN BRI packet handler raute (BRIF) :

- Digital trunk type (DGTF)

Integrated services digital network option (ISOR)

- Mode of operation (MODE)
- Interface type far route (IFC)

- Send hilling number (SBM)

- Private netwoarlk identifier (PRI

- Call type for outgoing direct dialed TIE route

(CTYF)
- Insert ESMN access code (IMAC)

/|roB

Joo

|50

|asIG_IPC

|TIE

:|Incc|ming and Outgoing {1A0) j
:|s050 -

r

-

~

.

|PRI2

7

| ISDMPRA route, DTRK must be YES (PRA) ¥ |

| 1513 interface with GF platiorm. (SGF) =]
-
|o0oo3

(0- 32700

[Unknown Call type (UK 7|

i

- Display of access nrefix on CLID (DAPCY

I

Figure 14a: Route Basic Configuration values

Frocess notification netwarked calls (FMMNC) T

- Network Options

Electranic switched network pad control (ESM) ;. [

Signaling arrangement (S1GE0) | Standard (STDY

Route class (RCLS): | Route Class marked as external (EXT) j

Of-hook gqueuing (OHX : [

Cf-hook queue threshold (OHGT)

Call back gqueuing (CBQY : [~

Mumber of digits (NDIG)

Authcode (BUTHY : [

RS; Reviewed:
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Figure 14b: Route Network Options values
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Configure the trunk values as shown in Figure 15 below. Note that the Terminal number starts
with 010 01 since the D-Channel loop was built on Loop 10. Click on Edit button to configure
the required Class of Service for the trunks.

Customer 0, Route 50, Trunk 1 Property Configuration

-Basic Configuration

Auto increment member number. ¥

Trunk data block: ITIE
Terminal number:lmﬂ m

Designatar field for trunk: |QSIG_IPC
Extended trunk: j
Membernumber:‘l— * |
Level 3 Signaling: j

Card density: |=D

Start arrangement Incoming :|

=l
Start arrangementOutgoing:| j

Trunk group access restriction: ID
Channel ID for this trunk:l

MNetwork music: [

| Class of Service: Editl |

+Advanced Trunk Configurations

Figure 15: Trunk Properties

Figures 16a and 16b shows the Class of Service values selected for the compliance testing from
the drop down menu. Click on Return Class of Service button to complete the trunks
configuration.

-Class of Service
- ACD Priarity - | ACD Priority not required (APMN) *
- Analog Semi-Permanent Connections :|Ana|og Semi-Permanent Connections Denied (SPCD) j
- ARF Supenised COT: | |
- Barring: | Barring Denied (BARD) j
- Battery Supervised COT :| j
- Busy Tone Supervised COT:l j
- Calling Line Identification: | |
- Calling party: | Calling party Denied (CND) 7|
- Central Office Ringhack: | =
- Centrex Switchhoaok Flash: | Centrex Switchhook Flash Denied (THFD) j
- Dial Pulse: | Dial Pulse (DIP} |
- DTR PAD value: | |
- Echo Canceling: | Echa Canceling Denied (ECDY j
- Hang Kang DTI | |
- Loop Break Supervised COT:l j
- Make-hrealk ratio for dial pulse: |10 pulses per second (P10} j
- Manual Incaming: j
RS; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 24
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Figure 16a: Trunk Class of Service

- Polarity: | =l
- Priority: | Low Priority (LPR) =]
- Restriction level: | Unrestricted (UNR) =]
- Reverzed Ear Piece: | Feversed Ear Piece denied (XREP) j
- Short o long line: | =]
- Transmission Class of Senice: |Via Met Loss (VML) j

- Waring Tone: [Waming Tone Allowed (AT »|
- Reverzed Ear Piece: | Feversed Ear Piece denied (XREF) j
- ARF Supervised COT: | =l

Return Class of Service | Cancel |

Figure 16b: Trunk Class of Service (cont’d)

5.5. Configuring Digit Manipulation Block

This section explains the digit manipulation block that is to be configured in the CS1000 dialing
plan for its users to communicate with the Alliance system. From the EM navigator pane,
navigate to Dialing and Numbering Plans > Electronic Switched Network as shown in Figure
17 below.

- Customers

- Rowtes and Trunks
- Routes and Trunks
-D-Zhannels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Metwark
- FIexble Code Hestrciian
- Incoming Digit Translatian

e

Figure 17: EM Screen showing navigation tree to Electronic Switched Network
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Click on Digit Manipulation Block (DGT) option as shown in Figure 18 below.

Electronic Switched Network (ESN)

- Customer 00
- Metwork Control & Senvices

- Metwork Cantrol Parameters (MCTL)

- ESM Access Codes and Parameters (ESH)
| - Digit Manipulation Block (DGET)

- Home Area Code (HHPA)

- Flexible CLID Manipulation Black (ChDE)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSMS)

- Route List Block (RLE)

- Incaming Trunk Group Exclusion (ITGE)

- Metwork Attendant Services (MAS)

Figure 18: Accessing Digit Manipulation Block

Select a block index to configure and click on to Add button as shown in Figure 19 below.
During compliance testing Digit Manipulation Block Index of 7 was added.

Digit Manipulation Block List

Please choose thelDigitManipuIatiDn Block Index 7 j to Add |

Figure 19: Adding a Digit Manipulation Block Index

Figure 20 below shows the values configured. Click on Submit to complete adding the Digit
Manipulation Block configuration.

Digit Manipulation Block

Cigit Manipulation Index numbers: I?‘

MNumber of leading digits to be deleted: |0 (0-197

Insertl

IP Special Number: [

Call Type to be used by the manipulated digits ; | Coordinated Dialing Flan (COP) j

(mtj Refresh | Celete | Cancel

Figure 20: Digit Manipulation Block properties
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5.6. Configuring Route List Block

This section explains the route list block that is to be configured in the CS1000 dialing plan for
its users to communicate with the Alliance system. From the EM navigator pane, navigate to
Dialing and Numbering Plans > Electronic Switched Network as shown in Figure 17 above.
Click on Route List Block (RLB) option as shown in Figure 21 below.

Electronic Switched Network (ESN)

- Customer 00
- Hetwork Control & Services

- Metwork Control Parameters (MCTL)

- ESM Access Codes and Parameters (ESHM)
- Digit Manipulation Block (DGET)

- Home Area Code (HMPA)

- Flexible CLID Manipulation Block (CWMDB)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FEMNES)

- Route List Block (RLE)

- Incoming Trunk Group Exclusion (ITGE)

- Metwark Attendant Services (MAS)

Figure 21: Accessing Route List Block

Start adding a route list index as shown in Figure 22 below. During compliance testing list
index 50 was added. Click on to Add to continue.

Route List Blocks

Please enter a route list index I 50 ;p.qgogy o Add |

Figure 22: AddingRoute ListIndex

Add a Data Entry Index as shown in Figure 23 below. During compliance testing entry index 1
was selected and click on to Add to continue.

Please choose the | Data Entry Index 1 | o Add |

Figure 23: Adding Data Entry Index
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Figures 24a and 24b below show the values configured for the index block used during
compliance testing. Route Number of 50 and Digit Manipulation Index of 7 were selected as

per the configuration explained in Sections 5.4 and 5.5 respectively. Click on Submit to

complete the configuration.

Tirne of Day Schedule: |III j
Facility Restriction Level: IEI_ (0-77
Digit Manipulation Index: IE
ISL D-Channel Down Digit Manipalation Index: ID— ¢0- 1900

Free Calling Area Screening Index: IE

Free Special Mumber Screening [ndex; IIII 'I
Business Metwork Extension Route: [

Incoming CLID Table: |0 (0-1007)

Figure 24a: Route List Block properties

VNS Options

Lacal Termination entry. [
Route Number: ISDj |
Skip Conventional Signaling:

Use Tone Detector: [
Conversion to LDM: [
Expensive Route: [

Strategy on Congestion: |N0 Reroute (MRR) j

- QSIG Alternate Routing Causes: IQSIG Alternate Routing Cause 1 j
Preferred Routing: IW
ISDM Drop Back Busy: | Drop Back Disabled (DBD) |
ISDMN OfFHook Queuing Option: [~
Off-Hook Queding Allowed: [~
Call Back Queding Allowed: [~

Entry is a VNS Route: [T

(_gm Refreshl Delete Cancel

RS; Reviewed:
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5.7. Configuring Distant Steering Code

This section explains the distant steering code that is to be configured in the CS1000 dialing plan
for its users to communicate with the Alliance system. From the EM navigator pane, navigate to
Dialing and Numbering Plans > Electronic Switched Network as shown in Figure 17 above.
Click on Distant Steering Code (DSC) option as shown in Figure 25 below.

Electronic Switched Network (ESN)

- Customer 00

- Network Control & Services
- Metwork Control Parameters (NCTL)
- ESN Access Codes and Parameters (ESM)
- Digit Manipulation Block (DGT)
- Home Area Code (HMPA)
- Flexihle CLID Manipulation Block (CMDB)
- Free Calling Area Screening (FCAS)
- Free Special Number Screening (FERES)
- Route List Block (RLE)
- Incoming Trunk Group Exclusion (TGE)
- Metwark Attendant Senices (MAS)

- Coordinated Dialing Plan (CDP)

- Distant Steeting Code (DSC)

= Trunk SIEefing Code (1500

Figure 25: Accessing Distant Steering Code

From the drop down menu select Add and enter a distant steering code to add as shown in
Figure 26 below. During compliance testing a code of 360 was added since the Alliance
extension range started with 360xx. Click on to Add to continue.

Distant Steering Code List
=

Please enter a distant steering code I to Add |

Figure 26: Adding a Distant Steering Code

Enter the values as shown in Figure 27 below. Note that Route List to be accessed for trunk
steering code value selected is 50 based on the configuration explained in Section 5.6 above.
Click on Submit to complete the configuration.

Distant Steering Code

Distant Steering Code: | 360

Flexible Length number of digits: |5 (0-10)
Display: [ Lacal Steering Code (L5C) =l
Remote Radio Paging Access: [T
Route Listto be accessed for frunk steering code lﬂ ‘
Collect Call Blocking: [~

Mazirmurm 7 digit NPA code allowed:
Masimurm 7 digit M¥< code allowed:

@ Refresh Delete Cancel
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Figure 27: Distant Steering Code properties

6. Configure IPC System Interconnect

This section provides the procedures for configuring IPC System Interconnect. The procedures
include the following areas:
e Launch One Management System

e Administer wire groups

The configuration of Media Manager is typically performed by IPC installation technicians. The
procedural steps are presented in these Application Notes for informational purposes. For detail
administration and configuration of Alliance system refer to Section 9 [2].

6.1. Launch One Management System

Access the One Management System web interface by using the URL “http://ip-address/oneview” in
an Internet browser window, where “ip-address” is the IP address of [IPC System Center. Log in
using the appropriate credentials. The Login screen is displayed as shown in Figure 28 below. Enter
the appropriate credentials. Check I agree to the terms and conditions, and click Login. The
License Login screen is displayed next (not shown). Enter the appropriate password and click Login.
In the subsequent Login Information screen (not shown), click Continue.

OneMS " ==

Username
Ore Man iFenien FEH

Password

| Reset [ Login
TERMS AND COMDITIONS |v_(| I agree to the terms and canditions,

Access to this systern and/or network and the infarmation

in it are lawfully available anly for approved purposes by
employees of IPC or other users authorized by IPC, Other
than wheare prohibited by law and subject to lagal
requirements, IPC reserves the right to review any infarmation
in any forrm on this systermn and/or network at any time,

Thiz syster iz for the use of autharized uszers anly, All
individuals using thiz computer system are subject to having
their activities on thiz system monitored and recorded, Anyone
uzing thiz systern expreszly consents to such monitoring,

Figure 28: One Management System Login Screen
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6.2. Administer Wire Groups
Select MAIN MENU from the top menu to display the Main Menu screen. Select GROUPS >

Engineering Groups > Wire Groups, as shown in Figure 29 below.
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Figure 29: Wire Groups
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The Wire Groups screen is displayed as shown in Figure 30 next. Select “QSIG” from the Select
Wire Group drop-down list, and “Edit” from the Select Operation drop-down list, as shown below.
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Figure 30: QSIG Wire Group Selection
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The Edit Wire Groups screen is displayed as shown in Figures31a and b below.

e Locate the entry with Param ID of “142”. Double click on the corresponding Param Value
field, and enter “1”

e Scroll down to locate the entry with Param ID of “143”. Double click on the corresponding
Param Value field, and enter “0”

e Scroll down to locate the entry with Param ID of “358”. Double click on the corresponding
Param Value field, and enter “2”

e Locate the entry with Param ID of “364”. Double click on the corresponding Param Value
field, and enter “0”

e Scroll down the screen as necessary to locate the entry with Param ID of “365”. Double
click on the corresponding Param Value field, and enter “3” to denote Nortel (note that [IPC
still uses Nortel to represent CS1000) as the PBX provider.

e Locate the entry with Param ID of “367”. Double click on the corresponding Param Value
field, and enter “3”.

e Locate the entry with Param ID of “370”. Double click on the corresponding Param Value
field, and enter “3”.
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Figure 31a: QSIG Wire Groups Configuration
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Figure 31b: QSIG Wire Groups Configuration (cont’d)
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7. Verification Steps

The following tests were conducted to verify the solution between the CS1000 and Alliance
system:
e All basic call features operate successfully between CS1000 and Alliance users.
e EI connection in the Media Gateway is successfully established when the physical cable
is disconnected and connected back.
e Login to the CS1000 using command line interface (not shown) and verify the status of
the D-Channel and D-Channel loop in LD 96 and 60 respectively. Figure 32below shows
the D-Channel active and established and the loop enabled with the channels idle.

01 - IDLE TIE

U IDLE TIE
IDLE TIE ILE TIE

IDLE TIE

IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE IDLE TIE
IDLE TIE ILE TIE
IDLE TIE 'LE TIE
IDLE TIE z IDLE TIE

ILE TIE

ILE TIE

IDLE TIE
'LE TIE
ILE TIE

RO EME R
e e

Figure32: CS1000 DCH and Loop Status

8. Conclusion

These Application Notes describe the configuration steps required for IPC Alliance to
successfully interoperate with Avaya Communication Server 1000 7.5 using QSIG trunks. All
of the executed test cases have passed and met the objectives outlined in Section 2. The
Alliance System is considered compliant with Avaya CS1000 Release 7.5.

9. Additional References

This section references the product documentation relevant to these Application Notes.

1. CS1000 7.50 Administering and System Programming documents, available at
http://support.avaya.com.

2. Documents upon request from IPC Support.
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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