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Abstract

These Application Notes describe the steps for configuring Avaya@@®@assion Manage
Avaya Aur&® Communication Manager, and the Acme PacketM&dt6.2 with the AT&T IP
Flexible Reach servicasingAVPN or MIS/PNT transport service connections.

Avaya Aura® Session Manage.0is a core SIP routing and integration engine that cont
disparate SIP devices and applications within an enterpkisgya Aur&® Communicatior
Manager 5.2.1s a telephony application server aisdthe point of connectiobetweenthe
enterpriseendpoints andivaya Aur@® Session Manager.rAAcme Packet Nédiet 3800is
the point of connection between Avaya ARr&ession Manager and the AT&T IP Flexil
Reach service and used to not only secure the SIP trumkt also to make adjusents to the
signaling for interoperability.

The AT&T IP Flexible Reach service is one of several-lsdBed Voice over IP (VolRH
services offered to enterprises for a variety of voice communications neeelAT&T IP
Flexible Reach service allows entasgs in the U.S.A. to place outbound local and |
distance calls, receive inbound Direct Inward Dialing (DID) calls from the PSTN, and
calls between an enterprisebs sites.

AT&T is a member of the Avaya DevConnect Service Provider program. lafmmin thesq
Application Notes has been obtained through compliance testing and additional te
discussions. Testing was conducted via the DevConnect Program.
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1. Introduction

These Application Notes describe the steps for configuring AvayaRABessiorManager, Avaya
Aura® Communication Manager, and the Acme PacketM&tt3800with the AT&T IP Flexible
Reach servicasingAVPN or MIS-PNT transport service connections.

Avaya Aur® Session Manage8.0 is a core SIP routing and integration engine thateots
disparate SIP devices and applications within an enterprise. Avaya® AGmmmunication
Manager 5.2.1 is a telephony application server and is the point of connection between the
enterprise endpoints and Avaya ABré&ession Managetn the reference anfiguration, Avaya

Aura® Communication Manager 5.2.1 is provisioned in an Access Element configurAtion.
Acme Packet NelNet 3800is the point of connection between Avaya ARrdession Manager and

the AT&T IP Flexible Reach service and is used to ndf eaecure the SIP trunk, but also to make
adjustments to the signaling for interoperability.

The AT&T IP Flexible Reach service is one of several-lsdBed Voice over IP (VolP) services
offered to enterprises for a variety of voice communications ndé@sAT&T IP Flexible Reach

service allows enterprises in the U.S.A. to place outbound local and long distance calls, receive

i nbound Direct I nward Dialing (DID) calls fro
sites.

1.1. Interoperability Compliance Testing

The interoperability compliance testing focused on verifying inbound and outbound call flows (see
Section 2.2for examples) between Avayaufa® Session Manager, Avaya A@a&Communication
Manager, Acme Packet NBtet380Q and the AT&T IP Flexible Reach service usikgPN* or
MIS/PNT ? transport.

The compliance testing was based on a test plan provided by AT&T, for the functionality required
for certification as a solution supported on the AT&T network. Calls were made to and from the
PSTN across the AT&T netwoKkeeSection2.2for sample call flows)The following features

were tested as part of this effort:

A SIP trunking

T.38 Fax

Passing bDTMF events and their recognition by navigating automated menus

PBX features such as hold, resume, conference and transfer

Call redirectiorwith Diversion Header

> I>» I>» I>» >

1.2. Support

AT&T customers may obtain support for the AT&T IP Flexible Reach service by calling (877)
288-8362.

! AVPN supports compressed RTP (cRTP).
2MIS/PNT does not support cRTP.
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Avaya customers may obtain documentation and support for Avaya products by visiting
http://support.avaya.com In the United States, (866) GRVAYA (866-462-8292) provides

access to overall sales and service support menus. Customers may also use specific numbers
(provided onhttp://support.avayaorn) to directly access specific support and consultation services
based upon their Avaya support agreements.

1.3. Known Limitations

1. Although Avaya Aur® Session Manager relea® supports the possibility of using SIP
phones, SIP phonese not supported by Avaya A@aCommunication Manager 5.2.1 in
an Access Element configuration

2. G.711 faxing is not supported betwekwaya Aura® Communication Managemd the AT&T
IP Flexible Reach servicAvaya Aura&® Communication Manager does not support the protocol
negotiation that AT&T requires to have G.711 fax calls work. T.38 faxing is supported, as is
Group 3 and Super Group 3 faax speeds are limited t6@ bpsin the configuration tested.

In addition, Fax Error Correction Mode (ECM) is not supportedbgya Aura®
Communication Manager.

3. Emergency 911/E911 Services Limitations and Restrictiégdithough AT&T provides
911/E911 calling capabilities, AT&Taes not warrant or represent that the equipment and
software (e.qg., IP PBX) reviewed in this customer configuration guide will properly operate
with AT&T IP Flexible Reach to complete 911/E911 calls; thereforeflitdasu st o mer 0 s
responsibility to ensurgroper operation with its equipment/software vendor.

While AT&T IP Flexible Reach services support E911/911 calling capabilities under certain
Calling Plans, there are circumstances when that E911/911 service may not be available, as
stated in the ServicGuide for AT&T IP Flexible Reach found at
http://new.servicequide.att.corSuch circumstances include, but are not limited to,
rel ocation of t hanoenatie an\srieal télephofem&Ember,fasluee ino f
the broadband connection, loss of electrical power, and delays that may occur in updating the
customer 6s | ocation in the aPRléasemviewtie AT&J C at i
IP Flexible Reals Service Guide in detail to understand the limitations and restrictions.

4. Avaya Modular Messaging 5.2 currently uses a SIP telephone event typa Vi
signaling (RFC2833jor the FindMe feature. This may cause connectivity issues with
AT&T IP Flexible Reach serviceAs a result, the Findlle feature is not supported unitiis
fixed in Modular Messaging

a. Notei A fix for this issue included in Modular Messaging R5.2 SP5 was tested and
verified.

5. Avaya Aura® Communication Manager 6.0 currently uses &RE 2833 telephone event
type 127for the ExtendCall feature. This may cause connectivity issues with AT&T IP
Flexible Reach serviceAs a result, the Exten@all feature is not supported.

6. Avaya Network Call Redirection (NCR) must be disabled (defaunlthe Avaya Aur@
Communication Manager SIP trunk to the AT&T Flexible Reach ser@teerwise
connectivity issues may result in call scenarios involving Hold being signaled with
Asendonl yodo (Communication ManagerCRig gnal s
enabled).
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7. Avaya oneX® Communicator does not currently support G.729B codec, therefore Avaya
Aura® Communication Manager renegotiates the call to G.729A to support Direel PP
media.

2. Reference Configuration

The reference configuration used in these Application Notes is shdvgure 1 and consists of
several components:

1 Session Managegrovides core SIP routing and integration services tha
enables communications between disparatec@lbled entities, e.g., PBXs, SIP proxies,
gateways, adjuncts, trunks, applications, etc. across the enterprise. Ava§a Aura
Session Manager allows enterprises to implement centralized and-Ipasiegl routing
centralized yet flexible dial plans, consolidated trunking, and centralized access to
adjuncts and applications.

1 Avaya Aur® System Manager provides a common administration interface for
centralized management of 8késsion Managenstances in an emnerise.

1 Avaya Aur® Communication Managekccess Elemerprovides the voice
communications services farparticular enterprise sjtmcluding H.323 and Digital
endpointsIn this reference configuration, Avaya AG@r&ommunicatiorManager runs on
an Avaya S8720 Server. This solution is extensible to other A&Byxx Servers.

1 The Avaya Media Gateway provides the physical interfaces and resources for Avaya
Aura® Communication Manager. In this reference configuration, an Avaya G650 Media
Gateway is used.His solution is extensible to other Avaya Media Gateways.

T Avaya Adesko phones are represented with A
running H.323 software, Avaya 6400 Series Digital Telephones, and Avay&®ne
Communicator, a PC based softphonsefigured to use H.323 protocol in the reference
configuration

1 The Acme Packet Netet 3800 provides SIP Session Border Controller (SBC)
functionality, including address translation & header manipulation between the AT&T
IP Flexible Reach servi@nd the enterprise internal network.

1 An existing Avaya Modular Messaging systemNlnlti-Site mode in this reference
configuration) provides the corporate voice messaging capabilities in the reference
configuration. However the provisioning of Modulddessaging is beyond the scope of this
document

3 Although an Acme NeNet 3800 was used in the reference configuration, the, 4580 and 200 platforms are also
supported.
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1 Outbound calls were originated from a phone or fax provisionéoommunication
Manager Signaling passed fro@ommunication Manageo Session Managemd on to
the Acme PackdlletNet 3800 before being s# to the AT&T network for termination.
Media was sent from the calling phone to @@nmunication Managaviedia Processor
initially on call setup, but when applicable, the media was redirected directly from the
station (Ashuffl eMebNet380Da t he Acme Packet

1 Inbound calls were sent from AT&T, through the Acme PablattiNet 3800to theSession
Managemwhich routed the call t€ommunication Manage€ommunication Manager
terminated the call to the appropriate phone or fax extension. The H.323sphothe
enterprise side registered directly to @@mmunication ManageZontrol LAN (G-LAN).

1 Enterprise sitemayhave additional or alternate routes to PSTN using analog or digital
TDM trunks. However these trunks were not available in the refesamdgyuration.

ATAT
AVPN or MIS/PNT
Transport Metwork

AT&T
IP Flexible Reach Service

I

ATAT Router @

Public Side
Outside” ) eme Packet 3800
Session Border

Private Side Controller

“Inside™

( PRIVATE IP ADDRESS SPACE (Corporate [}
—

Avaya G650
Media Gateway

Avaya Aura® Communication
Manager 5.2.1
Avaya S8720 Servers

Dhigitial Line

g
g i
a g
& T
= <

Figure 1: Reference configuration
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2.1. lllustrative Configuration Information

The specific valuesdtedin Table 1 below and in subsequent sections are used ireteeence
configurationdescribed in these Application Notes, andfarallustrative purposes only.
Customers must obtain and use the specific valhrethéir own specific configurations.

Note- The AT&T IP Flexible Reach service border element IP addtessn in this documens
anexample. AT&T Customer Care will provide the actual IP address as partAT &k IP
Flexible Reach provisioning press.

Component

lllustrative Value in these
Application Notes

Avaya Aura® System Manager

Management IP Address

192.168.6 7207

Avaya Aura® Session Manager

Management IP Address

192.168.67209

SIP signalingP Address

192.168.67210

Avaya Aura® Communication Manager

C-LAN IP Address 192.168.67.4
Avaya Aur® Communication Manager 26XXX
extensions

Avaya CPE local dial plan 17231126xxx
Voice Messaging Pilot Extension 26000

Avaya Modular Messaging

Messaging Application Server (MAS) IP
Address

192.16867.141

Messaging Server (MSS) IP Address

192.168.67.140

Pilot Number

17231126000

Acme Packet SBC

| P Address of HfAOut si
(connected to AT&TAccess RoutelP Flexible
ReachService)

192.168.64.13active)

| P Addr e s sPrigafe) Intetfates i d
(connected té\vaya Aur@® Session Managgr

192.168.67.13(active)

AT&T IP Flexible ReachService

Border Element IP Address

135.25.29.74

AT&T Access router interface (to Acme
outside)

192.168.64.254

AT&T AccessRouter NAT address (@ne
outside address)

135.16.170.55

JF:Reviewed
SPOC2/8/2011
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2.2. Call Flows

To understanddw inbound AT&T IP Flexible Reach service calls are handle8dssion
ManagerandCommunication Managgethreebasiccall flows are described in this sectjon
howeverfor brevitynot all possible call flows are described

2.2.1. Inbound

The first call scenario illustrated Figure 2is an inbound AT&T IP Flexible Reach service call
that arrives orsession Managemd is subsequently routed@@mmunicatioiManagey which in
turn routes the call to a phone, fax, or in some cases, a vector.

A PSTN phone originates a call to an AT&T IP Flexible Reach service number.

The PSTN routes the call to the AT&T IP Flexible Reach service network.

The AT&T IP Flexble Reach service routes the call to the Acme Packet SBC.

The Acme Packet SBC performs SIP Network Address Translation (NAT) and any
necessary SIP header modifications, and routes the &sdission Manager

Session Manageapplies any necessary SIP denadaptations and digit conversions, and
based on configured Network Routing Policies, determines where the call should be routed
next. In this case&Session Manageputes the call t€ommunication Manager

6. Depending on the called numb&ommunicatiorManagerroutes the call to a phone, a fax

PpwNPE

o

or a vector.
1 AT&T
IP Flexible Reach
Service
PSTN
Phone
Acme Packet
SBC
4
A4
Avaya Aura® 5 Avaya Aura®
Communication |- Session
Manager Manager
¢ 6
Phone
Figure 2: Inbound AT&T IP Flexible Reach Call
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2.2.2. Outbound

The second call scenario illustratedHigure 3 is an outbound call initiated dBommunication
Manager routed toSession Managemd is subsequently sent to the Acme SBC for delivery to
AT&T IP Flexible Reach service.

1.

An Communcation Managephone or fax originates a call to an AT&T IP Flexible Reach
service number for delivery to PSTN.

2. Communication Manageoutes the call to thEession Manager
3.

Session Managexpplies any necessary SIP header adaptations and digit conseasidn

based on configured Network Routing Policies, determines where the call should be routed
next. In this case&session Manageputes the call to the Acme Packet SBC.

The Acme Packet SBC performs SIP Network Address Translation (NAT) and any
necessar SIP header modifications, and routes the call to the AT&T IP Flexible Reach
service.

The AT&T IP Flexible Reach service delivers the call to PSTN.

AT&T
IP Flexible Reach

6 Service
PSTN
Phone

Acme Packet
SBC

A

3

Avaya Aura® Avaya Aura®
Communication > Session
Manager 2 Manager

Figure 3: Outbound AT&T IP Flexible Reach Call
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2.2.3. Call Forward Re -direction (Diversion Header)

The third call scenario illustrated gure 4 is an inbound AT&T IP Flexible Reach service call

that arives onSession Managemd subsequenti@ommunication Manage€ommunication
Manageroutes the call to a destination station, however the station has set Call Forwarding to an
alternate destination. Without answering the €dimmunication Manageémmediately redirects

the call back to the AT&T IP Flexible Reach service for routing to the alternate destination.

1. Same as the first call scenarioSaction 2.2.1

2. Because th€ommunication Managgrhone has set Call Forward to another AT&T IP
Flexible Rech service numbeGommunication Managenitiates a new call back out to
Session Managethe Acme Packet SBC, and to the AT&T IP Flexible Reach service
network.

3. The AT&T IP Flexible Reach service places a call to the alternate destination and upon
ansver, Communication Manageronnects the calling party to the target party.

AT&T
IP Flexible Reach
Service

Alternate
Destination

Phone with
Call Forward Acme Packet
SBC
A
1¢ 2
Avaya Aura® 41 Avaya Aura®
Communication Session
Manager 2= Manager

Figure 4: Re-directed (e.g.Call Forward) AT&T IP Flexible Reach Call
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2.2.4. Coverage to Voicemall

The call scenario illustrated Figure 5is an inbound call that is covered to voicemail. In this

scenario, the voicemail system is an Avaya Modular Messaging system eohtoS®ssion
Manager

1. Same as the first call scenarioSaction 2.2.1

2. The calledCommunication Managgrhone does not answer the call, and the call covers to
t he phone dCGmmuoitator Memagéorwardd the call toSession Manager

3. Sessbn Manageanpplies any necessary SIP header adaptations and digit conversions, and
based on configured Network Routing Policies, determines where the call should be routed
next. In this case&ession Manageputes the call to Avaya Modular Messaging. asa
Modul ar Messaging answers the calll and con
mailbox. Note that the caltontinues to go througBommunication Manager

1 AT&T
IP Flexible Reach
Service
PSTN
Phone
Acme Packet
SBC
1
1 v
Avaya Aura_® Avaya Aura® 3 Avaya Modular
Communication Session | Messagin
Manager 2‘ Manager ging
B
Agent / Phone
Figure 5: Coverage to Voicemail
“Avaya AuraE Communication Manager places a call to Ava
caller to Avaya Modular Messaging. SIP redirect methods, e.g., 302, are not used. )
®The SIP signaling path stil | iogMaeager. tirhaddin sinbe the inkoynd calhu r a E
and Avaya Modul ar Messaging use different codecs (G. 72
Manager performs the transcoding, and thus the RTP med,]
Manager.
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3. Equipment and Software Validated

The following equipment and software was used for¢ference configuratiodescribed in these
Application Nogs.

Component Version
Avaya S800Server Avaya Aur® System Manager 6.0
(6.0.0.0.5563.0.6.1)
Avaya S800Server Avaya Aur@® Session Manager 6.0
(6.0.0.0.600020
Avaya S87P Server AvayaAura® Communication Manage
5.2.1(R015x.02.1.016 Ywith patch
18433
Avaya G650 Media Gateway
TN2312BP IP Server Interface (IPSI) HW15 FW(G1
TN799DP ContrelLAN (C-LAN) HWO01 FWO03
TN2302AP IP Media Processor HW18FwW121
(MedPro)
TN2602AP IP Media Resource 320 HWO02 FW®G7
(MedPro)
TN2501AP VAL-ANNOUNCEMENT HWO03 FW021
TN2224CP Digital Line HWO08 FWO015
TN793B Analog Line HWO05 FWO010
Avaya 9630 IP Telephone Avaya oneX® Deskphone Edition
H.323 Release B10b
Avaya oneX® Communicator 5.2.0.14
Avaya 6416D+ Digital Telephone -
AvayaS3500 Server Avaya Modilar Messaging 2.
(9.2.171.1009
Faxdevice Ventafax Home Version 8.102
Acme Packet Nelet 3800 SCX62.0 MR3 Patch IBuild 642
AT&T IP Flexible Reacl$erviceusing VNI 18
AVPN or MIS-PNT transport service
connections.

Table 2: Equipment and Software Versions

Note - The solution integration validated in these Application Notes should be considered val
deployment with Avaya Aura® Communication Manager release 5.2.1 and Avaya Aura® Se
Manager release 6.1. Avaya egs to provide service and support for the integration of Avaya
Aura® Communication Manager releds@.1 and Avaya Aura® Session Manager release 6.1
with the AT&T IP Flexible Reactservice offer, in compliance with existing support agreement
Avaya Aua® Communication Manager release 5antl Avaya Aura® Session Manager 6.0, a

lid for
ssion

s for
nd

in conformance with the integration guidelines as specified in the body of this document.
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4. Avaya Aura® Session Manager 6.0

These Application Notes assume that basic 6.0 Avaya@\8gstem Manager and Session Manager
administration has already been performed. Cofsuéind[2] for further details if necessary.
Configuration of Session Manager is performed from System Manager. To invoke the System
Manager Common Console, launch a web browser, btites://  <IP address of the

Avaya Aura ® System Manager server> /ISMGR in the URL, and log in with the
appropriate credentials

4.1. Background

Session Manager serves as a central point for supportiAgaS#l communication services in an
enterprise. Session Manager connaats normalizes disparate SIP network components and
provides a central point for external SIP trunking to the PSTN. The various SIP network
components are represented as ASI P Entitieso
and those component are represented as fAEntity Linkso.
SIP Entity in the enterprise, each SIP Entity simply connects to Session Manager and relies on
Session Manager to route calls to the correct destination. This approadatsrdaudial plan and

trunking administration needed on each SIP Entity, and consolidates said administration in a central
place, namely Avaya Aug&System Manager.

When calls arrive at Session Manager from a SIP Entity, Session Manager applies@&ié! pnat

numbering modifications to the call s. These
sometimes necessary to resolve SIP protocol differences between disparate SIP Entities, and also
serve the purpose of fn ocorumfarminumbenirg dormathwhichc al | s
allows for simpler administration of routing rules in Session Manager. Session Manager then

mat ches the calls against certain criteria em
the destination SIP Entii es based on ARouting Policiesodo spe

Lastly, before the calls are routed to the respective destinations, Session Manager again applies
Adaptations in order to bring the calls into conformance with the SIP protoogretegion and
numbering formats expected by the destination SIP Entities.

4.2. Routing Policies

Routing Policies define how Session Manager mutdls between SIP network elements. Routing
Policies are dependent on the administration of severalrgltged items:

1 SIP Entities SIP Entities represent SIP network elements such as Session Manager
instances, Communication Manager systems, SeBsiaier Controllers, SIP gateways, SIP
trunks, and other SIP network devices.

1 Entity Linksi Entity Links define the SIP trunk/link parameters, e.g., ports, protocol
(UDP/TCP/TLS), and trust relationship, between Session Manager instances and other SIP
Entities.

1 SIP Domaing SIP Domains are the domains for which Session Manager is authoritative in
routing SIP calls. In other words, for calls to such domains, Session Manager applies
Routing Policies to route those calls to SIP Entities. For calls to dtineains, Session
Manager routes those calls to another SIP proxy (eitherdgbireed default SIP proxy or
one discovered through DNS).
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1 Locationsi Locations define the physical and/or logical locations in which SIP Entities
reside. Call Admission Contr¢CAC) / bandwidth management may be administered for
each location to limit the number of calls to and from a particular Location.

1 Adaptations Adaptations are used to apply any necessary protocol adaptations, e.g., modify
SIP headers, and apply any esgary digit conversions for the purpose of mterking with
specific SIP Entities. For example, an AT&pecific Adaptation is used in these
Application Notes to remove SIP Histehyfo headers from SIP messages sent to the AT&T
IP Flexible Reach sewie net wor k. As another exampl e,
Adaptations are used in this reference con
(e.g.,Request R1 ) and 0 or rAgsSertedltentioyntype Headergy of SIP
messages sent &md received from SIP Entities.

1 Dial Patterng A Dial Pattern specifies a set of criteria and a set of Routing Policies for
routing calls that match the criteria. The criteria include the called party number and SIP
domain in the Reques&tRI, and the Loation from which the call originated. For example,
if a call arrives at Session Manager and matches a certain Dial Pattern, then Session Manager
selects ontof the Routing Policies specified in the Dial Pattern. The selected Routing
Policy in turn spedies the SIP Entity to which the call is to be routed. Note that Dial
Patterns are matched after ingress Adaptations have already been applied.

1 Time Range$ Time Ranges specify customizable time periods, e.g., Monday through
Friday from 9AM to 5:59PM, Mnday through Friday 6PM to 8:59AM, all day Saturday and
Sunday, etc. A Routing Policy may be associated with one or more Time Ranges during
which the Routing Policy is in effect. For example, for a Dial Pattern administered with two
Routing Policies, onRouting Policy can be in effect on weekday business hours and the
other Routing Policy can be in effect on weekdayhaffirs and weekends. In the reference
configuration no restrictions were placed on calling times.

The general strategy employed imstreference configuration with regard to Called Party Number
manipulation and matching, and call routing is as follows:

1 Use common number formats and uniform numbers in matching called party numbers for routing
decisions.

1 Oningress to Session Managapply any called party number modifications necessary to
Anormali zed the number to a common for mat or

1 On egress from SM, apply any called party number modifications necessary to conform to the
expectations othe nexthop SIP Entity. For example, on egress from Session Manager to
Communication Manager, modify the called party number such that the number is consistent
with the dial plan on Communication Manager.

Of course, the items above are just severatafiy possible strategies that can be implemented with
Session Manager.

To view the sequenced steps requiredRolitiogd conf
in the left pane of the Avaya Au®aSystem Manager Common Console (Begire 6).

® The Routing Policy in effect at that time with highest ranking (e.g. O is ranked higher than 1) is attempted first. If that
Routing Policy fails, then the Routing Policy with the next highest rankings is attempted, and so on.
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AVAYA Avaya Aura™ System Manager

6.0

Wwelcorme, admin Last Logged on at June 23,
2010 4:54 PM

Help | About | Change Password | Log off

» Elements Introduction to Network Routing Policy

» Events : : : : : }
MNetwark Routing Policy consists of several routing applications like "Domains”, "Locations", "SIP
» Groups & Roles Entities", etc.

The recommended order to use the routing applications (that means the overall routing workflow)
to configure your network configuration is as follows:

Domains Step 1! Create "Domains" of type SIP (other routing applications are referring domains of type
Locations SIPY.

Adaptations Step 2! Create "Locations"

SIP Entities

. u N
Entity Links Step 3: Create "adaptations
T (=S Step 4! Create "SIP Entities"

Routing Policies . . .
- SIP Entities that are used as "Outbound Proxies" e.g. a certain "Gateway" or "SIP Trunk"
Dial Patterns

Regular Expressions - Create all "other SIP Entities" {Session Manager, CM, SIP/PSTN Gateways, SIP Trunks)

Defaults - Assign the appropriate "Locations", "Adaptations" and "Outbound Proxies"

» Security

. NEnt [
) System Manager Data Step 5. Create the "Entity Links

b Users

- Between Session Managers
Help - Between Session Managers and "other SIP Entities"
Landing Page Step A Create "Time Ranges"

Help for Irmport Al Data

- align with the tanff information received from the Service Providers
Help for Export &ll Data

Help for Committing Step 7. Create "Routing Policies"
configuration changes
- &ssign the appropriate "Routing Destination" and "Time Of Day"
{Time Of Day = assign the appropriate "Time Range" and define the "Ranking")
Step 8! Create "Dial Patterns"
- Assign the appropriate "Locations" and "Routing Policies" to the "Dial Patterns"
Step 9: Create "Regular Expressions"

- 4ssign the appropriate "Routing Policies" to the "Regular Expressions"

Each "Routing Policy" defines the "Routing Destination" {which is a "SIP Entity") as well as the "Time
of Day" and its associated "Ranking".

IMPORTANT: the appropriate dial patterns are defined and assigned afterwards with the help of the
routing application "Dial patterns". That's why this overall routing workflow can be interpreted as

"Dial Pattern driven approach to define Routing Policies"
That means (with regard to steps listed above):
Step 7: "Routing Polices" are defined

Step 8! "Dial Patterns" are defined and assigned to "Routing Paolicies" and "Locations" {one step)

Step 9: "Regular Expressions" are defined and assigned to "Routing Policies" {one step)

Figure 6: Main Routing Page

JF:Reviewed Solution & Interoperability Test Lab Application Note 16 of 96
SPOC2/8/2011 ©2011 Avaya Inc. All Rights Reserved. ACM521SM60SBC



4.3. SIP Domains
The steps in this section specify the SIP domains for which Session Manadkoigative.

1. Inthe left pane unddRouting, ¢ | iDorkain® n i Domairt Magagementpage

clicKemdpn( miot shown), .
2. Continuing in theDomain Managementpage, enter a SIP domain (ecgstomera.com)
for Name

3. SelectType sip.
4. (Optional) Add notes.
5. CIl i c Kononito .hA

AVAyA Avaya Aura™ System Manager

6.0

Welcome, admin Last Logged on at July &,
2010 9:47 AM

Help | &4bout | Change Password | Log off

uting / Domains

b Elements Domain Management

» Ewents

} Groups & Roles

Licenses
¥ Routing 1 Item | Refresh Filter: Enable
Domains Name | Type | Default Notes
Locations * [customera, com L
Adaptations
SIP Entities
Entity Links
Tim:Ranges * Input Required

Routing Policies
Dial Patterns
Regular Expressions

Defaults

» Security

b System Manager Data

F Users -

Figure 7. Domain Management Page

6. Repeat Steps- 5to add any additional SIP domains.

4.4. Locations
The steps in this section define the physical and/or logical locatibaeeSIP Entities reside.

~

1. Inthe left pane unddRouting, ¢ | iLocktionson. @ Uocatioh page click on
fiNewbo (not shown), .
2. In theLocation Details page, enter a descriptilame (e.g.main).
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3. [Optional] To limit the number of calls going to and from this Location, i.e., apply CAC,
specify theManaged BandwidthandAverage Bandwidth per Call

4. [Optional] To identify IP addressessociated with this Location, atldcation Pattern
entries accordingly. In the reference configuration all the Avaya CPE resided in the IP
segment 192.168.67.*.

5. CIl i c Kononito .hA

AVAyA Avaya Aura™ System Manager

6.0

Wielearne, admin Last Logged on at July &,
2010 9:47 AM

Help | &bout | Change Passwiord | Log off

Home f Routing / Locations f Location Details

» Elements Location Details
} Events
} Groups & Roles General
Licenses * Mame: |main
¥ Routing
Motes:
Domains
Locations -
, Managed Bandwidth: Khit/sec v

Adaptations

SIP Entities * hverage Bandwidth per Call: 20| | Kbitfsec v

Entity Links

Time Ranges Location Pattern

Routing Policies |

Dial Patterns

i 1 Item | Refresh Filter: Enahble
Regular Expressions
Defaults I IP Address Pattern MNotes

b Security O *|192.168.67.*

b System Manager Data

Select ; All, Mone
} Users

Figure 8: Location Details Page

6. Repeat Steps- 5to add any additional Locations.

4.5. Adaptations

In this section, Adaptations are administered for the following purposes:
§ Calls to AT&T (Section 4.5.) - Modification’ of SIP messages sent to the AT&T IP Flexible
Reach service.
A The Avaya CPE domain (custoragom) is replaced with the IP address of the AT&T
Border Elementd.g, 135.25.29.74seeSection 7 in the Request URI.
A The fAttAdapter 0 mo-niolSIE heademoo egess towandeAT&Ti st ©

" Currently, the AT&T Adaptatio automatically removes the Histelyn f o header sent by defaul
Communication Manager.
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1 Calls from AT&T (Section 4.5.2 - Modification of SIP messages sent to Communication

Manager.

A The IPaddress of Session Manager (192.168.67.210) is replaced with the Avaya CPE
SIP domain (customaicom) in the Request URI.

A The AT&T DID called number digit strings in tlequest UR&re replaced with their
associated Communication Manager extensions.

1 Calls to/from Modular Messagingeéctions 4.5.2 and 4.5)3 Modification of SIP messages
sent to and received from Avaya Modular Messaging.

A FromModular MessagingSection 4.5.21 Modular Messaging 11 digit mailbox
numbers are converted to the associatedr@anication Manager 5 digit extensions
(MWI).

A To Modular MessagingSection 4.5.3- Convert the Communication Manager extension
defined for Modular Messaging acce26(00) to the Modular Messaging pilot number
(1723126000).

4.5.1. Adaptation for calls to AT&T

The Adaptation administered in this section is applied to SIP messagesteerAT&T IP Flexible
Reach service (by way of the Acme Packet SBC).

1. Inthe left pane unddRouting, ¢ | iAddptationsdo .Ai  Adaptatiohsgage, click
onNew (not shown).

2. In theAdaptation Details page, enter:

a. A descriptiveName (e.g. AT&T).

b. Sel AttAtaptéro f r dvodule Nanedrop down menu (if no module

C.

d.

namei s present, sel ect 0 <CcAtAdapterot.o add m
In theModule parameter field enterodstd=135.25.29.74 osrcd=192.168.64.130,
wherel35.25.29.74 is the IP address of the AT&T Border Element and
192.168.64.130 is the outside (pubbcldess of the Acme SBC. This will

replace the SIP Domain of Session managestpmea.con) with 135.25.29.74

in theoutboundRequest URI, and replacestomea.comwith 192.168.64.13
theoutboundPAl .

Cl i c KConmmito .A

Note - No digit conversions aneequired for this Adaptation.
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AVAyA Avaya Aura™ System Manager

6.0

welcome, admin Last Logged on at September
15, 2010 1:20 FM

Help | &bout | Change Password | Log off

Haome tin tatio ptation Details
» Elements Adaptation Details
} Events
} Groups & Roles General
Licenses * pdaptation name: |ATET
¥ Routing
Module name: | Attadapter v
Domains
. Module parameter: 0dstd=135.25.29.74 osrcd=192, 15

Locations

Adaptations Egress URI Parameters:

Sl Emifides Notes: (Outhound to AT&T

Entity Links

Time Ranges

Digit Conversion for Incoming Calls to 5M
Routing Policies

Dial Patterns add

Regular Expressions 0 Items | Refresh Filter: Enahle

petouts Pamms e owe DEse e MwRTT e
} Security 9 g ¥
b System Manager Data . i i
T Digit Conversion for Qutgoing Calls from Sm
Help )

0 Items | Refresh Filter: Enahle
Help for Adaptation Details fields
Matching Min Max Delete Insert Address to Notes

Help for Committing Pattern Digits Digits modify
configuration changes

Figure 9: Adaptation Details Pagei Adaptation for AT&T

4.5.2. Adaptation for calls to Avaya Aura® Communication Manager

The Adaptation administered in this section is used for modification of SIP messages to
Communication Manager.

1. Inthe left pane unddRouting, ¢ | iAddptationso .1  Adaptatiohsgage, click
onNew (not shown).
2. In the Adaptation Details page, enter:
a. A descriptiveName, (e.g. To_ACMZ2]).
b. Se |l ®igitConfiersionAdapterdo f r dvimdule Naanedrop down menu (if
no module name i s present, select nd<cl
DigitConversionAdapter).
c. IntheModule parameter field enterodstd=customera.com
osrcd=customera.comThe odstd parameter will replace the IP address of
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Session Mnager 192.168.67.210with customera.corm theinboundRequest
URI, and the osrcd parameter will replace the AT&T border elementdfessl
(135.25.29.7¥with customera.conn theinboundPAL.

d. In theDigit Conversion for Outgoing Calls from SMsection, enter thembound
DID digits from AT&T that need to be replaced with their associated extensions
before being sent to Communication Mgea

i. Example 1:

1. 7323204383 is an AT&T DID associated with Communication

Manager extensior6103 Enter 7323204383 in thdatching

Pattern column.

Enter10in theMin/Max columns.

Enter10in theDelete Digitscolumn.

Enter26103string in thelnsert Digits column.

Specify that this should be applied to the BE#stination headers

in theAddress to modify column.

6. Enter any desired notes.

ii. Example 2:

1. 1723114xxxx is the format of the mailboxes sent by Avaya
Modular messaging. These mailboxes must be convertieir
associated Communication Manager extensions by deleting the
first six digits.

Enter11in theMin/Max columns.

Enter6 in theDelete Digitscolumn.

Leave thdnsert Digits column blank.

Specify that this should be applied to the Bé#stination headers

in theAddress to modify column

6. Enter any desired notes.

e. In the reference configuration mgit Conversion for Incoming Calls to SM
are required.

f. Cl i c KCononito .i

abrwn

abrwn
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AVAYA Avaya Aura™ System Manager

6.0

Welcome, admin Last Logged on at September
15, 2010 1:20 PM

Help | &bout | Change Passwiord | Log off

tation D
b Elements Adaptation Details
b Events
} Groups & Roles General
Licenses * pdaptation name: |TD_ACM521 |
¥ Routing — -
Module name: |D|g|tCDnverS|DnAdapter v|
Domains
B Module parameter: |Dsrcd:cust0mera.cum odstd=customera.com

Locations

Adaptations Egress URI Parameters: | |

SIP Entities Notes: | |

Entity Links

Time Ranges .. . .
Digit Conversion for Incoming Calls to SM

Routing Policies

Dial Patterns
Regular Expressions 0 Items | Refresh Filter: Enahle
Defaults Matching Min Max Delete Insert Address to Notes
e Pattern Digits Digits modify
b System Manager Data
N— Digit Conversion for Outgoing Calls from 5M
Help )
Filter: Enable
Help for Adaptation Details fields —— add .
- o elete P ress to
Help for Committing |:| ‘ Matching Pattern - ‘ Min ‘ Max ‘ Digits ‘ Insert Digits T MNotes
canfiguration changes O *[1723114 * * 6 | | | [destination v| [convertmr
0O *[21433253a3 * * * 26103 | destination |
O  *|4388 * * * [z6104 | [destination w| |
0  *[73232043833 * * * [z6103 | [destination w| |
3 | b

Select ; all, None

* Input Required

Figure 10: Adaptation Details Pagei Adaptation for Avaya Aura® Communication Manager5.2.1

4.5.3. Adaptation for Avaya Modular Messaging

The Adaptation administered in this section is used for digit ceimreon SIP messages to and
from Avaya Modular Messaging.

~

1. Inthe left pane unddRouting, ¢ | iAddptationso .i  Adaptatiohsgage click
onNe® (not shown).
2. In theAdaptation Details page, enter:
a. A descriptiveName, (e.g.MM_Digits) .
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b. Se |l ®igitConfersionAdaptero f r dviomdule Naanedrop down menu (if

no module name is present, select nA<cl
DigitConversionAdapter).
c. No Module parameteris required.
d. Inbound calls to the Modular Messaging pilot number (message sdjriev
a. In theDigit Conversion for Outgoing Calls from SM section, enter
26000in theMatching Pattern column. This is the Modular Messaging
pilot extension defined on Communication Manager.
b. Enter5in theMin/Max columns.
c. EnterOin theDelete Digitscolumn
d. Enter172311in thelnsert Digits column. This converts the pilot
extension 26000) to the Modular Messaging pilot number
(1723126000).
e. Specify that this should be applied to the Bistination headers in the
Address to modifycolumn.
f. Enter any desiredotes.
e. Cl i c KConomito .A
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» Elements
} Events
} Groups & Roles

Licenses

¥ Routing

Domains

Locations
Adaptations

SIP Entities

Entity Links

Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

} Security

b System Manager Data

} Users

Help

Help for Adaptation Details fields

Help for Committing
configuration changes

T
Avaya Aura™ System Manager
welcome, admin Last Logged on at September
15, 2010 1:20 PM
Help | &bout | Change Password | Log off
Adaptation Details
General
* Adaptation name: |MM_Digits
Module name: | DigitConversionadapter
Module parameter:
Egress URI Parameters:
MNotes:
Digit Conversion for Incoming Calls to 5M
Filter: Enahle
- - Delete Af Address to
|:| ‘ Matching Pattern ‘ Min ‘ Max Digits Insert Digits T Notes
Select : All, None
Digit Conversion for Qutgoing Calls from Sm
1 Item | Refresh Filter: Enahle
|:| ‘ Matching Pattern ‘ Min ‘ Max | g?glﬁie Insert Digits ‘ ﬁ_:::;::;;?:s to Notes
O *[26000 *s *[s * 0 172311 to MM pilat
£ I k4
Select : aAll, Mone

Figure 11: Adaptation Details Pagel Adaptation for Avaya Modular Messaging

4.6. SIP Entities

In this section, SIP Entities are administered for the following SIP network elements:

1 Avaya Aur® Session ManagérSection 4.6.1

1 Avaya Aur&® Communication Managér.2.1(AT&T access) This entity, and its associated
entity link is for calls between Commication Manager and the Acme Packet SBSection

4.6.2

1 Acme Packet SBC This entity, and its associated entity link is for calls between the Acme
Packet SBC and AT&Ti. Section 4.63
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1 Avaya Modular Messaging This entity, and its associated entity liskfor message
coverage/retrievatalls fromCommunication Managéo Modular Messaging Section 4.64

Notei In the reference configuration TCP (port 5060) is used as the transport protocol betwe
Session Manager and all the SIP Entities including @anication Manager. This was done to
facilitate protocol trace analysis. However, Avaya best practices call for TLS (port 5061) to be
as transport protocol between Communication Manager and Session Manager in customer

» used

environments.

4.6.1. Avaya Aura ® Session Manager SIP Entity

1. Inthe left pane unddRouting, ¢ | iStPKEntibesd . A SIMENtitiés@age click
onNewd® (not shown).
2. In theGeneral section of theSIP Entity Details page, provision the following:

1 Namei Enter a descriptive name for Session Manager $M§0).

1 FQDN or IP Addressi Enter the IP address of the Session Manager network
interface, Qotthe management interface), provisdnduring installation (e.qg.
192.168.67.210
Typei S e | S&ession Manageb .

Locationi Sel ect MNama SdctiorodM) i

= =4 =

SIP domains for which Session Manageras authoritative, Session Manager rout

Outbound Proxy i (Optional) Leave blank or select another SIP Entity. For calls to

es

those calls to thi®utbound Proxy or to another SIP proxy discovered through DNS

if Outbound Proxy is not specified.
1 Time Zonei Select the time zone in which Session Manager restkxsion 4.§.
3. In theSIP Monitoring section of theSIP Entity Details page select:
a. SelectLink Monitoring Enabled for SIP Link Monitoring
b. Use the default values for the remaining parameters.
4. InthePort section of theSIP Entity Detaillsp age, Odddockhndn piiov
entry as fows:
T PortiEnt 80600 Ai( see note above).
1 Protocoli Sel dCPb @ see note above).
91 Default Domaini (Optional) Select a SIP domain administere@attion 4.3
with the selected SIBefault Domain (e.g.customera.com)
5. Cl i c KConomito .A

i si o

These entriesnable Session Manager to accept SIP requests on the specified ports/protocols. In

addition, Session Manager will associate SIP requests containing the IP address of Session
(192.168.67.210) in the host part of the RequH#3t
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AVAyA Avaya Aura™ System Manager

6.0

Welcome, admin Last Logged on at August 12,
2010 4:29 PM

Help | About | Change Password | Log off

Home

» Events General
» Groups & Roles
. * Name: [SMB0 |
Licenses
~ Routing * FQDN or IP Address: [192.168.67.210 |
Domains Type:
Locations
MNotes: | |
Adaptations
SIP Entities
Location: -main v
Entity Links -
Time Ranges Outbound Prozy:
Routing Policies Time Zone: |America,-‘New_YDrk -
-
Dial Patterns Credential name: |
Reqgular Expressions
Defaults SIP Link Monitoring
» Security SIP Link Monitoring: | Link Monitoring Enabled v
b System Manager Data * Proactive Monitoring Interval (in
seconds):

b Users

* Reactive Monitoring Interval (in
seconds):

* Mumber of Retries:

Help

Help for SIP Entity Details fields

Help for Committing
configuration changes

Entity Links
Entity Links can be modified after SIP Entity is committed.

Port

Filter: Enable

] ‘ Port - ‘ Protocol ‘ Default Domain ‘ Notes

O |5060 | |TCP v| |customera.co:v| |

Select : All, None

* Input Required

Figure 12: SIP Entity Details Pagei Avaya Aura® Session Manager SIP Entity

4.6.2. Avaya Aura ® Communication Manager SIP Entity

1. IntheSIPEntitespage, dkwck on i
2. In theGeneral section of theSIP Entity Details page, provision the following:
1 Namei Enter a descriptive name for Communication Manager £&&§1521).
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1 FQDN or IP Addressi Enter the IP address of the Communication Man@tgan
provisioned inSection 53.
Typei Sel €Ma . i
Adaptation 1 Select the Adaptation administered3action 4.5.2
Location 1 Select a Location administered$ection 4.4
Time Zonei Select the time zone in which Communication Manager resides.
In the SIP Monitoring section of theSIP Entity Details page select:
0 SelectLink Monitoring Enabled for SIP Link Monitoring
0 Use the default values for the remaining parameters.
3. Cl i c KConmmito .A

= =4 =4 -8 -2
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» Elements

» Events

» Groups & Roles

Licenses

~ Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions
Defaults

» Security

b System Manager Data

b Users

Help

Help for SIP Entity Details fields

Help for Committing
configuration changes

Avaya Aura™ System Manager
6.0

Welcome, admin Last Logged on at September
15, 2010 1:20 PM

Help | &bout | Change Password | Log off

SIP Entity Details

General
* Mame: ACMSEZ1
* FQDN or IP Address: |192.162.67.14
Type:

MNotes:

Adaptation: |To_aCMs21 v

Location: | main v

Time Zone: |.f1‘«merica,-‘New_YDrk A4

Override Port & Transport with O
DMNS SRY:

* SIP Timer B/F (in seconds): |4

Credential name:

Call Detail Recording:

SIP Link Monitoring

SIP Link Monitoring: |Use Session Manager Configuration V|

Entity Links
Entity Links can be modified after SIP Entity is committed.

Port

Filter: Enable

[ ‘ Port - ‘ Protocol ‘ Default Domain ‘ Notes ‘

[0 [soeo0 | |TCP v| |Cust0mera.com v| [

Select : All, None

* Input Required

Figure 13: SIP Entity Details Pagei Avaya Aura® Communication Manager5.2.1SIP Entity

4.6.3. Acme Packet SBC SIP Entity

To configure the Session Border Controller entity, repeat #gsSnhSection 4.6.2 TheFQDN or
IP Addressfield is populated with the IP address of the private (instade)einterface configured

in Section 7and theTypef i el d ©Otkerdos. e tSeteo tihe fi gure bel ow

reference configuration

JF:Reviewed
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» Elements
» Events
} Groups & Roles

Licenses

¥ Routing

Domains

Locations
Adaptations

SIP Entities

Entity Links

Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

} Security

b System Manager Data

F Users

Help

Help for Committing
configuration changes

Help for SIP Entity Details fields

Avaya Aura™ System Manager
6.0

Welcome, admin Last Logged on at August 12,

2010 4:29 PM

Help | About | Change Password | Log off

SIP Entity Details
General
* Name: |Acme_to_AT&T
* FQDN or IP Address: |192.168.67.130
Type:

MNotes:

Adaptation: |AT2T v
Location:

Time Zone: |America,-‘|\|ew_‘r‘0rk v

Override Port & Transport with O
DMNS SRY:

* SIP Timer B/F (in seconds): |4

Credential name:

Call Detail Recording:

SIP Link Monitoring
SIP Link Monitoring: |Link Monitaring Enabled v

* pProactive Monitoring Interval {in

seconds ): s00

* Reactive Monitoring Interval (in 1

seconds ): 20

* Mumber of Retries: |1

Entity Links
Entity Links can be modified after SIP Entity is committed.

* Input Required

Figure 14: SIP Entity Details Pagei Acme Packet SBC SIP Entity

4.6.4. Avaya Modular Messaging SIP Entity

To configure tle Modular Messaging SIP entity, repeat the Stefettion 4.6.2TheFQDN or IP

Addressfield is populated with the IP address of the Modular Messaging Application Server (MAS)

and theTypef i e
configuration.

JF:Reviewed
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AVAyA Avaya Aura™ System Manager

6.0

Welcome, admin Last Logged on at August 12,
2010 4:29 PM

Help | About | Change Password | Log off

» Elements SIP Entity Details

» Events

General
} Groups & Roles
. * Mame: |MMS2
Licenses
¥ Routing * FQDN or IP Address: |192.168.67.141
Domains Type:
Locations
MNotes:
Adaptations
SIP Entities —
i : Adaptation: | MM_Digits v
Entity Links
Time Ranges Location:
Routing Policies Time Zone: |America,-‘|‘~.|ew_‘r’0rk v
-
Dial Patterns Override Port & Transport with 0

5 DNS SRV:
Regular Expressions

* SIP Timer BSF (in seconds): |4

Defaults

} Security Credential name:

pretenilanaoegbata Call Detail Recording:

F Users

SIP Link Monitoring

Hel - P
D SIP Link Monitoring: |L|nk Monitoring Enabled v

Help for SIP Entity Details fields

* Proactive Monitoring Interval (in o0
Help far Committing seconds):
configuration changes * Reactive Monitoring Interval (in 120
seconds):

* Number of Retries: |1

Entity Links
Entity Links can be modified after SIP Entity is committed.

* Input Required Commit Cancel

Figure 15: SIP Entity Details Pagei Avaya Modular Messaging SIP Entity

4.7. Entity Link s

In this section, Entity Links are administered between Session Manager and the following SIP
Entities:

1 Avaya Aura® Communication Manager (4.7.1).

1 Acme Packet SBC (42).

1 Avaya Modular Messaging (43).
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Notei In the reference configuration TCPofp5060) is used as the transport protocol between
Session Manager and all the SIP Entities including Communication Manager. This was done

facilitate protocol trace analysis. However, Avaya best practices call for TLS (port 5061) to be

as transpdrprotocol between Communication Manager and Session Manager in customer
environments.

» used

4.7.1. Entity Links to Avaya Aura ® Communication Manager 5.2.1

1. Inthe left pane unddRouting, ¢ | iEatiky Lioka 0 .i Entity Links epage click
onNewd0 (not shown).
2. Continuing in theEntity Links page, provision the following:
1 Namei Enter a descriptive name for this link to Communication Manager (e.g.
ACM521).
1 SIP Entity 17 Select the SIP Entity administeredSection 4.6.Xor Session
Manager. SIP Entity 1 must always be an Session Manager instan&M6aQ).

1 SIP Entity 1 Porti En t 806®
1 SIP Entity 2 i Select the SIP Entity administeredSection 4.62 for Communication
Manager (e.gACM 521).
1 SIP Entity 2 Port - E n t B0O6M® A
9 Trusted i Check the checkbox.
1 Protocoli Sel 8CPo . i
3. Cl i c Konmmito .A
AVAYA Avaya Aura™ System Manager
6.0

Welcorme, admin Last Logged on at Septeriber
15, 2010 1:20 PM

Help | About | Change Password | Log off

Home f Routing f Entity Links

» Elements Entity Links

} Events

} Groups % Roles

Licenses

¥ Routing 1 Item | Refresh Filter: Enable
Duma_ms Mame ?IP Entity Protocol = Port SIP Entity 2 Port Tr
Locations
Adaptations * ACMS21 * | SMB0 ¥ TCP w * 15060 * | ACMS21 hd * 15060
SIP Entities ! %
Entity Links

Time Ranges

Routing Policies * Input Required

Figure 16: Entity Links Page 1 Entity Link to Avaya Aura ® Communication Manager5.2.1
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4.7.2. Entity Link to AT&T IP Flexible Reach Service via Acme Packet SBC

To configure the entity link between Session Manager and SessidarBoontroller entity, repeat
the Steps irbection 4.7.1 TheSIP Entity 2 field is populated with the SIP Entity configured in
Section 4.6.3e.g.Acme_to_AT&T). See the figure below for the values used in the reference
configuration.

avAyﬁ Avaya Aura ™ System Manager 6 . 0 \All’;l:nma, admin Last Logged on at July 9, 2010 9:04

Help | about | Change Password | Log off

Home § Routing f Entity Links

» Elements Entity Links

b Ewents

» Groups & Roles

Licenses

~ Routing 1 Item | Refresh Filter: Enable
Domains

Name Protocol Port SIP Entity 2 Port Trusted Notes

SIP Entity
1

Locations

Adaptations * lacme_to_aTaT * [sman v * [5060 * [acme_ro_aTaT »|  *[s080

SIP Entities A £~

Entity Links

Time Ranges

Routing Policies * Input Required
Figure 17: Entity Links Page i Entity Link to AT&T IP Flexible Reach Service via Acme Packet SBC

4.7.3. Entity Link to Avaya Modular Messaging

To configure this entity link, repeat the StepsSiection 4.7.1TheSIP Entity 2 field is populated
with the SIP Entity configured iBection 4.6.4e.g, MM52). See the figure below for the values
used in the reference configuration.

AVAyA Avaya Aura ™ System Ma nager 6 . O X\t;\come, admin Last Logged on at July 9, 2010 1005

Help | About | Change Passward | Log off

Horme ing / Entity

» Elements Entity Links

F Events

Links

} Groups & Roles

Licenses

~ Routing 1 Item | Refresh Filter: Enable

Domains

Protocol Port Trusted Notes

_— ‘fIPEntity ‘

Port ‘ SIP Entity 2

Locations

* * * * *
adaptations M52 SMA0 5060 M52 v 5060

< >

SIP Entities
Entity Links

Time Ranges

Routing Policies * Input Required

Figure 18: Entity Links Page i Entity Link to Avaya Modular Messaging

NoteT Once the Entity Links have been committed, the link information will also appear on th
associated SIP Entity pages.
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4.8. Time Ranges

1. Inthe left pane unddRouting, c¢ | iTonk Ramge® i Tinme Ranigespage click
onNewd06 (not shown).

2. Continuing in theTime Rangespage, enter a descriptiiame, check the checkbes
for the desired day(s) of the week, and enter the deStegtiTime andEnd Time.

3. Cl i ¢ Konmmito .A
4. Repeat Stepsi 3to provision additional time ranges.
AVAyA Avaya AuraT” System Manager 6_0 x\fﬁllcome, admin Last Logged on at July 9, 2010 10:54

Help | sbout | Change Password | Log off

Home / Routing J Time Ranges
» Elements Time Ranges

b Events

New More Actions ~ ] [ Commit ]

b Groups & Roles

Licenses

~ Routing 2 Items | Refresh Filter: Enable
Domains o Name Mo Tu We Th Fr Sa Su Start Time End Time MNotes
Lecations O 24/7 00:00) 23:59) Tirne Range 2447

Adaptations

L Select : all, None
SIP Entities
Entity Links

Time Ranges

Routing Policies

Figure 19: Time Ranges Page

4.9. Routing Policies

In this section, Routing Policies are administered for routing calls totba/iing SIP Entities:
1 To AT&T network via the Acme SBC (4.9.1).

1 To Avaya Aur® Communication Managér.2.1from AT&T (4.9.2).

1 To Avaya Modular Messaging (43).

4.9.1. Routing Policy for Routing to the AT&T Flexible Reach Service

1. Inthe left pane unddRouting, ¢ | iRoWing @alicie® . Roanting Poleies
page cNewsk( oot Aishown) .

2. In theGeneral section of thdRouting Policy Detailspage(seeFigure 20), enter a
descriptiveNamefor routing calls to AT&T To_AT&T ), and ensure that thigisabled
checkbox is unchecked to activate this Routing Policy.

3. In theSIP Entity as Destinationsection of thdRouting Policy Detailspage, click on
fiSeleto .
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Elements
Events
Groups & Roles

Licenses

* Routing

Domains

Locations
Adaptations

SIP Entities

Entity Links

Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

b Security

} System Manager Data

F Users

Help

Help for Routing Policy Details
fields

Help for SIP Entity List

Help for Time Range List

Help for Pattern List

Help for Regular Erpressions List

Help for Committing
configuration changes

Avaya Aura™ System Manager 6.0

welcorne, admin Last Logged on at July 9, 2010 10:54

Help | sbout | Change Password | Log off

Routing Policy Details

Cancel

General

* Name: [To_aTaT |

Disabled: []
Notes: | |
SIP Entity as Destination
Mame FQDN or IP Address Type Notes
Aemne_to_AT&T 192,168 67,130 Other

Time of Day
[ Remove ] [

1 Item | Refresh

‘igw Gaps/Overlaps ]

Filter: Enable

Ranking 1 - Tue Fri Sat Sun Notes

Ll e ‘ Ui Time Time

. . Time Range
O o] 2447 00:00 amss

Name 7 . ‘ Mon

Start ‘ End

Select : all, Mone

Dial Patterns

0 [tems | Refresh Filter: Enable

|:| | Pattern | Min | Max | Emergency Call SIP Domain Originating Location Notes

Regular Expressions

0 Items | Refresh Filter: Enable

| Pattern | Rank Order | Deny | Notes

Commit Cancel

* Input Required

JF:Reviewed
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Figure 20: Routing Policy Details Pagd Outbound to AT&T
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4. In theSIP Entity List page Figure 21), select the SIP Entity administered3action
4.6.3for Acme Acme_to AT&T) , and Seléecbck on A

AVAYA Avaya Aura™ System Manager

6.0

Welcome, admin Last Logged on at September
16, 2010 5:57 AM

Help | &bout | Change Passwiord | Log off

Home § Routing / Routing Po

» Elements SIP Entity List

} Events

} Groups & Roles

Licenses

¥ Routing SIP Entities
Domains

. Filter: Enable
Locations

Adaptations Name FOQDN or IP Address Type Motes

SIP Entities O ACMSZ1 192.168.67.14 oM

192.168.67.130 Other

Entity Links
Time Ranges O MmMsZ 192.168.67.141 Modular Messaging

Routing Policies [ -] 192.168.67.210 Session Manager

Dial Patterns Sellzet © Mams
Regular Expressions

Defaults

} Security

b System Manager Data ‘

Figure 21: SIP Entity List Page

5. Returning to the Routing Policy Detai

| s

6. In theTime Range Listpage, check the checkbox(s) corresponding to one or more Time

Ranges administered Bection 4.8and cd ¢ k Seletd .A
7. Returning to th&kouting Policy Detailspage Figure 20), in theTime of Day section,

enter aRanking (the lower the number, the higher the ranking) for each Time Range, and

cl i c mmito . A

8. Note that once thdial Patterns are defineqSection 4.10 they will appear in th®ial
Pattern section.

9. No Regular Expressionswere used in the reference configuration.

10.Click onCommit.

Notei Associated Dial Patterns will be displayed on this form after the Dial Pattern provisioni
completedn Section4.10

ng is
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AVAYA

Avaya Aura™ System
6.0

Manager

welcome, admin Last Logged on at September
16, 2010 8:57 &AM

Help | &bout | Change Password | Log off

» Elements
» Events
» Groups & Roles

Licenses

¥ Routing

Domains

Locations
Adaptations

SIP Entities

Entity Links

Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

} Security

b System Manager Data

b Users

Help

Help for Routing Policy Details
fields

Help for SIP Entity List

Help for Time Range List

Help for Pattern List

Help for Regular Expressions List

Help for Committing
configuration changes

Routing Policy Details

General

* Name: [To_4T&T

Disabled: []

MNotes: |

SIP Entity as Destination

Name FODN or IP Address Type Notes
Acrme_to_AT&T 192.165.67.130 Other
Time of Day
[ Remove ] [ Wiew Gaps/Overlaps ]
1 Item | Refresh Filter: Enable
A q Start End
1 ‘ Ranking 1 . ‘ Name Z . ‘ Mon | Tue Wed ‘ Thu Fri ‘ Sat ‘ Sun Time  Time
3
0O o | 24/7 00:00 2359 R
z
< | @
Select : &ll, MNone
Dial Patterns
8 Items  Refresh Filter: Enable
_ Emergency 5IPF Originating
- Pattern - ‘ Min Max call ‘ Domain ‘ Location Notes
Select ; all, None
Regular Expressions
0 Items | Refresh Filter: Enable
‘ Pattern ‘ Rank Order Deny | Motes ‘

* Input Required

JF:Reviewed
SPOC2/8/2011

Figure 22: Completed Routing Policy Details Page to AT&T
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4.9.2. Routing Policy for Routing to Avaya Aura ~ ® Communication Manager

RepeatSection 4.91 with the following differences:

1 IntheGeneral section of th&Routing Policy Detailspage, enter a descriptiiéamefor
routing calls to Communication Managdio( ACM_521) and ensure that tH2isabled
checkbox is nchecked to activate this Routing Policy.

1 IntheSIP Entity List page, select the SIP Entity administere&action4.6.2for
Communication ManageACM521) and &Selactc.k on A

1 SeeSection 4.10or the associated Dial Patterns.

Notei Associated DiaPatterns will be displayed on this form after the Dial Pattern provisioning is
completedn Section4.10
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AVAYA

Avaya Aura™ System Manager
6.0

Welcome, admin Last Logged on at September
16, 2010 5:57 &M

Help | &bout | Change Passwiord | Log off

» Elements
b Events
} Groups & Roles

Licenses

¥ Routing

Domains

Locations
Adaptations

SIP Entities

Entity Links

Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

} Security

b System Manager Data

F Users

Help

Help for Routing Policy Details
fields

Help for SIP Entity List

Help for Time Range List

Help for Pattern List

Help for Regular Expressions List

Help for Committing
configuration changes

Routing Policy Details

General
* Name: To_ACMEZ1
Disabled: [
Motes:

SIP Entity as Destination

Name FQDN or IP Address

Type MNotes

ACM521 192.168.67.14

Time of Day
(Remore ] |

1 Item | Refresh

Wiew Gaps/Overlaps ]

M

Filter: Enable

i Ranking 1 Mon  Tue

Name 2 . ‘

Wed ‘ Thu

Start
Time

Fri = Sat | Sun End
Time

O o 2477
A5)

Select : all, Mone

Dial Patterns

o000 23:59

rT

Filter: Enable

SIP
Domain

Emergency

] call

I ‘ Pattern - | Min

Originating

Location ELES

Select : All, MNone

Regular Expressions

Refresh

add

0 Items

Filter: Enable

‘ Pattern ‘ Rank Order

Deny ‘ MNotes ‘

* Input Required

Figure 23: Completed Routing Policy Details Page to Avaya Aur® Communication Manager5.2.1
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4.9.3. Routing Policy for Routing to Avaya Modular Messaging

RepeatSection 4.9.1with the following differences:

1 IntheGeneral section of th&Routing Policy Detailspage, entea descriptivéNamefor
routing calls to Avaya Modular Messagingo( MM ), and ensure that thizisabled
checkbox is unchecked to activate this Routing Policy.

1 IntheSIP Entity List page, select the SIP Entity administere®action4.6.4for Avaya
ModularMessagingfiM52) , and Seléecb ck on 0

1 SeeSection 4.10or the associated Dial Patterns.

Notei Associated Dial Patterns will be displayed on this form after the Dial Pattern provisioning is
completedn Section4.10
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welecorne, admin Last Logged on at July 9, 2010 10:54
AVAyA Avaya Aura™ System Manager 6.0 A

Help | About | Change Password | Log off

» Elements Routing Policy Details

b Events
» Groups & Roles General
Licenses * Name: |To_MK
¥ Routing
Disabled: []
Domains
Locations Notes:
Adaptations
SIP Entities SIP Entity as Destination
Entity Links
Time Ranges
Name | FODN or IP Address Type Notes
Routing Policies
MMS2Z 192.165.67.141 Modular Messaging
Dial Patterns
Regular Expressions .
g P Time of Day
Defaults i ;
» Security [ Remove ] [ View Gaps/Overlaps I
b System Manager Data .
V - 1Item  Refresh Filter: Enable

b Users

[ ] ‘ Ranking 1 - ‘ Name Z . ‘ Mon Tue Wed Thu Fri Sat Sun ?}art ‘ E."d ‘ Notes
ime Time

Help Time Range
O o 2447 00:00 23159 2477

Help for Routing Policy Details

fizlds Select : all, Mone

Help for SIP Entity List

Help for Tirme Range List Dial Patterns

Help for Pattern List

’

Help for Regular Expressions List

Help for Committing 0 Items | Refresh Filter: Enable

configuration changes
D ‘ Pattern e | Min | Max | Emergency Call SIP Domain Originating Location Notes

Regular Expressions
0 Itemns | Refresh Filter: Enahle
| Pattern ‘ Rank Order | Deny | Notes

* Input Required Cancel
Figure 24: Completed Routing Policy Details Page to Avaya Modular Messaging

4.10. Dial Patterns

In this section, Dial Patterns are administered magcthe following calls:

1 Inbound/outbound PSTN calls via AT&T IP Flexible Reach service (4.10.1).

9 Calls to/from 11digit local dial plan numbers associated with extensions on Communication
Manager or the Avaya Modular Messaging pilot number (4.10.2)

1 Notifications from Avaya Modular Messaging (MWI) to Communications Manager 5 digit local
extensions (4.10.3)
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4.10.1. Matching Outbound Calls to the AT&T IP Flex ible Reach Service

In this example, pattern 1732 is defined for outbound calls to PSTN numbers starting with
1732XXXXXXX.

1. Inthe left pane unddRouting, ¢ | iDakPat@rnso fi Dial Pattene page
cli cMewmo n( miot shown) .
2. In theGeneral secton of theDial Pattern Details page Figure 25), provision the
following:
1 Patterni Enter matching patterns for outbound dialed didi#&32
1 Min andMax i Enterll
1 SIP Domaini Select one of the SIP Domains definedaction4.30 r-ALi -0, t o
select allof those administered SIP Domains. Only those calls with the same domain
in the RequestRI as the selected SIP Domain (or all administered SIP Domains if
ftFALL-0 i s selected) can match this Dial P
Notei As only one domain was administered fag teference configuration
(AMaino), the same result is achieved w
1 (Optional) Add any notes as desired.

Welcome, admin Last Logged on at July 9, 2010 10:58
AVAyA Avaya Aura™ System Manager 6.0 A

Help | About | Change Password | Log off

Home / Routing / Dial Patterns / Dial Pattern Details
» Elements Dial Pattern Details
» Events
} Groups & Roles General
Licenses * pattern: [1732
¥ Routing
* Min: |11

Domains

Locations * Max: |11

Adaptations Emergency Call: []

S (EWH s SIP Domain: | -ALL- v

Entity Links

Notes: |To PSTH - SONUS
Time Ranges

Routing Policies

Dial Patterns Originating Locations and Routing Policies

Reqular Expressions |

Defaults 1 Item | Refresh Filter: Enable
fsecunily Originating Routing Routing Routing Policy Routing
» System Manager Data | Originating Location Name 1 Location Policy Rank 2 Policy Destination Policy

Notes Name Disabled Notes
b Users ;
[0 main To ATST 1] Acrne_to_AT&T
Help Select : All, Mone
Help for Dial Pattern Details
fields . P . .
Denied Originating Locations

Help for Location and Routing
Palicy Lists Add
Help for Denied Location fields 0 Items | Refresh Filter: Enable
Help for Committing

) Originating Location Notes
configuration changes

Figure 25: Dial Pattern Details Page- Outbound 1732xxxxxxx Calls toAT&T IP Flexible R each Service
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3. In theOriginating Locations and Routing Policiessection of théial Pattern Details
page, OA®Addock on 0
4. In theOriginating Location section of thériginating Location and Routing Policy
List page Figure 26), check the checkbox cosgonding to the LocatioMain (see
Section4.4). Note that only those calls that originate from the selected Location(s), or
all administeAlle-d Locaetieasedf dan match
5. In theRouting Policiessection of theériginating Location and Routing Policy List
page, check the checkbox corresponding to the Routing PF@iciT&T administered
for routing calls to the AT&T IP Flexible Reach serviceSection4.9.1

AVAyA Avaya Aura™ System Manager

6.0

welcorne, admin Last Logged on at august 16,
2010 10:05 AM

Help | &bout | Change Password | Log off

Home f Routing f Dial Patterns f Dial Pattern De cations and Paolicy List

» Elements Originating Location and Routing Policy List

» Events

} Groups & Roles

Licenses
¥ Routing Originating Location
Domains [ apply The Selected Routing Palicies to &l Originating Lacatians
Locations
Adaptations 1Item | Refresh Filter: Enable
SIP Entities | MName Notes
Entity Links ] main

Time Ranges
. - Select : all, Mone
Routing Policies
Dial Patterns

Regular Expressions

Defaults

Routing Policies

» Security
» System Manager Data 7 Items | Refresh Filter: Enable
b Users ] Name Disabled Destination Notes

L] ACM_S050 ACMB0_S080 ACHM Local trunk
Gel [0 To_ACM_&_0 ACMED

B To_aTaT Acrne_to_AT&T

[0 To_mm MMSZ

Select : all, None

Figure 26: Originating Location and Routing Policy List Page- Outbound AT&T IP Flexible Reach Service Calls

~

6. In theOriginating Location and Routing Policy Listpage, (Seklect.k on
7. Returning to thédial Pattern Details page Figure 25) c | Comitoo n
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8. Repeat steps 2 through 7 fach outbound matching dial pattern required. For

example:1314346xxxx, 1800346xxxx, 1914222xxxx, and international 011 outbound

calls.

AVAYA

Home § Routing / Dial Patterns

» Elements

» Events

b Groups & Roles
Licenses

~ Routing

Domains

Locations

SIP Entities
Entity Links

Routing Policies

Dial Patterns

Avaya Aura™ System Manager 6.0

Dial Patterns

welcome, admin Last Logged on at July 9, 2010 10:558

Help | About | Change Password | Log off

MNew More Actions =

] [ Commit

18 Items | Refresh

Pattern Emergency Call

Select : &ll, Mone

SIP Domain

a

1 o011 1z is a -ALL- outbound international
Adaptations [0 1314345 11 11 O -ALL- outhound to NSH

O 1732 11 11 a -ALL- To PSTH - SONUS

[ 1200346 11 11 a -ALL- To PSTH - NSN
Time Ranges [0 1214222 11 11 a -ALL- To PETH - Cisca

Filter: Enable

Notes

Figure 27: Dial Pattern Details - Outbound Calls to the AT&T IP Flexible Reach Service

4.10.2.
5.2.1

Matching Inbound Calls to Avaya Aura ® Communication Manager

Repeat the steps fro8ection 4.10.with the following entries for inbound calls Communication

Managers.2.1:

JF:Reviewed
SPOC2/8/2011

1 314332xxxx, 4386, and32320xxxx(inbound calls from AT&T)

1 723114xxxx (Modular Messaging mailboxes to Communication Manager extensions
for MWI).

1. In theGeneralsection of théial Pattern Details page, provision the folleing:

1 Patterni In the reference configuration, AT&T sends 10 digit called numbers with
the format 732320xxxx. Entg32320 Note- The adaptation define for
Communication Manager iBection4.5.2will convert the various 732320xxxx
numbers into their coesponding extensions.

 Min andMax T Enter10.
M SIP Domaini ALL

2. In theOriginating Location section of theériginating Location and Routing Policy

List page, check the checkbox corresponding to the Locktan.

3. In theRouting Policiessection of therigi nating Location and Routing Policy List

page, check the checkbox corresponding to the Routing P@ic&CM_521

4. Repeat steps 1 through 3 for the remaining inbound matching dial patterns.
5. Returning to thd®ial Pattern Details page Figure 28)

c | Comkitoon Niot e t
the outbound dial patterns defineddaction4.10.1are listed as well.
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b Elements Dial Patterns

b Events

MNew More Actions ~ ] [ Commit

» Groups & Roles

Licenses

~ Routing 18 Items | Refresh Filter: Enable
Domains 1 Pattern Min Max Emergency Call SIP Domain Notes
Locations O o011 1z 15 a -aLL- outbound international
Adaptations O 12314348 11 11 | -ALL- outbound to NSM
SIP Entities O | 1723114 11 11 a -ALL- from MM to ACM extension
Entity Links O 173z 11 11 [m] -ALL- Ta PSTH - SONUS
Time Ranges [0 iz00348 11 11 a -ALL- To PSTN - NSN
Routing Policies OO0 1914222 11 11 ] -aLL- To PSTN - Cisco
Dial Patterns O | 214332 10 10 O -ALL- 10 digits from NS
Regular Expressions O | 4328 4 4 [m] -ALL- 4 digits from SONUS
Defaults [ | 722220 10 10 ] -ALL- 10 digits from SOMUS

b Security
Select : All, None
» System Manager Data

Figure 28: Dial Pattern Details - Inbound (and Outbound) AT&T IP Flexible Reach Service Calls

4.10.3. Matching Outbound Callsto the Avaya M odular Messaging Pilot
Number

Repeat the steps fro8ection 4.10.with the following entries for outbound calls to the Modular

Messaging pilot number from Communication Manager. Communication Manager stations cover to

Avaya Modular Messaging using a pittension 26000 in the reference configuration).

Additionally stations may dial this extension to retrieve messages or modify mailbox settings. Note

Extension26000 is converted to the Modular Messaging mailbox format 128000 in the
adaptation defied inSection4.5.3

1. In theGeneralsection of théDial Pattern Details page, provision the following:
1 Patterni Enter the Avaya Modular Messaging pilot extension @500
 Min andMax 1 Enter5.
1 SIP Domaini ALL

2. In theOriginating Location section ofthe Originating Location and Routing Policy
List page, check the checkbox correspondinigléan .

3. In theRouting Policiessection of theériginating Location and Routing Policy List
page, check the checkbox corresponding to the Routing PiaidylM .

4. In the Originating Location and Routing Policy Listp a g e, (Seélect k o n

5. Returning to thd®ial Pattern Details page Figure 29) c | Comitoon Niot e

the outbound dial patterns defineddaction4.10.1and4.10.2are listed as well.

JF:Reviewed Solution & Interoperability Test Lab Application Note 44 of 96
SPOC2/8/2011 ©2011 Avaya Inc. All Rights Reserved. ACM521SM60SBC

fi

t

h

-

C



AVAyA Avaya Aura ™ System Manager 6 ] D xﬂ;lcnma, admin Last Logged on at July 9, 2010 10:58

Help | About | Change Password | Log off

Home f Routing / Dial Patterns

» Elements Dial Patterns

» Events

MNew More Actions * ] [ Commit
b Groups & Roles
Licenses
~ Routing 18 Ttems  Refresh Filter: Enable
Domains | Pattern Min Max Emergency Call SIP Domain Notes
Locations [0 o011 1z 15 O -ALL- outbound international
Adaptations 0 1z14346 11 11 ] -ALL- outhound to NSN
SIP Entities [0 1723114 11 11 a -ALL- from MM to ACM extension
Entity Links O 17z 11 11 m] -ALL- To PSTH - SONUS
Time Ranges [0 100346 11 11 a -ALL- To PETH - NSN
Routing Policies [0 1914222 11 11 m| AL Ta PSTH - Cisca
Dial Patterns O zeooo g 5 ] -aLL- MM pilot
Regular Expressions [0 314332 10 10 O -ALL- 10 digits from MSM
Defaults [0 4386 4 4 a -ALL- 4 digits from SONUS
» Security [0 732320 10 10 ] -ALL- 10 digits from SONUS
b System Manager Data |:| 732268 in 10 a -all- 10 digits from Cisco

b Users

Select : All, None

Figure 29: Dial Pattern Detailsi Modular Messaging Pilot number (with Inbound and Outbound) Calls

4.11. Session Manager Administration

Notei The Session Manager provisioning is typically performed during the Session Manager
installation process. The Session Manager provisioning is shown here for illustrative purposes.

1. In the left pane unde3ession Managerclick onElementsA Session Maager
Administration . In theSession Manager Administratonp age c¢c Newo k( nat A
shown).

2. In theGeneral section of theAdd Session Managepage, provision the following:

1 SIP Entity Namei Select the SIP Entity administered for Session Manager in
Secton 4.6.1

1 Management Access Point Host Name/IP Enter the IP address of the management
interface on Session Manager as defined during installatgpt©92.168.67.209(not
the network interface).

3. In theSecurity Module section of theAdd Session Managepage, enter thBetwork
Mask andDefault Gatewayof the Session Manager network interface as defined during
installation, eg. 255.255.255.0 and 192.168.67.1

4. In theMonitoring section, verify that th&Enable Monitoring box is checked.

5. Use the default vaks for the remaining fields.

6. Cl i c KConomito .A
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Figure 30: Add Session Manager Page
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