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Abstract

These Application Notes describe the procedure for configuring=8M%A Office-L i n X
Cloudl inkE Editi onointe@pergte withvaya Ablle C@mgnenicatior,
Environmenk , Avaya Aur® Messagingand Avaya Communiation Server 1000 Releag
7.5

The Telephonyffice-Li n XE Cl oud!| i nkE Edi GdoglegadgeBa C |
SIP-based voice processing systemthatnct i ons wi th an or gan
system to enhance its overall telecommunicationgr@enment.

Information in these Application Notes has been obtained through DevConnect com
testing and adtonal technical discussionslesting was conducted via the DevConn
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure for corfiglitSNA Telephony Offic&.inX,
AvayaAgile Communication Environmeht, AvayaAura® Communication Server 1000E
Release 7.2nd AvayaAura® Messaging solutions

The Telephonyffice-Li n XE Cl oud!|l i nkE Edition UBaClient
software application that allows a user to operate a physical telephone arwhNiend

telephone display information through a graphical user interface (GUI). Esna-Dffie

controls a physical telephone using thoakty call control, specifically the Third Party Call (v2)

Call Notification web service of AvayaCE.

Additionally, ESNA Telephony OfficeLinX provides unified messaging and integration services
betweerthe ESNATelephony OfficeLinX system and other mgaging systems. Using a
combination of IMAP4, MAPI and Web Services based protocolgyrifeed messagingystem
provides an easily manageable and highly scalable system that supesstsge, calendar and
contact synchronization anbrad range of messaging platforms including Microsoft Exchange,
Google Gmail, Lotus Domino, Novell Groupwise and others.

2. General TestApproach and Test Result

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standasgsl interfaces pertinent

to the interoperability of the tested prothiand their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completenessf a DevConnect member 6s solution.

2.1. Interoperability ComplianceTesting

The general test approach will be to verify the integration of the Esna-Qiffisewith Avaya
IP phones. Phone operations such aghofik, orhook, dialing, answering, etc. will be
performed from the physical phones dndm the UC Client Manageapplication. In addition,
phone displays and call states on the physical phondd@r@lient Managewill be verified for
consistency.

2.2. Test Results

The following testing was covered succefigf
e Click and call on UC Clientanagerand the voice path is established on 2 physical
phones.
¢ Off-hook and orhook adevice,phone states are consistent with its associated physical
phone states.

e Put a call on hold and retrieve call.
e Transfer a call.
e Retrieve theAvaya Aura®Messaging voice message from web client (SMTP replay)
e Redirect call.
PM; Reviewed: Solution & Interoperability Test Lab Application Note: 50f70
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Leave messages for subscribers and retrieve the message through the web client.
Message Waiting Indication (MWI).

DTMF using the voicemail

G.711MU and G.711&0ce c.0 s

Thefollowing wasobserved during testing

e ESNA UC Client lost call control at times when it receives an unexpected OnDisconnect.
When a user attempts a transfer the call is put on hold but the transfer does not complete.
These issues are being @stigated by the ACE team.

e The following is only happening on CS1K: On the screen of the transferred UC Client,
user receives 2 incoming call displays; 1 incoming call from transferring extension and 1
incoming call from originator extension. This is thesdn intent of Avaya ACE for
CS1K.

e The following issues are under investigation by ESNA:

o0 UC Client loses call control while a call is put on Hold in the following scenario:
A calls B, A places the call on hold, B transfers the call to C; both A andeC los
call control and A still has the call on hold. A can resume the call by using the
physical phone.

o0 ESNA UC Server fails to start Call Notification if a phone that is unavailable or
unreachable exists in the UC ACE Wizard lstworkaround igo go into WC
ACE wizard,remove the phone thatunavailable andrestart the servic&hen
the servers able tostartCall Notification for each of the phorsen the list

o The caller ID does not update on a transferred UC Client, it still shows the
originator extasion. A calls B, caller ID of A shows B and vice versa, A transfers
call to C. C answers and is talking to B, but the caller ID on B still shows A
instead of C, while C correctly shows

e Cancel Call and Call Forwaatenot availabldn this version of OfficeLinX.

2.3. Support
Technicalsupportfor the ESNA Telephony OfficeLinX solutioncan beobtained by
contactingeSNA:
e URLT techsupport@esna.com
e Phone (905) 7071234
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3. Reference Configuration

Figure 1 illustrates the configuration used in these Application Notes. The sample configuration
shows an enterprise WiaSession Managemd an Avay&ZommunicatiorServerl00E
Release 7.5Endpoints include Avaya110, 11655eries IP Telephones

ESNATelephony OfficeLinX does not register with theession Managexs an endpoint but
instead is configured as a trus®idP entity

A useris able to click and call through the UC Client Managgepas well as receiveotify
messagefrom AvayaAura® Messaging on their ESN&ooglemailbox

For Security purposes public IP addresses have been masked out or altered in this document.

ESNA Google Mail —

Avaya AuraMessaging 6.1 .
et =
esna
Avaya Aura® System Manager f"a\ v
Release 6.1
T e e
m Integration Office LinX Admin 8.5
AvayaAuraSession Manager | [_— —
Release 6.1 |
|
¢ UC Chent Manager Web [dition

Avaya Communication Server \
1000 Release 7.5

[1905%] Jobe Coter - Logoed n
i

| [Urvesdmessaoes: _gf1 20 450

Avaya Agile Conjmunication https — call control
Environment 3.4.2

ki

Avaya UNIStim phones

L

SIP Trunk [

g Gadrt | (oode (eotig St
—— Tpl27 ©2000-2012, L0 Tetookeaes e,

UC Client Manager — Google gadget

Figure 1: Test Configuration
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4. Equipment and Software Validated

The following equipment and software/firmware were usedhe sample configuration
provided:

Equipment Software/Firmware

Avaya Communication Server 1000

Call Server (CPPM.inux): 7.50Qr
DeplList 1: Core Issue: 01 2PD7-16
Signaling Server (CPPM): 7.50.17.00

Avaya Aur® System Manager Release 6.1
AvayaAura® Session Manager Release 6.1
Avaya Aur® Messaging Release 6.1

AvayaAgile Communication Environment

Avaya Agile Communication
Environrment3.0.2

AvayaUNIStim Telephones: 0623C8J
1165

1110

ESNA Telephony OfficeLinX 8.5 SP2
UC Client Manager 8.5SP2

5. Configure Avaya Communication Server 100& R7.5

This section describes the procedure for settinGapmunication Server 1000Ehe steps
include setting uand verifying the systemapailities:

¢ Verify that sufficient license parameters and system limits
¢ Verify that there are sufficient virtual trunks (SIP Access Ports)
e SIP Solutions
¢ Verify the number of configured SIP access ports
e Add Avaya ACE server as SIP Entity on Session Manager
e Add a CS 1000eyvice provider on Avaya ACE
e TR/87 solutions
e Adding an AML
e Adding VAS
e Node IP (SIP Gateway) Configuration
e Save changes and restart signaling Server
e |P Phone configuration for SIP CTI (TR/87)
e Provision a CS 100 TR/87 service provider on Avaya ACE
e EnableELAN
o Verify SIP route configuration.
¢ Route, RLB and DSC Configuration
¢ Endpoint/Telephone Configuration
PM; Reviewed: Solution & Interoperability Test Lab Application Note:
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The values used in this guide may be unique to the example shown. User will have to use values
unique to their site, where this solutionisbeingldepy ed e. g. siteds | P addr
numbers, etdCommunication Server 100Gi6nfigurations are performed through Unified
Communications Manager (UCM), Element Manager (EM) and Command Line Interface (CLI)

via a telnet session to the Call Server.

5.1. Verify the Communication Server 1000E Packages

Verify that the appropriate packages have been installed.
A Package 406 (SIP)
A Package 408 (Multimedia Systems Convergence)

Obtain feature package information using Element Manager.
1. Login to the UGA.
2. Click theCS1@0 Element Manager
3. Navigate toToolsA Logs and reportsA Equipped feature packages
4. Verify that the following patchesave been added.

5.2. Verify that sufficient license parameters and system limits

When deploying mAvaya ACE solutionensure that thEommunication Server 1000E Release
7.5 systen has sufficient licensparameters to support not only tiemmunication Server
1000E Release 7.5 systeamdCommunication Server 1000E Release 7.5 systs#ns but also
anyACE applications to be deployed within the existing customer network.

A A's sdSet(AST) kcenses are required for any terminal number (TN) that sends
Application Module Link (AML) events to a client application, for example:

- Meridian Link CTI applications such as Call Recording or Screen Pop/DeSkioputer
Telephony Integratio (CTI).

- Some aspects of the Contact Center 6.0 suite of applications.

- Converged Office.

- ACE services that require CTI/TR/87 operations, for example, send rematerdatil (RCC)
messages and the ability to monitor a directory number (DNPriss@ce and call states.

A Virtual Trunks (SIP or H.323 | P Peer access
1000 peer systems.

- SIP IP Peer access ports are required for SIP virtual trunking.

- H.323 IP Peer access is used for H.323 virtual trunking.

Log in to theUCM.

Click CS1000 Element Manager

Navigate toTools A Logs and reportsA System License Parameters

Verify that the following licenses have been added:

A SIP CTI: Configured based on the number of devices that need to be contsitigd
TR/87.

A Associates Set (AST): Configured based on the number of monitordeyised for
Presence and Call states.

rwn R

5.3. Verify that there are sufficient virtual trunks (SIP Access Ports)
1. Login to the UCM.
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2. Click Element Manager.

3. Click Routes and Trunks

4. On the Routs and Trunks page, expand the requaestomer number.
5. From the resulting drop down list, expand the requioete number.
6. Ensure that the system has sufficient number of trunks configured.

To configure virtual trunks, seadP Line Fundamentals AyaCommunication Server 1000E
(NN4300%508).

5.4. SIP Solutions

5.4.1. Verify the number of configured SIP access ports

Ensure there are sufficient SIP Access ports beyond the existing customer requirements.
Log in to the UCM.

Click Element Manager.

Click Routes andTrunks.

On the Routes and Trunks page, expand the regouirgdmer number.

From the resulting drop down list, expand the requiceie number.

Ensure that the system has sufficient number of trunks configured.

ok wNE

5.4.2. Add Avaya ACE server as SIP Entity on SessioManager
SeeSection 7.3for detailstepshow to add a SIP entity on Session Manager.

5.4.3. Add a Communication Server 100(E service provider on Avaya ACE
SeeSection8.1.1for detail step how to add Communication Server 1000E on Avaya ACE

5.5. TR/87 solutions

5.5.1. Adding an AML

An application module link (AML) path is required to provide access to the call server telephony
functions. Using an AML path, internal applications can ieamicate with the call server by
exchanging messagéfhe AML communicatiorcan be configuredver a dedicated MSDtard

or over the ELAN.

About this task

The Ethernet AML is the main interface that supports call control requests from SIP CTI Clients
andthe Communication Server 1000E Release 7.5 system. Use this procedure to check if the
Communication Server 1000E system is already set up for CTI services.

Procedure
1. Login to the UCM.
2. Click CS1000 Element Manager
3. On the left hand tree view, clidkterf acesA Application Module Link .
4. Check the port number associated with CTI. Ensure that the port number is 32 or higher.

Ports 031 are reserved for other functions. Therefore, assign an available virtual port, 32
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or higher. For a smaCommunication ServelO00E systenthe link number should be

between 32 through 47 (inclusive) and for a lagenmunication Server 1000E system

the link number should be between 32 through 127 (inclusive).

If there is no port number assigned to CTI, cliaid.

In thePort number field, enter a number 32 or highé&r.g. 36 is used during testing

In the Description field, enter a suitable description for the AML, for example, CTI.

Select theLink control system parameterscheck box to enable the Maximum octets

list.

9. From theMaximum octetslist, select the maximum number of octets for each High level
Data Link Control (HDLC) frame. (The default is 512).

10.Click Save

© N o

5.5.2. Adding VAS
One Value Added Server (VA®)ust be definefbr each configured AML.

About this task

Because Ports-81 are reserved for other functions, assign an available virtual port numbered 32
or above. The port assignment for the AML and the VAS may match, but the matahingis
requirement. However, the responses to ELAN and VSID prompts must match.

Use the 6llowing procedure to associate a Value Added Server (VAS) with AML over ELAN.

Procedure

Log in to the Unified Communications Manager (UCM).

Click theCS1000 Element Manager

On the left hand tree view, clidkterfaces A Value Added Server.

Click Add A Ethernet LAN Link

In theValue Added Server IDfield, enter a number 32 or highé&r.g. 36 is used during
testing

In theEthernet LAN Link field, enter a number greater than or equal to 32.

The ELAN port configured in ADANNust be greater than or equal to 32.

Ensure thé\pplication Security check box is cleared.

Ensure that thénterval field is set to 1.

Ensure that th&essage Count Thresholdield is 9999.The range is 10 through 9999
and the default value is 9999.

10.Click Save

arwnE

©ONEO

5.5.3. Node IP (SIP Gateway) Configuration

This section only describes the configuration of the SIP Gateway application running on the
Communication Server 100Gi#gnaling server. In the solution test, NodeSDl is configured,
that has the SIP Gatewapplication enabled on it. For additional information on Nodes
configuration refer t&@ection12

A node is defined as a collection of signaling servers and voice gateway media carasadeach
in the network haa unique Node ID.

Ensure thatiser able tp
A Access to UCM.
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A CS 1000 element manager configured.

A SIP CTI services enabled and configured.
To configure the SIP Gateway from EM, navigat&ystemA IP Network A Nodes: Servers,
Media Cards and click on théNode ID 511as shown in Figurbelow.

AVAYA CS1000 Element Manager
_UCM Hetwork Services | Managing: Username: admin
—Home System » IP Network » IP Telephony Modes
_Links IP Telephony Nodes
- Virtual Terminals Click the Mode 1D to view or edit its properies.
+Alarms

- Maintenance Add... I Impurt...' Expnr’[...l Delete
+ Care Equipment

- Peripheral Equipment [T Mode D=~ Components  Enabled Applications ELAM IP
Bhwork _ ] LTPS, Gatewsy { SIPGw,
-Modes: Servers, Media Card H3230w )
- Media Gateways i L Sl L C
-7ones Showe [ MNodes [T Component servers and cards v IPvE address

- Host and Route Tahles

Click on the linkGateway (SIPGw)link as shown below.

- ﬂoc::'e"‘e“”"k SEivices 8 Mannging: 15355}15?69:izsmelt::nerrkr?rlgef;:;nr:gn Nndes » Node Details
_Links Node Details (ID: 511 - LTPS, Gateway ( SIPGw ))
— Virtual Terminals
- System
+Alarms
- Maintenance Subnet mask: * Subnet mask:

+ Core Equipment
- Perigheral Eguipment

~ IP Metwark
- Nodes: Servers, Media Cards
B Mai;_teréance et (g IP Telepheny Node Properties Applications (click to edit configuration)
:Zuenéas AtENEYS + Yoice Gateway (VGVY) and Codecs & SIPLine
— Host and Route Tables * Quality of Service (oS o Terminal Proy Server (TPS)
- Network Address Translation ([ * LA * Gateway (SIPGw,
— Q05 Threshalds e SNTP * Eersonal Directores (PD
- Personal Directories + Numbering 7ones + Presence Publisher
— Unicade Name Directary * MCDM Aternative Routing Treatment (MALT) Causes e |P Media Services

5.5.3.1Configure General section

In General section, enter the following information:

1. SIP domain name domain name that is configured in Session Manager e.g.
bvwdev.comas configured irfBection7.1

2. Local SIP port as506Q

3. Gateway endpoint name enterSIP entitynameof Communication Server 1000E
configured on Session Manageg.cppml

4. Application node ID: enterthe Node ID of the current nodsmentioned irSection
5.5.3
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Node ID: 551 - Virtual Trunk Gateway Configuration Details

General | SIF Gateway Settings | SIF Gateway Services

Wirk gatesweay application: W Enable gateway senvice on this node

General Yirtual Trunk Network Health Monitor

Ytk gateway application: |S|F' Gateway [SIPGw) j ™ Monitor IP addresses (listed below)

| SIP domain name: |hw-tdev.cum | " Infarmation will be captured for the [P addresses listed
: below.
‘ Local SIP port; OG0 #01-655351 || Monitor [P Add
Gateway endpoint name: [cppm1 + | Monitor addresses:
Gateway password: | *

Fermuove |

Application node 1D ES1 *(0-9999)

Enable failzafe NRS: [T

5.5.3.2Configure SIP Gateway Settings Proxy Or Redirect Server:

In the Proxy Server Route Brimary TLAN IP a ddress enterthe IP address of the Session
Manager. Rest of the fields is left at default.

Prozy Or Redirect Server:

Proxy Server Route 1:

Prirmary TLAM IP address: [|135.10.97 198

The TF address can have either IPvd or IPWG format based on the value of "TLAN address
type"

Fort: [5060 (1 - B5535)

Transport protocaol | TCR «

Options: [] Suppart registration
[] Primary CDS prosy

5.5.3.3Configure SIP URI Map for Private domain names:
The UDP field is configured asidp. The rest of the fields are left as default.
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Node ID: 551 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Seftings | SIF Gateway Services
SIP URI Map:

Fublic E.164 domain names

Mational: |

Subscriber: |

Private domain names

LIDF: |udp

COP: |

Special number: | Special number; |F'rivateSpeciaI

Unknowen: | Yacant number: |F'rivateUnknown

Unknown: |

5.5.3.4Enable CTI service

Using SP CTI (TR/87) services on the CS 1000 Telephony nodes, applications caios&nt
messages to CS 1000 terminal devices, such as IP phones, to obtain pnésenagon or
invoke a make call operation.

In Sip Gateway Service section, browse to SIP &8ivice enter then following information:

1. SIP CTI Service Select the Enable CTI sereicheck box

2. TLS Service Enabled Disable. After a system reboot, review this setting addser
may have to disable this again.

3. Customer Number: Enter the number usddr the customer, for example, 0.

4. Maximum Associations pddN: Select a number between 1 and 10.

5. Place International Calls Within This Country As National Calls: Enable if
applicable.

6. National Prefix, International Prefix, Location Code Call Prefix, Specid Number
Prefix, Subscriber Prefix: Enter number according to dialing plan, as appropriate.

7. Dialing Plan: Select the dialing plan far s eengingered system, fexample, CDP.

8. Calling Device URI format: Selectphone-context=<SIP URI Map Entries>.

_ UCM Network Services - General | SIP Gateway Setfings | SIP Gateway Services
-Heome
e SIP CTI Service:

+ Alarms

- Maintenance

+ Core Equipment

— Peripheral Equipment

— IP Metaork
—Modes: Servers, Media Cards
—Maintenance and Reports
—Media Gateways
- Zones
—Host and Route Tahles
— Network Address Translation (1
— QoS Thresholds
— Personal Directories
— Unicode Name Directory

+ Interfaces

— Engineered Values

+ Emergency Services

+ Geographic Redundancy

+ Software

- Customers
Poautac and Trunke

CTI settings Dial plan prefixes

Customer number: |0 Mational

Maximurm associations per OM; | 3« | International

International calls: [ Place as national Location code call

Special number
Subscriber

CTI CLID presentation
Dialing plan: | CDP «

phone-context=<5IP URI Map Entries> «

Calling device URI format;

Horme location code:

Country cade (CCC):
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5.5.3.5Configure Microsoft Unified Messaging

In Microsoft Unified Messaging MWI application DN is configured a&300Q This is the
pilot DN being used to reach the OfficenX during the solution testin@CDP is the selected
MWI dialing plan .

Microsoft Unified Messaging:

MW application DN: (53000
MWI dialing plan: | COP

Options: [_| Enable softkeys

[ ] Enable secure media

Subscriber Access Service

Add
[ ] Access Mumber Access Number Use Insert Number
[]|93000 Access Number is DN v

Note: Above @nfigurations is important. If these fields are not configured, the OfffickX
receives the SIP Message Header with Corilgpe: multipart/mixed which Offic&inX does
not currently support. This will therefore cause the solution to fail to accept calls with
multipart/mixed message bodies. OfficeX requires ContenfType: application/sdp.

5.5.4. Save changes and restart signaling Server

5.5.5. IP Phone configuration for SIP CTI (TR/87)
Phones are programmed and printed on an individual basis in linked LDs 10/11/28ya usi
supported system management application such as Telephony Manager.

When configuring a phone to support SIP CTI operations, pay special attention to the Class
of Service (CLS), Associated Set (AST), and KEY prompts.

CLS Determines the calling optioaad features available to the telephone.

A Make sure that Remote Call Control i s al

((T87D).

ow

A Make sure that Converged Desktop Multimedia

is the default.

AST: Defines key number to be used as the monitor key.

A Make sure that a Single Call Ringing (SCR)

Note: User cannathoose just any key. Some keys are-assigned or reserved for other
features.
A Each tnberrequires bne AST.

KEY Defines telephone function key assignments
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A Make sure that the mne moimdrydiredMaymember fDNefar r s
the phone.

A TMutiple Appearance DN Redirection Pri@MARP) tells the system which TNbione)
configuration to use for call redirection purposes, for example, where to route a call in a busy

situation.

TYPE: 1150
TN 96013

DES 1150
TN 096 00103 VIRTUAL
TYPE 1150
CDEN 8D
CTYP XDLC
CUST 0
CUR_ZONE 00001
MRT
ERL
CLS CTD FBD WTALPR MTD FND HTD TDD HFA CRPD
MWD LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWA LND CNDA
CFTD SFD MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDA CFXD ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHD IPND DDGA NAMA MIND PRSD NRWD NRCD NROD

DRDD EXRO
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND FLXD FTTC DNDY DNO3 MCBN
FDSD NOVD VOLA VOUD PRED RECD MCDD SBMD

KEM3 MSNV FRA PKCH MUTA MWTD DVLD CROD ELCD
CPND_LANG ENG

IAPG 0
AACS YES
ACQ AS: AST -DN
ASID 36
SFNB 1 2356 7 8 9 10 11 12 13 15 16 17 18 19 20 21 22 23
24 25 32 33 34 35 36 37 38 39
SFRB 32 33 34 35 36 37 38 39
USFB 123456 789 10 11 12 13 14 15
CALB 0123456789 10 11
FCTB
ITNA NO
DGRP
MLWU_LANG 0
MLNG ENG
DNDR O
CPND
CPND_LANG ROMAN
NAME 1150E
XPLN 13
DISPLAY_FMT FIRST,LAST
01
02 CWT
03
04
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5.5.6. Provision a Communication Server 1000 TR/87 service provider on Avaya

ACE

See SectioB.2.1for detail step on how tadd Communication Server 1000E on Avaya ACE.

5.5.7. Enable ELAN

1. Inthe left pane directory tree of the Element Manager, navig&gstem
A Maintenance

2

Selecti 8lect by Overlayo.

Select LD 48

The system displays the Select Group window.
SelectAML diagnostics.

Select theENL ELAN command and clicubmit.

5.5.8. Verify SIP route configuration.

Virtual routes leuserassign common characteristics to trunks belonging to the same route; for

example, zone to use for bandwidth management, associated node ID for dat&ingtw
purposes, and access code. A route can contain one trunk or manyRautiesanbe build or
review using the command line interface (LD 16/Print LD 21).

Use the command line interface (LD 16) or Element Manager to verify that the NetworlgCallin

Name Allowed (NCNA) and Network Call Redirection (NCRD) are allowed.

LD 21: RDB

The LD 21 printout shows the Route Data Block (RDB)Gastomer O Route 2Q Note it is a
SIP route and that thCNA andNCRD prompts are set to YES.

REQ: prt
TYPE: rdb

TYPE RDB
CUST 00

DMOD

ROUT 66

DES SIP ROUTE
TKTP TIE
NPID_TBL_NUM 0
SAT NO

RCLS EXT

VTRK YES

ZONE 100

CRID NO
IFC SL1
PNI 00001

FALT NO
CTYP CDP
INAC YES
ISAR NO
DAPC NO
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5.6. Route, RLB and DSC Configuration

This setion explains the steps to configure a routing entry that will access the-Oiffike
server from th&€ommunication Server 100Qiing the RLB and DSC values. After logging
into the UCM, click on the EM link of the respecti@@mmunication Server 100qEot
Shown). In the EM navigate ®outes and TrunksA Routes and Trunks.Click on Add

route.

- NOOEST SEVEFS, MEdla L7ard

- Maintenance and Reports ROUtES and Trunks

- Media Gateways
-Zones
- Host and Route Tables
- Metwork Address Translation + Customer 0
- 05 Threshalds
- Persanal Directaries
- Unicode Mame Directory
+Interfaces
- Engineered Yalues
+Emergency Services
+Geographic Redundancy
+ Software
- Customers
Routes and Trunks
- Routes and Trunks
- C-Chanmnels

Total routes: 6

Total trunks: 123

Add route |

Figure belowshows the configuration of the route being added. The values that are circled in
red are to be configured by the user. The values shown are examples used during the solution

testing.
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Customer 0, Route 10 Property Configuration

- Basic Configuration

Route data block (RDB)Y (TYPE) :|HDEE

Custorner numhber (CLST) :|IZIIZI

Route number (ROUT) :I'IEI

Degignatar field far trunk (DES) :|SIP

Trunk type (TKTP) : [TIE

Incaming and outgoing trunk 0G| Incoming and Cutgoing (A j
Access code for the trunk route (ACOL0N :|1 111 =
Trunk type MI11P (M311PY: [T
The route is far a witual trunk route &TRED)

- fone for codec selection and bandwidth |IZII]25-4
management (ZOME) : (0- 2000
- Node ID of signaling server of this rogte
(NODE |551 (0- 9983
- Pratacol 1D for the route (PCIDY : [ SIP (SIP) =]
- Print carrelation 1D in COR far the roufe v
(CRID

To configue the RLB using EM navigate fialing and Numbering PlansA Electronic
Switched Network A Network Control & Services A Route List Block (RLB).

- Network Address Translation - -
- QoS Thresholds Electronic Switched Network (ESN)

- Personal Directaries
- Linicode Mame Directory

+Interfaces - Customer 00
- Engineered Values - Network Control & Services |

+ Emergency Services
+ Geographic Redundancy Metwark Control Parameters (MCTL)
ESM Access Codes and Parameters (ESH)

+ Software _ Crigit Manipulation Block (DGT)

) - Digit Manipulation Bloc
Customers - Home Area Code (HMNPA)

- Routes and Trunks - Flexible CLID Manipulation Block (CMODBE)
- Routes and Trunks - Free Calling Area Screening (FCAS)
-D-Channels

T Free Special Mumber Screening (FEMNS)
—_D|_u|tal Trunl-:lnterriace | Route List Block (RLE) |

- Dialing and Numbering Plans Incoming Trunk Group Exclusion (ITGE)
- Electronic Switched Metwark MNetwark Attendant Services (NAS)
- Flexible Code Restriction [ - Coordinated Dialing Plan (CDP)|

- Incoming Digit Translation i
- Local Steeting Code (LSC)

-Phones [~ Distant Steering Code (DSC)|
-Templates Trunk Steefing Cod 5C
— Banorte - Trunk Steering Code (TSC)
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Enter the value of the route list index and clicke®dd button to continue the configuration as
shown belowDuring the solution testing the valueldfwas added.

Route List Blocks

Please enter a route list in&':lex 10 (0-1999) 10 Add |

TheRoute Number 10being selected to the RLB created. Rdl@és selected since it was the
route number assigned while adding a route as showigime above.

Options

Local Termination entry: [

Route Mumber: 'I

Skip Conventional Signaling: !

Use Tone Detectar: 10 '

Comversion to LDM:

To configure the DSC usingMEnavigate tdDialing and Numbering PlansA Electronic
Switched NetworkA Coordinated Dialing Plan (CDP)A Distant Steering Code (DSC)In
the Distant Steering Code List page, sefatd from the drop down list as shownkigure 14.

Display Originator's Inform atinn;_

Distant Steering Code List

Display
Please enter a distant steering code to Add |

Enter the value of the DSC and click on tbAdd button (Not Shown). As shown below 53
was added during the solution testing. The vaRiwas configured since the pilot DN of the
Office-LinX system wa$300Q

Flexible Length number of digitsindentifies length of the directory number (DN). During

solution testg value o was configured.

Route List to be accessed for trunk steering cods selected a$0from the drop down list.

This value is selected based on the RLB created in above step.
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Distant Steering Code

Distant Steering Code:

Flexible Length number of digits: |5 {0-107)

Display: | Local Steering Code (LSC) b
Remote Radio Paging Access: [

Foute List to be accessed for trunk
steering code:

Collect Call Blocking:

W

—
]

Mazimum 7 digit MPA code allowed:

Maximum 7 digit Nx2< code allowed:

[ m N I o A o Y N

[ Submit ] [ Zancel l

]

For additional information on Route, RLB and DSC configuratieferrtoSection12 of these
Application Notes.

5.7. Endpoint/Telephone Configuration

This section explains the provisioning of an endpoint/telephone that was configured for the
solution testing. Endpoint/Telephooan be configured using the CLI of the Communication
Server 1000E from overlay LD 11/20. RefeiSection12 for further information regarding
add/configuration of endpoints/telephones.
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In Figure, values thaare shown in red are to be configured by the userFDi¢andHUNT
value 0f39000was used during the solution testing as the access numiveaya Aura®
Messaging.

Ld 11

REQ: prt

TYPE: 1165

TN 096 000 17

e
CLS WTA LPR MTD TDD CRPD
LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD CNDA
CFTD MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDA ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHD IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXRO
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND FLXD FTTC DNDY DNO3 MCBN
FDSD NOVD VOLA VOUDCDMRPRED RECD MCDDT87A SBMD
KEM3 MSSD[MSBT] FRA PKC H MUTA MWTD DVLD CROD ELCD
CPND_LANG ENG
RCO 0

e
KEY 00 SCR 543120 MARP
CPND
CPND_LANG ROMAN
NAME DN 54312
XPLN 13
DISPLAY_FMT FIRST,LAST

6. Configure Avaya Aura® Messaging

Messaging wa configured for SIP communication with Session Manager. The procedures
include the following areas:
e Administer Sites
Administer Telephony Integration
Administer Dial Rules
Administer Class of Service to enable Message Waiting
Administer Subscribers

SeereferencesSection12for standard installation and configuration information. General
knowledge of the configuration tools and interfaces is assumed.
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6.1. Administer Sites

A Messaging access number and a Messaging Auto Attendianfitem needs to be defined. Log
into the Messaging System Management Interface (SMI) and Adninistration A

Messaging In the left panel, undéessaging System (StoragejelectSites click Add New In
the right panel fill in the following:

UnderMain Properties:
e Name Enter site name
e Messaging access number (internalEnter a Messaging Pilot number

Sites detail screen on AAM shewWlessaging access number

Messaging System (Storage) A

User Management —

Class of Service Sites
Topology .
ey Site: | Phuang v |

Storage Destinations

System Policies Add New Delate
Enhanced List Management

System Mailboxes

System Ports and Access
User Activity Log Configuration A i
Reports (Storage) Main Properties

Users

—d MName: |Phu0ng

Info Mailboxes
Remote Users ID: 3

Uninitialized Mailboxes

. : Messaging access number {external): |39990
Login Failures

Locked Out Users Messaging access number (internal): 39940
Server Information

Scroll down to the&ite Internal Dial Plan section.
UnderSite Internal Dial Plan:

e Short Extension Length Enter the number of digits in extensions
e Short Mailbox Length Enter the number of digits in mailbox numbers
Help Log Off Administration

Administration / Messaging

Messaging System [Storage) Subscriber number length (within this |

| v

User Management site's national destination code):
Class of Service . . :
_ QOutside line prefix:
Sites
Topology

Storage Destinations - R
- Site Internal Dial Plan

System Policies

Enhanced List Management Describe the internal dial plan applicable to this site.
System Mailboxes - I_
System Ports and Access Short extension length: 5
User Activity Log Canfiguration Short mailbox length: |5
Reports [Storage) - - -
Users Extension style for telephony integration: |Shur‘t | (Example: nnnnn)

Info Mailboxes Site prefix: I

Remote Users

Uninitialized Mailboxes Mational mailbox number convention: IChouse One ;l

Login Failures

Lmmlemd Mo |l e
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6.2. Administer Telephony Integration

A SIP trunk needs to be configured from Messaging to Session Manager. Log into the Messaging
System Management Interface (SMI) and gd\tbministration A Messaging In the left panel,
underTelephony Settings (Application)selectTelephony Integration. In the right panel fill in

the following:

UnderBasic Configuration:
e [Extension Length: Enter tke length of extensions
e Switch Integration Type:  SIP

UnderSIP Specific Configuration:
e Transport Method: TCP

e Connection 1 Enter the Session Manager signaling IP address and TCP
port number
e Messaging Address Enter the Messaging IP address and TCP port numbe
SIP Domain Enter the Messaging and Session Manager domain nhames

Click Saveto save changes.

Messaging System (Storage)
User Management —
Class of Service

»

Telephony Integration

sit The Telephony Integration page is used for administration of the switch link parameters of the messaging system.
oites

Topology

Storage Destinations

BASIC CONFIGURATION
System Policies

Enhanced List Management Swi

witch Number -
System Mailboxes - -
System Ports and Access
User Activity Log Configuration Extension Length
users Switch Integration Type
Info Mailboxes
femote Users IP Address Version 1Pva

Uninitialized Mailboxes
Login Failures

Locked Out Users SIP SPECIFIC CONFIGURATION
Server Information
System Status (Storage) Transport Method
System Status (Application)
A s o .
Alarm Summary Far-end Connections

Voice Channels (Application)
Cache Statistics (Application)

Connection 1 1p[135.10. . |port [s080 |

External Hosts

Trusted Servers

Messaging Address pl1032. . | port 5080 |
Networked Servers
Reguest Remote Update _
IMAP/SMTP Settings (Storage) ‘ SIP Domain Messaging ‘buwdeu.com | Switch |bvwdev.com |‘
General Options
?:i";pﬂ?r: - Messaging Ports call Answer Ports | 100 |Mammum |100 ‘Transfer Ports
AP/S| Status
Telephony Settings (Application) .
Telephony Integration Switch Trunks Total Maximum
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6.3. Configure Dial Rules

Navigate to AdministratioMessaging, Server Settings (Applicatio® Dial Rules to
configure the dial rules. Set tieal plan handling style: field to Site definition basedas
shown below.

Agren dUrRlins [ Ve vy Theg Sarvin mangol-so
P e a | Ddal Rules
Extwrral Honbs
Frodted Lacen's
Mitrarhid Shoeddi i
Dial Flan Hansdlin
Fubipsiir; Raveste Uedite Ll
D Dval pdan handing Stybe: | St e Based T‘
Ganarl Cpoiora !
Maid Onenit —
M EMTE Srarur Dval plan Fanding testng: ! Teal |
Talaphasy Irtwgrascn
=g Lot Advance:d Rules
Deal Rk
Chasiee -
e T afvanced Disl-out nules: [ Ech Dbt Fudes |
LB I =
.n-:':.'m'u-..m.n- Dial-in nele: A pmem
murstom
Svmen Jaenmnne
Tt
A= Azcran —
Hooskenezu [Fee] [CRephi | [ReseiFape |

Next select th&dit Dial -Out Rulesbutton to verify the appropriate parameters for outbound
dialing from Avaya Aura® Messaging were set above. These dial rules help Avaya Aura®
Messaging send therect number and combination of digits when originating a call to
Communication Manager, whether the call is destined for another extension or ultimately
expected to be routed to the PSTN.

PM; Reviewed: Solution & Interoperability Test Lab Application Note: 250f 70
SPOC 11/2(012 ©2012 Avaya Inc. All Rights Reserved. ESNAGAACECS1K



Dial-Out Test Numbers

F LCACIID LTS = LW .

# Add more phone numbers to test for your specific configuration.

# Extension (example):
2001

7785002

(212) 555-T7086

m

# Local number (example):
555-T086
333-3030

$# Long-distance number (example):

(408) 555-T7086 L
4 [

Dial-Out Test Results

Input Phone Number — Call Type Output Phone Number
2001 — INTERMNAL 2001
7735002 — INTERMNAL 7785002
555-7086 — INTERMNAL 5557086
333-3030 — INTERMNAL 3333030
(408) 555-7086 — | LOMNGDISTANCE 914085557086

6.4. Configure Class of Service

Verify Messaging Waiting is enablddr all subscribers.

UseAdministration A Messagingmenu and sele@lass of ServicainderMessaging System
(Storage).Selectfi St a n dranr tlieGlass of Servicedrop-down menu.

UnderGeneral section, enter the following value and use default valueifaining fields.

SetMessage Waiting Indicator (MWI): Enter UndeiGreetingssection, enter fofwo

Greetings (different greetings for busy and no answeifjeld to allow subscribers to record

different personal greetings for busy andamswer scenarios.

Click Save(not shown) to save changes.

The following screen shsétandardb h€l aes tofhhgSedei ¢ @
sample configuration.
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Class of Service

Class of Service: Standard b
Add New Delete
General
Mame: Standard
1D ]
Required seat license: Mainstream (WALUE_MSG_SEAT_MAIMSTREAM)
Telephone User Interface: Aria v

User can send to system distribution lists (ELAS)

Fax support: Mone w

|Dia|—c:ut privilege: Local hd

User can use Reach Me

Allow voice recognition for addressing (user can select recipients by saying their name)

IMAP4/POPE aocess: Full  w | (for Avaya Message Store users)

| Set Message Waiting Indicator (MWI) on user's desk phone

D Enable password aging

D Lser can send system broadcast messages

6.5. Administer Subscribers

Log into the Messaging System Management Interface (SMI) andAgnmaistration A
Messaging In the left panel, undéessaging System (StoragejelectUser Management In
the right panel fill in the following:

UnderUser Properties:

PM; Reviewed:

First Name

Last Name
Display Name
ASCIl name

Site

Mailbox Number
Internal identifier
Numeric address
Extension

SPOC 11/2(2012

Enter first name

Enter last name

Enter display name

Enter the ASCIl name

Enter site defined iGection6.1

Enter desired mailbox number i22235
Enter the name for internal use

Enter the mailbox number

Enter desired extension number 28235

Solution & Interoperability Test Lab Application Note: 270f 70

©2012 Avaya Inc. All Rights Reserved. ESNAGAACECS1K



| Administration / Messaging
-

.
Class of Service User Management > Properties for BCM 22235

Sites
Topology User Properties
Storage Destinations
System Folicies First name: |BCM |
Enhanced List Management

Last name: |22235 |

System Mailboxes

System Ports and Access Display name: |BCM 23235 |
User Activity Log Configuration

ASCIl name: |BCM 22235 |

Users

Info Mailboxes

Remote Users Site: | Default bt |

Uninitialized Mailboxes

Login Failures

Locked Out Users Mailbox number: |22235 |

System Status (Storage) Internal identifier: |BCM.22235 |@sp—aamessl.avaya.com
System Status (Application) Numeric address: |22235 |

Alarm Summary

Voice Channels {Application)

Cache Statistics (Application) Exctension: |22235 |

Server Settings (Storage)

e Include in Auto Attendant directory

Trusted Servers

Metworked Servers Class of Service: | Standard 3 |

Request Remote Update

IMAP/SMTP Settings (Storage)

S Pronounceable name:
Mail Cpticns . |BCM 22235

IMAP/SMTP Status

Telephony Settings (Application)
Telephony Integration MWTI enabled: Yes W

Scroll down on the page to Class of Service.

¢ Class of Service Select a Class of Service
¢ Pronounceable Name Enter a pronounceable name to be used when
dialing the extension using voice commands
MWI Enabled SelectYesto enable the MWI light on phones
¢ New Password/Confirm PasswordEnter desired extension password
¢ Next logon password change Select theCheckbox

Click Saveto save changes.
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AVAYA

Help Log Off Administration

Administration / Messaging

Messaging System (Storage)

User Management — || Class of Service: | Standard A4

Class of Service
Sites

Topology Pronounceable name: |BCM 32235
Storage Destinations

System Paolicies
Enhanced List Management MWI enabled:
System Mailboxes

System Ports and Access

User Activity Log Configuration Miscellaneous 1 | |

Reports (Storage)
Users Miscellaneous 2: | |
Info Mailboxes

Remote Users

Uninitialized Mailboxes MNew passwor‘d: |...... |
Login Failures !
Locked Out Users Confirm password: |ococo¢| |

Server Information

System Status (Storage)

Sizizm FEiE [(Fpplie i) User must change voice messaging password at next logon
Alarm Summary

Waoice Channels (Application) \oice messaging password E)(DII'EC'

Cache Statistics (Application) [J Locked out from voice messaging

Server Settings (Storage)

External Hosts

Trusted Servers Save
Networked Servers

6.6. Administer Topology

Select Topology under MessagingsBm (Storage).
Verify the site thatvasdefined inSectior6.1is Active
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AVAYA

Help Log Off

Administration / Messaging
Messaging System (Storage)
User Management
Class of Service
Sites
Storage Destinations
System Policies
Enhanced List Management
System Mailboxes
System Ports and Access
User Activity Log Configuration
Reports (Storage)
Users
Info Mailboxes
Remote Users
Uninitialized Mailboxes
Login Failures
Locked Out Users
Server Information
System Status (Storage)
System Status (Application)
Alarm Summary
oice Channels (Application)
Cache Statistics (Application)
External Hosts
Trusted Servers
Networked Servers
Request Remote Update
General Options
Mail Options

Administration

Topology

Sites / Application Servers

Sites 10.33.10.9
|

WindstreamSonus

Update Cancel

Add Application Server

IP address:

I

@ Add as stand-alone (non-clustered) application server ar as first
application server in a new cluster

Role in application server cluster:

O Form (or join) a cluster by joining existing application server:

Add

Remove Application Server

IP address:

Remove

IMAB/SMTE Status

6.7. Administer External Host

Messaging uses an external SMTP relay host to forward text notifications and outbound voice
Messagesgnable lis function by configuring the mail gateway on the External &b page.

Select ServéBettings (Storage) External Hosts, click Add

In Add a New External Host page:

IP Address. Enter IP address of the External SMTP Server, in this complianceiseh? it
address of ESNA server.

Host Name Enter host Name of the External SMTP Server.

Below is detail on how thESNA Servemasconfigured in this compliance test:

PM; Reviewed:
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Change an Existing External Host

IP Address

Host Name |avaya.olesna.com

Alias

[ Back l [ Save ] [ Help]

7. Configure AvayaAura® SessiorManager

This section provides the procedures for camiigg Session Manager as provisioned in the
reference configuration. Session Manager is comprised of two functional compdments:
Session Manager server and the System Manager server. All SIP call provisioning for Session
Manager is performethroughthe System ManagéiNeb interface ant then downloaded into
Session Manager.

The following sections assume that Session Manager and System Manager have been installed
and that network connectivity exists between the two platforms.

In this section, the ftowing topics are discussed:
e SIP Domains

Locations

SIP Entities

Entity Links

Time Ranges

Routing Policy

Dial Patterns

Manage Element

Applications

Application Sequence

User Management

Synchronization

7.1. Configure SIP Domain

Launch a web browser, entattp:/ /<IP address ofSystem Manager/SMGR in the URL, and
log in with the appropriate credentials.

Navigate toRouting A Domains, and click on thé&lew button(not shown)o create a new SIP
Domain Enter the following values and use default values for remgifields
e Namei Enter the Authoritative Domain Nanmethis solution setuggvwdev.com
domain is used.
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e Typei SelectSIP
Click Commit to saveThe following screen shows the Domains page used during the
compliance test.

Last Logged on at December 22, 2011 9:33 AM

AVAyA AVaya AU r63 System Manager 6 2 Help | About | Change Password | Log off admin
Routing *| Home
Locations Domain Management Commit Cancel
Adaptations
SIP Entities
Entity Links
Time Ranges 1 Item Refresh Filter: Enable
Routing Policies Name Type Default Notes
Dial Patterns - bvwdev.com C |
Regular Expressions
Defaults
* Input Regquired Cancel

7.2. Configure Locations

Locationsare used to identify logical and/or physical locations where SIP Entities reside, for
purposes of bandwidth managementocationbased routing.

Navigate toRouting A Locations, and click on th&lew button(not shown)o create a new SIP
endpoint locaon.

Generalsection

Enter the following values and use default values for remaining fields.
e Enter a descriptive Location name in thiemefield.
e Enter a description in theotesfield if desired.

Location Pattern section

Click Add andenter the followng values
e Enter the IP address information for fReaddress Pattefe.g.10.6441.*)
e Enter a description in thdotesfield if desired.

Repeat steps the Location Pattern sectidrthe Location has multiple IP segments.
Modify the remaining valuesn the form, if necessary; otherwisetainthe default values.
Click on theCommit button.

Repeat all the steps for each new Locatidhe following screen shows the Locations page used
during the compliance test.
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Routing FiHome / Elements / Routing / Locations - Location Details

Domains
Location Details Cornrmit
Adaptations Call Admission Contral has been zetto ignore SDP All calls will be counted using the Default Audio Bandwidth,
SIP Entities see Session Manager - Session Manager Administration -» Global Setting
Entity Links
General
Time Ranges
: . * Name: |Belleville,Ont,Ca
Routing Policies
Dial Patterns Notes: [Belleville DevConnect lab
Regular Expressions
Defaults Overall Managed Bandwidth

Managed Bandwidth Units: | Khit/sec +

Total Bandwidth: 1000000

Per-Call Bandwidth Parameters

* Default Audio Bandwidth: 20| | Kbitjsec (v

Location Pattern

2 Items | Refresh Filter: §

|:| IP Address Pattern Notes

[0 |*[iorz*
[ | *[1oaa>

7.3. Configure SIP Entities

A SIP Entty must be added for Session Manager and for each network component that has a SIP
trunk provisioned to Session Manadeuring the compliance test, the following SIP Entities

were configured:

Session Manager itself.
CommunicatiorServer 1000E 7.5
Avaya Aura® Messaging

Avaya ACE

ESNA server

Navigate toRouting A SIP Entities, and click on thé&lew button(not shown)o create a new
SIP entity. Provide the following information:

Generakection
Enter the following values and use default values for remgifields.
e Enter a descriptive Location name in thi@mefield.
e Enter IP address for signaling interface on éachnmunicatiorServer 1000E 7,5
virtual SM-100 interface on Session Manag&vaya Aura®Messaging, Avaya
ACE and ESNA.
e From theType drop downmenu select a type that best matches the SIP Entity
o0 For Communicatiorserver 1000E 7,5electSIP Trunk
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o For Session Manager, select Session Manager
o ForAvaya Aura®MessagingselectModular Messaging
o For ESNA and Avaya ACE, select Others
e Enter a desgption in theNotesfield if desired.
e Select the appropriate time zone.
e Accept the other default values.

Click on theCommit buttonto save each SIP entity.he following screens show the SIP
Entities page used during the compliance test.

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

SIP Entity Details
General
* Name:
* FQDN or IP Address:
Type:

MNotes:

Adaptation:
Location:

Time Zone:

Override Port & Transport with DNS |:|

SRY:
* SIP Timer B/F (in seconds):
Credential name:

Call Detail Recording:

SIP Link Monitoring
SIP Link Monitoring:

P Home / Elements / Routing / SIP Entities - SIP Entity Details

Help ?

ESMA

135.10.

Other

For Office Ling Testing

Belleville (v

America/New_York w

4

none (¥

Usg Session Manager Configuration

Repeat althe steps for each nesmtity

7.4. Configure Entity Links

Entity Links define the connections between the SIP Entities and Session Manager. In the
compliance testhe following entity inks are definedrom Session Manager

Session Manage&r Communication Seer 1000E Release 7.5
Session Manage&r ESNA
Session Manager Avaya Aura®Messaging
Session Manage&r Avaya ACE

Navigate toRouting A Entity Links , and click on th&lew button (not shown) to create a new
entity link. Provide the following information:

Enter a descriptive name in thamefield.
¢ IntheSIP Entity 1 drop down menuselect the Session Manager SIP Entity created in

Section7.3

¢ In theProtocol drop down menuselectthe protocol to be used
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¢ InthePort field, enterthe port to be used (e.50600r 5061).
o UDP or TCPi 5060
In theSIP Entity 2 drop down menyuselectan entity createth Section7.3.
In thePort field, enterthe port to be used (e.5060.
Check theTrusted box.
Enter adescription in théNotesfield if desired.

Click on theCommit buttonto save eackntity Link definition. The following screen shovemn
Entity Links page (between Session Manager AAd/) used during the compliance test.

Routing PiHome / Elements / Routing / Entity Links - Entity Links
Help ?
Domains i . i P
Entity Links
Locations
Adaptations
SIP Entities
Entity Links 1 Item  Refresh Filter: Enahle

Time Ranges Name SIP Entity 1 Protocol Port SIP Entity 2 Port Trusted Notes

Routing Policies * DevaSM_DevAdM_S | DevAsM v| [TcP v #5060 * | DevAAM_SM ~| 5060

Dial Patterns

Regular ExpressioniDia Patterns

Defaults

# Input Required

Repeat the steps to defikatity Links betweersession Manage€ommunication Server 1000E
7.5, ESNA(TCP/UDR5060 and Avaya ACE (UDF5060).

7.5. Time Ranges

The Time Ranges allows admission control criteria to be specified for Routing Policies. In the
reference configuratigmo restictions were used.

To add a Time Rangeavigate tdRouting A Time Ranges and click on thé&lew button(not
shown) Provide the following information:

Enter a descriptive Location name in thamefield (e.q.24/7).
Check each day of the week.

In theStart Time field, enter00:00.

In theEnd Time field, enter23:59

Enter a description in thidotesfield if desired.

Click theCommit button The following screen shows the Time Range page used during the
compliance test.
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Time Ranges

1 Item | Refresh Filter: Enable

D Name Mo Tu We Th Fr Sa Su Start Time End Time Notes
[ za7 00: 00 23:59 Tirme Range 24/7

Select : all, Mone

7.6. Configure Routing Policy

Rouing Policies associate destination SIP Entities with Time of Day admission control
parameters and Dial Patterns. In the reference configur&aarting Policies are defined for:
CommunicatiorServer 1000E Release 7.5

To add a Routing Policyyavigate @ Routing A Routing Policy, and click on thélew button
(not shown)n the right. Provide the following information:

General section
e Enter a descriptive name in tNemefield.
e Enter a description in thdotesfield if desired.

SIP Entity as Destinatiosection
e Click theSelectbutton.
e Select the SIP Entitthat will be the destination for this cétiot shown)
¢ Click theSelectbutton and return to the Routing Policy Details form.

Time of Day section
e Leave default values

Click Commit to saveRoutingPolicy definition. The following screen shows the Routing
Policy usedfor the compliance test.
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Routing Al Home /Elements / Routing / Routing Policies- Routing Policy Details

Domains Help ?

Locations Routing Policy Details
Adaptations

SIF Entities
Entity Links * MName: To_CS 1K 75_Bottom

General

Time Ranges Disabled: []

Routing Policies Motes: Route to CS1K

Dial Patterns

RegularExpressions ) ) )
SIP Entity as Destination
Defaults

Name FQDNor IP Address Type Notes
| CS1000SIPGw 1251097149 SIP Trunk SIP Entity For CS1K Bottorn
Time of Day
[ Remove ] [ View Gaps/Overlaps
1Itern Refresh Filter: Enable
| Ranking 1 Name 2 Mon Tue Wed Thu Fri Sat Sun BEDE End Notes
Tine Time
O o 247 00:00 22159 TimeRange

24/7

Repeat the steps to defirmutingpoliciesto others Entities

7.7. Dial Patterns

Dial Patterns define digit strings to be matched for inbound and outbousidrca@ddition, the
domainin the request URI is also examindd.thecompliance testhe following dial patterns
are definedrom Session Manager

e 54xxxT1 SIP endpoints in Avaya Communication Server 1000E Release 7.5

e 53000i ESNA pilot number

e 39990i Avaya Aura®Messaging Pilot Number.

To add a Dial Pattern, selégouting A Dial Patterns, and click on théNew button(not shown)
on the rightDuring the compliance test, 5 digit dial plan was utiliZ2chvide the following
information:

General sectio
e Enter a unigue pattern in tiRattern field (e.g.54).
¢ IntheMin field enter the minimum number of digits (e5).
¢ In theMax field enter the maximum number of digits (e5).
e In theSIP Domainfield drop down menu select themainthat will be contaned in the
Request URteceivedby Session Manager from Communication Manager.
e Enter a description in thgotesfield if desired.

Originating Locations and Routing Policigsction
e Click on theAdd button andawindow will open(not shown)
e Click on theboxes for the appropriate Originating Locations, and Routing Potltas
pertain to this Dial Pattern.
0 LocationAll.
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0 Routing PoliciesTo_CS1K75_Bottom
o0 Click on theSelectbutton and return to the Dial Pattern window.

Click theCommit buttonto savethe newdefinition. The following screen shows tlkal

patternusedfor Communication Server 1000E ‘&&ring the compliance test.

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
RegularExpressions

Defaults

Al Home /Elements / Routing f Dial Patterns- Dial Pattern Details
Dial Pattern Details

General
* pattern: 54
* Min: |5
*Man: 3
Emergency Call: []
SIP Domain: | bvwdev.com v

MNotes;

Originating Locations and Routing Policies

Remove

11Itern | Refresh

Driginating - .

D DOriginating Location Mame 1 Location zgumtleng (Fifre; Rank 2
Notes

0 -aLL- Any To_CS1K75_Bottorn o

Locations

Routing
Policy
Disabled

Help ?
Filter: Enable
Routing Routing
Policy Policy
Destination Notes
CES10005IPGw

8. Configure Avaya ACE 3.0
8.1. Add Communication Server 1000E SIP Service Provider

8.1.1. Add CS1K server provider using SIP service.

Add an Avaya CS 1000 SIP network element as a sepvazader on Avaya ACE to enable
communication betweemo systemsising the SIP protocol.

Procedure

1. Login https://<ACEipaddress>:9443/oamp

2. On the menu bar, choo&wonfiguration and therService Provicers. The Service
Providers window appears.

3. Click Add. The Service Provider dialog box appears.

PM; Reviewed:
SPOC 11/2(2012

Solution & Interoperability Test Lab Application Note:

©2012 Avaya Inc. All Rights Reserved.

380f 70

ESNAGAACECS1K



4. From theType list, selectAvaya Communication Server 1000 (CS 1000)
5. IntheNamefield, enter a name for theo@imunication Servet000 service provider.
6. Select theDisablecheck box to add the service provider in a disabled state.

Note:

Usercan continue to update service provider configuration (including coleguration)

after it is added in the disabled state. Disabling the providemoakes itunavailable to

handle Web service requests for the duration for whishdisabled. However, all

configuration information is preservedsercan enable the provider at a later time.

7. Clicks continueThe Service Providers window fROMMUNICATION SERVER1000
appears.

8. In theSignaling dialog box, enter the IP address of 8ession Managen thelP
Addressfield. In thePort field, enter the port used for signaling. Accept the default 5060
if applicable

9. In theSignalinglist, selectSIP.

10.To support ThirdParty Call Control (V2), select thése SIP REFERcheck box to
generate a ring back tone from the called party to be heard by the calling party, when a
call is initiated.See example in the figure:
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