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Abstract

These Application Notes describe a compliance tested solution comprising the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server communicating directly with
the Avaya G860 Media Gateway and via Avaya SIP Enablement Services. The Avaya
G860 Media Gateway is utilized to enable connectivity between the Avaya Meeting
Exchange Enterprise S6200 Conferencing Server and the Public Switched Telephone
Network. This configuration provides a rich set of conferencing options available on the
Avaya Meeting Exchange Enterprise S6200 Conferencing Server to participants
associated with the Public Switched Telephone Network.

Testing was conducted via the Internal Interoperability Program at the Avaya Solution
and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a compliance tested solution comprised of the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server (MX), Avaya SIP Enablement
Services (SES) and the Avaya G860 Media Gateway. The Avaya G860 Media Gateway
is utilized to enable connectivity between Avaya Meeting Exchange Enterprise S6200
Conferencing Server and the Public Switched Telephone Network (PSTN). The end to
end signalling connectivity between Avaya Meeting Exchange Enterprise S6200
Conferencing Server and the PSTN, either via the Avaya G860 Media Gateway directly
or via Avaya SIP Enablement Services is shown in Figure 1.
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Figure 1: Network Configuration
Note: Figure 1 has two call flows configured (G860-MXS6200) and (G860-SES-
MXS6200).These can be configured individually or both together depending on the
requirement. Extra steps required to configure G860-SES-MXS6200 are described in
Step 3.1.2b, Section 3.3 and Step 4.6.3.

Signalling connectivity between the Public Switched Telephone Network and the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server traversed the following path.
e T1 ISDN-PRI (D-channel on channel 24) multiplexed over a DS3 from the
PSTN to the Avaya G860 Media Gateway (Black Dotted Line)
e SIP/(UDP, TLS and TCP) between the Avaya G860 Media Gateway and the
Avaya Meeting Exchange Enterprise S6200 Conferencing Server (Blue Line)
e SIP/(UDP, TLS and TCP) between the Avaya G860 Media Gateway and
Avaya Meeting Exchange Enterprise S6200 Conferencing Server via Avaya
SIP Enablement Services host mapping (Red Line)
e SIP/(UDP, TLS and TCP) between Avaya One-X Desktop to Avaya Meeting
Exchange Enterprise S6200 Conferencing Server via SIP Enablement Services
host mapping (Green Line)
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1.1. Avaya Meeting Exchange Enterprise S6200 Conferencing
Server

The Avaya Meeting Exchange Enterprise S6200 Conferencing Server is SIP-based with
call signalling and Media Server capability for voice conferencing. Avaya's Conferencing
Applications include reservation-less, attended, event and mobile to support various IP
network implementations. The following capabilities are supported by Avaya Meeting
Exchange Enterprise S6200 Conferencing Server:

e RFC 2833 DTMF support
In-band DTMF support
Up to 3200-user and 140-operator conferences
Support for up to four digitally recorded music sources
Supports codecs G.711 PCMU , G.711 PCMA, iLBC, wbPCMU, wbPCMA
and iISAC

1.2. Avaya G860 Media Gateway

The Avaya G860 Media Gateway allows customers to consolidate facilities and reduce
communications costs by concentrating Public Switch Telephone Network traffic over
DS3 facilities. For high call traffic applications such as conferencing, using a DS3
interface can provide a higher density, lower cost solution compared with DS1 facilities.
The Avaya G860 Media Gateway is a carrier class product that supports up to 8000
channels of SIP VolIP telephony. It uses N+1 redundancy of media gateway, Ethernet
switch, shelf controller, and power supply modules to achieve high availability in mission
critical applications.

The Avaya G860 Media Gateway is shipped with an Element Management System
(EMS) that is used for operations, administration, management, and provisioning
functions. A Solaris based EMS server communicates with the Avaya G860 Media
Gateway using SNMP. An EMS client communicates with the EMS server from a
Microsoft Windows based Personal Computer.

RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 4 of 48
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2. Equipment and Software Validated

The following equipment and software versions were used for the sample configuration
provided in these Application Notes.

Equipment Software
Avaya Bridge Talk (BT) 5.1.0.0.12
Avaya G860 Media Gateway

Chassis Type M5k10

Software Version 5.2.73

Board Type Tp6310Ds3

EMS Server 5.2.60

EMS Client 5.2.60
Avaya SIP Enablement Service (SES) 5.1.1 build 415.1
Avaya Meeting Exchange Enterprise S6200 Conferencing | 5.1 build 161
Server

Table 1: Hardware and Software Versions

3. Configure the Avaya Meeting Exchange Enterprise
S6200 Conferencing Server

This section describes the steps for configuring the Avaya Meeting Exchange Enterprise
S6200 Conferencing Server to interoperate with the Public Switched Telephone Network
either directly via the Avaya G860 Media Gateway or via the Avaya SES (see Figure 1).

3.1. Configure the Avaya Meeting Exchange Enterprise S6200
Conferencing Server

The following steps describe the administrative procedures for configuring the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server:

e System.cfg
e telnumToUri.tab

Step | Description

3.1.1 | Log in to the Avaya Meeting Exchange Enterprise S6200 Conferencing Server
console (PUTTY) using ssh to access the Command Line Interface (CLI) with the
appropriate credentials.
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Step | Description

3.1.2 | Configure settings that enable SIP connectivity between the Avaya Meeting
Exchange Enterprise S6200 Conferencing Server and other devices by editing
the system.cfq file as follows:
o Edit /usr/ipcb/config/system.cfg
e Add MXS6200 IP address
o IPAddress=(*192.168.36.10")

e Add a line to populate the From Header Field in SIP INVITE messages
o MyListener=sip:6000@192.168.36.10
Note: The user field 6000, defined for this SIP URI must conform to
RFC 3261. For consistency, it is selected to match the user field
provisioned for the respContact entry (see below).

e Add a line to provide SIP Device Contact address to use for
acknowledging SIP messages from the Avaya Meeting Exchange
Enterprise S6200 Conferencing Server:

o respContact=<sip:6000@192.168.36.10:5061;transport=tls>
Note: Configure the following if using TCP and UDP
respContact=<sip:6000@192.168.13.101:5060;transport=tcp>
respContact=<sip:6000@192.168.13.101:5060;transport=udp>

o Add the following lines to set the Min-SE timer to 900 seconds in SIP
INVITE messages from the Avaya Meeting Exchange Enterprise S6200
Conferencing Server:

o sessionRefreshTimerValue= 900
o minSETimerValue= 900

Note: The values for the sessionRefreshTimerValue and the
minSETimerValue are defined in seconds and should be provisioned to
be greater than or equal to the value used by SIP User Agent(s)
connecting to the Avaya Meeting Exchange Enterprise S6200
Conferencing Server, e.g., the Avaya G860 Media Gateway. This setting
IS necessary to enable Dial-Out from the Avaya Meeting Exchange
Enterprise S6200 Conferencing Server to the Public Switched Telephone
Network via the Avaya G860 Media Gateway.
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Step | Description

a)

b)

To enable Dial-Out from the Avaya Meeting Exchange Enterprise S6200
Conferencing Server to the Public Switched Telephone Network via the
Avaya G860 Media Gateway, edit the telnumToUri.tab file as follows:

To enable Dial-Out from the Avaya Meeting Exchange Enterprise S6200
Conferencing Server to the PSTN via the Avaya SES to the Avaya G860
Media Gateway, edit the telnumToUri.tab file as follows:

*

Edit /usr/ipcb/config/telnumToUri.tab file with a text editor,

Add a line to the file to route outbound calls from the Avaya Meeting
Exchange Enterprise S6200 Conferencing Server to the Avaya G860
Media Gateway:

sip:$1@10.1.2.63:5061;transport=tls G860

Edit /usr/ipcb/config/telnumToUri.tab file with a text editor.

Add a line to the file to route outbound calls from the Avaya Meeting
Exchange Enterprise S6200 Conferencing Server to the Avaya SES to
G860 Media Gateway:

Sip:$1@192.168.36.11:5061;transport=tls ~ SES

RJ; Reviewed:
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3.2. CBUTIL Utility

The following steps provide examples of how to provision Scan Flow (Scheduled and
Demand) conference call functions by utilizing the cbutil utility on the Avaya Meeting
Exchange Enterprise S6200 Conferencing Server.

Step | Description

3.2.1 | To map DNIS entries, run the cbutil utility on MX as follows:

« If not already logged on, log in to the Avaya Meeting Exchange Enterprise
S6200 Conferencing Server with an ssh connection using PUTTY with the
appropriate credentials.

Enable Dial-In access (via passcode) to conferences provisioned on the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server as follows:

e Add a DNIS entry for a scan call function corresponding to DID 70001

by entering the following command at the command prompt:

cbutil add <dnis> <rg> <msg> <ps> <ucps> <func> [-I <In> -c
<cn>], where the variables for add command is defined as follows:

0 <dnis> DNIS

o <rg> Reservation Group

0 <msg> Annunciator message number

0 <ps> Prompt Set number (0-20)

0 <ucps> Use Conference Prompt Set (y/n)
0 <func> One of:

DIRECT/SCAN/ENTER/HANGUP/AUTOVL/FLEX
o -1 <"In"> Optional line name to associate with
caller
0 -c <"cn"> Optional company name to associate with
caller

In this sample configuration:
S6200App->cbutil add 70001 0 1 1 n scan
chutil
Copyright 2004 Avaya, Inc. All rights reserved.

3.2.2 | At the command prompt, enter cbutil list to verify the DNIS entries provisioned.

[ sroot@vx-G860 config]# cbutil list
cbutil
Copyright 2004 Avaya, Inc. All rights reserved.

DNIS Grp Msg PS CP Function On Failure Line Name
Company Name Room Start Room End
10001 0O 2471 N SCAN ENTER LocalMX-
OneX 0 0
70001 0O 2471 N SCAN ENTER MX-G860
0] 0
80001 0O 2471 N SCAN ENTER MX-SES-
G860 0
RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 48
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3.3. Configure Avaya SIP Enablement Services (SES)

The following steps describe the administrative procedures for configuring host mapping
in Avaya SIP Enablement Services to enable call routing between Avaya Meeting
Exchange Enterprise S6200 Conferencing Server and Avaya G860 Media Gateway.

e SES-MXS6200 for dial in calls to MX
o SES-G860 for dial out calls from MX
e Adding Trusted Hosts

Step Description

331 Configure host mapping in SES as follows:

e Open the SES web page http://192.168.36.11/admin, enter the
appropriate credentials, and click on Launch SES Administration
Interface.

e Click on Hosts Tab-->List Hosts tab and Click on Map .

||
W List Hosts

o

SES
Commands Host Type Version

Edit Go-To Test-Link Delete 192,168.36.11 SES combined home-edge 5E5-5.1.1.0-415,1

Migrate Home fEdge

e Add the host map from Avaya SIP Enablement Services to the
Avaya G860 Media Gateway by clicking Add Map in New Group
and Add another Contact

o Repeat the same for Avaya SIP Enablement Services to Meeting

Exchange Enterprise S6200 Conferencing Server as shown below

» Y’ - P »

@ Back - . Address |§] https:f/192,168,36.11 /cgi-binimadmin/do/editaddressmap listmap? sid=18cmd=Cantinue Vl a
| AN List Host Address Map d Add Tab| B3

» - | SearchWeh - | Wl MyMSN - - & - = - 48 spaces - @ -

Google[[G - V] b® @ B+ Ly ovkmakse B 13bocked | check + 4, - S ol [ab Send tow a

& snagt B

AVAYA Integrated Managen

SIP Server Manager
Help Exit Server: 192,166

R
W List Host Address Map
Host 192.168.36.11

Commands Name Commands Contact

Edit Delete to_G860

Edit Delete sip:${user)@10.1.2.63:5061; transport=tls
Add Another Map Add Another Contact Delete Group
Edit Delete To_MX

Edit Delete sip:ff{user)@192.168.36.10:5061; transpaort=tls
Add Another Map Add Another Contact Delete Group

Add Map In New Group
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Step Description
3.3.2 Adding the MXS6200 Conferencing Server and G860 as Trusted Hosts
Commands IP Address Trusted by Host Comment
Edit Delete 10.1.2.563 192.168.36.11 GE60
Edit Delete 192,168,36.10 192,168.36.11 (KB
Add Another Trusted Host
RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 48
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3.4. Bridge Talk

The following steps utilize the Avaya Bridge Talk application to provision a sample
conference on the Avaya Meeting Exchange Enterprise S6200 Conferencing Server. This
sample conference enables both Dial-In and Dial-Out access to audio conferencing for
endpoints on the Public Switched Telephone Network.

Note: If any of the features displayed in the Avaya Bridge Talk screen captures are not
present, contact an authorized Avaya sales representative to make the appropriate
changes.

e Logging into Bridge Talk

o Creating Dial List (Manual/Blast dial)

e Scheduling Conference

Step | Description

3.4.1 | Invoke the Avaya Bridge Talk application as follows:

e [Not Shown] Double-click on the desktop icon from a Personal Computer
loaded with the Avaya Bridge Talk application and with network
connectivity to the Avaya Meeting Exchange Enterprise S6200
Conferencing Server.

o Enter the IP address of the Avaya Meeting Exchange Enterprise S6200
Conferencing Server (192.168.36.10) in the Bridge field.

o Enter the appropriate credentials in the Sign-In and Password fields.

Avaya Bridge Talk login

Sign-In: |
Password: |
Bridoe: | Rd
Cperatar; |Next available j
0K | Exit ]
RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 11 of 48
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Step | Description
3.4.2 | Provision a dial list that is utilized for Dial-Out (e.g., Blast dial and Fast dial)
from the Avaya Meeting Exchange Enterprise S6200 Conferencing Server.

e From the Avaya Bridge Talk Menu Bar, click Fast Dial->New.

m Avaya Bridge Talk - 192.168.36.12 Operator 1 - 16/02/09 10:20:04

File ‘Wiew Line Conference BEEESEER Tools window Help

TR YA [ TEET-TR,

5 Ip reGuests  Line Music  Oplions  Purge Set  Tramsfer retrieVe Update 7 Help

| Access  Conference Display  En

{6y Conf Mame TR

L R B (O B R N

[a]

Line = Mame Frogr Company Phone Caller ID FIMN

Moo= O
o Eiciia B Eiiaiie ol Eiaiin o

[

RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 48
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Step | Description
3.4.3 | From the New Dial List->Dial List Editor window that is displayed:
« Enter a descriptive label in the Name field.
o Enable conference participants on the dial list to enter the conference
without a passcode by checking the Directly to Conf box as displayed.
o Add entries to the dial list by clicking on the Add button and enter Name,
Company and Telephone number for dial out for each participant.
[Optional] Moderator privileges may be granted to a conference
participant by checking the Moderator box.
e When finished, click on the Save button on the bottom of the screen.
™ Dial List Editor
Mame: : | Optional Access Code: o | [+] Directly to Conf
Conferee List
Display &5 Entered
Mame Campany IModeratar ety Priarity Telephone
Epl fwvaya ] 50302 |
Ep2 vy F 50301
Save Cancel Print Help
RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 48
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Step | Description
3.4.4 | Provision a conference with Auto Blast enabled.
o From the Avaya Bridge Talk Menu Bar, click View - Conference
Scheduler.
mgine Conference  FastDial Tools ‘Window Help
fiain Enter Gueue
Pending Clueue i ME Sl & | < =
s Help Requests ﬂ m@ % k 0 § @ I;;) ?
EaLL - IDDlElar Fastdial | help reQuests Line Music | Options | Purge Set Transfer | retrieVfe | Update | 7 Help
cc  Conference Navigator b | CanfiD | Canfirm # I Mod Code | Canferee C| Music Source J
T Update 0 off
AllLines 0 Off
Reports » |0 Off
L ff
Caonference Stheduler 0 off
0 Off
0 Off
0 Off
9 0 Off
10 0 off
11 i] Off
12 i] off
3.4.5 | From the Conference Scheduler window, click File > Schedule Conference.

E8|Conference Scheduler

& ol %

M 2 |

RJ; Reviewed:
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Step | Description
3.4.6 | From the Schedule Conference window that is displayed, provision a conference
as follows:

o Enter a unique Conferee Code to allow participants access to this
conference.

o Enter a unique Moderator Code to allow participants access to this
conference with moderator privileges. Enable moderator access with a
passcode for this conference call by configuring the following:

Note: This conference remains open for participants to enter as
either moderator or participant by entering the appropriate code
when prompted.

o Enter a descriptive label in the Conference Name field.

o Administer settings to enable an Auto Blast dial by setting Auto
Blast/Manual depending on this test.

o [Not Shown] Select a dial list by clicking on the Dial List button,
select a dial list from the Create, Select or Edit Dial List window
that is displayed, and click on the Select button (To verify Dial
out and Blast Dial out).

e When finished, click on the Save button on the bottom of the screen.

Conference Information
Skatus: | Made: [UMATTENDED % |Conference Type: DalLY v |
Confirmation Mo.: |1 iConFerence It Weekend: YES bl
Mame: :Billing Code Prompk | DISABLED ¥
Telephone: |Accounting Code: Start Date (ddfmmysyyds |
Sign-in Marme: ;SBcurity Passcode: End Date (ddimim/eyy):
Res Group: _D _;change Conf Opt:
Conferee Code: 111111 'Op Help Available:  [ON » (Mame Record/Play: ZFF V_:
Moderator Code:  |222222 EBlock Dialout: %lOFF * |[MRP Annunciator:
Corference Name: |kest1 Auka Blast: | Manual & \PIM Mode:
Test] Blast Annuncistor:242 [ Browss  |PIN List:
Conference Features
Stark Time: |o0:00 \End Time: 00:00 |Code Duration: il
Entry Tone: -Tnne & Message w |Exit Tone: Taone & Message vlgMaximum Lines: |10
Hang up: -ON w |Music: M1 v.'Security: :ON v-
Auto Extend Duration: | OFF w |Auto Extend Ports: | OFF v
Prompk Set: -English V":Cnnference Wigwer: [N v
RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 15 of 48
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4. Configure the Avaya G860 Media Gateway

The following sections describe the steps for configuring the SIP and Public Switched
Telephone Network trunks and call routing for the Avaya G860 Media Gateway. This
configuration will enable the Avaya G860 Media Gateway to interoperate with both the
Avaya Meeting Exchange Enterprise S6200 Conferencing Server both directly and with
Avaya SIP Enablement Services (see Figure 1).

Configuration is performed using the EMS client GUI-based provisioning system, which
is supported by the Microsoft Operating System. It is assumed that the Avaya G860
Media Gateway, EMS server, and EMS client have already been installed.

e Logging into Gateway using EMS Client

Step | Description

4.1 | Invoke the GUI provisioning system from a Personal Computer running the
EMS client by double-clicking on the desktop icon as shown below. From the
login screen that is displayed, enter the login, password and the IP address of the
EMS server.

4.2 | From the main GUI provisioning screen that is displayed, locate the Regions
List pane where logical/geographical regions are presented. Double-click on the
appropriate row entry.

Note: Media gateways, including Avaya G860 Media Gateway reside in
logical/geographical regions. The I icon shown on the right side of the screen

can be clicked recursively to navigate from this screen or any successive screen
back to a previous screen.

RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 16 of 48
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Step | Description

F3 hudinCodes’ EMS - fred is Ingped with Administration authorization,

Mame: SITL

| Totai1
G111 OH
#MP= 00 O
#Others:0/0 0K

Operationl Info

G0 S R AL
Board#3iTru_ Trunk Alarm (XMT AIS)
E_oarq#_gﬂru.. Trur_v}_( Ala_r!r! (}(MTAIS]

I elear | 03:0319 Mar

major  07:15:35 Mer .
major (071536 Mar . GBED
!pajo_r _D? 1526 Mar ... GBED

Current Level Alarms

Unlocked Enabled

Backup process was completed
s
PSTN alattn on Trunk CMT AIS)
Sl R
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4.1. Configure the Avaya G860 Media Gateway Properties
The following steps describe the administrative procedures for configuring system-wide

parameters on the Avaya G860 Media Gateway.

Step Description

411

be configured.
o Click on Properties.

F3 AudioCodes’ EMS - fred is logged with Administration authorization.

From the media gateway list in the MGs List pane that is displayed:
o Select the entry corresponding to the Avaya G860 Media Gateway to

e P Address o Product Ty
g_GEEU 101282 5273

Mame: SITL
Total1
i Ok
#aP=:0/0 Ok
#Cthers:0/0 OK

Alarm Browser 350
T~ [ elear 030349 Mar .. GBED
=
=
=

Cperational Infa
Board#3/Tru... Trunk &larm CXMT AIS)
Board#3/Tru._ Trunk Alarm CMT AIS)

major 07:15:26 Mar ... GEG0
major 07:15:26 Mar ... GB6O

major 07:15:26 Mar

MEDIANT S000

8 Current Level Alarms = —

860 Board#8/Tru__ Trunk Alarm (04T AIS)

Op State ‘Master
Unlocked Enabled

Bachup pracess was completed
PSTH alarm on Trunk COMT AIS)
PSTH alarm on Trunk COMT AIS)
PSTH alarm on Trunk (T AIS)

S

4.2. Configure the TP6310 Board

The following steps describe the administrative procedures for configuring the active
TP6310 board in the Avaya G860 Media Gateway chassis. These procedures will
administer settings for SIP and DS3 trunking, as well as the call routing rules associated
with this TP6310 board to enable signalling/media connectivity between the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server and the Public Switch

Telephone Network.
o Board IP Address
e Board Voice configuration

RJ; Reviewed:
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Step Description

4.2.1 Prior to making any change to the configuration of the TP6310 board, the
board must be locked.
e Onthe MGs List pane, double-click on the row corresponding to the
Avaya G860 Media Gateway.
0 Note: The MG Status tab will be highlighted and the Status
pane will open, depicting a replica of the front panel of the
Avaya G860 Media Gateway chassis. Board slots are
numbered from 1 to 10 from bottom to top on the left side.
For these Application Notes, installed gateway boards
include the TP6310 DS3 boards in slots 8, 9, and 10.
e Click on the active TP6310 board shown in black, and use mouse
button  to select Maintenance Lock.
e [Not Shown] To confirm Lock, click Yes in the confirmation window
that is displayed.
Note: If there is a single TP6310 board in the Avaya G860 Media Gateway,
locking this board removes it from service and is service impacting.

F& AudioCodes’ EMS - acladmin is logged with Administration authorization.

- SIL > HDTG-5000 > board#d

Switch Over
D31 Trunks List

h *EHODE OEOED:>
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4.2.2 Administer settings on the locked TP6310 board as follows:

o Select the locked TP6310 board in the Status pane.
Note: A locked board is indicated by a blue “locking pin™ on its
right hand side (see slot 9).

o Select the Properties link.

F3 AudioCodes’ EMS - acladmin is logge d with Administration authorization. E‘IEWX\

> Glabe > SIL > HDTG 5000 > boarde9

Name: nane

Adrin State: Locked
Ops State: Disabled
Type: Tpe310Ds3
App Type: Siphly

r DISABLED
[~ mejor 064548 Jan .. HDTG-S000 Boerd#3  Operstiva State Change DISABLED
" mejor 084548 Jan .. HDTG-5000 Baard#3/DS... Operative State Change DISABLED
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4.2.3 From the Board6310 Parameters Provisioning window that is displayed:
e Click on General Settings under Parameters L.ist.
e Set IP Address 1 to the IP address for this board
o Select pstn for the None Mode CIk Source.
» Remaining fields are default settings.
e Click on Apply and then Close.
[El IP Address 1 101263 | o
& MAC Address 1 D0S0B0af0Te o
= Corfrol P Address pooo 0w
1 Media lP| Address T
| = tone wode Ck Source pstn | B
ARP Tahle
B ARP Table Max Enfries 376 o
= ARP Aging Busaue :J o
1 Media ARP Cache override Frobiewesacrcare < | o=
Security
= Firewall Profils Chasen ==
@ SRTP Media Securty isable =] o=
[ SSLITLS Megotition LSviOnly Ra| o
Radius
31 Enable RADIUS isable ¥{§om
51 RADLS Accourting Server P Address 0000 O
= HADMSAMM 1646 o
Hame Profiles Save Profile  Parameters
Boargs30 Profle, [ NoProies_+ | (RN NS
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424

From the Board6310 Parameters Provisioning window that is displayed:
e Click on Voice under Parameters List.
o Set DSP Load File Version to 0.
o Set the Jitter Buffer Min Delay to 10 milliseconds.
= Note: The jitter buffer is administered to align with
the network configuration utilized for these

e Remaining fields are default settings.

Application Notes, e.g., VoIP traffic will be on an
internal enterprise network with low delay

characteristics.

e Click on Apply and then Close.

FS Board6310 Parameters Provisioning

D3P Load File Version

HEEBEBEREN B8

Default Coder

PCM Law

RFC 2658 Interleaving
Standard SID Payload Typs
Silence Suppression

Echo Canceler

Echo Canceler Length

Max Echo Canceler Length
Echo Canceller Agpressive HLP

isabled i
nable -]
isable |
nable R

Disabled x|

prmay
i

Jitter Butfer Min Delay

|

HEEEEHEDAEB

Jitter Buffer Optimization Factor

DTMF Transport Type

Waoice Yolume

PCM Input Gain

RFC2633 Receive Payloac Type
RFC2833 Tranzmit Paylosd Type
Voloe Stream Upload Metrod

Wolce Streaning

i

ransparentDTMF fid|

R

7

T

o

EEX

Hame

Profile Management =

Profiles Save Profile Parameters

Eosrcssinprotie L-nopronies. ~ | [Saea ISR
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4.3. Configure DS3/DS1 Trunking

The following steps describe the administrative procedures for configuring the DS3 and
constituent DS1 trunking between the Avaya G860 Media Gateway and the Public

Switched Telephone Network.

o Configuring DS3 and DS1

Step | Description

pane .

e Click on the DS3 tab.
e From the DS3 Status pane that is displayed, double-click on the DS3 for
which the DS1 channel interface parameters are to be defined.
Note: The DS3 Status pane displays the status of each of the 3 DS3

4.3.1 | Administer settings for a DS3 trunk to enable connectivity to the Public
Switched Telephone Network as follows:
e [Not Shown] Double-click on the locked TP6310 board in the Status

larm Browser 1

[
1 H noe line Locked Dissbled  clear
2 none lire Locked Disshled  clear
3 'E none line Locked Disabled  clear

R
major 054548 Jan ..

W
HOTG-5000

Board#ans..

.
DisasLED

major _05:45:4_5 Jan ... HDT_GSDU_U Board#a.'l_)_s.. O_Enerative_ Stme__changa DISABLED
. rria'!ur_ UB:_4_5:¢_1§ _J_an HDTGSDUU Board#_‘:-l_ Oper_atjve Stmg C_hanga i DISA_EH_ED
major  06:45:48 Jan ... HDTG-5000  Board#8Ds... Operative State Change DISABLED
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Step | Description

F3 AudioCodes’ EMS - fred is logped with Administration authorization.

4.3.2 | From the DS1 Carriers List pane that is displayed, provision a DS1 on this
DS3 interface by double-clicking on its entry in the list.

1 W Trunk... T15Ess10isdn
z W Trunk . T15Ess10isdn
3 W Trunk . T15Ess10isdn
4 M Trunk. . T15Ess10Isdn
5 B Trunk... T15Essiisdn
. el
7
s
9

M Trunk . T15Ess10sdn
B Trunk  T15Essiisdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn

10 W Tk T15Ess1Dleth
11 B Trunk . T15Ess10isdn
12 M Trunk. . T15Ess10Isdn
13 B Trunk... T15Ess10isdn
14 M Trunk . T15Ess10sdn

B Trunk  T15Essiisdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn

18 M Trunk . T15Ess10sdn
19 B Trunk . T15Ess10isdn
20 M Trunk. . T15Ess10Isdn

- T15Ess10isdn

-major 07:15:26 Mar ...

U

m
-

#  Hame  Protocol Admin State

Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked

860 Board#Tru... Trunk Slarm (T &15)
major 071526 ar . G350 Boars#OTu... Trurk Al 04T AIS)
major 07:15:26 Mar .. GBEO Board#3iTru . Trunk Alarm (XMT AIS)
major 07:15:26 Mar . GBE0 Boarc#8mru... Trunk Alartn (OMT AIS)

‘OpState  DS1Path | Master Profile
Enabled

Enabled
Enabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Dizabled

IE

none
none
hone:
hohe
none:
none
hone:
hohe
none:
none
hone:
hohe
none:
none
hone:
hohe
none:
none
hone:
hohe
none:

none:

@

.

.

.

PSTH alarm on Trunk (T &I1S)1
_PSTN E!ar_m_or_v_Trunlf [}(V\_J!T_ A\S]_
PSTH alarm on Trunk (EMT &1S)
PSTM alarr on Trunk CEMT AIS)

L

L

-
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Step | Description

4.3.3 | From the General Info pane, in the Trunk Parameters Provisioning window
that is displayed: Configure as required by service provider
e Administer settings to enable connectivity with the Public Switch
Telephone Network.

Note: Obtain configuration details regarding the setting
required for this connection to the Public Switched Telephone
Network from the service provider. The entries for this trunk
correspond to a T1 PRI connection between the Avaya G860
Media Gateway and the Public Switched Telephone Network.

FS Trunk Parameters Provisioning [;”E“g]
9 = trunkt b v
Parameters List ! General Info
O General Info
Trurk Mutmber 1
|z Available I‘(es _‘_1
D1 Path ! —
E  Trunk Mame iTrunk#1
Pratocal Type ?‘JDHE :.J s
Framing Method Type iT1 FramingEsfCreE _:j oA
Trace Level Type i\loTrace _:J O
= Line Buid-out Loss a0 =l
Line Code bezs =]
Clock Reference Priotity iD o

Profile Management

Hame Profiles Save Profile Applytoall Parameters
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Step

Description

4.3.4

F3 AudioCodes’ EMS - fred is logped with Administration authorization.

From the DS1 Carriers List pane that is displayed, provision the third DS1 on
this DS3 interface by double-clicking on its entry in the list.

major 071526 Mar
major 07:15:26 Mar

U

/=

major 07:15:26 Mar ...
major 07526 Kar .

W Trunk... T15Ess10isdn
W Trunk . T15Ess10sdn
W Trunk . T15Ess10isdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn
M Trunk . T15Ess10sdn
B Trunk  T15Essiisdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn
M Trunk . T15Ess10sdn
B Trunk  T15Essiisdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn
M Trunk . T15Ess10sdn
B Trunk  T15Essiisdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn
M Trunk . T15Ess10sdn
B Trunk  T15Essiisdn
M Trunk. . T15Ess10Isdn
B Trunk... T15Ess10isdn
B trunk . T1SEss1Osdn

=860 Board#aru.

G860 Boarcianmru.
G860 Board#a/Tru
860 Boarc#8/Tru

Hame  Protocol

Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked
Unlocked
Unlacked
Unlocked
Unlocked

. Trurk Alarm (T &15)
- Tkt COHT A85)

Trunk Alarm (XMT AIS)
Trunk Alarin (KMT AIS)

Enabled

Enabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Disabled
Disabled
Disabled

Disabled

Dizabled

 Description
PSTH alarm on Trunk (T &I1S)1
_PSTN Elar_m_or_v_Trunlf [}(V\_J!T_ A\S]
PSTH alarm on Trunk (EMT &1S)
PSTM alarr on Trunk CEMT AIS)
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Step | Description

4.3.5 | From the General Info pane, in the Trunk Parameters Provisioning window
that is displayed:
« Administer settings to enable connectivity with the Public Switch
Telephone Network.
Note: Obtain configuration details regarding the setting required for
this connection to the Public Switch Telephone Network from the service
provider. The entries for this trunk correspond to a T1 ISDN-PRI
connection between the Avaya G860 Media Gateway and the Public
Switch Telephone Network.
e Click on Apply.
e Click on ISDN/DPNSS under Parameters List.

F3 Trunk Parameters Provisioning E|E]E|

Parameters List : i General Info
O General Info
Trunk Mumber
|z Available h’es __i
DS1 Peth Jpane
E  Trunk MName iTrunk#S
Protocal Type ?\lone :__! (]
Framing Method Type iT1 FramingEsfCres _:j o=
Trace Level Type ’\loTrace _:J O
= Line Build-out Lass oD 4|
Line Code bazs =l
=  Clock Reference Priority iD

Profile Management

Hame Profiles Save Profile Applyto all Parameters

Trunk Profile Fone '] _ _ _
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Step | Description

4.3.6 | From the ISDN/DPNSS pane that is displayed:

o Select the appropriate value for the Termination Side, usually
userTerminationSide if the Public Switch Telephone Network
connection is to a service provider.

e Click on Apply.

From the Profile Management pane, select Save to save the DS1, and

assign a name to the profile.

Note: The Profile Management pane can be used to define a

configuration profile that can be applied to many DS1 interfaces,
saving configuration steps.

eters Provisioning

IUADUA Interface [ 4

D-Channel Canfiguration rimary

[ Termination Side JiserTerminationside | ] o=
15DM CC Behavior o o
B IS0 Oulgoing Calks Behaviar I o6 _LISER_SENDING_COMPLETE o

I~ £C_USE_MU_L&W
I 1U& &SP Down Reasan

I IUa DLCI Reversed

B (S0 G931 Layer Resporiee Behavior | NS_NO_STATUS_ ON_UNKNOWN E O
I~ NS_NO_STATUS_ON_Ny_OP
I NS_SEND_USER_COMNECT_ACK
I NS_EXPLICIT_MNTERFACE_ID

& [SDM Incaming Callz Behavior I~ CC_CHAN_D_IN_FIRST_RS or

I~ CC_USER_SETLR_ACK
I” CC_VOICE_CONN_RS

DPKSS Behavior I DPMSS STOP SABMR AFTER ML &NT1 O

I DPNSS FULL STARTUP SUCCESS . V
I DPMSS DLC DOS AFTER ML AND NT1 §
[ DPNSS DLC 00S WHENLE G FULL ' I‘:‘m
& DPNS_S DASS2 PROTOCOL [N I\
[ DPNSS SIMULTANEOUS STARTUP W

Hame Profiles Save Profile Applytoall Parameters

Trunk Frofiie T— Choose Prafil... 7 | n “

RJ; Reviewed:

Solution & Interoperability Test Lab Application Notes 28 of 48
SPOC 3/23/2009

©2009 Avaya Inc. All Rights Reserved. MXS6200SES-G860



Step

Description

4.3.7

F3 AudioCodes! EMS - fred is Ingped with Administration authorization.

= GBGO > board#9

Enabled
Enabled
Enabled
Disabled

Disakied
Disablec

Disabied
Disablec
Dissbled
Disabled
Dissbled
Disabled

Disakied
Disablec

Disabied
Dissbled
Dissbled
Disabled
Dissbled
Disahled

Disakied
Disablec

Apply the DS1 configuration saved to the fourth DS1 on this DS3. The resultant
DS1 Carriers List is shown below.

none
none
none
none
e
none
e
none
none
none
none
none
e
none
e
none
none
none

none

hone:

hone:

|Current Level Alarms =

h P EHDE  DEEEO

EIEE

‘Hame  Protocol
1 W Trunk.. TISEssiOisdn  Uniocked
2 | Trunk. T1SEssiOisdn  Uniocked
a W Trunk.. T1SEssiOisdn  Uniocked
4 B Trunk. T1SEssiOisdn  Lnlacked
5 BB Trunk . T1SEssiOsdn  Uniocked
6 Bl Trunk . T1SEsstOlsdn  Uniacked
i BB Trunk. T1SEssiOsdn  Uniocked
s M Trunk TASEssiDisdn  Uniocked
5 B Trunk. T1SEssiOisdn  Unlacked
10 B Trunk. T1SEssiDisdn  Lnlacked
1 B Trunk. T1SEssiOisdn  Uniacked
12 M Trunk. T1SEssiOisdn  Unlocked
13 BB Trunk. T1SEssiOsdn  Uniocked
14 W Tk T1SEsstOldn  Uniacked
= iis B Trunk. T15Ess10isdn Uniacke!
B Trunk. TASEssiOisdn  Unlacked
B Trunk. T1SEssiOisdn  Unlacked
B Trunk. T1SEssiDisdn  Lnlacked
19 B Trunk. T1SEssiOisdn  Uniacked
20 - Trunk... T15Ess10lsdn Unlocked
2L BB Trunk. T1SEssiOsdn  Uniocked
2z M Trunk TASEssiDisdn  Uniocked
arm Browser 350
Time
B 07:15:26 Mar ... G860
I major  07.15.26 Mer ... G850 Boarc#iTru... Trunk Mlarm (KMT AI5)
B major 07:15:26 Mar GBE0 Boarc#9Tru... Trunk Slarm (XMT 415)
u BRI (1715260 o= ool BRI, I RS
=

PSTH alarm on Trunk (XMT &1S)
PSTH slarm on Trunk (XMT A1)
PSTH alarm on Trunk (XMT AI1S)
PSTH slartn o Trunk (KT 415

4.4. Configure SIP and T1 Trunking

The following steps describe the administrative procedures for configuring SIP and T1

trunking between the Avaya G860 Media Gateway and the Avaya Meeting Exchange

Enterprise S6200 Conferencing Server.
o Configuring Transport Protocol/Codecs between G860 and MXS6200

Step

Description

441

Double Click on Board 9, and administer settings for SIP trunking to
enable connectivity with the Avaya Meeting Exchange Enterprise S6200

Conference Server as follows:

* [Not Shown] Click on the E= icon to navigate back to the screen

displayed below.
* Click on the SIP tab.

"3 AudioCodes! EMS - acladmin is logged with Administration authorization.
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Step Description
442 Click on the SIP Protocol tab; then click on the Protocol Settings tab.
3 AudioCodes’ EMS - acladrmin is logged with Administration autharization.
> Giohe > SIL > HDTG-5080 > board4d
= sippravaccl
443 From the General Settings pane, in the SIP Protocol Definitions
window, administer settings to enable SIP connectivity with the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server as follows:
o Set the SIP Destination Port, Enable Early Media and
Transport Type to enable SIP-TLS/UDP/TCP connectivity with
the Avaya Meeting Exchange Enterprise S6200 Conferencing
Server as shown below:
o Remaining fields are default settings
e Click on Apply and then Close
| & SIP Destination Part 5061
E  =IP Local Port 5060
B TCP Local Port 5060
M TLS Local Port 5061
IEI Enable Early Media |‘r’es & I
FE¥ Sip Session Expires |IZI
B "User=Phone" in URL |‘r‘es |
E "User=Phone" In From |Disah|e LJ
E Prack Mode |Suppu:urted LJ
=  Enable RPI Header Mo -]
E X Channel Header |Disahle |
E Azzerted D Mode |N|:|Header.&dded LJ
E Add Type and Mumber Plan to Remote Party 1D Header |Enat:ule LJ
= Enable CIC Mo -]
[ Trahsport Type |tls |
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Step

Description

444

Click on the Coders tab under SIP Protocol to administer the codec
preferences for this SIP trunk between the Avaya G860 Media Gateway
and the Avaya Meeting Exchange Enterprise S6200 Conferencing Server.

From the Sip Coder List pane that is displayed, click on the [+ icon to
add codec(s), ordered sequentially from most to least preferred.

F3 AudioCodes” IS - acladmin is Iopged with Administration authorization.

445

Add a codec that is supported on the Avaya Meeting Exchange Enterprise
S6200 with the following parameters:

e Administer settings for G.711 U-law 64k

e Remaining fields are default settings
Note: For testing other supported codecs, change the parameter as shown

below.
F3 SIP Caders

nlocked =

Parameters List oders General Settings

B
hame 1Grnup 0, Coder 1 or
Cader Mams G711 U-lawr B4k =] ‘
B Packetization Time (20 ms =]
Coder Rate 4 0 hdl
Payload Typs 10
Silence Suppression 1Disable ﬂ

4.5. Configure B-channels

The following steps describe the administrative procedures for assigning profiles to B-
channels. These profiles are logical entities referred to as trunk group(s) that are used for
routing IP to telephone calls with common rules, e.g., methods in which new calls are
assigned to B-channels within each trunk group.
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Step | Description
4.5.1 | Administer settings to assign profiles to the Avaya G860 Media Gateway’s T1 B-
channels as follows:
e Click on the Trunk Groups tab.
e Click on the Trunk Group tab. B
e From the Sip Trunk Group List pane that is displayed, click on the [+
icon to add trunk group(s).
F3 AudloCodes' EMS. - bob is logged with Administration authorization. EEX
4.5.2 | Administer settings for ISDN-PRI trunking between the Avaya G860 Media
Gateway and the Public Switched Telephone Network with the following
parameters:
o Enter All Trunks in the Name field.
e Setthe Trunk Group ID to 2.
e Setthe First Trunk ID to 1 (first T1 in the first T3) and the Last Trunk
ID to 28; thus, logically provisioning this trunk with 46 B-channels.
o Set the Starting Channel to 1 (first B-channel in each T1) and Ending
Channel to 24 (last B-channel in each T1).
o Set the Starting Phone Number field to 1000000.
CEx
Index |2
Narme |8 Trunks o
Trurk Groug ID 2 HAX
First Trunk ID i HAX
Last Trunk D J2a HAX
Starting Channed i HAX
Endling Channel J4 HAX
Starting Phane Mumber ]1DDDDDD HAX
Profiie I [Met Chosen =] HAX
The resultant Sip Trunk Group List is shown below.
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Step

Description

I::=-::=- Globe = SITL > G860 = board#9

™ | Trunk Groups

4.5.3 | Administer settings that are used to determine the method in which new calls are
assigned to B-channels within each trunk group as follows:
e Click on the Trunk Groups tab.
e Click on the Trunk Group Settings tab.
o From the Sip Trunk Group Settings List pane that is displayed, click on
the K2 icon to add trunk group setting(s).
F3 AudioCodes’ EMS - bob is logged with Administration authorization. I;"E”X\
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Step

Description

454

Administer settings to determine the method in which new calls are assigned to
B-channels within the ISDN-PRI trunk group provisioned with the following
parameters:

o Enter PRI in the Name field.

o Setthe Trunk Group ID to correspond to the Trunk Group ID assigned

to the trunk provisioned

o Set the Channel Select Mode to Ascending.
Note: This channel selection pattern, in combination with the logical trunk
provisioning enable ascending channel selection over 46 B-channels spread over
two physical DS1 connections between the Avaya G860 Media Gateway and the
Public Switched Telephone Network. Thus, if one DS1 goes out of service, service
will not be impacted for call origination from the Avaya G860 Media Gateway.
The resultant Sip Trunk Group Settings List is shown below.

F3 AudicCodes’ EMS - hoh is lopped with Administration autharization. |Z]E”z

» HOTG-5000 > board#9
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4.6. Administer Call Routing Rules

The following steps describe the administrative procedures for administering call routing
rules on the Avaya G860 Media Gateway to enable call origination/termination between
the Avaya Meeting Exchange Enterprise S6200 Conferencing Server and the Public
Switched Telephone Network.
e Configuring Tel To IP Routing (Avaya G860 Media Gateway to Avaya SIP
Enablement Services and Avaya Meeting Exchange Enterprise S6200
Conferencing Server)

Step | Description

4.6.1 | Administer call routing rule(s) that are applied to calls originating from the Public
Switched Telephone Network to the Avaya Meeting Exchange Enterprise S6200
Conferencing Server by adding Tel To IP routing rule(s) as follows:

e Click on the SIP tab =>Routing tab.

e Clickonthe Tel To IP tab.

e From the Sip Tel To IP Routing List pane that is displayed, click on the [+ icon
to add routing rule(s).

Note: The Tel To IP routing table is used to route incoming Tel calls from the Public
Switched Telephone Network to IP addresses. This routing table associates a
called/calling telephone number’s prefix with a destination IP address or with an FQDN
(Fully Qualified Domain Name). When a call is routed through the Avaya G860 Media
Gateway, the called and calling numbers are compared to the list of prefixes on the IP
Routing Table (up to 50 prefixes can be configured). Calls that match these prefixes are
sent to the corresponding IP address or FQDN. If the number dialed does not match
these prefixes, the call is not made.

FE AudioCodes’ EMS - acladmin is logged with Adminisiration authorization.

"7 b Giobe > SiL = HDTG-5000 > boards > Tel To [P Routing

Qo 0 varor | Cipias | 0S| Ot

Sip Tel Ta P Rousing List
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Step

Description

4.6.2

From the SIP Routing Tel to Ip window that is displayed, administer settings to enable
Dial-In to the Avaya Meeting Exchange Enterprise S6200 Conferencing Server from the
Public Switched Telephone Network as follows:

« Enter a descriptive label in the Name field.

o Enter arule in the Dest Phone Prefix field that matches the pattern of incoming
calls to the Avaya Meeting Exchange Enterprise S6200 Conferencing Server
from the Public Switched Telephone Network. For these Application Notes, all
calls to the Avaya Meeting Exchange Enterprise S6200 Conferencing Server
from the Public Switched Telephone Network are five digits in length with a
leading digit of 7. The rule 7xxxx is utilized, where x is a wildcard and will
match any single digit.

e Enter an * in the Source Phone Prefix field to allow routing for any source
telephone number dialing in to the Avaya Meeting Exchange Enterprise S6200
Conferencing Server from the Public Switched Telephone Network.

o Enter the IP address of the Avaya Meeting Exchange Enterprise S6200
Conferencing Server in the Dest Address field.

e Click on Apply and then Close. (Not shown in this screen shot)

Fasip Routing Telto Ip

9> Tel To P Routing#3 9B - Admin State: m Ops Stat
General Settings h
Incles: 13

Natne Inxe200 -

Dest Phane Prefix 1?xxxx LLES
Source Phane Prefix 1* HAX
Dest Address f1a218836 10 HAX
Prafile ID IMet Chasen -] HAX

RJ; Reviewed: Solution & Interoperability Test Lab Application Notes 36 of 48

SPOC 3/23/2009 ©2009 Avaya Inc. All Rights Reserved. MXS6200SES-G860




Step | Description

k.

4.6.3 | From the SIP Routing Tel to IP window that is displayed, administer settings to enable
dial-in to the Avaya Meeting Exchange Enterprise S6200 Conferencing Server from the
Public Switched Telephone Network via Avaya SES as follows:

Enter a descriptive label in the Name field.

Enter a rule in the Dest Phone Prefix field that matches the pattern of incoming
calls to the Avaya Meeting Exchange Enterprise S6200 Conferencing Server from
the Public Switched Telephone Network. For these Application Notes, all calls to
the Avaya Meeting Exchange Enterprise S6200 Conferencing Server from the
Public Switch Telephone Network are five digits in length with a leading digit of
8. The rule 8xxxx is utilized, where x is a wildcard and will match any single
digit.

Enter an * in the Source Phone Prefix field to allow routing for any source
telephone number dialing in to the Avaya Meeting Exchange Enterprise S6200
Conferencing Server from the Public Switched Telephone Network.

Enter the IP address of the Avaya SES Server in the Dest Address field.

Click on Apply and then Close.

Fasip Routing Tel to Ip

Parameters List

.
Itz ,4—

= Nate ,SES_MK— s

B Dest Phone Prefix |8><x><x— HaX

®  Source Phone Prefix ,’— HAX.

& Dest Address W HAX

= Profie D Nat Chisen M| HAX
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Step

Description

4.6.4

Administer call routing rule(s) that are applied to calls originating from the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server to the Public Switched
Telephone Network by adding IP To Tel routing rule(s) as follows:
e Click on the Routing tab.
o Click on the IP To Tel tab. _
o From the Sip IP To Tel Routing List pane that is displayed, click on the K icon
to add routing rule(s).

Note: The IP to Tel routing table is used to route incoming IP calls to provisioned
groups of B-channels referred to as trunk group(s). Calls are assigned to trunk groups
according to any combination of the following three options (or using each
independently):

o Destination phone prefix.

« Source phone prefix.

e Source IP address.
The call is then sent to the Avaya G860 Media Gateway channels assigned to that trunk
group. The specific channel, within a trunk group, that is assigned to accept the call is
determined according to the trunk group’s channel selection mode which is defined in the
provisioned Trunk Group Settings Table.

F3 AudioCodes' EMS - bab is logged with Administration autharization. [-_EH‘EI

»> Globe » SIL > HOTG-5000 > boards
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Step

Description

4.6.5

From the SIP Routing IP to Tel window that is displayed, administer settings to enable
dial-out from the Avaya Meeting Exchange Enterprise S6200 Conferencing Server and
Avaya SIP Enablement Services to the Public Switched Telephone Network over a PRI
trunk as follows:

o Enter a descriptive label in the Name field.

o Enter arule in the Dest Phone Prefix field that matches the pattern of outgoing
calls from the Avaya Meeting Exchange Enterprise S6200 Conferencing Server
to the Public Switched Telephone Network. For these Application Notes, all calls
from the Avaya Meeting Exchange Enterprise S6200 Conferencing Server to the
Public Switched Telephone Network via PRI trunking are placed where * is a
wildcard and will match any digit(s).

« Enter an * in the Source Phone Prefix and Source Address fields to allow
routing for any party dialing out from the Avaya Meeting Exchange Enterprise
S6200 Conferencing Server to the Public Switched Telephone Network.

o Enter the Trunk Group ID for the PRI trunk group provisioned in the Trunk
Group ID field.

e Click on Apply and then Close.

Fa sip Routing Ip to Tel
Yigar

PToTelRouting#2 & lnocked -]
' ||| General Settings |
Inclex: ,2—
E Hame PRI L
© DestPhonefrefx |
® SowePhonePrefc [
®  Source Address I*—
B Trunk Group D R
= ProfielD Mot Chosen [
Thm Azzocistion Eath M|
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Step | Description

4.6.6 | The board must be unlocked for the configuration to be applied to the TP6310 board,
after which it is reset and enabled for service.
e [Not Shown] Click on the EE icon to navigate back to the screen displaying the

locked TP6310 board).

e Click on the locked TP6310 board and use mouse button to select Maintenance
Unlock.

e [Not Shown] To confirm Unlock, click Yes in the confirmation window that is
displayed.

Note: The TP6310 board will reset and return to service after several minutes. The
Alarm Browser pane at the bottom of the window will indicate the status of the board.

F& AudioCodes' EMS - acladmin is logeed with' Administration authorization.

=5 Ginbe > SIL > HOTG 5000 > board29.

Marne: none
Admmin State: Locked
Ops Stete: Disabieel
Type: TREI0D:3

| Aap Type: Sy
B Propeies Make Buard Redundart
5 el el Iefy Tl e (e
ﬁ A =t A 1 EEEh N ity 1
DS Trunkes List

0B:45:49 Jan . HDTG-5000  Board#3/0S, . Operative State Change CISABLED

] 7m’aﬂm' DE:45:48 Jan .. HDTG-S000  Bosed#0DS . Oparative State Changs DISABLED
I maejor 064543 Jan . HDTG-S000 Bowd#d  Operative State Change DISABLED i
[ major 0A4543Jan  HOTG.S000  Board#30S . Operative State Changs DISABLED |
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4.7 Configuring In-band DTMF and RFC2833 (Out-Of-band) in the
Avaya G860 Media Gateway

The following steps describe the configuration of In-Band DTMF and RFC2833 (Out-Of-
Band) in the Avaya G860 Media gateway.

e Board 9 DTMF settings

41 of 48

Step | Description
4.7.1 | Board9->Protocol Settings->DTMF Settings
Configuring In Band DTMF
o Declare RFC2833 in SDP= “DontDeclareRFC2833inSDP”
o« DTMF RFC2833 Negotiation=NoNegotiation” as shown below
F3 SIP Protocol Definitions
ameters List DTMF Settings
Enable DTMF o R
Qutband DTMF format ]InfoCisco ﬂ
[l DTMF Settings
Disable Auto Mute Mo B
Declare RFC2833 in SDP ]DomDecIareRFCQSSSInSDP 2y
DTMF RFC2833 Megotiation oklegotistion J
RFC2833 Payload Type 11 01
Configuring RFC 2833 Out Of DTMF
o Declare RFC2833 in SDP= “DeclareRFC2833InSDP”
« DTMF RFC2833 Negotiation="EnableRfc2833PTNegotiation” as
shown below
F3 SIP Protocal Definitions
Parameters List DTMF Settings
Enable DTMF Mo |
Outband DTMF format ]InfoCisco ﬂ
Disable Auto Mute Mo B
Declare RFC2833 in SDP JDecIareRFC2833InSDP j
DTMF RFC2833 Neaotistion  [EnableRfc2833P Thegotistion = |
RFC2833 Payload Type 1101
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4.8 Installing and Configuring Avaya Signed TLS Certificates on
the Avaya G860 Media Gateway

Installing and Configuring TLS certificates on the Avaya G860 Media Gateway enables it
to communicate with Avaya SIP Enablement Services and Avaya Meeting Exchange
Enterprise S6200 Conferencing Server using TLS.

e Uploading files

« Configuring the certs

Step Description

48.1 The following certificates are required: private.key, server.cert and
root.cert. They can be obtained from an Avaya sales representative.

e Using the EMS client, on the Menu bar go to Tools - Software
Manager. Click on the “+” sign to add a file and click on the
Auxiliary Files Tab. Under the Security section, browse and load
the files by clicking on Apply as shown below

Software Files Auxiliary Files ]
File Type File Hame File Description

Tones
Call Progress Tones (&1 Products) J ﬁ j
Pre Recorded Tones (Al Products) 1 ﬁ ]
aice Prompts (&)l Products) | = |
Media Server
APS Segments XML (PM2IIEM3K) [ =2 |
ML (PMZHIPMSHIPMSHAPMEH) | =3
Security
#5039 Private Key File (Al Products) iasidoplcer‘ts'l.cer‘tshrivate.key ﬁ ]
K509 Server Cerificate File (Al Products) Jasktop\certs\cer‘ts\server.cert ﬁ j
K509 Trusted Root Cerdificate File (81 Products) 1\Desktop\cer‘ts\certs\root.cert ﬁ ]

v Add root.cert OK
v Add server.cert Ok
v

Add privata.k&y CK

To Configure the files on Avaya G860 Media Gateway
o Click on the MG Status—>Properties button and select MG
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Step

Description

Security Settings as displayed.

o Configure the certificates as show below. Press Apply.

« Connect to the Active SC board via telnet, SSH or RS-232 console.
Use Global IP address when connecting via telnet or SSH.

e Login as the CLI user with administrative privileges.At the prompt
type x509 and press Enter.

o Wait until expiration date for all configured certificates is
calculated and updated.

e Now configure Certification Expiration Date Reminder Days
and Trusted Root Certificate Expiration Date Reminder Days.
Click Apply.

e Go Back and click on the MG Status button in the EMS
navigation bar.

« Right click on the desired Media Gateway board and from the
popup menu select Maintenance = Lock and again unlock the
board.(This restarts the board and certificates are applied ).

e Now go back to the MG Security Settings make sure certificates
are applied.

Note: In this case certificates have been loaded and configured on all
available boards

EE

F3 Media Gateway Parameters Provisioning

Parameters List 5 (| MG Security Settings

X.509 Certificate

H

Private Hey Fils private key

server.cert

21

Certificate File

root cert

H

Trusted Roct Certificate File

H

Cetificate Expiration Date (Y -M-DD HH MM S50 (glalyl}

"

Certificate Expiration Date Reminder Days 30

H

Truzted Root Certificate Expiration Date (™-M-DD HH.MMSE)  jhone

Trusted Root Cetificate Expiration Date Reminder Days 30
TP Boards With Updated Certificate 8,9,10
TP Boards Without Updated Cedificats
File System
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5. Interoperability Compliance Testing

5.1. General Test Approach

The general test approach was to place calls between the Avaya Meeting Exchange
Enterprise S6200 Conferencing Server and the Public Switched Telephone Network
directly via the Avaya G860 Media Gateway and via Avaya SES utilizing the network
configuration displayed in Figure 1. The main objectives were to verify the following:

« Dial-In Conferencing:

(0]

(0]

DNIS Scan call function, where conference participants enter a conference
as moderator, without entering a participant-access-code (passcode).

Scan call function, where conference participants enter a conference with
a valid passcode.

o Dial-Out Conferencing:

(0}
(0]

(0]

(0}

Blast dial

DNIS Scan call function and enter Moderator Code and autonomously
invokes a Blast dial to a pre-provisioned dial list of participants.
Manual, where a conference participant is already in a conference as
moderator and invokes a Blast dial (by entering *92) to a pre-provisioned
dial list of one or more participants.

Originator Dial-Out, where a conference participant is already in a
conference as moderator and invokes a Dial-Out (by entering *1) to a
single participant

Operator Fast Dial, where an operator can Dial-Out to a pre-provisioned
dial list of one or more participants.

e Operator Dial-Out to establish an Audio Path.
e Operator Dial-In to establish an Audio Path.
o All the conference features using DTMF/Touchtone commands

(0]

O O0O0O0O0OO0OO0OO0O

(0}

*0 Request Help

*2 (as moderator) to start/stop conference recording

*3to start/stop playback of conference recording

*5 (as moderator) toggle lecture on/off

*6 toggle mute on/off

*7 (as moderator) toggle conference security on/off

*8 play the roster of participant name during conference

*93X (where X is defined from 1 to 9) to invoke a subconference
*930 entered from a subconference to go back to the main conference
*93# entered from a subconference (as moderator) to bring all conference
participants back to the main conference

## (as moderator) to end the conference

e The following codec’s were verified: G711MU, G.711ALaw,iLBC
e TLS, UDP and TCP connectivity between Avaya Meeting Exchange Enterprise
S6200 Conferencing Server and Avaya G860 Media Gateway directly and via

Avaya SES
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In-Band DTMF and RFC2833

6. Verification Steps

The following steps were used to verify the administrative steps presented in these
Application Notes and are applicable for similar configurations in the field. The

verification steps in this section validated the following:
The Avaya Meeting Exchange Enterprise S6200 Conferencing Server

configuration

Verify that the DS3 and DS1 trunks are up on the Avaya G860 Media Gateway by
verifying the icons for those entries on the Trunk & Channel Status screen are

green.

Verify successful inbound and outbound calls between the Avaya Meeting
Exchange Enterprise S6200 Conferencing Server and the Public Switched
Telephone Network via Avaya SES

Step Description
6.1 Verify all conferencing related processes are running on the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server as follows:
e Log in to the Avaya Meeting Exchange Enterprise S6200
Conferencing Server console to access the CLI with the
appropriate credentials.
e cdto/usr/dcb/bin
e At the command prompt, run the script dcbps and confirm all
processes are running by verifying an associated Process ID (PID)
for each process.
[sroot@MX-G860 ~]# dcbps
12803 ? 00:00:01 initdcb
12920 ? 00:00:00 log
12923 ? 00:00:00 bridgeTranslato
12924 ? 00:00:00 netservices
12931 ? 00:00:00 timer
12932 ? 00:00:00 traffic
12933 ? 00:00:00 chdbased
12934 ? 00:01:09 startd
12935 ? 00:00:00 cdr
12936 ? 00:00:00 modapid
12937 ? 00:00:00 schapid
12938 ? 00:00:02 callhand
12939 ? 00:00:00 initipchb
12943 ? 00:00:00 sipagent
12944 ? 00:00:00 msdispatcher
12945 ? 00:00:00 serverComms
12946 ? 00:06:59 softms
12956 ? 00:00:21 softms
12957 ? 00:09:33 softms
12960 ? 00:08:41 softms
12961 ? 00:04:02 softms
12969 ? 00:10:44 softms
13005 ? 00:00:00 cdrland
3207 ? 00:00:00 postmaster with 25 children
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6.1. Verify Call Routing

Step

Description

6.1.1

Verify end to end signalling/media connectivity between the Avaya Meeting Exchange
Enterprise S6200 Conferencing Server and the Public Switched Telephone Network
directly via the Avaya G860 Media Gateway and via Avaya SIP Enablement Services.
This is accomplished by placing calls to and from the Avaya Meeting Exchange
Enterprise S6200 Conferencing Server. This step utilizes the Avaya Bridge Talk
application to verify calls to and from the Avaya Meeting Exchange Enterprise S6200
Conferencing Server are managed correctly, e.g., callers are added/removed from
conferences. This step will also verify the conferencing applications provisioned
o From an endpoint on the Public Switch Telephone Network, Dial 70001/80001 to
enter a conference as Moderator (with passcode) while simultaneously invoking
the associated Auto Blast dial feature for this conference
« If not already logged on, log in to the Avaya Bridge Talk application with the
appropriate credentials
o Double-Click on the highlighted Conf # to open a Conference Room window
« Verify conference participants are added/removed from conferences by observing
the Conference Navigator and/or Conference Room windows.

Avaya Bridge Talk - 192.168.36.10 Operator, 1 - 09/02/09 19:01:28

Wiew Line Conference FastDial Tools Window Help

s HDE?

Cptions Purge  Set  Transfer retriete Update 7 Help

1
& rence Display Enter Fastdial help reCuests  Line  Mus
Access -

Conf Mame | TP | Conf ID

[ ol [v] Exit Tone|[ ] Gain [ Lecture[] Lock SecAllowed| Polling| G&A...|| Print| Detail ..

Canf Company Fhone Caller ID PN Metwork. Current Base

o | 2222222 2 7325550302 WOIP Moderakor Moderator
i} : 3111111 2 7325550301 YOIP Marmal Mormal

o

7. Conclusion

These Application Notes presented a compliance-tested solution comprised of the Avaya
Meeting Exchange Enterprise S6200 Conferencing Server and the Avaya G860 Media
Gateway. This solution enables connectivity between the Avaya Meeting Exchange
Enterprise S6200 Conferencing Server directly with Avaya G860 Media Gateway and via
the Avaya SIP Enablement Services.

There is issue to note from testing.Codec G.711Alaw/Mu was used. iLBC codec was not
supported in this test configuration
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8. Additional References

Avaya references, available at http://support.avaya.com

Meeting Exchange S6200 5.1 Administration and Maintenance S6200/S6800
Avaya Meeting Exchange Enterprise Groupware Edition Version 5.1 User’s
Guide for Bridge Talk

Avaya G860 Media Gateway 5.2 Administration and Maintenance

Avaya SIP Enablement Services 5.1.1 Administration and Maintenance
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by
® and ™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other
trademarks are the property of their respective owners. The information provided in
these Application Notes is subject to change without notice. The configurations,
technical data, and recommendations provided in these Application Notes are believed to
be accurate and dependable, but are presented without express or implied warranty.
Users are responsible for their application of any products specified in these Application
Notes.

Please e-mail any questions or comments pertaining to these Applications Notes along
with the full title name and filename, located in the lower right corner, directly to the
Avaya Solution & Interoperability Lab at interoplannotes@list.avaya.com
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