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Abstract

These Application Notes describe the configuration steps required for IPC Unigy to
interoperate with Avaya Communication Server 1000 7.5 using QSIG trunks.

IPC Unigy is a trading communication solution. In the compliance testing, IPC Unigy used E1
QSIG trunks to Avaya Communication Server 1000, for turret users on IPC to reach users on
Avaya Communication Server 1000 and on the PSTN.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for IPC Unigy to interoperate
with Avaya Communication Server 1000 7.5 using QSIG trunks.

IPC Unigy (hereafter referred to as Unigy) is a trading communication solution. In the
compliance testing, [PC Unigy used E1 QSIG trunks to Avaya Communication Server 1000 7.5
(hereafter referred to as Communication Server 1000), for turret users on IPC Unigy to reach
users on Avaya Communication Server 1000 and on the PSTN.

2. General Test Approach and Test Results

The feature test cases were performed manually. Calls were manually established among Unigy
turret users with Communication Server 1000 SIP, IP, Digital and/or PSTN users. Call controls
were performed from various users to verify the call scenarios.

The serviceability test cases were performed manually by disconnecting and reconnecting the E1
connection to Unigy.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing included basic call, basic display, G.711, DTMF, hold/reconnect, call
forwarding unconditional/ring-no-answer/busy, blind/attended transfer, and attended conference.

The serviceability testing focused on verifying the ability of Unigy to recover from adverse
conditions, such as disconnecting/reconnecting the E1 connection to Unigy.

2.2. Test Results

The objectives outlined in Section 2.1 were verified and met. All tests were executed and passed.

2.3. Support
Technical support on IPC Unigy can be obtained through the following:

e Phone: (800) NEEDIPC, (203) 339-7800
e FEmail: systems.support@ipc.com
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3. Reference Configuration

As shown in Figure 1 below, Unigy configuration consists of the Media Manager, Converged
Communication Manager, Media Gateway, and Turrets. The Media Manager and Converged
Communication Manager are typically deployed on separate servers. In the compliance testing,
the same server hosted the Media Manager and Converged Communication Manager.

There is a physical connection between the 2Mb PRI circuit pack on Avaya Communication
Server 1000 with the Unigy Media Gateway. E1 QSIG trunks are used from Unigy to
Communication Server1000, to reach users on Communication Server 1000 and on the PSTN.

A five digit Uniform Dial Plan (UDP) was used to facilitate dialing between the Unigy and
Communication Server 1000. During compliance testing, extension ranges 58xxx were
associated with Communication Server 1000 users and 36xxx were associated with the Unigy
turret users. Avaya Call Pilot Directory Number (DN) is 58888 and the PSTN number is
96139655570.

Lab Hetwork

Avaya

N E1RSiG Communication
ServerRIs 7.5

A 2D

Figure 1: Compliance Test Setup in the lab
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Communication Server 1000 7.50.17
Avaya Communication Server 1000 6.0
(for emulated PSTN) '
Avaya Call Pilot (600r) 5.00.41
Avaya Digital user (3904) NA
Avaya IP user (1120) 0624C8A
Avaya SIP user (1120) 04.01.13.00
IPC Unigy
e Media Manager 01.00.00.04.0003
e Converged Communication Manager 01.00.00.04.0003
e Media Gateway 6.00AL.025.0002
e Turret (IQ/Max) 01.00.00.04.0003
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5. Configure Avaya Communication Server 1000

This section provides the procedures for configuring Communication Server 1000 system. The
procedures include the following areas:
e Logging into the Element Manager via Unified Communications Manager.
¢ Configuring the D-Channel Loop.
Configuring a D-Channel.
Configuring Route and Trunks.
Configuring Digit Manipulation Block.
Configuring Route List Block.
Configuring Distant Steering Code.

Assumption is made here that the users are already created and also the PRI Trunk between the
Communication Servers 7.5 and 6.0 is configured for emulated PSTN setup during compliance
testing. For detail configuration details refer to Section 10[1].

5.1. Logging to Element Manager via Unified Communication Manager

To login to the Unified Communications Manager (UCM) open an IE browser and type in the IP
address of the UCM in the URL (not shown). Figure 2 below shows the login screen of the
UCM. Enter the User ID and Password credentials and click on Log In to continue.

Thiz computer system and network iz PRIVATE and PROPRIETARY of [company natmne] and
may only be accessed by authorized users. Unauthorized use of this computer system or User 1D Il
netweark i strictly probibited and may be subject to criminal prosecution, employee discipling

up to and including dizcharge, or the termination of the vendorfzervice contracts. The owner, Password: I
or its agents, may monitor any activity or communication on the computer system or netwaork.

Log In |

Copyright @ 2002-2010 Avaya Inc. &1 rights reserved.

Figure 2: UCM Login Screen
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From the main screen as shown in Figure 3 below, click on the Element EM on cppml. This is
the element which is configured to access the Element Manager (EM) for the Call Server.

AVAYA

Metwark
Elements
81000 Services
IPSec
Patches
ShMP Profiles
Secure FTF Token
Software Deployment
User Senvices
Administrative Users
Exernal Authentication
Passward
Security
Roles
FPolicies
Cedificates

Avaya Unified Communications Management

Host Hame: ucm 1 bvwdev.com

Software Version: 02 20-SHAPSHOTOOO00Y

Elements

Mew elements are registered into the security framewaork, or may be added as i
management sewvice. You can optionally filter the list by entering a search term.

| Search I Resetl

aad | DEEERN| poEEEY

[~ Element Mame Element Type « Release
1 EMoncppmi 51000 7.5

2 [T tpemlbvwdev.corm Linux Basze 75

member)

Figure 3: UCM Main Screen

5.2. Configuring D-Channel Loop

This section explains the configuration required to add a D-Channel loop which will be used to
configure the D-Channel on. In the EM left navigator screen, navigate to System > Core
Equipment > Loops as shown in Figure 4 below.

- UCM Hetwork Services
-Home
-Links
=itual Terminals
- System
+Alarms
- Maintenance
- Coare Equipment
- Loops
- Superloops
- MSDLMISP Cards
- ConferencelTOSMultifrequen
-Tone Senders and Detectors
- Peripheral Equipment

Figure 4: EM Screen showing navigation tree to Loops
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Add a Loop by selecting 2.0 Mb/s Primary Rate Interface from the drop down menu and click
on Add to continue as shown in Figure 5 below.

Loops

|§2.D Mh/s Primary Rate Interfacef v|  Add...

Enable | Disablel Status | Delete | Refresh

Figure 5: Adding a Loop on the 2Mb PRI circuit pack

During compliance testing a loop number of 10 was selected and the physical location of the

circuit pack was in 004 0 03. Enter these values as shown in Figure 6 below to complete adding
the loop.

2.0 Mb/s Primary rate interface loop number Details

2.0 Mbfs Primary rate interface loop number: IIJ1D *(0-255)
Media gateweay card: IDD4 003 * {supl# sh# card#

*Required value Cancel |

Figure 6: Loop Configuration

5.3. Configuring D-Channel

This section explains the configuration of a D-Channel on the 2Mb PRI circuit pack. From the

EM navigation screen, navigate to Routes and Trunks > D-Channels as shown in Figure 7
below.

- Customers
|— Routes and Trunks |

- D-Channels

- Digital Trunk Interface

- Dialing and Humbering Plans
- Electronic Switched Metiork
- Flexible Code Restriction
- Incoming Digit Translation

Figure 7: EM Screen showing navigation tree to D-Channels
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Choose a D-Channel number to add as shown in Figure 8 below. During compliance testing D-
Channel number 5 was selected. Click on to Add to continue.

D-Channels

Maintenance

D-Channel Diagnostics (LD 96)

Metwork and Peripheral Egquipment (LD 32, Wirual D-Channels)
MSOL Diggnostics (LD 96)

ThDI Diagnostics (LD 96)

D-Channel Expansion Diagnostics (LD 43)

Configuration

Chooge a D-Channel Numher:lﬁ "I and type: IDCH "I tﬂﬂddl

Figure 8: Adding D-Channel

Configure the Basic Configuration values for the D-Channel as shown in Figure 9 below. Note

here that the D-Channel PRI loop number is the same one that was configured in Section 5.2
above.

-Basic Configuration

Input Description Input Value

Action Device And Number (ADAMN): IDCH

D channel Card Type IMSDL

Media Gatewsay Card: (004 0 03 (supl# sh# card#) *

Graup number: m

Dewice number: I_;[
Part number: |1—
Designator: IW

Recovery to Primary: [~

PRI loop number for Backup D—channel:l

User: |Primary Rate Interface (PRI} = -
Interface type for D-channel: | 151G interface with GF platfarm {5GF) j
Country: |ETS 300 =102 hasic protocal (ETSI) =l

D-Channel PRI loop number: |1D

Frimary Rate Interrace:| mare PRI |
Secondary PRIZ Ionps:l

Release |D ofthe switch at the farend:lﬁ 'l
Central Office switch type: | 100% compatible with Bellcore standard (STD) j

Integrated Services Signaling Link Maximum: IZDD Range: 1 - 4000

Figure 9: D-Channel Basic Configuration
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To edit the Remote Capabilities of the D-Channel, click on Edit button as shown in Figure 10

below.
Inte%rated Services Signaling Link Maximum: |2|JD Range: 1 - 4000

Primary D-channel for a backup DCH:I Range: 0 - 254

- PINK customer number: I 0 vI

- Progress signal:l j
- Calling Line |dentification : | Prefix = 0 for Morth American dialing plan. (QOPTO) j

-OutputrequestEluﬁers:lSE vl

- D-channel fransmission Rate: | B4 khis clear (B4KC) j

- Channel Megotiation option: | Mo alternative acceptable, exclusive. (1) j

- Remote Capabilities: Editl |

- Bchannel Sewvice messaging.: [

Figure 10: Editing Remote Capabilities Screen

Select the boxes values for the Remote Capabilities as shown in Figures 11a and 11 b below.
Click on Return - Remote Capabilities button to return back to the main screen to complete the
D-Channel configuration.

Input Description Input Value

Basic rate interface (BRI [~

‘ Call completion on busy using integer value (CCBl} [V
Call completion on busy using object identifier (CCBO) [~

Call completion on busy for QSIG and EurolSDN BRI {CCBS) [~

‘ Call cormpletion on no response using integer value (CCHNIy [V ‘

Call completion on ho response using object identifier (CCNOy [
Call completion to no reply for OSIG and EurolSDN BRI (CCHR) [
Network call park (CPK) [

Connected line identification presentation (COLP) v
Call transfer integer (CTh [

Call transfer object (CTOy [~

Diversion infio. is sent using integer value (DV1l [
Diversion info. is sent using object identifier (DV10) [

Rerouting requests processed using integer value (DV20) [~
Rerouting requests processed using object identifier (DV20) [

‘ Diversion info. sent. rerouting requests processed (DV3l) ‘
EurolSDH - div. info sent. rerouting reg. processed (DV30) [~

Figure 11a: Remote Capabilities Values
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Hefwork name display method Z (HDZ) |

Network name display method 3 (ND3) [
Mame display - integer ID coding (NDI) [
Name display - object ID coding (NDO) [~

Path replacement uses integer values (PRI [
Path replacement uses object identifier (PRO) [
Release Link Trunks over IP (RLTh [~
Remote virtual gqueuing (RvQ) [

Trunk anti-tromboning operation (TAT) [

User to user service 1(UUS1) [
NI-2 lispl i NDS) [
Message waiting indication using integer values (QMAT [
Message waiting indication using object identifier (OMWO) [

User to user signalling {(UUly [

Return - Remaote Capahilities Cancel |

Figure 11b: Remote Capabilities Values (cont’d)

5.4. Configuring Route and Trunks

This section explains the configuration of the QSIG route and trunks which will be used by
Communication Server 1000 and Unigy. To add a new route, navigate to Routes and Trunks >
Routes and Trunks from the EM left hand navigator window as shown in Figure 12 below.

- Customers

- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electranic Switched Metwark
- Flexible Code Restriction
- Incoming Digit Translation

Figure 12: EM Screen showing navigation tree to Routes and Trunks
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From the Routes and Trunks screen click on Add route button to start configuring a new route

as shown in Figure 13 below.

Routes and Trunks

+ Customer: 0

Total routes: 6

Total trunks: 123

Add route |

During compliance testing Route number 50 was added. Select the values from the drop down

Figure 13: Adding a

new Route

menu and configure the values as shown in Figures 14a and 14b below.

- Basic Configuration

Route data block (RDB) (TYPE)
Customer number (CUST)

Route number (ROUT)

Designator field far trunk (DES)

Trunk type (TKTF)

Incoming and outgoing trunk {(C0G)
Access code for the trunk route (ACOD)

Trunk type MET1P {MA11PY

The route is for avirtual trunk route WVTRE)
Digital trunk route (DTRE)

- 150 BRI packet handler route (BRIF)

- Digital trunk type (DGTF)

Integrated services digital network; option JSDM)

- Mode of aperation {(MODE)
- Interface type far route (IFC)

- Send hilling number {SBM)

- Private netwark identifier (PRI

- Call type for outgoing direct dialed TIE route

(CTYF)
-Insert ESM access code {INAC)

|rDB
:Joo
:|5E|
|osiG_IPC
TIE
:|Incuming and Cutgoing (AD) j
‘|a0s0 .
-
-
~
.
PRIz
W
[ ISDMIPRA route, DTRK must be YES (PRA) 7|
191G interface with GF platfarm. (ISGF) =
-
|onoo3

(0-32700)

[Unknown Call type (k) =]

rd

- Displav of access nrefix on CLID (DAPCY

T
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Process notification networked calls (PRNMCY . T
Electronic switched network pad control (ESM) 0 [
Signaling arrangement {SIGE0Y |Standard (8TO j
Route class (RCLS) |Rnute Class marked as external (EXT) j
Off-hook guening (OHQY . T
Of-hook queue threshold (OHGT): [0 =]
Call back gqueuing (CBQY . [
Nurmber of digits (NDIG): [2 =]
Authcode (AUTHY :

Figure 14b: Route Network Options values

Configure the trunk values as shown in Figure 15 below. Note that the Terminal number starts
with 010 01 since the D-Channel loop was built on Loop 10. Click on Edit button to configure
the required Class of Service for the trunks.

Customer 0, Route 50, Trunk 1 Property Configuration

-Basic Configuration

Auto increment member number. ¥

Trunk data block: ITIE
Terrminal number:|D1D 01

Designatar field for trunk: |QSIG_IPC
Extended trunk: j

Member number: |1 * |

Level 3 Signaling: j
Card density: |=0

Start arrangement Incoming :|

=l
Start arrangementOutgoing:l j

Trunk group access restriction: ID
Channel D for this trunk:l

MNetwork music: [

| Class of Service: Editl |

+Advanced Trunk Configurations

Figure 15: Trunk Properties
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Figures 16a and 16b shows the Class of Service values selected for the compliance testing from
the drop down menu. Click on Return Class of Service button to complete the trunks

configuration.

-Class of Service

- ACD Priority - | ACD Priarity not required (APM) =
- Analog Semi-Permanent Connections :|Ana|0g Semi-Permanent Connections Denied {(SPCD) j
- ARF Supervised COT: | =l
- Barring: | Barring Denied (BARD) j
- Battery Supervized COT :| j
- Busy Tane Supervised COT: | =l
- Calling Line |dentification: | =l
- Calling party: | Calling party Denied (CND) 7|
- Central Office Ringback:l j
- Centrex Switchhook Flash: | Centrex Switchhook Flash Denied (THFD) j
- Dial Pulse: | Dial Pulse (DIF} |
- DTR PAD value: | |
- Echo Canceling: | Echa Canceling Denied (ECD) j
- Hong Kong DTI:| j
- Loop Break Supervized COT:l j
- Make-break ratio for dial pulse: |10 pulses per second (P10} j
- Manual Incoming: j

Figure 16a: Trunk Class of Service

- Polaritg.f:l j

- Priority: | Low Priority (LPR) ¥ |

- Restriction level: | Unrestricted {LINR) j
- Reversed Ear Piece: | Reversed Ear Piece denied (<REF) j
- Shortorlong Iine:l j

- Transmission Class of Service: |Via MHet Loss (WHL)

-Warning Tone: |Warning Taone Allowed (AWTA) j

- Reversed Ear Piece: | Rewversed Ear Piece denied (XREP) j

[

- ARF Supervised COT: | =l

Return Class of Service | Cancel |
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5.5. Configuring Digit Manipulation Block

This section explains the digit manipulation block that is to be configured in the Communication
Server 1000dialing plan for its users to communicate with the Unigy system. From the EM
navigator pane, navigate to Dialing and Numbering Plans > Electronic Switched Network as
shown in Figure 17 below.

- Customers

- Routes and Trunks
- Routes and Trunks
-[D-Channels
- Digital Trunk Interface

- Dialing and Humbering Plans
- Electronic Switched Metiwork
- FIexible Code Restrciion
- Incoming Digit Translation

Figure 17: EM Screen showing navigation tree to Electronic Switched Network

Click on Digit Manipulation Block (DGT) option as shown in Figure 18 below.

Electronic Switched Network (ESN)

- Customer 00
- Network Control & Services

- Metwark Control Parameters (MCTL)

- ESEM Access Codes and Parameters (ESH)
| - Digit Manipulation Block (DGT)

- Home Area Code (HMPA)

- Flexible CLID Manipulation Block (CMDB)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSMS)

- Route List Block (RLB)

- Incaming Trunk Group Exclusion (TGE)

- Metwark Attendant Services (FMAS)

Figure 18: Accessing Digit Manipulation Block

Select a block index to configure and click on to Add button as shown in Figure 19 below.
During compliance testing Digit Manipulation Block Index of 7 was added.

Digit Manipulation Block List

Please choose the | Digit Manipulation Block Index 7 j to Add |

Figure 19: Adding a Digit Manipulation Block Index
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Figure 20 below shows the values configured. Click on Submit to complete adding the Digit
Manipulation Block configuration.

Digit Manipulation Block

Digit Manipulation Index numbers: I?

Mumber of leading digits to be deleted: |0 (0-19)

Insert:|

IP Special Mumber: [

Call Type to be used by the manipulated digits © |Caardinated Dialing Plan (CDP) j

(m Refresh | Delete | Cancel

Figure 20: Digit Manipulation Block properties

5.6. Configuring Route List Block

This section explains the route list block that is to be configured in the Communication Server
1000dialing plan for its users to communicate with the Unigy system. From the EM navigator
pane, navigate to Dialing and Numbering Plans > Electronic Switched Network as shown in
Figure 17 above. Click on Route List Block (RLB) option as shown in Figure 21 below.

Electronic Switched Network (ESN)

- Customer 00
- Metwork Control & Services

- Metwark Cantral Parameters (NCTL)

- ESM Access Codes and Parameters (ESR)
- Digit Manipulation Block (DGT)

- Home Area Code (HRMPA)

- Flexihle CLID Manipulation Block (CMDB)

- Free Calling Area Screening (FCAS)

- Free Special Mumber Screening (FSME)

- Route List Block (RLE)

- Incoming Trunk Group Exclusion {ITGE)

- Metwork Attendant Services (MNAS)

Figure 21: Accessing Route List Block
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Start adding a route list index as shown in Figure 22 below. During compliance testing list
index 50 was added. Click on to Add to continue.

Route List Blocks

Please enter a route list index I 80  (g.qoogy  toAdd |

Figure 22: Adding Route List Index

Add a Data Entry Index as shown in Figure 23 below. During compliance testing entry index 1
was selected and click on to Add to continue.

Please choose the | Data Entry Index 1 > ta Add |

Figure 23: Adding Data Entry Index

Figures 24a and 24b below show the values configured for the index block used during
compliance testing. Route Number of 50 and Digit Manipulation Index of 7 were selected as
per the configuration explained in Sections 5.4 and 5.5 respectively. Click on Submit to
complete the configuration.

Titme of Day Schedule: |III j
Facility Restriction Level: ID_ (0-77
Digit Manipulation Index: Iﬂ
ISL D-Channel Down Digit Manipalation Index: ID— ¢0- 1900

Free Calling Area Screening Index: IE[

Free Special Mumber Screening Index: IIII 'I
Business Metwork Extension Route: [

Incoming CLID Table: |0 (0-1007)

Figure 24a: Route List Block properties
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Local Termination entry; [

Route Mumber: |50j |

Skip Conventianal Signaling: [~
Uge Tane Detectar: [
Conversion to LON: [

Expensive Route: [

Strategy on Congestion: |N0 Reroute (MRR)Y

- Q5IG Alternate Routing Causes: |QSIG Alternate Routing Cause 1 j
FPreferred Routing: IW
ISDM Drop Back Busy: | Drap Back Disabled (DBD) |
ISDM OffHook Queuing Option: 7
Ofi-Hook Queuing Allowed: [~

Call Back Gueding Allowed: [~

VNS Options

Entry is a VNS Route: [T

m Refresh |  Delete

Cancel

Figure 24b: Route List Block properties (cont’d)

5.7. Configuring Distant Steering Code

This section explains the distant steering code that is to be configured in the dialing plan for its
users to communicate with the Unigy system. From the EM navigator pane, navigate to Dialing
and Numbering Plans > Electronic Switched Network as shown in Figure 17 above. Click on

Distant Steering Code (DSC) option as shown in Figure 25 below.

Electronic Switched Network (ESN)

- Customer 00

- Network Control & Services
- Metwark Contral Parameters (MCTL)
- ESM Access Codes and Parameters (ESH)
- Digit Manipulation Block (DGT)
- Home Area Code (HMPA)
- Flexihle CLID Manipulation Block (CMDB)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Sereening (FSNS)
- Route List Block (RLE)
- Incaming Trunk Group Exclusion (TGE)
- Metwark Attendant Services (MAS)

- Coordinated Dialing Plan (CDP)

- Distant Steering Code (DSC)

= Trunk Steefing Code (1500

Figure 25: Accessing Distant Steering Code
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From the drop down menu select Add and enter a distant steering code to add as shown in
Figure 26 below. During compliance testing a code of 360 was added since the Unigy extension
range started with 36xxx. Click on to Add to continue.

Distant Steering Code List
=

Please enter a distant steering code I to Add |

Figure 26: Adding a Distant Steering Code

Enter the values as shown in Figure 27 below. Note that Route List to be accessed for trunk
steering code value selected is 50 based on the configuration explained in Section 5.6 above.
Click on Submit to complete the configuration.

Distant Steering Code

Distant Steering Code IE)BD

Flexible Length number of digits: |5 (0-10)

Display: |LDEaI Steering Code (L5C) j
Remote Radio Paging Access: [T
Route Listto be accessed for trunk steering code: IE |
Collect Call Blocking: [~

haximurm 7 digit NPA code allowed: I
Maximurm 7 digit Nxx code allowed: I

@ F!Efreshl Delete Cancel

Figure 27: Distant Steering Code properties
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6. Configure IPC Media Manager

This section provides the procedures for configuring IPC Media Manager. The procedures
include the following areas:

e Launch Unigy Management System

¢ Administer media gateway

e Administer trunk groups

e Administer route lists

¢ Administer dial patterns

¢ Administer route plans

The configuration of Media Manager is typically performed by IPC installation technicians. The
procedural steps are presented in these Application Notes for informational purposes. For detail
administration and configuration of Unigy system refer to Section 10 [2].

6.1. Launch Unigy Management System

Access the Unigy Management System web interface by using the URL “http://ip-address” in an
Internet browser window, where “ip-address” is the IP address of the Media Manager. Log in
using the appropriate credentials.

The screen as shown in Figure 28 below is displayed. Enter the appropriate credentials. Check
I agree with the Terms of Use, and click Login.

In the subsequent screen (not shown), click Continue.

User Name:
iIPC
Password:
| agree with the Tamms of Use -

IPC Unigy™ Management System
Unigy™ Version 01.00.00.04.0003
@ Copyright 2011 IPC Systems, Inc.

Figure 28: Unigy Management System Login Screen
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6.2. Administer Media Gateway

The screen as shown in Figure 29 below is displayed next. Select Configuration > Site
Configuration from the top menu.

Configuration | System Designer | Alarms | Tools | About | Help 12:11 EDT-0400 | mgrl

Figure 29: Unigy Management System Login Screen

Figure 30 below shows the Site Configuration information displayed in the left pane. Select
Trunks > Media Gateways, to display a list of media gateway in the lower left pane. Select the
applicable media gateway from the listing, in this case MG-110.10.10.225, where the
110.10.10.225 is the IP address of the Media Gateway.

The Media Gateway information is displayed in the upper right pane. Select the applicable
physical card, in this case Slot 1.

The Media Gateway Module Details information is displayed in the lower right pane. Select 2
Port TDM for Type, and click Save.

Configuration | System Designer | Alarms | Tools | About | Help 12:13 EDT-0400 | mgr1

gy ]

Site Configuration: | Location | Media Gateway: MG-110.10.10.225
Location: All Location: | ¥ Module Port Channel
Q‘Qﬂkj) - Slot1- Add Card =
SIP Trunks
= Slot 3 Add Card
» Communication Devices Slot 4-  add Card
-]
» Servers =
_ =
» Lines and Extensions Media Gateway Module Details: Add
Appl R Veri
» Routing Basic
» Codecs
» Voice Recording i Module Name
Media Gateways |Type | 2 port TOM v | |
Mame Module Number 1

Goames D

Figure 30: Media Gateway Configuration under Trunks
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In the updated screen as shown in Figure 31, click on a desired Port in the upper right pane, in
this case Port 1.

The Media Gateway Port Details information is displayed in the lower right pane. Select the
values shown from the drop down menu of the Port Properties tab.

Configuration | System Designer | Alarms | Tools | About | Help 12:17 EDT-0400 |  mgr1

gy ]

Site Configuration: | Location | v Media Gateway: MG-110.10.10.225

Location: all Location: | ¥ Module Port Channel
¥ Trunks =]
SIP Trunks Slot 2 Add Card % Fortz
Media Gateways & slot 3-  add Card v
» Communication Devices =
i ils: Apply [ R Veri
» Servars | Media Gateway Port Details: Port1 ‘ pply [ Retrieve
- Lines and Extensions 1SDN
Hunt Group . )
> Routing BT Advaneed |
» Codecs T
| Protocol Type * - B
» Voice Recording M
= Trunk # v
Media Gateways
Clock Master ,;| CLOCK-MASTER-OFF | v |
Marme
Line Code | HDB3 v
Framing Method *| E1-FRAMING-MFF-CR | v |
Revert |{ S | |
] (5=
Figure 31: Port Properties
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Figures 32a and 32b show the ISDN properties. During compliance testing the values shown
below were used. Note that 110.10.10.225 is the IP address of the Media Gateway. Leave the
remaining values at default.

Media Gateway Port Details: Port1

Port Properties

Apply Retrieve Verify

I I Advanced J

Port Properties

[a]

Basic ]

Trunk Mame QEIG/ISDN Trunk 1

Destination Address 110,10.10,225

Destination Port 5060

Inbound Significant Digits w0

External Called Party Prefix

Internal Called Party Prefix o
¥

Figure 32a: ISDN Properties
Media Gateway Port Details: Port1 Apply Retrieve | | Verify

I l Advanced J

Internal Called Party Prefix E
Connected Party Update #| UPDATE ¥ |
Subscriba vl | o |
MWI Subscription Time 0
Trunk Group 1D 0
Connection Type 4 v m
ISDMN Termination Side | USER-TERMINATION- | ¥ |
0931 Layer Response Behavior Ox40050000 E
I Save J l Revart I
Figure 32b: ISDN Properties (cont’d)
Click Save followed by Apply to complete the configuration.
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6.3. Administer Trunk Groups

Select Routing > Trunk Groups in the left pane, and click the Add icon in the lower left pane
to add a new trunk group as shown in Figure 33 below.

The Trunk Group screen is displayed in the right pane. In the Properties tab, enter a
descriptive Name, leave the remaining values as default and click Save (not shown).

Configuration | System Designer | Alarms | Tools | About | Help

4 nigy

Site Configuration: Location - Trunk Group: Qsig-Trunk
Location: Al Lacations | ¥ Trunks
» Trunks =
1l Mame
» Communication Devices
Z ¥
B Servers = one * ’
» Lines and Extansions Distribution Algorithm 1;;| TopDawn v
Hunt Group - Capacity Alarm Threshold | &0
v Routing
Trunk Groups
Route Lists
Dial Patterns
Route Plans hl
Trunk Groups @

Figure 33: Adding Trunk Group

Select the Trunks tab in the right pane as shown in Figure 34 below. The screen is updated with
three panes. In the right pane, select the MG Trunks tab. In the Media Gateway listing, select
and expand the applicable media gateway slot and port (not shown) from Section 6.2, and drag
the selection to the Name column in the middle pane as shown below. Click on Save (not
shown) to complete the configuration.

Configuration | System Designer | Alarms | Tools | About | Help 12:41 EDT-0400 | mgr1
Site Configuration: | Location | v Trunk Group: Qsig-Trunk Available to Assign
Location: all Location: | ¥ Properties

Tl - Name Channels

» Communication Devices | MG-110.10,10.225>2 Port TDM=Portl =QSIG/AIS0N Trunk 1 30

» Servers

» Lines and Extensions

Hunt Group
¥ Routing
Trunk Groups
Figure 34: Adding Trunk Group
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6.4. Administer Route Lists

Select Routing > Route Lists in the left pane, and click the Add icon in the lower left pane to
add a new route list as shown in Figure 35 below.

The Route List screen is displayed in the middle pane. For Route List, enter a descriptive
name. In the right pane, select the trunk group from Section 6.3 and drag into the Assigned
Trunk Groups on Route List sub-section in the middle pane, as shown below. Click on Save
to complete the configuration.

Configuration | System Designer | Alarms | Tools | About | Help 12:27 EDT-0400 |  mgr1
2 gy

Site Configuration: | Location | v | Route List:RL-Qsig Available to Assign

Location: All Location: | ¥ Z

» Trunks B Hame

Route List 5 FIRESHE]

g
» Communication Devices

Description  RL-Qsig TOM Recording_DoMotChange

» SErvers =
» Lines and Extensions SIP-Trunk
AT aroup Assigned Trunk Groups on RL-Qsig. You can remove or add Trunk Groups

Routi
Trunk Groups

Route Lists
Dial Patterns
Route Plans bl
Route Lists @
Hame
Remove
Trunks u
[v]
Delete O
S — |

Figure 35: Adding Route List
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6.5. Administer Dial Patterns

Select Routing > Dial Patterns in the left pane, to display the Dial Patterns screen in the right
pane. Click Add New in the upper right pane as shown in Figure 36 below.

In the Dial pattern Details sub-section in the lower right pane, enter the desired Name and
Description. For Pattern String, enter the dial pattern to match the Avaya extensions, in this

case 58$$$ with “$” matching to any digit. For Call Classification, select External. Click on
Save to complete adding a dial pattern.

Configuration | System Designer | Alarms | Tools | About | Help

12:28 EDT-0400 |  mgr1

gy ]

Site Configuration: | Location | v Dial Patterns

Location: Al Location: | » Marmne Pattern String | Outbound CLI Call Classificatiol Prefix Digits Description

» Trunks = | Add New Delete

» Communication Devices
Dial pattern Details
» Servers

i

- Lines and Extensions

Hunt Grou
Routing

Properties

Trunk Groups MName # SEHEK
Routa Lists Description # SEERx
Dial Patte .
_ Fattern String | % 58343
Route Plans. =
Cuthound CLI
» Codecs
» Voice Recording Call Classification | External A
License Manager Prefix Digits
» System
» Directories

» System Features
SNMP Profiles
SMTP

» Prototype Devices

0

Figure 36: Adding a Dial Pattern

Repeat this section to add another dial pattern to reach the PSTN, and include any required
prefix. In the compliance testing, two dial patterns were created as shown in Figure 37 below.

Configuration | System Designer | Alarms | Tools | About 1 Help

12:30 EDT-0400 | mgrt

gy =

Site Configuration: | Location | v Dial Patterns

Location: All Locations | v Mame Pattern String Cutbound CLI Call Classificatiol Prefix Digits Description -

» Trunks 5

L X |5Eixxx S8%$% External SBxxx |
» Communication Devices
o ] External o
» Servers
. . | 961396 xNKK 98139655554 External DE13IE KN KRN | ﬂ
- Lines and Extansions.
Hunt Group Add New Delete
Figure 37: Extension and PSTN Dial Patterns
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6.6. Administer Route Plans

Select Routing > Route Plans in the left pane, and click Add New (not shown) in the right pane
to create a new route plan as shown in Figure 38 below.

The screen is updated with three panes, as shown below. In the Route Plan middle pane, enter a
descriptive UI Name and optional Description. For Calling Party, enter * to denote any calling
party from Unigy. For Called Party, select the dial pattern for the Avaya users from Section
6.5. Select Forward for Action, and click on Save.

Configuration | System Designer | Alarms | Tools | About | Help 12:32 EDT-0400 |

gy

Site Configuration: | Location | v Route Plan
Location: all Location: | v Create New Route Plan 4| Route Lists
Mame
» Trunks =
» Communication Devices Ul Name # | SBax
ot RL-Qsi
» Servers Description Qsig
» Lines and Extensions calling Party [
Hunt Group
- Called Party =;:| S8xxx v |

¥ Routing

Trunk Groups Action ’ii| Farward w2 |

Route Lists

Route List:

Dial Patterns

Route Plans =
» Codecs
» Voice Recording

License Manager |
R
» System
p Diractories
Back Revert 1)
e

» System Features l—J

Figure 38: Creating a new Route plan

The screen is updated with the newly created route plan as shown in Figure 39 below. Select the
route plan, and click Edit toward the bottom of the screen (not shown).

Configuration | System Designer | Alarms | Tools | About | Help

Site Configuration: | Location | Route Plan
- . List of Route Plans
Location: all Location: | *

» Trunks =
» Communication Devices

e Soruorg

UI Mame Calling Party Called Party Action

| S8xxx * S8 FORWARD

Figure 39: New Route Plan
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The screen is updated with three panes again, as shown in Figure 40 below. In the right pane,
select the route list from Section 6.4 and drag into the Route List sub-section in the middle
pane, as shown below. Click on Save to complete the configuration.

Configuration | System Designer | Alarms | Tools | About | Help 12:36 EDT-0400 | mgr1

gy ]

Site Configuration: | Location | ¥ Route Plan

Location: All Location: | = Create New Route Plan
» Trunks =
» Communication Devices Ul Name # | 580
» Servers Dascription S8xnx
» Lines and Extensions Ca\ling Party 5 *
Hunt Group
Called Party ;..| S8 - |
¥ Routing
Trunk Groups Action *| Farward v |
Route Lists
Route List:
Dial Patterns
Route Plans B
» Codecs
» Voice Recording
License Manager L
Rar
» System
» Directories -’
Ba
cke Reverl | (™ Save ]
p System Features —
Assign Trunk Groups

Figure 40: Adding Route List to Route Plan

Repeat this section to add another route plan for the PSTN. During compliance testing, two
route plans were created as shown in Figure 41 below.

Configuration | System Designer | Alarms | Tools | About | Help

oy ] =

Site Configuration: | Location | v Route Plan
. . List of Route Plans
Location: all Location: | ¥

UI Mame Calling Party Called Party Action

» Trunks -

» Communication Devices [ e * g FORWARD |
BRI i * 0 FORWARD

gl G L [ 961396m0xs > 9613%6x00xx | FORWARD |

Hunt Groun
Figure 41: Extension and PSTN Route Plan
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7. Configure IPC Media Gateway

This section provides the procedures for configuring [IPC Media Gateway. The procedures
include the following areas:

e Launch gateway web interface.

¢ Administer trunk settings.

e Administer connected number.

¢ Configuring Media Gateway Clock Settings.

The configuration of the Media Gateway is typically performed by IPC installation technicians.
The procedural steps are presented in these Application Notes for informational purposes. Note
that IPC resells the AudioCodes Mediant 1000 MSBG as part of their solution.

7.1. Launch Gateway Web Interface

Access the Media Gateway web interface by using the URL “http://ip-address” in an Internet
browser window, where “ip-address” is the IP address of the Media Gateway. Log in (not
shown) using the appropriate credentials.

7.2. Administer Trunk Settings

The screen as shown in Figure 42 below is displayed. Select the radio button for Full in the left
pane, and select VoIP > PSTN Settings > Trunk Settings, to display the Trunk Settings
screen. Click Stop Trunk, followed by the arrow next to Q931 Layer Response Behavior.

Fa i Submi ) Burn Device Actions - (% Home Hel
- Mediant 1000 - MSBG ubmit o \ 4 L] Log off
£ 3 AudioCodes ¥ - o | ®, =
|Conf|gurat|on| Manzagement ?S‘\Lésgnosﬂcs ( i ‘]
| Basic ParameterList a
Search ‘i?

CiBasic @ Full

General Settings e

LE= 5
w Module ID at
Trunk 1D 3
Ll Inetwork Settings
i & etting

Trunk Configuration State Inactive

H

Protocal Type

|Icas state Machines

w Trunk Configuration
+-_.?Prn ool Configuration EloacNasten
‘"-‘-?TDM Configuration Auto Clock Trunk Priority
”"'?_'-_l’ndvanced applications Line Code
HldData settings Line Build Out Loss

Trace Level
Line Build Out Qverwrite

Framing Method

+ ISDN Configuration
ISDM Termination Side

Q931 Layer Response Behavior 0

Outgoing Calls Behavior e

Incoming Calls Behavior [resp:

v
Submit

Figure 42: Trunk Settings screen of Media Gateway
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Q931 Layer Response Behavior screen as shown in Figure 43 below is displayed. Enable the
corresponding bits for the following values and click on Submit.

e NO STATUS ON UNKNOWN IE
e NO STATUS ONINV OP IE
e ACCEPT UNKNOWN FAC IE
e ACCEPT A LAW
e QSI ENCODE INTEGER
Fa ol . Mediant 1000 - MSBG ¢ Submit Burn Device Actions b \-‘“ Home Help P | it
f ol AudioCodes e ¥ © & @ St
|Configuration| S S ?Stil;;nosﬂcs ( Q931 Layer Response Behavior
Search
OBasic @Full 931 Layer Response Behaviar [
'*v___ijstem Bit Hex Yalue Bit Name Bit ¥alue
Elidyarp 0x000001 MO STATUS ON UNKNCWH TE 1 | 4
H@Network Settings 0000002 NO STATUS ON INV OP IE 1~ &
B Media Settings 0x000004 ACCEPT UNKNOWN FAC IE 1 | £
=ipzTH Settings 0x0000&0 SEMD USER CONMECT ACK 1] B
ECAS State Machines 0x000200 EXPLICIT INTERFACE ID 1] |
LTrunk Settings 0x000500 ALWAYS EXPLICIT 0~
#dprotocel Configuration 0x00000 ACCEPT MU LAW 0 v
Lo Euntigurlion 0x010000 EXPLICIT PRES SCREENING 0 v
il advanced Applications i ===
=@ pata Settings 0x020000 STATUS INCOMPATIBLE STATE |
Ox040000 STATUS ERROR CAUSE 0 |»
0080000 | AccEPT A LW 1 ] £
0x200000 RESTART INDICATION 0 )
Ox400000 FORCED RESTART o S|
0x40000000 |QSI EMCODE INTEGER 1 |» | £
0x30000000 SESS Mational Mode For Beh Maintenance | Custom Made ~|

Figure 43: Q931 Layer Response Behavior Bit Values

Return to the Trunk Settings screen as shown in Figure 42 above; click Apply Trunk Settings,
followed by Burn to commit the changes (not shown).
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7.3. Administer Connected Number

Access the Media Gateway administration page web interface by using the URL “http://ip-
address/AdminPage” in an Internet browser window, where “ip-address” is the IP address of the
Media Gateway.

The screen as shown in Figure 44 below is displayed. Select ini Parameters and enter the
appropriate credentials in the pop-up box (not shown).

Figure 44: Accessing ini Parameters

The screen as shown in Figure 45 below is displayed. Enter the values shown below to set
destination using the connected number. Click Apply New Value.

ParameterName: Enter Valus:
|UseDestinationasconnectednumber | (1 |

Qutput Window

Figure 45: UseDestinationasconnectednumber Value
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7.4. Configuring Media Gateway Clock settings

Access the Media Gateway administration page web interface as explained in Section 7.3 above.

Select ini Parameters as shown in Figure 44 above and enter the appropriate credentials in the
pop-up box (not shown).

The screen as shown in Figure 46 below is displayed. Type a Parameter Name and check the
existing value as shown in the QOutput Window. If a value needs to be changed, type the new
value in the Enter Value box and click on Apply New Value.

Parameter Name: . Enter Yalue:

Output Window

Figure 46: Screen showing Output Window of ini Parameters

During compliance testing the following ini Parameters values were checked and changed for
the integration to be successful. These parameters of Media Gateway settings are related to
clocking, which ensure that the clock slippages are not present on the E1QSIG link between
Unigy Media Gateway and Communication Server1000.

e Parameter Name: CLOCKMASTER
Parameter Current Value: 0
Value selected was 0 to recover the clock from the Communication Server.

e Parameter Name: TDMBUSCLOCKSOURCE
Parameter Current Value: 4
Value selected was 4 in order to use recovered clock from PSTN line of the
Communication Server

e Parameter Name: TDMBUSLOCALREFERENCE
Parameter Current Value: 0
Value selected was 0 to select clock of the first E1 in the chassis of Media Gateway.

e Parameter Name: TDMBUSENABLEFALLBACK
Parameter Current Value: 2
Value was 2 so that we enable automatic fallback of the clock to occur.
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e Parameter Name: TDMBUSFALLBACKCLOCK
Parameter Current Value: 4
Value was set to 4 so that Media Gateway with synchronize with network in case clock
failure occurred.

e Parameter Name: TDMBUSNETREFSPEED
Parameter Current Value: 0
Reference clock was set to 8 kHz (default) for both generation and synchronization

e Parameter Name: TDMBUSPSTNAUTOCLOCKENABLE
Parameter Current Value: 1
Value was set to 1 so that Media Gateway recovers the clock from any connected
synchronized slave E1/T1 line

e Parameter Name: TDMBUSPSTNAUTOCLOCKREVERTINGENABLE
Parameter Current Value: 0
Value was set to 1 so as to enable the PSTN trunk Auto-Fallback Reverting feature.

e Parameter Name: AUTOCLOCKTRUNKPRIORITY
Parameter Current Value: 0
Value was set to 0 so as to get highest priority for auto-clock fallback

Figure 47 below shows the Output Window with a few examples of the ini Parameters and
their values.

Parameter MName: Enter Yalue:

Output Window
Parameter Name: L’

The Value is inwvalid:
Parameter Current Value: 0O
Parameter Description:Selects the trunk clock source.

Parameter Name:|TDHBUSCLOCKSOURCE |

The Walue is invalid:

Parameter Current Value: 4

Parameter Description:Selects the clock source on which the board synchronizes.

Parsmeter Name:|TDHBUSLOCRLREFERENCE |

The Value is invalid:

Parameter Current Value: 0

Parameter Description:Selects the TrunkID to be used as the clock
synchronization source of the board.

Parameter Name: TDMEUSENABLEFALLEACE

The Value is invalid:

Parameter Current Value: 2

Parameter Description:Defines the auto fallback of the clock. o

Figure 47: Screen showing Output Window of ini Parameters with example Parameters
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8. Verification Steps

The following tests were conducted to verify the solution:

e Basic call features operate successfully between users on both systems.

e El connection in the Media Gateway is successfully established when the physical cable
is disconnected and connected back.

e Login to the Communication Server 1000 using command line interface (not shown) and
verify the status of the D-Channel and D-Channel loop in LD 96 and 60 respectively.
Figure 48 below shows the D-Channel active and established and the loop enabled with
the channels idle.

IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE
IDLE TIE

Figure 48: CS1000 DCH and Loop Status

e From the Media Gateway web interface, select VoIP > PSTN Settings > Trunk Settings
to display the Trunk Settings screen as shown in Figure 49 below. Toward the top of
the screen, click the applicable trunk port from Section 6.1, in this case 1. Verify that the
Trunk Configuration State is Active.

Fas . Mediant 1000 - MSBG Submit ), Burn Device Actions ¥ (@, Home (@), Help &= Log off
€ & AudioCodes A ) = @ -

~

— r .
|C0nf|gurat|on| Management &Stgti:Znosﬁcs s

Advanced Parameter List »

Search T“lz
o] o
& Basic © Full
. General Settings -

+

= Sy Module 1D 1
=ldvaIp

*_JT\I N — Trunk I 1

etwork Settings . .

FliiMedia Settings Trunk Configuration State Active

S psTN Settings Protocal Type |E1 Q51G ;I

i dPratocal Configuration ¥ Trunk Configuration T .

Figure 49: Media Gateway showing Trunk Status Active
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9. Conclusion

These Application Notes describe the configuration steps required for IPC Unigy to
successfully interoperate with Avaya Communication Server 1000 7.5 using QSIG trunks. All
of the executed test cases passed and met the objectives outlined in Section 2.

10. Additional References

This section references the product documentation relevant to these Application Notes.

1. CS1000 7.50 Administering and System Programming documents, available at
http://support.avaya.com.

2. Unigy 1.1 System Configuration, Part Number B02200187, Release 00, upon request to
IPC Support.
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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