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Abstract

These Application Notes describe a compliance-tested configuration comprised of the Agito
Networks RoamAnywhere Mobility Router connected to an Avaya telephony infrastructure.
The Agito Networks RoamAnywhere Mobility Router fuses WLAN, Cellular and IP Private
Branch Exchanges (PBXs) technology in order to extend enterprise PBX functionality to
mobile devices. This allows end users to be accessible when out of the office as well as to
leverage WLAN networks to improve wireless coverage and reduce costs. The Agito
Networks RoamAnywhere Mobility Router integrates mobile devices with existing PBXs so
that the PBX sees the mobile device as another desk phone. This allows the existing PBX
feature set to be applied consistently across both devices. Mobile specific functionality is
then layered on top.

Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DevConnect Program at the
Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a compliance-tested configuration comprised of the Agito
Networks RoamAnywhere Mobility Router connected to an Avaya telephony infrastructure.
The Agito Networks RoamAnywhere Mobility Router fuses WLAN, Cellular and IP PBX
technology in order to extend enterprise PBX functionality to mobile devices. This allows
end users to be accessible when out of the office as well as to leverage WLAN networks to
improve wireless coverage and reduce costs. The Agito Networks RoamAnywhere Mobility
Router integrates mobile devices with existing Private Branch Exchanges (PBXs) so that the
PBX sees the mobile device as another desk phone. This allows the existing PBX feature set
to be applied consistently across both devices. Mobile specific functionality is then layered
on top.

The Agito RoamAnywhere Solution uses a combination of SIP lines and trunks to integrate
with Avaya Communication Manager. SIP lines are used so that Agito-controlled mobile
devices appear as standard SIP phones and therefore benefit from the common set of PBX
services offered to such devices. SIP trunks are used when the Agito RoamAnywhere
solution must terminate a call via the Public Switched Telephone Network (PSTN).

The RoamAnywhere Solution transparently handles all mobile call originations from a user’s
mobile device and redirects them through the enterprise leveraging the WLAN network when
available or routing over cellular when outside of WLAN coverage areas. This allows calls
made from a mobile device to receive the same originating services (e.g., Abbreviated
Dialing, Class of Service, Accounting, etc.) as a desk phone.

1.1. Test Environment

The test environment consisted of an Avaya Communication Manager running on an Avaya
S8300 Server with an Avaya G700 Media Gateway, one Avaya SIP Enablement Services
server, one Avaya Modular Messaging Application Server, one Avaya Modular Messaging
Storage Server, one Avaya 2400 Series Digital Telephone, one Avaya 9630 IP Telephone
running Avaya one-X™ Deskphone SIP, one Agito RoamAnywhere Mobility Router, one
dual mode cell phone running Agito Networks RoamAnywhere Mobility Dialer, one WiFi
controller and access point and one DHCP/File Server.

Additional Avaya endpoints were tested (see Section 2) but are not shown in Figure 1.
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Figure 1:Network Diagram
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration

provided:
Equipment Software/Firmware

Avaya S8300 Server ,5A\1/aya Communication Manager
Avaya G700 Media Gateway

MGP 26.31.0

MM712 DCP Media Module HWO05 / FW08
Avaya SIP Enablement Services (SES) Server 5.1
Avaya Modular Messaging - Messaging Application 40
Server (MAS) '
Avaya Modular Messaging - Message Storage Server 40
(MSS) '
Avaya IA 770 INTUITY AUDIX 5.1

Avaya 9600 Series IP Telephones

Avaya one-X Deskphone SIP 2.0.3

Avaya 9600 Series IP Telephones

Avaya one-X Deskphone Edition 2.0

Avaya 1600 Series IP Telephones 1.0.3

Avaya 4600 Series IP Telephones SIP (2.2) H.323 (2.9)
Avaya 2410 Digital Telephone 5.0

Agito Networks RoamAnywhere Mobility Router 2.0.0.137

Agito Networks RoamAnywhere Mobility Dialer 2.0.2.48

Nokia N95 (Dual Mode handset) VV20.0.013

Nokia E71 (Dual Mode handset) 100.07.76

3. Configure Avaya Communication Manager

This section describes the steps required for Avaya Communication Manager to support the
configuration shown in Figure 1. The following pages provide instructions on how to
administer the required configuration parameters. The assumption is that the appropriate
license and authentication files have been installed on the servers and that login and
password credentials are available. It is assumed that the reader has a basic understanding of
the administration of Avaya Communication Manager and has access to the System
Administration Terminal (SAT) screen. For detailed information on the installation,
maintenance, and configuration of Avaya Communication Manager, please consult

references 1 thru 4 in Section 9.
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3.1. IP Codec Set

This section describes the steps for administering the codec set in Avaya Communication
Manager. This codec set is used in the IP Network Region for the SIP trunk between the
Avaya Communication Manager and Avaya SES.

Description

Enter the change ip-codec-set g command, where “g” is a number between 1 and 7, inclusive,
and enter “G.711MU” for Audio Codec. This IP codec set will be selected later in the IP
Network Region form to define which codecs may be used within an IP network region.

change ip-codec-set 1 Page 1 of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)

1: G.711MU n 2 20
2:

3.2. IP Node Names

This section describes the steps for setting IP node name for Avaya SES in Avaya
Communication Manager.

Description
Enter the change node-names ip command, On page 1 of the change node-names ip form,
enter the name for the SES, “SES”, and enter the IP address of the SES, “10.1.1.10”.
change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
AES-DevCon2 192.45.100.153
SES 10.1.1.10
default 0.0.0.0
mm 10.1.1.45
msgserver 10.1.1.20
procr 10.1.1.1
TMA,; Reviewed: Solution & Interoperability Test Lab Application Notes 50f 51
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3.3. IP Network Region

This section describes the steps for administering the IP Network Region in Avaya
Communication Manager for communication between Avaya Communication Manager and
Avaya SIP Enablement Services.

Description

Enter the change ip-network-region h command, where “h” is a number between 1 and 250,
inclusive. On page 1 of the ip-network-region form, set Codec Set to the number of the IP
codec set configured in Step 1.

change ip-network-region 1 Page 1 of 19
IP NETWORK REGION

Region: 1
Location: 1 Authoritative Domain: dev4.com
Name: 1
MEDIA PARAMETERS Intra-region IP-I1P Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26

3.4. Trunks and Signaling Groups for Avaya SES

This section describes the steps for administering the trunk groups and signaling groups in
Avaya Communication Manager for communication between Avaya Communication
Manager and Avaya SES. A second SIP trunk needs to be created because the Agito Mobility
Router inputs its own IP address as the domain in the From header of the SIP packet. This is
created in section 3.6.

These SIP trunks will carry the SIP signaling sent to the Agito Mobility Router for mobile
originated and terminated calls. This SIP trunk will also provide the trunking for calls
originated by the Agito Mobility Router when acting as a SIP endpoint to support intelligent
call delivery.
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3.5. Create SIP Trunk with Domain Information

Step

Description

1.

Enter the add trunk-group i command, where “i” is an available trunk group number.
On Page 1 of the trunk-group form, configure the following:

» Group Type — set to “sip”

* Group Name — enter a meaningful name/description.

* TAC —enter a Trunk Access Code that is valid under the provisioned dial plan.
« Service Type — set to “tie”

add trunk-group 1 Page 1 of 21
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y

Group Name: TO SES COR: 1 TN: 1 TAC: *001
Direction: two-way Outgoing Display? n

Dial Access? n Night Service:

Queue Length: 0O

Service Type: tie Auth Code? n

Signaling Group:
Number of Members: O
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Step Description
Enter the add signaling group j command, where “j” is an available signaling group
2. | number. On Page 1 of the signaling-group form, configure the following:
e Group Type —set to “sip”
e Transport Method - set to “tcp”
e Near-end Node Name — enter the node name of a local C-LAN board, or “procr”
if the local node is an Avaya S8300 Server.
e Near-end Listen Port — specify the local listen port, typically 5060.
e Far-end Node Name — enter the node name of the SES configured in Section 3.2
e Far-end Listen Port — specify the local listen port, typically 5060.
e Far-end Domain — dev4.com
e Far-end Network Region — enter the IP network region configured in Section 3.3
e DTMF over IP - set to “rtp-payload”.
e Direct IP-IP Audio Connections — set to “y”.
add signaling-group 1 Page 1 of 1
SIGNALING GROUP
Group Number: 1 Group Type: sip
Transport Method: tcp
IP Video? n
Near-end Node Name: procr Far-end Node Name: SES
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Network Region: 1
Far-end Domain: dev4.com
Bypass If IP Threshold Exceeded? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
IP Audio Hairpinning? n
Enable Layer 3 Test? n
Session Establishment Timer(min): 120
TMA,; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 51
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Step Description
Enter the change trunk-group i command, where “i”” is the number of the trunk group
3. | configured in Step 3.5.1. On Page 1 of the trunk-group form, set configure the
following:
« Signaling Group — enter the Signaling Group number that was used in Step 3.5.2.
* Number of Members — set to 24
change trunk-group 1 Page 1 of 21
TRUNK GROUP
Group Number: 1 Group Type: sip CDR Reports: y
Group Name: TO SES COR: 1 TN: 1 TAC: *001
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0O
Service Type: tie Auth Code? n
Signaling Group: 1
Number of Members: 24
TMA,; Reviewed: Solution & Interoperability Test Lab Application Notes 90of 51
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3.6. Create SIP Trunk without Domain Information

Step Description

[ 1P

1. | Enter the add trunk-group g command, where “g” is an available trunk group number.
On Page 1 of the trunk-group form, configure the following:

* Group Type — set to “sip”

» Group Name — enter a meaningful name/description.

* TAC - enter a Trunk Access Code that is valid under the provisioned dial plan.
* Service Type — set to “tie”

add trunk-group 98 Page 1 of 21
TRUNK GROUP

Group Number: 98 Group Type: sip CDR Reports: y

Group Name: TOSESB COR: 1 TN: 1 TAC: *098
Direction: two-way Outgoing Display? n

Dial Access? n Night Service:

Queue Length: 0O

Service Type: tie Auth Code? n

Signaling Group:
Number of Members: O
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Step

Description

Enter the add signaling group m command, where “m” is an available signaling group
2. | number. On Page 1 of the signaling-group form, configure the following:

Group Type — set to “sip”

Transport Method - set to “tcp”

Near-end Node Name — enter the node name of a local C-LAN board, or “procr”
if the local node is an Avaya S8300 Server.

Near-end Listen Port — specify the local listen port, typically 5060.

e Far-end Domain —-10.1.1.100
e Far-end Node Name — enter the node name of the SES configured in Section 3.2
e Far-end Listen Port — specify the local listen port, typically 5060.
e Far-end Network Region — enter the IP network region configured in Section 3.3
e DTMF over IP - set to “rtp-payload”.
e Direct IP-IP Audio Connections — set to “y”.
add signaling-group 98 Page 1 of 1
SIGNALING GROUP
Group Number: 98 Group Type: sip
Transport Method: tcp
IP Video? n
Near-end Node Name: procr Far-end Node Name: SES
Near-end Listen Port: 5060 Far-end Listen Port: 5060

Far-end Network Region: 1
Far-end Domain: 10.1.1.100

Bypass If IP Threshold Exceeded? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y

IP Audio Hairpinning? n
Enable Layer 3 Test? n

Session Establishment Timer(min): 120

TMA; Reviewed:
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Step Description

Enter the change trunk-group i command, where “i”” is the number of the trunk group
3. | configured in Step 3.6.1. On Page 1 of the trunk-group form, set configure the
following:

* Signaling Group — enter the Signaling Group number that was used in Step 3.6.2.
* Number of Members — set to 24

change trunk-group 98 Page 1 of 21
TRUNK GROUP

Group Number: 98 Group Type: sip CDR Reports: y
Group Name: TO SES COR: 1 TN: 1 TAC: *098
Direction: two-way Outgoing Display? n

Dial Access? n Night Service:

Queue Length: 0O

Service Type: tie Auth Code? n

Signaling Group: 98
Number of Members: 24
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3.7. Configure Off-PBX Telephone Integration Information

Step Description
1. | Every user must be defined as an off-PBX station in order to enable simultaneous ringing.
To do this, go to the Stations with Off-PBX Telephone Integration screen and map the
Avaya Communication Manager extension to the extension defined in the SES.
Enter change off-pbx-telephone station-mapping n, where n is the number of the phone
extension where a mobile extension shall be configured. Enter the following information:
e Station Extension =n
e Application = OPS
e Phone Number = Phone Number of the new Extension
e Trunk Selection = Trunk used to the SES
e Configuration Set =1
Go to page 2
change off-pbx-telephone station-mapping 51000 Page 1 of 2
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Application Dial Phone Number Trunk Configuration
Extension Prefix Selection Set
51000 OPS - 51000 1 1
Step Description
2. | Change the following:
e Mapping Mode = both
e Bridged Calls = both
change off-pbx-telephone station-mapping 51000 Page 2 of 2
STATIONS WITH OFF-PBX TELEPHONE INTEGRATION
Station Call Mapping Calls Bridged Location
Extension Limit Mode Al lowed Calls
51000 4 both all both
TMA,; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 51
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3.8. Configure Station Information for SIP Desktop.

This step is required if the desktop Avaya IP Telephone is a SIP station. Because Avaya SES
will only allow one SIP endpoint to register at a time, another station ID needs to be created.

To keep the button appearance consistent on both the Agito handset and the Avaya SIP
desktop, the Agito endpoint will login into the SES as the primary phone number and the
Avaya IP telephone (SIP) will login using the secondary phone number. For this example,
station 51000 is the primary number and 53000 is the secondary number. There are no
special settings for station 51000 so the configuration will not be shown.

Step

Description

1.

Enter change station 53000, Enter the following information:

e Station Extension = 53000

e Type=9620

e Name = User Name

e Message Lamp Ext: = 51000

Go to page 4
change station 53000 Page 1 of
STATION
Extension: 53000 Lock Messages? n BCC: O
Type: 9620 Security Code: 123456 TN: 1
Port: S00014 Coverage Path 1: 99 COR: 1
Name: User Name Coverage Path 2: COS: 1
Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 51000
Speakerphone: 2-way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? n
IP Video? n
Customizable Labels? y
TMA; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 51
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Step Description

2. | Change the BUTTON ASSIGNMENTS to use the primary station number, 51000.

1: brdg-appr B:1 E:51000
2: brdg-appr B:2 E:51000
3: brdg-appr B:3 E:51000

change station 53000 Page 4 of
STATION
SITE DATA
Room: Headset? n
Jack: Speaker? n
Cable: Mounting: d
Floor: Cord Length: O
Building: Set Color:

ABBREVIATED DIALING
Listl: List2: List3:

BUTTON ASSIGNMENTS

1: brdg-appr B:1 E:51000 4:
2: brdg-appr B:2 E:51000 5:
3: brdg-appr B:3 E:51000 6:
TMA,; Reviewed: Solution & Interoperability Test Lab Application Notes 15 0f 51
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3.9. Dial Plan

This section describes the steps for setting the route pattern in Avaya Communication
Manager for proper routing of calls from Avaya Communication Manager to Avaya SES.
These calls are ultimately destined for the Agito Networks RoamAnywhere Mobility Router.

Note: Route handling varies from location to location. The following example was used for
compliance testing. Refer to [1] for further options.

From the SAT, enter the following commands and information:

Step Description

1. | To handle the incoming calls to the Agito Mobility Router the dial string need to be
altered. This is done with the change inc-call-handling-trmt trunk-group j command,
where “j” is the trunk group going out to the PSTN. For the compliance testing, the Agito
was expecting the dial string without the 1 so the 1 was deleted. In addition, Automatic
Alternate Routing (AAR) was used to the Agito Router so the AAR feature access code of
3 was inserted.

change inc-call-handling-trmt trunk-group 56 Page 1 of 3
INCOMING CALL HANDLING TREATMENT
Service/ Called Called Del Insert Per Call Night
Feature Len Number CPN/BN Serv
tie 11 1732555 6
tie 11 17328522963 1 3
tie

Step Description

2. | Use the change aar analysis command to add an AAR entry for the Agito Mobility
Router.

change aar analysis 0O Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 0

Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
732582963 10 10 24 aar n
n
n
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Step

Description

Use the change route-pattern command to associate a route pattern to the SIP trunk
which is used to access the Agito Mobility Router.

change route-pattern 24 Page 1 of 3
Pattern Number: 24 Pattern Name:
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 1 0 n user
2: n user
3: n user
none

4. Configure Avaya SIP Enablement Services

This section describes the steps required for Avaya SIP Enablement Services to support the
configuration in Figure 1. The following pages provide step-by-step instructions on how to
create the media server entry, define the host address map entry along with contact
information for the Agito.

Note: It is assumed that that the appropriate license and authentication files have been
installed on the servers and that login and password credentials are available. It is assumed
that the reader has a basic understanding of the administration of Avaya SIP Enablement
Services and has access to the SES Administrator web interface.
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4.1. SIP Trunk Configuration

On the SES, the Agito Mobility Router needs to be configured using both a SIP trunk and a
SIP line. The SIP trunk interface(s) are used by the Agito Mobility Router to terminate a call
to the wireless operator’s network. A SIP trunk is also used by Avaya Communication
Manager to route mobile calls through the SES to the Agito Mobility Router using the Direct
Inward Dialing (DID) number assigned to the Agito Mobility Router.

Step | Description

Access the SES administration web interface by using the URL HTTP://ip-
address/ADMIN in an Internet browser window, where ip-address is the IP address of
the SES server. Log in with the appropriate credentials. The first screen of the interface
is displayed. Select Launch Administration Web Interface.

1.

L T T T NED

@L- o+ [ Albttpsiff10.1.1.10]cq binfunified v [ certhicate Ervar | 44 K| |coo |8

- : — = 5
S |\ stendard Menagement Sokions ‘ | Fitome ~ [ Fects M@ print ~ [ Page + {3 Taols =

AVAYA Integrated Management

Standard Management Solutions

Help Log Off
= SES The Administration Web Interface Launch SES Administration
i . allows you to administer this SES Interface
Administration e

Maintenance The Maintenance Web Interface allows Launch Maintenance Web
you to ntain, troubleshaoot, and Interface
configure the server. FRRGEALRS
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Step | Description
) The following screen is displayed. From the left pane, select Hosts - List.
¢= Top - Windows Internet Explorer
&5 - |A htkps:ff10.1. 1, 10fcgi-binfmadmin/do/toptop V|@' Certificate Errar | || % | | Ll
oy dr [ATDD ]_l @Home - B QQAPrint * |2k Page - ()} T o -
AVAyA Integrated Management
SIP Server Management
Help Exit Server: 10.1.1.10
n
H Top
Map Priorities
M u
Adjunct Systems anage Users Add and delete Users.
Aggregator I';:::i%;:ddress Map Adjust Address Map Priorities.
Certificate Mana t
st I icate Managemen Manage Adjunct Add and delete Adjunct Systems.
Conferences Systems
Emergency Contacts Manage Event Add/Delete Event Aggregators.
Export/Import to ProVision Aggregators
Certificate Manage Certificates.
Management
Manage Conferencing Add and delete Conference
Migrate Home/Edge Extensions.
IM logs Manage Emergency  Add and delete Emergency
Communication Manager Contacts Contacts.
Servers T _
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Outbound calls are first routed by Avaya Communication Manager to the SIP trunk group.

These calls are then subject to further routing decisions determined by Host Address Maps in
the Avaya SES.

The List Hosts screen is displayed, click on Map in the right pane.

(= List Hosts - Windows Internet Explorer

@@ > |A https:ff10.1. 1. 10fcgi-bingmadmin/doflisthosttop w | @ Cer
W [AList Hasts |_| ]

AVAYA

Help Exit

Top ;
Users W List Hosts
Address Map Priorities
Adjunct Systems Commands oot Type
Aggregator Edit Go-To Test-Link Delete 10.1.1.10 SES combined home-edge
Certificate Management
Conferences Migrate Home/Edge
Emergency Contacts
Export/Import to ProVision
Hosts
List

Migrate Home/Edge

IM logs
Communication Manager
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The List Host Address Map screen is displayed. Select, Add Map In New Group.

{2 List Host Address Map - Windows Internet Explorer

@.\-/ﬁ - |A https:}f10.1.1. 10cgi-bin/madmin/dojeditaddressmap/listmap?sid=1 V|@Certificate Errar | 5| X | | L\~

P . - - ¥
w o [ A\ List Host Address Map ] ] . fyHome [ e Print = [k Page » {(J} Taals =

AVAyA Integrated Management

SIP Server Management
Server: 10.1.1.10

Help Exit

Top ] i

e W List Host Address Map
Address Map Priorities

) Host 10.1.1.10

Adjunct Systems

Aggregator No address map entries.
Certificate Management

FrTiETETTEE Add Map In New Group

Emergency Contacts
Export/Import to ProVision
Hosts

List

Migrate Home/Edge
IM logs
Communication Manager

The Add Host Address Map screen is displayed. Enter the following:

e For the Name field, enter a descriptive name to denote the routing pattern.

e For the Pattern field, define an appropriate syntax for address mapping that
matches the format of the DID number used to route mobile calls into the Agito

Mobility Router.
e Retain the check in Replace URI, and click Add.

{2 Add Host Address Map - Windows Internet Explorer,

@.\g) - |A https:fi10.1,1. 10fcgi-bingmadmin/do/editaddressmapfaddgroup?sid=1 V‘@Csrt\ﬁcats Error | || % ‘

ﬂf by [AAdd Host Address Map I_l @Hnme - B @P

fint v |- Page - {0 Tools +

Help Exit
Top |
Users Add Host Address Map
Address Map Priorities
Name* SIPTrunk-2-Agit
Adjunct Systems rn arte
Aggregator Pattern™ ~SIP: 7328522963
Certificate Management Replace URI |
Conferences Fields marked * are required.

Emergency Contacts
;
Export/Import to ProVision

Migrate Home/Edge

M logs

AVAyA Integrated Management

SIP Server Management

Server: 10.1.1.10
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A Continue screen is displayed to confirm the addition. Click Continue to continue.
6.
{Z Continue - Windows Internet Explorer |
@:j - |A https:#i10.1.1. 10{cgi-binfmadmin/do/editaddressmap/da_addgroup V|@ Certificate Error | || X | | R
i:f ﬁ'ﬁ [AContinue l_l @Home - [B Qé;Print - @Page - Q} Tools ~
AVAyA Integrated Management
SIP Server Management
Help Exit Server: 10.1.1.10
Top .
Tors [y © Continue
Address Map Priorities Host address map SIPTrunk-2-Agito added.
Adjunct Systems
Aggregator
Certificate Management
Conferences
Emergency Contacts
Export/Import to ProVision
8 Hosts
List
Migrate Home/Edge
IM logs
Communication Manager
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The List Host Address Map screen is redisplayed, showing the newly added item. On
the List Host Address Map screen, define the contact address for the Agito by
clicking on Add Another Contact on the line below SIPTrunk-2-Agito.

{2 List Host Address Map - Windows Internet Explorer

@@ v |Ahttps:,i,ilﬂ.l.1.1U,icgi-bin,imadmim’dDJ‘editaddressmam‘listmap?sid=1&1:md=c0nt\nue V‘@Cert\ficateError ‘ +2|| X |

w @ IAList Host Address Map I l | fitone - B Pk - [ Pags + ) Tools -

AVAyA Integrated Management

SIP Server Management
Help Exit Server: 10.1.1.10

Top |
¥ Users W List Host Address Map

Address Map Priorities

. Host 10.1.1.10
Adjunct Systems
Aggregator Commands Name Commands Contact
Certificate Management

ErTlETET e Edit Delete SIPTrunk-2-Agito
Emergency Contacts Add Another Map Delete Group
Export/Import to ProVision
2 Hosts
List

Add Map In New Group

Migrate Home/Edge

IM logs

Communication Manager
Servers

Communication Manager
S

Server Configuration

TMA; Reviewed:
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The Add Host Contact screen is displayed. The Contact field specifies the destination
8. | for the call. Populate the Contact field with the service IP address of the Agito that the
SES should substitute into the required URI before sending a message to the Agito.
The Avaya SES replaces $(user) with the user portion of the request URI before
sending the message. Click the Add button.
(= Add Host Contact - Windows Internet Explorer,
@I .;: - |A https:/f10.1.1.10/cgi-bin/madminidofeditaddressmap)addcontactrhandle=SIPTrunk-2-Agitofsid=18c v | @ Certificate £
‘ﬂf <hp IAAdd Host Contact l_‘ @Hnme
Help Exit
Top o
- Add Host Contact
Address Map Priorities _
: Handle SIPTrunk-2-Agito
Adjunct Systems :
|Contact* |5|p:$(u5er]@lD.l.l.lDU:5060;tran5pnr‘t=ud|:||
Aggregator - -
S Fields marked * are required.
Certificate Management
Conferences
Emergency Contacts
Export/Import to ProVision
8 Hosts
List
Migrate Home/Edge
IM logs
Communication Manager
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A Continue screen is displayed to confirm the addition. Click the Continue button.

/= Continue - Windows Internet Explorer

@;. - ‘A https:ff10.1,1,10/cgi-binfmadmin/dofeditaddressmap/do_addcontact "|@ Certificate Error | || X% | ‘ pe

i:f oy IA Continug l_l ﬁHUI‘HE - B @Print = |5k Page = Q} Tools =

AVAyA Integrated Management

SIP Server Management
Server: 10.1.1.11

Help Exit

Top )
T Continue
Address Map Priorities
Adjunct Systems
Aggregator

Host contact sip:$(user)@10.1.1.100:5060;transport=udp added for map entry SIPTrunk-2-Agito

Certificate Management
Conferences
Emergency Contacts

Export/Import to ProVision
=

Li

Migrate Home/Edge
IM logs
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Administer the Agito as a trusted host so that the SES will not challenge SIP messages
from the Agito. From the left pane, select Trusted Hosts - Add Trusted Host. Enter
the IP address of the Agito Mobility Router , click Add to continue.

10.

{= Add Trusted Host - Windows Internet Explorer.
m 7 |A hktps:ff10.1.1, 10/cgi-bin/madmin/doftrustedhostsfadd

"32? '1"';7 [A Add Trusted Host [_]

AVAYA

Help Exit

=
Oﬂsers n Add Trusted Host

Address Map Priorities
Adjunct Systems IP Address™: [10.1.1.100 |

Aggregator Host® 10.1.1.10 »

Certificate Management Comment: |Agito RAMR] |

Conferences Fields marked * are required.
Emergency Contacts

Export/Import to ProVision

Hosts

IM logs

Communication Manager
Servers

Communication Manager
Extensions

Server Configuration
SIP Phone Settings
Survivable Call Processors
System Status
Trace Logger
8 Trusted Hosts
Add
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11.

A Continue screen is displayed to confirm the addition. Click the Continue button.

/= Continue - Windows Internet Explorer,

@; - |£\ https:ff10.1.1.10fcai-binfmadmingdojtrustedhostsdo_add
ﬁ '-‘ﬁf [ﬂ\ Conkinue l l

AVAYA

Help Exit

Top -
Users Continue

Address Map Priorities

Trusted Host 10.1.1.100 added.
Adjunct Systems

Aggregator

Certificate Management

Conferences

Emergency Contact:

Export/Import to ProVision

Hosts

TMA; Reviewed:
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4.2. Add User on Avaya SES

Step | Description
1. Select Users = Add. Fill in the screens as follows.
e Primary handle to 51005
e User ID to 51005
e Password to (create User password)
e Confirm Password
e Hostto 10.1.1.10
e First Name to Tom
e Last Name to Test
e Click the Add Communication Manage Extension check box.
e Select Add
e A dialogue box appears, Click Continue to continue.

{= Add User - Windows Internet Explorer

@m&—/u - |g, htkps:ff10.1. 1. 10fcgi-binfmadminfdojlistusersfadd_user

‘32? R [@. add Lser

[ ]

AVAYA

Help

Top
8 us

aAd

Exit

ers

Add

Default Profile
Delete

Edit

List

Password

Search

Manage All Registered
Users

Search Registered
Devices

Search Registered
Users

dress Map Priorities

Adjunct Systems
Ag
Ce

Co

gregator
rtificate Management

nferences

Emergency Contacts

Export/Import to ProVision

Ho

™M
Co

sts
logs
mmunication Manager

Add User
Primary Handle™ |51.DDS |
User ID |s100s |
Password™ |eesnee ]
|

Confirm Password™® [sessss

Host™® 10.1.1.10

First Name® ltom |

Last Name™ |Test I
Address 1 | |
Address 2 | |
office —

City | |

State | |

Country | |
Zip ]
Survivable Call

Processor

Add Communication

Manager Extension

Fields marked * are required.

Servers
Cs;'l:fllrJrliCEItiOrl Manager
Extensions
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Step | Description

2. The Add Communication Manage Extension page appears, enter the Extension. Click
Add to continue.

Communication Manager Extension - Windows Internet Explorer

G\‘: AT |g, ht'tps:,l',l'lD.l.l.1D,I'cgi—bin,l'mag:lmin,flil_o,l'e_dituseifextensionll'auilg:l_extensinli?auth_us_er_id'=51DDSB{sid=1DDDDDDDZ&J:md=CDntiru.|e

"
ﬂi" :;f"? ‘gl.ﬂ.ddf:nmmunicatinn Manager Extension [ |
Help Exit
Top = o :
8 Users Add Communication Manager Extension

Add
Default Profile
Delete

Add Communication Manager extension for user 51005,
Extension |s1005 |

Communication

Edit Manager TO-10.1.1.1

List Server
Password Fields marked * are required.

earch
anage All Registered Iml
sers

Search Registered

Devices

Search Registered
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5. Configure the Agito RoamAnywhere Mobility Router

5.1. Configure Trunk to Avaya SES

The following configuration steps outline the required settings to enable the Agito
RoamAnywhere Mobility Router to interoperate with the Avaya telephony infrastructure.

Step | Description

1.| Refer to RoamAnywhere Quick Start document to perform basic system configuration
settings (IP, password) from the serial console port.

Access the administrator interface at: https://<ramr-ip-address>/adm

Follow the configuration steps shown in part 1 of the RoamAnywhere Administrator’s
Guide, references 5 thru 7 in Section 9.
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Step | Description

Groups and Users
Policies
| 1P PBis

|| Access Mumbers

» ] Advanced

networks

(_AGITO

Name to Avaya-interop
Type to Avaya

IP Interface to 10.1.1.10
Port to 5060

Domain Name to dev4.com

Select Next to continue.

Configuration

Juid

Monitor

Marne | Avaya-inkerap

Twpe l Avaya v ||

Line-Side Suppoart (]

FQDM or P Address [ 10.1.1.10

Port S060 range =24 - 49157
SIP Transpork udp | ¥ |
Kesp Alive Time 3600 range 60 - 3600 seconds

2.| From the Configuration tab, select Voice = IP PBXs - Add IP PBX - General. Enter
the settings for the PBX similar to the configuration below. Ensure the IP address and
domain name match the Avaya SES and the domain name deployment in Sections 3.3 and
3.3. Set the following:

X ©

Maintenance Troubleshooting

TMA; Reviewed:
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Step | Description

Local Port to 5060

Remote Port to 5060

Select Next to continue.

(AGITO

networks

Groups and Users
Policies
| Voice

|| Access Numbers

» | Advanced

Name to avaya-interop-trunk
Description to avaya-interop-trunk

Remote FQDN or IP Address to 10.1.1.10

ol

3.| From the Configuration tab, select Voice = IP PBXs - Add IP PBX - SIP Trunk.
Ensure the IP address is set to the IP of the Avaya SES. Set the following:

X ©

Configuration Monitor Maintenance Troubleshooting
= [P PBXs
General Dial Plan Lines Options
T arne [nvava-interp-trunk ]
Description [Fwaya-interp trunk |
Local IP Interface eth0 {10.1,1.100)
Local Part range f024 - 49757

Remote FODM or IP Address 10.1.1.10

Remote Park 5060

SIP Transport | udp v

range fifd - 48757

TMA; Reviewed:
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Step | Description

4.| From the Configuration tab, select Voice = IP PBXs - Add IP PBX - Dial Plan. Set
the Dial Plan to match that used by Avaya Communication Manager for routing calls.
Ensure the Local Area Code (LAC) matches the enterprise location and whether or not the
LAC is required for local external calls.

Outside Line Access Code to 9

National Number Prefix to 1

International access Code to 011

Local Country Code to 1

Local Area Code to 732

Exclude LAC for Local Number to Uncheck

Select Apply to commit the settings and complete the addition of the IP PBX settings.

(L AGITO W % @

Configuration Monitor Maintenance Troubleshooting

Groups and Users

#= IP PBXs
Policies
General SIP Trunk Dial Plan Lines Options
|| IP PB¥s
| ') Aecess Numbers Outside Ling Access Code D
05 A d Full Mumber Caller I on WiFi
[ Advance Mational Mumber Prefix
Full Mumber Caller 10 on Cellul
International Access Code 011
Use Short Mumber For Outgoir
Local Country Code
Local Area Code (LAC) 732
Short Number M
Exclude LAC For Local Mumber
Anchored Call Caller ID Mapping () Mone
() Use Prefix

=) Automatic

Anonymous Call Caller ID 0000000000

| Apply |

TMA,; Reviewed: Solution & Interoperability Test Lab Application Notes 33 of 51
SPOC 11/25/2008 ©2008 Avaya Inc. All Rights Reserved. Agito-20-ACM-5



In order to be able to access the enterprise features and dial plan when outside the enterprise
on the cellular network as well as activating enterprise voicemail, configure an access
number for the incoming trunk connection. The Cellular Access Number should be a PSTN
DID allocated to the enterprise that routes through the IP PBX to the SIP trunk terminating
on the RoamAnywhere Mobility Router. The VolP Access Number should be configured
as a valid digit pattern in the IP PBX dial plan that terminates on the SIP trunk connected to
the Mobility Router. Ensure that your VVoice Mail Access Number is also configured to
match the digits used within your enterprise.

5.| From the Configuration tab, select Voice = Access Numbers - Add Access Numbers.
Set the following options:

Name to InteropAN2963

Description to AccessNumber2963
Cellular Access Number to 7328522963
Cellular Handover Number to 7328522963
VoIP Access Number to 5552345678

Voice Mail Access Number to 59999

Select Apply to commit the settings.

e 4 L ¢§ AL ‘x Qf

i Eunﬂgr.watlnn Monitor Maintenance Troubleshooting

Gioups and lse #= Access Numbers

Policies

- Mame E Interopal2963
| IP PBXs
| | Access Numbers Description [AccessNumber2963

» B3 Advanced Cellular Access Mumber 1?328522963

Cellular Handaower Mumnber l?328522963

WaolP Handawer Mumber i40823456?8

Woice Mail Access Number ’59999

Apply |
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| Groups and Users
Paolicies
[ | IP PEYs
|| Access Numbers
¥ [yAdvanced
|} SIP Server

| Device Types

QAGITO

networks

|| Media Server

| Cellular Operators

Juid

Monitor

Configuration

RFiC 2533 Default Payload [12?

Inband DTMF Detection L

Apply
L

6. From the Configuration tab, select Voice - Advanced - Media Server. Set the RFC
2833 Default Payload type to be “127” for DTMF processing of digits. Select Apply to
commit the settings.

X ©

Maintenance Troubleshooting

range 95 - 127
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5.2. Create the Avaya-GRP Group

1.| From the Configuration tab, select Groups = General. Set the following options:

e Name to Avaya-GRP
e [P PBXto Avaya-GRP
e Access Numbers to InteropAN2963

Select Next to continue.

pnetworks l]l]l x Q“
Monitor Maintenance Troubleshooting
Groups and Users

| Users
Mame | Araya-GRP |
1P PEX, I Avaya-interop | || Add
Access Numbers l InteropAN2963 v Jl Add
External Group Authorization ||
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2.| From the Configuration tab, select Groups = Security. Set the following options:

Check Digest

Check Same as RA user ID

Password to get the password from PBX admin
Client-Side Security (WiFi) to None
Client-Side Security (Cellular) to None

Select Options to continue.

(_AGITO

networks

il ‘x Q}'

Configuration Monitor Maintenance Troubleshooting

Groups and Users

=
] Groups
|

y General Security Options | Calling Rules Users
|| Users

PEX-Side Security () Mone

|...,. Digesk | User ID | (= Sarne as A user ID|

I Default
| Password |kl |

Client-Side Security (WiFi)

() Certificate
Client-Side Security {Cellular)

I_J) Generate randamm pin per user

() Default Fin

|| Aol to af exdrting users i (i group
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3.| From the Configuration tab, select Groups - Options. Set the following options:

e Check Allow VoIP from remote WiFi networks

e Check Allow from cellular data networks if you want all users to have the ability to
access Directory Query utilizing the cellular data connection

e Check Allow from remote WiFi networks

e Check Route all outgoing calls through the enterprise

e Check Allow outbound calls directly over cellular

Select Next to continue.

networks l]l]l “ Qg
Monitor Maintenance Troubleshooting
Groups and Users v L ciiigs
e
3 General Security Calling Rules Users
|| Users
Secure Remate Yoice Allow YaIP from remate WiFi networks  Remote Access
Secure Enterprise Services Allow fram cellular data netwarks
Allove From remote WiFi networks
Enterprise:Cellular. &l Routing. || Forward all direct incoming cellular calls through the enterprise (this could increase maobile costs)
Route all oubgoing calls through the enterprise
() Route all outgoing calls directly over cellular
() Route all outgoing calls directly over cellular except
Personal Call Routing Allow outbound calls directly over cellular
Call Ignore || Tgnore call on all shared line devices (stops ringing your desk phone)
Apply || Anoie to af existing users in this group
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5.3. Create users

Group to Avaya-GRP

User ID to 51005

Full Name to Tom Test

Password to (enter the password for the
Access Numbers to InteropAN2963

Select Next to continue.

(_AGITO 2
networks
Configuration
Groups and Users [ »= Users
| ] Groups
_—

Group

Avaya-GRP @+ Add

UserID  [51005

1.| From the Configuration tab, select Users = General. Set the following options:

Juid

Monitor

X ©

Maintenance Troubleshooting

Full Marne | Tom Test

|

Local User

Password |******

Enabled

TMA; Reviewed:
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2.| From the Configuration tab, select Users - Line. Set the following options:

Directory Number to 51005

Enterprise Number to (obtain information from Agito)
Check PBX-Side Security to None

Check Client-Side Security (WiFi) to None

Check Client-Side Security (Cellular) to None

Select Mobile Device to continue.

pﬁetworks al-ll'll x Q;
Configuration Monitor Maintenance Troubleshooting
Groups and Users st IS
|| Graups
General | Line | | Mobile Device Calling Rules Home Locations Options
Directory Mumber | 51005 |
Enterprise Mumber | ) | This field is required

PE¥-Side Security one

\_) Digest
Client-Side Security (WiFi) Mone

() Certificate

Client-Side Security (Cellular) None

() Fin

| Apply |

5.4. Voice Mail Configuration

This section describes the steps for configuring voicemail for extensions in the Avaya
telephony infrastructure. For informational purposes, steps for both Avaya Modular
Messaging and Avaya IA770 INTUITY AUDIX are included in this document. Use the setup
information appropriate for the environment being configured.

Note: It is recommended that at least four rings be used to route a call to voice mail.
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5.5. Configure Subscriber on Avaya Modular Messaging

1.

Connect to the Modular Messaging Administration page. For this example http://10.1.1.40/
was used. Select Continue. Enter the appropriate Username and Password information.
Click Login to proceed.

ttp://10.1.1.40/cgi-hinfunsec_login - Windaws Internet Explorer
@E‘; x |& hitp:/{10.1.1.40fcgi-binjunsec_login v|_$? )( | ‘ p'
i Fle Edt View Favortes Tools Help s
ﬁ 4&7 |?http:HlU‘1.lﬂElﬂcgl-hln,iunsecJogln [_‘ @ . @ . ﬂ}page B} QTDD\S o=

AVAYA Messaging Administration

Modular Messaging

Welcome

Messaging Administration are browser-based tools for installation, administration,
maintenance, and upgrade of Avaya Messaging Systems.

Before You Begin

This system is restricted solely to authorized users for legitimate businesspurposes
only. The actual or attempted unauthorized access, use, ormodification of this system
is strictly prohibited. Unauthorized users aresubject to company disciplinary
procedures and or criminal and civil penaltiesunder state, federal, or other applicable
domestic and foreign laws. The use ofthis system may be monitored and recorded for
administrative and securityreasons. Anyone accessing this system expressly consents
to such monitoring andrecording, and is advised that if it reveals possible evidence of
criminalactivity, the evidence of such activity may be provided to law
enforcementofficials. All users must comply with all corporate instructions regarding
theprotection of information assets.

Avaya provides you a security certificate to establish an encrypted, secure session to
communicate with this website. Before you continue, click Help for the procedure to
accept the certificate before logging in to Messaging Administration.

oo |
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Step | Description

Select Subscriber Management.

Messaging Admi

@_\?; || httpsifj10.1.1.40]cgibinjdo_login v |4 cortificata Error || ¥4 X | oo 2]~
File Edit View Favorites Tools Help @ <
o dr I@Massaging Admiristration I_l 5 - = > |2k Page - {0F Tools -
AVAyA Modular Messaging
Messaging Administration

Help Log Off This server: 10.1.1.40
¥ Messaaina Administration 'S
Subscriber Management [l
ACUVITY LOg LonTiguration
Messaging Attributes
lasses-of-Service
Enhanced-List The Web Interface allows you to maintain, troubleshoot, and configure your Messaging System. Select a link from the left-side menu to display the
Sending Res!| ions corresponding page.

System Administration

Request Remote Update

Networked Machines

Trusted Servers
¥ Server Administration

TCP/IP Network Configura

External Hosts

S Host Setup

MAS Host Send
Windows Domain Setup
Console Reboot Option
Date/Time/NTP Server
Syslog Server

Messaging Administration

SMTP Options

Select Manage aligned with Local Subscribers.

v ‘ d Certificate Errar | "1 X ‘ p =
iew  Favorites T ! & -
s o |§Messaging Bdlmiristration Ii‘ 5 - b~ |5k Page + () Tools -

AVAyA Modular Messaging

Messaging Administration

Help Log Off This server: 10.1.1.40
stratipn

L | -
r Managemerdll | Manage Subscribers
Log Configuration
utes
Classes-of-Service
Enhanced-Lists

shelolama st « Local Subscriber Mailbox Number[ | [ Addor edit |

Regquest Remote Update

Networked Machines

Trusted Servers Machine Name Subscriber Licenses Used Total Subscribers Filtered Subscribers
¥ Server Administration 3

;::::arﬁ;w;k Configurafs « Local Subscribers s e it .

MAS Host Setup

MAS Host Send il
Windows Domain Setup + Remote Subscribers

internet 0

0

Console Reboot Option
Date/Time/NTP Server
Syslog Server
Modem/Terminal Display

SMTP Options r
Mail Options Page | |
IMAP/SMTP Status Siatis |

rver Information |
Server Status
Alarm Summary
Disk Information
Server Notes
CMOS Settings
RAID Statu
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Step | Description

Select Add a New Subscriber.

@@ + | https:ff10.1.1.40/cgrbinjda_login |1 contficate Errar |49 | %] | [[2]-
File Edt Wiew Favortes Todls Help o -
W l@Messaging Adhinistration 171 v Bl v Pags - ) Tanks <
AVAyA Modular Messaging

Messaging Administration

Help Log Off This server: 10.1.1.40

“ Manage Local Subscribers

Messaging Attributes

Classes-of-Service Subscriber Licenses Used: 6 of 100 Total Subscribers: 7
Enhanced-Lists . ! . I
e System Mailboxes: 1 Filtered Subscribers: 7

Request Remote Update
Networked Machines
Trusted ﬁer\rers

¥ Server Adm
TCP/1P Nel Hé t?tt
External Hosts g s
MAS Host Setup glad, tom
MASdHBSt Send master, postmaster
Windows Domain Setup test, dylan
Console Reboot Option Iy té ¥
Date/Time/NTP Server es
Syslog Server teste7d
Modem/ Terminal Display

51002
51003
50001
99995
50005
52000
40003

51002
51003
50001
99998
50005
5z000
40003

coowooo
L

Modem/Terminal
Default Routs
v IMAP/SMTP Ad

IMAP/SMTP Status
* Server Information

Server Status
Alarm Summary
Disk Information [ Sort and Filter Subscribers ]
Server Notes
CMOS Settings [
RAID Status

Rebuild RAID Status

Reboot Interval | Add a New Subscriber

Rebuild RAID 1 Array [ ]

Display Report of Subscribers ]
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Description

Enter the Follow User Information:

Last Name, Password Mailbox Number, Numeric Address. Select Save to continue.

essaging Administration - Windows Internet Explorer

V|@CertificatsErrUr |"} A |

@‘C.}‘ - \g https:fi10.1,1,.40jcgi-binfdo_login
ﬂf *‘1% IEMessag\ng Administration I I

P f - B

= v ik Page - {0 Tools -

= Messaging Administration [P

Request Remote Update
Metwarked Machines
Trusted Servers

W

MAS Host Setup
MAS Host Send
Windows Domain Setup
Console Rebaot Option
Date/ Time/NTP Server

rminsl Display
rminal Configurd
rminsl Remowal

Server Status
Alarm Surmmar
Disk Information
Server Notes
CMOS Settings
RAID Ststus
Rebuild RAID Stitus
Reboot Interval

= Utilities

/DVD Eject
Messaging D
Start Messaging

s
Administration History
Alarm
Backup
Command Line History

ELA Delive

ey Failures
MTP

Server Events
Softwsre Management
Subscriber Activity

IMAP/SMTP Traffic
Messaging Messurenments
System Evalusti

= Disgnostics
Alarm Origination
LDAP Connection
SMTP Connection
POP3 Connection
IMAP4 Connection
Mail Delivery
Ping Another Server
Mame Server Lookup

~ Software Mansgement
Messsging Software Displ
Server Software Display
SoRtware Installstion
Software Verification
Software Rermovsl
Software Update

Add Local Subscriber

BASIC INFORMATION
= (Required Fields)

fastMame [ 000000 ]
P [ ]

Numeric Address

Class Of Serviee

SUBSCRIBER DIRECTORY

Email Handle [ | pdevmasdevdcom
Common Name

SUBSCRIBER SECURITY

Immedistely Expire Password?

MAILBOX FEATURES

Personal Operator Mailbox
TUl Message Order ||urgent first then :11&31V|
VoiceMzil Enabled | [ves ¥

SECONDARY EXTENSIONS
No Secondary Extensions <~AGd--
MISCELLANEOUS

Miscellzneoust [ |
Miscellsneousy | |

Back el

Modular Messaging
Messaging Administration

This server: 10.1.1.40

~
T (—
PBX Extension ([ |
“Community 1D
Telephone Humber
ASCII Version of Name
Is Mailbox Locked? |[ng ™
Fersenal Operater Schedule Alwavs Active™
Intercom Paging || paging is off =
Secondary Extension [ |
Caller Application | (none) ¥|
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Miscellsneouss |[ |

| <
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5.6. Configure Subscriber on Avaya IA770 INTUITY AUDIX

Connect to Avaya Communication Manager; for this example http://10.1.1.1/ was used. Select
Continue. Enter the appropriate Logon ID and Password information and click Login. Click
Launch Maintenance Web Interface to continue.

/j Standard Management Solutions - Windows Internet Explorer

@\-_ ¥y ] httpsifiio.1.1.1jcaibinjurified [ cortficareErrar | |49 % | |[2]-

© File Edt ‘Wew Favorites Tools Help

w o [gStandardManagementsnlutmns I I i firHome - E

= . >
o=h Print ~ |7 Page + {(}f Tooks -

AVAyA Integrated Management
Standard Management Solutions
Help Log Off
: Installation Launch Avaya Installation Wizard Launch Avaya Installation Wizard
The Avaya Network Region Wizard Launch Avaya Network Region
allows you to quickly administer Wizard
network regions.
CM The Mative Configuration Manager Launch Native Configuration
P - allows you to administer this system Manager
Administration using a graphically enhanced SAT
applet.
Maintenance The Maintenance Web Interface allows Launch Maintenance Web
you to maintain, troubleshoot, and Interface
configure the media server. -
Upgrade The Upgrade Tool allows you to Launch Upgrade Tool
upgrade all servers, Survivable
Processors, G700 Media Gateways, and
G350 Media Gateways.
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Click on Messaging Administration then click on Messaging.

~ devcon44 - Windows Internet Explorer

(€12 A |g, https:{/10.1.1,1/cgi-bin/maint/maintHain "‘@Cemf‘ﬂﬁt& Error “? = | | 2

e [g, devcondd I_I 5 Home ~ [ s Print - |- Page  {(Jf Tools +

AVAyA Integrated Management

Maintenance Web Pages

This Server: [1] devcon44
Current mianis

Agent Status Notice
SNMP Agents
LTS 2001-2007 Avaya Inc. All Rights Reserved.
ilters
SNMP Test i
Jiagnastics Copvright
Restart:
ssst:,“s,_ugs Except where expressly stated otherwise, the Product is protected by copyright and other laws respecting proprietary rights.
Ping ) ) ) )
Traceroute Unauthorized reproduction, transfer, and or use can be a criminal, as well as a civil, offense under the applicable law.
Netstat
Modem Test Third-party Components
Network Time Sync
ELEY Certain software programs or portions thereof included in the Product may contain software distributed under third party agreements ("Third Pal
Status Summary Companents”), which may contain terms that expand or limit rights to use certain portions of the Product ("Third Party Terms"). Information identifying Third
Process Status Party Components and the Third Party Terms that apply to them are available on Avaya's web site at:http://support.avaya.com/ThirdPartylicense
Shutdown Server
Server Date/Time
Software Version rademarks
Configure Server Avaya is a trademark of Avaya Inc.
Restore Defaults
Eject CD-ROM Multivantage is a trademark of Avaya Inc.
erver Upgrades
Manage Software All non-Avaya trademarks are the property of their respective owners.

Make Upgrade Permanent
Boot Partition
Manage Updates
BIOS Upgrade
)ata Backup/Restore
Backup Now
Backup History
Schedule Backup
Backup Logs
View/Restore Data
Restore History
Format CompaciFlash
ecurit
Administrator Accounts
Login Account Policy
Login Reports
Modem
Server Access
Syslog Server
License File
Authent
Firewall

Tripwire Commands

Install Root Certificate

SSH Keys

Web Access Mask
Media Gateways

Configuration
Miscellaneous

File Synchronization

IP Phones

Download Files

CM Phone Message File

Tftpboot Directory

Serial Numbers

SES Software
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Login with the appropriate Login and Password.

Z Messaging Administration - Windows Internet Explorer

& https:fi10.1,1.1 cswebadm/globalfcgi-bin/buidFrames pl ~ | gl Certificats Error
T,.\? g ,’fﬁHome ~ B o= Prnt v Page - (OF Tooks - @Heln -

AVAyA IA 770 Intuity™ Audix® Messaging

Messaging Administration
Help This server: dev:m144
v Messaging Administrati Messaging Administration F

Customer Options
Messaging
v Server Administration To log in, first select the applet below. Then, enter your login and password.
External Hosts
wIMAP/SMTP Administration
General Options Connected to 10.1.1.1
Mail Options
SMTP Status
AUDIX Networked Machi
Excluded Mailbox Admin
vServer Information
System Status
Alarm Summary
Voice Channel Monitor
Server Notes
 Utilities
Start Messaging
Stop Messaging
vLogs
Administration History
Administrator
Alarm
Backup

Software Management
Maintenance
IMAP/SMTP Messaging
Restore

vReports

System Ewvaluation
IMAP/SMTP Traffic
vDiagnostics
SMTP Connection
POP3 Connection
IMAP4 Connection
Mail Delivery
Ping Another Server
Name Server Lookup
vSoftware Management
List Messaging Software
Software Installation
Software Verification
Software Removal F1 = Cancel, F2 = Refresh, F3 = Enter, F4 = ClearFld, F5 = Help, F6 = Choices, F7 = NextPage, F8 = PrevPage
LUV ELER G EUEEIN  Caution: Function keys may not work on all terminal types.
v Call Transfer Administratio
Allowed Number Add .
Allowed Number Deletion When finished, type exit at the command prompt, and press ENTER.
Allowed Number Display
Denied Number Ad
Denied N er Dele

Done 3 € Internet H100% -
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At the prompt, type add subscriber X where X is the extension, and press Enter. Enter the
following: Name, Password, (the Password will disappear after being entered). Click Enter to
continue.

{= Messaging Administration - Windows Internet Explorer Q@@l

: gl Certificate Error

iy ~ ik Page ~ {0 Todls - @) Help +
IA 770 Intuity™ Audix® Messaging
Messaging Administration

Help This server: devcon44|
¥ Messaging Administration [ Messaging Administration A

Customer Options

Messaging . )
vServer Administration To log in, first select the applet below. Then, enter your login and password.

External Hosts
*IMAP/SMTP Administration
General Options Connected to 10.1.1.1
Mail Options
SMTP Status
AUDIX Networked Machine]
Excluded Mailbox Admin
vServer Information
System Status
Alarm Summary
Voice Channel Monitor
Server Notes
 Utilities
Start Messaging
Stop Messaging
*Logs
Administration History
Administrator
Alarm
Backup
Software Management
Maintenance
IMAP/SMTP Messaging
Restore
*Reports
System Evaluation
IMAP/SMTP Traffic
*Diagnostics
SMTP Connection
POP3 Connection

AUDIX Active lar A Logins: 1

add subscriber 51020 Page 1 of Z

Enail Adddress:

IMAP4 Connection
Mail Delivery
Ping Another Server

Press [ENNTER] to execute or press [CANCEL] to abort
ern command: ad [t}

Name Server Lookup

¥ Software Management
List Messaging Software
Software Installation
Software Verification
Software Removal F1=Cancel, F2 = Refresh. F3 = Enter, F4 = ClearFld. F5 = Help, F6 = Choices, F7 = NextPage, F8 = PrevPage
Adv Software Installation Caution- Function keys may not work on all terminal types.

v Call Transfer Administratio
Allowed Number Addition .
puEmr e \When finished, type exit at the command prompt, and press ENTER.
Allowed Number Display

Denied Number Addition

Denied Number Deletion |3

3 @ ntermet #1003 -

6. Interoperability Compliance Testing

Testing was conducted via the DevConnect Program at the Avaya Solution and
Interoperability Test Lab. Compliance testing verified the integration between an Avaya
telephony infrastructure and Agito Networks RoamAnywhere Mobility Router and the ability
for an enterprise user to be accessible via one business number whether the user is in the
office or mobile.
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6.1. General Test Approach

The general test approach was to make mobile originating and mobile terminating calls route
through the Avaya telephony infrastructure. All feature functionality test cases were
performed manually. In addition, testing entailed verifying different types of Avaya
telephones and system features interacting with the Agito solution. Tests were performed
focusing on the following calling patterns:
e mobile originated calls routed through the Avaya telephony infrastructure terminating
to a [desk phone, mobile device or PSTN]
mobile terminated calls routed through the Avaya telephony infrastructure
desktop originated calls routed to mobile devices
DTMF digit support for voicemail, conference and IVR calls
Abbreviated Dialing
Call Forward All
Call Forward Cancel
Call Hold / Unhold
Send All Calls
Send All Calls Cancel
Shared Line Appearance
Transfer
Transfer To Desk
Transfer On Hang-Up

6.2. Test Results

The test objectives of section 6.1 were verified. The Agito Networks RoamAnywhere
Mobility Router successfully completed all test cases for the features identified in section
6.1. The Agito Networks RoamAnywhere Mobility Router is able to route inbound/outbound
calls to/from Avaya Communication Manager with all services tested.

7. Support

Use the following contacts for technical support of Agito Networks RoamAnywhere
Mobility products:

e Web site: http://www.agitonetworks.com/

e Email: support@agitonetworks.com

e Telephone: (408) 919-8000
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8. Conclusion

These Application Notes describe the configuration steps required for integrating the Agito
Networks RoamAnywhere Mobility Router into an Avaya telephony infrastructure. For the
configuration described in these Application Notes, the Agito Networks RoamAnywhere
Mobility Router was responsible for bridging landline connectivity to an Avaya telephony
infrastructure with the wireless connectivity to the GSM network. The functionality of the
combined Avaya and Agito Networks solution was validated via the DevConnect Program at
the Avaya Solution and Interoperability Test Lab. All feature functionality test cases passed.

9. Additional References

Product documentation for Avaya products may be found at http://support.avaya.com.
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Document Number 03-300509
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[3] Messaging Application Server (MAS) Administration Guide Release 3.1, February
2007

[4] Avaya one-X Deskphone Edition for 9600 Series IP Telephones Administrator Guide
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[5] RoamAnywhere Mobility Router Administrator’s Guide, Version 1.0, February 2008

[6] 2000 Series and 4000 Series RoamAnywhere Mobility Router Quick Start, Version 2.0,
September 2008.

[7] RoamAnywhere User’s Guide, Version 2.0, September 2008.
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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