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Abstract

These Application Notes describe the configuration steps requiredA$® telecom
MARATHON EVOLUTION voice recorder to interoperate with Avaya Aufd
Communication Manager using Avaya AlfaApplication Enablement Services ASC
telecom MARATHON EVOLUTION voice recorderis a call recording solution. In th
compliance testingASC telecomMARATHON EVOLUTION voice recorderused thq
Telephony Services Application Programming Interface from Avaya "Muwspplication
Enablement Services to monitor stat on Avaya Aurd’ Communication Manager, and us
passive monitoring of the PSTN truné capture the media associated with the monit
stations for call recording

Information in these Application Notes has been obtained through compliance testi
additional technical discussions. Testing was conducted viBek€onnectProgram at the
Avaya Solution and Interoperability Test Lab.
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1. Introduc tion

TheseApplication Notesdescribe the configuration used to enableABE telecom
MARATHON EVOLUTION voicerecording serveto interoperate withvaya Aurd"
Communication ManageandAvaya Aurd" Application Enablement Services

1.1. Interoperability Compliance Testing

The following tests were performed as part of the compliance testing:
1 The following test scenarios were used to test the vaRtARATHON EVOLUTION
features:
o Basic call
Hold/retrieve
Transfer/ Blind transfer
Conferencing
Call forwarding
Hunt group calls
Calls to/from bridged appearances
1 MARATHON EVOLUTIONG S robustness was tested by veri
interruptions to its external connections including:
o0 The LAN connection betwedlARATHON EVOLUTION and the network
0 The LAN connection betweeRIApassiveand the network
o0 The connection of the PBX to the network
1 MARATHON EVOLUTIONG S robustness was further tested
from power interruptions to the following components:
o TheMARATHON EVOLUTION server
o0 TheRIApassiveserver
o0 TheCommunication Managersed byMARATHON EVOLUTION.

O O0OO0OO0OO0Oo

1.2. Support
Support for ASGelecom MARATHON EVOLUTION is available at:

ASC telecom AG
Seibelstrasse-2

63768 Hoesbach

Germany

Phone +49 6021 5001

Fax +49 6021 500310
E-Mail hg@asctelecom.com
http://www.asctelecom.com
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2. Reference Configuration
The following diagram shows tle@nfiguration used for conformance testing

( 192.168.150.X () ((202168.60x () ( 102168200x() ( 192.168.10.X()
‘ | 12 151|152 ‘
ﬁ ﬁ ASC 101
i BB <
A b Cc d RIApassive ' Avaya Aura™
Avaya IP Telephones ASC Marathon ASC " Application Enablement
Evolution POWERplay Services

Avaya Aura™

Units under test Clan: Qi T
/ PRI '

Avaya Aura™
| Communication Manager b h Communication Manager
- Passive tap S8720 Server S8710 Server
i k Avaya G650 Avaya Dlgltal Telephones Avgya G650
Media Gateway Media Gateway

Figure 1: MARATHON EVOLUTION ReferenceConfiguration

In the above diagram, tie&SC MARATHON EVOLUTION record voice conersations from
telephones attached to PBX The speech recorder is attached to the PSTN PRI trunk via a
passive tap. The ASRIApassivereceives events from tilev a y a  Applicatiéh

Enablement Serviceserver when the state of calls associated with PBX 1 change, and informs
theMARATHON EVOLUTION of these transitions. The TSAPI service provided by
Application Enablement Servicesused to monitor call activitgssociated with PBX 1.

PBX 2 is included in the configuration solely to test the ability to monitor conversations which
traverse a trunk to a networked PBXhe stations attached to PBX 2 are not monitored by ASC
MARATHON EVOLUTION. The PBX 2 sysim isattached to PBX 1 via an/l®SIGtrunk,

and is used as a networked PBX system. This allows remote networked telephones (g, h) to be
included in the test.

The ASC POWERIay client provides playback and administration for voice files.

The telephonedepictedin theseApplication Notesare designated by an upper case ldftter
configured to be monitored by thMARATHON EVOLUTION voice recorder. Aower case
letterdesignates those terminals which have been configured to not be monitored or are possibly
unable to bemonitored.

The following table contains additional information about each of the teleplstwogn in
Figure 1. A A*o0o in the AMonitoredo column indicat
MARATHON EVOLUTION voicerecorder.
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Phone | Monitor ed Model Extension
A * Avaya 1616 60071
b Avaya 1608 60062
C * Avaya 9640G 60093
d Avaya 9630G 60184
E * Avaya 2410 60007
f Avaya 2410 60008
g Avaya 2420 10007
h Avaya 2420 10008
J N/A 069xxxx 6176
k N/A 069xxxx 6630
L Hunt Group (A& 61000
C)

Table 1: Device Monitor Configuration

3. Equipment and Software Validated

Software Component

Version

AvayaAura™ CommunicatiorManager

5.2.1

R015x.02.1.016.4
Patch: 17774

Avaya TN2312BP IP SERVER INTFC HW11/FW049
Avaya TN799DP CONTROILAN HWO01/FW032
Avaya TN2302AP IP MEDIA PROCESSOR| HW20/FW120
Avaya 1608 IP Telephone 1211
Avaya 1616 IP Telephone 1211
Avaya 9630G IP Telephone H.323 /3.1
Avaya 9640G IP Telephone H.323/2.4.2
Avay_aAuraE Application Enablement 59
Services )

ASC Marathon Evolution SW 9.0
ASCRIApassive 6.0

ASC RIApassiveplatform OS MicrosoftXP SP3
ASC POWERIlay 9.0

ASC POWERIay platform OS

MicrosoftXP SP3

MRR; Reviewed:
SPOC4/19/2010

Table 2: Hardware/Software Component Versions
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4. Configuration

The configuration information in this section covers only PBXtlie system to which the
MARATHON EVOLUTION voicerecordelis attached.

4.1. Configure Avaya Aura E Communication Manager

The configuration and verification operations illustrated in this section were all performed using
the Communication Manageystem Administration Termin&BAT) via SSH port 5022.

The information provided in this section describesciafiguration ofCommunication Manager
for this solution. For all other provisioning information such as installation and configuration,
please refer to the product documentation in refesdi¢eand|[2].

4.1.1. Verify system -parameters customer -options

Use thedisplay systemparameters customeroptions command to verify tha€ommunication
Manageris configured to meet the minimum requirements toMARATHON EVOLOUTION.
Those items shown ipold indicate required values or minimum capacity requirements
associated with the system licendéthese are not met the configuration, please contact an
Avaya representative for further assistance.

Parameter Usage
Maximum Cacurrently Registered IP | This must be sufficient to support the total numbet
Stations (p.2) IP stations
IP Stations? (p.4) This parameter must be
IP_Phone (p.10) This parameter must be ské number of IP stations

Table 3: SystemParameters Cusomer-Options Parameters

display  system - parameters customer - options Page 2of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 1000 70
Maximum Concurrently Registered IP Stations: 18000 6
Maximum Administered Remote Office Trunks: O 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: 10 0
Max Concur Registered Unauthenticated H.323 Stations: 0 0
Maximum Video Capable H.323 Stations: 0 0
Maximum Video Capable IP Softphones: 1000 0
Maximum Administered SIP Trunks: 1000 255
Maximum Administered Ad - hoc Video Conferencing Ports: 0 0
Maximum Number of DS1 Boards with Echo Cancellation: 10 0
Maximum TN2501 VAL Boards: 10 1
Maximum Media Gateway VAL Sources:0 0
Maximum TN2602 Boards with 80 VolP Channels: 128 1
Maximum TN2602 Boards with 320 VolP Channels: 12 8 0
Maximum Number of Expanded Meet - me Conference Ports: 0 0

Figure 2. SystemParameters CustomerOptions Screen p. 2
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display system - parameters customer - options Pa ge 4of 11
OPTIONAL FEATURES

Emergency Access to Attendant? y | P Stations? y
Enable ‘dadmin' Login? y
Enhanced Conferencing? y ISDN Feature Plu s?n
Enhanced EC500? y ISDN/SIP Network Call Redirection? y
Enterprise Survivable Server? n ISDN - BRI Trunks? y
Enterprise Wide Licensing? n ISDN -PRI?y
ESS Administration? n Local Survivable Processor? n
Extended Cvg/Fwd Admin? y Malicious Call Trace? n
External Device Alarm Admin? n Media Encryption Over IP? n
Five Port Networks Max Pe rMCC?n Mode Code for Centralized Voice Mail? n
Flexible Billing? n
Forced Entry of Account Codes? n Multifrequency Signaling? y
Global Call Classification? n Multimedia Call Handling (Basic)? n
Hospitality (Basic)?y  Multimedia Call Handling (Enhanced)? n
Hospitality (G3V3 Enhancements)? n Multimedia IP SIP Trunking? n
IP Trunks?y

IP Attendant Consoles? y

Figure 3: SystemParameters Cusbmer-Options Screenp. 4

display system - parameters customer - options Page 10 of 11
MAXIMUM IP REGISTRATIONS BY PRODUCT ID

Product ID Rel. Limit Used
IP_API_A : 1000 0

IP_API_B : 1000 0

IP_API_C : 1000 0

IP_Agent : 1000 0

IP_IR_A : 1000 0

IP_Phone : 12000 4
IP_ROMax : 12000 0

IP_Soft : 1000 0

IP_eCons 1128 0

oneX_Comm  :12000 0

Figure 4. SystemParameters CustomerOptions Screenp. 10
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4.1.2. Configure Interface to  Avaya Aura '™ Appli cation Enablement Services
Use thechange ipservicescommand taonfigurethe interface to th&pplication Enablement
Servicesserver as shown in the following table.

Parameter Usage
Service Typdp.1) Enter AAESVCSO.
Enabled(p.1) Enter AnAytheserviceenabl e
Local Node(p.1) Enter the IP node name for the CLAN interface.
Local Port (p.1) Enter A87650.

Enter the name that was assigned toApplication

AE Services Server (D4 Enablement Serviceserver when it was installed.

Enter the password that was assigned to the switc

Password (p.4) connection, as shown Figure 16.

Enabled (p.% Enter Ayo to enable th

Table 4: IP Services Parameters

change ip - services Page 1lof 4
IP SERVICES
Service Enabled Local Local Remote = Remote
Type Node Port Node Port
AESVCS y clan 8765

Figure 5: IP ServicesScreen p. 1

change ip - services Page 4of 4
AE Services Administration
Server ID AE Services Password Enabled Status
Server
1: aes - serverl XXXXXXXXXXXXXXXX y in use

Figure 6: IP Services Screen, p. 4

Use theadd cti-link command to add a CTI linlor use by TSAPI. The link number can be any

value between 1 and 64 which is not currently assigned to anatker fie link number
specifiedmusbe t he same val SwitchtChldihk Nunsbedietdshbwniinn
Figure19. Use an unused extension as the val

chosenfot he fiNamed parameter is a matter of
changecti -link4 Page 1of 3
CTI LINK
CTI Link: 4
Extension: 69 996
Type: ADJ - IP
COR: 1

Name: AES - devcon223 - tsapi

Figure 7: Cti-link Screen
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4.1.3. Configure Stations
Usetheadd stationcommand to creai@station foreach of theP phonedistedin Table 1,
using the values shown the following table

Parameter Usage
Extension Use an unused extension which is compatible with the dial plan.
Type Use a typevalue which corresponds the physical station to be used.
Name Any alphanumeric string can be assigned as an extension name, W
Is used for identification purposes.
Security Code Enter an appropriate numeric string to be used as a security code.
Table 5: Configuration IP Stations
add station 60071 Page 1of 5
STATION
Extension: 60071 Lock Messages? n BCC: 0
Type: 1616 Security Code: 123456 TN: 1
Port: S00123 Coverage Path 1: COR: 1
Name: extn 60071 Coverage Path 2: COos: 1

STATION OPTIONS

Loss Group: 19

Speakerphone: 2
Display Language: english

Survivable GK Node Name:

Survivable COR: internal

Survivable Trunk Dest? y

Hunt - to Station:

Time of Day Lock Table:
ing Pattern: 1
Message Lamp Ext:
Mute Button Enabled? y
Button Modules: 0

Personalized Ring
60071
- way

Media Complex Ext:
IP SoftPhone? n

Customizable Labels? y

MRR; Reviewed:
SPOC4/19/2010

Figure 8: IP Station Screen
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4.1.4. Configure Hunt Group

Use theadd hunt-group command to createlaint group which is used to test the ability of
MARATHON EVOLOUTION to monitor hunt groups. Assign an unused extension to the hunt
group. Add extensiorfso r t e | e gndfioGtoette huintAyup, which are assigned to IP
phones which are monitored by MARATHON EVOLOUTION.

Parameter Usage
Group Name Any alphanumeric string can be used as a Group Name.
Group Extension Use an unused extension which isngatible with the dial plan.
MEMBER Add the extensions which are to be assigned to this hunt group to t
ASSIGNMENTS list. For this test, extensiot®071and60093 ae used.

Table 6: Configuration IP Stations

add hunt - group 4 Page 1 of 60
HUNT GROUP
Group Number: 4 ACD?n
Group Name: asc Queue? n
Group Extension: 61000 Vector? n
Group Type: ucd - mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n
ISDN/SIP Caller Display:

Figure 9: Hunt Group Screen p. 1

add hunt - group 4 Page 3of 60
HUNT GROUP
Group Number: 4 Group Extension: 61000 Group Type: ucd - mia
Member Range Allowed: 1 - 1500 Administered Members (min/max): 1 /2
Total Administered Members: 2
GROUP MEMBER ASSIGNMENTS
Ext Name(19 characters) Ext Name(19 characters)
1. 60071 extn 60071 14:
2: 60093 extn 60093 15:
3: 16:
4 17:
5: 18:
6: 19:
7: 20:
8 21:
9 22:
10 23:
11: 24:
12: 25:
13: 26:
At End of Member List

Figure 10: Hunt Group Screen, p. 3
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42.Confi gur e AvAppliaatioA Enadement Services

TheApplication Enablemerfbervicesserver is configured via a web browser by accessing the
following URL:

http://<AES server address>/

Click AContinue To Logino.

AVAYA Application Enablement Services
|

Welcome to Avaya Application Enablement Services
These web pages are provided for the administration and maintenance of this Avaya Application Enablement Server.

Before You Begin:

FEF  WARNING NOTICE ++%%

This system is restricted solely to Avaya authorized users for legitimate
business purposes only. The actual or attempted unauthorized access, use,

or modification of this system i=s =strictly prohibited by Avaya. Unauthorized
users are subject to Comwpany disciplinary proceedings and/or criminal and
civil penalties under state, federal, or other applicable domestic and
foreign laws. The use of this system may be monitored and recorded for
administrative and security reasons. Anyohe accessing this system expressly
consents to such monitoring and is advised that if wonitoring rewveals possible
evidence of criminal activity, Avaya mway provide the evidence of such activity
to law enforcement officials. L1l users must comply with Avays Security
Instructions regarding the protection of ALvaya's information assets.

Continue To l ogini

Figure 1: Av ay a AApplicatlbn Enablement ServicesVelcome Screen
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Once the login screen appears, enter the credentials for performing administrative activities.

AVAyA Application Enablement Services

Management Console

Please login here:

2009 Avaya, Inc, All Rights Reserved.

Figure 122 Av ay a AAppliaati®n Enablement Serviced ogin Screen

Click ncAeEs 0Seirnvil ef t frame.

Welcorme: User cust
H H H Last login: wed Jan 13 19:17:11 2010 from 192.168.150.3
AVA A Appllcatlo“ E“ableme“t Ser\f'ces HostMame/IP: aes-serverl/192.165.200.101
Management Console Server Offer Type: TURNKET
SW VMersion: r5-2-0-98-0

Home Home | Help | Logout

)} AE Services

» Communication Manager Welcome to OAM
Interface
Licensing . ! o ) )

The AE Services Operations, Administration, and Management (24M) Web provides you with
Maintenance toals for managing the AE Server, 0AM spans the following adrinistrative domains:
Networking + AE Services - Use AE Services to manage all AE Services that vou are licensed to use
on the AE Server,

Security + Communication Manager Interface - Use Communication Manager Interface to

manage switch connection and dialplan.

Status + Licensing - Use Licensing to manage the license server,
+ Maintenance - Use Maintenance to manage the routine maintenance tasks,

User Management + Metworking - Use Metworking to manage the networl interfaces and ports.

. + Security - Use Security to manage Linux user accounts, certificate, host authentication

Utilities and autharization, configure Linux-PAM (Pluggable Authentication Modules for Linux)

and so on.

Status - Use Status to obtain server status infornations.

User Management - Use User Managernent to rnanage AE Services users and AE

Services user-related resources,

Utilities - Use Utilities to carry out basic connectivity tests.

+ Help - Use Help to obtain a few tips for using the OAM Help system

>
»
>
>
>
>
>
>

Help

Depending on your business requirements, these administrative domains can be served by
one administrator for both domains, or a separate administrator for each dormain,

Figure 13: Av ay a AApplicatibn Enablement ServicesMain Screen
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Verify that theApplication Enablement Servicesrver installation has a TSAPI service license.
If this is not the case, please contact an Avaya representative regarding licensing.

Welcome: User cust

ovoya Application Enablement Services Lst looin: Mon Jan 18 15:53:03 2010 from 192,168.150,3

HostMame/IP: aes-serverl/192.165.200.101
Management Console Server Offer Type: TURMKEY
W Version: r5-2-0-98-0

AE Services Home | Help | Logout

CWLAN AE Services
DLG
DMCC . . .
IMPCRTAMNT: AE Services must be restarted for administrative changes to fully take effect.
SMS Changes to the Security Database do not require a restart,
TSAPT
— | service | status | State | License pode
Communication Manager - -
Interface AsAl Link Manager N/ Running N/ M/ A
Licensing CVLAN Service QOFFLIME Running N/ M/ A
- DLG Service OMLIME Running NORMAL MODE MAA
Maintenance
= DMCC Service OMLIMNE Running NORMAL MODE MAA
Networking - -
TEAPI Service OMLIME Running NORMAL MODE MAA
Security Transport Layer Service N/ Running N/ M/ A

Status
For status on actual services, please use Status and Control

User Management

. ] ’ ]
Utilities For more detail, please mouse over the Cause, you'll see the tooltip, or goto help page.

Help License Information
You are licensed to run Application Enablement (ST version 5.0

Figure 14 Av ay a AApplicatlon Enablement ServicesTop Level Screen
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Navigate toCommunication Manager Interface->Switch Connections Enter the name of the
Switch Connection to be added, and click

3

T |w|(w|w|[w w|w | w

-

welcome: User cust
H H H Last login: Wed Jan 13 19:17:11 2010 from 192.165.150.3
AVA A Appllcatlon E“ableme“t Services HostMame/IP: aes-serverl/192.168,200.101
Management Console Server Offer Type: TURMKET
S Wersion: r5-2-0-958-0

Communication Manaager Interface | Swi . i Home | Help | Logout

AE Services
Communication Manager Switch Connections
Interface

Switch Connections [sa720 |[_Add cannectian |

Dial Plan Processor Ethernet | Msg Period Number of Active Connections
Licensing ® =500 Mo 30 ]
Maintenance

O =ar1n Mo 30 1

Metworking

F— [ Edit connection | [ Edit PE/cLAN IPs | [ Edit H.323 Gatekeeper | [ Delete Connection |

Status
User Management

Utilities

Help

Figure 15: Switch Connection Screen
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This causes the following screen togyesented. At this point, enter the screen fields as

described in the following table, and click
Parameter Usage
The Switch Password must be the same as was entered into the
. Communication ManageXE Services Adminisation form via the
Switch Password

ichansger viipces 0 c¢ o mnrgueal6, Passwosds must
consist of 12 to 16 alphanumeric characters
SSL (Secure Socket Layer) is enabled by default. Keep the default

SSL setting unlss you are adding a Switch Connection for a DEFINITY
Server CS|

Table 7: Configuration of Switch Password

HostMamesIP: aes-serverl/192,168.200.101
Management Console Server Cffer Type: TURNKEY
SW o Version: r5-2-0-95-0

Welcome: User cust
avo yo App“catio“ Enablement Services Lt /ooin: wedJan 13 19:17:11 2010 from 192.168.150.3

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

+ Communication Manager

Connection Details - 58720
Interface

Dial Plan Canfirm Switch Passward |:|
> Licensing Hsg Period Mintes (1 - 72)

} Maintenance 5L
» Metworking Processor Ethernet O

» Status

Switch Connections

} User Management

+ Utilities

» Help

Figure 16: Set Switch Password Screen
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From theCommunication Manager Interface>Switch Connectionss cr een, cl i ck t he
CLAN I Pso button to display the screen show b
Application Enablement Servicesto use for communication with the switch, and click the

AfAdd Name or | PO button.

Wwelcome: User cust
H H H Last login: Wed Jan 13 19:17:11 2010 from 192.168.150.3
AVAyA Application Enablement Services HostNarme/IF: aes-serverlf192.168.200.101
Management Console Server Offer Type: TURNKEY
S Version: r5-2-0-98-0

Communication Manager Interface | Switch Connections Home | Help | Logout

b AE Services

~ Communication Manager Edit CLAN IPs - S8720
Interface
Switch Connections [192.188.60.8 | [ add Mame or 1P |
Dial Plan

Licensing
Maintenance
Networking
Security

Status

User Management

Utilities

»
»
»
»
»
»
»
»

Help

Figure 17: CLAN Screen
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On the left margin of the screamvigate toAdministration-> AE Services->TSAPI Links.

The

following screen is displayed. Click

Welcome: User cust
Last login: wed Jan 13 19:17:11 2010 from 192.168.150.3

AVAyA Application Enablement Services HostMame/IP: aes-serverl/192.168.200.101
Server Offer Type: TURMKEY

Management Console !
S Wersion: r3-2-0-98-0

Home | Help | Logout

AE Services | TSAPI | TSAPI Link

CWLAM TSAPI Links
DLG - — : - — 1R : - - a -
OMCC

® 1 |s8710 4 5 Unencrypted
SMS
TSAPI Oz |s8s00 4 UNENOWHN Unencrypted
= TSAPI Links [ add Link ] [ Edit Link ] [ Delete Link |

= TSAPI Froperties

Communication Manager
Interface

} Licensing

} Maintenance
b MWetworking
b Security

b Status

} User Management

b Utilities
» Help

Figure 18 TSAPI Links Screen
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Fill in the parameter s f ometér mestbe awvalke betweeenile a dd
and 16 which is not assigned to another | ink.
name of the Avaya Server which is to be controlled by this link. The value for the TSAPI
ASwitch CTI Link Nbaweeniland&luand must be thee samea ds was

used in th&Communication Managér a d dl icntkio c on f i g u fFigutei7.oGlickc o mma n d
the AApply Changeso button.

Welcome: User cust
H H H Last login: wed Jan 13 19:17:11 2010 from 192.165.150.3
AVAyA Appllcatlon E“ableme“t Ser‘"ces HostMame/IP: aes-serverl/192,165.200.101
Management Console Server Offer Type: TURNKEY
S Version: r5-2-0-38-0

AE Services | TSAPI | TSAPI Link Home | Help | Logout
CVLAN Add TSAPI Links
biLE Link 1
oMCC Switch Connection SE720 v
oM Switch CTI Link Number |4
TSAPI ASAL Link Version 4 W
= TSAPI Links Security Unencrypted
= TSAPI Properties [ Apply Changes ][ Cancel Changes ]

Communication Manager

Interface

Figure 19: Add TSAPI Link Screen
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Navigate toJser Management> User Admin -> Add User.

The ACT Usero field for this AppleationBnaslement e s et

Serviceauser is theASC RIA Serverwhich used\pplication Enablement Servicés monitor
stations. The fAUser |1 do and AUser Passwordo
DataManager ifrigure 33.

welcorme! User cust
H H H Last login: Wed Jan 13 19:17:11 2010 from 192.165.150.3
AVAyA Appllcatlo“ E“ableme“t Ser\flces HostMarme/IP: aegs-serverl/192.1658,.200.101
Management Console Server Offer Type: TURMEEY
S Version! r5-2-0-98-0

User Management | User Admin | List All Users

» AE Services

Communication Manager Add User
Interface

b Licensing * User Id

|

} Maintenance * Common Mame

» Metworking * Surname

} Security User Password l:l

» Status Confirm Password l:l

¥ User Management Adrnin Note l:l
Avaya Role |Ngne vl

Service Admin
Business Category

User Admin .
Car License
= add User
CM Home
= Change User Password
= List all Users Css Horne
= Modify Default Users CT User Yes v
= Search Users Department Number

b Utilities Cisplay Name
» Help Employvee Mumber
Employee Type

Enterprise Handle

iyl

Given Mame

Figure 20: Add User Screen
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Navigate tcAdministration -> Security Database> CTI Users-> List All Users, and then

click NnEdit User o

Changeso.

for

t h

e newly added user

Management Console

urity | Security Database | CTI Users | List all Users

AVAyA Application Enablement Services

Welcome: User cust

Last login: Wed Jan 13 19:17:11 2010 frorm 192.168.150.3
HostMarme/IP: aes-serverl/192,168,200,101

Server Offer Type: TURNKEY

S \ersion: r5-2-0-98-0

Home | Help | Logout

» AE Services

Communication Manager
Interface

» Licensing
} Maintenance

» Networking

¥ Security

Account Management
Audit

Certificate Managerment
Enterprise Directory
Host &4

PAM

Security Database
= Control
=@ CTI Users
= List all Users
= Segarch Users
= Devices
= Deavice Groups
= Tlinks

Unrestricted Access
Zall Origination and Termination / Device Status

Device

Call / Device

Zall and Device Monitoring:

Call

Allow Routing on Listed

Routing Control: Devicas

I Apply Changes H Cancel Changes ]

Edit CTI User

User Profile: User ID asc
Comman Mame asc
Worktop Mame MOME »

MRR; Reviewed:
SPOC4/19/2010

Figure 21: Edit CTIl User Screen
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4.3. Configure MARATHON EVOLUTION Server

The ASCMARATHON EVOLOUTION Voice Recordehas an integrated web server and can
be configired remotely via a web browday selecting its IP address as the ¢atldRL from the
browser Selection of this URL causes the following todieplayed.

4.3.1. Configure ASC DataManager
Selectthe ASC DataManagerapplicationfrom the left frame

/2 MARATHON EVOLUTION WEB Portal - Windows Internet Explorer FEX

Lo |(-uc 192,168,150, 151 v| | s

File Edit Wiew Favorites Tools  Help
o Favarites | 55 @& + @] Dial using Avaya IP Softphone & | Free Hotmail & |

3
{ase MARATHON EVOLUTION WEE Portal < | * Page » Safety + Tools = @v

MARATHON EVOLUTION WEB Portal \(as

Applications Connection

2

ASC DataManager

REMOTE ACCESS

=
=] VIA HTTP
= [192.168.150.3]

Bo

INSTANT WEBplay

Copyright ASC telecom AG. All rights reserved.

Dione: & Internet G v Haowm -

Figure 22: MARATHON EVO LUTION Welcome Screen
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Enter appropriate usercredentialmd hit t he fientero key.

ASC DataManager

Copy All rights reseved.

Figure 23: DataManager Login Screen
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Click to expand théd AS C [mantaaght r 0C o n f i -giuSryastt i eomitam im e left
frame of the screen.

ASC DataManager

= _rLA_SC DataManager ASC DataManager Choose your language :E

=1 User Administratig
2 & Configuration

ju rder Informatio)
21 Archive Client
&1 SDDM Client
Database
- Registry
e+ Information

[+ I+ R+ N+

Copyright G. All rights reserved.

Figure 24: DataManager WelcomeScreen
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Expand the ARI A0 menu poi nt passivemenu pomt.Setef t f r a
theRIApassiveparametessasds cr i bed i n the following tabl e,
Parameter Usage
Numinstances Set this parameter to
Enabled Set this parameter to
Enter an appropriate name to identify the monitori
Name .
instance.
LogLevel Ent er nioMedi u

Table 8: DataManager RIA passiveParameters

ASC DataManager

22 ASC DataManager RIApassive
= User Administration

Configuration
State Description
[ EWOip channels
:_-.LEVC’ip active channels Licensed Shows if you have a license for RIApassive
Muminstances | The number of RIApassive instances & | 9 |
DevConnect
= _
Yecording Planner ) ) .
T — Enabled Enables or disables this RlApassive-instance 5 | Yes
tecorder Information {0AGH
= Archive Client . L
c MName The name for this RlApassive-instance DevC ct
' SDDM Client 4 | evionne
Database
% Registry LogLevel The log level for this RIApassive-instance 5 | Medium
2 Information

Figure 25: DataManager RIA passiveConfiguration Screen
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Click on the name of thRlIApassivemonitoring instance created in the previous step in the left
frame of the screen, and enter configuration parameters as shown in the following table into the
AProd m¢elr faced tab.

Parameter Usage
Statemachine Selecti Rl ASer ver Taggi-dognanerfur om t he
EventBuffer Select ANo buf f-downnmegudo fr om t he
PIFType Select API FAvaya@wmenf.r om t he d
Mode Select AStart, st-dopnnenud t ago f
ConnectionAType Sel ect A TedPpdownmenm t h
ServerlP Enter the address die RIApassiveserver, as shown iRigure 1.
ServerPort Enter the port value ¢&f000.
Inactivity-Timeout Enter A300.
LogBinaryData Sel ect MANooO-dotvimneenu. t he dr op

Table 9: Configuration IP Stations
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ASC DataManager

DevConnect

Protocol-Interface

State |MName

Statemachine

EventBuffer

PiF-Type

Description

The staternachine grammar to use for this RIApassive-
Connection

The buffer size for events.

The protocol interface adapter to use for this RIApassive-
Connection

Should the PIF be used to detect start/stop and/ar
taggings

Value(s)

% | RIAServerTagging v|
4 | No buffering v
& | PIFAvayaCll v|

v]

ﬁ | Start, stop and tag

Connection- | The connection type to use. 5 |Tcp “
Type
Server-IP The ip address to connect to. 5 [192.168.150.12 |
Server-Port The port to use for the connection. & |gngg |
Inactivity- Close connections after this duration of inactivity. Unit is G |3EI |
Timeout seconds, '0" means no inactivity timeout.
LogBinaryData |Log the incoming binary data & | No 3
Figure 26: DataManager RIA passivenstance Protocotinterface Screen
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Sel ect t he 0 De v-tlickerseach bféhb entries shihin thetable,laed enter the
configuration parameters as showrFigure 28.

ASC DataManager

DevConnect
Protocol-Interface | Devices
State |Mame Description Value(s)
Impaort from C3V
Exportto C3Y

Channel 001 0 6
Channel 002 0 7
‘Channsl 002 a 8
Channel 004 a 2
Channel 005 0 10 |PhysicalDevicelD: & |
Channel 008 i 11
Channel 007 L] 12
Channel 002 0 12
Channel 009 0 14
Channel 010 ] 15
Channel 011 1] 18
Channel 012 i 17
Channel 013 0 18
Channel 014 ] 19
Channel 015 L] 20
Channel 015 i 21
Channel 017 a 22
Channel 018 ] 23
Channel 019 0 24
Channel 020 i o5
Channel 021 a 26
Channel 022 ] a7
Channel 023 0 28
Channel 024 i pea=]
Channel 025 L] 30
Channel 026 0 31
Channel 027 0 32
Channel 028 ] 33
Channel 028 L] 34
Channel 020 0 35

Figure 27: DataManager RIApassivenstance Devices Screen
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Configure thechannels with thparameters shown in the following table.

Parameter Usage

RecordStartMode| Sel ect A RI A_CONNEdOWnhanerfur om t he d

StorageMode Sele¢ti EX T E RN _ D&E LfErTEmM -dovimenendi.r o p

InputSourcel Selecth COMMAN ( An al ofrgm the dREIdNS heno.

InputTypel Seleci PRI _ PASSI VE_|I NCOMI NG_TI MESL(

E n t e (for thelfitst channel, 2 for the second and so on...). Thergap

InputSlotl for the 16" and 31th channel, akseseare the Bchannels from the PRI line

Table 10: DataManager Channel Configuration Parameters

Channels i = E =2 B =

State ChanneiDescription
oK Channel 001
72 Lo L007 L oocCosonns
Configuration of Channel 001
State | Name Description Value(s) (De-iSelectall)
RecoraStartifode Start recording by: S| DTMF-SEQUENCE (DTWF sequence) ~
RING (Triggered by ring tone detection)
RIA_ALERTING (Triggered by external conver
RIA_CONNECT (Triggered by external converlud
RecordStopiode Stop recording by: L[~ (Use the triggers from recording start) ~
HOST (External application)
VOX (Signal level)
COR (Contact operation) ™
StorageMode Recording mode 45| EXTERN_DELETE (recording planned) v
VoxLevel Threshold value for sensitivity of signal detection. Range from 0dB (max sensitive) to 62dB (least | 45| 20 4B EE
sensitive).
Timespan_Until_Deletion | Time to keep a call in the database (YY:MM:DD:HH:mm). ¢5|gg 00:00:00:00 ‘
CLIEnable Enable CLI detection ﬂ Mo v
DTMFEnable Enable OTMF detection ¢) Mo v
PreTrigger PreTrigger to use by record star. [0..51]1*100ms. ¢)|2c| \
Compression Compression to use for audio data ﬁ PCM_A_LAW (PCM_A_LAW) v
VoxPostTime Minirmum duration for silence before recording stop in cenjunction with VOX trigger. 100ms+ S[70 |
[0..10231*100ms
VoxTimeMirn Minimum signal duration before recording start in conjunction with VOX trigger. <5/ 1000 ms v
IdlePostTime Minimum duration for silence before recording stop in conjunction with IDLE WORD trigger. ¢)|1g ‘
100ms+[0..1023]*100ms
IdleTimeMin Minirmum signal duration before recording start in conjunction with IDLE WORD trigger | 1000 ms v
Package Timeout Time to wait before call packages get finally processed after call end. Unitis 100 ms ¢)|1gg ‘
AGCEnable Enable AGC mode. & Enabled (Mono) v
ActiveHook Take and record analog PBX-conference calls ﬂ Off v
BeepToneEnable Beep tone insertion. ﬂ Off v
AnalogGain 3ain for analog lines. ¢j 0dB -
AGCRaiseTime{ AGC raise ime for the first input channel ¢j 608 ms -
AGCMaxGaint AGC maximum gain for the first input channel. 45/ 41 dB -
InputSource1 Type of recording interface ¢) COMMAN (Analog / PCM30) v
InputType Signal Input ¢§ PRI_PASSIVE_INCOMING_TIMESLOT (passi v
InputSiotd The time slot number of the recording interface 43‘1 ‘
InputSource2 Type of correspondent recording interface 43 COMMAN (Analog / PCM30) [
InputType2 The input type of the second input source & PRI_PASSIVE_OUTGOING_TIMESLOT (pass v
InputSiot2 The time slot number of the correspondent recording interface 51 |
Availability This channel is physically available

Figure 28 DataManager Channel Configuration Screen
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4.3.2. Configure ASC RIA Server
Enter the URL of the RIA Server into a web br

Figure 29: RIA Server WelcomeScreen
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